|  |  |  |  |
| --- | --- | --- | --- |
| **Name** | PARAS JUNEJA | **Gender** | Male |
| **Roll No.** | 14CSU139 | **Batch** | 2014-2018 |
| **Email Address** | [parasjuneja012@gmail.com](mailto:parasjuneja012@gmail.com) | **Branch** | B.Tech(CSE) |
| **Mobile No.** | 9999813142 | | |

**Objective**: To get associated with an organization, which nurtures my skills and at the same time, helps me learn the requisite things.

**Details of 10th and 12th:**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | **Name Of School** | **Year of passing** | **Board** | **% Marks / CGPA** |
| **10th** | Carmel Convent School | 2012 | CBSE | 9.4 |
| **12th** | Delhi Public School, Faridabad | 2014 | CBSE | 83.6% |

**Bachelor's Degree -** B.Tech(CSE) from The NorthCap University( Formerly ITM University, Gurgaon)

|  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **Year** | **1st Year** | | **2nd Year** | | **3rd Year** | | **4th Year** | |
| **Semester** | 1st Sem | 2nd Sem | 3rd Sem | 4th Sem | 5th Sem | 6th Sem | 7th Sem | 8th Sem |
| **SGPA/%Marks** | 7.6 | 8.64 | 8.48 | 8.3 | 8.52 | 9.04 | 9.11 | 9.23 |

**Overall % Marks / CGPA** 8.58

**Area of Expertise:** Computer Networks, Cryptography and Cyber Security.

**Internship Details:**

|  |  |  |
| --- | --- | --- |
| **Name Of Company** | **Duration** | **Internship Project** |
| RND Technologies | 2 Months (June 2017-July 2018) | * Automobile part automation software |
| Deloitte USI | 10 Months (January 2018-Present) | * Vulnerability assessment of Industrial Control Systems * Vulnerability assessment of IoT devices and cracking those vulnerabilities. |

**Work Experience:**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Name Of Company** | **Duration** | **Designation** | **Market Offering** | **Roles and Responsibilities** |
| Deloitte USI | 4 Months (June 2018 – Present) | Analyst | Cyber | * Analysing logs forwarded by various network and endpoint devices. Looking out for suspicious and malicious activity using those logs and reporting those events to respective clients. * Event analysis on base and corelated events using **SPLUNK, QRADAR, LOGRHYTHM.** |

**Extra-Curricular Activities:**

* Winner of *PRASTUTI 2016*(a presentation delivering competition organized by School of Professional Attachment (SPA), The NorthCap University) on 15th March 2016.
* Winner of Quality Quiz organized by the NorthCap University in association with ASQ (American Society for Quality Education) on 18th November, 2016.

**Certifications and Trainings:**

* White Belt Certified in Lean Six Sigma by ASQ.
* Cisco Certified Network Associate CCNA-1 (Routing and Switching).
* Splunk certified power user.

**Experience and Knowledge:**

* Understanding of OWASP Top-10 Vulnerabilities.
* Hands on experience on Splunk, Burp Suite and Veracode.
* Completed specially curated trainings in Ethical Hacking overview, CompTIA Network: Understanding Network, Developing Secure Software, Software Project Management.

**Hobbies:**

Reading, Swimming, Painting, Cycling.

**Language Proficiency:**

English, Hindi, German(Basic proficiency).