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关于做好2023年下半年重大活动网络安全保障工作的通知

各投资企业：

为切实做好2023年下半年重大活动网络安全保障工作，确保各项安排顺利进行，现就有关事项通知如下：

一、要高度重视网络安全保障工作

今年是我国踏上全面建设社会主义现代化国家、向第二个百年奋斗目标进军新征程的重要一年，各企业务必高度重视，提高政治站位，牢固树立“四个意识”，坚定“四个自信”，做到“两个维护＂，充分认识做好下半年重大活动网络安全保障工作的特殊重要性。主要负责同志要靠前指挥，迅速安排部署，强化工作措施，落实工作责任，高度警惕和严密防范敌对势力利用网络对我进行反动宣传和攻击破坏、制造经济社会混乱、干扰各项安排顺利进行，坚决防范网络安全重大风险，坚决消除数据安全重大隐患，坚决杜绝重要系统、重要网络大面积瘫痪以及重要网站被篡改、重要系统数据大面积泄露等事件发生。

二、要严格落实网络安全管理制度和责任

各企业要加强网络安全工作组织领导，进一步健全工作机制。要按照“谁主管谁负责、谁运行谁负贵、谁使用谁负贵”和属地化管理原则，进一步明确责任，落实制度，加强网络安全管理和技术防范，做到领导到位、机构到位、人员到位、责任到位、措施到位。要严格责任追究，对发生重大网络安全责任事故的，严肃追究主要领导和相关责任人责任。

三、要切实加强网络安全防范措施

各企业要深入分析网络安全检查和风险评估中发现的突出问题、薄弱环节和潜在风险，及时调整网络安全策略、修补漏洞，切实加强网络安全防范措施，重点做好关键信息基础设施网络安全防护工作，严防个人信息和数据泄露风险。企业网站和重点新闻网站要强化网站安全管理，尤其是加强网站后台内容管理，从严控制易被攻击利用的子站、栏目和功能上线。

四、要认真做好网络安全信息通报和应急工作

各企业要加强网络安全应急值守工作。指定应急联络人员，保持通信联络畅通。要加强网络安全监测、信息收集及分析研判，及时发现、预警和处置网络安全事件。在发生网络安全事件时，事发单位要立即启动应急预案组织先期处置，并在半小时内口头、一小时内书面报告科技有限公司网信办。

7-8月科技有限公司将组织专业力量对各企业网络安全进行新一轮“护网”检查，具体工作安排另行通知。

特此通知。
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上海科技有限公司办公室 2023年6月18日印发