* vul name : XSS
* vul location : www.example/index.php?id=<script>alert(1)</script>
* vul description : Cross-site scripting
* vul patch : HtmlEncode
* vul name : SQLi
* vul location : www.example/index.php?id=' OR '1'='1
* vul description : SQL injection
* vul patch : Parameterized Query
* vul name : 測試
* vul location : 資料
* vul description : 在
* vul patch : 這裡