1. Start the RH Academy Lab VMs.
2. Log onto to workstation as user student, password = student
3. Switch to root as follows: **su –**
   1. Password is **redhat**
4. Run **less -N /etc/sudoers**
   1. The less command opens sudoers and allows the up/down arrows to navigate
   2. -N shows line numbers
5. Down arrow until lines 100 and 107 are both showing.

|  |
| --- |
| **Take a screenshot of the sudoers file that includes lines 100 – 107 – paste here** |

1. Notice that the user root on all hosts using all users can run all commands ‘root ALL=(ALL) ALL’
   1. Notice that the same is true of the wheel group
   2. Any user that is a member of the wheel group can run commands as any other user (including the super user) using sudo
2. Type **q** to exit
3. Now let’s see who is a member of the wheel group. Run **less -N /etc/group** and look for the wheel group (on mine, it’s on line 11).

|  |
| --- |
| **Take a screenshot of the content of wheel, making sure that the entry for wheel shows – paste here** |

1. Notice that the wheel group, (x in place of possible password), gid = 10, has student as a member
   1. So, as long as we’re logged on as this user, when we need to run commands requiring root privileges:
      1. We don’t need to switch to root (su -)
      2. We can just append sudo to the command (superuser do)
2. Type **q** to exit
3. Run **exit** to exit out of root’s logon and back to your regular user
4. Create a user named Gertrude with the following command: **useradd Gertrude**
5. You see that you need super user privilege
6. Run the command again as **sudo useradd Gertrude**
   1. You will need to provide the password to user student, which is student
7. Give Gertrude the password of Password01 by running **sudo passwd Gertrude**
   1. Make the new password Password01
8. Look for Gertrude in /etc/passwd by running **less -N /etc/passwd**
   1. You don’t have to sudo when viewing passwd because any user can view this file
9. Arrow down to the bottom to see the entry for Gertrude
10. Notice the following:
    1. Gertrude’s uid is 1003 (unless you’ve created users before this), as is the gid of Gertrude’s primary group
    2. Gertrude’s home directory is /home/Gertrude
    3. When Gertrude logs on, the shell will be bash
11. Type **q** to exit
12. The user Gertrude was at the bottom of passwd’s list because that account was the last one created. What if that wasn’t the case? Is there an easier way to just get the information from passwd that we need without having to manually search? Yes there is.
13. Use grep to display lines in the passwd file that contain the string Gertrude by running
    1. **grep Gertrude /etc/passwd**

|  |
| --- |
| **Take a screenshot of the output of the above instruction’s grep command – paste here** |

1. Verify that Gertrude’s password was set by seeing if there is an entry for Gertrude in the shadow file.
   1. **sudo grep Gertrude /etc/shadow** provide the password for student (if requested)

|  |
| --- |
| **Take a screenshot of the output of the above instruction’s grep command – paste here** |

1. Switch to user Gertrude by running **su – Gertrude** provide the password of **Password01**
2. Run **pwd** to verify that your path of working directory is Gertrude’s home directory
3. Create a file by running **touch GertrudeFile**
4. Run **ls -l** Verify that Gertrude and the Gertrude group own the file named GertrudeFile
5. Run **exit** to return back to your student user’s environment
6. Remember that you’re logged on as student now. Run **ls -l /home/Gertrude/**
   1. Notice that you don’t have permission to access
7. root can access anything. Up arrow to bring the previous command back, and append a sudo to it:
   1. **sudo ls -l /home/Gertrude/**

|  |
| --- |
| **Take a screenshot of the output of the above instruction’s ls -l command – paste here** |

1. Copy the /home/Gertrude/GertrudeFile to your home directory, and renaming it, by running the following:
   1. **sudo cp /home/Gertrude/GertrudeFile ~/studentGertrudeFile**
2. Run **ls -l studentGertrudeFile**

|  |
| --- |
| **Take a screenshot of the output of the above instruction’s ls -l command – paste here** |

1. Recall that the file copied (/home/Gertrude/GertrudeFile) was owned by Gertrude. But /home/student /studentGertrudeFile is owned by root, not you
   1. The cp command was run as root, so the owner of the copied file is root
2. Now, lock Gertrude’s account by running **sudo usermod -L Gertrude**
3. Verify by running **sudo grep Gertrude /etc/shadow**

|  |
| --- |
| **Take a screenshot of the output of the above instruction’s grep command – paste here** |

1. Notice the exclamation point after the user name ![](data:image/png;base64,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)
   1. This exclamation point is the sign of a locked account
2. Now unlock the Gertrude account by running **sudo usermod -U Gertrude**
3. Verify the unlocking by running (or up arrowing to rerun) **sudo grep Gertrude /etc/shadow**

|  |
| --- |
| **Take a screenshot of the output of the above instruction’s grep command – paste here** |

1. If the account is unlocked, there will no longer be an exclamation point after the user name
2. Now, create a new group named myNewGroup by running **sudo groupadd myNewGroup**
3. Verify that the group exists by running **less /etc/group** and arrowing to the bottom
   1. You could have also just used grep if you were only interested in seeing myNewGroup info
4. Type **q** to exit
5. Change the name of this group to LabGroup by running **sudo groupmod -n LabGroup myNewGroup**
6. Verify with grep - **grep LabGroup /etc/group**
7. Add Gertrude to LabGroup by running **sudo gpasswd -a Gertrude LabGroup**
8. Also add the student user to LabGroup. **sudo gpasswd -a student LabGroup**
9. Verify the membership by rerunning **grep LabGroup /etc/group**
10. Remove student and Gertrude from LabGroup. Run the following:
    1. **sudo gpasswd -d student LabGroup**
    2. **sudo gpasswd -d Gertrude LabGroup**  (you can up arrow the previous command and edit it)
11. Add those users back to the group, but this time with a single command:
    1. **sudo gpasswd -M student,Gertrude LabGroup**
12. Verify the membership by rerunning **grep LabGroup /etc/group**

|  |
| --- |
| **Take a screenshot of the output of the above instruction’s grep command – paste here** |

1. Finally, remove LabGroup with the following command: **sudo groupdel LabGroup**
2. Now, do the specified Guided Exercises from Chapter 6 of Red Hat Academy. Take the requested history screenshots and paste to the document as well.
3. Guided Exercise: **Gain Superuser Access -** chapter 6, section 4

|  |
| --- |
| **Take a screenshot of the output of the history command – paste here** |

1. Guided Exercise: **Manage Local User Accounts -** chapter 6, section 6

|  |
| --- |
| **Before exiting: Take a screenshot of the output of the history command – paste her****e** |

1. Guided Exercise: **Manage Local Group Accounts** - chapter 6, section 8

|  |
| --- |
| **Before exiting: Take a screenshot of the output of the history command – paste here** |

1. Guided Exercise: **Manage User Passwords -** chapter 6, section 10

|  |
| --- |
| **Before exiting: Take a screenshot of the output of the history command – paste here** |

Upload the document of screenshots to Canvas