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Portfolio Reflection

The project in this course was to develop a secure coding standard document for Green Pace. The document begins by outlining 10 valuable security standards that can be applied across all development efforts. A definition of these standards allows the development effort to incorporate security standards from the onset. This is a part of the concept of not leaving security until the end. They also incorporate the concept of zero trust.

The document continues by providing secure coding standards and examples of both bad practice and good practice. These standards are language specific but do illustrate how the security standards manifest themselves in code by providing examples. Each example has a detailed explanation of how each security standard matches the coding standard.

Towards the end of the document, the DevSecOps pipeline is shown with explanations about how automation can be applied across the pipeline. The automation suggestions are based off coding standards. The accompanying presentation of the document highlights the risk assessment of Green Pace. The risk assessment details that the cost of a breach outweighs the cost of implementing security measures defined in the automation section of the document.