1. What application do the logs come from?

Clinical-security for a PHP

1. What are the dates which are represented by the logs?

Dec. 1st thru the 3rd  8th,9th,2013, Nov. 10th thru the 12th ,17th ,18th, , 24th 2013

1. How many unique IP addresses appear?

32 for the error log 20 for the access log so 52 all together

1. What was the largest file export logged? and does it look out of the ordinary?

I could not tell what file was exported

1. What is the most common error found in the error logs?

File does not exist and script not found

1. Do you see anything which is out of the ordinary?

Other than a lot of failed log in attempt’s which could mean that someone is trying to hack their system.

1. Write a short synopsis of what you found.

It was really hard to read and understand, but since this is my first time trying to read one it is understandable. For the most part it was not bad, saw a lot of failed log in attempts and a lot file does not exist which makes me think that they need to work on how to point to the file in there system. I could find the dates and times in which the system was accessed, the IP addresses from which they where accessed from, and I am sure there is a lot more usefully information on there but I am not sure how to read it.