|  |  |  |
| --- | --- | --- |
| **-l LOGINyoki-L FILE** | Tizimga kirish imkoniyatlari: Yagona foydalanuvchi nomini ( -l) yoki foydalanuvchi nomlari roʻyxatini ( -L) oʻz ichiga olgan faylni belgilang. | hydra -l admin ...yok ihydra -L usernames.txt ... |
| **-p PASSyoki-P FILE** | Parol variantlari: Bitta parol ( -p) yoki parollar roʻyxatini ( -P) oʻz ichiga olgan faylni taqdim eting. | hydra -p password123 ...yok ihydra -P passwords.txt ... |
| **-t TASKS** | Vazifalar: Hujumni tezlashtiradigan parallel vazifalar (iplar) sonini aniqlang. | hydra -t 4 ... |
| **-f** | Tez rejim: Birinchi muvaffaqiyatli login topilgandan so'ng hujumni to'xtating. | hydra -f ... |
| **-s PORT** | Port: Maqsadli xizmat uchun standart bo'lmagan portni belgilang. | hydra -s 2222 ... |
| **-vyoki-V** | Batafsil chiqish: hujumning borishi, jumladan urinishlar va natijalar haqida batafsil ma'lumotni ko'rsatish. | hydra -v ...yoki hydra -V ...(batafsilroq ma'lumot uchun) |
| **service://server** | Maqsad: Xizmatni (masalan, ssh, http, ftp) va maqsadli server manzilini yoki xost nomini belgilang | hydra ssh://192.168.1.100 |
| **/OPT** | Xizmatga xos variantlar: Maqsadli xizmat tomonidan talab qilinadigan qo'shimcha variantlarni taqdim eting | Hydra http-get://example.com/login.php -m "POST:user=^USER^&pass=^PASS^"(HTTP shakliga asoslangan autentifikatsiya uchun) |
| **ftp Fayl uzatish protokoli (FTP)** | Odatda tarmoq orqali fayllarni uzatish uchun foydalaniladigan FTP xizmatlari uchun kirish ma'lumotlarini shafqatsiz ravishda ishlatish uchun ishlatiladi. | hydra -l admin -P /path/to/password\_list.txt ftp://192.168.1.100 |
| **Xavfsiz qobiq (SSH)** | SSH xizmatlarini odatda tizimlarga xavfsiz masofaviy kirish uchun ishlatiladigan shafqatsiz hisob ma'lumotlariga yo'naltiradi. | hydra -l root -P /path/to/password\_list.txt ssh://192.168.1.100 |
| **http-get/post** | GET yoki POST so'rovlari yordamida HTTP veb-kirish shakllari uchun kirish hisob ma'lumotlarini shafqatsiz ravishda ishlatish uchun ishlatiladi. | hydra -l admin -P /path/to/password\_list.txt http-post-form "/login.php:user=^USER^&pass=^PASS^:F=incorrect" |
| **smtp** | Odatda elektron pochta xabarlarini yuborish uchun ishlatiladigan SMTP uchun kirish ma'lumotlarini shafqatsiz ravishda majburlash orqali elektron pochta serverlariga hujum qiladi. | hydra -l admin -P /path/to/password\_list.txt smtp://mail.server.com |
| **mysql** | MySQL ma'lumotlar bazalari uchun kirish ma'lumotlarini qo'pol kuch bilan kiritishga urinishla | hydra -l root -P /path/to/password\_list.txt mysql://192.168.1.100 |
| **mssql** | Microsoft SQL serverlarini ma'lumotlar bazasiga kirish hisob ma'lumotlarini shafqatsiz kuchga kiritish uchun mo'ljallangan. | hydra -l sa -P /path/to/password\_list.txt mssql://192.168.1.100 |
| **rdp** | Masofaviy ish stoli protokoli (RDP) | hydra -l admin -P /path/to/password\_list.txt rdp://192.168.1.100 |