Server: https://172.16.40.170

1- Upload Interface Api 44301 2- Upload Interface UI 44302 3- download Interface Api 8003 44303 4- download Interface UI 44304 5- Management Console Api 44305 6- Management Console UI 44306 7- Common.sms gateway 9407 8- Common.email gateway 94089- Management.Engine Api 940910- management.Reporting Api 4431011- management.reporting ui: 44311

13-management License api 44313

14-management License ui [44314](https://172.16.40.170:44314)

15-management Log api [44315](https://172.16.40.170:44315)

16- management log ui [44316](https://172.16.40.170:44316)

17-management share api 44317

18- antivirus api 44318

19-multiav console [44319](https://172.16.40.170:44319)

20-mime type api 44325

21-malware api 44324

22-FileAnalyzer api 44320

23-rabbitmq 15672

24- Rabbitmq engine 5672

25-Gitlab 1111

26-Automatify ui 44330

27-archive api 44321

28-FileAnalyzer Ui 44322

29-FileAnalyzer AI Api 44323

30-Gitlab 172.16.40.180

31-nsrl 44326

32-Automatify api 44327

33-Ehrazkon.api 44328

34-FileTools 44329

35-API.defacement.ir 44340

36- farsi summarize <https://172.16.40.170:44335/summarize_fa>

37-pdfexaminer PHP 44336

38-ehraz ui 44331

39-chatiato.api 44332

40-Cat <http://172.16.43.201:43456/swagger>

41-dstv3.danafire.broker.api 44341

42-Data Encryption 44333

43-Qyicksand 44334