# EPIC REPORT

## Roles:

Made roles:

* Admin
* Employee
* Trainee
* Views\_only

We gave admin superuser status.

We gave employee predefined role ‘pg\_read\_all\_data’ which gives: “Read all data (tables, views, sequences), as if having SELECT rights on those objects, and USAGE rights on all schemas, even without having it explicitly. This role does not have the role attribute BYPASSRLS set. If RLS is being used, an administrator may wish to set BYPASSRLS on roles which this role is GRANTed to.” – postgresql documentation, e-documentation, referenced [21/04/2024], available at <https://www.postgresql.org/docs/current/predefined-roles.html>

Trainee has been granted ability to read tables project, customer, geo\_location, and project\_role. It also has permission to see traineeView which consists information from employee table rows id, name and email.

Views\_only is W.I.P