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**二、立项依据**

|  |
| --- |
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1. **研究方案**

|  |
| --- |
| 1. 研究目标、研究内容和拟解决的关键问题   1.1研究目标  针对车联网架构中，车辆中一些配置较低、面积较小的ECU之间相互通信的过程中，为了数据的安全性、完整性，研发一种专用的轻量级分组密码有着重要意义。因此，本项目将研发一种面向车联网节点的轻量级分组密码算法，为了达到这一目标，需要以下三方面的子目标研究。  （1）针对车联网节点下实际应用的机密性保护需求，设计一种新型低面积、低延迟、低功耗和高安全的轻量级分组密码。  （2）针对车联网对延迟的要求，在密码结构、密码部件等关键环节提出低延迟的设计理论。  （3）针对轻量级密码算法在车联网环境中的可移植性，考虑将轻量级密码算法与车联网节点ECU芯片结合，做到既能快速对明文加密，又不会让ECU因移植算法和加密运算带来过多开销。  1.2研究内容  本次研究项目的内容是针对车联网节点的受限环境下，遵循2017年NIST给出轻量级密码设计准则，研究轻量级分组密码设计与分析方面的理论基础和关键技术，具体研究内容包括：  （1）针对目前车联网环境的安全通信问题以及解决方案进行研究  首先，针对汽车内部通信环境，研究目前车联网中的通信方式；其次，根据现有的智能网联汽车安全事件，研究车联网通信中CAN总线协议存在的安全风险；再次，考虑目前CAN总线协议中已有的安全方案，分析与评估其方案在车联网中的优势与劣势，重点考察低延迟、高效率、高安全的评估标准。最后，针对目前车联网存在的安全风险，考虑已有的研究中存在的不足，确立面向车联网节点的轻量级分组密码的设计目标，其中设计目标重点考虑低延迟指标。  （2）针对现有轻量级分组密码算法的结构进行研究  密码结构通常需要灵活支持32/48/64/80/96比特等多种长度规模，针对车联网中低延迟等应用需求以及特点，研究适用其通信长度的参数的密码结构以及合理的轮数。目前，轻量级分组密码的迭代方法主要有两种：SPN结构、Feistel结构，在结合两种结构的优点的同时，研究具有良好的扩散性和混淆性特点的密码算法。同时，研究对通用密码结构的安全性评估方法，利用差分、线性等攻击方法考察不同结构参数对安全性的影响。  （3）针对轻量级密码算法部件进行设计及安全性评估  首先，针对车联网环境中低延迟的需求，研究直接利用逻辑电路构造轻量级密码组件的方法，以基本逻辑运算的门数、延迟作为权重，研究具有较小硬件实现代价且达到最优密码学性质的非线性和线性组件的设计。其次，针对ECU之间的通信方式，在结合CAN总线协议中的CAN ID特性，以不同的ECU不同加密过程为设计目的，研究轮函数与CAN ID的相关性设计理论。再次，研究基于小规模低深度部件，利用密码结构、迭代多次等方式构造具有低延迟且较优密码学性质的S盒和扩散层的设计理论。最后，针对利用密码结构迭代多次构造的非线性置换，研究其实际差分概率、线性偏差、代数次数等密码特性的精确计算方法。  （4）针对车联网环境对轻量级分组密码进行设计与优化  在上述研究基础上，针对车联网节点下的CAN总线以及ECU的特点，设计一个轻量级分组密码算法来保护通信安全，研究对其安全性的全面精确评估，重点解决在安全冗余和低延迟、低功耗的折中平衡。同时，研究硬件优化实现技术，提出降低延迟的实现方法。  1.3拟解决的关键问题  （1）研究的轻量级密码部件需与部件之间和整体密算法结构之间相互关联，从而设计有混淆原则与扩散原则特性的轻量级密码算法。  （2）研究轻量级密码算法在低复杂性易于实现的同时，还需具有强大的体系结构保证安全性。  （3）设计一个在车联网节点的CAN总线以及ECU的环境限制下低功耗、低延迟且可以抵抗线性和差分等攻击的轻量级分组密码。   1. 拟采取的研究方法及可行性分析   2.1拟采取的研究方法  鉴于本项目的研究内容以及项目组在相关领域的工作积累，拟采取如下详细研究方案和技术路线:   1. 研究轻量级分组密码的在车辆网中应用可行性。   首先，考察现有车联网节点产品使用技术，了解车联网节点之间传输数据完成的业务行为。其次，充分考查节点设备中CAN总线以及ECU的应用，如防抱死制动系统、四轮驱动系统、电控自动变速器、主动悬架系统、安全气囊系统、多向可调电控座椅等，针对CAN总线以及ECU在车联网节点下承担的作用，分析其存在的安全风险。再次，考察车联网节点下使用轻量级密码算法，总结轻量级分组密码在其环境中面临的挑战。最后，结合图1和图2，研究构造一种适用于该场景下小型设备的轻量级分组密码，重点考虑在低资源的情况下，保证其效率和安全性。其中，图1是通过总线通讯协议将 ECU节点连接起来的车内总线网络架构，图2为ECU各节点向CAN总线发送数据的数据帧格式。    图1车联网平台架构示意图  图2 CAN总线报文结构  （2）研究及构建轻量级分组密码算法结构模型  首先，针对密码结构的最新设计趋势，尤其是现有轻量级分组密码，将轮函数和轮数合理搭配是影响密码算法延迟和安全性的重要部分之一。因此，对于通用的密码算法解构，如Feistel结构、各类型广义Feistel结构、SPN结构，考虑将轮数以及CAN ID细化为轮函数内部具体信息，提取出其中的共性指标，对密码算法的结构进一步建立。其次，针对算法加密过程中需抵抗一些常见的攻击方法，重点研究加密算法的加密轮函数与密钥扩展，从而提供良好的安全性；除此之外，为使轻量级密码算法具有低延迟的特性，通过密码算法结构特征，研究构造出适用于车联网节点下的轻量级密码算法。图3为项目组按照上述思路构造的技术示例图。图4 面向车联网节点的轻量级密码算法设计结构模型    图3 轻量级密码算法技术示例图    图4轻量级密码算法设计的结构模型  （3）研究及设计轻量级密码部件。  首先，总结现有轻量级密码算法设计的特点和可能存在的安全性风险，特别是总结轻量级分组密码存在的安全共性问题。其次，研究基于非线性不变量、可分性质等新型密码分析思想对轻量级分组密码的应用。再次，针对PRESENT、PICCOLO、 TWIN等基于传统密码和P置换设计结构轻量级分组密码，结合置换表、线性变换矩阵、代数式、方程组、逻辑结构图等相关的扩散层构造方法，重点研究其结构特殊性质并进行优化，构造具有自反性、扩散快的P置换。最后系统研究S盒的密码性质，考虑车联网中低延迟需求，结合对轮函数经过多轮迭代后的线性变换矩阵秩、整体代数次数、子密钥相关性等密码特性的分析，着重解决具有低延迟性能且达到最优/较优密码性质的S盒和线性变换的设计方法和实现技术。最后图5为项目组按照上述思路构造的技术示例图。    图 5 一种44的S盒构造结构图  （4）研究轻量级分组密码的攻击方法。  考察目前攻击者对车联网中常用的攻击手法，结合现有轻量级分组密码的设计特点和可能存在的安全弱点，利用对传统分组密码安全性分析的研究成果和工作积累，研究安全性高的密码算法。针对现有的典型轻量级分组密码，采用MILP求解技术，研究差分攻击、线性攻击、相关密钥攻击、代数攻击、整数攻击、中间相遇攻击、不可能差、立方攻击等主要分析方法，特别是由于轻量级分组密码在车联网中开放环境使用特点，还需研究其抗旁路攻击能力。  （5）研究车联网环境下的轻量级分组密码算法设计  结合上述的研究基础上，充分调研车联网节点下特殊应用的安全性需求，确定算法的设计需求及软硬件实现模型、延迟和安全性等指标要求，研发一个资源环境限制下低延迟、高安全、低能耗的轻量级密码算法。针对密码算法在安全冗余与实现性能间的合理平衡，研究的轻量级密码算法具有分组规模小、轮函数简单、密码算法轮函数与轮数合理搭配等主要特点。轻量级分组密码算法研究设计出来后，在此基础上，对算法进行整体实测，以及对密码算法进行差分、线性等安全性分析。图6为本项目设计的轻量级分组密码算法的F1函数加密结构图，其中右边为F1函数端口结构图，左边为F1函数具体加密结构图。    图 6 轻量级密码算法F1函数加密结构图  2.2可行性分析  首先，针对本项目的主要研究内容和研究目标，项目组做了充分的准备并制定了详细的研究方案和细致的研究计划。同时，针对本项目的各项主要研究内容，本项目组在理论和技术方面均已具备大量的研究基础和工作积累，这将会积极促进本项目的顺利的启动和研究深入。  其次，在研究内容的描述中，我们尽可能细化，明确研究对象，具体研究方法。尤其是在研究方案的阐述中，我们明确了需解决的问题，初步拟定了采取的技术方法等，研究计划清楚且现实可行。最后，项目的研究目标和预期成果制定合理适度，能够保证研究的广度和深度。  综上所述，我们认为完成本项目的研究是切实可行的。   1. 本项目的创新之处   （1）目前可用的专门适用于车联网节点环境的加密方案很少，研究适用于该环境的专用轻量级密码算法是本项目的特色。  （2）在轻量级分组密码设计中考虑低延迟等新指标是本项目的设计特色，兼顾硬件实现面积、低延迟、低功耗和高安全具有自反性的密码部件构造是本项目的创新之一。  （3）结合CAN总线下ECU数据传输的特征，构造一种加密过程不重复的轻量级分组密码算法是本项目的创新之一。   1. 预期研究进展   1）2022年6月—2022年11月  确定总体方案，对项目实施做出具体安排：文献、资料的跟踪及收集，研究和学习轻量级密码算法设计原理以及车联网节点架构，为本项目算法设计打下基础。  2）2022年12月—2023年6月  研究轻量级密码部件的精确密码特性的计算方法，并应用到对具体轻量级分组密码的实际攻击研究。  轻量级S盒、行移位与列混合、各密码组件函数的研究与低延迟性能优化。  3）2023年7月—2023年11月  对典型的轻量级分组密码结构进行深入研究。同时，研究密码结构与密钥、轮函数与轮数、低延迟与轮函数、低延迟与轮数的相关性，结合各种攻击方法来研究密码结构的安全性评估。  4）2023年12月—2024年6月  基于轻量级密码部件和通用密码结构研究的研究结果，针对车联网节点的特性，完成轻量级分组密码的设计，并对新算法进行全面的安全性评估和软硬件优化实现及性能测试。  对项目研究工作进行总结，准备项目结题，撰写总结报告，参加结题答辩。   1. 预期成果 2. 发表SCI论文一篇以上。 |

**四、研究基础**

|  |
| --- |
| 与本项目有关的研究工作积累和已取得的研究工作成绩及目前承担项目的情况（项目负责人和其它成员情况分开填写并且项目、成果及奖励等须注明承担或完成人姓名等相关信息）   1. 与本项目有关的研究工作积累和已取得的成绩   本项目组一直从事分组密码的分析与设计研究，对最近几年的一些轻量级分组密码算法的结构以及组件特点进行了研究与分析，阅读了相关的最新轻量级密码算法论文并对论文中提出的算法进行了实现，对轻量级密码算法已取得一定的成果和经验，并且本项目组对于面向车联网节点的轻量级密码算法也已经有了初步的研究，与轻量级密码算法有关的论文、专利、获得的奖以及完成的项目如下。  项目负责人：  [1] **Xiantong Huang**，Lang Li，Ying Guo. The optimal implementation of Khudra Lightweight Block Cipher.CENet2019, Changsha, China, Springer,2019.  [2] 冯景亚，李浪，郭影，**黄现彤**. Midori密码算法FPGA优化研究.衡阳师院学院学报, 2020, 41(3):133-138.  [3] 李浪，**黄现彤**.一种轻量级AEROGEL分组密码的加密实现方法.申请号：202010244240.1  [4] 国家级大学生创新创业训练计划项目（S201910546006），一种轻量级分组密码构造的研究与实现，研究年限：2019.5-2020.5,已结题,主持.  [5] 衡阳师范学院大学生课外学术科技创新基金重点项目（校科字【2021】2号-31）,一种S盒构造方法实现与研究, 研究年限：2018.11-2019.11,已结题,参与.  [6] 郭影,刘景根,曹夏薇,谢玄兰,**黄现彤** (指导教师：李浪). HBcipher:一种高效的轻量级分组密码,第十三届“挑战杯“湖南省大学生课外学术科技作品竞赛三等奖,湖南省教育厅,2019.  [7] 刘景根,**黄现彤**,谢玄兰,杨紫荆,曹夏薇(指导教师：李浪). 衡阳师范学院第十九届大学生课外学术科技作品竞赛一等奖,衡阳师范学院,2019.4.  [8] **黄现彤**,黄莹, 宋庆玲,陈诗蓉,李臣(指导教师：李浪). 衡阳师范学院第二十届大学生课外学术科技作品竞赛特等奖,衡阳师范学院,2020.4.  项目其他成员：  [1] 李浪，**宋庆玲**，杨金玲，李永超. 一种轻量级可调分组密码实现方法、系统、电子设备以及可读存储介质. 申请号：202011301394.6.  [2] 郭影, **宋庆玲**, 李浪. 深度学习模型的权重矩阵加密软件V1.0, 登记号: 2020SR1092477.   1. 目前承担项目情况   [1] 衡阳师范学院第二十二届大学生课外学术科技作品竞赛, 自主知识产权的车联网终端安防密码系统，衡阳师范学院,2021.9. |

**五、经费预算**

|  |  |  |
| --- | --- | --- |
| 支 出 科 目 | 金 额  （万元） | 计 算 根 据 及 理 由 |
| 合 计 | 1 |  |
| 科研业务费 | 0.5 | 参加相关会议、调研学习交流等差旅费用 |
| 论文发表、专利申请等费用 |
| 实验材料费 | 0.5 | 所需易耗芯片、测试板等 |
| 仪器设备费 |  |  |
| 相关经费 |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |

|  |  |  |
| --- | --- | --- |
| 指  导  教  师  意  见 | （就项目研究目标、内容、创新性、研究方案的可行性、预计创新成果等写出具体意见）  项目组成员均为实验室成员，有非常严格的管理制度，有一定的前期研究基础，均有较好的科研创新意识与自学能力。项目内容主要是面向车联网节点的环境限制下，研究一种低延迟、低功耗且可以抵抗线性和差分等攻击的轻量级分组密码。项目方案切实可行，易操作，可执行，预期成果有很高的应用价值，同意推荐申报。  签名： 年 月 日 | |
| 指  导  教  师  承  诺 | 我承诺：如果项目获得专项，我将依照《湖南省研究生科研创新项目管理办法》的有关章则和学校的有关规定对项目进行切实指导和监管。  承诺人： 年 月 日 | |
| 研究生院处审查以及经费保障意见 | 负责人： 年 月 日  （公章） | |
|  | 专家评审意见 | 省教育厅审定意见 |
| 专家签名： 年 月 日 | 年 月 日 |