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* 최근의 컴퓨터공학 기술 발전이 정보보안에 미치는 영향.

최근 빅데이터, 인공지능, IoT 등 4차 산업혁명과 함께 컴퓨터공학 기술이 빠르게 발전하고 있으며, 그에 따라 정보의 가치도 나날이 높아지고 있다. 그러나 컴퓨터 공학 기술이 발전 하듯 해킹 기술도 발전하고 있으며, 정보 유출과 해킹에 대한 위험도도 함께 증가하고 있다.

현대 정보화 시대에는 거의 모든 정보기기들이 네트워크로 연결되어 있다. 네트워크 연결은 정보 통신에 어마어마한 편리성을 제공하지만, 그 연결을 통해 정보가 유출될 수도 있다. 즉, 거의 모든 정보기기들은 해킹의 위험성을 안고있다고 볼 수 있다. 특히 아직 보안성이 검증되지 않은 새로운 컴퓨터 공학 기술 분야는 해킹에 취약하다. 해킹의 주요 타겟은 다량의 유용한 정보를 보관, 관리하는 회사 등과 같은 조직이다. 특히 사물 인터넷, 빅데이터와 같은 중앙 집중형 데이터 운영이 힘들고, 분산형(클라우드) 데이터 저장 및 운용에 대한 요구가 높은 분야는 해킹에 취약하다. 따라서 대량의 정보를 보관, 관리, 사용하는 조직은 반드시 보안기술을 갖출 필요가 있다. 또한 새로운 컴퓨터공학 기술이 기존의 보안을 위협할 수도 있다. 예를 들어 미래에 활용될지 모를 양자 컴퓨터 기술은 기존의 보안체계를 완전히 무너트릴 수도 있으며, 이에 맞추어 새로운 보안 기술의 확립이 필요할 것이다.

이렇듯 4차산업 혁명 시대에는 정보 유출, 해킹의 위험이 산재해있다. 이에 정보보안 분야는 정보 기술 발전에 발 맞추어 빠르게 발전하고, 끊임없이 검증해야 할 것이다.

* 최근의 컴퓨터공학 기술 발전이 경제, 사회, 환경 등에 미치는 거시적 영향.

최근 컴퓨터공학 기술 발전 4차 산업혁명은

* 최근의 컴퓨터공학 기술 환경 변화에 대응하기 위한 자기계발의 필요성과 자기주도적 학습에 대한 지속적 참여 방법 및 계획.
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