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“网络安全综合实验（I）”实验报告

**题目： 数据库安全基础实验**

院 系

专业班级

姓 名

学 号

日 期 2021 年 月

|  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- |
| 评分表 | 数据库安全基础实验报告评分  （50分） | | | | 完成  （50分） | 成绩 | |
| 评分 项目 | 过程 | 分析与小结 | 撰写 | 创新 | 完成任务 | 合计 | 教师 |
| 分值 | 20 | 20 | 5 | 5 | 50 | 100 | 签名 |
| 评分 |  |  |  |  |  |  |  |

报告要求及评分规则

1.请按照模板给出的格式，包括行距、字体、段落格式等，完成报告；

2.报告封面保持一致(如实填写基本信息及完成日期)；

3.实验报告内容应包括：封面、评分规则、实验过程记录、实验问题分析与总结、参考文献及资料列表；

4提交：电子材料应包括本实验电子版（doc）、实验参考文献资料的电子资源文件（pdf）。

5.主要考察能力： 实验动手能力、问题分析与归纳能力、文档规范撰写能力、创新能力；

6.其他要求：可按各指导老师要求的时间和提交方式提交；每次课实验报告可以单独提交；如果需要最终纸质报告的，可去掉模板中说明文字（斜体）之后，双面打印；

7.总评分=课程每次实验分数之和/课程实验次数。

其中：

每次实验分=实验完成分（50分）+实验报告分（50分）-扣分+加分；

计算方法：

实验完成分=（完成任务数量/总任务数量）\*50；

实验报告分=以下1-4项合计；

1）过程（要求：实验过程完整、清晰）(满分20)（优秀：18+ 良好：16+ 一般：14+）；

2）问题分析与小结（要求：有条理、细致）（满分20）（优秀：18+ 良好：16+ 一般14+）；

3）撰写（要求：语句通畅、格式规范）（满分5）（优秀：4+ 良好：3+ 一般：2+）；

4）创新（要求：见解独到、有创意）（满分5）（优秀：4+ 良好：3+ 一般：2+）；

扣分=报告迟交天数\*2分（满分10分）  （发现雷同抄袭的内容，该次实验不得分）；

加分=搜集整理与实验相关的学习资料作为附件，资料能帮助同学更好掌握相关知识的；获得同组人互评优秀的；提交最终报告时间为班级前3名。（满分5分）（项数\*1分）；

同组评价：

本实验中你的同组人姓名： 学号：

你给同组人评价： （优 良 中 及格）；

理由：

# 

# 数据库安全基础实验

## 实验环境及要求

### 实验平台及说明

本实验同组成员： 、 ；

### 实验场景设置

2021年春天，你已经熟悉了“银河”公司的Linux服务器基本情况。公司指派你和Bob，负责数据管理员的工作。在了解几种类型数据操作的同时，寻找发现安全相关问题，并利用mysql的功能解决。

根据以上场景，完成以下操作，作为数据库安全基础实践通关考核。可组内讨论、查阅资料。

## 过程记录/实验任务（共8个关卡，20个小任务）

## 关卡1 磨刀不误砍柴功

环境准备：为了使你们尽快熟悉业务数据，会将原来备份的一个数据库文件交给你，请你负责导入系统中；为了进行职责分工，将建立两个专门负责Galaxy数据库的账户，给你自己和你的伙伴Bob使用。

1）确认数据服务mysql已经开启

2）确认web服务apache2已经开启:

3）如果没有开启，请查阅资料，开启mysql/mariadb服务及apache2服务。

4) 控制台访问数据库

启动数据库控制台，查看已有数据库列表；

创建数据库G*alaxy;*

5）安装phpmyadmin管理工具

*安装后查看phpmyadmin账户是否成功：*

*通过浏览器，因为自动配置，现在可以通过浏览器，访问数据库管理端了；但用户名只能用phpmyadmin；而用户root不能访问。为什么？*

6）创建数据库用户Alice；*//用自己的名字*

*完成后，通过控制台，查看Alice账户；*

7）授权访问，允许Alice访问数据库Galaxy，并获得所有权限，可以转授。

8）通过浏览器打开phpmyadmin，用Alice账户登录，对Galaxy进行操作；

*另外，Alice也可以通过类似mysql命令行，进入数据库管理。*

## 关卡2 一个响指

9）数据恢复：从指导老师提供的文件中恢复数据库Galaxy

10）查看数据库

导入成功后，通过浏览器查看数据内容。该数据库中目前有数据表：

；

另外，查看各表内数据，其中有没有安全隐患？请列出来。

。

## 关卡3 24小时紧急任务

11）创建表

根据应急状态下的新需求，需要知道每位乘客的身份证号码和住址，便于在第一时间，联系到乘客，进行信息告知；请你为此需求，增加一张新表格。（提示，包括身份证号码，姓名，电话号码，国籍、住址、邮件地址、出生日期。身份证号码作为主关键字。另外，订票表格中，乘客姓名可以用身份证号码代替，或者额外加上身份证信息。）

## 关卡4 仿真数据

12）增加表中数据(Insert)

为你的乘客信息表，增加模拟数据，模拟数据尽量保证随机性：身份证号码由数字组成，以你的学号后四位作为开头，姓名用8位字母随机组成，邮件地址以15位以内的小写字母加数字组合为前缀，后面接@，在接标准域名；生日构成，年龄不超过200岁。

## 关卡5 天气原因

13）修改数据(Update)

因为天气原因，2020年5月28日，飞往上海的航班JD5712推迟1小时，请按次信息，修改数据库中相应的航班信息；

## 关卡6 人多力量大

14）授权他人访问(Grant)

Alice授权Bob对数据库galaxy的访问权限，便于Bob导入乘客信息数据。

## 关卡7 百密一疏

15）删除数据（Delete）

以Bob账户，登录数据库；导入了Bob负责产生的数据；但Bob使用中，查询数据后， Bob故意对分销商WangHu信息进行了删除！

*Select \* from AirTicketDistributor;*

*Delete from AirTicketDistributer where name=’WangHu’;*

## 关卡8 亡羊补牢

16）撤销授权(Revoke)

Alice上线后，发现分销商信息缺失！首先，收回了对Bob的授权，防止损害扩大；

请测试Bob是否还能继续访问Galaxy数据库。

17）口令保护（Update）

因为出现的安全问题，引起了你的注意，发现分销商密码是明文存放的，数据管理员可以获取分销商的明文口令。为此，你对该口令进行了简单保护，用hash函数处理密码，将口令的hash值存入数据库的口令字段，代替原来的明文密码。

18）加密数据(Encrypt)

同时，因为分销商的电话信息也是明文的，一旦系统被越权访问，可以直接获得分销商清单，因此需要对该项进行安全防护，简单加密表项

19）备份数据库(Backup)

完成这些记录后，请你对系统进行备份；

20）密文查询

在命令行模式下，查询口令是‘123456’的所有分销商，因为该口令过于简单，准备通知他们修改口令。

## 课外阅读与扩展关卡

1）了解kali下mariadb服务是MySQL吗？查找mariadb、Mysql、Oracle相关资料了解MySQL的背景；我们国家有自己的数据库系统吗？

2）[阅读MySQL手册英文版](file:///C:\Users\liumi\AppData\Roaming\Microsoft\Word\3%20Mysql\refman-8.0-en.a4.pdf)中，重点查阅与安全有关的操作，比如Grant/Revoke；MD5；AES\_Encrypt/AES\_Decrypt的段落；

3）\*创新扩展实验：请你建一个仿真数据库，用来记录某城市的注射新冠疫苗的相关信息，假设有100000人；//要记录哪些信息（比如注射疫苗的时间、地点、型号、人的姓名、证件号、联系方式）？谁可以访问这些信息？如何保证信息真实有效？

## 实验问题分析与总结

## 参考文献及资料列表