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## man

格式：man [-afpM] [命令]

作用：用来提供在线帮助，使用权限是所有用户

选项：

* -a：在所有的man 帮助手册中搜索
* -f：等价于whatis 指令，显示给定关键字的简短描述信息
* -P：指定内容时使用分页程序
* -M：指定man 手册搜索的路径

示例一：使用man命令来查看ifconfig的使用方法

[root@vhxct67test1 ~]# man ifconfig|more

IFCONFIG(8) Linux Programmer’s Manual IFCONFIG(8)

NAME

ifconfig - configure a network interface

SYNOPSIS

ifconfig [interface]

ifconfig interface [aftype] options | address ...

NOTE

This program is obsolete! For replacement check ip addr and ip link.

For statistics use ip -s link.

## ls

格式：ls [-alicfbd] [文件或目录]

作用：显示目录列表

选项：

* -a：显示所有档案及目录
* -A：显示除影藏文件“.”和“..”以外的所有文件列表
* -c：多列显示输出结果。这是默认选项
* -f：在每个输出项后追加文件的类型标识符，其中

“\*”表示具有可执行权限的普通文件

“/”表示目录，“@”表示符号链接

“|”表示命令管道FIFO

“=”表示sockets 套接字

当文件为普通文件时，不输出任何标识符

* -b：将文件中的不可输出的字符以反斜线加字符编码的方式输出
* -d：仅显示目录名，而不显示目录下的内容列表
* -i：显示文件索引节点号（inode）。一个索引节点代表一个文件
* -k：以KB（千字节）为单位显示文件大小
* -l：以长格式显示目录下的内容列表
* -m：用“,”号区隔每个文件和目录的名称
* -n：以用户识别码和群组识别码替代其名称
* -s：显示文件和目录的大小，以区块为单位
* -t：用文件和目录的更改时间排序
* -L：如果遇到性质为符号链接的文件或目录，直接列出该链接所指向的原始文件或目录
* -r：递归处理，将指定目录下的所有文件及子目录一并处理
* --full-time：列出完整的日期与时间
* --color[=WHEN]：使用不同的颜色高亮显示不同类型的

示例一：ls –a 显示当前目录中的所有文件，包含隐藏文件

[root@vhxct67test1 ~]# ls -a

. .bash\_profile Desktop .gconfd install.log Public .xsession-errors

.. .bashrc Documents .gnome2 install.log.syslog .pulse

.abrt .cache Downloads .gtk-bookmarks .local .pulse-cookie

anaconda-ks.cfg .config .esd\_auth .gvfs Music .tcshrc

.bash\_history .cshrc expect .ICEauthority .nautilus Templates

.bash\_logout .dbus .gconf .imsettings.log Pictures Videos

示例二：ls –l 显示文件及其详细信息

[root@vhxct67test1 ~]# ls -l /mnt

total 4

lrwxrwxrwx 1 root root 11 Nov 24 08:13 b.txt -> /test/b.txt

drwx------. 2 root root 4096 Aug 2 04:34 hgfs

## tree

格式：tree [-aACdDfFgilnNpqstux] [目录]

作用：tree以树状图样式列出目录的内容

选项：

* -a：显示所有文件和目录
* -A：使用ASNI 绘图字符显示树状图而非以ASCII 字符组合
* -C：在文件和目录清单加上色彩，便于区分各种类型
* -d：先是目录名称而非内容
* -D：列出文件或目录的更改时间
* -f：在每个文件或目录之前，显示完整的相对路径名称
* -F：在执行文件，目录，Socket，符号连接，管道名称名称，各自加上"\*"，"/"，"@"，"|"号
* -g：列出文件或目录的所属群组名称，没有对应的名称时，则显示群组识别码
* -i：不以阶梯状列出文件和目录名称
* -l：如遇到性质为符号连接的目录，直接列出该连接所指向的原始目录
* -n：不在文件和目录清单加上色彩
* -N：直接列出文件和目录名称，包括控制字符
* -p：列出权限标示
* -q：用“？”号取代控制字符，列出文件和目录名称
* -s：列出文件和目录大小
* -t：用文件和目录的更改时间排序
* -u：列出文件或目录的拥有者名称，没有对应的名称时，则显示用户识别码
* -x：将范围局限在现行的文件系统中，若指定目录下的某些子目录，其存放于另一个文件系统上，则将该
* 目录予以排除在寻找范围外

示例一：

在/home下创建test目录并在目录下创建一些测试目录和文件，用tree查看：

[root@vhxrhel7test ~]# tree /test

/test

├── a

│   ├── b

│   │   └── c

│   └── No.one.txt

├── aa.txt

├── bb.txt

├── cc.txt

├── dd.txt

└── test.txt

## pwd

格式：pwd

作用：命令以绝对路径的方式显示用户当前工作目录

示例一：显示当前目录

[root@vhxct67test1 ~]# pwd

/root

表示在root目录下。

示例二：cd到/home目录下并显示当前目录

[root@vhxct67test1 ~]# cd /home

[root@vhxct67test1 home]# pwd

/home

## mkdir

格式：mkdir (选项) (参数)

作用：创建文件夹

选项：

❒ -m 设置文件夹权限

❒ -p 如果父目录不存在，则连同父目录一起创建

❒ -v 显示详细

❒ -Z 设置创建的目录SELinux为默认类型

❒ --context

❒ --help 显示帮助并退出

❒ --version 现实版本信息并退出

参数：

目录：指定要创建的目录列表，多个目录之间用空格隔开  
示例：

在/home下创建test目录，设置权限为644

[root@localhost ~]# ls /home

hfx

[root@localhost ~]# mkdir -m 644 /home/test

[root@localhost ~]# ll /home/

total 0

drwx------. 3 hfx hfx 74 Oct 21 18:04 hfx

drw-r--r-- 2 root root 6 Nov 7 15:45 test

在/mnt目录下创建连续目录/mnt/test1/test2/test3

[root@localhost ~]# ls /mnt/

[root@localhost ~]# mkdir /mnt/test1/test2/test3

mkdir: cannot create directory ‘/mnt/test1/test2/test3’: No such file or directory

[root@localhost ~]# mkdir -p /mnt/test1/test2/test3

[root@localhost ~]# tree /mnt/

/mnt/

└── test1

└── test2

└── test3

3 directories, 0 files

显示mkdir的版本信息

[root@localhost ~]# mkdir --version

mkdir (GNU coreutils) 8.22

Copyright (C) 2013 Free Software Foundation, Inc.

License GPLv3+: GNU GPL version 3 or later <http://gnu.org/licenses/gpl.html>.

This is free software: you are free to change and redistribute it.

There is NO WARRANTY, to the extent permitted by law.

Written by David MacKenzie.

## rmdir

格式：rmdir (选项) (参数)

作用：用来删除空目录

选项：

❒ -p或—parents 删除指定目录后，若该目录的上层目录已变成空目录，则将其一并删除

❒ --ignore-fail-on-non-empty 此选项使rmdir命令忽略由于删除非空目录时导致的错误信息

❒ -v或-verboes 显示命令的详细执行过程

❒ --help 显示命令的帮助信息

❒ --version 显示命令的版本信息

参数：要删除的空目录列表。当删除多个空目录时，目录名之间使用空格隔开

示例：

删除空目录/mnt/test1/test2/test3

[root@localhost ~]# rmdir -p /mnt/test1/test2/test3/

rmdir: failed to remove directory ‘/’: Device or resource busy

[root@localhost ~]# ls /mnt

ls: cannot access /mnt: No such file or directory

◆可以看到上面把我们的/mnt目录也一起删掉了，这就是-p选项的威力。

删除/mnt/test/非空目录

[root@localhost ~]# mkdir /mnt/test/

[root@localhost ~]# echo "test" > /mnt/test/a.txt

[root@localhost ~]# ll /mnt/test/

total 4

-rw-r--r-- 1 root root 5 Nov 7 16:09 a.txt

[root@localhost ~]# rmdir /mnt/test/

rmdir: failed to remove ‘/mnt/test/’: Directory not empty

[root@localhost ~]# rmdir --ignore-fail-on-non-empty /mnt/test/

[root@localhost ~]# ll /mnt/test/

total 4

-rw-r--r-- 1 root root 5 Nov 7 16:09 a.txt

◆虽然不能删除但是也不会报错了

使用-v选项删除/mnt下./test1/test2/test3目录

[root@localhost ~]# mkdir -p /mnt/test1/test2/test3

[root@localhost ~]# rmdir -p -v /mnt/test1/test2/test3/

rmdir: removing directory, ‘/mnt/test1/test2/test3/’

rmdir: removing directory, ‘/mnt/test1/test2’

rmdir: removing directory, ‘/mnt/test1’

rmdir: removing directory, ‘/mnt’

rmdir: failed to remove directory ‘/mnt’: Directory not empty

[root@localhost ~]# ll /mnt/

total 0

drwxr-xr-x 2 root root 18 Nov 7 16:09 test

## cd

格式：cd (选项) （参数）

作用：切换工作目录

选项：

❒ -p 如果要切换到的目标目录是一个符号连接，直接切换到符号连接指向的目标目录

❒ -L 如果要切换的目标目录是一个符号的连接，直接切换到字符连接名代表的目录，而非符号连接所指向的目标目录。

❒ - 当仅实用"-"一个选项时，当前工作目录将被切换到环境变量"OLDPWD"所表示的目录。

参数：

需要切换到的工作目录，可以是绝对路径和可以是相对路径

❒ ~ 当前用户的家目录

❒ .. 当前目录的上级目录

❒ . 当前目录

示例：

切换到/etc/sys config/network-scripts/目录下

[root@localhost ~]# pwd

/root

[root@localhost ~]# cd /etc/sysconfig/network-scripts/

[root@localhost network-scripts]# pwd

/etc/sysconfig/network-scripts

返回上级目录

[root@localhost network-scripts]# pwd

/etc/sysconfig/network-scripts

[root@localhost network-scripts]# cd ..

[root@localhost sysconfig]# pwd

/etc/sysconfig

返回上两级目录

[root@localhost sysconfig]# pwd

/etc/sysconfig

[root@localhost sysconfig]# cd ../..

[root@localhost /]# pwd

/

进入当前用户主目录

[root@localhost /]# pwd

/

[root@localhost /]# cd ~

[root@localhost ~]# pwd

/root

或者用另一种写法直接cd

[root@localhost /]# pwd

/

[root@localhost /]# cd

[root@localhost ~]# pwd

/root

返回进入此目录之前所在的目录  
[root@localhost /]# pwd

/

[root@localhost /]# cd ~

[root@localhost ~]# pwd

/root

[root@localhost ~]#

[root@localhost ~]# cd -

/

## touch

格式：touch (选项) (参数)

作用：

一、是用来创建新的空文件

二、是用于把已存在文件的时间标签更新为系统当前的时间（默认方式），它们的数据将原封不动地保留下来；

选项：

❒ -a： 或--time=atime或--time=access或--time=use 只更改存取时间

❒ -c： 或--no-create 不建立任何文件

❒ -d： <时间日期> 使用指定的日期时间，而非现在的时间

❒ -f： 此参数将忽略不予处理，仅负责解决BSD版本touch指令的兼容性问题

❒ -m：或--time=mtime或--time=modify 只更该变动时间

❒ -r： <参考文件或目录> 把指定文件或目录的日期时间，统统设成和参考文件或目录的日期时间相同

❒ -t： <日期时间> 使用指定的日期时间，而非现在的时间； --help：在线帮助； --version：显示版本信息

参数：

一、指定要创建的空文件名称

二、指定要设置时间属性的文件名称

示例：  
在目录/mnt下创建空文件 a.txt b.txt

[root@localhost mnt]# touch a.txt b.txt

[root@localhost mnt]# ll

total 0

-rw-r--r-- 1 root root 0 Nov 7 16:59 a.txt

-rw-r--r-- 1 root root 0 Nov 7 16:59 b.txt

复制/etc/passwd文件到/mnt目录下,使用 touch –a 修改文件passwd的存取时间

[root@localhost mnt]# cp -a /etc/passwd .

[root@localhost mnt]# stat passwd

File: ‘passwd’

Size: 2264 Blocks: 8 IO Block: 4096 regular file

Device: fd00h/64768d Inode: 4558657 Links: 1

Access: (0644/-rw-r--r--) Uid: ( 0/ root) Gid: ( 0/ root)

Access: 2016-11-07 18:36:43.441999782 +0800

Modify: 2016-10-21 18:15:07.082976185 +0800

Change: 2016-11-07 17:03:09.395040011 +0800

Birth: -

[root@localhost mnt]# touch -a passwd

[root@localhost mnt]# stat passwd

File: ‘passwd’

Size: 2264 Blocks: 8 IO Block: 4096 regular file

Device: fd00h/64768d Inode: 4558657 Links: 1

Access: (0644/-rw-r--r--) Uid: ( 0/ root) Gid: ( 0/ root)

Access: 2016-11-07 17:04:09.175035587 +0800

Modify: 2016-10-21 18:15:07.082976185 +0800

Change: 2016-11-07 17:04:09.175035587 +0800

Birth: -

使用touch –d 修改文件passwd  
[root@localhost mnt]# stat passwd

File: ‘passwd’

Size: 2264 Blocks: 8 IO Block: 4096 regular file

Device: fd00h/64768d Inode: 4558657 Links: 1

Access: (0644/-rw-r--r--) Uid: ( 0/ root) Gid: ( 0/ root)

Access: 2016-11-07 17:04:09.175035587 +0800

Modify: 2016-10-21 18:15:07.082976185 +0800

Change: 2016-11-07 17:04:09.175035587 +0800

Birth: -

[root@localhost mnt]# touch -d 2018-10-12 passwd

[root@localhost mnt]# stat passwd

File: ‘passwd’

Size: 2264 Blocks: 8 IO Block: 4096 regular file

Device: fd00h/64768d Inode: 4558657 Links: 1

Access: (0644/-rw-r--r--) Uid: ( 0/ root) Gid: ( 0/ root)

Access: 2018-10-12 00:00:00.000000000 +0800

Modify: 2018-10-12 00:00:00.000000000 +0800

Change: 2016-11-07 17:04:35.739033621 +0800

Birth: -  
使用touch –m 修改文件passwd

[root@localhost mnt]# stat passwd

File: ‘passwd’

Size: 2264 Blocks: 8 IO Block: 4096 regular file

Device: fd00h/64768d Inode: 4558657 Links: 1

Access: (0644/-rw-r--r--) Uid: ( 0/ root) Gid: ( 0/ root)

Access: 2018-10-12 00:00:00.000000000 +0800

Modify: 2018-10-12 00:00:00.000000000 +0800

Change: 2016-11-07 17:04:35.739033621 +0800

Birth: -

[root@localhost mnt]# touch -m passwd

[root@localhost mnt]# stat passwd

File: ‘passwd’

Size: 2264 Blocks: 8 IO Block: 4096 regular file

Device: fd00h/64768d Inode: 4558657 Links: 1

Access: (0644/-rw-r--r--) Uid: ( 0/ root) Gid: ( 0/ root)

Access: 2018-10-12 00:00:00.000000000 +0800

Modify: 2016-11-07 17:05:07.385031279 +0800

Change: 2016-11-07 17:05:07.385031279 +0800

Birth: -

使用touch –r修改文件passwd

[root@localhost mnt]# stat passwd

File: ‘passwd’

Size: 2264 Blocks: 8 IO Block: 4096 regular file

Device: fd00h/64768d Inode: 4558657 Links: 1

Access: (0644/-rw-r--r--) Uid: ( 0/ root) Gid: ( 0/ root)

Access: 2018-10-12 00:00:00.000000000 +0800

Modify: 2016-11-07 17:05:07.385031279 +0800

Change: 2016-11-07 17:05:07.385031279 +0800

Birth: -

[root@localhost mnt]# touch -r /etc/passwd passwd

[root@localhost mnt]# stat passwd

File: ‘passwd’

Size: 2264 Blocks: 8 IO Block: 4096 regular file

Device: fd00h/64768d Inode: 4558657 Links: 1

Access: (0644/-rw-r--r--) Uid: ( 0/ root) Gid: ( 0/ root)

Access: 2016-11-07 18:36:43.441999782 +0800

Modify: 2016-10-21 18:15:07.082976185 +0800

Change: 2016-11-07 17:06:45.478024019 +0800

Birth: -

[root@localhost mnt]# stat /etc/passwd

File: ‘/etc/passwd’

Size: 2264 Blocks: 8 IO Block: 4096 regular file

Device: fd00h/64768d Inode: 19973395 Links: 1

Access: (0644/-rw-r--r--) Uid: ( 0/ root) Gid: ( 0/ root)

Access: 2016-11-07 18:36:43.441999782 +0800

Modify: 2016-10-21 18:15:07.082976185 +0800

Change: 2016-10-21 18:15:07.084976185 +0800

Birth: -

使用touch –t修改文件passwd

[root@localhost mnt]# touch -t 201912221344.42 passwd

[root@localhost mnt]# stat passwd

File: ‘passwd’

Size: 2264 Blocks: 8 IO Block: 4096 regular file

Device: fd00h/64768d Inode: 4558657 Links: 1

Access: (0644/-rw-r--r--) Uid: ( 0/ root) Gid: ( 0/ root)

Access: 2019-12-22 13:44:42.000000000 +0800

Modify: 2019-12-22 13:44:42.000000000 +0800

Change: 2016-11-07 17:18:55.136970019 +0800

Birth: -

◆Time 使用指定时间而不是当前时间。Time 变量以十进制形[[CC]YY]MMDDhhmm[.SS] 指定

## cp

格式：cp [-abdfilpPrRsuv] [源文件列表] [目的文件列表]

作用：将一个或多个源文件或者目录复制到指定的目的文件或目录

参数选项：

❒ -a：此参数的效果和同时指定"-dpR"参数相同

* -d：当复制符号连接时，把目标文件或目录也建立为符号连接，并指向与源文件或目录连接的原始文件或目录
* -f：强行复制文件或目录，不论目标文件或目录是否已存在
* -i：覆盖既有文件之前先询问用户
* -l：对源文件建立硬连接，而非复制文件
* -p：保留源文件或目录的属性
* -R/r：递归处理，将指定目录下的所有文件与子目录一并处理
* -s：对源文件建立符号连接，而非复制文件
* -u：使用这项参数后只会在源文件的更改时间较目标文件更新时或是名称相互对应的目标文件并不存在时才复制文件
* -S：在备份文件时，用指定的后缀“SUFFIX”代替文件的默认后缀
* -b：覆盖已存在的文件目标前将目标文件备份
* -v：详细显示命令执行的操作

示例一：复制文件

[root@vhxct67test ~]# touch test.txt //创建一个测试文件

[root@vhxct67test ~]# cp test.txt /mnt //把test.txt文件复制到/mnt目录下

[root@vhxct67test ~]# ll /mnt //在/mnt目录下查看复制的文件

total 8

drwx------. 2 root root 4096 Aug 2 04:34 hgfs

-rw------- 1 root root 2122 Nov 22 03:17 passwd

-rw------- 1 root root 0 Nov 24 03:14 test.txt

示例二：递归方式复制目录下的文件

[root@vhxct67test ~]# mkdir -p /cptest/a/c //创建测试目录

[root@vhxct67test ~]# touch /cptest/a/b.txt //在a目录下创建测试文件

[root@vhxct67test ~]# touch /cptest/a/c/cc.txt //在b目录下创建测试文件

[root@vhxct67test ~]# cp -rf /cptest/ /mnt //使用rf参数递归的方式把cptest目录的所以文件和目录都复制到mnt下

[root@vhxct67test ~]# ll /mnt /查看mnt目录下的cptest目录是否复制成功

total 12

drwx------ 3 root root 4096 Nov 24 03:22 cptest

drwx------. 2 root root 4096 Aug 2 04:34 hgfs

-rw------- 1 root root 2122 Nov 22 03:17 passwd

-rw------- 1 root root 0 Nov 24 03:14 test.txt

[root@vhxct67test ~]# cd /mnt //进入mnt目录下

[root@vhxct67test mnt]# tree cptest/ //使用tree命令查看cptest目录下的文件和目录是否全部复制完成

cptest/

└── a

├── b.txt

└── c

└── cc.txt

## mv

格式：mv [-bfiuv] [源文件列表] [目标文件]

作用：对文件或目录重新命名，或者将文件从一个目录移到另一个目录中

选项：

* --backup=<备份模式>：若需覆盖文件，则覆盖前先行备份
* -b：当文件存在时，覆盖前，为其创建一个备份
* -f：若目标文件或目录与现有的文件或目录重复，则直接覆盖现有的文件或目录
* -i：交互式操作，覆盖前先行询问用户，如果源文件与目标文件或目标目录中的文件同名，则询问用户是否覆盖目标文件。用户输入”y”，表示将覆盖目标文件；输入”n”，表示取消对源文件的移动.这样可以避免误将文件覆盖
* --strip-trailing-slashes：删除源文件中的斜杠“/”
* -S<后缀>：为备份文件指定后缀，而不使用默认的后缀
* --target-directory=<目录>：指定源文件要移动到目标目录
* -u：当源文件比目标文件新或者目标文件不存在时，才执行移动操作

示例一：移动文件

[root@vhxct67test1 ~]# touch test.txt

[root@vhxct67test1 ~]# mv test.txt /mnt

[root@vhxct67test1 ~]# ll /mnt

drwx------. 2 root root 4096 Aug 2 04:34 hgfs

-rw------- 1 root root 0 Nov 24 06:01 test.txt

示例二：文件改名

[root@vhxct67test1 ~]# touch test1.txt

[root@vhxct67test1 ~]# mv test1.txt /mnt/test11.txt

[root@vhxct67test1 ~]# ll /mnt

drwx------. 2 root root 4096 Aug 2 04:34 hgfs

-rw------- 1 root root 0 Nov 24 06:03 test11.txt

-rw------- 1 root root 0 Nov 24 06:01 test.txt

示例三：移动多个文件到/mnt目录下

[root@vhxct67test1 ~]# touch test.txt test1.txt test2.txt

[root@vhxct67test1 ~]# mv test.txt test1.txt test2.txt /mnt/

[root@vhxct67test1 ~]# ll /mnt

drwx------. 2 root root 4096 Aug 2 04:34 hgfs

-rw------- 1 root root 0 Nov 24 06:06 test1.txt

-rw------- 1 root root 0 Nov 24 06:06 test2.txt

-rw------- 1 root root 0 Nov 24 06:06 test.txt

示例四：将文件file1改名为file2，如果file2已经存在，则询问是否覆盖

[root@vhxct67test1 ~]# touch test.txt

[root@vhxct67test1 ~]# mv -i test.txt /mnt/

mv: overwrite `/mnt/test.txt'? y

示例五：目录的移动

[root@vhxct67test1 ~]# mkdir -p /test/a

[root@vhxct67test1 ~]# touch /test/test1.txt

[root@vhxct67test1 ~]# touch /test/a/aa.txt

[root@vhxct67test1 ~]# mv /test /mnt

[root@vhxct67test1 ~]# ll /mnt/test/

drwx------ 2 root root 4096 Nov 24 06:12 a

-rw------- 1 root root 0 Nov 24 06:12 test1.txt

## rm

格式：rm [-dfirv] [文件]

作用：删除一个目录中的一个或多个文件或目录

选项：

* -d：直接把欲删除的目录的硬连接数据删除成0，删除该目录
* -f：强制删除文件或目录
* -i：删除已有文件或目录之前先询问用户
* -r 或-R：递归处理，将指定目录下的所有文件与子目录一并处理
* --preserve-root：不对根目录进行递归操作
* -v：显示指令的详细执行过程

示例一：删除指定文件

[root@vhxct67test1 ~]# cd /mnt

[root@vhxct67test1 mnt]# ls

hgfs test test1.txt test2.txt test.txt

[root@vhxct67test1 mnt]# rm test.txt

[root@vhxct67test1 mnt]# ls

hgfs test test1.txt test2.txt

示例二：**删除文件显示运行时详细信息**

[root@vhxct67test1 mnt]# rm -v test1.txt

removed `test1.txt'

[root@vhxct67test1 mnt]# ls

hgfs test test2.txt

示例三：**交互模式下删除文件**

[root@vhxct67test1 mnt]# ls

hgfs test test2.txt

[root@vhxct67test1 mnt]# rm -iv test2.txt

rm: remove regular empty file `test2.txt'? y

removed `test2.txt'

示例四：**递归删除某个目录下的文件和子目录**

[root@vhxct67test1 mnt]# ls

hgfs test

[root@vhxct67test1 mnt]# tree test

test

├── a

│   └── aa.txt

└── test1.txt

1 directory, 2 files

[root@vhxct67test1 mnt]# rm -rf test/

[root@vhxct67test1 mnt]# ls

hgfs

## ln

格式：ln [-bdfinsv] [源文件列表] [目标文件]

作用：为文件创建连接，连接类型分为硬链接和软连接（符号链接）两种，默认是硬链接，如果要创建软连接必须使用“-s”选项

选项：

* -b 或--backup：删除，覆盖目标文件之前的备份
* -d 或-F 或——directory：建立目录的硬连接
* -f 或——force：强行建立文件或目录的连接，不论文件或目录是否存在
* -i 或——interactive：覆盖既有文件之前先询问用户
* -n 或--no-dereference：把符号连接的目的目录视为一般文件
* -s 或——symbolic：对源文件建立符号连接，而非硬连接
* -S<字尾备份字符串>或--suffix=<字尾备份字符串>：用"-b"参数备份目标文件后，备份文件的字尾会被加上一个备份字符串，预设的备份字符串是符号“~”，用户可通过“-S”参数来改变它
* -v 或——verbose：显示指令执行过程
* -V<备份方式>或--version-control=<备份方式>：用“-b”参数备份目标文件后，备份文件的字尾会被加上一个备份字符串，这个字符串不仅可用“-S”参数变更，当使用“-V”参数<备份方式>指定不同备份方式时，也会产生不同字尾的备份字符串

示例一：硬链接

将/test/a.txt的文件链接到/mnt下

[root@vhxct67test1 ~]# mkdir /test

[root@vhxct67test1 ~]# touch /test/a.txt

[root@vhxct67test1 ~]# ll /mnt

total 4

drwx------. 2 root root 4096 Aug 2 04:34 hgfs

[root@vhxct67test1 ~]# ln /test/a.txt /mnt

[root@vhxct67test1 ~]# ll /mnt

total 4

-rw------- 2 root root 0 Nov 24 08:06 a.txt

drwx------. 2 root root 4096 Aug 2 04:34 hgfs

示例一说明：在执行ln命令之前，目录mnt中是不存在a.txt文件的，在执行ln命令后，目录mnt下才有a.txt这个文件，（注意，二者在物理上是同一文件）。

示例二：软链接

[root@vhxct67test1 ~]# touch /test/b.txt

[root@vhxct67test1 ~]# ln -s /test/b.txt /mnt

[root@vhxct67test1 ~]# ll /mnt

total 4

-rw------- 2 root root 0 Nov 24 08:06 a.txt

lrwxrwxrwx 1 root root 11 Nov 24 08:13 b.txt -> /test/b.txt

drwx------. 2 root root 4096 Aug 2 04:34 hgfs

## find

格式：find [选项] [参数]

作用：在指定目录下查找文件

选项：

* -daystart：从本日开始计算时间
* -mtime -n ,+n按文件更改时间来查找文件，-n指n天以内，+n指n天以前
* -atime     -n ,+n按文件访问时间来查, -n指n天以内，+n指n天以前
* -ctime     -n ,+n按文件创建时间来查找文件，-n指n天以内，+n指n天以前
* -depth：从指定目录下最深层的子目录开始查找
* -expty：寻找文件大小为0 Byte 的文件，或目录下没有任何子目录或文件的空目录
* -exec<执行指令>：假设find 指令的回传值为True，就执行该指令
* -fstype<文件系统类型>：只寻找该文件系统类型下的文件或目录
* -gid<群组识别码>：查找符合指定之群组识别码的文件或目录
* -group<群组名称>：查找符合指定之群组名称的文件或目录
* -inum：查找符合指定的inode 编号的文件或目录
* -links<连接数目>：查找符合指定的硬连接数目的文件或目录
* -iname<范本样式>：指定字符串作为寻找符号连接的范本样式
* -ls：假设find 指令的回传值为Ture，就将文件或目录名称列出到标准输出
* -maxdepth<目录层级>：设置最大目录层级
* -mindepth<目录层级>：设置最小目录层级
* name<范本样式>：指定字符串作为寻找文件或目录的范本样式
* -newer<参考文件或目录>：查找其更改时间较指定文件或目录的更改时间更接近现在的文件或目录
* -nouser：找出不属于本地主机用户识别码的文件或目录
* -path<范本样式>：指定字符串作为寻找目录的范本样式
* -perm<权限数值>：查找符合指定的权限数值的文件或目录
* -print0：假设find 指令的回传值为Ture，就将文件或目录名称列出到标准输出。格式为全部的名称皆在同一行
* -size<文件大小>：查找符合指定的文件大小的文件
* -true：将find 指令的回传值皆设为True
* -typ<文件类型>：只寻找符合指定的文件类型的文件
* -uid<用户识别码>：查找符合指定的用户识别码的文件或目录
* -used<日数>：查找文件或目录被更改之后在指定时间曾被存取过的文件或目录，单位以日计算
* -user<拥有者名称>：查找符和指定的拥有者名称的文件或目录
* -xdev：将范围局限在先行的文件系统中

示例一：查找指定时间内修改过的文件

[root@vhxct67test1 ~]# find -atime -2

./Music

./Templates

./.bashrc

./Downloads

./.gvfs

./.bash\_profile

示例二：**根据关键字查找**

[root@vhxct67test1 ~]# find -name "\*.log"

./.imsettings.log

./.local/share/gvfs-metadata/home-36bb4135.log

./.local/share/gvfs-metadata/label-VMware\x20Tools-4078a08d.log

./install.log

示例三：按照目录或文件的权限来查找文件

[root@vhxct67test1 ~]# find /opt/ -perm 644

/opt/glibc-2.14/etc/ld.so.cache

/opt/glibc-2.14/etc/rpc

/opt/glibc-2.14/lib/librpcsvc.a

/opt/glibc-2.14/lib/crtn.o

/opt/glibc-2.14/lib/librt.a

/opt/glibc-2.14/lib/gconv/gconv-modules

/opt/glibc-2.14/lib/libc\_nonshared.a

/opt/glibc-2.14/lib/libutil.a

示例四：**按类型查找**

[root@vhxct67test1 ~]# find -type f -name "\*.log"

./.imsettings.log

./.local/share/gvfs-metadata/home-36bb4135.log

./.local/share/gvfs-metadata/label-VMware\x20Tools-4078a08d.log

./install.log

示例五：按大小查找文件

[root@vhxct67test1 ~]# find -size +10M -print

./Desktop/VMwareTools-9.4.15-2827462.tar.gz

示例六：在/mnt目录中查找文件并使用-exec选项删除它

[root@vhxct67test1 ~]# cd /mnt

[root@vhxct67test1 mnt]# ls

a.txt b.txt hgfs

[root@vhxct67test1 mnt]# cd

[root@vhxct67test1 ~]# find /mnt -name a.txt -exec rm -rf {} \; //注意{}和\;之间有空格

[root@vhxct67test1 ~]# ll /mnt

total 4

lrwxrwxrwx 1 root root 11 Nov 24 08:13 b.txt -> /test/b.txt

drwx------. 2 root root 4096 Aug 2 04:34 hgfs

## rename

语法：rename from to file

rename -V

作用：重命名文件

将a.txt，b.txt, c.txt批量修改为a.log,b.log,c.log

[root@xuegod66 rename]# touch a.txt b.txt c.txt

[root@xuegod66 rename]# ll

total 0

-rw-r--r--. 1 root root 0 Nov 16 21:39 a.txt

-rw-r--r--. 1 root root 0 Nov 16 21:34 b.txt

-rw-r--r--. 1 root root 0 Nov 16 21:34 c.txt

[root@xuegod66 rename]# rename .txt .log \*.txt

[root@xuegod66 rename]# ll -a

total 8

drwxr-xr-x. 2 root root 4096 Nov 16 21:39 .

drwxrwxrwt. 4 root root 4096 Nov 16 21:35 ..

-rw-r--r--. 1 root root 0 Nov 16 21:39 a.log

-rw-r--r--. 1 root root 0 Nov 16 21:34 b.log

-rw-r--r--. 1 root root 0 Nov 16 21:34 c.log

示例2：查看版本

[root@xuegod66 rename]# rename -V

rename (util-linux-ng 2.17.2)

## cat

格式：cat (选项) (参数)

作用：连接文件并打印到标准输出设备上，cat经常用来显示文件的内容。

选项：

❒ -n或-number：有1开始对所有输出的行数编号；

❒ -b或--number-nonblank：和-n相似，只不过对于空白行不编号；

❒ -s或--squeeze-blank：当遇到有连续两行以上的空白行，就代换为一行的空白行；

❒ -A：显示不可打印字符，行尾显示“$”；

❒ -e：等价于"-vE"选项；

❒ -t：等价于"-vT"选项；

参数：指定要连接的文件列表

显示文件内容行号

[root@xuegod66 cat]# cat -n abc.txt

1 abc

2 def

3 aaaaaa

4 dddddd

5 bbbbbb

6 eee

查看两个文件内容

[root@redhat01 cat]# ll

total 8

-rw-r--r--. 1 root root 26 Oct 30 20:10 a.txt

-rw-r--r--. 1 root root 17 Oct 30 20:11 b.txt

[root@redhat01 cat]#

[root@redhat01 cat]# cat a.txt b.txt

kdjflaj

kfjdlafj

kkkkkkk

999999

00000

122

显示不可打印的字符

[root@redhat01 cat]# cat -A a.txt

kdjflaj$

kfjdlafj$

kkkkkkk$

$

## more

格式：more (选项)（参数）

作用：分页显示文本内容

选项：

❒ -<数字>：指定每屏显示的行数；

❒ -d：显示“[press space to continue,'q' to quit.]”和“[Press 'h' for instructions]”；

❒ -c：不进行滚屏操作。每次刷新这个屏幕；

❒ -s：将多个空行压缩成一行显示；

❒ -u：禁止下划线；

❒ +<数字>：从指定数字的行开始显示。

参数：

文件：指定分页显示内容的文件。

[root@redhat01 cat]# more a.txt

kdjflaj

kfjdlafj

kkkkkkk

more支持vi的很多选项，输入“？”就调出说明

[root@redhat01 tmp]# more event.sh

--More--(49%)

Most commands optionally preceded by integer argument k. Defaults in brackets.

Star (\*) indicates argument becomes new default.

-------------------------------------------------------------------------------

<space> Display next k lines of text [current screen size]

z Display next k lines of text [current screen size]\*

<return> Display next k lines of text [1]\*

d or ctrl-D Scroll k lines [current scroll size, initially 11]\*

q or Q or <interrupt> Exit from more

s Skip forward k lines of text [1]

f Skip forward k screenfuls of text [1]

b or ctrl-B Skip backwards k screenfuls of text [1]

' Go to place where previous search started

= Display current line number

/<regular expression> Search for kth occurrence of regular expression [1]

n Search for kth occurrence of last r.e [1]

!<cmd> or :!<cmd> Execute <cmd> in a subshell

v Start up /usr/bin/vi at current line

ctrl-L Redraw screen

:n Go to kth next file [1]

:p Go to kth previous file [1]

:f Display current file name and line number

. Repeat previous command

-------------------------------------------------------------------------------

## less

格式：less (选项) (参数)

作用：向前或向后浏览文件

选项：

❒ -e：文件内容显示完毕后，自动退出；

❒ -f：强制显示文件；

❒ -g：不加亮显示搜索到的所有关键词，仅显示当前显示的关键字，以提高显示速度；

❒ -l：搜索时忽略大小写的差异；

❒ -N：每一行行首显示行号；

❒ -s：将连续多个空行压缩成一行显示；

❒ -S：在单行显示较长的内容，而不换行显示；

❒ -x<数字>：将TAB字符显示为指定个数的空格字符。

参数：

文件：指定要分屏显示内容的文件。

[root@redhat01 tmp]# less -N event.sh

1 if [ -e /var/opt/resmon/log/event.log ]; then

2 MONTH=`date | awk '{print $2}'`

3 if [ $MONTH = Jan ] ; then

4 sed -n '/Dec 25/,/Dec 31/p' /var/opt/resmon/log/event.log

5 sed -n '/Jan 1/,/Jan 26/p' /var/opt/resmon/log/event.log

cat more less的区别：

cat 连续显示、查看文件内容

more 分页查看文件内容

less 分页可控制查看文件内容

cat一次性把文件内容全部显示出来，不能进行交互式操作，适合察看内容短小、不超过一屏的文件；

more比cat强大一点，支持分页显示，支持ctrl+B ctrl+F .....上下滚屏，但是不支持像shift+g（跳到文件尾）这种操作；

less比more更强大一点，支持各种命令，随便翻页、跳转、查找.....

## head

格式：mkdir (选项) (参数)

作用：文件内容查看用于显示文件的开头的内容

选项：

❒ -n 指定显示头部内容的行数

❒ -c 指定显示头部内容的字符数

❒ -v 总是显示文件名的头信息

❒ -q 不显示文件名的头信息

参数： 文件列表：指定显示头部内容的文件列表

示例：

在查看/etc/passwd用户文件的前十行内容

[root@localhost ~]# head –n 10 /etc/passwd

root:x:0:0:root:/root:/bin/bash

bin:x:1:1:bin:/bin:/sbin/nologin

daemon:x:2:2:daemon:/sbin:/sbin/nologin

adm:x:3:4:adm:/var/adm:/sbin/nologin

lp:x:4:7:lp:/var/spool/lpd:/sbin/nologin

sync:x:5:0:sync:/sbin:/bin/sync

shutdown:x:6:0:shutdown:/sbin:/sbin/shutdown

halt:x:7:0:halt:/sbin:/sbin/halt

mail:x:8:12:mail:/var/spool/mail:/sbin/nologin

uucp:x:10:14:uucp:/var/spool/uucp:/sbin/nologin

## tail

格式：tail (选项) (参数)

作用：从指定点开始将文件写到标准输出

选项：

❒ -retry： 即是在tail命令启动时，文件不可访问或者文件稍后变得不可访问，都始终尝试打开文件。使用此选项时需要与选项“——follow=name”连用；

❒ -c或--bytes=：输出文件尾部的N（N为整数）个字节内容；

❒ -f或；--follow：显示文件最新追加的内容。“name”表示以文件名的方式监视文件的变化。“-f”与“-fdescriptor”等效；

❒ -F： 与选项“-follow=name”和“--retry"连用时功能相同；

❒ -n或--line=： 输出文件的尾部N（N位数字）行内容。   
❒ --pid=<进程号>：与“-f”选项连用，当指定的进程号的进程终止后，自动退出tail命令；

❒ -q或--quiet或--silent：当有多个文件参数时，不输出各个文件名；

❒ -s<秒数>或--sleep-interal=<秒数>：与“-f”选项连用，指定监视文件变化时间隔的秒数；

❒ -v或--verbose：当有多个文件参数时，总是输出各个文件名；

❒ --help： 显示指令的帮助信息；

❒ --version： 显示指令的版本信息。

参数：

文件列表：指定要显示尾部内容的文件列表。   
示例：

在/home下创建test目录，设置权限为644

[root@localhost ~]# tail -n 5 /etc/passwd

sshd:x:74:74:Privilege-separated SSH:/var/empty/sshd:/sbin/nologin

tcpdump:x:72:72::/:/sbin/nologin

rget1:x:500:500::/home/rget1:/bin/bash

rput1:x:501:501::/home/rput1:/bin/bash

apache:x:48:48:Apache:/var/www:/sbin/nologin [root@localhost ~]# mkdir -m 644 /home/test

[root@localhost log]# tail -f fail2ban.log 可以实时监控日志

2016-11-17 17:46:32,773 fail2ban.database [1209]: INFO Connected to fail2ban persistent database '/var/lib/fail2ban/fail2ban.sqlite3'

2016-11-17 17:57:28,130 fail2ban.server [1209]: INFO Stopping all jails

2016-11-17 17:57:28,130 fail2ban.server [1209]: INFO Exiting Fail2ban

2016-11-18 06:45:54,509 fail2ban.server [1215]: INFO Changed logging target to /var/log/fail2ban.log for Fail2ban v0.9.4

2016-11-18 06:45:54,538 fail2ban.database [1215]: INFO Connected to fail2ban persistent database '/var/lib/fail2ban/fail2ban.sqlite3'

## cut

格式：cut (选项) (参数)

作用：用来显示行中的指定部分，删除文件中指定字段

选项：

❒ -b：仅显示行中指定直接范围的内容；

❒ -c：仅显示行中指定范围的字符；

❒ -d：指定字段的分隔符，默认的字段分隔符为“TAB”；

❒ -f：显示指定字段的内容；

❒ -n：与“-b”选项连用，不分割多字节字符；

❒ --complement：补足被选择的字节、字符或字段；

❒ --out-delimiter=<字段分隔符>：指定输出内容是的字段分割符；

❒ --help：显示指令的帮助信息；

❒ --version：显示指令的版本信息。

参数：

文件：指定要进行内容过滤的文件。

示例：

例如有一个学生报表信息，包含No、Name、Mark、Percent：

[root@localhost text]# cat test.txt

No Name Mark Percent

01 tom 80 91

02 jack3 81 87

03 alex 68 98

使用 -f 选项提取指定字段：

[root@localhost text]# cut -f 1 test.txt

No

01

02

03

[root@localhost text]# cut -f2,3 test.txt

Name Mark

tom 80   
jack 81

alex 68

使用 -d 选项指定字段分隔符：   
  
[root@localhost text]# cut -f2 -d";" test2.txt

Name

tom

jack

alex

## paste

格式：paste (选项) (参数)

作用：用于将多个文件按照列队列进行合并

选项：

❒ -d<间隔字符>或--delimiters=<间隔字符>：用指定的间隔字符取代跳格字符；

❒ -s或——serial串列进行而非平行处理。

参数：

文件列表：指定需要合并的文件列表

示例：

[root@localhost ~]# cat per1

1

2

3

4

[root@localhost ~]# cat per2

a

b

c

d

[root@localhost ~]# paste per1 per2

1 a

2 b

3 c

4 d

[root@localhost ~]# paste per1 per2

1 2 3 4

a b c d

[root@localhost ~]# ls | paste -d: - - - #用：分隔，且每行显示三个文件

anaconda-ks.cfg:a.txt:a.txxt

fail2ban-0.9.4:fail2ban-0.9.4.tar.gz:inotify.sh

inotify-tools-3.13.tar.gz:install.log:install.log.syslog

per1:per2:xuegod63

## sort

格式：sort (选项) (参数)

作用：sort在Linux里非常有用，它将文件进行排序，并将排序结果标准输出。sort命令既可以从特定的文件，也可以从stdin中获取输入。

选项：

❒ -b： 忽略每行前面开始出的空格字符；

❒ -c： 检查文件是否已经按照顺序排序；

❒ -d: 排序时，处理英文字母、数字及空格字符外，忽略其他的字符；

❒ -f： 排序时，将小写字母视为大写字母；

❒ -i： 排序时，除了040至176之间的ASCII字符外，忽略其他的字符；

❒ -m：将几个排序号的文件进行合并；

❒ -M：将前面3个字母依照月份的缩写进行排序；

❒ -n： 依照数值的大小排序；

❒ -o<输出文件>：将排序后的结果存入制定的文件；

❒ -r：以相反的顺序来排序；

❒ -t<分隔字符>：指定排序时所用的栏位分隔字符；

❒ +<起始栏位>-<结束栏位>：以指定的栏位来排序，范围由起始栏位到结束栏位的前一栏位。

参数：

文件：指定待排序的文件列表  
示例：

sort将文件/文本的每一行作为一个单位，相互比较，比较原则是从首字符向后，依次按ASCII码值进行比较，最后将他们按升序输出。   
[root@localhost ~]# cat sort.txt

aaa:10:1.1

ccc:30:3.3

ddd:40:4.4

bbb:20:2.2

eee:50:5.5

eee:50:5.5

[root@localhost ~]# sort sort.txt

aaa:10:1.1

bbb:20:2.2

ccc:30:3.3

ddd:40:4.4

eee:50:5.5

eee:50:5.5

忽略相同行使用-u选项或者uniq：

[root@localhost ~]#sort -u sort.txt

aaa:10:1.1

bbb:20:2.2

ccc:30:3.3

ddd:40:4.4

eee:50:5.5

sort的-n、-r、-k、-t选项的使用：  
[root@localhost ~]#cat sort.txt

AAA:BB:CC

aaa:10:1.1

ccc:30:3.3

ddd:40:4.4

bbb:20:2.2

eee:50:5.5

eee:50:5.5

将BB列按照数字从小到大顺序排列：  
[root@localhost ~]# sort -nk 2 -t: sort.txt

AAA:BB:CC

aaa:10:1.1

bbb:20:2.2

ccc:30:3.3

ddd:40:4.4

eee:50:5.5

eee:50:5.5

将CC列数字从大到小顺序排列：  
[root@localhost ~]# sort -nk 2 -t: sort.txt

eee:50:5.5

eee:50:5.5

ddd:40:4.4

ccc:30:3.3

bbb:20:2.2

aaa:10:1.1

AAA:BB:CC

## uniq

格式：uniq (选项) (参数)

作用：uniq命令用于报告或忽略文件中的重复行，一般与sort命令结合使用  
选项：

❒ -m 设置文件夹权限

❒ -c或——count：在每列旁边显示该行重复出现的次数；

❒ -d或--repeated：仅显示重复出现的行列；

❒ -f<栏位>或--skip-fields=<栏位>：忽略比较指定的栏位；

❒ -s<字符位置>或--skip-chars=<字符位置>：忽略比较指定的字符；

❒ -u或——unique：仅显示出一次的行列；

❒ -w<字符位置>或--check-chars=<字符位置>：指定要比较的字符。

参数：

输入文件：指定要去除的重复行文件。如果不指定此项，则从标准读取数据；

输出文件：指定要去除重复行后的内容要写入的输出文件。如果不指定此选项，

则将内容显示到标准输出设备（显示终端）。

示例：

删除重复行：

[root@localhost ~]#cat file.txt

AAA

aaa

AAA

aaa

BBB

bbb

BBB

bbb

[root@localhost ~]# sort file.txt | uniq

aaa

AAA

bbb

BBB

统计各行在文件中出现的次数：

[root@localhost ~]#sort file.txt | uniq –c

2 aaa

2 AAA

2 bbb

2 BBB

在文件中找出重复的行：   
[root@localhost ~]#sort file.txt | uniq -d

aaa

AAA

bbb

BBB

## wc

作用：

wc命令的功能为统计指定文件中的字节数、字数、行数, 并将统计结果显示输出。对每个文件输出行、单词、和字节统计数，如果指定了多于一个文件则还有一个行数的总计。没有指定文件或指定的文件是名为“-”，则读取标准输入。

wc命令类似与word中的字数统计功能，可以统计字数、行数、页数、段落等。

格式：

wc [选项列表]... [文件名列表]...

wc [-clw][--help][--version][文件...]

参数：

❒ -c, --bytes, --chars 输出字节统计数。

❒ -l, --lines 输出换行符统计数。

❒ -L, --max-line-length 输出最长的行的长度。

❒ -w, --words 输出单词统计数。

❒ --help 显示帮助并退出

❒ --version 输出版本信息并退出

示例：

统计passwd文件信息

[root@sail ~]# wc /etc/passwd

43 87 2267 /etc/passwd

第一列显示行数，第二列显示单词数，第三列显示字节数、第四列为文件名。

表示文件有43行、表示文件中有87个单词、2267表示文件字节数即文件的大小.

[root@sail ~]# ls -l /etc/passwd

-rw-r--r--. 1 root root 2267 Oct 23 01:26 /etc/passwd

[root@sail ~]# ls -lh /etc/passwd

-rw-r--r--. 1 root root 2.3K Oct 23 01:26 /etc/passwd

参数测试

[root@sail test]# wc -l /etc/passwd 统计行数

43 /etc/passwd

[root@sail test]# wc -w /etc/passwd 统计单词数

87 /etc/passwd

[root@sail test]# wc -c /etc/passwd 统计字节数

2267 /etc/passwd

[root@sail test]# wc -m /etc/passwd 统计字符数

2267 /etc/passwd

[root@sail test]# wc -L /etc/passwd 统计文件中最长行的长度（包含空格）

99 /etc/passwd

tss:x:59:59:Account used by the trousers package to sandbox the tcsd daemon:/dev/null:/sbin/nologin

多个文件的统计

[root@sail test]# ls –l

-rw-r--r--. 1 root root 2267 Nov 8 21:23 passwd

-rw-r--r--. 1 root root 2267 Nov 8 21:23 passwd2

-rw-r--r--. 1 root root 2267 Nov 8 21:23 passwd3

上面3个测试文件其同样的内容。

[root@sail test]# wc -clw passwd passwd2 passwd3

43 87 2267 passwd

43 87 2267 passwd2

43 87 2267 passwd3

129 261 6801 total

多个文件一起统计时，按行显示每个文件的信息，输出结果最后一行就是将多个文件的统计结果汇总。

## iconv

作用：

对于给定文件把它的内容从一种编码转换成另一种编码。iconv 程序把文本 从一种编码转换为另一种编码，更准确一点,他是把 -f 指定的编码转换为-t指定的编码。这两种编码默认都是当前locale的编码, 所有 inputfile 都依次 进行转换。如果没有指定 inputfile 则使用标准输入. 转换后的内容会输出到 标准输出。

格式：

iconv [-f encoding] [-t encoding] [inputfile ...]

参数：

❒ -f encoding 把字符从encoding编码开始转换。

❒ -t encoding :把字符转换到encoding编码。

❒ -l 列出已知的编码字符集合 。

❒ -o file 指定输出文件 。

❒ -c 忽略输出的非法字符 。

❒ -s 禁止警告信息，但不是错误信息 。

❒ --verbose 显示进度信息 。

❒ -f和-t所能指定的合法字符在-l选项的命令里面都列出来了。

示例：

在windos用记事本编写的脚本文件，上传到linux服务器之后，经常会出现乱码，无法执行。而linux服务器上产生的脚本文件导出到windows常常也会发生乱码。乱码出现的原因就是linux和windows的编码不一致所产生的，可以使用iconv将文件转码输出成适合各自系统编码的文件，就不会出现乱码。

检查工具

[root@sail ~]# rpm -qf `which iconv` #查看工具是否安装

glibc-common-2.17-105.el7.x86\_64

如果没安装可以使用yum install –y glibc-common 进行安装。

查看系统中常见的几种编码

[root@sail ~]# iconv -l |grep GB

CN-GB//

CSGB2312//

CSISO58GB1988//

EBCDIC-CP-GB//

GB//

GB2312//

GB13000//

GB18030//

GBK//

GB\_1988-80//

GB\_198880//

ISO646-GB//

[root@sail ~]# iconv -l |grep UTF

ISO-10646/UTF-8/

ISO-10646/UTF8/

UTF-7//

UTF-8//

UTF-16//

UTF-16BE//

UTF-16LE//

UTF-32//

UTF-32BE//

UTF-32LE//

UTF7//

UTF8//

UTF16//

UTF16BE//

UTF16LE//

UTF32//

UTF32BE//

UTF32LE//

实战iconv转码输出

在windows上编写一个记事本文件内容如下，上传到linux服务器：

windows上的文件，上传到linux服务器，出现乱码。

原因是：windows和linux系统使用的编码不一致导致的。

解决方案：使用iconv转码工具，转化成适合系统的编码，再次查看文件就不会出现乱码了。

[root@sail ~]# ls -lt

-rw-r--r--. 1 root root 181 11月 8 22:02 biamma.txt

[root@sail ~]# cat biamma.txt # 用cat查看文件内容显示乱码如下

windowsʏµŎļþ£¬ʏ´«µ½linux·þϱǷ£¬³󐗂ӂ롣

ԭӲˇ£ºwindowsº̬inuxϵͳʹԃµıძ²»һׂµ¼ׂµġ£

½⿶·½°¸£ºʹԃiconvתë¹¤¾ߣ¬ת»¯³ʊʺЏµͳµıძ£¬ՙ´β鿴τ¼þ¾Ͳ»»ᴶЖÒë¡£[root@sail ~]#
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转码输出新的文件：

[root@sail ~]# iconv -f gb2312 biamma.txt -t utf-8 -o new.txt

参数解释：其中-f参数表示指出源文件biamma.txt的编码方式，其来自于windows所以编码为gb2312，-t指定输出文件的编码方式，-o是指定转码后输出文件的名称。

[root@sail ~]# ls –lt #转码输出文件new.txt

-rw-r--r--. 1 root root 255 11月 8 22:14 new.txt

-rw-r--r--. 1 root root 181 11月 8 22:02 biamma.txt

[root@sail ~]# file new.txt #用file查看文件

new.txt: UTF-8 Unicode text, with CRLF line terminators

看到输出文件类型为UTF-8编码

[root@sail ~]# cat new.txt #再次用cat查看文件内容

windows上的文件，上传到linux服务器，出现乱码。

原因是：windows和linux系统使用的编码不一致导致的。

解决方案：使用iconv转码工具，转化成适合系统的编码，再次查看文件就不会出现乱码了。

![](data:image/png;base64,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)

查看到内容和之前在windows上的完全一致，且显示完全正常没有乱码。其原因是转码输出的文件已经是utf-8编码的文件，符合linux系统的编码方式。

## dos2unix

作用：

dos2unix是将Windows格式文件转换为Unix、Linux格式的实用命令。Windows格式文件的换行符为\r\n ,而Unix&Linux文件的换行符为\n. dos2unix命令其实就是将文件中的\r\n 转换为\n。 而unix2dos则是和dos2unix互为孪生的一个命令，它是将Linux&Unix格式文件转换为Windows格式文件的命令。

格式：

dos2unix [options] [-c convmode] [-o file ...] [-n infile outfile ...]

unix2dos [options] [-c convmode] [-o file ...] [-n infile outfile ...]

常用参数：

❒ -c, --convmode 转换模式

❒ -f, --force 强制转换

❒ -h, --help 查看帮助信息

❒ -k, --keepdate 保持文件时间戳不变

❒ -n, --newfile 保留原本的旧档，将转换后的内容输出到新档案.默认都会直接在原来的文件上修改

❒ -o, --oldfile 在源文件转换，默认参数

❒ -q, --quiet 静默模式，不输出转换结果信息等

❒ -V, --version 显示命令版本信息

示例：

查看工具是否安装

[root@sail ~]# rpm -qf `which dos2unix`

dos2unix-6.0.3-4.el7.x86\_64

将一个文件从dos格式转换成unix格式：

[root@sail ~]# dos2unix filename

一次转换多个文件：

[root@sail ~]# dos2unix filename1 filename2 filename3

保留原文件转码：

默认情况下会在源文件上进行转换，如果需要保留源文件，那么可以使用参数-n。

[root@sail ~]# dos2unix -n oldfilename newfilename

[root@sail ~]# dos2unix -n dosfile linuxfile

保持文件时间戳不变：

[root@sail ~]# dos2unix -k file

[root@sail ~]# dos2unix -k file1 file2 file3

静默模式格式化文件

[root@sail ~]# dos2unix -q file

[root@sail ~]# dos2unix -q file1 file2 file3

实战dos2unix转化格式

在Windows系统上编写的脚本文件，当上传到unix系统后无法直接来运行的。原因是Windows格式文件的换行符为\r\n ,而Unix&Linux文件的换行符为\n。

#!/bin/bash

#作者：sail

#时间：2016-11-08

#作用：输入要添加的用户数，然后批量添加用户

#--------------------------------------------------------------------------

read -p "请输入要添加的用户个数：" NUM

echo "系统将添加$NUM个用户"

a=`expr $NUM / 10`

for (( i=0;i<=$a;i++));

do

for (( j=0;j<=9;j++))

do

Ulist=$i$j

if [ $i$j -gt 00 -a $i$j -le $NUM ];then

useradd xuegod$i$j

echo "xuegod$i$j" |passwd --stdin xuegod$i$j &>/dev/null

echo "用户xuegod$Ulist已添加,初始密码为xuegod$i$j！"

fi

done

done

在windows上编写了一个添加用户的脚本文件，上传到unix系统，执行测试。

[root@sail scripts]# cat user.sh

#!/bin/bash

#作者：sail

#时间：2016-11-08

#-----------------------------------------------------------------------------------------------------

read -p "ȫˤɫҪͭ¼ӵœû§¸󋽣º" NUM

echo "ϵͳ½«ͭ¼ѤNUM¸󔃻§"

a=`expr $NUM / 10`

for (( i=0;i<=$a;i++));

do

for (( j=0;j<=9;j++))

do

Ulist=$i$j

if [ $i$j -gt 00 -a $i$j -le $NUM ];then

useradd xuegod$i$j

echo "xuegod$i$j" |passwd --stdin xuegod$i$j &>/dev/null

echo "ԃ»§xuegod$Ulistӑͭ¼Ѭ³򊽃݂쎪xuegod$i$j£¡"

fi

done

done

用cat查看文件内容首先是乱码，执行脚本测试

[root@sail scripts]# sh user.sh

ȫˤɫҪͭ¼ӵœû§¸󋽣º20

': not a valid identifierUM

ϵͳ½«ͭ¼Ӹ󔃻§

expr: syntax error

user.sh: line 9: syntax error near unexpected token `$'\r''

'ser.sh: line 9: `for (( i=0;i<=$a;i++));

执行脚本时报错，大概看到是格式换行问题，我们用dos2unix转码文件。

[root@sail ~]# yum install dos2unix-6.0.3-4.el7.x86\_64 #安装工具

[root@sail scripts]# dos2unix -n user.sh unix\_user.sh

dos2unix: converting file user.sh to file unix\_user.sh in Unix format ...

[root@sail scripts]# ls -lt

-rw-r--r-- 1 root root 620 Nov 9 15:57 unix\_user.sh

-rw-r--r-- 1 root root 645 Nov 9 14:49 user.sh

格式转化完成，再次执行脚本测试。

[root@sail scripts]# sh unix\_user.sh

ȫˤɫҪͭ¼ӵœû§¸󋽣º2

ϵͳ½«ͭ¼Ѳ¸󔃻§

ԃ»§xuegod01ӑͭ¼Ѭ³򊽃݂쎪xuegod01£¡

ԃ»§xuegod02ӑͭ¼Ѭ³򊽃݂쎪xuegod02£¡

这次没有报错，但是看到有乱码，其实就是windows上的文件在linux上编码不一致产生的。

用iconv进行转码输出新的文件，方法用前面写的iconv用法一样。

[root@sail scripts]# iconv -f gb2312 unix\_user.sh -t utf-8 -o utf8-unix-user.sh

[root@sail scripts]# ls -lt

-rw-r--r-- 1 root root 678 Nov 9 16:06 utf8-unix-user.sh

转码输出新的文件，再次执行脚本测试。

[root@sail scripts]# sh utf8-unix-user.sh

请输入要添加的用户个数：5

系统将添加5个用户

用户xuegod01已添加,初始密码为xuegod01！

用户xuegod02已添加,初始密码为xuegod02！

用户xuegod03已添加,初始密码为xuegod03！

用户xuegod04已添加,初始密码为xuegod04！

用户xuegod05已添加,初始密码为xuegod05！

[root@sail home]# ls -lt

drwx------ 3 xuegod05 xuegod05 74 Nov 9 16:08 xuegod05

drwx------ 3 xuegod04 xuegod04 74 Nov 9 16:08 xuegod04

drwx------ 3 xuegod03 xuegod03 74 Nov 9 16:08 xuegod03

drwx------ 3 xuegod02 xuegod02 74 Nov 9 16:08 xuegod02

drwx------ 3 xuegod01 xuegod01 74 Nov 9 16:08 xuegod01

脚本执行成功，完全实现了脚本的功能，批量创建5个用户。

## file

作用

file命令用来检测并显示给定文件的类型。file命令对文件的检查分为文件系统、魔法幻数检查和语言检查3个过程

格式

file [-beLvz][-f <名称文件>][-m <魔法数字文件>...][文件或目录...]

参数

file命令返回结果以及含义

❒ empty 空文件

❒ directory 目录文件

❒ English text 英文正式文件

❒ assembler program text 汇编语言程序的正文文件

❒ ascii text ASCII编码的文本文件

❒ command text 命令语言编写的命令正文程序

❒ c program C语言正文程序

❒ relocation text 用于连接的目标文件

❒ executable 可执行的目标代码文件

❒ data 数据文件

file参数

短选项 长选项 涵义

❒ -m --magic-file LIST 指定魔法数字名

❒ -z --uncompress 探测压缩过的文件类型

❒ -b --brief 列出辨识结果时，不显示文件名称

❒ -c --checking-printout 详细显示指令执行过程，便于排错或分析程序执行的情形

❒ -e --exclude TEST对文件列表排除TEST类型。

❒ -f --files-from FILE指定文件列表参数，获取该列表里面所有文件的类型

❒ -F --separator STRING 使用字符串作为分隔符而不是“:”

❒ -i --mime 显示MIME类别

--apple 显示Apple CREATOR/TYPE

--mime-type 显示MIME类别

--mime-encoding 显示MIME编码

❒ -k --keep-going 执行命令错误时不终止

❒ -l --list list magic strength

❒ -L --dereference跟随符号链接（默认）

❒ -h --no-dereference不跟随符号链接

❒ -n --no-buffer没有缓冲输出

❒ -N --no-pad do not pad output

❒ -0 --print0 terminate filenames with ASCII NUL

❒ -p --preserve-date preserve access times on files

❒ -r --raw don't translate unprintable chars to ooo

❒ -s --special-files treat special (block/char devices) files as ordinary ones

❒ -C --compile compile file specified by -m

❒ -d --debug print debugging messages

显示文件类型

[root@sail scripts]# file OK.sh

OK.sh: Bourne-Again shell script, UTF-8 Unicode text executable

[root@sail scripts]# file /etc/passwd

/etc/passwd: ASCII text

[root@sail scripts]# file /home/sail

/home/sail: directory

显示符号链接的文件类型

[root@sail etc]# ls -l /etc/grub2.cfg

lrwxrwxrwx. 1 root root 22 Oct 23 01:03 grub2.cfg -> ../boot/grub2/grub.cfg

[root@sail etc]# file /etc/grub2.cfg

/etc/grub2.cfg: symbolic link to `../boot/grub2/grub.cfg'

[root@sail etc]# file -L /etc/grub2.cfg #显示符号链接源文件的文件类型

/etc/grub2.cfg: ASCII text

查看目录下的文件类型

[root@sail home]# ls -l

-rw-r--r-- 1 root root 0 Nov 9 14:21 a.txt

drwx------. 14 sail sail 4096 Nov 7 13:46 sail

drwxr-xr-x 2 root root 6 Nov 9 14:21 test

[root@sail home]# file \* /home

a.txt: empty

sail: directory

test: directory

/home: directory

不显示文件名称，查看文件类型

[root@sail home]# file -b /etc/passwd

ASCII text

[root@sail home]# file -i /etc/passwd #显示文件MIME类别

/etc/passwd: text/plain; charset=us-ascii

file使用通配符，获取多个文件的类型

[root@sail home]# ls -lt

-rw-r--r-- 1 root root 0 Nov 9 14:35 iii.txt

-rw-r--r-- 1 root root 0 Nov 9 14:34 333.txt

-rw-r--r-- 1 root root 0 Nov 9 14:34 xx.txt

-rw-r--r-- 1 root root 0 Nov 9 14:21 a.txt

[root@sail home]# file \*.txt #一次可以获取多个文件的类型

333.txt: empty

a.txt: empty

iii.txt: empty

xx.txt: empty

探测压缩文件类型

[root@sail back]# ls -l

-rw-r--r-- 1 root root 1047 Nov 8 13:10 2016-11-08.tar.gz

[root@sail back]# file -z 2016-11-08.tar.gz

2016-11-08.tar.gz: POSIX tar archive (GNU) (bzip2 compressed data, block size = 900k)

列出所有文件类型

[root@sail /]# file \*

back: directory

bin: symbolic link to `usr/bin'

etc: directory

home: directory

lib: symbolic link to `usr/lib'

lib64: symbolic link to `usr/lib64'

linux-4.8.6.tar.xz: XZ compressed data

media: directory

mnt: directory

run: directory

sbin: symbolic link to `usr/sbin'

scripts: directory

sdb1: directory

tmp: sticky directory

## diff

格式：diff [-a] [-c] [文件1] [文件2]

作用：最简单的情况下，比较给定的两个文件的不同

参数选项：

❒ - <行数>：指定要显示多少行的文本。此参数必须与-c 或-u 参数一并使用

* -a 或——text：diff 预设只会逐行比较文本文件
* -b 或--ignore-space-change：不检查空格字符的不同
* -B 或--ignore-blank-lines：不检查空白行
* -c：显示全部内容，并标出不同之处
* -C：<行数>或--context<行数>：与执行“-c-<行数>”指令相同
* -d 或——minimal：使用不同的演算法，以小的单位来做比较
* -D<巨集名称>或ifdef<巨集名称>：此参数的输出格式可用于前置处理器巨集
* -e 或——ed：此参数的输出格式可用于ed 的script 文件
* -f 或-forward-ed：输出的格式类似ed 的script 文件，但按照原来文件的顺序来显示不同处
* -H 或--speed-large-files：比较大文件时，可加快速度
* -i 或--ignore-case：不检查大小写的不同
* -l 或——paginate：将结果交由pr 程序来分页
* -n 或——rcs：将比较结果以RCS 的格式来显示
* -N 或--new-file：在比较目录时，若文件A 仅出现在某个目录中，预设会显示：Only in 目录，文件A
* 若使用-N 参数，则diff 会将文件A 与一个空白的文件比较
* -p：若比较的文件为C 语言的程序码文件时，显示差异所在的函数名称
* -q 或--brief：仅显示有无差异，不显示详细的信息
* -r 或——recursive：比较子目录中的文件
* -s 或--report-identical-files：若没有发现任何差异，仍然显示信息
* -S<文件>或--starting-file<文件>：在比较目录时，从指定的文件开始比较
* -t 或--expand-tabs：在输出时，将tab 字符展开
* -T 或--initial-tab：在每行前面加上tab 字符以便对齐
* -u，-U<列数>或--unified=<列数>：以合并的方式来显示文件内容的不同
* -w 或--ignore-all-space：忽略全部的空格字符
* -W<宽度>或--width<宽度>：在使用-y 参数时，指定栏宽
* -x<文件名或目录>或--exclude<文件名或目录>：不比较选项中所指定的文件或目录
* -X<文件>或--exclude-from<文件>；您可以将文件或目录类型存成文本文件，然后在=<文件>中指定此文本文件
* -y 或--side-by-side：以并列的方式显示文件的异同之处
* --left-column：在使用-y 参数时，若两个文件某一行内容相同，则仅在左侧的栏位显示该行内容
* --suppress-common-lines：在使用-y 参数时，仅显示不同之处

示例：

编辑两个不同内容的文件，并用diff比较两个文件里面不相同的内容：

[root@vhxrhel7test ~]# cat 1.txt //查看1.txt 内容

hello1

aello2

cello3

cello3

[root@vhxrhel7test ~]# cat 2.txt //查看2.txt 内容

world1

world2

world3

[root@vhxrhel7test ~]# diff -c 1.txt 2.txt //比较两个文件不同之处

\*\*\* 1.txt 2016-11-21 03:41:27.193743595 +0100

--- 2.txt 2016-11-21 03:41:42.200804593 +0100

\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

\*\*\* 1,5 \*\*\*\*

! hello1

! aello2

! cello3

! cello3

--- 1,4 ----

! world1

! world2

! world3

## tree

格式：tree [-aACdDfFgilnNpqstux] [目录]

作用：tree以树状图样式列出目录的内容

选项：

* -a：显示所有文件和目录
* -A：使用ASNI 绘图字符显示树状图而非以ASCII 字符组合
* -C：在文件和目录清单加上色彩，便于区分各种类型
* -d：先是目录名称而非内容
* -D：列出文件或目录的更改时间
* -f：在每个文件或目录之前，显示完整的相对路径名称
* -F：在执行文件，目录，Socket，符号连接，管道名称名称，各自加上"\*"，"/"，"@"，"|"号
* -g：列出文件或目录的所属群组名称，没有对应的名称时，则显示群组识别码
* -i：不以阶梯状列出文件和目录名称
* -l：如遇到性质为符号连接的目录，直接列出该连接所指向的原始目录
* -n：不在文件和目录清单加上色彩
* -N：直接列出文件和目录名称，包括控制字符
* -p：列出权限标示
* -q：用“？”号取代控制字符，列出文件和目录名称
* -s：列出文件和目录大小
* -t：用文件和目录的更改时间排序
* -u：列出文件或目录的拥有者名称，没有对应的名称时，则显示用户识别码
* -x：将范围局限在现行的文件系统中，若指定目录下的某些子目录，其存放于另一个文件系统上，则将该
* 目录予以排除在寻找范围外

示例：

在/home下创建test目录并在目录下创建一些测试目录和文件，用tree查看：

[root@vhxrhel7test ~]# tree /test

/test

├── a

│   ├── b

│   │   └── c

│   └── No.one.txt

├── aa.txt

├── bb.txt

├── cc.txt

├── dd.txt

└── test.txt

## chattr

格式：chattr [选项] [参数]

作用：改变文件属性，这个属性不同于chmod修改的读写和执行属性，chattr修改的是隐藏属性

补充说明：此项指令可改变存放在ext2、ext3、ext4、xfs、ubifs、reiserfs、jfs等文件系统上的文件或目录属性，修改的属性共计一下八种模式。

a：让文件或目录仅供附加用途

b：不更新文件或目录的最后存放时间

c：将文件或目录压缩后存放

d：将文件或目录排除在倾倒操作之外

i：不得任意更动文件或目录

s：保密性删除文件或目录

S：即时更新文件或目录

u：预防意外删除

选项：

❒ -R 递归处理，将指定目录下的所有文件及子目录一并处理

❒ -v<版本编号> 设置文件或目录版本

❒ -V 显示指令执行过程

❒ +<属性> 开启文件或目录的该项属性

❒ -<属性> 关闭文件或目录的该项属性

❒ =<属性> 制定文件或目录的该项属性

参数：

目录或文件：指定要修改隐藏属性的目录或文件。如果是多个文件和目录要修改的话，各个名称之间要用空格隔开

示例一：

尝试在/tmp目录下创建一个文件，并加入i的参数，然后删除

[root@localhost ~]# cd /mnt

[root@localhost mnt]# touch test

[root@localhost mnt]# chattr +i test

[root@localhost mnt]# rm -f test

rm: cannot remove `test': Operation not permitted

示例：

将文件test的参数i移除

[root@localhost mnt]# chattr -i test

## lsattr

格式：lsattr [选项] [参数]

作用：显示文件属性，这里现实的是chattr修改的文件的隐藏属性

选项：

❒ -a 显示所有文件和目录，包括以“.”为名称开头字符的额外內建，现行目录“.”与上层目录“..”

❒ -d 显示目录名称，而非其内容

❒ -l 此参数目前没有任何作用

❒ -R 递归处理，将制定目录下的所有文件及子目录一并处理

❒ -v 显示文件或目录版本

❒ -V 显示版本信息

参数：

目录或文件：指定要查询隐藏属性的目录或文件。如果有多个目录和文件的隐藏属性要查询，各个名称之间用空格隔开

示例一：

在/mnt目录下创建一个test文件，查看其隐藏属性（chattr添加的属性），然后将test文件添加i属性，然后再次查看其隐藏属性

[root@localhost ~]# cd /mnt

[root@localhost mnt]# touch test

[root@localhost mnt]# lsattr test

-------------e- test

[root@localhost mnt]# chattr +i test

[root@localhost mnt]# lsattr test

----i--------e- test

示例二：

在/mnt目录下创建一个目录，然后查看这个目录的的隐藏属性，然后将这个目录添加i属性，再次查看该目录的隐藏属性，然后尝试删除目录。

[root@xuegod250 mnt]# mkdir test1

[root@xuegod250 mnt]# lsattr -d test1/

-------------e- test1/

[root@xuegod250 mnt]# chattr +i test1/

[root@xuegod250 mnt]# lsattr -d test1/

----i--------e- test1/

[root@xuegod250 mnt]# rm -rf test1/

rm: cannot remove `test1': Operation not permitted

示例三：

在示例二中的目录下创建一个文件，并且尝试删除这个文件

[root@xuegod250 mnt]# cd test1/

[root@xuegod250 test1]# touch test

touch: cannot touch `test': Permission denied

## rev

格式：rev [文件]

作用：将文件中的每行内容以字符为单位反序输出

选项：

* 文件：指定要反序显示内容的文件

示例：

[root@vhxrhel7test ~]# cat No.one.txt

xuegod1609

xuegod1607

VIP

redhat

CentOS

[root@vhxrhel7test ~]# rev No.one.txt

9061dogeux

7061dogeux

PIV

tahder

SOtneC

## vimdiff

格式：vimdiff [-do] [文件1] [文件2]

作用：实时反馈一个或者两个文件的比较结果

选项：

* -d：同时打开两个文件，并垂直在两栏显示
* -o：同时打开两个文件，并上下两栏显示

示例：

[root@vhxrhel7test ~]# vimdiff -d test.txt test1.txt //同时打开两个文件垂直在两栏显示

![](data:image/png;base64,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)

[root@vhxrhel7test ~]# vimdiff -o test.txt test1.txt //同时打开两个文件在上下两栏显示

## gzip

格式：gzip (选项)(参数)

作用：对文件压缩、解压命令

选项：

❒-c或--stdout 使用标准输出，保持原始文件不变；

❒-d或--decompress或----uncompress 解开压缩文件；

❒-f或--force 强行压缩文件。不理会文件名称或硬连接是否存在以及该文件是

否为符号连接；

❒-h或--help 在线帮助；

❒-l或--list 列出压缩文件的相关信息；

❒-L或--license 显示版本与版权信息；

❒-n或--no-name 压缩文件时，不保存原来的文件名称及时间戳记；

❒-N或--name 压缩文件时，保存原来的文件名称及时间戳记；

❒-q或--quiet 不显示警告信息；

❒-r或--recursive 递归处理，将指定目录下的所有文件及子目录一并处理；

❒-S或<压缩字尾字符串>或----suffix<压缩字尾字符串> 更改压缩字尾字符串；

❒-t或--test 测试压缩文件是否正确无误；

❒-v或--verbose 显示指令执行过程；

❒-V或--version 显示版本信息；

❒-<压缩效率> 压缩效率是一个介于1~9的数值，预设值为“6”，指定愈大的数

值，压缩效率就会愈高；

❒--best 此参数的效果和指定“-9”参数相同；

❒--fast 此参数的效果和指定“-1”参数相同。

参数：

文件列表：指定要压缩的文件列表。

示例：

准备下测试文件

[root@localhost mnt]# cp /etc/passwd .

[root@localhost mnt]# ll

total 8

-rw-r--r-- 1 root root 2264 Nov 24 13:41 passwd

打包当前目录下的passwd文件

[root@localhost mnt]# gzip passwd

[root@localhost mnt]# ll

total 8

-rw-r--r-- 1 root root 909 Nov 24 13:41 passwd.gz

显示passwd.gz中压缩的文件信息，但不解压

[root@localhost mnt]# gzip -l passwd.gz

compressed uncompressed ratio uncompressed\_name

909 2264 61.0% passwd

解压passwd.gz,并显示详细信息

[root@localhost mnt]# gzip -vd passwd.gz

passwd.gz: 61.0% -- replaced with passwd

压缩目录下的grub2目录

[root@localhost mnt]# ls

grub2 passwd

[root@localhost mnt]# gzip -rv grub2/

grub2//device.map: 25.0% -- replaced with grub2//device.map.gz

grub2//i386-pc/acpi.mod: 54.5% -- replaced with grub2//i386-pc/acpi.mod.gz

grub2//i386-pc/date.mod: 49.0% -- replaced with grub2//i386-pc/date.mod.gz

... ....

[root@localhost mnt]# ls grub2/\*.gz

grub2/device.map.gz grub2/grub.cfg.gz grub2/grubenv.gz

[root@localhost mnt]# ls grub2/i386-pc/\*.gz

grub2/i386-pc/acpi.mod.gz grub2/i386-pc/mdraid09\_be.mod.gz

grub2/i386-pc/adler32.mod.gz ... ....

提示：这里gzip是正对文件夹下的每个文件做压缩，如果有下级目录则进入下级目录继续压缩。

## tar

格式：tar（选项）（参数）

作用：为linux的文件和目录创建档案，把一大堆的文件和目录全部打包成一个文件

选项：

❒-A或--catenate 新增文件到以存在的备份文件；

❒-b 每个记录 BLOCKS x 512 字节

❒-B 读取时重新分块(只对 4.2BSD 管道有效)；

❒-c或--create 建立新的归档文件；

❒-C <目录> 这个选项用在解压缩，若要在特定目录解压缩，可以使用这个项。

❒-d 找出归档和文件系统的差异；

❒-x或--extract或--get 从归档文件中解出文件；

❒-t或--list 列出归档文件的内容；

❒-z或--gzip或--ungzip 通过gzip指令处理归档文件；

❒-j 支持bzip2解压文件；

❒-Z或--compress或--uncompress 通过compress指令处归档份文件；

❒-f<备份文件>或--file=<备份文件> 指定备份文件；

❒-v或--verbose 详细地列出处理的文件；

❒-r 添加文件到已经归档的文件尾；

❒-u 仅追加比归档中副本更新的文件；

❒-l 文件系统边界设置；

❒-k 保留原有文件不覆盖；

❒-m 不要解压文件的修改时间；

❒-W 确认压缩文件的正确性；

❒-p或--same-permissions 用原来的文件权限还原文件；

❒-P或--absolute-names 文件名使用绝对名称，不移除文件名称前的“/”号；

❒-N <日期格式>或--newer=<日期时间> 只将较指定日期更新的文件保存到归档文里；

❒-X或--exclude-from=FIL=<范本样式> 排除符合范本样式的文件。

参数：

文件或目录：指定要打包的文件或目录列表。

示例：

打包当前目录下的passwd文件

[root@localhost mnt]# tar -cvf passwd.tar ./passwd

./passwd

[root@localhost mnt]# ll

total 16

-rw-r--r-- 1 root root 2264 Nov 24 15:32 passwd

-rw-r--r-- 1 root root 10240 Nov 24 15:34 passwd.tar

打包当前目录下的boot目录

[root@localhost mnt]# tar -zcf boot.tar.gz boot/

[root@localhost mnt]# ll

total 167880

dr-xr-xr-x 4 root root 4096 Nov 24 15:55 boot

-rw-r--r-- 1 root root 171904278 Nov 24 16:14 boot.tar.gz

查看boot.tar.gz中包含的文件，但不解压。

[root@localhost mnt]# tar -ztf boot.tar.gz

boot/

boot/grub/

boot/grub/splash.xpm.gz

boot/grub2/

... ...

只解压boot.tar.gz文件中的img文件。

[root@localhost mnt]# tar -zxf boot.tar.gz \*.img

[root@localhost mnt]# ll boot/

total 148688

drwxr-xr-x 3 root root 20 Nov 24 16:17 grub2

-rw-r--r-- 1 root root 57594550 Nov 24 15:55 initramfs-0-rescue-08abcc7a0de842638b6353522bb74bad.img

-rw-r--r-- 1 root root 30135525 Nov 24 15:55 initramfs-3.10.0-327.el7.x86\_64.img

-rw-r--r-- 1 root root 54323169 Nov 24 15:55 initramfs-4.8.5.img

-rw-r--r-- 1 root root 10191972 Nov 24 15:55 initrd-plymouth.img

排除指定文件打包其余文件

[root@localhost mnt]# tar --exclude /etc/passwd -zcf etc.tar.gz /etc/

tar: Removing leading `/' from member names

[root@localhost mnt]# tar -ztf etc.tar.gz |grep passwd

etc/pam.d/passwd

etc/security/opasswd

## unzip

格式：unzip （选项）（参数）

作用：解压缩”.zip”格式的压缩包

选项：

❒-c 将解压缩的结果显示到屏幕上，并对字符做适当的转换；

❒-f 更新现有的文件；

❒-l 显示压缩文件内所包含的文件；

❒-p 与-c参数类似，会将解压缩的结果显示到屏幕上，但不会执行任何的转换；

❒-t 检查压缩文件是否正确；

❒-u 与-f参数类似，但是除了更新现有的文件外，也会将压缩文件中的其他文

件解压缩到目录中；

❒-v 执行时显示详细的信息；

❒-z 仅显示压缩文件的备注文字；

❒-a 对文本文件进行必要的字符转换；

❒-b 不要对文本文件进行字符转换；

❒-C 压缩文件中的文件名称区分大小写；

❒-j 不处理压缩文件中原有的目录路径；

❒-L 将压缩文件中的全部文件名改为小写；

❒-M 将输出结果送到more程序处理；

❒-n 解压缩时不要覆盖原有的文件；

❒-o 不必先询问用户，unzip执行后覆盖原有的文件；

❒-P<密码> 使用zip的密码选项；

❒-q 执行时不显示任何信息；

❒-s 将文件名中的空白字符转换为底线字符；

❒-V 保留VMS的文件版本信息；

❒-X 解压缩时同时回存文件原来的UID/GID；

❒-d<目录> 指定文件解压缩后所要存储的目录；

❒-x<文件> 指定不要处理.zip压缩文件中的哪些文件；

❒-Z unzip-Z等于执行zipinfo指令。

参数：

压缩包：指定要解压的“.zip”压缩包

示例：

显示压缩包boot.zip包含的所有文件

[root@localhost mnt]# unzip -l boot.zip

Archive: boot.zip

Length Date Time Name

--------- ---------- ----- ----

0 10-31-2016 17:26 boot/

0 10-21-2016 18:04 boot/grub/

... ....

3423099 10-31-2016 17:25 boot/System.map

54323169 10-31-2016 17:27 boot/initramfs-4.8.5.img

--------- -------

192066685 332 files

检查压缩文件boot.zip是否正确

[root@localhost mnt]# unzip -t boot.zip

Archive: boot.zip

testing: boot/ OK

... ...

testing: boot/initramfs-4.8.5.img OK

No errors detected in compressed data of boot.zip.

解压压缩文件boot.zip到当前目录

[root@localhost mnt]# unzip -d . boot.zip

Archive: boot.zip

creating: ./boot/

... ...

inflating: ./boot/System.map

inflating: ./boot/initramfs-4.8.5.img

## uname

格式：(选项)

作用：于打印当前系统相关信息（内核版本号、硬件架构、主机名称和操作系统类型等）

选项：

❒ -a或--all 显示全部的信息；

❒ -m或--machine 显示电脑硬件架构名称；

❒ -n或-nodename 显示在网络上的主机名称；

❒ -r或--release 显示内核发行号；

❒ -s或--sysname 显示内核名称；

❒ -v 显示内核版本；

❒ -p或--processor 输出处理器类型或"unknown"；

❒ -i或--hardware-platform 输出硬件平台或"unknown"；

❒ -o或--operating-system 输出操作系统名称；

❒ --help 显示帮助并退出；

❒ --version 显示版本信息并退出。

示例：

[root@localhost ~]# uname

Linux

[root@localhost ~]# uname -a

Linux localhost 2.6.32-431.el6.x86\_64 #1 SMP Fri Nov 22 03:15:09 UTC 2013 x86\_64 x86\_64 x86\_64 GNU/Linux

[root@localhost ~]# uname -m

x86\_64

[root@localhost ~]# uname -n

localhost

[root@localhost ~]# uname -r

2.6.32-431.el6.x86\_64

[root@localhost ~]# uname -s

Linux

[root@localhost ~]# uname -v

#1 SMP Fri Nov 22 03:15:09 UTC 2013

[root@localhost ~]# uname -vp

#1 SMP Fri Nov 22 03:15:09 UTC 2013 x86\_64

[root@localhost ~]# uname -vpi

#1 SMP Fri Nov 22 03:15:09 UTC 2013 x86\_64 x86\_64

[root@localhost ~]# uname -p

x86\_64

[root@localhost ~]# uname -i

x86\_64

[root@localhost ~]# uname -o

GNU/Linux

## hostname

hostname：（选项）（参数）

作用：用于显示和设置系统的主机名称

选项：

❒ -V 详细信息模式；

❒ -a 显示主机别名；

❒ -d 显示DNS域名；

❒ -f 显示FQDN名称；

❒ -i 显示主机的ip地址；

❒ -s 显示短主机名称，在第一个点处截断；

❒ -y 显示NIS域名。

❒ --help 显示帮助并退出；

参数：

主机名：指定要设置的主机名。

示例：

[root@localhost ~]# hostname

localhost

[root@localhost ~]# hostname -V

hostname 3.13

[root@localhost ~]# hostname -a

localhost.localdomain localhost4 localhost4.localdomain4 localhost.localdomain localhost6 localhost6.localdomain6

[root@localhost ~]# hostname -f

localhost

[root@localhost ~]# hostname -i

127.0.0.1 127.0.0.1

[root@localhost ~]# hostname -s

localhost

[root@localhost ~]# hostname -y

(none)

## dmesg

格式：dmesg (选项)

作用：显示开机信息

选项：

❒ -c：显示信息后，清除ring buffer中的内容

❒-s<缓冲区大小>：预设置为8196，刚好等于ring buffer的大小

❒-n：设置记录信息的层级

❒-r：打印原始消息缓冲区，即不带前缀的日志级别  
关于 dmesg 的更多用法，你可以通过指定dmesg -h 选项或man dmesg查询

示例：

1 查看开机信息, 因信息量过大，可以通过 | more 分页查看，若要退出 ，直接输入 q 即可

[root@xuegod65 ~]# dmesg | more

Initializing cgroup subsys cpuset

Initializing cgroup subsys cpu

Linux version 2.6.32-431.el6.x86\_64 (mockbuild@c6b8.bsys.dev.centos.org) (gcc version 4.4.7 201

20313 (Red Hat 4.4.7-4) (GCC) ) #1 SMP Fri Nov 22 03:15:09 UTC 2013

Command line: ro root=UUID=45c89723-7ced-4218-b35d-e1077971681c rd\_NO\_LUKS rd\_NO\_LVM LANG=en\_US

.UTF-8 rd\_NO\_MD SYSFONT=latarcyrheb-sun16 crashkernel=auto KEYBOARDTYPE=pc KEYTABLE=us rd\_NO\_D

M rhgb quiet

KERNEL supported cpus:

Intel GenuineIntel

AMD AuthenticAMD

Centaur CentaurHauls

BIOS-provided physical RAM map:

BIOS-e820: 0000000000000000 - 000000000009ec00 (usable)

BIOS-e820: 000000000009ec00 - 00000000000a0000 (reserved)

BIOS-e820: 00000000000dc000 - 0000000000100000 (reserved)

BIOS-e820: 0000000000100000 - 0000000024ae0000 (usable)

BIOS-e820: 0000000024ae0000 - 0000000024aff000 (ACPI data)

BIOS-e820: 0000000024aff000 - 0000000024b00000 (ACPI NVS)

BIOS-e820: 0000000024b00000 - 0000000024c00000 (usable)

BIOS-e820: 00000000f0000000 - 00000000f8000000 (reserved) 。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。

2 设置内核日志缓冲区大小，预设置为8196，刚好等于ring buffer的大小，也可以自定义，如设为：10000

[root@xuegod65 ~]# dmesg -s 10000

3. 设置记录信息的层级，即将消息日志记录到控制台的级别 ，如： 要将3级别的日志信息记录到控制台

[root@xuegod65 ~]# dmesg -n 3

4 显示并清除ring buffer中的内容

[root@xuegod65 ~]# dmesg -c

。。。。。。。。。。。。。。。。。。。。。。。

ci 0000:00:15.7: bridge window [mem 0xe5e00000-0xe5efffff 64bit pref]

pci 0000:00:16.0: PCI bridge to [bus 0b-0b]

pci 0000:00:16.0: bridge window [io 0x5000-0x5fff]

pci 0000:00:16.0: bridge window [mem 0xfd300000-0xfd3fffff]

pci 0000:00:16.0: bridge window [mem 0xe7900000-0xe79fffff 64bit pref]

pci 0000:00:16.1: PCI bridge to [bus 0c-0c]

pci 0000:00:16.1: bridge window [io 0x9000-0x9fff]

pci 0000:00:16.1: bridge window [mem 0xfcf00000-0xfcffffff]

pci 0000:00:16.1: bridge window [mem 0xe7500000-0xe75fffff 64bit pref]

pci 0000:00:16.2: PCI bridge to [bus 0d-0d]

pci 0000:00:16.2: bridge window [io 0xd000-0xdfff]

pci 0000:00:16.2: bridge window [mem 0xfcb00000-0xfcbfffff]

pci 0000:00:16.2: bridge window [mem 0xe7100000-0xe71fffff 64bit pref]

pci 0000:00:16.3: PCI bridge to [bus 0e-0e]

pci 0000:00:16.3: bridge window [io 0xf000-0x0000] (disabled)

pci 0000:00:16.3: bridge window [mem 0xfc700000-0xfc7fffff]

pci 0000:00:16.3: bridge window [mem 0xe6d00000-0xe6dfffff

。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。

5 打印原始消息缓冲区

[root@xuegod65 ~]# dmesg -r | more

<6>Initializing cgroup subsys cpuset

<6>Initializing cgroup subsys cpu

<5>Linux version 2.6.32-431.el6.x86\_64 (mockbuild@c6b8.bsys.dev.centos.org) (gcc version 4.4.7

20120313 (Red Hat 4.4.7-4) (GCC) ) #1 SMP Fri Nov 22 03:15:09 UTC 2013

<6>Command line: ro root=UUID=45c89723-7ced-4218-b35d-e1077971681c rd\_NO\_LUKS rd\_NO\_LVM LANG=en

\_US.UTF-8 rd\_NO\_MD SYSFONT=latarcyrheb-sun16 crashkernel=auto KEYBOARDTYPE=pc KEYTABLE=us rd\_N

O\_DM rhgb quiet

<6>KERNEL supported cpus:

<6> Intel GenuineIntel

<6> AMD AuthenticAMD

<6> Centaur CentaurHauls

<6>BIOS-provided physical RAM map:

<6> BIOS-e820: 0000000000000000 - 000000000009ec00 (usable)

<6> BIOS-e820: 000000000009ec00 - 00000000000a0000 (reserved)

<6> BIOS-e820: 00000000000dc000 - 0000000000100000 (reserved)

<6> BIOS-e820: 0000000000100000 - 0000000024ae0000 (usable)

<6> BIOS-e820: 0000000024ae0000 - 0000000024aff000 (ACPI data)

<6> BIOS-e820: 0000000024aff000 - 0000000024b00000 (ACPI NVS)

<6> BIOS-e820: 0000000024b00000 - 0000000024c00000 (usable)

<6> BIOS-e820: 00000000f0000000 - 00000000f8000000 (reserved)

**扩展应用：**

1 查看显卡信息 **| grep** 表示从数据中将我们需要的数据过滤出来,**-i**并且不区分大小写

[root@xuegod65 ~]# lspci | grep -i vga

00:0f.0 VGA compatible controller: VMware SVGA II Adapter

2查看 CPU 信息

[root@xuegod65 ~]# dmesg | grep -i cpu | more

I Initializing cgroup subsys cpuset

Initializing cgroup subsys cpu

KERNEL supported cpus:

x86 PAT enabled: cpu 0, old 0x7040600070406, new 0x7010600070106

SMP: Allowing 128 CPUs, 124 hotplug CPUs

NR\_CPUS:4096 nr\_cpumask\_bits:128 nr\_cpu\_ids:128 nr\_node\_ids:1

PERCPU: Embedded 31 pages/cpu @ffff880003000000 s94872 r8192 d23912 u131072

pcpu-alloc: s94872 r8192 d23912 u131072 alloc=1\*2097152

pcpu-alloc: [0] 000 001 002 003 004 005 006 007 008 009 010 011 012 013 014 015

pcpu-alloc: [0] 016 017 018 019 020 021 022 023 024 025 026 027 028 029 030 031

pcpu-alloc: [0] 032 033 034 035 036 037 038 039 040 041 042 043 044 045 046 047

pcpu-alloc: [0] 048 049 050 051 052 053 054 055 056 057 058 059 060 061 062 063

pcpu-alloc: [0] 064 065 066 067 068 069 070 071 072 073 074 075 076 077 078 079

pcpu-alloc: [0] 080 081 082 083 084 085 086 087 088 089 090 091 092 093 094 095

pcpu-alloc: [0] 096 097 098 099 100 101 102 103 104 105 106 107 108 109 110 111

pcpu-alloc: [0] 112 113 114 115 116 117 118 119 120 121 122 123 124 125 126 127

Initializing cgroup subsys cpuacct

CPU: Physical Processor ID: 0

CPU: Processor Core ID: 0

。。。。。。。。。。。。。。。。。。。。。。。。。。

3 查看内存信息

[root@xuegod65 ~]# dmesg | grep mem | more

initial memory mapped : 0 - 20000000

init\_memory\_mapping: 0000000000000000-0000000024c00000

NUMA: Allocated memnodemap from 10000 - 11840

Bootmem setup node 0 0000000000000000-0000000024c00000

(7 early reservations) ==> bootmem [0000000000 - 0024c00000]

crashkernel=auto resulted in zero bytes of reserved memory.

DMA zone: 56 pages used for memmap

DMA32 zone: 2002 pages used for memmap

PM: Registered nosave memory: 000000000009e000 - 000000000009f000

PM: Registered nosave memory: 000000000009f000 - 00000000000a0000

PM: Registered nosave memory: 00000000000a0000 - 00000000000dc000

PM: Registered nosave memory: 00000000000dc000 - 0000000000100000

PM: Registered nosave memory: 0000000024ae0000 - 0000000024aff000

PM: Registered nosave memory: 0000000024aff000 - 0000000024b00000

please try 'cgroup\_disable=memory' option if you don't want memory cgroups

Initializing cgroup subsys memory

pci\_root PNP0A03:00: host bridge window [mem 0x000a0000-0x000bffff]

pci\_root PNP0A03:00: host bridge window [mem 0x000cc000-0x000cffff]

pci\_root PNP0A03:00: host bridge window [mem 0x000d0000-0x000d3fff]

pci\_root PNP0A03:00: host bridge window [mem 0x000d4000-0x000d7fff]

。。。。。。。。。。。。。。。。。。。。。。。

4 查看硬盘信息

[root@xuegod65 ~]# dmesg | grep sda

sd 2:0:0:0: [sda] 83886080 512-byte logical blocks: (42.9 GB/40.0 GiB)

sd 2:0:0:0: [sda] Write Protect is off

sd 2:0:0:0: [sda] Mode Sense: 61 00 00 00

sd 2:0:0:0: [sda] Cache data unavailable

sd 2:0:0:0: [sda] Assuming drive cache: write through

sd 2:0:0:0: [sda] Cache data unavailable

sd 2:0:0:0: [sda] Assuming drive cache: write through

sda: sda1 sda2 sda3 sda4 <

sda5 sda6 >

sd 2:0:0:0: [sda] Cache data unavailable

sd 2:0:0:0: [sda] Assuming drive cache: write through

sd 2:0:0:0: [sda] Attached SCSI disk

EXT4-fs (sda2): mounted filesystem with ordered data mode. Opts:

dracut: Mounted root filesystem /dev/sda2

EXT4-fs (sda1): mounted filesystem with ordered data mode. Opts:

EXT4-fs (sda5): mounted filesystem with ordered data mode. Opts:

5 查看网卡信息

[root@xuegod65 ~]# dmesg | grep eth

e1000 0000:02:01.0: eth0: (PCI:66MHz:32-bit) 00:0c:29:bb:2f:a6

e1000 0000:02:01.0: eth0: Intel(R) PRO/1000 Network Connection

e1000: eth0 NIC Link is Up 1000 Mbps Full Duplex, Flow Control: None

eth0: no IPv6 routers present

## uptime

uptime(选项)

作用：打印系统总共运行了多长时间和系统的平均负载

选项：

❒ -V 显示指令的版本信息。

❒ -p 显示系统运行时间

❒ -h 显示帮助并退出

❒ -s 显示系统启动时间

示例：

[root@localhost ~]# uptime

09:32:15 up 17 min, 2 users, load average: 0.00, 0.02, 0.06

[root@localhost ~]# uptime -s

2016-11-20 09:14:20

[root@xuegod63 ~]# uptime -V

procps version 3.2.8

[root@localhost ~]# uptime -p

up 17 minutes

## Stat

格式：stat [-tfL] [文件]

作用:显示文件的状态信息；

主要参数说明：

❒ -L:支持符号链接

❒ -f:显示文件系统状态；

❒ -t: 以简洁方式输出信息

实例：

[root@hh-02 ~]# stat -f hh

File: "hh"

ID: 9e5bd8f809b7bf23 Namelen: 255 Type: ext2/ext3

Block size: 4096 Fundamental block size: 4096

Blocks: Total: 5283733 Free: 4640542 Available: 4370475

Inodes: Total: 1351680 Free: 1273221

[root@hh-02 ~]# stat -t hh

hh 4096 8 41ed 0 0 803 1049911 2 0 0 1479630401 1479630401 1479630401 4096

## du

格式：du (选项) (文件)

作用：也是查看使用空间的，但是与df命令不同的是Linux du命令是对文件和目录磁盘使用的空间的查看，还是和df命令有一些区别的。

选项：

❒-a 显示目录中个别文件的大小。

❒-b 显示目录或文件大小时，以byte为单位。

❒-c 除了显示个别目录或文件的大小外，同时也显示所有目录或文件的总和。

❒-D 显示指定符号链接的源文件大小。

❒-k 以KB(1024bytes)为单位输出。

❒-l 重复计算硬件链接的文件。

❒-L<符号链接> 显示选项中所指定符号链接的源文件大小。

❒-m 以MB为单位输出。

❒-s 仅显示总计，只列出最后加总的值。

❒-h 以K，M，G为单位，提高信息的可读性。

❒-H 但是K，M，G是以1000为换算单位。

❒-S 显示个别目录的大小时，并不含其子目录的大小。

❒-x 以一开始处理时的文件系统为准，若遇上其它文件系统目录则略过。

❒-X<文件> 在<文件>指定目录或文件。

参数：

文件：指定要查看的文件或目录  
示例：

显示目录或者文件所占空间：

[root@localhost test]# du

4 ./test3

4 ./test1/test5

4 ./test1/test6

24 ./test1

4 ./test2

1400 .

只显示当前目录下面的子目录的目录大小和当前目录的总的大小，最下面的1400为当前目录的总大小

显示指定文件所占空间：

[root@localhost test]# du messages

900 messages

查看指定目录的所占空间：

[root@localhost test]# du test1/

4 test1/test5

4 test1/test6

24 test1/

显示多个文件所占空间：

[root@localhost test]# du messages yum.log

900 messages

4 yum.log

只显示总和的大小:

[root@localhost test]# du -s

1400 .

## df

格式：df (选项) (参数)

作用：用于显示磁盘分区上的可使用的磁盘空间。默认显示单位为KB。可以利用该命令来获取硬盘被占用了多少空间，目前还剩下多少空间等信息。

选项：

❒-a 包含全部的文件系统；

❒-h 以可读性较高的方式来显示信息；

❒-H 与-h参数相同，但在计算时是以1000 Bytes为换算单位；

❒-i 显示inode的信息；

❒-k 指定区块大小为1024字节；

❒-l 仅显示本地端的文件系统；

❒-m 指定区块大小为1048576字节；

❒-t<文件系统类型> 仅显示指定文件系统类型的磁盘信息；

❒ -T 显示文件系统的类型；

❒-x<文件系统类型> 不要显示指定文件系统类型的磁盘信息；

❒-P 使用POSIX的输出格式；

❒--sync： 在取得磁盘使用信息前，先执行sync指令；

❒--no-sync： 在取得磁盘使用信息前，不要执行sync指令，此为预设值；

❒--block-size= 以指定的区块大小来显示区块数目；

❒--help 显示帮助；

❒--version 显示版本信息。

参数：

文件：指定文件系统上的文件。

示例：

显示磁盘分区上的inode信息：

[root@localhost ~]# df -i

Filesystem Inodes IUsed IFree Use% Mounted on

/dev/sda3 1152816 55656 1097160 5% /

tmpfs 178799 1 178798 1% /dev/shm

/dev/sda1 128016 38 127978 1% /boot

查看全部文件系统：

[root@localhost ~]# df -a

Filesystem 1K-blocks Used Available Use% Mounted on

/dev/sda3 18121032 1398148 15802360 9% /

proc 0 0 0 - /proc

sysfs 0 0 0 - /sys

devpts 0 0 0 - /dev/pts

tmpfs 715196 0 715196 0% /dev/shm

/dev/sda1 495844 34527 435717 8% /boot

none 0 0 0 - /proc/sys/fs/binfmt\_misc

显示当前磁盘上的分区类型和使用情况：

[root@localhost ~]# df -Th

Filesystem Type Size Used Avail Use% Mounted on

/dev/sda3 ext4 18G 1.4G 16G 9% /

tmpfs tmpfs 699M 0 699M 0% /dev/shm

/dev/sda1 ext4 485M 34M 426M 8% /boot

## top

格式：top (选项)

作用：可以实时动态地查看系统的整体运行情况，是一个综合了多方信息监测系统性能和运行信息的实用工具。

选项：

❒ -m 设置文件夹权限

❒ -b 以批处理模式操作；

❒ -c 显示完整的治命令；

❒ -d 屏幕刷新间隔时间；

❒ -I 忽略失效过程；

❒ -s 保密模式；

❒ -S 累积模式；

❒ -i<时间> 设置间隔时间；

❒ -u<用户名> 指定用户名；

❒ -p<进程号> 指定进程；

❒ -n<次数> 循环显示的次数。

示例：

显示进程信息

[root@localhost ~]# top

top - 14:06:23 up 70 days, 16:44,  2 users,  load average: 1.25, 1.32, 1.35

Tasks: 206 total,   1 running, 205 sleeping,   0 stopped,   0 zombie

Cpu(s):  5.9%us,  3.4%sy,  0.0%ni, 90.4%id,  0.0%wa,  0.0%hi,  0.2%si,  0.0%st

Mem:  32949016k total, 14411180k used, 18537836k free,   169884k buffers

Swap: 32764556k total,        0k used, 32764556k free,  3612636k cached

  PID USER      PR  NI  VIRT  RES  SHR S %CPU %MEM    TIME+  COMMAND

28894 root      22   0 1501m 405m  10m S 52.2  1.3   2534:16 java

## free

格式：free (选项)

作用：可以显示当前系统未使用的和已使用的内存数目，还可显示被内核使用的内存缓冲区

选项：

❒ -b 以Byte为单位显示内存使用情况；

❒ -k 以KB为单位显示内存使用情况；

❒ -m 以MB为单位显示内存使用情况；

❒ -o 不显示缓冲区调节列；

❒ -s<间隔秒数> 持续观察内存使用状况；

❒ -t 显示内存总和列；

❒ -V 显示版本信息。

示例：

显示内存的使用情况

[root@localhost ~]# free -m

total used free shared buff/cache available

Mem: 755 456 58 3 240 136

Swap: 2047 4 2043

## W

格式：w [-uhsf] [需指定查看的用户名]

作用：显示已经登陆系统的用户列表，并显示用户正在执行的指令

主要参数：

❒ -h：不打印头信息

❒ -u：当显示当前进程和cpu 时间时忽略用户名

❒ -s：使用短输出格式

❒ -f：显示用户从哪登录

实例：[root@hh-02 ~]# w -f root

16:55:55 up 3:13, 2 users, load average: 0.00, 0.00, 0.00

USER TTY LOGIN@ IDLE JCPU PCPU WHAT

root tty1 15:08 1:44m 0.46s 0.25s ssh 192.168.3.66

root pts/0 15:21 0.00s 0.20s 0.00s w -f root

## date

格式：data [-s 字符串] [-u]

作用：显示或设置系统时间与日期

主要参数：

❒ -d<字符串>：显示字符串所指的日期与时间。字符串前后必须加上双引号

❒ -s<字符串>：根据字符串来设置日期与时间。字符串前后必须加上双引号

❒ -u：显示GMT

实例：[root@hh-02 ~]# date -u

2016年 11月 20日 星期日 08:58:31 UTC

## find

格式：find （选项）（参数）

作用：在指定目录下查找文件

选项：

❒-nam 按照文件名查找文件。 “名称”

❒-perm 按照文件权限来查找文件。666 777 等

❒-prune 使用这一选项可以使find命令不在当前指定的目录中查找(排除) 如果同

时使用-depth选项，那么-prune将被find命令忽略

❒-depth 在查找文件时，首先查找当前目录中的文件，然后再在其子目录中查找

❒-user 按照文件属主来查找文件

❒-nouser 查找无有效属主的文件，即该文件的属主在/etc/passwd中不存在

❒-group 按照文件所属的组来查找文件

❒-nogroup 查找无有效所属组的文件，即该文件所属的组在/etc/groups中不存在

❒-mtime -n +n  按照文件的更改时间来查找文件，

- n 表示文件更改时间距现在n天以内

+ n 表示文件更改时间距现在n天以前

❒-type 查找某一类型的文件

b - 块设备文件

d - 目录

c - 字符设备文件

p - 管道文件

l- 符号链接文件

f - 普通文件

❒-size n [c] 查找文件长度为n块的文件，带有c时表示文件长度以字节计

❒-exec 对匹配的文件执行该参数所给出的其他linux命令， 相应命令的形式为'

命令 {} \;，注意{ }和 \；之间的空格，{}代表查到的内容

❒-fstype 查找位于某一类型文件系统中的文件，这些文件系统类型通常可以在配置

文件/etc/fstab中找到，该配置文件中包含了本系统中有关文件系统的息。

❒-mount 在查找文件时不跨越文件系统mount点。

❒-follow 如果find命令遇到符号链接文件，就跟踪至链接所指向的文件。

参数：

起始目录：查找文件的起始目录

示例：

查找root根目录下的所有文件

[root@localhost ~]# find .

.

./.bash\_logout

./.bash\_profile

... ...

./.bash\_history

./.viminfo

./.Xauthority

查找root目录下以txt结尾的所有文件

[root@localhost ~]# find /root -name "\*.txt"

/root/.cache/tracker/db-version.txt

/root/.cache/tracker/db-locale.txt

/root/.cache/tracker/miner-applications-locale.txt

/root/.cache/tracker/last-crawl.txt

/root/.cache/tracker/first-index.txt

/root/1.txt

查找权限是755的文件

[root@localhost ~]# find . -perm 755

./.config

./.config/imsettings

./.config/gnome-session

./.config/gnome-session/saved-session

./.config/dconf

... ...

查找/root目录下所有文件但忽略/root/.config目录

[root@localhost ~]# find /root -path "/root/.config" -prune -o -print

/root

/root/.bash\_logout

/root/.bash\_profile

/root/.bashrc

/root/.cshrc

/root/.tcshrc

/root/anaconda-ks.cfg

/root/.cache

/root/.cache/imsettings

查找/root目录下修改时间在5日以内的文件

[root@localhost ~]# find /root -mtime -5

/root

/root/.cache/abrt

/root/.cache/abrt/lastnotification

/root/.Xauthority

查找/home目录下的所有目录

[root@localhost ~]# find /home -type d

/home

/home/hfx

/home/hfx/.mozilla

/home/hfx/.mozilla/extensions

/home/hfx/.mozilla/plugins

... ...

查找/root目录下块小于1的

[root@localhost ~]# find /root -size -1

/root/.cache/gnome-shell/update-check-3.14

/root/.cache/abrt/applet\_dirlist

/root/.local/share/gnome-settings-daemon/input-sources-converted

/root/.local/share/tracker/data/.meta.isrunning

/root/.local/share/.converted-launchers

/root/test/1

/root/test/2

/root/test/3

## which

格式：which（选项）（参数）

作用：查找并显示给定命令的绝对路径

选项:

❒-n<文件名长度> 制定文件名长度，指定的长度必须大于或等于所有文件中最长的

文件名

❒-p<文件名长度> 与-n参数相同，但此处的<文件名长度>包含了文件的路径；

❒-w 指定输出时栏位的宽度；

❒-V 显示版本信息。

参数：

命令名称列表。

示例：

查找pwd的绝对路径

[root@localhost ~]# which pwd

/usr/bin/pwd

## whereis

格式：whereis （选项）（参数）

作用：用来定位指令的二进制程序、源代码文件和man手册页等相关文件的路径

选项：

❒-b 只查找二进制文件；

❒-B<目录> 只在设置的目录下查找二进制文件；

❒-f 不显示文件名前的路径名称；

❒-m 只搜索 man 手册；

❒-M<目录> 定义 man 手册查找路径；

❒-s 只查找原始代码文件；

❒-S<目录> 定义源代码查找路径；

❒-u 搜索不常见记录；

❒-l 输出有效查找路径；  
参数：

指令名：要查找的二进制程序、源文件和man手册页的指令名。

示例：

查找cat的相关路径

[root@localhost ~]# whereis cat

cat: /usr/bin/cat /usr/share/man/man1/cat.1.gz /usr/share/man/man1p/cat.1p.gz

查找cat的二进制文件

[root@localhost ~]# whereis -b cat

cat: /usr/bin/cat

查找cat的说明文件

[root@localhost ~]# whereis -m cat

cat: /usr/share/man/man1/cat.1.gz /usr/share/man/man1p/cat.1p.gz

## locate

格式：locate（选项）（参数）

作用：在数据库/var/lib/mlocate/mlocate.db中查找文件或目录

选项：

❒-A 只显示匹配所有模式的条目

❒-b 仅匹配路径名的基本名称

❒-c 只显示找到的条目数

❒-d<目录>或--database=<目录> 指定数据库所在的目录；

❒-i 在匹配模式时忽略大小写区分

❒-q 不报告有关读取数据库的错误消息

❒-u 更新slocate数据库；

❒-S 不搜索条目，打印有关每个数据库的统计信息

❒--help 显示帮助；

❒--version 显示版本信息。

参数：

查找字符串：要查找的文件名中含有的字符串。

示例：

查找/root目录下以a开头的文件

[root@localhost ~]# locate ~/a

/root/anaconda-ks.cfg
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## useradd

格式：useradd (选项) (参数)

作用：建立用户账号

选项：

❒ -c<备注> 　加上备注文字。备注文字会保存在passwd的备注栏位中

❒ -d<登入目录> 　指定用户登入时的启始目录

❒ -D 　变更预设值

❒ -e<有效期限> 　指定帐号的有效期限

❒ -f<缓冲天数> 　指定在密码过期后多少天即关闭该帐号

❒ -g<群组> 　指定用户所属的群组

❒ -G<群组> 　指定用户所属的附加群组

❒ -m 　自动建立用户的登入目录

❒ -M 　不要自动建立用户的登入目录

❒ -n 　取消建立以用户名称为名的群组

❒ -r 　建立系统帐号

❒ -s<shell>　 　指定用户登入后所使用的shell

❒ -u<uid> 　指定用户ID

参数：

用户名：要创建的用户名

示例：

新建用户加入组

[root@localhost ~]# useradd –g sales jack –G company,employees

新建用户并设置ID

[root@localhost ~]# useradd sfit –u 544

## userdel

格式：userdel (选项) (参数)

作用：删除用户，以及与用户相关的文件

选项：

❒ -f：强制删除用户，即使用户当前已登录

❒ -r：删除用户的同时，删除与用户相关的所有文件

参数：

用户名：要删除的用户名

示例：

删除用户sfit

[root@localhost ~]# userdel sfit

删除用户sfit、其家目录及文件

[root@localhost ~]# userdel –r sfit

## passwd

格式：passwd（选项）（参数）

作用：设置用户的认证信息，包括用户密码、密码过期时间等

选项：

❒ -d：删除密码，仅有系统管理者才能使用

❒ -f：强制执行

❒ -k：设置只有在密码过期失效后，方能更新

❒ -l：锁住密码

❒ -s：列出密码的相关信息，仅有系统管理者才能使用

❒ -u：解开已上锁的帐号

参数：

用户名：需要设置密码的用户名

示例：

普通用户更改自己的密码

[sfit@localhost ~]$ passwd

Changing password for user sfit. //更改sfit用户的密码

(current) UNIX password: //请输入当前密码

New UNIX password: //请输入新密码

Retype new UNIX password: //确认新密码

passwd: all authentication tokens updated successfully. //更改成功

Root用户更改指定用户密码

[root@localhost ~]# passwd sfit

Changing password for user sfit. //更改sfit用户的密码

New UNIX password: //请输入新密码

Retype new UNIX password: //再输入一次

passwd: all authentication tokens updated successfully. //成功

## usermod

格式：usermod（选项）（参数）

作用：用于修改用户的基本信息

选项：

❒ -c<备注>：修改用户帐号的备注文字

❒ -d<登入目录>：修改用户登入时的目录

❒ -e<有效期限>：修改帐号的有效期限

❒ -f<缓冲天数>：修改在密码过期后多少天即关闭该帐号

❒ -g<群组>：修改用户所属的群组

❒ -G<群组>：修改用户所属的附加群组

❒ -l<帐号名称>：修改用户帐号名称

❒ -L：锁定用户密码，使密码无效

❒ -s：修改用户登入后所使用的shell

❒ -u：修改用户ID

❒ -U：解除密码锁定

参数：

登录名：指定要修改信息的用户登录名

示例：

将newuser2添加到组staff中

[root@localhost ~]# usermod -G staff newuser2

修改newuser的用户名为newuser1

[root@localhost ~]# usermod -l newuser1 newuser

锁定账号newuser1

[root@localhost ~]# usermod -L newuser1

解除对newuser1的锁定

[root@localhost ~]# usermod -U newuser1

## id

**功能说明：**变更用户身份

**语　　法：**su [-flmp][--help][--version][-][-c <指令>][-s <shell>][用户帐号]

**补充说明：**su可让用户暂时变更登入的身份。变更时须输入所要变更的用户帐号与密码。

**参　　数：**

❒-g或--group 　显示用户所属群组的ID。   
❒-G或--groups 　显示用户所属附加群组的ID。   
❒-n或--name 　显示用户，所属群组或附加群组的名称。   
❒-r或--real 　显示实际ID。   
❒-u或--user 　显示用户ID。   
❒-help 　显示帮助。   
❒-version 　显示版本信息。

实例1：查看当前root用户id信息

[root@xuegod65 ~]# id

uid=0(root) gid=0(root) groups=0(root)

实例2：输入特定用户信息，查看特定用户信息相关的UID和GID，只需在id命令后跟上用户：

[root@xuegod65 ~]# id xuzj

uid=504(xuzj) gid=504(xuzj) groups=504(xuzj)

实例3：输入特定用户信息有效的组ID，通过使用-g选项跟上特定用户

[root@xuegod65 ~]# id -g xuzj

504

## su

**语　　法：**id [-gGnru][--help][--version][用户名称]

**补充说明：**id会显示用户以及所属群组的实际与有效ID。若两个ID相同，则仅显示实际ID。若仅指定用户名称，则显示目前用户的ID。

**参　　数：**

❒-c<指令>或--command=<指令> 　执行完指定的指令后，即恢复原来的身份。   
❒-f或--fast 　适用于csh与tsch，使shell不用去读取启动文件。   
❒-.-l或--login 　改变身份时，也同时变更工作目录，以及HOME,SHELL,USER,LOGNAME。此外，也会变更PATH变量。   
❒-m,-p或--preserve-environment 　变更身份时，不要变更环境变量。   
❒-s<shell>或--shell=<shell> 　指定要执行的shell。   
❒--help 　显示帮助。   
❒--version 　显示版本信息。

[用户帐号] 　指定要变更的用户。若不指定此参数，则预设变更为root。

实例1：通过su – 切换用户

[root@xuegod65 ~]# su - xuzj

[xuzj@xuegod65 ~]$ pwd

/home/xuzj

说明：通过su – 切换用户，显示的是当前的用户环境变量。

实例2：通过su切换用户

[root@xuegod65 ~]# su xuzj

[xuzj@xuegod65 root]$ pwd

/root

说明：通过su 切换，用户是切换了，用户的环境变量还是在root下。

实例3：变更账号为root的使用者执行命令后再恢复原来的用户

[xuzj@xuegod65 /]$ su -c ls root

Password:

bin boot dev etc home lib lib64 lost+found media mnt opt proc root sbin selinux srv sys tmp usr var

[xuzj@xuegod65 /]$

## sudo

语法：sudo(选项)(参数)

作用：sudo命令用来以其他身份来执行命令，预设的身份为root。在/etc/sudoers中设置了可执行sudo指令的用户。若其未经授权的用户企图使用sudo，则会发出警告的邮件给管理员。用户使用sudo时，必须先输入密码，之后有5分钟的有效期限，超过期限则必须重新输入密码。

选项

* -b：在后台执行指令；
* -h：显示帮助；
* -H：将HOME环境变量设为新身份的HOME环境变量；
* -k：结束密码的有效期限，也就是下次再执行sudo时便需要输入密码；。
* -l：列出目前用户可执行与无法执行的指令；
* -p：改变询问密码的提示符号；
* -s<shell>：执行指定的shell；
* -u<用户>：以指定的用户作为新的身份。若不加上此参数，则预设以root作为新的身份；
* -v：延长密码有效期限5分钟；
* -V ：显示版本信息。

参数

指令：需要运行的指令和对应的参数。

示例

配置sudo必须通过编辑/etc/sudoers文件，而且只有超级用户才可以修改它，还必须使用visudo编辑。之所以使用visudo有两个原因，一是它能够防止两个用户同时修改它；二是它也能进行有限的语法检查。所以，即使只有你一个超级用户，你也最好用visudo来检查一下语法。

visudo默认的是在[vi](http://man.linuxde.net/vi)m里打开配置文件，用vim来修改文件。我们可以在编译时修改这个默认项。visudo不会擅自保存带有语法错误的配置文件，它会提示你出现的问题，并询问该如何处理，就像：

>>> sudoers [file](http://man.linuxde.net/file): syntax error, line 22 <<

此时我们有三种选择：键入“e”是重新编辑，键入“x”是不保存退出，键入“Q”是退出并保存。如果真选择Q，那么sudo将不会再运行，直到错误被纠正。

现在，我们一起来看一下神秘的配置文件，学一下如何编写它。让我们从一个简单的例子开始：让用户Foobar可以通过sudo执行所有root可执行的命令。以root身份用visudo打开配置文件，可以看到类似下面几行：

[root@localhost ~]# Runas [alias](http://man.linuxde.net/alias) specification

[root@localhost ~]# User privilege specificationroot ALL=(ALL)ALL

我们一看就明白个差不多了，root有所有权限，只要仿照现有root的例子就行，我们在下面加一行（最好用tab作为空白）：

foobar ALL=(ALL) ALL

保存退出后，切换到foobar用户，我们用它的身份执行命令：

[foobar@localhost ~]$ [ls](http://man.linuxde.net/ls) /root

ls: /root: 权限不够

[foobar@localhost ~]$ sudo ls /root

PassWord:

anaconda-ks.cfg Desktop [install](http://man.linuxde.net/install).log install.log.syslog

好了，我们限制一下foobar的权利，不让他为所欲为。比如我们只想让他像root那样使用ls和[ifconfig](http://man.linuxde.net/ifconfig)，把那一行改为：

foobar localhost= /sbin/ifconfig, /bin/ls

再来执行命令：

[foobar@localhost ~]$ sudo [head](http://man.linuxde.net/head) -5 /etc/shadow

Password:

Sorry, user foobar is not allowed to execute '/usr/bin/head -5 /etc/shadow' [as](http://man.linuxde.net/as) root on localhost.localdomain.

[foobar@localhost ~]$ sudo /sbin/ifconfigeth0 Linkencap:Ethernet HWaddr 00:14:85:EC:E9:9B...

现在让我们来看一下那三个ALL到底是什么意思。第一个ALL是指网络中的主机，我们后面把它改成了主机名，它指明foobar可以在此主机上执行后面的命令。第二个括号里的ALL是指目标用户，也就是以谁的身份去执行命令。最后一个ALL当然就是指命令名了。例如，我们想让foobar用户在linux主机上以jimmy或rene的身份执行[kill](http://man.linuxde.net/kill)命令，这样编写配置文件：

foobar linux=(jimmy,rene) /bin/kill

但这还有个问题，foobar到底以jimmy还是rene的身份执行？这时我们应该想到了sudo -u了，它正是用在这种时候。 foobar可以使用sudo -u jimmy kill PID或者sudo -u rene kill PID，但这样挺麻烦，其实我们可以不必每次加-u，把rene或jimmy设为默认的目标用户即可。再在上面加一行：

Defaults:foobar runas\_default=rene

Defaults后面如果有冒号，是对后面用户的默认，如果没有，则是对所有用户的默认。就像配置文件中自带的一行：

Defaults env\_reset

另一个问题是，很多时候，我们本来就登录了，每次使用sudo还要输入密码就显得烦琐了。我们可不可以不再输入密码呢？当然可以，我们这样修改配置文件：

foobar localhost=NOPASSWD: /bin/[cat](http://man.linuxde.net/cat), /bin/ls

再来sudo一下：

[foobar@localhost ~]$ sudo ls /rootanaconda-ks.cfg Desktop install.log

install.log.syslog

当然，你也可以说“某些命令用户foobar不可以运行”，通过使用!操作符，但这不是一个好主意。因为，用!操作符来从ALL中“剔出”一些命令一般是没什么效果的，一个用户完全可以把那个命令拷贝到别的地方，换一个名字后再来运行。

日志与安全

sudo为安全考虑得很周到，不仅可以记录日志，还能在有必要时向系统管理员报告。但是，sudo的日志功能不是自动的，必须由管理员开启。这样来做：

[root@localhost ~]# [touch](http://man.linuxde.net/touch) /var/log/sudo

[root@localhost ~]# vi m/etc/syslog.conf

在syslog.conf最后面加一行（必须用tab分割开）并保存：

local2.debug /var/log/sudo

重启日志守候进程，

[ps](http://man.linuxde.net/ps) aux [grep](http://man.linuxde.net/grep) syslogd

把得到的syslogd进程的PID（输出的第二列是PID）填入下面：

kill –HUP PID

这样，sudo就可以写日志了：

[foobar@localhost ~]$ sudo ls /rootanaconda-ks.cfg

Desktop install.log

install.log.syslog

$cat /var/log/sudoJul 28 22:52:54 localhost sudo: foobar :

TTY=pts/1 ; [pwd](http://man.linuxde.net/pwd)=/home/foobar ; USER=root ; [command](http://man.linuxde.net/command)=/bin/ls /root

不过，有一个小小的“缺陷”，sudo记录日志并不是很忠实：

[foobar@localhost ~]$ sudo cat /etc/shadow > /dev/null

cat /var/log/sudo...Jul 28 23:10:24 localhost sudo: foobar : TTY=pts/1 ;

PWD=/home/foobar ; USER=root ; COMMAND=/bin/cat /etc/shadow

重定向没有被记录在案！为什么？因为在命令运行之前，shell把重定向的工作做完了，sudo根本就没看到重定向。这也有个好处，下面的手段不会得逞：

[foobar@localhost ~]$ sudo ls /root > /etc/shadowbash: /etc/shadow: 权限不够

sudo 有自己的方式来保护安全。以root的身份执行sudo-V，查看一下sudo的设置。因为考虑到安全问题，一部分环境变量并没有传递给sudo后面的命令，或者被检查后再传递的，比如：PATH，HOME，SHELL等。当然，你也可以通过sudoers来配置这些环境变量。

## groupadd

1> 作用  
创建一个新的工作组，新工作组的信息将被添加到系统文件中

2> 格式

groupadd [-grKo] [用户组名]

主要参数说明

-g：指定新建工作组的id

-r：创建系统工作组，系统工作组的组ID小于500

-K：覆盖配置文件“/ect/login.defs”

-o：允许添加组ID号不唯一的工作组

## telnet

作用  
登录远程主机，对远程主机进行管理

格式

telnet [远程主机]

主要参数说明

-8：允许使用8位字符资料，包括输入与输出

-a：尝试自动登入远端系统

-b<主机别名>：使用别名指定远端主机名称

-c：不读取用户专属目录里的.telnetrc文件

-d：启动排错模式

-e<脱离字符>：设置脱离字符

-E：滤除脱离字符

-f：此参数的效果和指定"-F"参数相同

-F：使用Kerberos V5认证时，加上此参数可把本地主机的认证数据上传到远端主机

-k<域名>：使用Kerberos认证时，加上此参数让远端主机采用指定的领域名，而非该主机的域名

-K：不自动登入远端主机

-l<用户名称>：指定要登入远端主机的用户名称

-L：允许输出8位字符资料

-n<记录文件>：指定文件记录相关信息

-r：使用类似rlogin指令的用户界面

-S<服务类型>：设置telnet连线所需的ip TOS信息

-x：假设主机有支持数据加密的功能，就使用它

-X<认证形态>：关闭指定的认证形态

## ssh

作用：openssh套件中的客户端连接工具，可以给予ssh加密协议实现安全的远程登录服务器

格式

ssh [-4] [需要连接的远程ssh服务器]

主要参数说明

-1：强制使用ssh协议版本1

-2：强制使用ssh协议版本2

-4：强制使用IPv4地址

-6：强制使用IPv6地址

-A：开启认证代理连接转发功能

-a：关闭认证代理连接转发功能

-b：使用本机指定地址作为对应连接的源ip地址

-C：请求压缩所有数据

-F：指定ssh指令的配置文件

-f：后台执行ssh指令

-g：允许远程主机连接主机的转发端口

-i：指定身份文件

-l：指定连接远程服务器登录用户名

-N：不执行远程指令

-o：指定配置选项

-p：指定远程服务器上的端口

-q：静默模式

-X：开启X11转发功能

-x：关闭X11转发功能

-y：开启信任X11转发功能

## wget

格式：wget (选项) (参数)

作用：从网络上自动下载文件

选项：

1.启动:

❒ -V, --version 显示wget的版本后退出

❒ -h, --help 打印语法帮助

❒ -b, --background 启动后转入后台执行

❒ -e, --execute=COMMAND 执行`.wgetrc'格式的命令，wgetrc格式参见/etc/wgetrc或~/.wgetrc

wget默认会根据网站的robots.txt进行操作

使用-e robots=off参数即可绕过该限制

2.记录和输入文件:

❒ -o, --output-file=FILE 把记录写到FILE文件中

❒ -a, --append-output=FILE 把记录追加到FILE文件中

❒ -d, --debug 打印调试输出

❒ -q, --quiet 安静模式(没有输出)

❒ -v, --verbose 冗长模式(这是缺省设置)

❒ -nv, --non-verbose 关掉冗长模式，但不是安静模式

❒ -i, --input-file=FILE 下载在FILE文件中出现的URLs

❒ -F, --force-html 把输入文件当作HTML格式文件对待

❒ -B, --base=URL 将URL作为在-F -i参数指定的文件中出现的相对链接的前缀

❒ --sslcertfile=FILE 可选客户端证书

❒ --sslcertkey=KEYFILE 可选客户端证书的KEYFILE

❒ --egd-file=FILE 指定EGD socket的文件名

3.下载:

❒ --bind-address=ADDRESS 指定本地使用地址([主机名](http://baike.so.com/doc/6961799-7184310.html)或IP，当本地有多个IP或名字时使用)

❒ -t, --tries=NUMBER 设定最大尝试链接次数(0 表示无限制).

❒ -O --output-document=FILE 把文档写到FILE文件中

❒ -nc, --no-clobber 不要覆盖存在的文件或使用.#前缀

❒ -c, --continue 接着下载没下载完的文件

❒ --progress=TYPE 设定进程条标记

❒ -N, --timestamping 不要重新下载文件除非比本地文件新

❒ -S, --server-response[打印服务器](http://baike.so.com/doc/1455451-1538719.html)的回应

❒ --spider 不下载任何东西

❒ -T, --timeout=SECONDS 设定响应超时的秒数

❒ -w, --wait=SECONDS 两次尝试之间间隔SECONDS秒

❒ --waitretry=SECONDS 在重新链接之间等待1...SECONDS秒

❒ --random-wait 在下载之间等待0...2\*WAIT秒

❒ -Y, --proxy=on/off 打开或关闭代理

❒ -Q, --quota=NUMBER 设置下载的容量限制

❒ --limit-rate=RATE 限定下载输率

4.目录:

❒ -nd --no-directories 不创建目录

❒ -x, --force-directories 强制创建目录

❒ -nH, --no-host-directories 不创建主机目录

❒ -P, --directory-prefix=PREFIX 将文件保存到目录 PREFIX/...

❒ --cut-dirs=NUMBER 忽略 NUMBER层远程目录

5.HTTP 选项:

❒ --http-user=USER 设定HTTP用户名为 USER.

❒ --http-passwd=PASS 设定http密码为 PASS.

❒ -C, --cache=on/off 允许/不允许服务器端的[数据缓存](http://baike.so.com/doc/7049892-7272798.html)(一般情况下允许).

❒ -E, --html-extension 将所有text/html文档以.html扩展名保存

❒ --ignore-length 忽略 `Content-Length'头域

❒ --header=STRING 在headers中插入字符串 STRING

❒ --proxy-user=USER 设定代理的用户名为 USER

❒ --proxy-passwd=PASS 设定代理的密码为 PASS

❒ --referer=URL 在HTTP请求中包含 `Referer: URL'头

❒ -s, --save-headers 保存HTTP头到文件

❒ -U, --user-agent=AGENT 设定代理的名称为 AGENT而不是 Wget/VERSION.

❒ --no-http-keep-alive 关闭 HTTP活动链接 (永远链接).

❒ --cookies=off 不使用 cookies.

❒ --load-cookies=FILE 在开始会话前从文件 FILE中加载cookie

❒ --save-cookies=FILE 在会话结束后将 cookies保存到 FILE文件中

6.FTP 选项:

❒ -nr, --dont-remove-listing 不移走 `.listing'文件

❒ -g, --glob=on/off 打开或关闭文件名的 globbing机制

❒ --passive-ftp 使用被动传输模式 ([缺省值](http://baike.so.com/doc/329248-348712.html)).

❒ --active-ftp 使用主动传输模式

❒ --retr-symlinks 在[递归](http://baike.so.com/doc/5725016-5937752.html)的时候，将链接指向文件(而不是目录)

7.递归下载:

❒ -r, --recursive 递归下载--慎用!

❒ -l, --level=NUMBER 最大递归深度 (inf 或 0 代表无穷).

❒ --delete-after 在完毕后局部[删除文件](http://baike.so.com/doc/6970762-7193448.html)

❒ -k, --convert-links 转换非相对链接为相对链接

❒ -K, --backup-converted 在转换文件X之前，将之备份为 X.orig

❒ -m, --mirror 等价于 -r -N -l inf -nr.

❒ -p, --page-requisites 下载显示HTML文件的所有图片

## Ping

格式：ping (选项) (参数)

作用：检测主机

❒ -d：使用Socket的SO\_DEBUG功能；

❒ -c<完成次数>：设置完成要求回应的次数；

❒ -f：极限检测； -i<间隔秒数>：指定收发信息的间隔时间；

❒ -I<网络界面>：使用指定的网络界面送出数据包；

❒ -l<前置载入>：设置在送出要求信息之前，先行发出的数据包；

❒ -n：只输出数值；

❒ -p<范本样式>：设置填满数据包的范本样式；

❒ -q：不显示指令执行过程，开头和结尾的相关信息除外；

❒ -r：忽略普通的Routing Table，直接将数据包送到远端主机上；

❒ -R：记录路由过程；

❒ -s<数据包大小>：设置数据包的大小；

❒ -t<存活数值>：设置存活数值TTL的大小；

❒ -v：详细显示指令的执行过程。

举例：  
[root@xuegod63 ~]# ping -c 3 www.baidu.com

PING www.a.shifen.com (119.75.218.70) 56(84) bytes of data.

64 bytes from 119.75.218.70: icmp\_seq=1 ttl=51 time=24.2 ms

64 bytes from 119.75.218.70: icmp\_seq=2 ttl=51 time=23.3 ms

64 bytes from 119.75.218.70: icmp\_seq=3 ttl=51 time=24.1 ms

--- www.a.shifen.com ping statistics ---

3 packets transmitted, 3 received, 0% packet loss, time 2003ms

## Route

格式：route (选项) (参数)

作用：显示并设置linux内核中的网络路由表

选项：

❒ -A：设置地址类型；

❒ -C：打印将Linux核心的路由缓存；

❒ -v：详细信息模式；

❒ -n：不执行DNS反向查找，直接显示数字形式的IP地址；

❒ -e：netstat格式显示路由表；

❒ -net：到一个网络的路由表；

❒ -host：到一个主机的路由表。  
参数：

❒ Add：增加指定的路由记录；

❒ Del：删除指定的路由记录；

❒ Target：目的网络或目的主机；

❒ gw：设置默认网关；

❒ mss：设置TCP的最大区块长度（MSS），单位MB；

❒ window：指定通过路由表的TCP连接的TCP窗口大小；

❒ dev：路由记录所表示的网络接口。

举例：

[root@xuegod63 ~]# route

Kernel IP routing table

Destination Gateway Genmask Flags Metric Ref Use Iface

default 192.168.1.1 0.0.0.0 UG 100 0 0 eno16777736

192.168.1.0 0.0.0.0 255.255.255.0 U 100 0 0 eno16777736

192.168.122.0 0.0.0.0 255.255.255.0 U 0 0 0 virbr0

[root@xuegod63 ~]# route -n

Kernel IP routing table

Destination Gateway Genmask Flags Metric Ref Use Iface

0.0.0.0 192.168.1.1 0.0.0.0 UG 100 0 0 eno16777736

192.168.1.0 0.0.0.0 255.255.255.0 U 100 0 0 eno16777736

192.168.122.0 0.0.0.0 255.255.255.0 U 0 0 0 virbr0

其中Flags为路由标志，标记当前网络节点的状态，Flags标志说明：

❒ U Up表示此路由当前为启动状态。

❒ H Host，表示此网关为一主机。

❒ G Gateway，表示此网关为一路由器。

❒ R Reinstate Route，使用动态路由重新初始化的路由。

❒ D Dynamically,此路由是动态性地写入。

❒ M Modified，此路由是由路由守护程序或导向器动态修改。

❒! 表示此路由当前为关闭状态。  
添加网关/设置网关  
route add -net 224.0.0.0 netmask 240.0.0.0 dev eth0 #增加一条到达244.0.0.0的路由。  
屏蔽一条路由：  
route add -net 224.0.0.0 netmask 240.0.0.0 reject #增加一条屏蔽的路由，目的地址为224.x.x.x将被拒绝。  
删除路由记录：  
route del -net 224.0.0.0 netmask 240.0.0.0

route del -net 224.0.0.0 netmask 240.0.0.0 reject  
删除和添加设置默认网关：  
route del default gw 192.168.120.240

route add default gw 192.168.120.240

## ifconfig

格式：ifconfig (网络设备) (选项)

作用：命令用来查看和配置网络设备。

选项：

❒ up 启动指定网络设备/网卡

❒ down 关闭指定网络设备/网卡

❒ arp 设置指定网卡是否支持ARP协议

❒ -promisc 设置是否支持网卡的promiscuous模式

❒ -allmulti 设置是否支持多播模式

❒ -s 显示摘要信息（类似于netstat –i）

❒add 给指定网卡配置IPv6地址

❒del 删除指定网卡配置IPv6地址

❒<硬件地址> 配置网卡最大的传输单元  
❒mtu<字节数> 设置网卡的最大传输单元 (bytes)  
❒netmask<子网掩码> 设置网卡的子网掩码  
❒tunel 建立隧道  
❒dstaddr 设定一个远端地址，建立点对点通信  
❒-broadcast<地址> 为指定网卡设置广播协议  
❒-pointtopoint<地址> 为网卡设置点对点通讯协议  
❒multicast 为网卡设置组播标志  
❒为网卡设置IPv4地址  
❒txqueuelen<长度> 为网卡设置传输列队的长度

[root@localhost~]#ifconfig#处于激活状态的网络接口

[root@localhost~]#ifconfig-a#所有配置的网络接口，不论其是否激活

[root@localhost~]#ifconfig eth0#显示eth0的网卡信息

[root@localhost~]#ifconfig eth0 down#关闭eth0网卡

[root@localhost~]#ifconfig eth0 add 33ffe:3240:800:1005::2/64#为网卡添加IPv6地址

[root@localhost~]#ifconfig eth0 hw ether 00:AA:BB:CC:DD:EE#修改MAC地址

[root@localhost~]#ifconfig eth0 192.168.1.56#给eth0网卡配置IP地址

[root@localhost~]#ifconfig eth0 192.168.1.56 netmask 255.255.255.0 broadcast 192.168.1.255#给eth0网卡配置IP地址,加上子掩码,加上个广播地址

[root@localhost~]#ifconfig eth0 mtu 1500#设置能通过的最大数据包大小为1500 bytes

[root@localhost~]#ifconfig eth0 arp#开启arp功能

[root@localhost~]#ifconfig eth0-arp#关闭arp功能

## ifup

格式：ifup (interface)

作用：启动网络接口

示例：

启动eth0网络接口

[root@localhost ~]# ifup eth0

## ifdown

格式：ifdown (interface)

作用：关闭网络接口

示例：

启动eth0网络接口

[root@localhost ~]# ifdown eth0

## netstat

格式：netstat (选项)

作用：用来打印Linux中网络系统的状态信息

选项：

❒a或--all：显示所有连线中的Socket；

❒-A<网络类型>或--<网络类型>：列出该网络类型连线中的相关地址；

❒-c或--continuous：持续列出网络状态；

❒-C或--cache：显示路由器配置的快取信息；

❒-e或--extend：显示网络其他相关信息；

❒-F或--fib：显示FIB；

❒-g或--groups：显示多重广播功能群组组员名单；

❒-i或--interfaces：显示网络界面信息表单；

❒-l或--listening：显示监控中的服务器的Socket；

❒-M或--masquerade：显示伪装的网络连线；

❒-n或--numeric：直接使用ip地址，而不通过域名服务器；

❒-N或--netlink或--symbolic：显示网络硬件外围设备的符号连接名称；

❒-o或--timers：显示计时器；

❒-p或--programs：显示正在使用Socket的程序识别码和程序名称；

❒-r或--route：显示Routing Table；

❒-s或--statistice：显示网络工作信息统计表；

❒-t或--tcp：显示TCP传输协议的连线状况；

❒-u或--udp：显示UDP传输协议的连线状况；

❒-v或--verbose：显示指令执行过程；

❒-x或--unix：此参数的效果和指定"-A unix"参数相同；

❒--ip或--inet：此参数的效果和指定"-A inet"参数相同。

列出所有端口 (包括监听和未监听的)

netstat -a #列出所有端口

netstat -at #列出所有tcp端口

netstat -au #列出所有udp端口

列出所有处于监听状态的 Sockets

netstat -l #只显示监听端口

netstat -lt #只列出所有监听 tcp 端口

netstat -lu #只列出所有监听 udp 端口

netstat -lx #只列出所有监听 UNIX 端口

显示每个协议的统计信息

netstat -s 显示所有端口的统计信息

netstat -st 显示TCP端口的统计信息

netstat -su 显示UDP端口的统计信息

在netstat输出中显示 PID 和进程名称

netstat -pt

netstat -p可以与其它开关一起使用，就可以添加“PID/进程名称”到netstat输出中，这样debugging的时候可以很方便的发现特定端口运行的程序。

在netstat输出中不显示主机，端口和用户名(host, port or user)

当你不想让主机，端口和用户名显示，使用netstat -n。

netstat -an

如果只是不想让这三个名称中的一个被显示，使用以下命令:

netsat -a --numeric-ports

netsat -a --numeric-hosts

netsat -a --numeric-users

持续输出netstat信息

netstat -c #每隔一秒输出网络信息

显示系统不支持的地址族(Address Families)

netstat --verbose

在输出的末尾，会有如下的信息：

netstat: no support for `AF IPX' on this system.

显示核心路由信息

netstat -r

使用netstat -rn显示数字格式，不查询主机名称。

找出程序运行的端口

并不是所有的进程都能找到，没有权限的会不显示，使用 root 权限查看所有的信息。

netstat -ap | grep 80

找出运行在指定端口的进程：

netstat -an | grep ':80'

显示网络接口列表

netstat -i

## mutt

格式：mutt (选项) (参数)

作用：linux下的一个email程序

选项：

❒ alternates

这个变量应该设置为一个[正则表达式](http://baike.so.com/doc/4934015-5154299.html)，它是你有可能收到信件的地址。

这个变量有助于 Mutt 显示邮件的地址特征。一般 Mutt 会在index中显示几种不同的邮件地址特征，它们是由 $to\_chars 变量指定的。

❒ to\_chars

一般 $to\_chars 的定义为 " +TCFL".

\* " "(空): 表示这封邮件不是给你的，也就是说 To: 和 Cc: Bcc: 都没有你的地址，很多转发的邮件，未确认的[邮件列表](http://baike.so.com/doc/5567785-5782934.html)邮件，垃圾邮件都有这个特征。

\* +: 表示你是收件人(To: 是你的地址之一)，而且是唯一的收件人。

\* T: 表示你是收件人(To: 包括了你的地址之一)，但是你不是唯一的收件人。这是一封群体信件。

\* C: 表示你的地址出现在 CC:，但是你不是唯一的被抄送的人。

\* F: 表示这封邮件是你发出去的。

\* L: 表示这是一封你已经加入的[邮件列表](http://baike.so.com/doc/5567785-5782934.html)寄来的。

❒ index\_format

这是一个格式字符串，用来控制你的index的列表显示。它的缺省定义是:

set index\_format="%4C %Z %{%b %d} %-15.15L (%4l) %s"

显示出来就是这个样子:

index-original

这里有一个简单的对应关系，%4C表示4位数的序号，%Z是邮件状态，你看到那个 "r" 了吗?也就是说我已经回了这封信。%Z 还包含那个 "T", 也就是说这封信不只是寄给我一个人的，我爸爸每次寄信都会CC他自己一份 :) %{%b %d} 是日期格式，它是由 strftime() 函数的格式定义的。这里 %b 就是根据当前的 locale 设置的月份简称，"12月"。%d 就是十进制表示的每月的日号，"31"。后面的……你自己看看manual吧，我不啰嗦了。

❒ mailboxes

指定你有那些信箱文件。当你按 "c" 切换信箱时，再按 Tab 键，这些信箱就可供你选择。

mailboxes Mailbox sent-mail

❒ header

这是一个 bool 型变量。它表明你在回信时引用原文是否加入原文的邮件头。

set header=no

❒ quit

mutt-quit

可以设置为 yes, no, ask-yes, 或者 ask-no. 这是说，当你按q退出时，是否提示你(ask-yes,ask-no)，还是直接就退出了(yes)，还是根本不理你(no)。

set quit=ask-yes

❒ auto\_view

那些类型的附件是允许直接通过 .mailcap 浏览的?

auto\_view text/html

❒ move

这也是一个提示性变量。它是确定当你退出时，是否提示你把信件从 spool 移动到的 mbox 文件。

set move=no

❒ ascii\_chars

当 Mutt 用 thread 方式显示时，是否用纯 ascii 表示树状列表。

set ascii\_chars=yes

如果设置了就是这个样子:

mutt-ascii

❒ include

回信时是否包含原文。

set include

❒ indent\_str

回信的引文之前插入那个符号?

set indent\_str="> "

❒ my\_hdr

设置你自己的邮件头。

❒ 打分

新信件+4分，爸爸(w2r007)发来的 +2，主题包含"通知"的+2，主题包含 "Circulation" +3, 已经标记删除的 -5，上次没有读的 +1，包含 "believe"的 -10(垃圾广告!)。

score "~N" +4

score "~f w2r007" +2

score "~s 通知" +2

score "~s Circulation" +3

score "~D" -5

score "~O" +1

score "~s believe" -10

❒ sort

排序方式。可以是

date

date-sent

date-received

from

mailbox-order (unsorted)

score

size

subject

threads

to

几种方式，每种方式可以在前面加一个 "reverse-" 前缀表示反方向排序。我一般按分数排序:

set sort=score

❒ sort\_aux

当用 thread 排序方式时，我们对各个 thread 的相对排序顺序。

set sort\_aux=date

❒ pager\_stop

如果设置，那么你在pager(就是你看信的内容的窗口里)翻页时，如果翻到最后，再按往下翻也不会翻到下一封信件。如果不设置就会自动翻到下一封信。

set pager\_stop

❒ fast\_reply

如果设置，当你按 "r" 回信时，就不会再提示你输入回信地址和主题，直接进入编辑模式。

set fast\_reply

❒ resolve

当你按 "t" 或者 "D" 之类的标记操作时，是否自动把光标移动到下一封信件。

set resolve=yes

❒ alias\_file

当你在 index 里按 "a" 为来信者取别名时，使用哪一个别名文件保存这个别名。

set alias\_file=/home/wy/.mutt.alias

❒ record

你发出的邮件保存到那个信箱文件?比如可以像我这样每个月发出的信件放在不同的文件里。

set record="~/Mail/=sent-mail-`date +%Y-%m`"

❒ charset

你的终端支持哪一种编码的显示?这个必须和你的终端编码一样。

set charset="gb2312"

❒ send\_charset

发信时可以使用的字符集。只有当前面的字符集不能正确表示信件内容时才会使用后面的。比如，如果你像下面这样设置，你的信件如果全是英文，那么信件就会被设置为 us-ascii 编码，如果出现了法语字符，那么就会用 iso-8859-1，如果出现了汉字就会用 gb2312，如果以上都不是，那么就用 utf-8。

set send\_charset="us-ascii:iso-8859-1:gb2312:utf-8"

❒ wait\_key

当外部程序退出时，是否要求用户按一个键才返回。这在察看某些shell命令输出时是比要的，否则它们一下就消失了。

set wait\_key=yes

❒ confirmappend

当你要把信件存到另一个信箱，而这个信箱已经存在时，是否提示附加?

set noconfirmappend

❒ edit\_headers

是否把邮件头也放在编辑器里可以修改?

set edit\_headers=no

❒ pager\_index\_lines

当你在用 pager 看信件时，在 index 留出多少行显示[邮件列表](http://baike.so.com/doc/5567785-5782934.html)?

set pager\_index\_lines=4

比如我留下4行[显示列表](http://baike.so.com/doc/2344474-2479380.html)，其它的用来显示正文: mutt-indexpager

❒ subscribe

告诉 Mutt 你已经订阅了那些[邮件列表](http://baike.so.com/doc/5567785-5782934.html)(mailing-list). 这有助于 Mutt 判断那些信件是邮件列表转过来的，避免你错误的回复到别人的私人信箱。也避免别人回复到你的私人信箱

## Nslookup

格式：nslookup (选项) (参数)

作用：常用域名查询工具

选项：

-sil：不显示任何警告信息。

参数

域名：指定要查询的域名

举例：

[root@xuegod63 ~]# nslookup wwww.baidu.com

Server: 211.161.191.230

Address: 211.161.191.230#53

Non-authoritative answer:

wwww.baidu.com canonical name = ps\_other.a.shifen.com.

Name: ps\_other.a.shifen.com

Address: 123.125.114.144

## Dig

格式：dig (选项) (参数)

作用：域名查询

选项：

❒ @<服务器地址>：指定进行域名解析的域名服务器；

❒ -b：当主机具有多个IP地址，指定使用本机的哪个IP地址向域名服务器发送域名查询请求；

❒ -f<文件名称>：指定dig以批处理的方式运行，指定的文件中保存着需要批处理查询的DNS任务信息；

❒ -P：指定域名服务器所使用端口号；

❒ -t<类型>：指定要查询的DNS数据类型；

❒ -x：执行逆向域名查询；

❒ -4：使用IPv4；

❒ -6：使用IPv6；

❒ -h：显示指令帮助信息。

参数

主机：指定要查询域名主机；

查询类型：指定DNS查询的类型；

查询类：指定查询DNS的class；

查询选项：指定查询选项。

举例：

[root@xuegod63 ~]# dig www.baidu.com

; <<>> DiG 9.9.4-RedHat-9.9.4-29.el7 <<>> www.baidu.com

;; global options: +cmd

;; Got answer:

;; ->>HEADER<<- opcode: QUERY, status: NOERROR, id: 43495

;; flags: qr rd ra; QUERY: 1, ANSWER: 3, AUTHORITY: 0, ADDITIONAL: 1

;; OPT PSEUDOSECTION:

; EDNS: version: 0, flags:; udp: 4096

;; QUESTION SECTION:

;www.baidu.com. IN A

;; ANSWER SECTION:

www.baidu.com. 463 IN CNAME www.a.shifen.com.

www.a.shifen.com. 127 IN A 119.75.218.70

www.a.shifen.com. 127 IN A 119.75.217.109

;; Query time: 4 msec

;; SERVER: 211.161.191.230#53(211.161.191.230)

;; WHEN: Thu Nov 24 20:13:24 CST 2016

;; MSG SIZE rcvd: 101

## mount

格式：mount (选项) (参数)

作用：用于加载文件系统到指定的加载点

选项：

❒ -V 显示程序版本；

❒ -l 显示已加载的文件系统列表；

❒ -h 显示帮助信息并退出；

❒ -v 冗长模式，输出指令执行的详细信息；

❒ -n 加载没有写入文件“/etc/mtab”中的文件系统；

❒ -r 将文件系统加载为只读模式；

❒ -a 加载文件“/etc/fstab”中描述的所有文件系统；

❒ -t 设置挂载类型，默认为auto

参数：

设备文件名：指定要加载的文件系统对应的设备名；

加载点：指定加载点目录。

示例：

将光驱挂载到/mnt/cdrom目录下

[root@localhost ~]# mkdir /mnt/cdrom

[root@localhost ~]# mount -t auto /dev/sr0 /mnt/cdrom/

mount: block device /dev/sr0 is write-protected, mounting read-only

[root@localhost ~]# df -h

Filesystem Size Used Avail Use% Mounted on

/dev/sda3 18G 1.4G 16G 9% /

tmpfs 699M 0 699M 0% /dev/shm

/dev/sda1 485M 34M 426M 8% /boot

/dev/sr0 3.6G 3.6G 0 100% /mnt/cdrom

## umount

格式：umount (选项) (参数)

作用：用于卸载已经加载的文件系统。利用设备名或挂载点都能umount文件系统，不过最好还是通过挂载点卸载，以免使用绑定挂载（一个设备，多个挂载点）时产生混乱。

选项：

❒-a 卸除/etc/mtab中记录的所有文件系统；

❒-h 显示帮助；

❒-n 卸除时不要将信息存入/etc/mtab文件中；

❒-r 若无法成功卸除，则尝试以只读的方式重新挂入文件系统；

❒-t 仅卸除选项中所指定的文件系统；

❒-v 执行时显示详细的信息；

❒-V 显示版本信息。

参数：

文件系统：指定要卸载的文件系统或者其对应的设备文件名。  
示例：

卸载刚才挂载的光驱

[root@localhost ~]# umount /mnt/cdrom

[root@localhost ~]# df -h

Filesystem Size Used Avail Use% Mounted on

/dev/sda3 18G 1.4G 16G 9% /

tmpfs 699M 0 699M 0% /dev/shm

/dev/sda1 485M 34M 426M 8% /boot

## Df

格式：df [-a –h ] 文件

作用：显示磁盘分区上的可使用的磁盘空间

主要参数：

❒ -a 或--all：包含全部的文件系统

❒ --block-size=<区块大小>：以指定的区块大小来显示区块数目

❒ -h 或--human-readable：以可读性较高的方式来显示信息

❒ -H 或--si：与-h 参数相同，但在计算时是以1000 Bytes 为换算单位而非1024 Bytes

❒ -i 或--inodes：显示inode 的信息

❒ -k 或--kilobytes：指定区块大小为1024 字节

❒ -l 或--local：仅显示本地端的文件系统

❒ -m 或--megabytes：指定区块大小为1048576 字节

❒ --no-sync：在取得磁盘使用信息前，不要执行sync 指令，此为预设值

❒ -P 或--portability：使用POSIX 的输出格式

❒ --sync：在取得磁盘使用信息前，先执行sync 指令；

❒ -t<文件系统类型>或--type=<文件系统类型>：仅显示指定文件系统类型的磁盘信息

❒ -T 或--print-type：显示文件系统的类型

❒ -x<文件系统类型>或--exclude-type=<文件系统类型>：不要显示指定文件系统类型的磁盘信息

实例：

[root@hh-02 ~]# df -Th

Filesystem Type Size Used Avail Use% Mounted on

/dev/sda3 ext4 21G 2.5G 17G 13% /

tmpfs tmpfs 1.9G 0 1.9G 0% /dev/shm

/dev/sda1 ext4 477M 66M 386M 15% /boot

[root@hh-02 ~]# df

Filesystem 1K-blocks Used Available Use% Mounted on

/dev/sda3 21134932 2572772 17481892 13% /

tmpfs 1954260 0 1954260 0% /dev/shm

/dev/sda1 487652 67479 394573 15% /boot

## du

格式：du [-a] [-b] [文件]

作用：du命令用来查看使用空间；

参数说明：

❒ -a 或-all 显示目录中个别文件的大小

❒ -b 或-bytes 显示目录或文件大小时，以byte 为单位

❒ -c 或--total 除了显示个别目录或文件的大小外，同时也显示所有目录或文件的总和

❒ -k 或--kilobytes 以KB(1024bytes)为单位输出

❒ -m 或--megabytes 以MB 为单位输出

❒ -s 或--summarize 仅显示总计，只列出最后加总的值

❒ -h 或--human-readable 以K，M，G 为单位，提高信息的可读性

❒ -x 或--one-file-xystem 以一开始处理时的文件系统为准，若遇上其它不同的文件系统目录则略过

❒ -L<符号链接>或--dereference<符号链接> 显示选项中所指定符号链接的源文件大小

❒ -S 或--separate-dirs 显示个别目录的大小时，并不含其子目录的大小

❒ -X<文件>或--exclude-from=<文件> 在<文件>指定目录或文件

❒ --exclude=<目录或文件> 略过指定的目录或文件

❒ -D 或--dereference-args 显示指定符号链接的源文件大小

❒ -H 或--si 与-h 参数相同，但是K，M，G 是以1000 为换算单位

❒ -l 或--count-links 重复计算硬件链接的文件。

参数说明：Du 命令与df 命令相似，但是与df 命令不同的是Linux du 命令是对文件和目录磁盘使用的空间的查看看

实例：

[root@hh-02 ~]# du -a

4 ./.bashrc

4 ./.cshrc

4 ./.Xauthority

4 ./.ssh/id\_rsa

4 ./.ssh/id\_rsa.pub

4 ./.ssh/known\_hosts

16 ./.ssh

4 ./anaconda-ks.cfg

12 ./install.log.syslog

4 ./.bash\_logout

4 ./.bash\_profile

4 ./hh

40 ./install.log

4 ./.tcshrc

4 ./.bash\_history

108 .

## fsck

格式：fsck (选项) (参数)

作用：用于检查并且试图修复文件系统中的错误。当文件系统发生错误时，可用fsck指令尝试加以修复。

选项：

❒-a 自动修复文件系统，不询问任何问题；

❒-A 依照/etc/fstab配置文件的内容，检查文件内所列的全部文件系统；

❒-N 不执行指令，仅列出实际执行会进行的动作；

❒-P 当搭配"-A"参数使用时，则会同时检查所有的文件系统；

❒-r 采用互动模式，在执行修复时询问问题，让用户得以确认并决定处理方式；

❒-R 当搭配"-A"参数使用时，则会略过/目录的文件系统不予检查；

❒-s 依序执行检查作业，而非同时执行；

❒-t 指定要检查的文件系统类型；

❒-T 执行fsck指令时，不显示标题信息；

❒-V 显示指令执行过程。

参数：

对应的磁盘

示例：

linux的文件系统损坏会导致linux不正常关机，出错的时候如果系统告诉你是哪一块硬盘的分区有问题，比如是/dev/hda2，就使用如下的命令修复：

fsck -y /dev/hda2

结束后使用reboot命令重启系统这样就好了！

如果不知道时哪个地方出了问题，可以直接输入：

fsck

在随后的多个确认对话框中输入:y 结束后同样使用reboot命令重启系统这样就好了！

## dd

格式：dd (选项)

作用：用于复制文件并对原文件的内容进行转换和格式化处理。dd命令功能很强大的，对于一些比较底层的问题，使用dd命令往往可以得到出人意料的效果。

选项：

❒ bs=<字节数> 将ibs（输入）与obs（输出）设成指定的字节数；

❒ cbs=<字节数> 转换时，每次只转换指定的字节数；

❒ conv=<关键字> 指定文件转换的方式；

❒ count=<区块数> 仅读取指定的区块数；

❒ if=<文件> 从 file 中读取；

❒ ibs=<字节数> 每次读取的字节数；

❒ obs=<字节数> 每次输出的字节数；

❒ of=<文件> 输出到文件；

❒ seek=<区块数> 一开始输出时，跳过指定的区块数；

❒ skip=<区块数> 一开始读取时，跳过指定的区块数；

❒ --help 显示帮助；

❒ --version 显示版本信息。

示例：

[root@localhost ~]# dd if=/dev/zero of=sun.txt bs=1M count=1

1+0 records in

1+0 records out

1048576 bytes (1.0 MB) copied, 0.00203259 seconds, 516 MB/s

该命令创建了一个1M大小的文件sun.txt，其中参数解释：

if 代表输入文件。如果不指定if，默认就会从stdin中读取输入。

of 代表输出文件。如果不指定of，默认就会将stdout作为默认输出。

bs 代表字节为单位的块大小。

count 代表被复制的块数。

/dev/zero 是一个字符设备，会不断返回0值字节（\0）。

块大小可以使用的计量单位表：

|  |  |
| --- | --- |
| 单元大小 | 代码 |
| 字节（1B） | c |
| 字节（2B） | w |
| 块（512B） | b |
| 千字节（1024B） | k |
| 兆字节（1024KB） | M |
| 吉字节（1024MB） | G |

## shutdown

格式：shutdown (选项) (参数)

作用：系统关机指令

选项：

❒ -c 　当执行"shutdown -h 11:50"指令时，只要按+键就可以中断关机的指令。

❒　-f 　重新启动时不执行fsck。

❒　-F 　重新启动时执行fsck。

❒　-h 　将系统关机。

❒　-k 　只是送出信息给所有用户，但不会实际关机。

❒ -n 　不调用init程序进行关机，而由shutdown自己进行。

❒　-r 　shutdown之后重新启动。

❒　-t<秒数> 　送出警告信息和删除信息之间要延迟多少秒。

参数：

[时间] 　设置多久时间后执行shutdown指令。

　[警告信息] 　要传送给所有登入用户的信息。  
示例：

指定现在立即关机：

[root@localhost ~]#shutdown -h now

指定5分钟后关机，同时送出警告信息给登入用户：

[root@localhost ~]#shutdown +5 "System will shutdown after 5 minutes"

## reboot

格式：reboot (选项)

作用：让系统停止运作，并重新开机。

选项：

❒ -d 重新开机时不把数据写入记录文件/var/tmp/wtmp。本参数具有"-n"参数的效果。

❒ -f 强制重新开机，不调用shutdown指令的功能。

❒ -i 在重开机之前，先关闭所有网络界面。

❒ -n 重开机之前不检查是否有未结束的程序。

❒ -w 仅做测试，并不真的将系统重新开机，只会把重开机的数据写入/var/log目录下的wtmp记录文件。

示例：

重启机器：

[root@localhost ~]#reboot

做个重启机器的模拟（只有纪录并不会真的重启）：

[root@localhost ~]#reboot –w

## ps

格式：ps [选项] [参数]

作用：报告程序状况

补充说明：ps是用来报告程序执行情况的指令，你可以搭配kill指令随时中断、删除不必要的程序。

选项与参数：

❒ -a 显示所有终端机下执行的程序，除了阶段作业领导者之外

❒ a 显示现行终端机下的所有程序，包括其他用户的程序

❒ -A 显示所有程序

❒ -c 显示CLS和PRI栏位

❒ c 列出程序时，显示每个程序真正的指令名称，而不包括路径，参数或常驻服务的标示。

❒ -C <指令名称> 指定执行指令的名称，并列出该指令的程序的状况

❒ -d 显示所有程序，但不包括阶段作业领导者的程序

❒ -e 此参数的效果和指定“A”参数相同

❒ e 列出程序时，显示每个程序所使用的环境变量

❒ -f 显示UID，PPIP，C与STIME栏位

❒ f 用ASCII字符显示树状结构，表达程序间的相互关系

❒ -g <群组名称> 此参数的效果和指定“-G”参数相同，当亦能使用阶段作业领导者的名称来指定

❒ g 显示现行终端机下的所有程序，包括群组领导者的程序

❒ -G <群组识别码> 列出属于该群组的程序的状况，也可使用群组名称来指定

❒ h 不显示标题列

❒ -H 显示树状结构，表示程序间的相互关系

❒ -j或j 采用工作控制的格式显示程序状况

❒ -l或l 采用详细的格式来显示程序状况

❒ L 列出栏位的相关信息

❒ -m或m 显示所有的执行绪

❒ n 以数字来表示USER和WCHAN栏位

❒ -N 显示所有的程序，除了执行ps指令终端机下的程序之外

❒ -p <程序识别码> 指定程序识别码，并列出该程序的状况

❒ p <程序识别码> 此参数的效果和指定“-p”参数相同，只在列表格式方面稍有差异

❒ r 只列出现行终端机正在执行中的程序

❒ -s <阶段作业> 指定阶段作业的程序识别码，并列出隶属该阶段作业的程序的状况

❒ s 采用程序信号的格式显示程序状况

❒ S 列出程序时，包括已中断的子程序资料

❒ -t <终端机编号> 指定终端机编号，并列出属于该终端机的程序的状况

❒ t <终端机编号> 此参数的效果和指定“-t”参数相同，只在列表格式方面稍有差异

❒ -T 显示现行终端机下的所有程序

❒ -u <用户识别码> 此参数的效果和指定“-U”参数相同

❒ u 以用户为主的格式来显示程序状况

❒ -U <用户识别码> 列出属于该用户的程序的状况，也可使用用户名称来指定

❒ U <用户识别码> 列出属于该用户的程序的状况

❒ v 采用虚拟内存的格式显示程序状况

❒ -V和V 显示版本信息

❒ -w或w 采用宽阔的格式来显示程序状况

❒ x 显示所有程序，不以终端机来区分

❒ X 采用旧式的Linux i386登陆格式显示程序状况

❒ -y 配合参数“-l”使用时，不显示F(flag)栏位，并以RSS栏位取代ADDR栏位

❒ -<程序识别码> 此参数的效果和指定“p”参数相同

❒ --cols<每列字符数> 设置每列的最大字符数

❒ --columns <每列字符数> 此参数的效果和指定“--cols”参数相同

❒ --cumulative 此参数的效果和指定“S”参数相同

❒ --deselect 此参数的效果和指定“-N”参数相同

❒ --forest 此参数的效果和指定“f”参数相同

❒ --headers 重复显示标题列

❒ --help 在线帮助

❒ --info 显示排错信息

❒ --lines <显示列数> 设置显示画面的列数

❒ --no-headers 此参数的效果和指定“h”参数相同，只在列表格式方面稍有差异

❒ --group <群组名称> 此参数的效果和指定“-G”参数相同

❒ --Group <群组识别码> 此参数的效果和指定“-G”参数相同

❒ --pid 此参数的效果和指定“-p”参数相同

❒ --rows <显示列数> 此参数的效果和指定“--lines”参数相同

❒ --sid <阶段作业> 此参数的效果和指定“-s”参数相同

❒ --tty <终端机编号> 此参数的效果和指定“-t”参数相同

❒ --user <用户名称> 此参数的效果和指定“-U”参数相同

❒ --User <用户识别码> 此参数的效果和指定“-U”参数相同

❒ --version 此参数的效果和指定“-V”参数相同

❒ --widty <每列字符数> 此参数的效果和指定“-cols”参数相同

注意：

这个命令选项和参数太多，而且不同选项还要配以不同的参数，所以直接推荐记住三个命令：ps -l，ps -el和ps aux

示例一：

将目前属于你自己这次登录的PID与相关信息显示出来（只与自己的bash有关）

[root@localhost mnt]# ps -l

F S UID PID PPID C PRI NI ADDR SZ WCHAN TTY TIME CMD

4 S 0 1667 1665 0 80 0 - 27085 wait pts/0 00:00:00 bash

4 R 0 1708 1667 0 80 0 - 27033 - pts/0 00:00:00 ps

示例二：

列出目前所有的正在内存当中的程序：

[root@localhost mnt]# ps aux

USER PID %CPU %MEM VSZ RSS TTY STAT START TIME COMMAND

root 1 0.0 0.1 19356 1544 ? Ss 05:16 0:01 /sbin/init

root 2 0.0 0.0 0 0 ? S 05:16 0:00 [kthreadd]

……中间部分省略……

root 1283 0.0 0.1 251192 1672 ? Sl 05:17 0:00 /sbin/rsyslogd -i /var/run/syslogd.pid -c 5

dbus 1334 0.0 0.0 21432 928 ? Ss 05:17 0:00 dbus-daemon --system

root 1372 0.0 0.0 4080 660 ? Ss 05:17 0:00 /usr/sbin/acpid

68 1384 0.0 0.4 38188 4380 ? Ssl 05:17 0:00 hald

root 1385 0.0 0.1 20400 1160 ? S 05:17 0:00 hald-runner

root 1417 0.0 0.1 22520 1088 ? S 05:17 0:00 hald-addon-input: Listening on /dev/input/event2 /dev/i

68 1429 0.0 0.1 18008 1036 ? S 05:17 0:00 hald-addon-acpi: listening on acpid socket /var/run/acp

root 1470 0.0 0.1 66224 1228 ? Ss 05:17 0:00 /usr/sbin/sshd

root 1549 0.0 0.3 80864 3428 ? Ss 05:17 0:00 /usr/libexec/postfix/master

postfix 1576 0.0 0.3 80944 3384 ? S 05:17 0:00 pickup -l -t fifo -u

postfix 1577 0.0 0.3 81112 3432 ? S 05:17 0:00 qmgr -l -t fifo -u

root 1578 0.0 0.2 180900 2484 ? Ss 05:17 0:00 /usr/sbin/abrtd

……中间部分省略……

root 1665 0.0 0.4 102508 4520 ? Ss 05:19 0:00 sshd: root@pts/0

root 1667 0.0 0.1 108340 1800 pts/0 Ss 05:19 0:00 -bash

root 1709 0.0 0.1 110240 1128 pts/0 R+ 05:47 0:00 ps aux

范例三：

以范例一的显示内容，显示出所有的程序

[root@localhost mnt]# ps -Al

F S UID PID PPID C PRI NI ADDR SZ WCHAN TTY TIME CMD

4 S 0 1 0 0 80 0 - 4839 poll\_s ? 00:00:01 init

1 S 0 2 0 0 80 0 - 0 kthrea ? 00:00:00 kthreadd

1 S 0 3 2 0 -40 - - 0 migrat ? 00:00:00 migration/0

1 S 0 4 2 0 80 0 - 0 ksofti ? 00:00:00 ksoftirqd/0

1 S 0 5 2 0 -40 - - 0 cpu\_st ? 00:00:00 stopper/0

5 S 0 6 2 0 -40 - - 0 watchd ? 00:00:00 watchdog/0

1 S 0 7 2 0 80 0 - 0 worker ? 00:00:03 events/0

1 S 0 8 2 0 80 0 - 0 worker ? 00:00:00 events/0

……以下部分省略

范例四：

找出与crom和syslog两个服务有关的IPD号码

[root@localhost mnt]# ps aux | egrep '(cron|syslog)'

root 1283 0.0 0.1 251192 1672 ? Sl 05:17 0:00 /sbin/rsyslogd -i /var/run/syslogd.pid -c 5

root 1590 0.0 0.1 116860 1248 ? Ss 05:17 0:00 crond

root 1717 0.0 0.0 103308 880 pts/0 S+ 05:59 0:00 grep -E (cron|syslog)

## top

格式：top (参数)

作用：可显示目前正在系统中执行的程序，并通过它所提供的互动式界面，用热键加以管理。

参数：

❒ b 　使用批处理模式。

❒　c 　列出程序时，显示每个程序的完整指令，包括指令名称，路径和参数等相关信息。

❒　d<间隔秒数> 　设置top监控程序执行状况的间隔时间，单位以秒计算。

❒　i 　执行top指令时，忽略闲置或是已成为Zombie的程序。

❒　n<执行次数> 　设置监控信息的更新次数。

❒　q 　持续监控程序执行的状况。

❒　s 　使用保密模式，消除互动模式下的潜在危机。

❒　S 　使用累计模式，其效果类似ps指令的"-S"参数。

交互命令：

在top命令执行过程中可以使用的一些交互命令。这些命令都是单字母的，如果在命令行中使用了-s选项， 其中一些命令可能会被屏蔽。

❒ h：显示帮助画面，给出一些简短的命令总结说明；

❒ k：终止一个进程；

❒ i：忽略闲置和僵死进程，这是一个开关式命令；

❒ q：退出程序；

❒ r：重新安排一个进程的优先级别；

❒ S：切换到累计模式；

❒ s：改变两次刷新之间的延迟时间（单位为s），如果有小数，就换算成ms。输入0值则系统将不断刷新，默认值是5s；

❒ f或者F：从当前显示中添加或者删除项目；

❒ o或者O：改变显示项目的顺序；

❒ l：切换显示平均负载和启动时间信息；

❒ m：切换显示内存信息；

❒ t：切换显示进程和CPU状态信息；

❒ c：切换显示命令名称和完整命令行；

❒ M：根据驻留内存大小进行排序；

❒ P：根据CPU使用百分比大小进行排序；

❒ T：根据时间/累计时间进行排序；

❒ w：将当前设置写入~/.toprc文件中。

示例：

指定现在立即关机：

[root@localhost ~]#top

top - 09:44:56 up 16 days, 21:23, 1 user, load average: 1.59, 1.75, 1.92

Tasks: 145 total, 2 running, 143 sleeping, 0 stopped, 0 zombie

Cpu(s): 99.8%us, 0.1%sy, 0.0%ni, 0.2%id, 0.0%wa, 0.0%hi, 0.0%si, 0.0%st

Mem: 4147888k total, 2493092k used, 1654796k free, 158188k buffers

Swap: 5144568k total, 56k used, 5144512k free, 2013180k cached

解释：

top - 09:44:56[当前系统时间],

16 days[系统已经运行了16天],

1 user[1个用户当前登录],

load average: 1.59, 1.75, 1.92[系统负载，即任务队列的平均长度],

Tasks: 145 total[总进程数],

2 running[正在运行的进程数], 143 sleeping[睡眠的进程数],

0 stopped[停止的进程数],

0 zombie[冻结进程数],

Cpu(s): 99.8%us[用户空间占用CPU百分比],

0.1%sy[内核空间占用CPU百分比],

0.0%ni[用户进程空间内改变过优先级的进程占用CPU百分比],

0.2%id[空闲CPU百分比],

0.0%wa[等待输入输出的CPU时间百分比],

0.0%hi[],

0.0%st[],

Mem: 4147888k total[物理内存总量],

2493092k used[使用的物理内存总量],

1654796k free[空闲内存总量],

158188k buffers[用作内核缓存的内存量]

Swap: 5144568k total[交换区总量],

56k used[使用的交换区总量],

5144512k free[空闲交换区总量],

2013180k cached[缓冲的交换区总量]

## free

格式：free [-bkmost]

作用：显示当前系统未使用的和已使用的内存数目，还可以显示被内核使用的内存缓冲区

主要参数：

❒ -b：以Byte 为单位显示内存使用情况

❒ -k：以KB 为单位显示内存使用情况

❒ -m：以MB 为单位显示内存使用情况

❒ -o：不显示缓冲区调节列

❒ -s<间隔秒数>：持续观察内存使用状况

❒ -t：显示内存总和列

实例：查看当前内存使用状况：

[root@hh-02 ~]# free -m

total used free shared buffers cached

Mem: 3816 305 3511 0 17 111

-/+ buffers/cache: 177 3639

Swap: 3999 0 3999

## kill

格式：kill [ －s signal | －p ] [ －a ] pid …

作用：用来终止一个进程

选项：

❒-l 信号，若果不加信号的编号参数，则使用“-l”参数会列出全部的信号名称

❒-a 当处理当前进程时，不限制命令名和进程号的对应关系

❒-p 指定kill 命令只打印相关进程的进程号，而不发送任何信号

❒-s 指定发送信号

❒-u 指定用户

参数：

进程或者作业识别号：指定要删除的进程或作业  
示例：

1、列出所有信号名称

[root@B-MA /]# kill -l

1) SIGHUP 2) SIGINT 3) SIGQUIT 4) SIGILL 5) SIGTRAP

6) SIGABRT 7) SIGBUS 8) SIGFPE 9) SIGKILL 10) SIGUSR1

11) SIGSEGV 12) SIGUSR2 13) SIGPIPE 14) SIGALRM 15) SIGTERM

16) SIGSTKFLT 17) SIGCHLD 18) SIGCONT 19) SIGSTOP 20) SIGTSTP

21) SIGTTIN 22) SIGTTOU 23) SIGURG 24) SIGXCPU 25) SIGXFSZ

26) SIGVTALRM 27) SIGPROF 28) SIGWINCH 29) SIGIO 30) SIGPWR

31) SIGSYS 34) SIGRTMIN 35) SIGRTMIN+1 36) SIGRTMIN+2 37) SIGRTMIN+3

38) SIGRTMIN+4 39) SIGRTMIN+5 40) SIGRTMIN+6 41) SIGRTMIN+7 42) SIGRTMIN+8

43) SIGRTMIN+9 44) SIGRTMIN+10 45) SIGRTMIN+11 46) SIGRTMIN+12 47) SIGRTMIN+13

48) SIGRTMIN+14 49) SIGRTMIN+15 50) SIGRTMAX-14 51) SIGRTMAX-13 52) SIGRTMAX-12

53) SIGRTMAX-11 54) SIGRTMAX-10 55) SIGRTMAX-9 56) SIGRTMAX-8 57) SIGRTMAX-7

58) SIGRTMAX-6 59) SIGRTMAX-5 60) SIGRTMAX-4 61) SIGRTMAX-3 62) SIGRTMAX-2

63) SIGRTMAX-1 64) SIGRTMAX

2、先用ps查找进程，然后用kill彻底杀掉该进程

[root@B-MA /]# vim &

[1] 4733

[root@B-MA /]# ps -ef |grep 4733

root 4733 2776 0 06:10 pts/0 00:00:00 vim

[1]+ Stopped vim

[root@B-MA /]# kill -9 4733

[1]+ Killed vim

## halt

**功能说明：**关闭系统。

**语　　法：**halt [-dfinpw]

**补充说明：**halt会先检测系统的runlevel。若runlevel为0或6，则关闭系统，否则即调用shutdown来关闭系统。

**参　　数：**

❒ -d 　不要在wtmp中记录。

❒ -f 　不论目前的runlevel为何，不调用shutdown即强制关闭系统。

❒ -i 　在halt之前，关闭全部的网络界面。

❒ -n 　halt前，不用先执行sync。

❒ -p 　halt之后，执行poweroff。

❒ -w 　仅在wtmp中记录，而不实际结束系统。

实例1：

关闭系统后关闭电源

[root@xuegod65 ~]# halt –p

Broadcast message from root@xuegod65

(/dev/pts/0) at 18:31 ...

The system is going down for power off NOW!

Connection closed by foreign host.

Disconnected from remote host(65) at 23:44:50.

实例2：

关闭系统后，但不留下记录

[root@xuegod65 ~]# halt –d

## chgrp

格式：chgrp（选项）（参数）

作用：改变文件或目录所属的组

选项：

❒ -c或 --changes：效果类似“-v”参数，但仅回报更改的部分

❒ -f或 --quiet或 --silent：不显示错误信息

❒ -h或 --no-dereference：只对符号连接的文件作修改，而不是该其他任何相关文件

❒ -R或 --recursive：递归处理，将指令目录下的所有文件及子目录一并处理

❒ -v或 --verbose：显示指令执行过程

❒ --reference=<参考文件或目录>：把指定文件或目录的所属群组全部设成和参考文件或目录的所属群组相同；

参数：

组：指定新组名称

文件：指定要改变所属组的文件列表。多个文件或者目录之间使用空格隔开。

示例：

将/usr/test及其子目录下的所有文件的用户组改为sfit

[root@localhost test]# ll -a

total 12

drwxr-xr-x 2 root root 32 Nov 17 09:54 .

drwxr-xr-x. 17 root root 4096 Nov 17 09:53 ..

-rw-r--r-- 1 root root 1490 Nov 17 09:54 passwd

[root@localhost test]# chgrp –R sfit /usr/test

[root@localhost test]# ll –a

total 12

drwxr-xr-x 2 root sfit 32 Nov 17 09:54 .

drwxr-xr-x. 17 root root 4096 Nov 17 09:53 ..

-rw-r--r-- 1 root sfit 1490 Nov 17 09:54 passwd

## umask

语法：umask(选项)(参数)

作用：umask命令用来设置限制新建文件权限的掩码。当新文件被创建时，其最初的权限由文件创建掩码决定。用户每次注册进入系统时，umask命令都被执行， 并自动设置掩码mode来限制新文件的权限。用户可以通过再次执行umask命令来改变默认值，新的权限将会把旧的覆盖掉。

选项

* -p：输出的权限掩码可直接作为指令来执行；
* -S：以符号方式输出权限掩码。

参数

权限掩码：指定权限掩码。

实例

利用umask命令可以指定哪些权限将在新文件的默认权限中被删除。例如，可以使用下面的命令创建掩码，使得组用户的写权限，其他用户的读、写和执行权限都被取消：

umask u=, g=[w](http://man.linuxde.net/w), o=rwx

执行该命令以后，对于下面创建的新文件，其文件主的权限未做任何改变，而组用户没有写权限，其他用户的所有权限都被取消。

应注意：操作符“=”在umask命令和[chmod](http://man.linuxde.net/chmod)命令中的作用恰恰相反。在chmod命令中，利用它来设置指定的权限，而其余权限则被删除；但是在umask命令中，它将在原有权限的基础上删除指定的权限。

不能直接利用umask命令创建一个可执行的文件，用户只能在其后利用chmod命令使它具有执行权限。假设执行了命令umask u=, g=w, o=rwx，虽然在命令行中，没有删去文件主和组用户的执行权限，但默认的文件权限还是640（即 rw-r-----），而不是750(rwxr-x---）。但是，如果创建的是目录或者通过编译程序创建的一个可执行文件，将不受此限制。在这种情况 下，会设置文件的执行权限。

也可以使用八进制数值来设置mode。由于在umask中所指定的权限是要从文件中删除的，所以，如果该文件原来的初始化权限是777，那么执行命令umask 022以后，该文件的权限将变为755：如果该文件原来的初始化权限是666，那么该文件的权限将变为644。

可以使用下面的命令检查新创建文件的默认权限：

[root@localhost ~]# umask -s

选项-s表示以字符形式显示当前的掩码。如果直接输入umask命令，不带任何参数，那么将以八进制形式显示当前的掩码。系统默认的掩码是0022。

## chgrp

语法：chgrp (选项) (参数)

作用：[chgrp](http://man.linuxde.net/chgrp)命令用来改变文件或目录所属的用户组。该命令用来改变指定文件所属的用户组。其中，组名可以是用户组的[id](http://man.linuxde.net/id)，也可以是用户组的组名。文件名可以 是由空格分开的要改变属组的文件列表，也可以是由通配符描述的文件集合。如果用户不是该文件的文件主或超级用户(root)，则不能改变该文件的组。

在UNIX系统家族里，文件或目录权限的掌控以拥有者及所属群组来管理。您可以使用chgrp指令去变更文件与目录的所属群组，设置方式采用群组名称或群组识别码皆可。

选项

* -c或——changes：效果类似“-v”参数，但仅回报更改的部分；
* -f或--quiet或——silent：不显示错误信息；
* -h或--no-dereference：只对符号连接的文件作修改，而不是该其他任何相关文件；
* -R或——recursive：递归处理，将指令目录下的所有文件及子目录一并处理；
* -v或——verbose：显示指令执行过程；
* --reference=<参考文件或目录>：把指定文件或目录的所属群组全部设成和参考文件或目录的所属群组相同；

参数

组：指定新工作名称；

文件：指定要改变所属组的文件列表。多个文件或者目录之间使用空格隔开。

实例

将/usr/meng及其子目录下的所有文件的用户组改为mengxin

[root@localhost ~]# chgrp -R mengxin /usr/meng

## chmod

[chmod](http://man.linuxde.net/chmod)命令用来变更文件或目录的权限。在UNIX系统家族里，文件或目录权限的控制分别以读取、写入、执行3种一般权限来区分，另有3种特殊权限可供运用。用户可以使用chmod指令去变更文件与目录的权限，设置方式采用文字或数字代号皆可。符号连接的权限无法变更，如果用户对符号连接修改权限，其改变会作用在被连接的原始文件。

权限范围的表示法如下：

u User，即文件或目录的拥有者；  
g Group，即文件或目录的所属群组；  
o Other，除了文件或目录拥有者或所属群组之外，其他用户皆属于这个范围；  
a All，即全部的用户，包含拥有者，所属群组以及其他用户；  
r 读取权限，数字代号为“4”;  
[w](http://man.linuxde.net/w) 写入权限，数字代号为“2”；  
x 执行或切换权限，数字代号为“1”；  
- 不具任何权限，数字代号为“0”；  
s 特殊功能说明：变更文件或目录的权限。

语法

chmod(选项)(参数)

选项

* -c或——changes：效果类似“-v”参数，但仅回报更改的部分；
* -f或--quiet或——silent：不显示错误信息；
* -R或——recursive：递归处理，将指令目录下的所有文件及子目录一并处理；
* -v或——verbose：显示指令执行过程；
* --reference=<参考文件或目录>：把指定文件或目录的所属群组全部设成和参考文件或目录的所属群组相同；

<权限范围>+<权限设置>：开启权限范围的文件或目录的该选项权限设置；

<权限范围>-<权限设置>：关闭权限范围的文件或目录的该选项权限设置；

<权限范围>=<权限设置>：指定权限范围的文件或目录的该选项权限设置；

参数：

权限模式：指定文件的权限模式；  
 文件：要改变权限的文件。

知识扩展和实例

Linux用 户分为：拥有者、组群(Group)、其他（other），Linux系统中，预设的情況下，系统中所有的帐号与一般身份使用者，以及root的相关信 息， 都是记录在/etc/[passwd](http://man.linuxde.net/passwd)文件中。每个人的密码则是记录在/etc/shadow文件下。 此外，所有的组群名称记录在/etc/group內！

linux文件的用户权限的分析图

![IMG_256](data:image/gif;base64,R0lGODlhRwLWANUAAP///wAAAP8AAEBAQL+/v2BgYJ+fn39/f/f39+fn5ygoKDAwMO/v71BQUGhoaKenp8/Pz5eXl9fX13BwcN/f31hYWCAgII+PjxgYGK+vrzg4OMfHxxAQEIeHh7e3t3h4eEhISAgICAQEBAEBAQwMDJqamiYmJkdHR/X19QkJCUFBQf39/QsLCwAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAACH5BAAAAAAALAAAAABHAtYAAAb/QIBwSCwaj8ikcslsOp/QqHRKrVqv2Kx2y+16v+CweEwum8/otHrNbrvf8Lh8Tq/b7/i8fs/v+/+AgYKDhIWGh4iJiouMjY6PkJGSk5SVlpeYmZqbnJsBnwGdRKBHpKJdoKanq2qprEOuZqmqTrGls6FNuLtPtkW7vkrBv7y6uEbAw6O0sMdJyq/RzbPS0Kiq1tPKttlCn8+5ws7IzMbUt99R3OXE7Nrt4cHFogL1AgD2+Pb3Q/v9/kv85asisJ6Ybu+8MZu37JzCb+60LWT4MFzFchTRwavFbmI6cCA5ftxIZVvEig1JohsJb51FACZZbtoHEKC+gTf5BaRpkCBP/51fEKIcCnNhw3gfgYFj+fKoRZdIo75selTlkmHyThZNJnMp1a3jzDWNhRWbx68OvVZd205EpZ86bf7rmTPuQLhzgQrBW/cuzrw1f4r8Si6p2a5EwSZW24sWWcemhCacfBXj2cohxQ5uLNPZ5cXQ0iLxlbUrqBCr5Oa9yVp1EtdUYAfVOhlq6WSLR2cEm/Yx14u0b2+2qlhcZiaSiyO3zPSk8MKIrT5vxyL139X5sl9/vT1299nRVd6GKi58y8NS1yJUyphy+bGfveIerrk+29z3lUukr7//QxLW0VUET4DppYRsUiB4jXm1RURee1A8qJ9vhK1U2VQMuvdQO8sdd/8hVSDSltt0pDUXooj9eaRbACkEaOBeNBX4hIJQ0LiFZBTGIx1kuQiFoWFAPoVeSjARB52GEDZoXngZ4sdjhUYqV+JIEu7Hn5TugOLWKQjGCON3SNjohJhW/PZhKFOGFhaOYQGX5nk/JrfbSm3yxuCSUNo5HopmOtUZczE16WSddo5gQgkoSKPoooxuSGejkEYq6aSUVmrpEyeoYAADl3bq6aegIgHBAhkUwEEFDyAQ6qqstqroAAQM8UAFHBSQgau45qqrJBk0YAQCBjTAgQOx7mrsscj2gYACFCTBQAQDYOAABMlWa+21a3TwQRMJRLCABR9IgO245JZ7RQIWqPr/BAUdKKDAAc2aK++89A5RgAFUSHCABQtckEC9AAeM7KhYQDABBgNEwKnADDf86QLUakGAAxw0sKnDGGfM6KxflIoBqupqLPLImCBgwb9gIDArBraS7PLLj3zQQRkMBCttsTDnrDMg6IZcRrfRThDxzkQXTUcDt66RwAXfHiCu0VBHjQYBA8BBwQHudhCv1Fx3vQXEc0jwAb8RoOz12Wg7EYEDd0DgAMIXpy333EIwoIDZdxBgqsU+0+031BNc4Eeppz7w9+FES7BA33uoTGsBHiAuOclIE1IzCDdPrjnDvSICtAVCby66uQhoMDQiFDD97tOjt47sBRM8oq+7F2zt//rtrCagwMKQSDCBBRqUjfvwnwZuyQZvgxA38cxDSnAmHuydavPUSwNrJxnQWkHS1Xe/SeenqCxsATh7b74ky9p+Ss3ROrDB+fA7oi2j3WoAOuvx5z9Iz5Gm7q7T+gvgH1BVqdn1S30CTKAcnncpg1kgYXhToATZADZQTQwDFuPdBDdYBgMUwFWEAxkHR5iyk+lqVrXiHglXeAWZHQtYwiIWC2coBQoogHG6elb7TkfDHh6hctjq1rfC5cMiDoFq8mLX/xBoxBFWcF764pe/mkhC2DHMYAhTGBUlaLcIBmxiFVveFuNnPJF5TIRjNB8ENIBDhzmOZSpMI/OACLOaNf8gc3IcHviIBjQMhC6Po0PAAvBXtKU1jZCA/JsVvXa1rDExkWfTnQa9JjayeRGSXHNABP7mNrhNEpNGY+Dh9BbGNoLyZdfbXAgNd0qd7VF0jqtV5FpJMpNdcnOXwyMtMTa/5n3uj7sMGP+6l7oFrC6Y9SIg/GangNohs1yijJ/vgCe8Z1rriQJEHgaU90lrusqDI4xexbrpzVBJwJQJ9AA6y8nOdrrznfCMpzznSc962vOe+MynPvcJP7gYiEB9oZE/dyKYLgx0QF6iw0GJAFB+5mqhEF2oEfz5IoYW1KB8CaiA5BDRizrUVQOlqF0yOlGKcsejWwipSeugUol+lFX/Il3plxqKUJmWlKZciKlL46BTkr50VT31qE0LhNKZJhSjQSUTGpJ61J/OhKkb1WhUD+RTo1ZVo0eAalSHSlWo1pSpX8VpV8FqUa86lQ1a/edVx9pUqYr1qmm9qVjZGtSw1rWscz0pWYmq07OiVatybSsTXApQlK41rnYFU1YBi9ekJnaqenVsY+9ah6loIU9FGs0vSjGKWnjDGEVRBywyq9kVrWk+iEDsZBUbJpIW1LVFtWpPA6tUtw5VtbKFbGvNyteY3oEahPIsnU6L2tCSVhiffUYzjNuL0R53s6WF7lUUgdvcVpSuNqGpUPNq253uFLt9XW14e1sjxvZWpHbo/1FyMYtcECn3szpCS3KR+1xkdLa+9F2vn3rD2f0K6i1rJWhhtfva2OY0wHn47qUsWxLn3re/8Z1vdEHCJOey18H4la59NzzdaChYwF4y7IC5q4UPJxjBkeqTaDMLH0KNxb8mYa6V1BshIdlmTyK6MIANPFjKnpfEJUbxHUxsKR2pw8hbeS+HMazhDCvZyboo0nqe7GCufGIEkGAAK8ck5N2OV7w8TmmXWTrmRfXJyhDRMGHkqyf3PjjKb24wk9vsEDf3F8qHkIACtjWjMtP2sF8OA5GH7OdqxLlMwy1GUuYM30PnV8JyhjQ5JF1c0tL4ERnAwA3LG2YQfzjQYBi0Hf9EzSgrIxo5nH2KpNd7aTgzesWvZrGdD90jlqxgEQdogALex2kge5rEvi0DqRVa6FKrugqYXfN9Z91qVDsa1qtm7qwZjSY8W24AB1hkrwXbZ64+lrVi7jShxS2pasfa1Y9uMqUn7Or/spvFCoH3i5esX2sHYlQEsOE6F0tu8Or2vGcY9hwErqh0mFvH9Lavsi2s7mabw94dXralLR0k0SD5EwBCxAM00KxU+rWyx3Z3wkfOZKboBg4hmvSb7WxwKiECAQ6ogKrW9vGaoyEBCROCJG0uz6sd4OdAD7rQh070oXdg30bYwAJ4DQAQzFIKCUB6JKKuBKrnwepIwPodtG7/zwI0oOhgDzvRF4AvKFxgAGYDJxV+LgqPH6GMeKDj2wWXB7l3vexguNcTEFCBCYQsAQu4ZRM2oIFOMAAD6FQ7HizwSCEo/g6M16fewzB5JlBAA1sWgjKrYDFOVD7ru8MD4Zew8zuMXvJ4/8Lnk+ABbAKAY1gogAMa/4gNKK8JD2iA1G8+SCbkfvdnADwi67n6LhTfCAcAwSS7qIUIWKACB/AAAaZP/epb//rYrz7TmYCA7Hv/+9d/wAE0oIGnM8FbFwC/97dfhO6rP/sfUED5lID+92Of/URwv/2tH//53/P4WwCAdfN1RyCAVCB+IDAACriADNiADviADKgBAYAw/x3gRRLgAAMQAiEAgRzYgQ4IffjHBL7jgRwogSCwfQawABtIghDYAeSEBCPIgg5ogiiogjL4gC7oUAYYe6lXBBKgAXEkBB4AAvtDAB/gR0PAACCgABFAAMD3Bx6gATODAA1QADy0B1E4hVV4hTyHBDt4BQD4AL33KyZkCBfwQQwwAOYXCQ3wAC40CG34hl3YBF9oBcc3ATKHBJqUCBFQAArAhY+QABygAIUgiIQ4h05Qh1WwemlId0eARImAABxAhJewALFTCJaIiInYg3eGcJ+3AfKXBOmzCA6whpNQioaAiprIBAZYaUpQedAieAAgh6soT63YaBAHAHoHcw6ATv+nV4vztIPVZm6bSAE5pwSCNHzA2E4CaGp0WABLxwRst4zByIlcgIEvOARr9ITUeErCGFxIkI1DUDqA2I3lJIzqhgW95Ado5iaiEW+B0I7wGAdUAh/L5SE6aI371QWKw41ugBgtd48ytgzxiBa1JhEiVybOOI9MgnDxhI7PVgUaEIJ6AJAHyZBSMScgd3LShhStICTEQJD4yE/f+I5WoG1/II+GIZCm4ZBr0I4tt5JpUI8hCRFoknJOpYhfoG/0CJIcOY8IOQ4t+QbBRZNOoSeXFRwMQQo22REu+U466QVu948+eQttxpIeCZQC+ZJZOWnsAY8yeQUBaRxY2ZQ2aZX/OamPZEBzcmCUVnmWYRmXKjaTVVmTN9mRWIkFbplocXKXf5KQ7hSVWzBMPSmSbzkPcrmVbVmXBMkeZgmOjWGYaKmVcFkWgMmMaikGTkcHexmSiklnZpFejLmVJnKRAzkFnemZlOmXlqGV+ySYWfB4hfmZQXkMiemaKDea7viOYYlsuolmAXmWaHmZ55iZX1B6cwAkjOEKwomXp7mYjnIkihGToamXpumboTWWMkac1gSbV7B5nMmUBnmVJVIc3HkQzdmYvABcroiaSimZ2YkhrnmeweSdVQB7iFCP6TmW9FkGDZkfPdli97iQxLAlqBd8gWc0/WmOhNCMbkIF9jkv/ybJoJdwi7g4BUNIoa+ZmbWWHEl4Nxp6oKjmcEywhyGaT83YoShyRFVzoijKobioY6PoovhkoZBpBHBHo3dHXwf3BL+oozv6XsN4YREKpK3koE8pBEVqpKDkoFdJh8bJpMUpBksqpYlUpa8YpVb6TFiaBF26pWP0pQWopWC6S2JqBGdapkWUpkTApmpKQ26qpGT6pk06p1MQp3RKQniKp3nKQXtqp32aR3X4lHwaqBKkiEjGioBqqGGqlgSapYzanVGaqFAaqVw6qec2ppaKTF9IqYq6qfWppcT4BIUKqvEzqLloL4tqqj2EqHe6qqw6Q516l1BQqrHqPSn6I5t4q+R1SqWwyqsj9KfACknCOqyAVKzGKkfImqyN6qvMqqy/WqnP2qyUF63Tqj/Leq1rapzHRqrWqq3wg44kCqngakTieqGfWq7byqM3qqrquq4n56lLYKvvOjkWmqlo+q31Sj23+JXzqq/7yjz3Gm1eCrABOzwDm6q6aLAHezsJ64kM27Ct87BRQK8SOzfZerEKlLEaK0Ac27HYGrFFYLEg6zUfW7LhKrJtqrIo6zcn27K4yrJyCrMeK7MLS7MB9LI42zwOoAA3+LMLiAGZt7PmwwD7d7TWR7RKu7RM27RO+7RQG7XJGgQAOw==)

例：rwx　rw-　r--

r=读取属性　　//值＝4  
w=写入属性　　//值＝2  
x=执行属性　　//值＝1

chmod u+x,g+w f01　　//为文件f01设置自己可以执行，组员可以写入的权限

chmod u=rwx,g=rw,o=r f01

chmod 764 f01

chmod a+x f01　　//对文件f01的u,g,o都设置可执行属性

文件的属主和属组属性设置

[root@localhost ~]# [chown](http://man.linuxde.net/chown) user:market f01　　//把文件f01给uesr，添加到market组

ll -d f1 查看目录f1的属性

## chown

语法：chown(选项)(参数)

作用：[chown](http://man.linuxde.net/chown)命令改变某个文件或目录的所有者和所属的组，该命令可以向某个用户授权，使该用户变成指定文件的所有者或者改变文件所属的组。用户可以是用户或者是用户D，用户组可以是组名或组[id](http://man.linuxde.net/id)。文件名可以使由空格分开的文件列表，在文件名中可以包含通配符。

只有文件主和超级用户才可以便用该命令。

选项

* -c或——changes：效果类似“-v”参数，但仅回报更改的部分；
* -f或--quite或——silent：不显示错误信息；
* -h或--no-dereference：只对符号连接的文件作修改，而不更改其他任何相关文件；
* -R或——recursive：递归处理，将指定目录下的所有文件及子目录一并处理；
* -v或——version：显示指令执行过程；
* --dereference：效果和“-h”参数相同；
* --[help](http://man.linuxde.net/help)：在线帮助；
* --reference=<参考文件或目录>：把指定文件或目录的拥有者与所属群组全部设成和参考文件或目录的拥有者与所属群组相同；
* --version：显示版本信息。

参数：

用户：组：指定所有者和所属工作组。当省略“：组”，仅改变文件所有者；  
 文件：指定要改变所有者和工作组的文件列表。支持多个文件和目标，支持shell通配符。

示例

将目录/usr/meng及其下面的所有文件、子目录的文件主改成 liu：

[root@localhost ~]# chown -R liu /usr/meng

## whoami

格式：whoami [选项]

作用：显示当前用户名称，本指令相当于执行“id -un”指令

选项：

❒ --help 在线帮助

❒ --version 显示版本信息

示例：

显示自己登录系统的用户名称

[root@localhost mnt]# whoami

root

## route

格式：route (选项)

作用：打印和操作ip路由表

 选项：

❒ add 添加一条新路由

❒ del 删除一条路由

❒ -net 目标地址是一个网络

❒ -host 目标地址是一个主机

❒ netmask 当添加 一个网络路由时，需要使用网络掩码

❒ gw 路由数据包通过网关。注意：你指定的网关必须能够达到

❒ metric 设置路由条数

添加一条到达192.168.2.0网络的路由，指定网络掩码为255.255.255.0,数据包通过网络接口eth0。

[root@localhost ~]# route add -net 192.168.2.0 netmask 255.255.255.0 dev eth0

添加一条到达192.57.66.0网络的路由，指定网络掩码为255.255.255.0,数据包通过网关地址192.168.2.1。

[root@localhost ~]#route add -net 192.57.66.0 netmask 255.255.255.0 gw 192.168.2.1

所有去往192.57.66.200主机的数据包发往网关地址192.168.2.1。

[root@localhost ~]#route add -host 192.57.66.200 gw 192.168.2.1

路由表内容说明：

查看路由

# route -n

Kernel IP routing table

Destination Gateway Genmask Flags Metric Ref Use Iface

192.57.66.200 192.168.1.1 255.255.255.255 UGH 0 0 0 eth0

192.168.1.0 0.0.0.0 255.255.255.0 U 0 0 0 eth0

Destination：目标网络或主机。  
Gateway：网关地址。  
Genmask：目标网络的网络掩码。"255.255.255.255"表示一个主机。"0.0.0.0"表示网关。  
Flags：标记。  
       U、路由被启用。  
       H、目标是一个主机  
       G、使用网关。

## vmstat

格式：vmstat (选项) (参数)

作用：显示虚拟内存状态（“Viryual Memor Statics”），但是它可以报告关于进程、内存、I/O等系统整体运行状态。

选项：

❒ -a 显示活动内页；

❒ -f 显示启动后创建的进程总数；

❒ -m 显示slab信息；

❒ -n 头信息仅显示一次；

❒ -s 以表格方式显示事件计数器和内存状态；

❒ -d 报告磁盘状态；

❒ -p 显示指定的硬盘分区状态；

❒ -S 输出信息的单位。

参数：

事件间隔：状态信息刷新的时间间隔；

次数：显示报告的次数。

一般vmstat工具的使用是通过两个数字参数来完成的，第一个参数是采样的时间间隔数，单位是秒，第二个参数是采样的次数。

示例：

当mpstat不带参数时，输出为从系统启动以来的平均值。

[root@localhost ~]#mpstat

Linux 2.6.9-5.31AXsmp (builder.redflag-linux.com) 12/16/2005

09:38:46 AM CPU %user %[nice](http://man.linuxde.net/nice) %system %iowait %irq %soft %idle intr/s

09:38:48 AM all 23.28 0.00 1.75 0.50 0.00 0.00 74.47 1018.59

实际上，在应用过程中，我们会在一段时间内一直监控，不想监控直接结束vmstat就行了。

[root@localhost ~]# vmstat 2

procs -----------memory---------- ---swap-- -----io---- -system-- ----cpu----  
 r b swpd free buff cache si so bi bo in cs us sy id wa  
 1 0 0 3499840 315836 3819660 0 0 0 1 2 0 0 0 100 0  
 0 0 0 3499584 315836 3819660 0 0 0 0 88 158 0 0 100 0

## sar

格式：sar (选项) (参数)

作用：对系统的活动进行报告，包括：文件的读写情况、系统调用的使用情况、磁盘IO、CPU效率、内存使用状况、进程活动及IPC有关的活动等

选项：

❒ -A：所有报告的总和

❒ -u：输出CPU使用情况的统计信息

❒ -v：输出inode、文件和其他内核表的统计信息

❒ -d：输出每一个块设备的活动信息

❒ -r：输出内存和交换空间的统计信息

❒ -b：显示I/O和传送速率的统计信息

❒ -a：文件读写情况

❒ -c：输出进程统计信息，每秒创建的进程数

❒ -R：输出内存页面的统计信息

❒ -y：终端设备活动情况

❒ -w：输出系统交换活动信息

参数：

间隔时间：每次报告的间隔时间（秒）

次数：显示报告的次数  
示例：

1、每10秒采样一次，连续采样3次，观察CPU 的使用情况，并将采样结果以二进制形式存入当前目录下的文件test中

[root@B-MA ~]# sar -u -o test 10 3

Linux 2.6.32-431.el6.x86\_64 (B-MA.china.cs) 11/24/2016 \_x86\_64\_ (4 CPU)

04:26:10 AM CPU %user %nice %system %iowait %steal %idle

04:26:20 AM all 0.00 0.00 0.13 0.03 0.00 99.85

04:26:30 AM all 0.03 0.00 0.15 0.00 0.00 99.82

04:26:40 AM all 0.03 0.00 0.13 0.00 0.00 99.85

Average: all 0.02 0.00 0.13 0.01 0.00 99.84drw-r--r-- 2 root root 6 Nov 7 15:45 test

2、每10秒采样一次，连续采样3次，监控内存分页：

[root@B-MA ~]# sar -r 10 3

Linux 2.6.32-431.el6.x86\_64 (B-MA.china.cs) 11/24/2016 \_x86\_64\_ (4 CPU)

04:31:18 AM kbmemfree kbmemused %memused kbbuffers kbcached kbcommit %commit

04:31:28 AM 200348 804064 80.05 24652 256072 1048080 34.52

04:31:38 AM 200224 804188 80.07 24668 256072 1048080 34.52

04:31:48 AM 200100 804312 80.08 24732 256076 1048080 34.52

Average: 200224 804188 80.07 24684 256073 1048080 34.52

3、每10秒采样一次，连续采样3次，报告缓冲区的使用情况

[root@B-MA /]# sar -b 10 3

Linux 2.6.32-431.el6.x86\_64 (B-MA.china.cs) 11/24/2016 \_x86\_64\_ (4 CPU)

05:53:50 AM tps rtps wtps bread/s bwrtn/s

05:54:00 AM 4.40 0.00 4.40 0.00 70.40

05:54:10 AM 1.40 0.00 1.40 0.00 12.81

## chkconfig

格式：chkconfig [--add][--del][--list][系统服务] 或 chkconfig [--level <等级代号>][系统服务][on/off/reset]

作用：用来更新（启动或停止）和查询系统服务的运行级信息

选项：

❒--add 　增加所指定的系统服务，让chkconfig指令得以管理它，并同时在系统启动的叙述文件内增加相关数据

❒--del 　删除所指定的系统服务，不再由chkconfig指令管理，并同时在系统启动的叙述文件内删除相关数据

❒--level<等级代号> 　指定读系统服务要在哪一个执行等级中开启或关毕

参数：

等级0表示：表示关机

等级1表示：单用户模式

等级2表示：无网络连接的多用户命令行模式

等级3表示：有网络连接的多用户命令行模式

等级4表示：不可用

等级5表示：带图形界面的多用户模式

等级6表示：重新启动

示例：

1、设置httpd在运行级别为2、3、4、5的情况下都是on（开启）的状态

[root@B-MA /]# chkconfig --level 2345 httpd on

[root@B-MA /]# chkconfig --list httpd

httpd 0:off 1:off 2:on 3:on 4:on 5:on 6:off

2、列出系统所有的服务启动情况

[root@B-MA /]# chkconfig --list httpd

httpd 0:off 1:off 2:on 3:on 4:on 5:on 6:off

[root@B-MA /]# chkconfig --list

NetworkManager 0:off 1:off 2:off 3:off 4:off 5:off 6:off

abrt-ccpp 0:off 1:off 2:off 3:on 4:off 5:on 6:off

abrtd 0:off 1:off 2:off 3:on 4:off 5:on 6:off

acpid 0:off 1:off 2:on 3:on 4:on 5:on 6:off

atd 0:off 1:off 2:off 3:on 4:on 5:on 6:off

auditd 0:off 1:off 2:on 3:on 4:on 5:on 6:off

blk-availability 0:off 1:on 2:on 3:on 4:on 5:on 6:off

bluetooth 0:off 1:off 2:off 3:on 4:on 5:on 6:off

cloudstack-management 0:off 1:off 2:on 3:on 4:on 5:on 6:off

cpuspeed 0:off 1:on 2:on 3:on 4:on 5:on 6:off

crond 0:off 1:off 2:on 3:on 4:on 5:on 6:off

cups 0:off 1:off 2:on 3:on 4:on 5:on 6:off

dhcpd 0:off 1:off 2:off 3:off 4:off 5:off 6:off

dhcpd6 0:off 1:off 2:off 3:off 4:off 5:off 6:off

dhcrelay 0:off 1:off 2:off 3:off 4:off 5:off 6:off

firstboot 0:off 1:off 2:off 3:on 4:off 5:on 6:off

haldaemon 0:off 1:off 2:off 3:on 4:on 5:on 6:off

httpd 0:off 1:off 2:on 3:on 4:on 5:on 6:off

ip6tables 0:off 1:off 2:on 3:on 4:on 5:on 6:off

iptables 0:off 1:off 2:off 3:off 4:off 5:off 6:off

……..

## xargs

作用  
用作替换工具，读取输入数据重新格式化后输出

格式

xargs [-nd]

主要参数说明

-n：多行输出

-d：自定义一个定界符

## nc/netcat

作用  
netcat命令的简称，都是用来设置路由器

格式

nc [-gGhLnoprsuvzw] [主机/主机号]

主要参数说明

❒-g<网关>：设置路由器跃程通信网关，最多设置8个

❒-G<指向器数目>：设置来源路由指向器，其数值为4的倍数

❒-h：在线帮助； -i<延迟秒数>：设置时间间隔，以便传送信息及扫描通信端口

❒-l：使用监听模式，监控传入的资料

❒-n：直接使用ip地址，而不通过域名服务器

❒-o<输出文件>：指定文件名称，把往来传输的数据以16进制字码倾倒成该文件保存

❒-p<通信端口>：设置本地主机使用的通信端口

❒-r：指定源端口和目的端口都进行随机的选择

❒-s<来源位址>：设置本地主机送出数据包的IP地址

❒-u：使用UDP传输协议

❒-v：显示指令执行过程

❒-w<超时秒数>：设置等待连线的时间

❒-z：使用0输入/输出模式，只在扫描通信端口时使用

## nohup

作用  
将程序以忽略挂起信号的方式运行起来，被运行的程序的输出信息将不会显示到终端

格式

nohup [要运行的程序及选项]

## time

作用  
统计给定命令所花费的总时间格式

time [指定需要运行的额指令及其参数]

示例：

[root@XD Desktop]# time ls

a.txt

real 0m0.002s

user 0m0.000s

sys 0m0.002s

## eject

作用  
退出抽取式设备。若设备已挂入，则eject命令会先将该设备卸除再退出

格式

eject [-facdnqrst] [指定弹出的设备名称]

主要参数说明

-a<开关>或--auto<开关>：控制设备的自动退出功能

-c<光驱编号>或--changerslut<光驱编号> 选择光驱柜中的光驱

-d或--default：显示预设的设备，而不是实际执行动作

-f或--floppy：退出抽取式磁盘

-n或--noop：显示指定的设备

-q或--tape：退出磁带

-r或--cdrom：退出光盘

-s或--scsi：以SCSI指令来退出设备

-t或--trayclose：关闭光盘的托盘

## unalias

作用  
取消命令别名，是为shell内建命令

格式

unalias [-a] [指定要取消的命令别名]

主要参数说明

-a：取消所有命令别名

## alias

作用  
设置指令的别名

格式

alias [-p] [命令别名]

主要参数说明

-p：打印已经设置的命令别名

## watch

作用  
以周期性的方式执行给定的指令，指令输出以全屏方式显示

格式

watch [-ndt] [周期性执行指令]

主要参数说明

-n：指定指令执行的间隔时间（秒）

-d：高亮显示指令输出信息不同之处

-t：不显示标题

## yum

作用  
在Fedora和RedHat以及SUSE中基于rpm的软件包管理器

格式

yum [-cyqvdeRC] [install]

主要参数说明

❒-y：对所有的提问都回答“yes”

❒-c：指定配置文件

❒-q：安静模式

❒-v：详细模式

❒-d：设置调试等级（0-10）

❒-e：设置错误等级（0-10）

❒-R：设置yum处理一个命令的最大等待时间

❒-C：完全从缓存中运行，而不去下载或者更新任何头文件

install：安装rpm软件包

update：更新rpm软件包

check-update：检查是否有可用的更新rpm软件包

remove：删除指定的rpm软件包； list：显示软件包的信息

search：检查软件包的信息

info：显示指定的rpm软件包的描述信息和概要信息

clean：清理yum过期的缓存

shell：进入yum的shell提示符

resolvedep：显示rpm软件包的依赖关系

localinstall：安装本地的rpm软件包

localupdate：显示本地rpm软件包进行更新

deplist：显示rpm软件包的所有依赖关系

示例：

[root@XD Desktop]# yum install httpd

## last

格式：chkconfig [--add][--del][--list][系统服务] 或 chkconfig [--level <等级代号>][系统服务][on/off/reset]

作用：用于显示最近用户登录信息，它是读取/var/log/wtmp的文件，并把该给文件的内容记录的登入系统的用户名单全部显示出来。

参数：

用户名：显示用户登录列表

终端：显示从指定终端的登陆列表

选项：

❒-a：把从何处登入系统的主机名称或ip地址，显示在最后一行

❒-d：将IP地址转换成主机名称

❒-f <记录文件>：指定记录文件

❒-n <显示列数>或-<显示列数>：设置列出名单的显示列数

❒-R：不显示登入系统的主机名称或IP地址

❒-x：显示系统关机，重新开机，以及执行等级的改变等信息

示例：

1、显示用户登录情况

[root@B-MA ~]# last

root pts/0 192.168.138.1 Thu Nov 24 08:30 still logged in

reboot system boot 2.6.32-431.el6.x Thu Nov 24 08:18 - 08:31 (00:12)

root pts/0 192.168.138.1 Thu Nov 24 06:39 - crash (01:39)

root pts/1 192.168.138.1 Thu Nov 24 06:24 - 06:24 (00:00)

root pts/0 192.168.138.1 Thu Nov 24 04:24 - 06:24 (02:00)

root pts/0 192.168.138.1 Thu Nov 24 04:23 - 04:24 (00:00)

root tty1 Thu Nov 24 04:14 - crash (04:04)

reboot system boot 2.6.32-431.el6.x Thu Nov 24 04:13 - 08:31 (04:17)

root tty1 Wed Nov 23 10:02 - down (00:00)

reboot system boot 2.6.32-431.el6.x Wed Nov 23 05:59 - 10:02 (04:02)

2、把从何处登录系统的主机名称或者IP显示在最后一行

[root@B-MA ~]# last -a

root pts/0 Thu Nov 24 08:30 still logged in 192.168.138.1

reboot system boot Thu Nov 24 08:18 - 08:33 (00:14) 2.6.32-431.el6.x86\_64

root pts/0 Thu Nov 24 06:39 - crash (01:39) 192.168.138.1

root pts/1 Thu Nov 24 06:24 - 06:24 (00:00) 192.168.138.1

root pts/0 Thu Nov 24 04:24 - 06:24 (02:00) 192.168.138.1

root pts/0 Thu Nov 24 04:23 - 04:24 (00:00) 192.168.138.1

3、显示最近10次，且不显示登入系统的主机名称或IP地址

[root@B-MA ~]# last -10 -R

root pts/0 Thu Nov 24 08:30 still logged in

reboot system boot Thu Nov 24 08:18 - 08:34 (00:15)

root pts/0 Thu Nov 24 06:39 - crash (01:39)

root pts/1 Thu Nov 24 06:24 - 06:24 (00:00)

root pts/0 Thu Nov 24 04:24 - 06:24 (02:00)

root pts/0 Thu Nov 24 04:23 - 04:24 (00:00)

root tty1 Thu Nov 24 04:14 - crash (04:04)

reboot system boot Thu Nov 24 04:13 - 08:34 (04:20)

root tty1 Wed Nov 23 10:02 - down (00:00)

reboot system boot Wed Nov 23 05:59 - 10:02 (04:02)

## passwd

格式：passwd (选项) (参数)

作用：用于设置用户的认证信息，包括用户密码、密码过期时间等。系统管理者则能用它管理系统用户的密码。只有管理者可以指定用户名称，一般用户只能变更自己的密码。   
参数：

用户名：需要设置密码的用户名。

选项：

❒-d：删除密码，仅有系统管理者才能使用；

❒-f：强制执行；

❒-k：设置只有在密码过期失效后，方能更新；

❒-l：锁住密码；

❒-s：列出密码的相关信息，仅有系统管理者才能使用；

❒-u：解开已上锁的帐号。

示例：

1. 给新建的用户设置密码（需要使用root账户的权限来设置）

[root@B-MA ~]# passwd xuegod

Changing password for user xuegod.

New password:

BAD PASSWORD: it is too simplistic/systematic

BAD PASSWORD: is too simple

Retype new password:

passwd: all authentication tokens updated successfully.

1. 给自身设置密码，直接运行passwd

[xuegod@B-MA root]$ passwd

Changing password for user xuegod.

Changing password for xuegod.

(current) UNIX password:

New password:

Retype new password:

passwd: all authentication tokens updated successfully.

1. 锁定普通用户不能更改密码

[root@B-MA ~]# passwd -l xuegod #锁定用户xuegod不能修改密码

Locking password for user xuegod.

passwd: Success

[root@B-MA ~]# su xuegod #切换到xuegod用户

[xuegod@B-MA root]$ passwd

Changing password for user xuegod.

Changing password for xuegod.

(current) UNIX password:

passwd: Authentication token manipulation error #提示无法更改密码

1. 清除账户密码

[root@B-MA ~]# passwd -S xuegod #查询xuegod账户密码状态

xuegod PS 2016-11-23 0 99999 7 -1 (Password set, MD5 crypt.)

[root@B-MA ~]# passwd -d xuegod #清除xuegod账户密码

Removing password for user xuegod.

passwd: Success #更改成功

[root@B-MA ~]# passwd -S xuegod #清除后再次查询该账户密码状态

xuegod NP 2016-11-23 0 99999 7 -1 (Empty password.) #提示空密码

**mpstat**

格式：mpstat (选项) (参数)

作用：指令主要用于多CPU环境下，它显示各个可用CPU的状态系你想。这些信息存放在/proc/[stat](http://man.linuxde.net/stat)文件中。在多CPUs系统里，其不但能查看所有CPU的平均状况信息，而且能够查看特定CPU的信息。

选项：

❒ -P 指定CPU编号。

参数：

间隔时间：每次报告的间隔时间（秒）；

次数：显示报告的次数。

示例：

1、当mpstat不带参数时，输出为从系统启动以来的平均值。

[root@localhost ~]# mpstat

Linux 2.6.9-5.31AXsmp (builder.redflag-linux.com) 12/16/2005

09:38:46 AM CPU %user %[nice](http://man.linuxde.net/nice) %system %iowait %irq %soft %idle intr/s

09:38:48 AM all 23.28 0.00 1.75 0.50 0.00 0.00 74.47 1018.59

2、每2秒产生了2个处理器的统计数据报告

下面的命令可以每2秒产生了2个处理器的统计数据报告，一共产生三个interval 的信息，然后再给出这三个interval的平均信息。

[root@localhost ~]# mpstat -P ALL 2 3

Linux 2.6.18-164.el5 (server.sys.com) 01/04/2010

09:34:20 PM CPU %user %nice %sys %iowait %irq %soft %steal %idle intr/s

09:34:22 PM all 0.00 0.00 0.00 0.00 0.00 0.00 0.00 100.00 1001.49

09:34:22 PM 0 0.00 0.00 0.50 0.00 0.00 0.00 0.00 99.50 1001.00

09:34:22 PM 1 0.00 0.00 0.00 0.00 0.00 0.00 0.00 100.00 0.00

**iostat**

格式：iostat (选项) (参数)

作用：被用于监视系统输入输出设备和CPU的使用情况。它的特点是汇报磁盘活动统计情况，同时也会汇报出CPU使用情况。

选项：

❒ -c 仅显示CPU使用情况；

❒ -d 仅显示设备利用率；

❒ -k 显示状态以千字节每秒为单位，而不使用块每秒；

❒ m 显示状态以兆字节每秒为单位；

❒ -p 仅显示块设备和所有被使用的其他分区的状态；

❒ -t 显示每个报告产生时的时间；

❒ -V 显示版号并退出；

❒ -x 显示扩展状态。

参数：

间隔时间：每次报告的间隔时间（秒）；

次数：显示报告的次数。

示例：

用iostat -x /dev/sda1来观看磁盘I/O的详细情况：

[root@localhost ~]# iostat -x /dev/sda1

Linux 2.6.18-164.el5xen (localhost.localdomain)

2016年11月26日

avg-cpu: %user %[nice](http://man.linuxde.net/nice) %system %iowait

%steal %idle

0.11 0.02 0.18 0.35

0.03 99.31

Device: tps Blk\_read/s Blk\_wrtn/s

Blk\_read Blk\_wrtn

sda1 0.02 0.08

0.00 2014 4

## lastlog

格式：lastlog(选项)

作用：astlog命令用于显示系统中所有用户最近一次登录信息。  
选项：

❒-b<天数> 显示指定天数前的登录信息；

❒-h 显示召集令的帮助信息；

❒-t<天数> 显示指定天数以来的登录信息；

❒-u<用户名> 显示指定用户的最近登录信息。  
示例：

[root@haobo66 ~]# lastlog

Username Port From Latest

root pts/0 192.168.1.104 Thu Nov 17 17:33:22 +0800 2016

bin \*\*Never logged in\*\*

daemon \*\*Never logged in\*\*

adm \*\*Never logged in\*\*

lp \*\*Never logged in\*\*

sync \*\*Never logged in\*\*

shutdown \*\*Never logged in\*\*

halt \*\*Never logged in\*\*

mail \*\*Never logged in\*\*

uucp \*\*Never logged in\*\*

operator \*\*Never logged in\*\*

games \*\*Never logged in\*\*

gopher \*\*Never logged in\*\*

ftp \*\*Never logged in\*\*

nobody \*\*Never logged in\*\*

dbus \*\*Never logged in\*\*

vcsa \*\*Never logged in\*\*

rpc \*\*Never logged in\*\*

abrt \*\*Never logged in\*\*

saslauth \*\*Never logged in\*\*

postfix \*\*Never logged in\*\*

haldaemon \*\*Never logged in\*\*

ntp \*\*Never logged in\*\*

rpcuser \*\*Never logged in\*\*

nfsnobody \*\*Never logged in\*\*

sshd \*\*Never logged in\*\*

tcpdump \*\*Never logged in\*\*

## finger

格式：finger(选项)(参数)

作用：finger命令用于查找并显示用户信息。包括本地与远端主机的用户皆可，帐号名称没有大小写的差别。单独执行finger指令，它会显示本地主机现在所有的用户的登陆信息，包括帐号名称，真实姓名，登入终端机，闲置时间，登入时间以及地址和电话。

选项：

❒-l：列出该用户的帐号名称，真实姓名，用户专属目录，登入所用的Shell，登入时间，转信地址，电子邮件状态，还有计划文件和方案文件内容；

❒-m：排除查找用户的真实姓名；

❒-s：列出该用户的帐号名称，真实姓名，登入终端机，闲置时间，登入时间以及地址和电话；

❒-p：列出该用户的帐号名称，真实姓名，用户专属目录，登入所用的Shell，登入时间，转信地址，电子邮件状态，但不显示该用户的计划文件和方案文件内容。

参数：

用户名：指定要查询信息的用户。

示例：

[root@haobo66 ~]# finger

Login Name Tty Idle Login Time Office Office Phone

root root tty1 2 Nov 17 19:45

root root pts/0 Nov 17 19:45 (192.168.1.104)

## ethtool

格式：

ethtool [ -a | -c | -g | -i | -d | -k | -r | -S |] ethX

ethtool [-A] ethX [autoneg on|off] [rx on|off] [tx on|off]

ethtool [-C] ethX [adaptive-rx on|off] [adaptive-tx on|off] [rx-usecs N] [rx-frames N] [rx-usecs-irq N] [rx-frames-irq N] [tx-usecs N] [tx-frames N] [tx-usecs-irq N] [tx-frames-irq N] [stats-block-usecs N][pkt-rate-low N][rx-usecs-low N] [rx-frames-low N] [tx-usecs-low N] [tx-frames-lowN] [pkt-rate-high N] [rx-usecs-high N] [rx-frames-high N] [tx-usecs-high N] [tx-frames-high N] [sample-interval N]

ethtool [-G] ethX [rx N] [rx-mini N] [rx-jumbo N] [tx N]

ethtool [-e] ethX [raw on|off] [offset N] [length N]

ethtool [-E] ethX [magic N] [offset N] [value N]

ethtool [-K] ethX [rx on|off] [tx on|off] [sg on|off] [tso on|off]

ethtool [-p] ethX [N]

ethtool [-t] ethX [offline|online]

ethtool [-s] ethX [speed 10|100|1000] [duplex half|full] [autoneg on|off] [por tp|aui|bnc|mii] [phyad N] [xcvr internal|external]

[wol p|u|m|b|a|g|s|d...] [sopass xx:yy:zz:aa:bb:cc] [msglvl N]  
作用：ethtool命令用于获取以太网卡的配置信息，或者修改这些配置。这个命令比较复杂，

功能特别多。

选项：

❒ -a 查看网卡中 接收模块RX、发送模块TX和Autonegotiate模块的状态：启动on 或 停用off。

❒ -A 修改网卡中 接收模块RX、发送模块TX和Autonegotiate模块的状态：启动on 或 停用off。

❒ -c display the Coalesce information of the specified ethernet card。

❒ -C Change the Coalesce setting of the specified ethernet card。

❒ -g Display the rx/tx ring parameter information of the specified ethernet card。

❒ -G change the rx/tx ring setting of the specified ethernet card。

❒ -i 显示网卡驱动的信息，如驱动的名称、版本等。

❒ -d 显示register dump信息, 部分网卡驱动不支持该选项。

❒ -e 显示EEPROM dump信息，部分网卡驱动不支持该选项。

❒ -E 修改网卡EEPROM byte。

❒-k 显示网卡Offload参数的状态：on 或 off，包括rx-checksumming、tx-checksumming等。

❒ -K 修改网卡Offload参数的状态。

❒ -p 用于区别不同ethX对应网卡的物理位置，常用的方法是使网卡port上的led不断的闪；N指示了网卡闪的持续时间，以秒为单位。

❒ -r 如果auto-negotiation模块的状态为on，则restarts auto-negotiation。

❒ -S 显示NIC- and driver-specific 的统计参数，如网卡接收/发送的字节数、接收/发送的广播包个数等。

❒ -t 让网卡执行自我检测，有两种模式：offline or online。

❒ -s 修改网卡的部分配置，包括网卡速度、单工/全双工模式、mac地址等。

## mii-tool

格式：mii-tool [-VvRrwl] [-A media,... | -F media] [interface ...]  
作用：**linux下专门设置网卡工作模式的命令**

选项：

❒ -v 显示网络接口的信息；

❒-R 重设MII到开启状态；

❒-r 重启自动协商模式；

❒-w 查看网络接口连接的状态变化；

❒-l 写入事件到系统日志；

❒-F 更改网络接口协商方式；

❒-A 指令特定的网络接口；

❒ -V 显示网络接口的信息；

关于 mii-tool的更多用法，你可以通过指定mii-tool -h 选项或man mii-tool查询

示例：

1. 查看网卡的工作状态，

[root@xuegod65 ~]# mii-tool eth0

eth0: negotiated 100baseTx-FD, link ok

2显示网络接口信息，注意，这里是小写的 v

[root@xuegod65 ~]# mii-tool -v eth0

eth0: negotiated 100baseTx-FD, link ok

product info: vendor 00:50:43, model 2 rev 3

basic mode: autonegotiation enabled

basic status: autonegotiation complete, link ok

capabilities: 100baseTx-FD 100baseTx-HD 10baseT-FD 10baseT-HD

advertising: 100baseTx-FD 100baseTx-HD 10baseT-FD 10baseT-HD

link partner: 100baseTx-FD 100baseTx-HD 10baseT-FD 10baseT-HD

3 重设MII到开启状态，重设之后，网卡的工作模式会变成半双工模式

重设前：

eth0: negotiated 100baseTx-FD, link ok

product info: vendor 00:50:43, model 2 rev 3

basic mode: autonegotiation enabled

basic status: autonegotiation complete, link ok

capabilities: 100baseTx-FD 100baseTx-HD 10baseT-FD 10baseT-HD

advertising: 100baseTx-FD 100baseTx-HD 10baseT-FD 10baseT-HD

link partner: 100baseTx-FD 100baseTx-HD 10baseT-FD 10baseT-HD

重设

[root@xuegod65 ~]# mii-tool -R eth0

resetting the transceiver...

重设后：

[root@xuegod65 ~]# mii-tool -v eth0

eth0: 10 Mbit, half duplex, link ok

product info: vendor 00:50:43, model 2 rev 3

basic mode:  **10 Mbit, half duplex**

basic status: **link ok**

capabilities: 100baseTx-FD 100baseTx-HD 10baseT-FD 10baseT-HD

advertising: 100baseTx-FD 100baseTx-HD 10baseT-FD 10baseT-HD

link partner: 100baseTx-FD 100baseTx-HD 10baseT-FD 10baseT-HD

注意加深颜色部分，发现工作模式已经改变。

4 恢复网卡的自适应模式

恢复前：

[root@xuegod65 ~]# mii-tool -v eth0

eth0: 10 Mbit, half duplex, link ok

product info: vendor 00:50:43, model 2 rev 3

basic mode: **10 Mbit, half duplex**

basic status: **link ok**

capabilities: 100baseTx-FD 100baseTx-HD 10baseT-FD 10baseT-HD

advertising: 100baseTx-FD 100baseTx-HD 10baseT-FD 10baseT-HD

link partner: 100baseTx-FD 100baseTx-HD 10baseT-FD 10baseT-HD

恢复：

[root@xuegod65 ~]# mii-tool -r eth0

restarting autonegotiation...

恢复后：

[root@xuegod65 ~]# mii-tool -v eth0

eth0: negotiated 100baseTx-FD, link ok

product info: vendor 00:50:43, model 2 rev 3

basic mode: **autonegotiation enabled**

basic status: **autonegotiation complete, link ok**

capabilities: 100baseTx-FD 100baseTx-HD 10baseT-FD 10baseT-HD

advertising: 100baseTx-FD 100baseTx-HD 10baseT-FD 10baseT-HD

link partner: 100baseTx-FD 100baseTx-HD 10baseT-FD 10baseT-HD

注意加深颜色部分，发现状态和工作模式都已经改变。

5 时时动态的查看网络接口连接的状态变化

[root@xuegod65 ~]# mii-tool -w eth0

14:52:50 eth0: negotiated 100baseTx-FD, link ok

6 将当前的连接状态写到系统日志中

[root@xuegod65 ~]# mii-tool -l eth0

eth0: negotiated 100baseTx-FD, link ok

7.若要将 eht0 的工作模式由100M全双工改为10M半双工模式如何修改

更改前，发现网卡工作在100M全双工模式下

[root@xuegod65 ~]# mii-tool -v eth0

eth0: negotiated **100baseTx-FD,** link ok

product info: vendor 00:50:43, model 2 rev 3

basic mode: autonegotiation enabled

basic status: autonegotiation complete, link ok

capabilities: 100baseTx-FD 100baseTx-HD 10baseT-FD 10baseT-HD

advertising: 100baseTx-FD 100baseTx-HD 10baseT-FD 10baseT-HD

link partner: 100baseTx-FD 100baseTx-HD 10baseT-FD 10baseT-HD

现将网卡更改为 10M双半双工

[root@xuegod65 ~]# mii-tool -F 10baseT-HD eth0

更改后，发现工作模式已经改变过来

[root@xuegod65 ~]# mii-tool -v eth0

eth0: **10 Mbit, half duplex**, link ok

product info: vendor 00:50:43, model 2 rev 3

basic mode: 10 Mbit, half duplex

basic status: link ok

capabilities: 100baseTx-FD 100baseTx-HD 10baseT-FD 10baseT-HD

advertising: 100baseTx-FD 100baseTx-HD 10baseT-FD 10baseT-HD

link partner: 100baseTx-FD 100baseTx-HD 10baseT-FD 10baseT-HD

8 指令特定的网络接口，如：将网卡的自适应模式开启并启用。

启用前：

[root@xuegod65 ~]# mii-tool -v eth0

eth0: **10 Mbit, half duplex**, link ok

product info: vendor 00:50:43, model 2 rev 3

basic mode:  **10 Mbit, half duplex**

basic status: link ok

capabilities: 100baseTx-FD 100baseTx-HD 10baseT-FD 10baseT-HD

advertising: 100baseTx-FD 100baseTx-HD 10baseT-FD 10baseT-HD

link partner: 100baseTx-FD 100baseTx-HD 10baseT-FD 10baseT-HD

将网卡的自适应模式开启：

root@xuegod65 ~]# mii-tool -A 100baseTx-FD eth0

restarting autonegotiation...

开启后，再次查看，发现网卡的工作模式已经变为100M全双工的工作模式

[root@xuegod65 ~]# mii-tool -v eth0

eth0: **negotiated 100baseTx-FD**, link ok

product info: vendor 00:50:43, model 2 rev 3

basic mode: **autonegotiation enabled**

basic status: autonegotiation complete, link ok

capabilities: 100baseTx-FD 100baseTx-HD 10baseT-FD 10baseT-HD

advertising: 100baseTx-FD 100baseTx-HD 10baseT-FD 10baseT-HD

link partner: 100baseTx-FD 100baseTx-HD 10baseT-FD 10baseT-HD

9 显示版本信息  
root@xuegod65 ~]# mii-tool -V eth0

mii-tool.c 1.9 2000/04/28 00:56:08 (David Hinds)

eth0: negotiated 100baseTx-FD, link ok

更多示例，可以通过网上搜索获取

## dmidecode

格式：dmidecode (选项)

作用：在Linux系统下获取有关硬件方面的信息  
选项：

❒-h：显示帮助信息。

❒-s：只显示指定DMI字符串的信息。(string)

❒-t：只显示指定条目的信息。(type)

❒-V：显示版本信息。

❒ -d：(default:/dev/mem)从设备文件读取信息，输出内容与不加参数标准输出相同。

❒--dump-bin file：将DMI数据转储到一个二进制文件中。

❒--from-dump FILE：从一个二进制文件读取DMI数据。

更多选项可以通过dmidecode --help 或 man dmidecode 获取

示例：

1 直接命令，后面不带选项，则默认查看所有硬件信息,因信息量过大，可以通过 |more 分页查看,若要退出 ，直接输入q 即可

[root@xuegod65 ~]# dmidecode | more

# dmidecode 2.11

SMBIOS 2.7 present.

620 structures occupying 29956 bytes.

Table at 0x000E0010.

Handle 0x0000, DMI type 0, 24 bytes

BIOS Information

Vendor: Phoenix Technologies LTD

Version: 6.00

Release Date: 07/02/2015

Address: 0xEA5E0

Runtime Size: 88608 bytes

ROM Size: 64 kB

Characteristics:

ISA is supported

PCI is supported

PC Card (PCMCIA) is supported

PNP is supported

APM is supported

BIOS is upgradeable

。。。。。。。。。。。。。。。。。。。。。。。。。。

2.获取帮助信息

[root@xuegod65 ~]# dmidecode -h

Usage: dmidecode [OPTIONS]

Options are:

-d, --dev-mem FILE Read memory from device FILE (default: /dev/mem)

-h, --help Display this help text and exit

-q, --quiet More verbose output

-s, --string KEYWORD Only display the value of the given DMI string

-t, --type TYPE Only display the entries of given type

-u, --dump Do not decode the entries

--dump-bin FILE Dump the DMI data to a binary file

--from-dump FILE Read the DMI data from a binary file

-V, --version Display the version and exit

3显示指定DMI字符串的信息

先查看可以查看哪些DMI字符串信息

[root@xuegod65 ~]# dmidecode -s

dmidecode: option requires an argument -- 's'

String keyword expected

Valid string keywords are:

bios-vendor

bios-version

bios-release-date

system-manufacturer

system-product-name

system-version

system-serial-number

system-uuid

baseboard-manufacturer

baseboard-product-name

baseboard-version

baseboard-serial-number

baseboard-asset-tag

chassis-manufacturer

chassis-type

chassis-version

chassis-serial-number

chassis-asset-tag

processor-family

processor-manufacturer

processor-version

processor-frequency

如：要查看 BIOS 的版本信息，后面跟上对应的名称即可

BIOS 的版本信息

[root@xuegod65 ~]# dmidecode -s bios-version

6.00

系统序列号等各种信息

系统序列号

[root@xuegod65 ~]# dmidecode -s system-serial-number

VMware-56 4d 01 01 f1 6d 07 4b-a3 e2 54 84 0e bb 2f a6

4 显示指定条目的信息

先查看可以查看哪些条目信息

[root@xuegod65 ~]# dmidecode -t

dmidecode: option requires an argument -- 't'

Type number or keyword expected

Valid type keywords are:

bios

system

baseboard

chassis

processor

memory

cache

connector

slot

如：要查看 BIOS 的详细信息，后面跟上对应的名称即可

BIOS 的详细信息

[root@xuegod65 ~]# dmidecode -t bios | more

# dmidecode 2.11

SMBIOS 2.7 present.

Handle 0x0000, DMI type 0, 24 bytes

BIOS Information

Vendor: Phoenix Technologies LTD

Version: 6.00

Release Date: 07/02/2015

Address: 0xEA5E0

Runtime Size: 88608 bytes

ROM Size: 64 kB

Characteristics:

ISA is supported

PCI is supported

PC Card (PCMCIA) is supported

PNP is supported

APM is supported

BIOS is upgradeable

BIOS shadowing is allowed

ESCD support is available系统序列号

。。。。。。。。。。。。。。。。。。。。。。。。。。

内存的详细信息等各种信息

[root@xuegod65 ~]# dmidecode -t memory | more

# dmidecode 2.11

SMBIOS 2.7 present.

Handle 0x0084, DMI type 5, 46 bytes

Memory Controller Information

Error Detecting Method: None

Error Correcting Capabilities:

None

Supported Interleave: One-way Interleave

Current Interleave: One-way Interleave

Maximum Memory Module Size: 32768 MB

Maximum Total Memory Size: 491520 MB

Supported Speeds:

70 ns

60 ns

Supported Memory Types:

FPM

EDO

DIMM

SDRAM

。。。。。。。。。。。。。。。。。。。。。。。。。。。

5 从设备文件读取信息，输出内容与不加参数标准输出相同

[root@xuegod65 ~]# dmidecode -d /dev/mem | more

# dmidecode 2.11

SMBIOS 2.7 present.

620 structures occupying 29956 bytes.

Table at 0x000E0010.

Handle 0x0000, DMI type 0, 24 bytes

BIOS Information

Vendor: Phoenix Technologies LTD

Version: 6.00

Release Date: 07/02/2015

Address: 0xEA5E0

Runtime Size: 88608 bytes

ROM Size: 64 kB

Characteristics:

ISA is supported

PCI is supported

PC Card (PCMCIA) is supported

PNP is supported

APM is supported

BIOS is upgradeable

。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。

6 将DMI数据转储到一个二进制文件中，如要将数据存储到Dmidate.bin 这个文件中

[root@xuegod65 ~]# dmidecode --dump-bin Dmidate.bin

# dmidecode 2.11

SMBIOS 2.7 present.

# Writing 29956 bytes to Dmidate.bin.

# Writing 31 bytes to Dmidate.bin.

7. 从一个二进制文件读取DMI数据，如从Dmidate.bin这个文件中读取数据

[root@xuegod65 ~]# dmidecode --from-dump Dmidate.bin | more

# dmidecode 2.11

Reading SMBIOS/DMI data from file Dmidate.bin.

SMBIOS 2.7 present.

620 structures occupying 29956 bytes.

Handle 0x0000, DMI type 0, 24 bytes

BIOS Information

Vendor: Phoenix Technologies LTD

Version: 6.00

Release Date: 07/02/2015

Address: 0xEA5E0

Runtime Size: 88608 bytes

ROM Size: 64 kB

Characteristics:

ISA is supported

PCI is supported

PC Card (PCMCIA) is supported

PNP is supported

APM is supported

BIOS is upgradeable

8显示版本信息

[root@xuegod65 ~]# dmidecode -V

2.11

更多示例，可以通过网上搜索获取

## dmesg

dmesg(选项)

作用：检查和控制内核的环形缓冲区。

选项：

❒ -c 显示信息后，清除ring buffer中的内容；

❒ -s <缓冲区大小> 预设置为8196，刚好等于ring buffer的大小；

❒ -n 设置记录信息的层级。

❒ -C 清除内核环形缓冲区(ring butter)

❒ -D 禁止向终端打印消息

❒ -d 显示打印消息之间的时间差

❒ -e 以易读格式显示本地时间和时间差

❒ -E 启用向终端打印消息

❒ -F 用文件代替内核日志缓冲区

❒ -f <列表> 将输出限制为定义的设施

❒ -H 易读格式输出

❒ -k 显示内核消息

❒ -L<列表> 显示彩色消息

❒ -l <列表> 限制输出级别

❒ -P 不将输出通过管道传递给分页程序

❒ -r 打印原生消息缓冲区

❒ -S 强制使用 syslog(2) 而非 /dev/kmsg

❒ -T 显示易读的时间戳(如果您使用了SUSPEND/RESUME

则可能不准)

❒ -t 不打印消息时间戳

❒ -u 显示用户空间消息

❒ -w 等待新消息

❒ -x 将设施和级别解码为可读的字符串

❒ -h 显示此帮助并退出

❒ -V 输出版本信息并退出

示例：

[root@xuegod63 ~]# dmesg | head

Initializing cgroup subsys cpuset

Initializing cgroup subsys cpu

Linux version 2.6.32-431.el6.x86\_64 (mockbuild@c6b8.bsys.dev.centos.org) (gcc version 4.4.7 20120313 (Red Hat 4.4.7-4) (GCC) ) #1 SMP Fri Nov 22 03:15:09 UTC 2013

Command line: ro root=UUID=aa300141-a4bc-46e0-b46c-54f5bc6a714d rd\_NO\_LUKS rd\_NO\_LVM LANG=en\_US.UTF-8 rd\_NO\_MD SYSFONT=latarcyrheb-sun16 crashkernel=auto KEYBOARDTYPE=pc KEYTABLE=us rd\_NO\_DM rhgb quiet

KERNEL supported cpus:

Intel GenuineIntel

AMD AuthenticAMD

Centaur CentaurHauls

BIOS-provided physical RAM map:

BIOS-e820: 0000000000000000 - 000000000009ec00 (usable)

## lspci

格式：lspci (选项)

作用：用于显示当前主机的所有PCI总线信息，以及所有已连接的PCI设备信息

选项：

❒ -n：以数字方式显示PCI厂商和设备代码  
❒ -b：以总线为中心的视图  
❒ -x：以十六进制显示 PCI 配置空间 (configuration space) 的前64个字节映像 (标准头部信息)

❒ -v：以冗余模式显示所有设备的详细信息

❒ -m：以机器可读方式显示

❒ -t：以树状结构显示PCI设备的层次关系，包括所有的总线、桥、设备以及它们之间的联接

❒-k：显示内核驱动程序处理每个设备和内核模块的能力

❒-q：通过DNS 查询未知ID的PCI

❒-G启用PCI的访问调试

❒ -d ：[<vendor>]:[<device>] 只显示指定生产厂商和设备 ID 的设备。 这两个 ID 都以十六进制表示，可以忽略或者以「\*」代替显示PCI设备信息

❒ -i <file> ：使用 <file> 作为 PCI ID 数据库而不是使用预设的 /usr/share/hwdata/pci.ids。

❒-p <dir> ：使用 <dir> 作为包含 PCI 总线信息的目录而不是使用预设的目录 /proc/bus/pci

❒ -s [[<bus>]:][<slot>][.[<func>]] 仅显示指定总线、插槽上的设备或设备上的功能块信

关于 lspci 的更多用法，你可以通过指定 lspci -h 选项或man lspci查询

示例：

1 以数字方式显示PCI厂商和设备代码, 因信息量过大，可以通过 | more 分页查看,若要退出，直接输入q 即可

[root@xuegod65 ~]# lspci –n | more

00:00.0 0600: 8086:7190 (rev 01)

00:01.0 0604: 8086:7191 (rev 01)

00:07.0 0601: 8086:7110 (rev 08)

00:07.1 0101: 8086:7111 (rev 01)

00:07.3 0680: 8086:7113 (rev 08)

00:07.7 0880: 15ad:0740 (rev 10)

00:0f.0 0300: 15ad:0405

00:10.0 0100: 1000:0030 (rev 01)

00:11.0 0604: 15ad:0790 (rev 02)

00:15.0 0604: 15ad:07a0 (rev 01)

00:15.1 0604: 15ad:07a0 (rev 01)

00:15.2 0604: 15ad:07a0 (rev 01)

00:15.3 0604: 15ad:07a0 (rev 01)

00:15.4 0604: 15ad:07a0 (rev 01)

00:15.5 0604: 15ad:07a0 (rev 01)

00:15.6 0604: 15ad:07a0 (rev 01)

00:15.7 0604: 15ad:07a0 (rev 01)

00:16.0 0604: 15ad:07a0 (rev 01)

00:16.1 0604: 15ad:07a0 (rev 01)

00:16.2 0604: 15ad:07a0 (rev 01)

。。。。。。。。。。。。。。。。。。

2显示以总线为中心的视图

[root@xuegod65 ~]# lspci –b | more

0 00:00.0 Host bridge: Intel Corporation 440BX/ZX/DX - 82443BX/ZX/DX Host bridge (rev 01)

00:01.0 PCI bridge: Intel Corporation 440BX/ZX/DX - 82443BX/ZX/DX AGP bridge (rev 01)

00:07.0 ISA bridge: Intel Corporation 82371AB/EB/MB PIIX4 ISA (rev 08)

00:07.1 IDE interface: Intel Corporation 82371AB/EB/MB PIIX4 IDE (rev 01)

00:07.3 Bridge: Intel Corporation 82371AB/EB/MB PIIX4 ACPI (rev 08)

00:07.7 System peripheral: VMware Virtual Machine Communication Interface (rev 10)

00:0f.0 VGA compatible controller: VMware SVGA II Adapter

00:10.0 SCSI storage controller: LSI Logic / Symbios Logic 53c1030 PCI-X Fusion-MPT Dual Ultra3

20 SCSI (rev 01)

00:11.0 PCI bridge: VMware PCI bridge (rev 02)

00:15.0 PCI bridge: VMware PCI Express Root Port (rev 01)

00:15.1 PCI bridge: VMware PCI Express Root Port (rev 01)

00:15.2 PCI bridge: VMware PCI Express Root Port (rev 01)

00:15.3 PCI bridge: VMware PCI Express Root Port (rev 01)

00:15.4 PCI bridge: VMware PCI Express Root Port (rev 01)

00:15.5 PCI bridge: VMware PCI Express Root Port (rev 01)

00:15.6 PCI bridge: VMware PCI Express Root Port (rev 01)

00:15.7 PCI bridge: VMware PCI Express Root Port (rev 01)

00:16.0 PCI bridge: VMware PCI Express Root Port (rev 01)

00:16.1 PCI bridge: VMware PCI Express Root Port (rev 01)

。。。。。。。。。。。。。。。。。。。。。。。。。。

3 以十六进制显示 PCI 配置空间 (configuration space) 的前64个字节映像 (标准头部信

息)

root@xuegod65 ~]# lspci –x | more

00:00.0 Host bridge: Intel Corporation 440BX/ZX/DX - 82443BX/ZX/DX Host bridge (rev 01)

00: 86 80 90 71 06 00 00 02 01 00 00 06 00 00 00 00

10: 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00

20: 00 00 00 00 00 00 00 00 00 00 00 00 ad 15 76 19

30: 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00

00:01.0 PCI bridge: Intel Corporation 440BX/ZX/DX - 82443BX/ZX/DX AGP bridge (rev 01)

00: 86 80 91 71 1f 01 20 02 01 00 04 06 00 00 01 00

10: 00 00 00 00 00 00 00 00 00 01 01 40 f0 00 a0 02

20: f0 ff 00 00 f0 ff 00 00 00 00 00 00 00 00 00 00

30: 00 00 00 00 00 00 00 00 00 00 00 00 00 00 04 00

00:07.0 ISA bridge: Intel Corporation 82371AB/EB/MB PIIX4 ISA (rev 08)

00: 86 80 10 71 07 00 80 02 08 00 01 06 00 00 80 00

10: 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00

20: 00 00 00 00 00 00 00 00 00 00 00 00 ad 15 76 19

30: 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00

00:07.1 IDE interface: Intel Corporation 82371AB/EB/MB PIIX4 IDE (rev 01)

00: 86 80 11 71 05 00 80 02 01 8a 01 01 00 40 00 00

。。。。。。。。。。。。。。。。。。。

4 以冗余模式显示所有设备的详细信息

[root@xuegod65 ~]# lspci –v | more

00:00.0 Host bridge: Intel Corporation 440BX/ZX/DX - 82443BX/ZX/DX Host bridge (rev 01)

Subsystem: VMware Virtual Machine Chipset

Flags: bus master, medium devsel, latency 0

Kernel driver in use: agpgart-intel

00:01.0 PCI bridge: Intel Corporation 440BX/ZX/DX - 82443BX/ZX/DX AGP bridge (rev 01) (prog-if

00 [Normal decode])

Flags: bus master, 66MHz, medium devsel, latency 0

Bus: primary=00, secondary=01, subordinate=01, sec-latency=64

Kernel modules: shpchp

00:07.0 ISA bridge: Intel Corporation 82371AB/EB/MB PIIX4 ISA (rev 08)

Subsystem: VMware Virtual Machine Chipset

Flags: bus master, medium devsel, latency 0

00:07.1 IDE interface: Intel Corporation 82371AB/EB/MB PIIX4 IDE (rev 01) (prog-if 8a [Master S

ecP PriP])

Subsystem: VMware Virtual Machine Chipset

Flags: bus master, medium devsel, latency 64

[virtual] Memory at 000001f0 (32-bit, non-prefetchable) [size=8]

。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。

5.以机器可读方式显示PCI设备信息

[root@xuegod65 ~]# lspci –m | more

00:00.0 "Host bridge" "Intel Corporation" "440BX/ZX/DX - 82443BX/ZX/DX Host bridge" -r01 "VMwar

e" "Virtual Machine Chipset"

00:01.0 "PCI bridge" "Intel Corporation" "440BX/ZX/DX - 82443BX/ZX/DX AGP bridge" -r01 "" ""

00:07.0 "ISA bridge" "Intel Corporation" "82371AB/EB/MB PIIX4 ISA" -r08 "VMware" "Virtual Machi

ne Chipset"

00:07.1 "IDE interface" "Intel Corporation" "82371AB/EB/MB PIIX4 IDE" -r01 -p8a "VMware" "Virtu

al Machine Chipset"

00:07.3 "Bridge" "Intel Corporation" "82371AB/EB/MB PIIX4 ACPI" -r08 "VMware" "Virtual Machine

Chipset"

00:07.7 "System peripheral" "VMware" "Virtual Machine Communication Interface" -r10 "VMware" "V

irtual Machine Communication Interface"

00:0f.0 "VGA compatible controller" "VMware" "SVGA II Adapter" "VMware" "SVGA II Adapter"

00:10.0 "SCSI storage controller" "LSI Logic / Symbios Logic" "53c1030 PCI-X Fusion-MPT Dual Ul

tra320 SCSI" -r01 "VMware" "LSI Logic Parallel SCSI Controller"

00:11.0 "PCI bridge" "VMware" "PCI bridge" -r02 -p01 "" ""

00:15.0 "PCI bridge" "VMware" "PCI Express Root Port" -r01 "" ""

00:15.1 "PCI bridge" "VMware" "PCI Express Root Port" -r01 "" ""

00:15.2 "PCI bridge" "VMware" "PCI Express Root Port" -r01 "" ""

00:15.3 "PCI bridge" "VMware" "PCI Express Root Port" -r01 "" ""

00:15.4 "PCI bridge" "VMware" "PCI Express Root Port" -r01 "" ""。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。

6 以树状结构显示PCI设备的层次关系，包括所有的总线、桥、设备以及它们之间的联接

[root@xuegod65 ~]# lspci –t | more

-[0000:00]-+-00.0

+-01.0-[01]--

+-07.0

+-07.1

+-07.3

+-07.7

+-0f.0

+-10.0

+-11.0-[02]--+-00.0

| +-01.0

| +-02.0

| \-03.0

+-15.0-[03]--

+-15.1-[04]--

+-15.2-[05]--

+-15.3-[06]--

+-15.4-[07]--

+-15.5-[08]--

+-15.6-[09]--

+-15.7-[0a]—

。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。

7 显示内核驱动程序处理每个设备和内核模块的能力

[root@xuegod65 ~]# lspci -k | more

00:00.0 Host bridge: Intel Corporation 440BX/ZX/DX - 82443BX/ZX/DX Host bridge (rev 01)

Subsystem: VMware Virtual Machine Chipset

Kernel driver in use: agpgart-intel

00:01.0 PCI bridge: Intel Corporation 440BX/ZX/DX - 82443BX/ZX/DX AGP bridge (rev 01)

Kernel modules: shpchp

00:07.0 ISA bridge: Intel Corporation 82371AB/EB/MB PIIX4 ISA (rev 08)

Subsystem: VMware Virtual Machine Chipset

00:07.1 IDE interface: Intel Corporation 82371AB/EB/MB PIIX4 IDE (rev 01)

Subsystem: VMware Virtual Machine Chipset

Kernel driver in use: ata\_piix

Kernel modules: ata\_generic, pata\_acpi, ata\_piix

00:07.3 Bridge: Intel Corporation 82371AB/EB/MB PIIX4 ACPI (rev 08)

Subsystem: VMware Virtual Machine Chipset

Kernel modules: i2c-piix4

00:07.7 System peripheral: VMware Virtual Machine Communication Interface (rev 10)

Subsystem: VMware Virtual Machine Communication Interface

Kernel driver in use: vmci

Kernel modules: vmci

00:0f.0 VGA compatible controller: VMware SVGA II Adapter

Subsystem: VMware SVGA II Adapter

8 通过DNS 查询未知ID的PCI

[root@xuegod65 ~]# lspci -q | more

00:00.0 Host bridge: Intel Corporation 440BX/ZX/DX - 82443BX/ZX/DX Host bridge (rev 01)

00:01.0 PCI bridge: Intel Corporation 440BX/ZX/DX - 82443BX/ZX/DX AGP bridge (rev 01)

00:07.0 ISA bridge: Intel Corporation 82371AB/EB/MB PIIX4 ISA (rev 08)

00:07.1 IDE interface: Intel Corporation 82371AB/EB/MB PIIX4 IDE (rev 01)

00:07.3 Bridge: Intel Corporation 82371AB/EB/MB PIIX4 ACPI (rev 08)

00:07.7 System peripheral: VMware Virtual Machine Communication Interface (rev 10)

00:0f.0 VGA compatible controller: VMware SVGA II Adapter

00:10.0 SCSI storage controller: LSI Logic / Symbios Logic 53c1030 PCI-X Fusion-MPT Dual Ultra3

20 SCSI (rev 01)

00:11.0 PCI bridge: VMware PCI bridge (rev 02)

00:15.0 PCI bridge: VMware PCI Express Root Port (rev 01)

00:15.1 PCI bridge: VMware PCI Express Root Port (rev 01)

00:15.2 PCI bridge: VMware PCI Express Root Port (rev 01)

00:15.3 PCI bridge: VMware PCI Express Root Port (rev 01)

00:15.4 PCI bridge: VMware PCI Express Root Port (rev 01)

00:15.5 PCI bridge: VMware PCI Express Root Port (rev 01)

00:15.6 PCI bridge: VMware PCI Express Root Port (rev 01)

00:15.7 PCI bridge: VMware PCI Express Root Port (rev 01)

00:16.0 PCI bridge: VMware PCI Express Root Port (rev 01)

00:16.1 PCI bridge: VMware PCI Express Root Port (rev 01)

。。。。。。。。。。。。。。。。。。。。。。。。。。。。。。

9 启用PCI的访问调试功能

[root@xuegod65 ~]# lspci -G | more

Trying method 1......using /sys/bus/pci...OK

Decided to use linux-sysfs

00:00.0 Host bridge: Intel Corporation 440BX/ZX/DX - 82443BX/ZX/DX Host bridge (rev 01)

00:01.0 PCI bridge: Intel Corporation 440BX/ZX/DX - 82443BX/ZX/DX AGP bridge (rev 01)

00:07.0 ISA bridge: Intel Corporation 82371AB/EB/MB PIIX4 ISA (rev 08)

00:07.1 IDE interface: Intel Corporation 82371AB/EB/MB PIIX4 IDE (rev 01)

00:07.3 Bridge: Intel Corporation 82371AB/EB/MB PIIX4 ACPI (rev 08)

00:07.7 System peripheral: VMware Virtual Machine Communication Interface (rev 10)

00:0f.0 VGA compatible controller: VMware SVGA II Adapter

00:10.0 SCSI storage controller: LSI Logic / Symbios Logic 53c1030 PCI-X Fusion-MPT Dual Ultra3

20 SCSI (rev 01)

00:11.0 PCI bridge: VMware PCI bridge (rev 02)

00:15.0 PCI bridge: VMware PCI Express Root Port (rev 01)

00:15.1 PCI bridge: VMware PCI Express Root Port (rev 01)

00:15.2 PCI bridge: VMware PCI Express Root Port (rev 01)

00:15.3 PCI bridge: VMware PCI Express Root Port (rev 01)

00:15.4 PCI bridge: VMware PCI Express Root Port (rev 01)

00:15.5 PCI bridge: VMware PCI Express Root Port (rev 01)

00:15.6 PCI bridge: VMware PCI Express Root Port (rev 01)

00:15.7 PCI bridge: VMware PCI Express Root Port (rev 01)

**扩展应用**

查看指定的PCI设备信息，**| grep** 表示从数据中将我们需要的数据过滤出来, **-i**不区分大小写。如：

查看网卡信息

[root@xuegod65 ~]# lspci | grep -i eth

02:01.0 Ethernet controller: Intel Corporation 82545EM Gigabit Ethernet Controller (Copper) (rev 01)

查看显卡信息

[root@xuegod65 ~]# lspci | grep -i vga

00:0f.0 VGA compatible controller: VMware SVGA II Adapter

更多示例，可以通过网上搜索获取

## tac

格式：tac(选项)(参数)

作用：tac 将文件内容的反序输出，即第一行最后显示，最后一行先显示。

选项：

❒ -a或--append： 将内容追加到文件的末尾；

❒ -i或--ignore-interrupts：忽略中断信号。

参数：

文件列表：指定要保存内容的文件列表。  
示例：

将/etc/passwd 前五行内容生成到/root/a.txt 文件中

[root@localhost ~]# head -n 5 /etc/passwd > ~/a.txt

[root@localhost ~]# cat a.txt

root:x:0:0:root:/root:/bin/bash

bin:x:1:1:bin:/bin:/sbin/nologin

daemon:x:2:2:daemon:/sbin:/sbin/nologin

adm:x:3:4:adm:/var/adm:/sbin/nologin

lp:x:4:7:lp:/var/spool/lpd:/sbin/nologin

[root@localhost ~]# tac a.txt

lp:x:4:7:lp:/var/spool/lpd:/sbin/nologin

adm:x:3:4:adm:/var/adm:/sbin/nologin

daemon:x:2:2:daemon:/sbin:/sbin/nologin

bin:x:1:1:bin:/bin:/sbin/nologin

root:x:0:0:root:/root:/bin/bash

## chattr

格式：chattr [-RuV] [文件]

作用：改变文件属性

说明：

文件属性分8 种模式：

* a：让文件或目录仅供附加用途
* b：不更新文件或目录的最后存取时间
* c：将文件或目录压缩后存放
* d：将文件或目录排除在倾倒操作之外
* i：不得任意更动文件或目录
* s：保密性删除文件或目录
* S：即时更新文件或目录
* u：预防意外删除

选项：

* -R：递归处理，将指令目录下的所有文件及子目录一并处理
* -V：显示指令执行过程
* +<属性>：开启文件或目录的该项属性
* -<属性>：关闭文件或目录的该项属性
* =<属性>：指定文件或目录的该项属性

示例：

[root@vhxrhel7test ~]# chattr +i No.one.txt //添加不得任意更动文件或目录

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAjAAAAIYCAIAAAD8bEFjAAAAAXNSR0IArs4c6QAAAAlwSFlzAAAOxAAADsQBlSsOGwAAJtlJREFUeF7t3UusLNtZGOCu2vv48oiDQCZGGaDwsMRT+CqxEboCO3IipMAokpNJMsgMJgSBwOFeO9ybKMMgGMAdocxCkKdMEeQqkXyMpQywoygoIOVhofCQI4yP8T27O6uq9i7Xra6urrO7u+rvWl+57/E+faqr/vX9a+9/r3qt4nOff7bZbN777tuff/UTP/sT/zR9bSFAgAABAvMLFP/1819Oe/0b775JBelH/vZ3zR+BPRIgQIAAgSRQfO6hIH2sLkhPnz7lQoAAAQIE5he4L0jvfRghpYL05lufmT8OeyRAgACBzAXKzWZXvywECBAgQGBJgXK321SvVJRUpSUTYd8ECBDIXaAschfQfgIECBAIIVBuHbALkQhBECBAIHeBaoRkkJR7L9B+AgQIBBBoL2oIcQbpX//kP0uvlqX31977+2t230krNx/vvRnAXAgECBAgMCCQRkj1GGkXYpj0iTf/XTfG3l+bf0oFJr3fvPbfactPdzU1Sd8nQIBAfIGyGhkNjY66Y4v268E326qwPxwZ+eDgaOaoV1Nmjq5mBQIECBC4OoF0yK4+ibQ3QBocrHTf7H49OBxp32xqT7P+lDXHER2Iu7pOJmACBAhMESjv74sdugsplZDmp/+UQclInZjy8SbWKWu2x+vGD8S1wTteN6UfWIcAAQKLC9QjpHMsbZ2YUlTOscPj2+idajr+AWsQIECAwHIC5aZoHtSQ/uufSuodc+sFeS0jj4kjvOVSYM8ECBAgUAkUv/9/vpQq0bf89dufe/UTH/47390+XLV34qd7PK39p/11GtTu9W8t8/6bvbNQ3YQ0B9x67zR/bd8f/Pj4XuScAAECBMIKFJ/9319Kwb03FaRf+MSHP/DVgnTeiA1TzutpawQIEFifQHUO6XL3xLZXOsQ5sbS+FGoRAQIE1iHw1eknLlGWXFawjl6iFQQIEJhB4H76iWqcZP6JGbztggABAgQOCJTb7W5X/VdPi2QhQIAAAQILCZTbh3KUitJCMdgtAQIECBDYlHfbu/RKI6TtNk2NZCFAgAABAssIlLuqHt3tqoGSgrRMDuyVAAECBJJA8an/9n/T/33rN3/9T//cq//gR15ub4xdRKd7p20KoPfXNqT9e2NH3mk+5brzRRJqpwQIEJgukC5qqJYgh+zOOB9SU4S60yZNR7EmAQIECMwvkC77TuVoW130/c6LGq59PiRDovk7kz0SIEDgFIF6gr6hZTXzIXlq0Sn9w2cJECAwm0BZFkV6bdJrb7nq+ZBmE7QjAgQIEDiLQNksRSpL5UBNmr6PgPMhTQ/emgQIECCwuEB5c3uTXtU4qexP1reC+ZAcr1u8hwmAAAECEwWK//JHf55W/Zvf+LXpsu8ffeUHVjMfUtN+BWliP7AaAQIEFhcofv9//r8UxLd8w0s//fOv/f0f+v4L3YekMCyeaQEQIEAguEB5e3ObXul43c3eIbvTQzcf0umGtkCAAIFMBIr//sfPUlPf89duf+ZjH7/cjLGZaGomAQIECDxaoBoYpVe66vvEq+weHYEPEiBAgACBJFBd8l1f9V0tRAgQIECAwFICbUFKt8YqSEtlwX4JECBAYHM/OEqP/a5fFgIECBAgsIxAuSl2zZODDJCWyYC9EiBAgEAtUPyvLzxP//cNLxU/+wv/8pX3v693Y2z6p+aJdg1X9+v2nfRFu0KzDlsCBAgQIPCiAulxQbs098T+x5q6Mvhn+2Zbe7rvdIvTi0ZjfQIECBDIVqBM9aheDk1Dka2MhhMgQIDArALVI74PXczQHqDz4J9Zc2JnBAgQyFLg4Qnf57jCrnlQkHNIWXYkjSZAgMCpAveT852jHlUnnFSjUxPi8wQIEMhVoD8HUs+hOWqnzOTaPbSbAAEC8wmMnUMajKI5Lpf+qf2i+br9c77Y7YkAAQIEViRQfP4Lb6fmvPtrip/5F7/YvQ9pRW3UFAIECBC4AoHq0UH1Y+zOchbpChosRAIECBCIKVCdQ1KLYuZGVAQIEMhK4IXPIWWlo7EECBAgMJtAeriqIdJs2nZEgAABAgcF6mfZWQgQIECAwNIC94fsnEZaOhH2T4AAgdwFmgn6HLXLvR9oPwECBBYXOPKkhheNb/C22RfdiPUJECBAIEOBMxek3gxJ00HNojTdypoECBBYpcD9w1UH23ZouNO83ysh++802zy0Zvfj3WcRqUyr7GcaRYAAgaMCxZ9+sZrC/OueFP/8Y++YwrwtJ+mL7sNVu89abb/uftGu35SW5rP7a3bf7H19NGgrECBAgMD6BMp00XfzOrTsP+p7cITUfLy38v5nm8eHHxpOrc9XiwgQIEBgosBjLvtu5j163OxHzVDpcZ+d2CSrESBAgMA1Cpz5ooazEDiNdBZGGyFAgMB1CRR/Vp9D+tqhc0i9wtAef+u+P/hml6A5Rtc9oHd0s+YDvK4+JFoCBAicRWCsIJ1lBzZCgAABAgSmCDw8XNWzg6ZoWYcAAQIELibwmIsaLhaMDRMgQIBAvgIRL2rINxtaToAAgYwFFKSMk6/pBAgQiCRgxthI2RALAQIEMhYwY2zGydd0AgQIRBJwyC5SNsRCgACBjAWOFKT2uXNnfHrC+MPCz7ijjNOq6QQIELg+gXQOKU0YW80Zu7+c/ty5/erS3Wb7r+2bqtH19SAREyBA4EwCU2+M7c1A0X1cd/t17xnej5jlyENXz5RWmyFAgMD1CZTb7S69diPzT7yzUftDnO6MR/tPrpvybG9zUlxfxxExAQIEzi1Q3m03d7vNdnJBSgEMngQ68Ymobd1y1O7cKbY9AgQIXIdA+Sd/efcnX7x79vYLVKRT5kO6DhVREiBAgMDsAuUXnm3T66+eHylIpw9cRrZgAtnZ826HBAgQCCdQ/Oc/fJaC+lvfdPv666+/8v73PX369M23PtOG2ZvKqHm/Nx9Sd5399Se+0558OvHQXzhgAREgQIDANIEjBWnaRqxFgAABAgROFfCkhlMFfZ4AAQIEziKgIJ2F0UYIECBA4FQBBelUQZ8nQIAAgbMIvOMc0q996rfPstHVb+TJX9ytvo0aSIAAgZkFiv/0P56lJ9k1V9mlgvRTL7/cvcru8dF89vcGPvt9H3j8BsN88u133yhIYbIhEAIE1iPgkN16cqklBAgQuGqBVJBe4EF2V91UwRMgQIBAZIFmhHTwMQ2HnqGw/zi7wQfcbdK0Fs3LQoAAAQIERgWOHLIbfG7C/jxJg7McVXUoVbrmpSbpiAQIECAwqSBNnn+iqT2TVF/gea2TtmclAgQIEFixwGMuahg+OncIqTlkpzituBNpGgECBM4h8JiC9GJzFzlkd4482QYBAgRWL/CYgrR6FA0kQIAAgfkFLlmQXMgwfz7tkQABAlcrkJ7U8KUU/LelJzW88UbvSQ29KfXaaxnGJ0m6X615UkNbk5pzSJ7UcLUdReAECBC4tMBYQTpp3x4ddBKfDxMgQCA7gXLy9d7Z0WgwAQIECMwp0Dw6yEXZc5rbFwECBAgMCFzsooZ0umj/JQUECBAgQOCAwH1BMkTSQwgQIEBgWYGLjZCWbZa9EyBAgMC1CShI15Yx8RIgQGClAgrSShOrWQQIELg2AQXp2jImXgIECKxUQEFaaWI1iwABAtcmoCBdW8bES4AAgZUKHClIr3/00yttuGYRIECAQCyBsYKUqtHrn/xgU5NUplh5Ew0BAgRWJzBakD75waoU1TUp/bm6tmsQAQIECAQSmHQOSTUKlDGhECBAYKUCkwrSStuuWQQIECAQSEBBCpQMoRAgQCBnAQUp5+xrOwECBAIJKEiBkiEUAgQI5CygIOWcfW0nQIBAIIE0hfkuzRkbKCKhECBAgECWAsVbf/DFYrP5tve864033vi1T/12lggv3Ognf3H3wp/xAQIECBAYFagKUlrh29/z5I03/tUr73/f06dP33zrM9AIECBAgMDMAg/nkBy0mxne7ggQIEDgnQIuatAjCBAgQCCEgIIUIg2CIECAAAEFSR8gQIAAgRAC5kMKkQZBECBAgID5kPQBAgQIEAghUNZ3xQ5fY9fMOmE+pBCJEgQBAgTWLjDpHJL5kNbeDbSPAAECywtMKkjLhykCAgQIEFi7QF2Q3BW79jRrHwECBOILGCHFz5EICRAgkIWAgpRFmjWSAAEC8QUUpPg5EiEBAgSyEFCQskizRhIgQCC+gIIUP0ciJECAQBYCClIWadZIAgQIxBdQkOLnSIQECBDIQkBByiLNGkmAAIH4AgpS/ByJkAABAlkIKEhZpFkjCRAgEF/AfEjxcyRCAgQIZCFQjjzH7vWPfrqZeyJJNH9aCBAgQIDAhQSqEdKhmmQ+pAuh2ywBAgQI7AukglTVo/HnfZsPSdchQIAAgUsLNOeQzD9xaWfbJ0CAAIEjAu1FDWqSvkKAAAECSwq47HtJffsmQIAAgVZAQdIZCBAgQCCEgIIUIg2CIECAAAEFSR8gQIAAgRACpSvsQuRBEAQIEMheoH5Sgyvssu8HAAgQILC4QHVjrHq0eBoEQIAAAQLOIekDBAgQIBBCwJMaQqRBEAQIECBghKQPECBAgEAIAfMhhUiDIAgQIEBgrCCZD0n/IECAAIHZBEYL0ic/mOJo5ugzA8VsKbEjAgQI5Ckw6RySapRn59BqAgQIzCkwqSDNGZB9ESBAgECeAgpSnnnXagIECIQTSAWpCBeUgAgQIEAgP4FSOcov6VpMgACBiAIO2UXMipgIECCQoUCZjthV/7MQIECAAIFFBdIhO/Vo0QzYOQECBAjUAtUIyUKAAAECBBYXqM4hFUUqSurS4rkQAAECBLIWKFM1SsfslKOse4HGEyBAIIBAfQ7JQoAAAQIElhaozyEpSUunwf4JECBAoBoh1QfthinSc74ZESBAgACBGQTac0gDFcl8SDMkwC4IECBAoBGoCtLB4ZH5kHQTAgQIEJhLoB4hHa5JTRjmQ5orHfZDgACBfAWqglQWnvmdbw/QcgIECAQRuL/Kzo1IQfIhDAIECGQr8HDILlsADSdAgACBGAL3l327PTZGOkRBgACBfAXSCMnjvvNNv5YTIEAgjkB9OUN9c2ycmERCgAABAhkKOIeUYdI1mQABAhEFTGEeMStiIkCAQIYCD1OYO2KXYfI1mQABApEETGEeKRtiIUCAQMYCDyMkU1Bk3Ak0nQABAhEEnEOKkAUxECBAgMCmLkiHb4s1H5I+QoAAAQLzCDyMkIYuajAf0jw5sBcCBAgQSAJjh+yaWSfSn01l4kWAAAECBC4nMOkckmp0uQTYMgECBAg0ApMKEiwCBAgQIHBpAQXp0sK2T4AAAQKTBBSkSUxWIkCAAIFLCyhIlxa2fQIECBCYJKAgTWKyEgECBAhcWkBBurSw7RMgQIDAJAEFaRKTlQgQIEDg0gIK0qWFbZ8AAQIEJgkoSJOYrESAAAEClxZQkC4tbPsECBAgMElAQZrEZCUCBAgQuLSAgnRpYdsnQIAAgUkCRwqS+ZAmKVqJAAECBE4WGJ1+op51oqlJKtPJ1DZAgAABAmMC5kPSPwgQIEAghMCkc0jmQwqRK0EQIEBg1QKTCtKqBTSOAAECBEIIKEgh0iAIAgQIEFCQ9AECBAgQCCGgIIVIgyAIECBAQEHSBwgQIEAghICCFCINgiBAgAABBUkfIECAAIEQAgpSiDQIggABAgQUJH2AAAECBEIIKEgh0iAIAgQIEFCQ9AECBAgQCCGgIIVIgyAIECBAwHxI+gABAgQIhBAwH1KINAiCAAECBMyHpA8QIECAQAiBSeeQzIcUIleCIECAwKoFJhWkVQtoHAECBAiEEFCQQqRBEAQIECCgIOkDBAgQIBBCQEEKkQZBECBAgICCpA8QIECAQAgBBSlEGgRBgAABAgqSPkCAAAECIQQUpBBpEAQBAgQIlAUDAgQIECAQQMAIKUAShECAAAECm42CpBcQIECAQAiBqiA5ahciFYIgQIBA3gLmQ8o7/1pPgACBMALmQwqTCoEQIEAgbwHzIeWdf60nQIBAGIFJFzWYDylMvgRCgACB1QpMKkirbb2GESBAgEAYAQUpTCoEQoAAgbwFFKS886/1BAgQCCOgIIVJhUAIECCQt4CClHf+tZ4AAQJhBBSkMKkQCAECBPIWUJDyzr/WEyBAIIyAghQmFQIhQIBA3gIKUt7513oCBAiEEVCQwqRCIAQIEMhbQEHKO/9aT4AAgTACClKYVAiEAAECeQuYDynv/Gs9AQIEwgiYDylMKgRCgACBvAXMh5R3/rWeAAECYQQmnUMyH1KYfAmEAAECqxWYVJBW23oNI0CAAIEwAgpSmFQIhAABAnkLKEh551/rCRAgEEZAQQqTCoEQIEAgbwEFKe/8az0BAgTCCChIYVIhEAIECOQtoCDlnX+tJ0CAQBgBBSlMKgRCgACBvAUUpLzzr/UECBAII6AghUmFQAgQIJC3gIKUd/61ngABAmEEFKQwqRAIAQIE8hYwH1Le+dd6AgQIhBEwH1KYVAiEAAECeQuYDynv/Gs9AQIEwgiUuwmhmA9pApJVCBAgQOAkgXIzpSKdtAsfJkCAAAECxwXSIbudknTcyRoECBAgcGGB+pCdknRhZZsnQIAAgaMC6ZBdPUAySjpKZQUCBAgQuKRAdZWdAdIlhW2bAAECBCYJlLuqHKX/DJEmeVmJAAECBC4kUBWkuiZZCBAgQIDAkgKpIDlkt2QC7JsAAQIEGoF0lV11yM4ROx2CAAECBJYVqK6ya04jLRuHvRMgQIBA5gLNOSRH7TLvBppPgACB5QXqgmR4tHwiRECAAIHcBe6vsjtUk17/6KdzF9J+AgQIEJhFYOyy71SN0nO+m5qkMs2SDjshQIBAvgJ1QdpuBw/aNbNONDXJDBT59hEtJ0CAwCwC5ba5M3b03ljVaJZc2AkBAgSyFvCkhqzTr/EECBCII/BwUYOnB8XJiUgIECCQpUB7Y2yWrddoAgQIEAgjUE3QV9+I5EkNYXIiEAIECGQpkEZIqlGWmddoAgQIBBOoJuirFgOkYIkRDgECBHITSAXJECm3pGsvAQIEIgo8jJAixiYmAgQIEMhIoLqowQG7jBKuqQQIEIgq0FzUoCZFzY+4CBAgkI2AQ3bZpFpDCRAgEFugLkgusYudJNERIEAgB4Ejl32bdSKHTqCNBAgQiCAwdsjOfEgRMiQGAgQIZCIwWpDMh5RJL9BMAgQIBBCYdFGD+ZACZEoIBAgQWLnApIK0cgPNI0CAAIEAAgpSgCQIgQABAgQ2m3JTYCBAgAABAssLGCEtnwMRECBAgEASUJB0AwIECBAIIVBWR+zSfw7chUiHIAgQIJCvQBohFYVylG8H0HICBAhEEXDILkomxEGAAIHMBdqC5Jhd5j1B8wkQILCwgBHSwgmwewIECBBoBNyHpCcQIECAQAgBI6QQaRAEAQIECKTLvscusjMfki5CgAABAvMImA9pHmd7IUCAAIEjAk1BGr7Erpl1Iv3ZzNTHkgABAgQIXE6gKkhHH9SgGl0uAbZMgAABAo2Aixr0BAIECBAIIVBf9u2m2BC5EAQBAgSyFjBCyjr9Gk+AAIE4Ag8FySApTk5EQoAAgSwFjJCyTLtGEyBAIJ6AghQvJyIiQIBAlgIKUpZp12gCBAjEE1CQ4uVERAQIEMhSQEHKMu0aTYAAgXgC1RTm8aISEQECBAhkJ5Ce9m0hQIAAAQLLCzhkt3wORECAAAECSaB5uOrBYZL5kPQSAgQIEJhHYOxZds2sE01NUpnmyYe9ECBAIFuB0Qn6zIeUbb/QcAIECMwuMOkqO/MhzZ4XOyRAgEB2As1VdqagyC7xGkyAAIFoAvczxkYLSzwECBAgkJuAy75zy7j2EiBAIKjAfUFye2zQ/AiLAAEC2QgYIWWTag0lQIBAbAEFKXZ+REeAAIFsBBSkbFKtoQQIEIgtUD+pwUKAAAECBJYWmHRj7NJB2j8BAgQIrF+gPmRXGCWtP9NaSIAAgeACziEFT5DwCBAgkIuAgpRLprWTAAECwQWOFCSzTgTPn/AIECCwGoGyOHwCyXxIq0mzhhAgQCC+QP1w1QM1qZl1opmjzwwU8XMpQgIECFy1wKRzSKrRVedY8AQIELgKgYeC5Mrvq0iXIAkQILBegUkjpPU2X8sIECBAIIqAghQlE+IgQIBA5gIKUuYdQPMJECAQRUBBipIJcRAgQCBzAQUp8w6g+QQIEIgioCBFyYQ4CBAgkLlA9aSGkYc1ZK6j+QQIECAwm4AR0mzUdkSAAAECYwIKkv5BgAABAiEE7guSGfpCZEMQBAgQyFjACCnj5Gs6AQIEIgmU4/OXmw8pUrLEQoAAgTULlNXBukPTT9SzTjQ1SWVacy/QNgIECAQQGDtkZz6kAAkSAgECBHIRqCfoOzxIahjMh5RLd9BOAgQILCfgoobl7O2ZAAECBDoCqSC55FuPIECAAIHlBdJVdvcH7ZaPRQQECBAgkLFAfcjOGCnjHqDpBAgQCCLgHFKQRAiDAAECuQvU9yFZCBAgQIDA0gIPl30vHYf9EyBAgEDmAs2jgwyTMu8Gmk+AAIHlBRyyWz4HIiBAgACBJOCiBt2AAAECBEIIPExh7qBdiHQIggABAvkKVOeQ0lkk9SjfLqDlBAgQiCHQnEM6eF2DWSdipEkUBAgQWL/A/QhpsKGpGpkPaf1dQAsJECAQQyCNkA4Pjz75wRRkU5PMQBEjX6IgQIDAagWqh6vWZ5HGFtVotfnXMAIECIQRqEdI1RjJZQ1hciIQAgQIZCngPqQs067RBAgQiCdQH7IzPoqXGBERIEAgNwHzIeWWce0lQIBAUIH2kJ1zSEEzJCwCBAhkIvBQkNSjTBKumQQIEIgq4KKGqJkRFwECBDITUJAyS7jmEiBAIKpAdR+SZ6tGzY64CBAgkJGAEVJGydZUAgQIRBZQkCJnR2wECBDISEBByijZmkqAAIHIAkcKkvmQIidPbAQIEFiTwFhBMh/SmjKtLQQIEAguMFqQzIcUPHvCI0CAwIoEJp1DMh/SijKuKQQIEAgqMKkgBY1dWAQIECCwIgEFaUXJ1BQCBAhcs4CCdM3ZEzsBAgRWJKAgrSiZmkKAAIFrFlCQrjl7YidAgMCKBBSkFSVTUwgQIHDNAgrSNWdP7AQIEFiRgIK0omRqCgECBK5ZQEG65uyJnQABAisSUJBWlExNIUCAwDULKEjXnD2xEyBAYEUCCtKKkqkpBAgQuGYB8yFdc/bEToAAgRUJlLvDjTEf0ooSrSkECBCILmA+pOgZEh8BAgQyEagK0sggqVEwH1ImvUEzCRAgsKCAixoWxLdrAgQIEPiqQLnZ7erXhIESNwIECBAgcDGBctcs90XpYvuxYQIECBAgMCpQ3m236XVflWARIECAAIGFBMq758/Ta5dK0vboxQ0LxWi3BAgQIJCBQPl2vdxVw6S7DNqriQQIECAQVKD8q3q5q5egMQqLAAECBDIQKJ99+cvp9fzuLr0yaK8mEiBAgEBQgfLLz56lVzqNlJagMQqLAAECBDIQeBghpfGREVIG+dZEAgQIhBVwDilsagRGgACBvATKt7/ylfRKl9gZIeWVea0lQIBAMIGyuZyhuTV2P7Y0A0WwgIVDgAABAusUKLf1Uj06aK8gmQ9pnTnXKgIECIQUKHepGm23dT3qj5CaWSfSn01lChm/oAgQIEBgJQLVjLFHHxmkGq0k25pBgACBwALmQwqcHKERIEAgJ4HOfEg5NVtbCRAgQCCaQDsfUrTAxEOAAAECeQlUV9nVlzPUU/RZCBAgQIDAQgJl85zv4buQForJbgkQIEAgQ4Hqxtj7gmSElGH+NZkAAQJhBMrnb7+dnvN96EkNYeIUCAECBAisXKD8SnqW3fO3t7v09KDtytuqeQQIECAQWKCZwvz57sCz7AJHLjQCBAgQWJVAVZDSUbv7B9qtqmkaQ4AAAQLXJFDWU8U+rwdIDtldU+bESoAAgZUJPFxl1zzy20KAAAECBBYSKOuZ+er7kIZGSOZDWigvdkuAAIHsBB7mQxqcfqKedaKpSSpTdl1DgwkQIDCvQP0suwNPDTIf0ry5sDcCBAhkLdBMP1GMG5gPKes+ovEECBCYRaAsmuVoUZolGjshQIAAgWwFHgpSKklVVbIQIECAAIFlBMqiLFNRSgOkephkIUCAAAECywiUN0UqSYrRMvr2SoAAAQKtQHmTRkj10TrjI92CAAECBBYUqEZI6aUgLZgDuyZAgACBJFC+dFM+aU4i8SBAgAABAssJlO8qyyeb4iaVpuWCsGcCBAgQIJAK0s1LNzdpjKQg6Q0ECBAgsKBA+VJZvqs6jWSEtGAW7JoAAQIENukEUvmuNELaNHcjWQgQIECAwDIC5ZMntzc3N0W6QVZBWiYF9kqAAAEClUBZ3j65eXJbnUIaOotk1gndhAABAgTmESiLJ7eb2yf1SaT+IbtUjcyHNE8a7IUAAQIEyt1tKki3uzQ8Sk9seOdiPiT9gwABAgRmEyirapQGSaka7RWkNgjzIc2WDzsiQIBAtgLl5uamKkVFsfOshmx7gYYTIEAggEC5S9Uo1aRUkFz1HSAfQiBAgEC2AtXl3tXDvusZkbJV0HACBAgQWFygutrbw74XT4MACBAgQKC6ss7BOv2AAAECBBYXSCOk+/8tHooACBAgQCBngfpu2If/cobQdgIECBBYVqA6ZGd2vmVzYO8ECBAgkARSQXJxnZ5AgAABAssLVOeQ1KTl8yACAgQIZC9QnUNyA1L23QAAAQIElhcwcfnyORABAQIECDTnkOrlwIkk8yHpJQQIECAwj8DYCMl8SPPkwF4IECBAoDNCGsIwH5IuQoAAAQKzCUw6h2Q+pNnyYUcECBDIVmBSQcpWR8MJECBAYDYBBWk2ajsiQIAAgTEBBUn/IECAAIEQAgpSiDQIggABAgQUJH2AAAECBEIIKEgh0iAIAgQIEFCQ9AECBAgQCCGgIIVIgyAIECBAQEHSBwgQIEAghICCFCINgiBAgAABBUkfIECAAIEQAgpSiDQIggABAgSOFCTzIekiBAgQIDCPgPmQ5nG2FwIECBA4IlDuNpv0GlzMh6T7ECBAgMBsAuVmt6teo4v5kGbLhx0RIEAgW4FUkOq2HylJ2fpoOAECBAjMJJAO2e3SMtPe7IYAAQIECBwQKKtyVFWk4wfuGBIgQIAAgcsJpIK0reuRUdLlkG2ZAAECBI4LlNvtdpde6SySknScyxoECBAgcCmB8i4t27v7o3aX2ovtEiBAgACBIwJ1QbrbbtIYqRomWQgQIECAwDIC5d3zuiJVp5KWicBeCRAgQIBAEkgjpG1dj9KyJUKAAAECBJYSKJ9X9ag+h+SihqWSYL8ECBAgkEZIdT1KBam++NtCgAABAgQWEijv0nXf6bLv6s5YCwECBAgQWEygerjq/dG6oRGS+ZAWy4wdEyBAIDOBZj6kohhqdqpG6TnfTU1SmTLrGJpLgACBuQXKolqGq5L5kObOhv0RIEAgY4GyLFJNKjdF+t/BxXxIGfcQTSdAgMBMAtUIqfpvpt3ZDQECBAgQGBZIxeh+bKQm6SMECBAgsKBAWex2xSa9LAQIECBAYEmBqiClK7/TXUjVFxYCBAgQILCQQJmu+06T9BkhLeRvtwQIECBwL1D8m1/5zXRNw9/74fe/+tpr/+Qf/djTp0/ffOsz6R9/93O/B4kAgZwFPvy9H8i5+do+v0B5s9nc7HbpgQ3NLbIWAgQIECCwiED5ZLN5Ul/2rSAtkgA7JUCAAIFGoHxSlrduRdIdCBAgQGBpgbIsb9Ir3YxU3ZHUWT602/Ve+//avjOy5vQGpo1MX3nimm1gE9dvVus2Z+IHzxt8E8D+rg+9PzHIwdUusc2zRD6RdDDFE/M+se0TVzslC+f67HjPGSedCH6uUG2HwL5AWdzcpNemLDbVBXf95T8WRfPqVaNBysGVl0XvRT4xmP0mT/zgpVe7RGCX2ObpDtN/OA6m+HF5Pz3sxbdwKJsTQaazL95SAaxSoPjVX/+t1LBXfvB7Xnv1tY/+wx9tr7LbfbZ6yHfqx6mPtn82o4fmr82/Nijdftzt+r3VxgWbLfc22NvX4I5G3jz68d534Ejw7ZrtNnsCR7/ne3Hub7DZwmBI48IN2sjHB+WnbLPbxv2NTAx1BPlQl+h2hkMdrO1d3W42+ObIXsYbeCgdI31+XKmXo15f2s/IYCcZf7PXohGlbrdpv++63dhVdqv8oR+5UeXm5nZT3lYTUAyNkLpdf7wZ7a9mZ/klq1uZelVqf0fdkVmz9943YbfI9T7ebnzwp3m3yfv15mgF6n68Dand0X4be/W7+9vu4G+++9vs/jCa0qL9JvS2OZL0wTWPhjQFbb8LvWiKz9IJez+vuykYbOZI1T/U69qPdH9z6iZu8Bvh0Jsj2eyCjAd/RrrIP/jEFlOg3N3c7G5TQSoPHbLr/VQd/IFy6KfM4I/RQxAjW+7+U/qG6X3PNO8MfiNN+fF3lsScsqNTPnuW4Ad/qW/GKEdja+R7ax5Kx6OjfdEUHw370ZFc+oPjPbnXruavUxo7WKvUnktn0/ZfVKDcltVrVxTp4UGDH+79ot39hlmkQ7e/LPd+kZzybfmiOr31B391PXGb0T7eGweMpHhkzV6OTmzj9EHbiTua8+Pd7tr7utW7aDznzdFFQ7XxfARSKSp36YqGaQ9Y7X2rdA8dHDpecbmiNWXLU9ZZPNnjQc7chMERz0hyx0dRg8Gft0Wn7GLKELDX9hmCb/Z4pTta/LtJAFctUPzyb/xu1ftf/o5XP/7xf/zjf7d3UUO3bYPlZ//N3uG1iYcUxr/tJ+663Uhav/21uv3Gbt9sVuuN/Hr/Ojg2an9MPG401v0R0xtstdG2++2GPfjjqRf/eIsGA97/kbePMNLS3sfHc9RtwhS95jDgvsbEFHcbcrQJE+PpdpteRsa3sJ/3XskZoRtEnvJmrz/0QEZC6rbFRQ1X/cP9GoMvfvk/pIJUfOjlb3/1tXcUJM+yG0znfuU4Jevn3dopkUT7LJn5M7JvriDNn4XM91g2t19e4J7UtcGe/eRZ+1tqd8trU3tse6aMWh67bZ87KIBd51hWoLoZ9vwPSFi2TZfZe/ck8Fm+b8++wcu0e7GtngV5seivcMfArzBpaws5zYVkfLS2pGoPAQIErlGg+KXf+J10DunDL3/Ha++8qOEaGyNmAgQIELhegeqQnelirzd/IidAgMBqBIp/++9/J11e+6GXv/Pj9QjpIx/5yGrapiEECBAgcEUC/x+bKpURyKQgAwAAAABJRU5ErkJggg==)

提示无法向文件中增加内容。

![](data:image/png;base64,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)

[root@vhxrhel7test ~]# chattr -i No.one.txt //移除不得任意更动文件或目录

## who

格式：who [选项] [参数]

作用：显示目前登录系统的用户信息，执行这项指令可得知目前登录系统的用户，单独执行who指令会列出登入系统的账号，使用的终端，登录的时间以及从何处登录或正在使用那个X显示器

选项：

❒ -H或--heading 显示各栏位的标题信息列

❒ -i或-u或--idle 显示闲置时间，若该用户在前一分钟之内有进行任何动作，将标示成“.”号，如果该用户已超过24小时没有任何动作，则标示出“old”字符串

❒ -m 此参数的效果和指定“am i”字符串相同

❒ -q或--count 只显示登入系统的帐号名称和总人数

❒ -s 此参数将忽略不予处理，仅负责解决who指令其他版本的兼容性问题

❒ -w或T或--mess或--message或--writable 显示用户的信息状态栏

❒ --help 在线帮助

❒ --version 显示版本信息

注意：

示例一：

显示登录系统的用户和登录的地点，还有终端类型

[root@localhost mnt]# who

root pts/0 2016-11-26 05:19 (192.168.0.103)

示例二：

显示系统的运行级别

[root@localhost ~]# who -r

run-level 3 2016-11-26 05:17

示例三：

显示系统当前登录的用户总数及用户名称

[root@localhost ~]# who -q

yeyan root root

# users=3

示例四：

模拟三个用户登录主机，分别用whoami，w，who命令进行输出，对比whoami，w，who三个命令输出的不同

[root@localhost ~]# whoami

root

[root@localhost ~]# w

08:31:35 up 3:14, 3 users, load average: 0.00, 0.00, 0.00

USER TTY FROM LOGIN@ IDLE JCPU PCPU WHAT

yeyan tty1 - 08:26 5:01 0.00s 0.00s -bash

root pts/0 192.168.0.103 05:19 5:17 0.15s 0.15s -bash

root pts/1 192.168.0.103 08:27 0.00s 0.01s 0.00s w

[root@localhost ~]# who

yeyan tty1 2016-11-26 08:26

root pts/0 2016-11-26 05:19 (192.168.0.103)

root pts/1 2016-11-26 08:27 (1

## users

格式：users(选项)

作用：users命令用于显示当前登录系统的所有用户的用户列表。每个显示的用户名对应一

个登录会话。如果一个用户有不止一个登录会话，那他的用户名将显示相同的次数。

选项：

❒--help：显示命令的帮助信息；

❒--version：显示命令的版本信息。  
示例：

查看并且打印当前登录系统所有用户。

[root@haobo66 ~]# users

root root

## echo

作用  
在shell中打印shell变量的值，或者直接输出指定的字符串

格式

echo [-e] [指定要打印的变量]

主要参数说明

-e：激活转义字符。

## file

file(选项)(参数)

作用：探测给定文件的类型

选项：

❒ -b 列出辨识结果时，不显示文件名称；

❒ -c 详细显示指令执行过程，便于排错或分析程序执行的情形；

❒ -f<名称文件> 指定名称文件，其内容有一个或多个文件名称时，让file依序辨

识这些文件，格式为每列一个文件名称；

❒ -F 使用指定分隔符号替换输出文件名后的默认的“:”分隔符

❒ -L 直接显示符号连接所指向的文件类别；

❒ -h 不跟随符号链接

❒ -i--mime 输出mime类型的字符串

--apple 输出Apple CREATOR/TYPE

--mime-type 输出MIME类别

--mime-encoding 输出MIME类别

❒ -k 执行错误命令式不终止

❒ -m<魔法数字文件> 指定魔法数字文件；

❒ -v 显示版本信息；

❒ -z 尝试去解读压缩文件的内容。

❒ --help 显示帮助并退出；

参数：要确定类型的文件列表，多个文件之间使用空格分开，可以使用shell通配符匹配多

个文件

示例：

[root@localhost ~]# file install.log

install.log: ASCII ext

[root@localhost ~]# file -b install.log

ASCII tex

[root@localhost ~]# file -z boot.zip

boot.zip: ASCII English text (Zip archive data, at least v2.0 to extract)

[root@localhost ~]# file -z fail2ban-0.8.14.tar.gz

fail2ban-0.8.14.tar.gz: POSIX tar archive (gzip compressed data, from Unix)

[root@localhost ~]# file -L /bin/awk

/bin/awk: ELF 64-bit LSB executable, x86-64, version 1 (SYSV), dynamically linked (uses shared libs), for GNU/Linux 2.6.18, stripped

[root@localhost ~]# file /bin/gawk

/bin/gawk: ELF 64-bit LSB executable, x86-64, version 1 (SYSV), dynamically linked (uses shared libs), for GNU/Linux 2.6.18, stripped

[root@localhost test]# ls

1 2 3

[root@localhost test]# ls >a

[root@localhost test]# ls

1 2 3 a

[root@localhost test]# file -f a

1: empty

2: empty

3: empty

a: ASCII text