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1.

* **Datos de acceso de cada usuario (usuario y contraseña):** Ya que es un sistema financiero, los usuarios son altamente sensibles a usos y accesos inadecuados de sus datos, por lo que si no se protegen los datos de los usuarios el sistema pierde confiabilidad y los usuarios dejan de ser parte de este sistema. Además, obteniendo los datos de los usuarios es posible realizar transacciones.
* **Transacciones realizadas por los usuarios:** Como se mencionó anteriormente, los usuarios desean que todos sus datos transaccionales sean confidenciales puesto que son datos de alta sensibilidad. Al poder acceder de forma indebida a la información transaccional de un usuario es posible tener problemas legales por manejo de la información, pérdida de confiabilidad y se puede realizar seguimiento a las acciones de un usuario, lo cual puede comprometer su seguridad física.