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| *ESTRUCTURA GENERAL* |
| **NOMBRE DEL PROYECTO:**  PROTOTIPO DE SISTEMA INTELIGENTE DE PARQUEADERO PARA LA ZONA DOCENTE DE LA UNIVERSIDAD DE LA AMAZONIA. |
| **INVESTIGADOR PRINCIPAL:** Heriberto Fernando Vargas Losada |
| **OTROS INVESTIGADORES:** Sergio Enrique Hernández Rubio y Estudiantes pertenecientes a GIECOM |
| **1. INFORMACIÓN GENERAL DEL PROYECTO:**  ANEXO 2: FORMATO 2-01 |
| 1. **RESUMEN EJECUTIVO** ANEXO 2: FORMATO 2-02 |
| 1. **DESCRIPCIÓN DEL PROYECTO** |
| * 1. **Planteamiento del Problema:**   La Universidad de la Amazonia en la actualidad cuenta con un área destinada para el parqueadero de los docentes de la institución, la cual está siendo utilizada por distintas personas (estudiantes, particulares, administrativos, terceros vinculados con la Universidad y los docentes). Esto hace que dicha área sea insuficiente y que no satisfaga las necesidades para la cual fue destinada, ya que presenta problemas de congestión impidiendo una buena movilidad en la zona.  La situación antes planteada se da debido a que no existe una administración adecuada de dicha área, la cual está a cargo de los guardas de vigilancia y seguridad de la Universidad quienes de manera flexible, por muchas circunstancias, permiten el acceso a dicha área de vehículos no autorizados para utilizar este servicio en este sitio. |
| * 1. **Impacto Esperado:**   Que el área asignada por la Universidad para el parqueadero de los vehículos de los docentes presente un mejor grado de congestión y por lo tanto mejore la movilidad, y así se garantice que solo estos hagan uso de esta zona. Adicional a la anterior la institución podrá conocer que vehículos se encuentran dentro de esta zona, lo cual permite incrementar las condiciones de seguridad de la Universidad.  También se espera incrementar de manera directa la seguridad prestada a los automotores de los docentes de la institución ya que para poder ser retirados se validará la identidad del conductor. |
| * 1. **Usuarios Directos e Indirectos potenciales de los resultados de investigación:**   El conjunto de docentes que poseen algún tipo de automotor y la vice rectoría administrativa (departamento de vigilancia y parque automotor) de la Universidad. |
| * 1. **Marco Teórico y Estado del Arte:**   **RFID**  La identificación por radio frecuenciaoRFID (Radio Frecuency IDentification) es una tecnología de punta mediante la cual se realiza la identificación al permitir la captación de datos de manera automática mediante radiofrecuencia [8, 12, 19]. Para este proceso de almacenamiento y recuperación de datos remotos se utilizan unos dispositivos denominados etiquetas o tags y un lector.  El modo de funcionamiento de los sistemas RFID es simple. Las etiquetas electrónicas almacenan el código único identificativo del producto al que están adheridas. El lector interroga al tag enviando una serie de ondas de radiofrecuencia, las cuales son captadas por éste mediante una pequeña antena, activando el tag el cual, mediante radiofrecuencia, transmite al lector la información que tiene almacenada. Una vez que el lector ha recibido el código único del producto, este se podría transmitir a una base de datos de respaldo [15].  En esencia, un sistema RFID permite la comunicación entre un lector y una etiqueta inteligente o transponder (tag) a través del aire y mediante una frecuencia conocida por ambos elementos. Así, un sistema RFID básicamente de compone de un lector y un transponder o Tag, cada uno de ellos con su respectiva antena. A este sistema se le puede adicionar un sistema de red que permita transportar la información recuperada del Tag a una base de datos ubicada en un computador [20].  **Lectores RFID**  Un lector RFID consta de un modulo de radio frecuencia (emisor receptor), una unidad de control, y un elemento de acoplamiento o antena. Los lectores de etiquetas interrogan a etiquetas por sus contenidos a través de una interfaz RF. Además de una interfaz RF para las etiquetas, los lectores pueden contener memoria interna, capacidad de procesamiento, o una interfaz para bases de datos de respaldo que proporcionan una funcionalidad adicional. Además el lector también se puede conectar a una red mediante algún tipo interfaz como pueden ser el RS-232 o el Ethernet [35].  **Antenas**  Son los dispositivos que permiten radiar las señales de los lectores y recepcionar las ondas radio de los tags. Un único lector puede gestionar varias antenas creando una zona de interrogación. Como ejemplo se puede citar las *Dock door* (2 antenas) para puertas o el arco (3 antenas) para cintas transportadoras [6].  **Transpondedores o tags**  Las etiquetas RFID o tags consisten típicamente en un microchip que almacena datos y un elemento de acoplamiento, tal como una antena en espiral, que es utilizada para comunicarse a través de una radiofrecuencia (ver Figura 1). Estos dos elementos se encuentran ubicados dentro de un sustrato. En el caso de los tags semiactivos o activos, aparece un cuarto elemento constitutivo, la batería. Los tags RFID según su fuente de energía pueden ser: *Activos,* *Semipasivos,* y *Pasivos* [2, 13, 29].  **Subsistema de procesamiento de datos o** [**Middleware RFID**](http://es.wikipedia.org/wiki/Middleware_RFID)  Normalmente los elementos de un sistema RFID no forman un sistema aislado, sino que se conectan a otros sistemas. El middleware es el sistema (hardware o software) situado entre el hardware RFID y las aplicaciones software del cliente. Su función es la de gestionar todo el sistema RFID a nivel de hardware, recibir la totalidad de la señales de los tags y filtrar la información, para solo transmitir la información útil a las aplicaciones [9, 22, 25].  **Clasificación de los sistemas RFID**  La utilización del espectro RF, está regulado por las normas que cada uno de los países emite al respecto. Una clasificación global y rápida es en bandas licenciadas (pago) y no licenciadas (libres). La tecnología RFID utiliza bandas no licenciadas. Los sistemas RFID utilizan diferentes frecuencias, pero generalmente las más utilizadas son: *Sistemas de Baja Frecuencia (LF)* que operan normalmente en 125 KHz, *Sistemas de Alta Frecuencia (HF)* que opera a 13,56 Mhz, *Sistemas de Ultra Alta Frecuencia (UHF)* que operan entre 860 y 960 MHz, y *Sistemas Microondas* usados para aplicaciones que requieren de grandes distancias y mayor velocidad de obtención de los datos [7, 16, 21, 28].  **ZigBee**  ZigBee es el nombre de la especificación de un conjunto de protocolos de alto nivel de comunicación inalámbrica. ZigBee y IEEE 802.15.4 son protocolos basados en estándares que proporcionan la infraestructura de red necesaria para aplicaciones de redes de sensores inalámbricos. El estándar IEEE 802.15.4 define el hardware y el software, el cual ha sido descrito en los términos de conexión de redes, como la capa físicas (PHY), y la capa de control de acceso al medio (MAC). El estándar ZigBee (definido por la alianza ZigBee, conjunto de empresas promotoras del estándar) ha añadido las especificaciones de las capas red (NWK) y aplicación (APL) para completar lo que se llama la pila o stack ZigBee [1, 11, 14, 36].    ZigBee ha sido diseñado para soportar un diverso mercado de aplicaciones que requieren bajo coste y bajo consumo, con una conectividad más sofisticada que los anteriores sistemas inalámbricos. El estándar ZigBee se enfoca a un segmento del mercado no atendido por los estándares existentes, como es el de las redes de sensores cuyos requisitos claves de diseño giran en torno a la prolongación de la vida de la batería, un bajo costo, ocupación de poco especio y topología en malla para soportar la comunicación entre un gran número de dispositivos en un entorno interoperable y de múltiples aplicaciones [24, 32, 36].  Existen numerosas aplicaciones que son ideales para las capacidades de redundancia, de auto configuración y de auto configuración de las redes inalámbricas en malla ZigBee. Las principales son [10, 30]:   * **Gestión de la Energía y Eficiencia**: Para proporcionar mayor información y control del uso de la energía, proporcionar a los clientes un mejor servicio y más opciones, mejor manejo de los recursos, y ayudar a reducir el impacto ambiental. * **Automatización de la Casa**: Para proporcionar una gestión más flexible de la iluminación, la calefacción y la refrigeración, la seguridad y los sistemas de entretenimiento desde cualquier lugar de la casa. * **Automatización de Edificios**: Para integrar y centralizar la gestión de la iluminación, la calefacción, la refrigeración y la seguridad. * **Automatización Industrial**: Ampliar a los la existente manofactura y sus procesos sistemas de control confiables.   ZigBee trabaja sobre la banda ISM para usos industriales, científicos y médicos; en concreto, 868MHz en Europa, 915MHz en Estados Unidos y 2.4GHz en todo el mundo. En el rango de frecuencias de 2.4GHz se definen hasta 16 canales, cada uno de ellos con un ancho de banda de 5MHz [27, 34, 36].  La pila de protocolos ZigBee, también conocida como ZigBee Stack, se basa en el nivel físico (PHY) y el control de acceso al medio (MAC) definidos en el estándar IEEE 802.15.4, que desarrolla estos niveles para redes inalámbricas de área personal de baja tasa de transferencia (LR-WPAN, Low Rate - Wireless Personal Area Network). La especificación ZigBee completa este estándar añadiendo cuatro componentes principales: Nivel de red, Nivel de aplicación, Objetos de dispositivo ZigBee (ZDO, ZigBee Device Objects), y Objetos de aplicación definidos por el fabricante [17, 23, 31, 36].  **Biometría**  La Biometría es el método de identificación y autenticación de los seres humanos a través de características fisiológicas, tales como la geometría de la mano, iris, retina, reconocimiento facial, huella dactilar, entre otras; y de comportamiento como firma, voz, dinámica de teclado, etc [4].  En el siglo diecinueve comienzan las investigaciones científicas acerca de la biométrica con el fin de buscar un sistema de identificación de personas con fines judiciales. Con estas investigaciones se producen importantes avances y se comienzan a utilizar los rasgos morfológicos únicos en cada persona para la identificación. Ya en el siglo veinte, la mayoría de los países del mundo utiliza las huellas digitales como sistema práctico y seguro de identificación. Con el avance tecnológico nuevos instrumentos aparecen para la obtención y verificación de huellas digitales. También se comienzan a utilizar otros rasgos morfológicos como variantes de identificación, por ejemplo el iris del ojo, el calor facial o la voz [18].  Actualmente la biometría se presenta en un sin número de aplicaciones, demostrando ser el mejor método de identificación humana. La identificación biométrica se encuentra actualmente en un proceso de crecimiento con una amplia gama de aplicaciones basadas en el diseño de sistemas de Procesamiento Digital de Señales [18, 26].  **Reconocimiento Dactilar**  Las huellas digitales son características exclusivas de los primates. En la especie humana se forman a partir de la sexta semana de vida intrauterina y no varían en sus características a lo largo de toda la vida del individuo [3].  Son las formas caprichosas que adopta la piel que cubre las yemas de los dedos. Están constituidas por rugosidades que forman salientes y depresiones. Las salientes se denominan crestas papilares y las depresiones surcos interpapilares. En las crestas se encuentran las glándulas sudoríparas. El sudor que éstas producen contiene aceite, que se retiene en los surcos de la huella, de tal manera que cuando el dedo hace contacto con una superficie, queda un residuo de ésta, lo cual produce un facsímil o negativo de la huella [3].  Las huellas digitales se toman de los dedos índices de ambas manos, tanto por la comodidad al capturarlas, como porque estos dedos están menos propensos que los pulgares a sufrir accidentes que dejen cicatriz [3].  Son únicas e irrepetibles aún en gemelos idénticos, debido a que su diseño no está determinado estrictamente por el código genético, sino por pequeñas variables en las concentraciones del factor del crecimiento y en las hormonas localizadas dentro de los tejidos. Cabe señalar que en un mismo individuo la huella de cada uno de sus dedos es diferente [5].  Los patrones de huellas digitales están divididos en 4 tipos principales, todos ellos matemáticamente detectables. Esta clasificación es útil al momento de la verificación en la identificación electrónica, ya que el sistema sólo busca en la base de datos del grupo correspondiente [5].  En la figura aparecen 8 puntos característicos que hay en un dedo, éstos se repiten indistintamente para formar entre 60 y 120 ( por ejemplo 10 horquillas 12 empalmes 15 islotes, etc) A estos puntos también se llaman minutae (minucias o minutias) término utilizado en la medicina forense que significa “punto característico” [33].    Con este conjunto de puntos, el método biométrico de huella digital genera un modelo en dos dimensiones que se almacena en una base de datos, con la debida referenciación de la persona que ha sido objeto del estudio [33].  Para ello, la ubicación de cada punto característico o minutia se representa mediante una combinación de números (*x.y*) dentro de un plano cartesiano, los cuales sirven como base para crear un conjunto de vectores que se obtienen al unir las minutias entre sí mediante rectas cuyo ángulo y dirección generan el trazo de un prisma de configuración única e irrepetible. Para llevar a cabo el proceso inverso o verificación dactilar, se utilizan estos mismos vectores, no imágenes [5, 33].   |  |  |  |  | | --- | --- | --- | --- | |  |  |  |  | | El dedo es leído por un captor de huellas. | El dedo es codificado por el captor. | Una plantilla es generada y la imagen es comprimida | El captor guarda y reconoce un conjunto de números que solo podrán ser reconocidos como una plantilla. |   Los sistemas basados en reconocimiento de huellas son relativamente baratos (en comparación con otros biométricos, como los basados en patrones retinales); sin embargo, tienen en su contra la incapacidad temporal de autenticar usuarios que se hayan podido herir en el dedo a reconocer (un pequeño corte o una quemadura que afecte a varias minucias pueden hacer inútil al sistema). También elementos como la suciedad del dedo, la presión ejercida sobre el lector o el estado de la piel pueden ocasionar lecturas erróneas. Otro factor a tener muy en cuenta contra estos sistemas es psicológico, no técnico: un sistema de autenticación de usuarios ha de ser aceptado por los mismos, y generalmente el reconocimiento de huellas se asocia a los criminales, por lo que muchos usuarios recelan del reconocedor y de su uso [5, 33]. |
| * 1. **Objetivos:**   **General**  Diseñar un prototipo de monitoreo y control de acceso al parqueadero de docentes de la Universidad de la Amazonia mediante identificadores de radio frecuencia y biometría, con el fin de administrar de forma eficiente esta área.  **Específicos**  Diseñar y Construir un prototipo de control de entrada y salida para los vehículos utilizando tecnología de identificación por radiofrecuencia (RFID).  Diseñar y construir un prototipo de identificación biométrico, con el fin de administrar los datos de los docentes y administrativos que utilizan el servicio de parqueadero.  Construir un automatismo a través de sensores de presencia para control de ocupación de cada sitio de estacionamiento de los vehículos en el parqueadero.  Implementar un sistema de información web información a través de metodologías de ingeniería del software que administre los datos de los controles de acceso al parqueadero de la Universidad de la Amazonia. |
| * 1. **Metodología Propuesta: (Si requiere calibración presentación metodología propuesta para la misma)**   El presente trabajo se desarrollará en cuatro fases:  **Diseño del Sistema de Identificación del Automotor ( Sistema RFD)**  En esta fase en primer lugar se determinarán los requerimientos del sistema de identificación del automotor, al igual que se determinarán las condiciones del medio que afectan severamente el desempeño del Hardware que lo compone. Igualmente se diseñará el sistema RFD mediante las siguientes actividades:   * Determinación de requerimientos del sistema RFD. * Selección de Tag. * Identificar la ubicación del Tag en los vehículos. * Selección del lector * Ubicación del lector * Definir el tipo de antena a construir para la recepción y transmisión de los tag. * Especificar el sitio de ubicación de la antena en la barrera de acceso. * Desarrollar el brazo mecánico de la barrera de acceso. * Construir el protocolo de comunicación entre barrera, antena y tag. * Construcción e instalación de la barrera de seguridad (Entrada y salida de vehículos).   **Diseño del Sistemas de Identificación Biométrico del Conductor del Automotor (ANFIS)**  En esta fase inicialmente se determinarán los requerimientos del sistema de identificación biométrico del conductor del automotor. Igualmente se diseñará el sistema ANFIS mediante:   * Selección del lector de huella digital. * Selección del método de comparación de la huella capturada con la que reposa en el sistema de información. * Desarrollo del sistema de captura y validación. * Diseño de estructuras para la captura de datos (ubicación de scanner)   **Diseño del Sistema de Control de Ocupación (Red ZigBee)**  Esta fase se desarrollará mediante:   * Diagnóstico actual del parqueadero * Desarrollo estratégico del plan de ordenamiento. * Determinación de las condiciones del medio ambiente que dificulten el establecimiento de comunicación inalámbrica. * Definición de los sensores para determinar la ocupación o no de un sitio de parqueo * Diseño de la red de comunicación inalámbrica de sensores * Determinación de la topología de red * Determinación del número necesario de Routers ZigBee * Selección del tipo de Reuter ZigBee a usar * Construcción e instalación de estructuras para routers y sensores.   **Diseño e Implementación del Sistema de Información Web de Administración**  Para esto se realizará:   * Diseño de la arquitectura del sistema. * Diseño de la base de datos del sistema. |
| * 1. **Resultados Esperados:**   Mejorar y controlar la zona de estacionamiento de los automotores de los docentes de la Universidad.  Ofrecer seguridad a la zona de estacionamiento de la Universidad.  Sistema web de gestión del estacionamiento de la Universidad.  Desarrollo de un Prototipo de acceso Rfid aplicable a varios entornos.  Desarrollo de un Prototipo de Acceso Biométrico para el registro, entrada y salida de los vehículos. |
| * 1. **Estrategia a utilizar para la transferencia de resultados:**   Socialización de cada uno de los componentes del proyecto a nivel académico, ofreciendo el modelo del desarrollo empleado.  Ofrecer a la sociedad productiva de la región el resultado del proyecto, su aplicabilidad, su nivel inversión y su beneficio, buscando los usuarios potenciales. |
| * 1. **Estrategia de comunicación:**   Desarrollo de los resultados en artículos de cada uno de los componentes del proyecto.  Foro académico de socialización de los resultados obtenidos en los eventos institucionales. |
| * 1. **Trayectoria del Grupo Investigador y Presentación del equipo de Investigadores:**   (Investigador Principal, Investigador Auxiliar y Jóvenes Investigadores)  Sergio Enrique Hernández Rubio y Heriberto Fernando Vargas Losada investigadores pertenecientes al grupo GIECOM reconocido por Colciencias, con la vinculación futura de varios estudiantes que desean desarrollar sus trabajos de grado. |
| * 1. **Cronograma de actividades:** |

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **CONCEPTO** | **Semestre 1** | **Semestre 2** | **Semestre 3** |  |  |  |  |  |  |  |  |  |  |
| OBJETIVO GENERAL |  |  |  |  |  |  |  |  |  |  |  |  |  |
| Diseñar y Construir un prototipo de control de entrada y salida para los vehículos utilizando tecnología de identificación por radio frecuencia (rfid). |  |  |  |  |  |  |  |  |  |  |  |  |  |
| Prototipo RFID |  |  |  |  |  |  |  |  |  |  |  |  |  |
|  | Determinación de requerimientos del sistema RFD. | **X** |  |  |  |  |  |  |  |  |  |  |  |
|  | Selección de Tag. |  | **X** |  |  |  |  |  |  |  |  |  |  |
|  | Identificar la ubicación del Tag en los vehículos. |  | **X** |  |  |  |  |  |  |  |  |  |  |
|  | Selección del lector |  | **X** |  |  |  |  |  |  |  |  |  |  |
|  | Ubicación del lector |  | **X** |  |  |  |  |  |  |  |  |  |  |
|  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| Diseño de Antena de recepción y transmisión |  |  |  |  |  |  |  |  |  |  |  |  |  |
|  | Definir el tipo de antena a construir para la recepción y transmisión de los tag. |  |  | **X** |  |  |  |  |  |  |  |  |  |
|  | Especificar el sitio de ubicación de la antena en la barrera de acceso. |  |  | **X** |  |  |  |  |  |  |  |  |  |
| Diseño de la Barrera automática |  |  |  |  |  |  |  |  |  |  |  |  |  |
|  | Desarrollar el brazo mecánico de la barrera de acceso. |  |  |  | **X** |  |  |  |  |  |  |  |  |
|  | Construir el protocolo de comunicación entre barrera, lector y tag. |  |  |  | **X** |  |  |  |  |  |  |  |  |
| Diseñar y construir un prototipo de identificación biométrico, con el fin de administrar los datos de los docentes y administrativos que utilizan el servicio de parqueadero. |  |  |  |  |  |  |  |  |  |  |  |  |  |
| Sistema biométrico |  |  |  |  |  |  |  |  |  |  |  |  |  |
|  | Determinación de los requerimientos del sistema de identificación biométrico del conductor. |  |  |  |  | **X** |  |  |  |  |  |  |  |
|  | Componentes necesarios para el sistema biométrico. |  |  |  |  |  | **X** |  |  |  |  |  |  |
|  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| Sistema de validación del registro biométrico |  |  |  |  |  |  |  |  |  |  |  |  |  |
|  | Desarrollo del sistema de captura y validación. |  |  |  |  |  |  | **X** |  |  |  |  |  |
| Construir un automatismo a través de sensores de presencia para control de ocupación de cada sitio de estacionamiento de los vehículos en el parqueadero. |  |  |  |  |  |  |  |  |  |  |  |  |  |
| Control de ocupación |  |  |  |  |  |  |  |  |  |  |  |  |  |
|  | Determinación de las condiciones del medio ambiente que dificulten el establecimiento de comunicación inalámbrica. |  |  |  |  |  |  | **X** |  |  |  |  |  |
|  | Definición de los sensores para determinar el estado del sitio |  |  |  |  |  |  |  | **X** |  |  |  |  |
| Diseño de la red inalámbrica de sensores |  |  |  |  |  |  |  |  |  |  |  |  |  |
|  | Determinación de la topología de red |  |  |  |  |  |  |  | **X** |  |  |  |  |
|  | Determinación del número necesario de Reuters ZigBee |  |  |  |  |  |  |  | **X** |  |  |  |  |
|  | Selección del tipo de Reuter ZigBee a usar |  |  |  |  |  |  |  | **X** |  |  |  |  |
| Plan de ordenamiento de estacionamiento |  |  |  |  |  |  |  |  |  |  |  |  |  |
|  | Diagnostico actual del parqueadero |  |  |  |  | **X** |  |  |  |  |  |  |  |
|  | Desarrollo estratégico del plan de ordenamiento. |  |  |  |  | **X** |  |  |  |  |  |  |  |
| Implementar un sistema de información web información a través de metodologías de ingeniería del software que administre los datos de los controles de acceso al parqueadero de la Universidad de la Amazonia. |  |  |  |  |  |  |  |  |  |  |  |  |  |
| Sistema de Información web. |  |  |  |  |  |  |  |  |  |  |  |  |  |
|  | Determinación de requerimientos para el sistema de información Web |  |  |  | **X** | **X** |  |  |  |  |  |  |  |
|  | Diseño de la arquitectura del sistema. |  |  |  |  |  | **X** |  |  |  |  |  |  |
|  | Diseño de la base de datos del sistema. |  |  |  |  |  | **X** | **X** |  |  |  |  |  |
|  | Desarrollo del prototipo del sistema de información Web |  |  |  |  |  |  | **X** | **X** | **X** | **X** | **X** | **X** |

|  |
| --- |
| * 1. **Consideraciones adicionales:**   Este proyecto integra diferentes áreas como son redes, teleinformática, control, análisis, ingeniería de software y bases de datos, donde los estudiantes puede participar de manera activa y proponer ideas para futuros desarrollos de tesis, siempre buscando las mejores soluciones a problemas ya sea aplicando conocimiento o desarrollando aportes tecnológicos. |
| 1. **PRESUPUESTO** |
| * 1. **Fuentes de Financiación:** |
| * + 1. Recursos Externos (Universidad de la Amazonia)     2. Recursos Propios (Recursos que el grupo de investigación buscará con apoyos de empresas, grupos de investigación interesados en la propuesta) |
| * 1. **Equipos: 8.000.000**   Kit de desarrollo RFID.  Computadores personales.  Enrutadores (Wifi).  Enrutadores ZigBee  Lector de Biométrico (Huella). |
| * 1. **Materiales e insumos y servicios técnicos: 6.000.000**   Tag pasivos y activos RFID.  SDK para desarrollo Biométrico.  Software para desarrollo (.net y java).  Motor de Base de Datos (Oracle, Sql server, Mysql o Postgres).  Sensores de ocupación ZigBee. |
| * 1. **Gastos de transporte para salidas al campo: 3.000.000**   Estos recursos serán utilizados en el momento en que algunos materiales e insumos no existan en la Universidad pero que otras instituciones pueden realizar estos préstamos. |
| * 1. **Compra material bibliográfico: 3.000.000** |
| * 1. **Publicaciones: 2.000.000** |

Los recursos específicos determinados en los puntos 4, detallan algunos rubros generales del presupuesto, es de aclarar que no son los totales del presupuesto del proyecto.

|  |  |  |  |
| --- | --- | --- | --- |
| **PRESUPUESTO** |  |  |  |
|  |  | En miles de pesos |  |
| **CONCEPTO** | **Solicitud Externa** | **Contrapartida** | **Total** |
|  |  |  |  |
| **I. GASTOS DE FUNCIONAMIENTO** |  |  |  |
|  |  |  |  |
| **1 Servicios personales** |  |  |  |
| 1.1 Nómina |  |  |  |
| **2 Gastos generales** |  |  | **8000** |
| 2.1 Materiales y suministros |  | 6000 | 6000 |
| 2.2 Servicios públicos |  | 2000 | 2000 |
|  |  |  |  |
| **II. GASTOS DE INVERSION** |  |  |  |
|  |  |  |  |
| **1 Gastos operativos** |  |  | **41000** |
| **1.1 Gastos de personal** |  |  | **30000** |
| 1.1.1 Equipo ejecutor |  | 17000 | 17000 |
| 1.1.2 Asesorías y consultorías | 10000 |  | 10000 |
| 1.1.3 Mano de obra no calificada |  | 3000 | 3000 |
|  |  |  |  |
| **1.2 Viáticos y gastos de viaje** |  |  | **3000** |
| 1.2.1 Alojamiento y alimentación |  | 2000 | 2000 |
| 1.2.2 Transporte |  | 1000 | 1000 |
| **1.3 Educación y capacitación** |  |  | **3000** |
| 1.3.1 Talleres |  | 3000 | 3000 |
| **1.4 Impresos y publicaciones** |  | 2000 | **2000** |
| **1.5 Insumos** |  | 3000 | **3000** |
|  |  |  |  |
| **2. Gastos de inversión** |  |  |  |
|  |  |  |  |
| **2.1 Maquinaria y equipo** |  | 8000 | **8000** |
| **TOTAL** | 10000 | 47000 | 57000 |

|  |
| --- |
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