您可能已經從新聞媒體聽過這些名詞：病毒、蠕蟲、木馬病毒、網路釣魚及間諜軟體。如果要採取提升電腦安全性的動作，您必須先知道一些基本資訊，了解電腦所面臨的危險性。

大部分的安全性威脅都包含**惡意軟體** (或程式碼)，會在您不知情的情況下，在電腦上執行。它可能隱藏在另一個檔案或程式中，或是在背景中自動執行。大部分的惡意軟體都設計成自我複製，並感染其他的檔案或電腦。感染電腦的一個途徑是取得您所有的連絡人地址，並傳送包含惡意軟體的「已感染」電子郵件，讓它看起來像是您寄出的。

惡意程式碼的特性和破壞性決定了它對電腦所造成的影響，它可能只會造成一些小困擾，也可能會刪除檔案或程式，破壞您的電腦。