**第一部分 国内外现状及趋势分析**

一、国外研究现状及趋势

（包括该方面国外的总体研究水平、最新进展和发展预期，国外从事该方面研究的主要机构及其研究方法、成果；相关研究的学术影响、知识产权申请和授予、技术标准制定及产业应用状况，并列出主要的文献，专利、标准名称。限2000字以内。）

网络扫描是指探测局域或者互联网范围服务，搜索漏洞或渗透IT设备方法的行为。国外在该领域研究较早研究水平较高，新的研究成果层出不穷。在网络扫描技术方面从简单的全连接扫描，到半连接扫描再到秘密扫描，从单源扫描到分布式扫描[1]。文献[4]介绍了利用IP报头的时间戳选项进行主动探测的技术可行性评估研究，在扫描工具方面有业内常用的功能强大的nmap[2],也有最近出现的以快著称45分钟扫描整个IPv4空间的zmap[3]，该工具通过对传统扫描技术的发包速度和状态保存等多个优化使其速度达到nmap的1300多倍。

二、国内研究现状及趋势

（包括国内从事该方面研究的主要机构及其研究方法、研究水平；国内外研究方法、研究进展的对比分析；该方面研究可能取得的突破及预期成果。限2000字以内。）

国内在网络扫描方面起步较晚，和国外先进水平存在较大的差距，但是近些年发展速度较快，众多研究机构都在进行相关研究，所以在大规模高速扫描系统方面可能有所突破。

**第二部分 研究内容及目标**

1. 项目研究内容、研究方法及技术路线
2. 申报项目及所属指南方向的关联关系

（二）**项目目标及考核指标、评测方式/方法**

（限800字以内）

该项目的研究目标是在分析现有的网络扫描技术的基础上，针对大规模网络扫描，提出一种新的大规模网络快速扫描系统，并加以实现。做到功能与速度的结合，在扫描覆盖率与准确率相差不大的情况下，大幅提高扫描的速度。

评估方法为：使用相同指定配置的主机或服务器，在相同的网络环境下，对相同数目的目标集使用nmap等现有扫描工具和该项目成果进行多种扫描方式的扫描，记录实验结果中的覆盖率，正确率和完成所耗时间，并进行比较。

考核指标为：在上述实验评估中，在覆盖率和正确率相差不超过5%的情况下，扫描速度与其它工具相比提高3倍以上。

（三）项目成果的呈现形式及描述

（限500字以内）

项目成果以Linux C程序编写的软件形式呈现，在Linux环境下运行，使用精简高效的命令行形式进行操作，软件模块划分清晰，功能完备，提供丰富的功能命令集。针对不同的扫描方式设计多种扫描模块。提供多种输出格式，满足不同的结果形式要求。

二、项目研究内容提、研究方法及技术路线

（一）项目的主要研究内容

（限1500字以内）

该项目主要研究内容是在分析现有的网络扫描技术的基础上，针对大规模网络扫描，提出一种新的大规模网络快速扫描系统，并加以实现。现有的扫描技术有：全连接扫描（Open Scan），半连接扫描（Half-Open Scan），隐秘扫描（Stealth Scans），存活性扫描（Sweep Scans）等。现有的网络扫描工具基本都使用了上述的扫描方法，而且也存在一些不足。Namp的扫描功能比较强大，可以实现端口探测，版本检测和系统检测等，但是在大规模网络应用上存在速度较慢的问题；而近年出现的zmap扫描速度有了很大提升，但是其主要针对的是单端口扫描，功能相对较少。将二者优势结合将具有巨大意义。

（二）项目拟采取的研究方法

1、项目研究拟解决的问题，及拟采用的方法、原理、机理、算法、模型等

（研究方法、技术路线可用图表描述。限800字以内）

该项目旨在解决网络扫描速度和扫描功能的矛盾，在保持多样的扫描功能的同时，相对目前的扫描工具，对扫描速度进行优化和提高。

拟采用namp和zmap等成熟工具的主要技术，并进行结合和优化，进行良好的模块划分和整体架构设计，更好的整合二者的优势。

2、项目研究方法（技术路线）的可行性、先进性分析

（限500字以内）

在对nmap和zmap的深入研究后，对二者的核心技术有了深入理解，对zmap的优化技术的核心及实现有了较深的认识，通过系统设计和模块设计可以将二者的优势分别体现，进一步通过良好的整体架构，就可能将二者优势结合，实现大规模网络扫描速度功能及速度的整体优化。
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