**关于对网络安全风险隐患进行整改的通知**

ph\_unit：

根据全市网络安全工作安排部署，为扎实做好我市政务云、政务外网及上云信息系统等的网络安全保障工作，市大数据局组织进行了本年度第二次风险评估工作。

经评估，你ph\_att所属信息系统存在ph\_x个高危级别系统漏洞（详见附件1）。请迅速组织开展核实处置工作，根据漏洞的影响范围及危害程度，在保证业务正常运行的情况下及时对漏洞进行处置。处置情况请填写《风险评估漏洞处置情况反馈表》（附件2），于10月31日反馈至wfdsjaq@wf.shandong.cn。市大数据局将于11月1日起对漏洞处置情况进行复查复测。

请全面落实网络安全主体责任，配合进行漏洞处置工作，整改期间持续做好安全防护，确保不出任何安全问题，整改情况作为全市高质量发展综合考核网络安全事故扣分依据。

联系电话：8097256；

技术支持电话：8097697。

附件：1. 漏洞详情

2. 漏洞处置情况反馈表
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附件1

漏洞详情