④添付ファイルを開いた際、実行の許可を求められた場合、注意が必要(マクロの有効化など)
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**“不審メール”を疑うポイント**

②件名にキーワードや興味を引く内容が含まれていないか

③送信者のメールアドレスと署名のメールアドレスが違っていないか。

①自分宛てにメールを送ってきたことについて心当たりがあるか。

・添付ファイルや文中のURLにアクセスした場合は、ウイルス感染や不正アクセスの恐れがあるため、速やかにLANケーブルを外し、無線LANをOFFにした後、OAヘルプデスク等へ連絡し指示に従うこと。

・不審メールに気付いたら、添付ファイルや文中のURLをクリックせずVirus110へメールを

　転送してください。詳細は「セキュリティポータルDB」を参照ください。

　相談先：OAヘルプデスク（内線731-2999）

**“不審メール”を受信した際の対応方法**

別添の内容を確認願います。

コスモ石油　人事総務部

○○　太郎

taro@cosmo-oil.co.jp

差出人：　○○ 太郎 <taro@mailservices.jp>

宛先：　　 ○○ 花子

件名：　　【重要】人事異動情報

**上から順に確認！**

**警告**

**ウイルス感染**

**これは、コスモエネルギーグループ社員向け“標的型メール訓練”です。**

**あなたは、不審メールに対する不適切な操作を行いました。**

**訓練の為ウイルスは感染しておりませんが、実際の標的型メールの場合、情報漏えいやシステム停止につながる危険性がありますので、適切な対処方法について再確認してください。**

**コスモエネルギーホールディングス情報システム部**