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## What is privacy?

“Privacy” is a broad idea that includes many ideas such as freedom of thought, control over one’s body, solitude in one’s home, control over information about oneself, freedom from surveillance, protection of one’s reputation, and protection from searches and interrogation.

Daniel Solove, Assistant Professor of Law, Seton Hall Law School. J.D., Yale Law School, 2002, California Law Review, “Conceptualizing Privacy,” p. 1088-9

Currently, privacy is a sweeping concept, encompassing (among other things) freedom of thought, control over one's body, solitude in one's home, *control over information about oneself, freedom from surveillance*, protection of one's reputation, and protection from searches and interrogations. Time and again philosophers, legal theorists, and jurists have lamented the great difficulty in reaching a satisfying conception of privacy.  Arthur Miller has declared that privacy is "difficult to define because it is exasperatingly vague and evanescent."  According to Julie Inness, the legal and philosophical discourse of privacy is in a state of "chaos." Alan Westin has stated that "few values so fundamental to society as privacy have been left so undefined in social theory ... ." William Beaney has noted that "even the most strenuous advocate of a right to privacy must confess that there are serious problems of defining the essence and scope of this right."  Privacy has "a protean capacity to be all things to all lawyers," Tom Gerety has observed. According to Robert Post, "privacy is a value so complex, so entangled in competing and contradictory dimensions, so engorged with various and distinct meanings, that I sometimes despair whether it can be usefully addressed at all." Several theorists have surveyed the interests that the law protects under the rubric of privacy and have concluded that they are distinct and unrelated. Judith Thompson has even argued that privacy as a concept serves no useful function, for what we call privacy really amounts to a set of other more primary interests.

Although some of these areas overlap (e.g., controlling information about oneself can protect one’s reputation), this topic proposal is focused on policy proposal that protect control over information about oneself and freedom from surveillance. It is possible to consider broadening the topic to include searches and interrogations, and that is discussed briefly at the end of the paper, but that it is not the focus.

## Privacy and Two Controversies

The controversy related to control of one’s information and protection against surveillance is related to basic issues/disputes. The first concerns protection of information that online media companies such as Google and Facebook have on us. For example, yesterday I noted that Google knew what hotel I was staying in and where I was having dinner even though I didn’t register for the hotel or dinner through Google, or even find either place through a Google search. It likely knew what hotel I was staying in through online tracking and where I was having dinner because Opentable.com shared information with it.

In a recent (May 2014) Report to the President – [Big Data and Privacy: A Technological Perspective](mailto:http://www.whitehouse.gov/sites/default/files/microsites/ostp/PCAST/pcast_big_data_and_privacy_-_may_2014.pdf) – The President’s Council of Advisors on Science & Technology wrote:

The ubiquity of computing and electronic communication technologies has led to the exponential growth of data from both digital and analog sources. New capabilities to gather, analyze, disseminate, and preserve vast quantities of data raise new concerns about the nature of privacy and the means by which individual privacy might be compromised or protected. After providing an overview of this report and its origins, Chapter 1 describes the changing nature of privacy as computing technology has advanced and big data has come to the fore. The term privacy encompasses not only the famous “right to be left alone,” or keeping one’s personal matters and relationships secret, but also the ability to share information selectively but not publicly. Anonymity overlaps with privacy, but the two are not identical. Likewise, the ability to make intimate personal decisions without government interference is considered to be a privacy right, as is protection from discrimination on the basis of certain personal characteristics (such as race, gender, or genome). Privacy is not just about secrets. Conflicts between privacy and new technology have occurred throughout American history. Concern with the rise of mass media such as newspapers in the 19th century led to legal protections against the harms or adverse consequences of “intrusion upon seclusion,” public disclosure of private facts, and unauthorized use of name or likeness in commerce. Wire and radio communications led to 20th century laws against wiretapping and the interception of private communications – laws that, PCAST notes, have not always kept pace with the technological realities of today’s digital communications.

Past conflicts between privacy and new technology have generally related to what is now termed “small data,” the collection and use of data sets by private‐ and public‐sector organizations where the data are disseminated in their original form or analyzed by conventional statistical methods. Today’s concerns about big data reflect both the substantial increases in the amount of data being collected and associated changes, both actual and potential, in how they are used.

Big data is big in two different senses. It is big in the quantity and variety of data that are available to be processed. And, it is big in the scale of analysis (termed “analytics”) that can be applied to those data, ultimately to make inferences and draw conclusions. By data mining and other kinds of analytics, nonobvious and sometimes private information can be derived from data that, at the time of their collection, seemed to raise no, or only manageable, privacy issues. Such new information, used appropriately, may often bring benefits to individuals and society – Chapter 2 of this report gives many such examples, and additional examples are scattered throughout the rest of the text. Even in principle, however, one can never know what information may later be extracted from any particular collection of big data, both because that information may result only from the combination of seemingly unrelated data sets, and because the algorithm for revealing the new information may not even have been invented at the time of collection.

The same data and analytics that provide benefits to individuals and society if used appropriately can also create potential harms – threats to individual privacy according to privacy norms both widely shared and personal. For example, large‐scale analysis of research on disease, together with health data from electronic medical records and genomic information, might lead to better and timelier treatment for individuals but also to inappropriate disqualification for insurance or jobs. GPS tracking of individual might lead to better community‐based public transportation facilities, but also to inappropriate use of the whereabouts of individuals. A list of the kinds of adverse consequences or harms from which individuals should be protected is proposed in Section 1.4. PCAST believes strongly that the positive benefits of big‐data technology are (or can be) greater than any new harms.

Chapter 3 of the report describes the many new ways in which personal data are acquired, both from original sources, and through subsequent processing. Today, although they may not be aware of it, individuals constantly emit into the environment information whose use or misuse may be a source of privacy concerns. Physically, these information emanations are of two types, which can be called “born digital” and “born analog.”

When information is “born digital,” it is created, by us or by a computer surrogate, specifically for use by a computer or data processing system. When data are born digital, privacy concerns can arise from over‐collection. Over‐collection occurs when a program’s design intentionally, and sometimes clandestinely, collects information unrelated to its stated purpose. Over‐collection can, in principle, be recognized at the time of collection. When information is “born analog,” it arises from the characteristics of the physical world. Such information becomes accessible electronically when it impinges on a sensor such as a camera, microphone, or other engineered device. When data are born analog, they are likely to contain more information than the minimum necessary for their immediate purpose, and for valid reasons. One reason is for robustness of the desired “signal” in the presence of variable “noise.” Another is technological convergence, the increasing use of standardized components (e.g., cell‐phone cameras) in new products (e.g., home alarm systems capable of responding to gesture). Data fusion occurs when data from different sources are brought into contact and new facts emerge (see Section 3.2.2). Individually, each data source may have a specific, limited purpose. Their

combination, however, may uncover new meanings. In particular, data fusion can result in the identification of individual people, the creation of profiles of an individual, and the tracking of an individual’s activities. More broadly, data analytics discovers patterns and correlations in large corpuses of data, using increasingly powerful statistical algorithms. If those data include personal data, the inferences flowing from data analytics may then be mapped back to inferences, both certain and uncertain, about individuals. Because of data fusion, privacy concerns may not necessarily be recognizable in born‐digital data when they are collected. Because of signal‐processing robustness and standardization, the same is true of born‐analog data – even data from a single source (e.g., a single security camera). Born‐digital and born‐analog data can both be combined with data fusion, and new kinds of data can be generated from data analytics. The beneficial uses of near‐ubiquitous data collection are large, and they fuel an increasingly important set of economic activities. Taken together, these considerations suggest that a policy focus on limiting data collection will not be a broadly applicable or scalable strategy – nor one likely to achieve the right balance between beneficial results and unintended negative consequences (such as inhibiting economic growth). If collection cannot, in most cases, be limited practically, then what? Chapter 4 discusses in detail a number of technologies that have been used in the past for privacy protection, and others that may, to a greater or lesser extent, serve as technology building blocks for future policies. Some technology building blocks (for example, cybersecurity standards, technologies related to encryption, and formal systems of auditable access control) are already being utilized and need to be

encouraged in the marketplace. On the other hand, some techniques for privacy protection that have seemed encouraging in the past are useful as supplementary ways to reduce privacy risk, but do not now seem sufficiently robust to be a dependable basis for privacy protection where big data is concerned. For a variety of reasons, PCAST judges anonymization, data deletion, and distinguishing data from metadata (defined below) to be in this category. The framework of notice and consent is also becoming unworkable as a useful foundation for policy. Anonymization is increasingly easily defeated by the very techniques that are being developed for many legitimate applications of big data. In general, as the size and diversity of available data grows, the likelihood of being able to re‐identify individuals (that is, re‐associate their records with their names) grows substantially. While anonymization may remain somewhat useful as an added safeguard in some situations, approaches that deem it, by itself, a sufficient safeguard need updating. While it is good business practice that data of all kinds should be deleted when they are no longer of value, economic or social value often can be obtained from applying big data techniques to masses of data that were otherwise considered to be worthless. Similarly, archival data may also be important to future historians, or for later longitudinal analysis by academic researchers and others. As described above, many sources of data contain latent information about individuals, information that can be known only if the holder expends analytic resources, or that may become knowable only in the future with the development of new data‐mining algorithms. In such cases it is practically impossible for the data holder even to surface “all the data about an individual,” much less delete it on any specified schedule or in response to an individual’s request. Today, given the distributed and redundant nature of data storage, it is not even clear that data, even small data, can be destroyed with any high degree of

assurance. As data sets become more complex, so do the attached metadata. Metadata are ancillary data that describe properties of the data such as the time the data were created, the device on which they were created, or the destination of a message. Included in the data or metadata may be identifying information of many kinds. It cannot today generally be asserted that metadata raise fewer privacy concerns than data. Notice and consent is the practice of requiring individuals to give positive consent to the personal data

collection practices of each individual app, program, or web service. Only in some fantasy world do users actually read these notices and understand their implications before clicking to indicate their consent.

Wired Magazine wrote nearly a year ago:

**Wired, 10-11**, 13, <http://www.wired.com/business/2013/10/private-tracking-arms-race/>

Thanks to former NSA man Edward Snowden, we now know [a fair amount](http://www.theguardian.com/world/the-nsa-files) about the NSA’s ability to collect data about what people do online, and it’s all rather disturbing.¶ But **the future looks even more worrisome. Some of the biggest companies in tech are assembling new forms of online tracking that would follow users more aggressively than the open technologies used today**. **Just this week, word arrived that Microsoft is developing such a system, following, apparently, in the footsteps of Google.¶ The new data troves are to be used for advertising, not government surveillan**ce, and only made available to authorized third parties. Yet the NSA has proven adept at co-opting large pools of data for its own ends.¶ “Users did not have much control in the cookie era,” says Marc Rotenberg, executive director of the Electronic Privacy Information Center, a nonprofit advocacy group in Washington. “But the problem is about to get much worse — **tracking techniques will become more deeply embedded and a much smaller number of companies will control advertising data.”¶** Rotenberg says potential NSA use of the next-generation tracking data is all the more reason to move away from behavioral tracking. And he points out that there’s already evidence that ad data could have been used by government spies. NSA documents [published](http://www.theguardian.com/world/interactive/2013/oct/04/tor-stinks-nsa-presentation-document) by the Guardian earlier this month [appear to postulate](http://arstechnica.com/security/2013/10/how-the-nsa-might-use-hotmail-or-yahoo-cookies-to-identify-tor-users/) that cookies set by the pervasive Google-owned ad network DoubleClick could be used to spot internet users who also use the Tor anonymity system.¶ The NSA Tor attack could only work on people who made mistakes using what is otherwise a strong system. But yesterday, [**Ad Age**](http://adage.com/article/digital/microsoft-cookie-replacement-span-desktop-mobile-xbox/244638/) **reported that Microsoft is developing a system that has intimate tracking at its core, following people as they hop from the web to apps and from PCs to tablets to phones to videogame consoles. By shoving aside cookies for an unspecified new identification technology built into devices at a lower level, Microsoft and its authorized partners would gain detailed tracking ability** — though the report also says that the system could lock out non-authorized parties, who are harder to exclude from the data flow in cookie-based tracking.¶ That may sound like a good thing, but keep in mind that Snowden’s documents indicate that the NSA has previously helped itself to big company data, with authorization or without.¶ Under Microsoft’s system, web “search data could inform TV-style ads within streaming video apps on Xbox,” Ad Age wrote. “Microsoft’s cookie replacement would essentially be a device identifier, meaning consumers could give permission for its advertising use when opting in to a device’s regular user agreement or terms of service.” Requiring an opt-in is better than not, but the reality is that most people opt in to such things, simply because services require or encourage them to do so.¶ Asked about the reported tracking system, a Microsoft spokesperson passed along the following written statement: “Microsoft believes going beyond the cookie is important. Our priority will be to find ways to do this that respect the interests of consumers. We have nothing further to share.” It’s not clear whether Microsoft’s system could be curbed by systems like the Tor Browser, which is designed to thwart older tracking strategies based on open standards.¶ Google is [reportedly](http://www.usatoday.com/story/tech/2013/09/17/google-cookies-advertising/2823183/) developing a similar cookie replacement scheme known as AdId. Indeed, large internet companies appear to be locked in [something of a tracking arms race](http://www.wired.com/business/2013/05/marissa-mayer-makes-portals-fashionable/) in an effort to sell increasingly targeted ads. **Facebook, for example, has added advertisements based on searches and web surfing conducted outside of Facebook and even based on what groceries you buy.** Still, it has relied on old, longstanding tracking techniques for which many blocking options exist. Microsoft and Google are contemplating closely held systems that could be much harder to fight.¶ Right now, ordinary internet users are more angry than they’ve ever been about the government sweeping their private data into big, concentrated surveillance databases. At the same time**, large corporations are eagerly improving their ability to sweep private data into big, concentrated advertising databases.**

### Area 1 -- Surveillance

The controversy between national security objectives and privacy became a hot one for debate since it was [disclosed in June of 2013](http://www.theguardian.com/world/2013/jun/06/nsa-phone-records-verizon-court-order) by former defense contractor (supported by journalist [Glenn Greenwald](http://en.wikipedia.org/wiki/Glenn_Greenwald)) [Edward Snowden](http://en.wikipedia.org/wiki/Edward_Snowden) that the NSA is engaging in extensive surveillance inside the United States in order to fight crime and reduce the threat of terrorism.  The magnitude of the disclosure shocked many people, including elected representatives, who were unaware of the extent of the surveillance.  Many civil rights advocates view the surveillance as an assault on liberty while law enforcement and national security officials see the programs as essential weapons in the war on terror, the fight against nuclear weapons proliferation, and the general protection of US national security.

Stuart **Taylor, April 29, 2014,** The Big Snoop: Life, Liberty, and the Pursuit of Terrorists,  <http://www.brookings.edu/research/essays/2014/the-big-snoop-print> (is an author, a freelance journalist, and a Brookings nonresident senior fellow. Taylor has covered the Supreme Court for a variety of national publications, including The New York Times, Newsweek, and National Journal, where he is also a contributing editor. His published books include Mismatch: How Affirmative Action Hurts Students It's Intended to Help, and Why Universities Won't Admit It. In addition to his work as a journalist and scholar, he is a graduate of Harvard Law School and practiced law in a D.C. firm.)

In the months before 9/11, Joel Brenner had been trying cases as a founding partner in a Washington, D.C. law firm. As he walked home from work that Tuesday evening, fires were still burning at the Pentagon. It was then that he decided he wanted to go to work for “the people who were chasing the bastards who were blowing us up.” He spent four years as the NSA’s inspector general, then three years as the nation’s top counterintelligence official, and then another 15 months as the NSA’s senior counsel.

**Ron Wyden** also joined the nearly unanimous vote for the Patriot Act shortly after the 9/11 attacks. But before long he came to a conclusion that was nearly the opposite of Feinstein’s and Brenner’s. He worried that the pendulum was swinging too far away from a proper regard for the Constitution and would inevitably lead to abuses by the intelligence community. **In 2003,** he **led the battle in the Senate that defunded the Total Information Awareness program, a Pentagon unit established to hunt down terrorists by scouring mountains of data to reconstruct the electronic footprints of millions of people.**

However, just as Wyden feared, the prevailing sentiment on Capitol Hill was that the reforms of the 1970s had impeded the NSA from uncovering the 9/11 plot in time to prevent the attacks. It was in that atmosphere that two new programs were put into place during George W. Bush’s presidency.

**In 2006, the FISA Court secretly authorized the NSA to collect from phone companies the records of trillions of phone calls made within, to, or from the United States for analysis and storage.** The purpose of this gigantic undertaking was to identify foreign terrorists’ actual, possible, or potential collaborators who were on American soil. **It came to be known as the “bulk phone records program,” or the “Section 215 program,”** after a provision in the Patriot Act that allowed the government to demand access to “any tangible things,” so long as the government specified that they were “relevant to an authorized investigation… to protect against international terrorism or clandestine intelligence activities.”

Two years later, **near the end of the Bush presidency, Congress passed Section 702,** an amendment to the Foreign Intelligence Surveillance Act, authorizing the targeting of communications of “foreign persons who are located abroad.” **This provision became the basis for sweeping, clandestine NSA programs including one called PRISM, an acronym for “Planning Tool for Resource Integration, Synchronization, and Management.” It was actually a gargantuan collection tool that enabled the NSA to gather from U.S.-based Internet companies hundreds of millions of emails, Internet voice calls, videos, photos, chat services, stored data, and other private Internet communications,** if the targets were “reasonably believed” to be non-U.S. persons overseas who possessed “foreign intelligence information.”

Unlike the phone-records program, PRISM made available to the NSA the contents of the communications that were collected. At least nine U.S.-based companies were compelled by the surveillance court to cooperate with the NSA in facilitating access to PRISM data: Google, Facebook, Microsoft, Apple, Yahoo!, Paltalk, AOL, YouTube, and Skype. The companies rarely appealed court orders, and complied with alacrity. Patriotism was certainly a factor, but so was their reliance on the government for business, security clearances, help with network security, and other benefits.

At the same time that public trust in the government was in something close to free fall, **the digital revolution was gathering momentum, and the NSA was taking full advantage of it**. **Moore’s Law had made possible an exponential leap in the capacity to gather, store, and sift through trillions of electronic communications, both internationally and within the United States. That gave the intelligence agencies potentially invaluable tools for tracking spies, criminals,**and—ever since 9/11—the new Public Enemy No. 1: terrorists. With terrorists using cell phones, the Internet, and commercially available encryption software to conceal themselves, communicate covertly, and plan acts of mass murder, officials charged with defending the United States were all the more determined to make the most of the new means of gathering and analyzing information.

The result was a particularly dramatic manifestation of the tendency for a transformative technology to outpace its own regulation. Before the Snowden leaks, the two most significant examples of this phenomenon were the invention of the steam engine, which made possible the Industrial Revolution but also triggered the process of climate change, and the harnessing of the power of the atom, which could help light up the world with clean energy but could also incinerate it in global thermonuclear war. **The Snowden leaks brought to light a third example: a revolution that has made it possible for us to communicate more easily, but also for our government to collect and analyze our communications on a scale that the phrase “Big Data” does not begin to capture. This exponential leap in the ability to collect and crunch data has—to a dizzying degree and at a dizzying pace—run roughshod over laws, standards of conduct, and international norms, leading many observers to conclude that the law as currently written is inadequate to maintain the balance between national security and individual privacy called for by the Fourth Amendment.**

A recent (July 5th) Washington Post [article details that Americans who are not the target of the surveillance are more likely to be subjected to surveillance than the targets themselves.](http://www.washingtonpost.com/world/national-security/in-nsa-intercepted-data-those-not-targeted-far-outnumber-the-foreigners-who-are/2014/07/05/8139adf8-045a-11e4-8572-4b1b969b6322_story.html?hpid=z1)

[Peter Van Buren](http://www.tomdispatch.com/post/175861/tomgram%3A_peter_van_buren,_what_we%27ve_lost_since_9_11_%28part_2%29/) explained how widespread and pervasive government surveillance is and can be on June 25, 2014

More of life is now online -- from banking to travel to social media. Where the NSA was once limited to traditional notions of communication -- the written and spoken word -- new possibilities for following you and intruding on your life in myriad ways are being created. The agency can, for instance, now collect images, photos, and video, and subject them to facial recognition technology that can increasingly put a name to a face. Such technology, employed today at casinos as well as in the secret world of the national security state, can pick out a face in a crowd and identify it, taking into account age, changes in facial hair, new glasses, hats, and the like.

An offshoot of facial recognition is the broader category of biometrics, the use of physical and biological traits unique to a person for identification. These can be anything from ordinary fingerprinting to cutting-edge DNA records and iris scans. (Biometrics is already big business and even has its own trade association in Washington.) One of the world's largest known collections of biometric data is held by the Department of State. As of December 2009, its Consular Consolidated Database (CCD) contained more than 75 million photographs of Americans and foreigners and is growing at a rate of approximately 35,000 records per day. CCD also collects and stores indefinitely the fingerprints of all foreigners issued visas.

With ever more data available, the NSA and other agencies are creating ever more robust ways to store it. Such storage is cheap and bounteous, with few limits other than the availability of electricity and water to cool the electronics. Emerging tech will surely bypass many of the existing constraints to make holding more data longer even easier and cheaper. The old days of file cabinets, or later, clunky disk drives, are over in an era of mega-data storage warehouses.

The way data is aggregated is also changing fast. Where data was once kept in cabinets in separate offices, later in bureaucratically isolated, agency-by-agency digital islands, post-9/11 sharing mandates coupled with new technology have led to fusion databases. In these, information from such disparate sources as license plate readers, wiretaps, and records of library book choices can be aggregated and easily shared. Basically everything about a person, gathered worldwide by various agencies and means, can now be put into a single 'file.'

Once you have the whole haystack, there's still the problem of how to locate the needle. For this, emerging technologies grow ever more capable of analyzing Big Data. Some simple ones are even available to the public, like IBM's Non-Obvious Relationship Awareness software (NORA). It can, for example, scan multiple databases, geolocation information, and social media friend lists and recognize relationships that may not be obvious at first glance. The software is fast and requires no human intervention. It runs 24/7/365/Forever.

Tools like NORA and its more sophisticated classified cousins are NSA's solution to one of the last hurdles to knowing nearly everything: the need for human analysts to 'connect the dots.' Skilled analysts take time to train, are prone to human error, and -- given the quickly expanding supply of data -- will always be in demand. Automated analysis also offers the NSA other advantages. Software doesn't have a conscience and it can't blow the whistle.

Although conducted by different entities (private companies and the government) and for different reasons (commercial gain and security) both actions invade a person’s privacy, defined (in this instance) as the ability to protect information about themselves that collected online. In most instances these controversies overlap, because the US National Security Agency (NSA) works with private companies to collect information on individual users. Additional information about NSA programs is detailed in the next section.

[According to Wikipedia](http://en.wikipedia.org/wiki/National_Security_Agency), “the National Security Agency (NSA) is the main producer and manager of [signals intelligence](http://en.wikipedia.org/wiki/Signals_intelligence) for the [United States](http://en.wikipedia.org/wiki/United_States). Estimated to be one of the largest of [U.S. intelligence organizations](http://en.wikipedia.org/wiki/US_intelligence_community#Organization) in terms of personnel and budget, the NSA operates under the jurisdiction of the [Department of Defense](http://en.wikipedia.org/wiki/United_States_Department_of_Defense) and reports to the [Director of National Intelligence](http://en.wikipedia.org/wiki/Director_of_National_Intelligence). The NSA is primarily tasked with global monitoring, collection, [decoding](http://en.wikipedia.org/wiki/Codebreaking), translation and analysis of information and data for foreign intelligence and [counterintelligence](http://en.wikipedia.org/wiki/Counterintelligence) purposes, including surveillance of targeted individuals on U.S. soil. The agency is authorized to accomplish its mission through [clandestine means](http://en.wikipedia.org/wiki/Clandestine_operations), among which is [bugging](http://en.wikipedia.org/wiki/Bugging) electronic systems[9] and allegedly engaging in [sabotage](http://en.wikipedia.org/wiki/Sabotage) through [subversive software](http://en.wikipedia.org/wiki/Stuxnet). The NSA is also responsible for the [protection](http://en.wikipedia.org/wiki/Information_security) of [U.S. government](http://en.wikipedia.org/wiki/Federal_Government_of_the_United_States) communications and [information systems](http://en.wikipedia.org/wiki/Information_systems).” It has a 10.8 billion dollar budget.

Domestic mass surveillance  (though it is usually directed at foreign sources (a larger discussion of this follows below)) is conducted by the NSA through a number of programs. There is no official, comprehensive list of NSA programs.  Most of the programs are “classified,” meaning that they are not public, and the only reason that we even know about many of them is because of the disclosures of [Edward Snowden](http://en.wikipedia.org/wiki/Edward_Snowden). Since we rely on disclosures to learn about the programs, and since all of the disclosing is relatively recent, it is the case that new programs are continually disclosed. In fact, it is likely that between now (May 3) and when you finish debating the topic (mid-June) that [more programs will be disclosed](http://www.miamiherald.com/2013/10/03/3666598/nsa-reveals-more-about-its-spying.html).

*Metadata collection.* One of the most publicized and debated programs is NSA’s metadata program that collects information on phone calls from hundreds of millions of cell phone and Skype subscribers as well as from popular email services such as Gmail and Yahoo.  In June,2013, the Guardian disclosed that the Foreign Intelligence Surveillance Court (FISC) issues a classified order that required Verizon should pass the government “an electronic copy of metadata ‘created by Verizon for communications (i) between the United States and abroad; or (ii) wholly within the United States, including local telephone calls.’”

[Social networking data is also included](http://www.nytimes.com/2013/09/29/us/nsa-examines-social-networks-of-us-citizens.html).  According to the New York Times explains:

Since 2010, the [National Security Agency](http://topics.nytimes.com/top/reference/timestopics/organizations/n/national_security_agency/index.html?inline=nyt-org) has been exploiting its huge collections of data to create sophisticated graphs of some Americans’ social connections that can identify their associates, their locations at certain times, their traveling companions and other personal information, according to newly disclosed documents and interviews with officials…. The policy shift was intended to help the agency “discover and track” connections between intelligence targets overseas and people in the United States, according to an N.S.A. memorandum from January 2011. The agency was authorized to conduct “large-scale graph analysis on very large sets of communications metadata without having to check foreignness” of every e-mail address, phone number or other identifier, the document said…. The agency can augment the communications data with material from public, commercial and other sources, including bank codes, insurance information, Facebook profiles, passenger manifests, voter registration rolls and GPS location information, as well as property records and unspecified tax data, according to the documents. They do not indicate any restrictions on the use of such “enrichment” data, and several former senior Obama administration officials said the agency drew on it for both Americans and foreigners.

The [Guardian reported](http://www.theguardian.com/world/2013/sep/30/nsa-americans-metadata-year-documents) on September 30, 2013 that this metadata collection includes “browsing history – such as map searches and websites visited – to account details, email activity, and even some account passwords” and that it is retained for an entire year in a storage system called Marina.  Phone meta data is stored in a different system.

Email address books and chats.  On October 14, 2013, the Washington Post revealed that the NSA was collecting [hundreds of millions of email address books and chat logs](http://www.washingtonpost.com/world/national-security/nsa-collects-millions-of-e-mail-address-books-globally/2013/10/14/8e58b5be-34f9-11e3-80c6-7e6dd8d22d8f_story.html).

NSA Chief General Keith Alexander [denies monitoring social networks](http://www.miamiherald.com/2013/10/03/3666598/nsa-reveals-more-about-its-spying.html) of Americans, but said that data could be swept up if those Americans are connected to those suspects through phone calls or other data.

The Guardian original broke the NSA metadata story when it released documents obtained by Snowden that showed that Verizon was required to turn over phone meta data for all of its customers .  Follow-up reporting by the Washington Post showed that this program has been going on for years, with the government collecting metadata Sprint Nextel, AT&T and Bell South since 2006.  Billions of phone records are stored in a database called MAINWAY.

This data collection is referred to as “metadata” because the NSA claims that it does not actually monitor the *contents* of the communications but only the number of communications, the frequency of the communications, and the numbers/email addresses being communicated with. This information is stored (it is believed to be stored for 5 years) and, if necessary (if illegal activity is suspected) then a warrant could be obtained for the contents.

There is some debate as to whether or not the contents of the communication is collected. Although some proponents of the metadata program claim that the content is not monitored, others claim that the content of the emails is collected through a program called xKeyscore but that the emails are not read unless there is “a nexus to al-Qaida or other terrorist groups.”

The data that the NSA provides to the FBI is just the phone number, the date, and the time and duration of the call. It does not include the names of either of the callers.   Even then, this data can only be accessed during an investigation. If the number of a terrorist is connected to an American, the FBI needs a court order to take any action against the American.

According to Congressional testimony on October 2, 2013, this program began as part of a “pilot project” (a test program) to determine if the NSA could effectively keep track of user’s location by [monitoring their connections to various cell phone towers](http://www.slate.com/blogs/future_tense/2013/10/02/keith_alexander_admits_the_nsa_tracked_americans_cellphones_in_pilot_project.html?wpisrc=burger_bar)., potentially [even when their phones are turned off](http://www.slate.com/blogs/future_tense/2013/07/22/nsa_can_reportedly_track_cellphones_even_when_they_re_turned_off.html). An August 9,  2013 Guardian report [explains the details of the program](http://www.theguardian.com/world/2013/aug/09/nsa-loophole-warrantless-searches-email-calls).

This metadata that is collected from web service providers (Google, Microsoft, Facebook, etc) is collected through program called PRISM. There were initial media reports that portrayed PRISM as an automatic suction pipe that was connected to Google, Microsoft and Facebook servers (among others) that would automatically suck out data from those servers and deposit that data on NSA servers. Although PRISM does exist, these initial media reports are considered to be inaccurate. PRISM does collect data from these companies, but it only connects and collects data that is approved by FISC. It is not an automatic back door pipe.

The NSA is required to "minimize" the data of US persons, but is permitted to keep US communications where it is not technically possible to remove them, and also to keep and use any "inadvertently" obtained US communications if they contain intelligence material, evidence of a crime, or if they are encrypted.”

The NSA justifies this metadata collection program based on an interpretation of S[ection 215](https://www.aclu.org/free-speech-national-security-technology-and-liberty/reform-patriot-act-section-215) of [the PATRIOT Act](http://en.wikipedia.org/wiki/Patriot_Act) whereby the entirety of US communications records may be considered "relevant" to a terrorism investigation if there is reasonable belief that even a tiny minority of the communications in this data-set may relate to terrorism.  Section 215 permits the government to collect “business records” that are relevant to a terrorism investigation and the government argues that the metadata that is collected by these companies is  a business record.  The PATRIOT Act was passed after the 2001 terrorist attacks and radically expanded government surveillance and policing authority.

Although NSA officials deny the metadata collection today continues under the PATRIOT Act, others suggest that perhaps it still continues under the [Foreign Intelligence Surveillance Act (FISA](http://en.wikipedia.org/wiki/Foreign_Intelligence_Surveillance_Act)), which was passed in 1978 to limit previous abuses by the government. [Section 702 of FISA “allows for the collection of data without individual warrants of communicatio](http://www.theguardian.com/world/2013/sep/30/nsa-americans-metadata-year-documents)ns, where at least one end of the conversation, or data exchange, involves a non-American located outside the US at the time of collection. This section, which allows the collection of communications from Americans when they are “incidental” to foreign intelligence gathering was added as an amendment to FISA in 2008.  The NSA can store this data for up to 5 years if  the material is deemed relevant to “foreign intelligence” or if it is suspected of having “secret meaning”

There is a Foreign Intelligence Surveillance Court (FISC) that is charged with overseeing these programs in order to minimize/prevent rights violations, but the court is not an investigative one and cannot investigate non-compliance with the NSA’s own rules.  Since many members of Congress were not even aware of the existence of these programs, their own oversight is obviously limited.

Individuals who constructed the program, along Department of Defense and Department of Justice lawyers, believe it is legal based on a 1979 Supreme Court cases that said that individuals had no expectation of privacy in the numbers that they called, only in the content of the conversations. Given this, meta data collection itself is not subject to review by the Foreign Intelligence Surveillance Court.

*Encryption cracking****.*** The NSA has put pressure on private companies to weaken their own encryption of private data to make larger amounts of data more vulnerable to surveillance by the NSA. Recent stories indicate that the NSA is also aggressively expanding its [encryption breaking programs](http://www.businessinsider.com/nsa-snowden-hackers-2013-10).

For more on NSA surveillance and the history of the programs, see [Timeline of NSA Domestic Spying](https://www.eff.org/nsa-spying/timeline), [NSA Warrantless Surveillance (2001-2007](http://en.wikipedia.org/wiki/NSA_warrantless_surveillance_%282001%E2%80%9307%29)).

### Area 2 – Consumer Privacy

[USA Today](mailto:http://www.usatoday.com/story/tech/2014/07/03/facebook-emotion-study-complaint-epic/12157471/%20), July 3

SAN FRANCISCO — A privacy watchdog group filed a [formal complaint](http://epic.org/privacy/ftc/facebook/Facebook-Study-Complaint.pdf) with the Federal Trade Commission claiming Facebook broke the law when it conducted a study on the emotions of its users without their knowledge or consent.

The Electronic Privacy Information Center filed the complaint on Thursday.

The complaint alleges Facebook deceived users by secretly conducting a psychological experiment to explore if seeing positive or negative updates in their news feeds would sway their emotions.

"At the time of the experiment, Facebook did not state in the Data Use Policy that user data would be used for research purposes. Facebook also failed to inform users that their personal information would be shared with researchers," the complaint says.

Facebook issued a statement in response to the complaint.

"When someone signs up for Facebook, we've always asked permission to use their information to provide and enhance the services we offer. To suggest we conducted any corporate research without permission is complete fiction," the statement says. "Companies that want to improve their services use the information their customers provide, whether their privacy policy uses the word 'research' or not."

Jeffrey Chester, executive director of the Center for Digital Democracy, said he has also reached out to regulators and is considering filing his own complaint.

"We are speaking to the FTC next week about the potential violation," Chester said.

Facebook is already facing an investigation from British regulators.

Facebook is under a settlement agreement with the FTC over privacy issues, but the settlement was reached in August 2012 after the one-week study was conducted.

Facebook Chief Operating Officer Sheryl Sandberg apologized on Wednesday, saying the study was part of "ongoing research" to test products and was "poorly communicated."

The experiment has angered Facebook users who have protested on Facebook and social media.

The complaint from the Electronic Privacy Information Center echoed those protests.

"The company purposefully messed with people's minds," it says.

[Consumer Reports](mailto:http://www.clarksvilleonline.com/2014/06/21/consumer-reports-survey-shows-62-percent-online-consumers-nothing-protect-internet-privacy/), June 21

Despite a rash of high-profile data breaches and cyber threats, an alarming 62 percent of U.S. online consumers have done nothing to protect their privacy on the Internet, according to a recent national Consumer Reports survey.

Perhaps not surprisingly, the number of victims is on the rise. One in seven online consumers were notified that their personal data had been breached in 2013 – a 56 percent increase from 2012. And a projected 11.2 million people fell for e-mail phishing scams, up 22 percent from the previous year.

[Privacy & Security Law Blog](mailto:http://www.jdsupra.com/legalnews/ftc-releases-2014-privacy-and-data-secur-10560/), July 4,

Last week, the Federal Trade Commission (FTC) released its [*2014 Privacy and Data Security Update*](http://www.ftc.gov/system/files/documents/reports/privacy-data-security-update-2014/privacydatasecurityupdate_2014.pdf), summarizing the FTC’s major enforcement actions, policy initiatives, rules, reports, workshops, and outreach efforts in the privacy and data security arenas from approximately January 2013 until March 2014. In the 2014 Update, the FTC underscores its commitment to educating consumers, businesses and other stakeholders through its publications and roundtables on how to guard consumer privacy expectations and comply with applicable federal laws. Education, however, is accompanied by enforcement, and the FTC includes a long-list of recent actions against individuals and enterprises, which demonstrates that the FTC is not shy about using its broad regulatory authority to protect consumer privacy. Of major note were the FTC’s actions against companies for unfair or deceptive trade practices; its settlements with U.S. businesses for falsely asserting compliance with the U.S.-E.U. Safe Harbor Framework; the FTC’s updates to the COPPA regulatory rule; and its continued efforts to take telemarketers to task for violating the Do-Not-Call provisions of the Telemarketing Sales Rule.

[Health Security](mailto:http://healthitsecurity.com/2014/07/18/do-third-parties-regularly-access-consumer-health-data/), July 18

Consumer-generated healthcare data privacy doesn’t appear to have caused too many ripples in the general public’s consciousness to this point. But a recent [California Healthcare Foundation report](http://www.chcf.org/publications/2014/07/heres-looking-personal-health-info" \t "_blank) looks at how personal health information is tracked and used.

From using Google to search for health-related information to using mobile applications to track and monitor eating or exercise activity, consumers consistently leave their digital health marks without knowing they’re doing so. And this trend is growing in popularity, as the report said that wearable fitness device purchases had tripled from 3 percent in 2012 to 9 percent in 2013. There are tremendous opportunities for [data mining](http://healthitsecurity.com/glossary/data-mining/), but there are certainly still loose ends from a privacy perspective.

Because this consumer health information often doesn’t go through HIPAA covered entities, this space is a “wild west” of sorts in that consumers can’t be sure their data has been de-identified.

While personal health information held by healthcare providers and insurers is protected under HIPAA, many other sources of consumer data are not covered and can be disclosed to third parties. Unless and until a patient shares user-generated data with a HIPAA covered entity, the information is not covered by HIPAA. User-generated data that could be used in health profiling are held by gyms, websites, banks credit card companies . . .

[Cameron Kerry,](mailto:http://www.brookings.edu/blogs/techtank/posts/2014/07/1-kerry-microsoft-future-privacy) July 1

The truth is that there is a lot to be gained by third parties when it comes to patient data and having a better understanding of their trends and habits, even if the data isn’t technically health information. For example, Deven McGraw, partner at Manatt, Phelps and Phillips, said that while the FICO Medical Adherence Score isn’t based on health data, but instead demographic information that gives great insight into medication adherence. “Digital dust can have health implications even if the ‘dust’ is devoid of actual health information,” she said.

Regulating the privacy of information deemed to be health information and mere demographic data created by consumer mobile health applications or web browsing is undoubtedly an interesting topic. Even the [Apple HealthKit app as part of iOS 8](http://healthitsecurity.com/2014/06/11/apple-healthkit-privacy-questions-for-providers-developers/), which will be connected to some EHR systems, has drawn some concerns from health privacy experts because this consumer-turned enterprise technology hasn’t necessarily been built with HIPAA in mind. This isn’t to say that use of HealthKit can’t be HIPAA compliant, but the area is still new and the industry is still learning how these types of connected applications fit in from a privacy and security standpoint.

n his June 24 remarks on the [future of privacy and regulation](http://www.brookings.edu/events/2014/06/24-future-global-technology-privacy-regulation-brad-smith-microsoft), Microsoft General Counsel Brad Smith described how, by 2020, 50 billion devices will connected to networks around the world.  The exponential growth of data will ensure that privacy “is an issue that will continue to become more important.”

Turning to what this data-driven society means for privacy policy, Smith spoke about “how the two halves of this issue may come together” ― both “the relationship between citizens and between consumers and companies.”   He laid out “[four questions](http://www.youtube.com/watch?v=5GPB4Qs_WuU&feature=player_embedded#t=0)” ― a set of issues or principles ― that need to be addressed in both sectors to insure that both governments and technology “continue to serve people.”  These are (1) transparency, a right to know what information is collected and how it is used; (2) “appropriate control” over personal information; (3) accountability; and (4) international norms and collaboration.

Privacy in the Public and Private Spheres

Smith spoke about how these principles may operate differently in the public and private sectors.  For example, in the public sector, control belongs to “the public as a whole … through the rule of law” but, in the private sector, control should reside with individual consumers through mechanisms of “notice and consent and management.”  To this end, “companies should be accountable to regulators through regulation.  It needs to be well-designed regulation, it needs to be thoughtful, it needs to be balanced, but we cannot live in the Wild West when talking about information that is this important.”  In conversation, he said that legislation is “long overdue” and “I think and hope the Administration will send something to Congress” building on good information practices and principles in existing legislation.

## A Roadmap for Regulation

Transparency, control, and accountability are key elements of the Consumer Privacy Bill of Rights that was the centerpiece of the 2012 [White House privacy blueprint](http://www.whitehouse.gov/sites/default/files/privacy-final.pdf); international engagement is another key element of that blueprint.  The Consumer Privacy Bill of Rights was rooted in time-tested Fair Information Practice Principles updated to reflect the world of personal devices, social media, and new and evolving uses of data.  These same principles underlie the [protections federal agencies put in place](https://www.google.com/#q=dhs+fair+information+practice+principles) to control their use and management of data.

As the recent reports by the White House [Big Data](http://www.whitehouse.gov/sites/default/files/docs/big_data_privacy_report_5.1.14_final_print.pdf) task force and [President's Council of Advisors on Science & Technology (PCAST)](http://www.whitehouse.gov/sites/default/files/microsites/ostp/PCAST/pcast_big_data_and_privacy_-_may_2014.pdf) found, reliance on notice and consent doesn’t work in a world of sensors and automated collection and places the burden on consumers rather than companies to manage privacy protection.  Brad Smith acknowledged this reliance is “under stress” because “everybody is asked so much to click” they simply do so “without reading.”  Thus, in a Big Data world,  other principles  ―  use, accountability, access to data that is collected ― take on much greater importance and require companies to be thoughtful stewards of information.   Even so, notice and consent have a role to play.  “We should not throw that principle overboard,” Smith said, because it is part of a right to control information.

## Status Quo Action – Surveillance Reform

USA Freedom Act, which is designed to reign in the NSA, passed the House in May. While this appears to present some general inherency problems, there is little reason to be concerned.

### -Many specific loopholes

Center for Democracy & Technology, June 26, 2014, https://cdt.org/blog/key-changes-needed-to-the-usa-freedom-act-h-r-3361/

Although introduced to prohibit bulk collection, the version of the USA FREEDOM Act passed by the House contains significant loopholes causing it to fall short of this objective.  These loopholes largely stem from last-minute [changes to the definition](http://justsecurity.org/10689/guest-post-support-usa-freedom-act" \t "_blank) of “Specific Selection Term” in Section 107 of the bill, which is key to the bill’s goal of requiring that surveillance target suspected wrongdoers.  Concerns over these changes were so strong that the bill [lost support](https://cdt.org/press/house-leadership-moves-to-gut-usa-freedom-act" \t "_blank) of a broad coalition of civil society advocates, many of America’s biggest tech companies, and half of the bill’s co-sponsors.  Specific problems with the revised definition are:

* *Excessive Ambiguity*:  The concept of “specific Selection Term” does not have a history of use in law, and the bill’s definition of “specific selection term” contains a non-exclusive a “such as” clause, which makes the term highly ambiguous and vulnerable to exploitation.
* *Potential Mass Collection*:  In light of the definition’s ambiguity and the lack of a narrow tailoring requirement, a specific selection term could encompass a major service provider or a large geographic region such as a city or state, thereby sweeping up millions of Americans in a single FISA order.  During a [June 5 Senate Intelligence Committee hearing](http://www.intelligence.senate.gov/hearings.cfm?hearingId=0cb5dc5497c5ffb2985cb30c4755265f" \t "_blank), Chairman Diane Feinstein suggested that the definition is broad enough that it might be used to obtain all flight manifests of an entire airline.
* *Loopholes in New Terms*: “Address” and “device” were added to the definition as examples of specific selection terms, but with loopholes that could permit mass collection.  For example, if “address” is read as an IP address block, or if “device” is read as a large-scale router, a single order could encompass the data of thousands of individuals.
* *FISC Disclosures Are Not Sufficient*:  The bill’s requirement – in Sec. 401 – that the FISC publicly disclose important interpretations of law is not sufficient to prevent exploitation of the bill’s ambiguities.  The bill gives the Office of the Director of National Intelligence discretion to redact these rulings, or to publicly release them in a summary form.  This could lead to vague disclosures which fail to alert the public whether the FISC has interpreted Specific Selection Term in a highly broad manner to facilitate mass collection. While the declassification of significant opinions is an important reform, it cannot be relied on to effectively end bulk collection.

### -Even if legislation passes (a big if), it won’t reign in foreign intelligence surveillance will contain many loopholes

Politico, July 17, 2014, http://dyn.politico.com/printstory.cfm?uuid=7852F361-3A87-4261-A560-3A4F49A876A2

Surveillance reformers on Capitol Hill are up against a wall — and short on time.

The USA Freedom Act, the Hill’s preeminent measure to curb NSA authority in the wake of Edward Snowden’s leaks, cleared the House and has been waiting to see movement in the Senate as advocates in and out of Congress try to navigate a tough negotiating landscape. Privacy advocates and intelligence hawks primarily disagree over how best to end the government’s bulk phone records program.

But a diminishing resource in an election year may be an even bigger factor as to whether anything gets done on that and other surveillance questions — the calendar. Lawmakers won’t be around the Beltway in August, and much of the Senate will be in full-on election mode by September.

That reality isn’t lost on the bill’s supporters. Senate Judiciary Chairman Patrick Leahy (D-Vt.), the measure’s top sponsor in the upper chamber, is considering an attempt to bring the bill straight to the Senate floor. The Judiciary Committee has held several hearings on surveillance reforms this Congress but hasn’t yet scheduled a markup.

Leahy “has been calling for these reforms for years and is working to ensure the Senate seizes on this historic opportunity to pass real reform this work period,” one of his aides said.

Majority Leader Harry Reid (D-Nev.) doesn’t have a floor plan for the surveillance bill yet, a Senate leadership aide said last week. While surveillance reform has become a higher-profile issue since the White House endorsed major changes to its call records program in January, Reid also is facing pressing debates on highway funding and the Export-Import Bank — not to mention supporting his Democratic colleagues trying to retain their seats in a tough election year. Add in a desire for a legislative fix to the Supreme Court’s *Hobby Lobby* decision, and the surveillance timeline becomes more narrow.

“That’s a good question, and I can’t really tell you,” Senate Intelligence Chairwoman Dianne Feinstein (D-Calif.) said when asked about the bill’s chances to clear the Senate this year.

The main focus for negotiators on Capitol Hill, in the administration and among privacy advocates remains how the bill ends the government’s bulk phone records program — the subject of the first Snowden stories last summer. The measure would allow the government to ask phone companies for call records relevant to particular investigations, rather than automatically receiving all the records generated each day. But privacy advocates contend — and some lawmakers concur — that the legislative approach used in the bill won’t actually stop the government from getting information on more Americans than it needs.

Would-be reformers have a tough needle to thread: The White House and NSA defenders in Congress already support the current language. That means there’s little room to strengthen the measure’s protection against bulk collection and still keep the intelligence community happy.

As Senate aides and lawmakers grapple with the pending bill, discussions also continue outside of Congress. Civil liberties groups and the White House have engaged each other more directly than during House negotiations in May, meeting to debate the bill last week, according to a source familiar with the discussion.

“The administration supports the USA Freedom Act, but is willing to work on specific modifications to the House-passed bill,” White House spokeswoman Caitlin Hayden said in a statement. She declined to provide specifics.

Separately, the NSA’s communications content collection programs have gotten more attention in the past several weeks, including a surprising House vote on an appropriations amendment that bans funding from being used to search its databases for American data without a warrant — or what critics call the “backdoor search loophole.”

“I am going to try to close the backdoor search loophole on every possible relevant vehicle, and I’m quite certain Sen. [Mark] Udall and Sen. [Rand] Paul and many others will all be part of a very significant bipartisan effort,” said Sen. Ron Wyden (D-Ore.).

That will not be a quick fix. The Senate amendments process has been tightly controlled by leadership this year, and while reforms of the relevant statute — section 702 of the Foreign Intelligence Surveillance Act — are certainly on the minds of privacy hawks, the main focus for privacy groups and many lawmakers remains ending bulk data collection. Plus, Appropriations Committee Chairwoman Barbara Mikulski (D-Md.) is unlikely to back major changes to Foreign Intelligence Surveillance Act programs.

Ultimately, the landscape reflects the tall task of striking harmony between privacy hawks and national security hard-liners. Even if civil liberties-minded senators could get a more aggressive reform bill through the upper chamber over the objections of NSA defenders, it’d be a long shot to win favor from the administration or in the House.

There’s no end-of-the-year deadline forcing lawmakers to act this Congress, but advocates want to capitalize on momentum from Snowden’s leaks and the president’s NSA speech. And NSA defenders may feel pressure to act this year before negotiations bleed into the June 2015 expiration of authority for the agency’s current call detail records program.

### -Even if legislation passes as-is, it won’t contain a privacy advocate on the FIS court

Time, July 10, 2014, <http://time.com/2970766/privacy-freedom-act-reform-secret-nsa-oversight-fisa/>

The version of the USA FREEDOM Act that [passed](http://www.samachar.com/bill-curbing-nsa-passes-house-as-advocates-demand-more-ofwxO9igjbh.html" \t "_blank) in the House in May—which stirred controversy after civil liberties groups dropped support for the watered down legislation in droves—largely eliminated the special advocate position, replacing it instead with an official to consult in case of novel legal situations. The version of the bill championed by Senator Patrick Leahy, a Vermont Democrat, and under consideration in the Senate Judiciary Committee, includes a special advocate who would permanently represent privacy interests on the court.

The secrecy of proceedings in the highly-classified FISC and the question of declassification has been another major point of contention. “The House-passed version of the bill has enormous loopholes to that requirement,” said ACLU Legislative Counsel Neema Singh Guliani.

### -The bill may not end all authorities for metadata collection

Kate Martin, July 17, 2014, http://justsecurity.org/12970/guest-post-usa-freedom-act/

* When the House passed the [USA Freedom Act](https://beta.congress.gov/113/bills/hr3361/BILLS-113hr3361eh.pdf) (H.R. 3361) in May,  both [Members](http://judiciary.house.gov/index.cfm/2014/5/goodlatte-conyers-sensenbrenner-scott-nadler-and-forbes-applaud-house-passage-of-the-usa-freedom-act) and the [administration](http://www.whitehouse.gov/sites/default/files/omb/legislative/sap/113/saphr3361h_20140521.pdf) announced that it would end bulk collection of metadata about Americans’ communications.  The [administration is now urging Congress](http://www.dni.gov/files/documents/As%20Delivered%20PDDNI%20SSCI%20Opening%20Remarks_Jun_5_2014.pdf) to pass the bill as soon as it can and [Senators are now considering](http://www.intelligence.senate.gov/hearings.cfm?hearingId=0cb5dc5497c5ffb2985cb30c4755265f) revisions to specific language in the House-passed bill.
* But the administration is still withholding key information that is needed before any Member of Congress or the public can have confidence that the USA Freedom Act would in fact limit all the authorities that the Department of Justice claims can be used for the NSA’s bulk collection of telephone metadata.
* The bill passed by the House amends section 501 of the Foreign Intelligence Surveillance Act (sometimes called section 215) to prohibit the bulk collection of telephone metadata and require instead the use of a “specific selection term” to identify metadata sought by the government.  The Senate is currently working on revisions to the definition of “specific selection term.”  (The House bill would also amend the [FBI’s authority to use National Security Letters](http://www.gpo.gov/fdsys/pkg/USCODE-2011-title18/pdf/USCODE-2011-title18-partI-chap121-sec2709.pdf) to obtain “toll billing records information.”)
* But we don’t know whether the Justice Department has opined that other statutory authorities – not now addressed in the USA Freedom Act – could authorize the NSA’s bulk collection.  Without this knowledge, we can’t be certain whether the proposed amendments to section 501 (215) will in fact be sufficient to prohibit the NSA from engaging in bulk collection of metadata using some other hitherto unidentified authority.
* This is not a fanciful concern.  There is in fact a still partly secret OLC opinion by the Justice Department that may address precisely this question.  As readers know, the bulk metadata collection program started before the FISA court issued its first 2006 order authorizing the program under section 501.  The Justice Department has disclosed that in May 2004, the OLC issued an[opinion](http://www.justice.gov/olc/docs/memo-president-surveillance-program.pdf) entitled:  “[Memorandum Regarding Review of the Legality of the [President’s Surveillance] Program](http://www.justice.gov/olc/olc-foia1.htm).”  Parts of that 2004 Memorandum discussing the warrantless acquisition of the contents of Americans’ communications were declassified and released in 2011.  But at the time, the government had refused to acknowledge the existence of the bulk metadata surveillance and much of OLC memo, which apparently discussed authority for bulk collection, was blacked out.
* Since the [December 2013 official declassification](http://www.dni.gov/index.php/newsroom/press-releases/191-press-releases-2013/991-dni-announces-the-declassification-of-the-exisitence-of-collection-activities-authorized-by-president-george-w-bush-shortly-after-the-attacks-of-september-11,-2001) of the fact that the bulk metadata collection pre-dated the court’s 2006 orders under section 501(215),  Members of the Senate and the [Center for National Security Studies](http://www.cnss.org/resources.php/185/CNSS%20Letter%20to%20the%20Obama%20Administration%20Seeking%20Declassification%20of%20Domestic%20Surveillance%20Authorities) have pressed for a new review and release of the 2004 OLC Memo that discusses any other potential authorities for bulk metadata collection.   At her nomination hearing to be CIA General Counsel, Senator Wyden [asked](http://www.intelligence.senate.gov/131217/krasspost.pdf) (see p. 5-6 in link) the then Principal Deputy Attorney General for the Office of Legal Counsel whether the opinion addressed bulk telephone metadata collection and if so, whether the OLC relied “at that time on a statutory basis other than the Foreign Intelligence Surveillance Act for the authority to conduct bulk telephony metadata collection?” Wyden was told that the opinion was still classified but that further classification review of the opinion would be appropriate.

### -Surveillance could potentially expand if the cybersecurity bill passes

[**The Verge**](mailto:http://www.theverge.com/2014/7/9/5881691/congress-will-vote-on-CISA-controversial-cybersecurity-bill), July 9, 2014

There's a new cybersecurity bill making its way through Congress, sponsored and written by Diane Feinstein (D-CA), and critics are already calling it a new backdoor for surveillance by the National Security Agency. The Cybersecurity Intelligence Sharing Act of 2014 (CISA) was [approved by the Senate Intelligence Committee](http://www.feinstein.senate.gov/public/index.cfm/press-releases?ContentRecord_id=4c0ee3f0-8191-410c-b35d-bfe3bb0b3b46" \t "_blank) yesterday, putting it on track for a Senate vote this summer. But like [its controversial predecessors](http://www.theverge.com/2013/10/21/4863734/feinstein-working-on-new-cispa-cyberthreat-bill-curb-privacy-concerns), the bill is coming under fire as a step backwards in the fight for surveillance reform.

The bill's primary effect would be a new requirement for sharing information on "cyber threat indicators," a vague term that could refer to anything from an ongoing hack to a vulnerability in commercial software. Once a company makes a report to the government with information about a threat indicator, CISA would require broad sharing across federal agencies, including with the NSA, which would be given a more central role in threat management under the new scheme. Companies would also be encouraged to monitor their networks to gather more information about the threat.

Advocacy groups have seized on the reporting requirements as a troubling expansion of NSA access to private networks. The Center for Democracy in Technology [says the provision](https://cdt.org/insight/analysis-of-feinstein-chambliss-cybersecurity-information-sharing-act-of-2014/" \t "new) "risks turning the cybersecurity program it creates into a back door wiretap." CDT also notes the bill lacks many crucial privacy protections that were included in previous cybersecurity acts. The Electronic Frontier Foundation [calls the bill](https://www.eff.org/deeplinks/2014/06/zombie-bill-comes-back-look-senates-cybersecurity-information-sharing-act-2014" \t "new) "fatally flawed," and raised concerns that it would create a new pipeline of data from independent companies to the NSA.

### -Privacy groups have withdrawn support for the House version

The Hill, June 19, 2014, <http://thehill.com/policy/technology/209898-privacy-groups-threaten-to-oppose-senate-nsa-bill>

Thirty-eight privacy and tech groups are warning Senate leadership that they will oppose a Senate reform bill if it doesn’t go far enough to end sweeping surveillance programs at the National Security Agency (NSA).

“Unless the version of the USA Freedom Act that the Senate considers contains substantial improvements over the House-passed version, we will be forced to oppose the bill that so many of us previously worked to advance,” the groups said in a letter on Wednesday.

Signatories include the American Civil Liberties Union, Reddit, the Center for Democracy and Technology, Access and the New America Foundation’s Open Technology Institute.

The letter comes as the Senate takes up the USA Freedom Act — a bill to end the NSA’s “bulk” surveillance programs and make other changes within the intelligence community — that was introduced by Senate Judiciary Committee Chairman Patrick Leahy (D-Vt.) and Patriot Act author Rep. Jim Sensenbrenner (R-Wis.) last year.

In May, the House passed a compromise version of the bill.

While privacy advocacy groups initially supported the bill, they withdrew their support as the bill headed to the House floor, saying it had been “watered down” through eleventh-hour negotiations with the administration and House leadership.

In their Wednesday letter, the groups warn the Senate not to follow the House’s example and threaten to oppose a weak reform bill.

The groups asked that the Senate NSA reform bill, among other things, “definitively end ‘bulk’ collection,” increase transparency around U.S. surveillance and reform the Foreign Intelligence Surveillance Court, which approves government surveillance requests.

“We believe that strong legislation can effectively address our concerns and we are committed to supporting Congress in passing such legislation,” the letter said, “but we will be forced to oppose any bill that is not a substantial improvement over the version of the USA Freedom Act that was passed in the

## Status Quo Action – Consumer Privacy

### -No movement for consumer privacy protection now

The Hill, June 26, 2014, http://thehill.com/policy/technology/210677-lofgren-no-appetite-for-consumer-privacy-bill

Rep. Zoe Lofgren (D-Calif.) doesn’t see Congress moving a bill to protect consumer privacy anytime soon.

“We’re not doing that,” Lofgren said Thursday.

arlier this year, the administration [renewed](https://www.google.com/url?sa=t&rct=j&q=&esrc=s&source=web&cd=1&cad=rja&uact=8&ved=0CDEQFjAA&url=http%3A%2F%2Fthehill.com%2Fpolicy%2Ftechnology%2F204961-white-house-big-data-report-calls-for-new-privacy-laws&ei=tjusU6H4NMnZ8AH6vICwAg&usg=AFQjCNGKsDhfmeZ2u421lPtp3cDUOY4GPw&bvm=bv.69837884,d.b2U" \t "_blank) those calls for legislation through its report on Big Data.

That report — initiated after the administration faced public backlash over government surveillance practices — called on the Commerce Department to work with the private sector to develop legislative proposals.

But Lofgren said Thursday that there is no enthusiasm in Congress for such a bill at the moment.

“Do you see any appetite to do that? No,” she said.

That appetite might increase based on consumer reactions to evolving, and potentially privacy-threatening, technologies, she acknowledged.

“Consumer reaction … will shape what goes on,” she said, speaking at an event on mobile technology hosted by Politico.

For now, Congress is focused on privacy from government surveillance she said, stressing that privacy from governments and privacy from companies are different issues.

“People have an interest in privacy overall, but Yahoo can’t arrest you,” she said.

She pointed to a [House vote](https://www.google.com/url?sa=t&rct=j&q=&esrc=s&source=web&cd=1&cad=rja&uact=8&ved=0CB8QqQIwAA&url=http%3A%2F%2Fthehill.com%2Fpolicy%2Ftechnology%2F210138-nsa-critics-hail-votes-as-game-changer&ei=xTusU4voOMiV8AGax4GQBA&usg=AFQjCNE1JWUxRmyudIQLaXNxMZHtFS6Fjg&bvm=bv.69837884,d.b2U" \t "_blank) last week that overwhelmingly approved an amendment to the Defense Department’s funding bill that will require the National Security Agency to obtain a warrant before searching its databases for information about people in the United States.

Rep. Jason Chaffetz (R-Utah), who appeared on Thursday’s panel with Lofgren, also stressed the need for privacy protections for U.S. users, whose information is swept up by government surveillance programs.

Deciding to use a tech company’s product or service “doesn’t mean that you are also giving permission for the federal government to follow you and tap into your life,” Chaffetz said.

## Advantage Areas

Privacy/totalitarianism. The privacy and totalitarianism risks associated with state surveillance are considerable.

Former debater Glenn Greenwald, who was instrumental in breaking the Snowden story and also in past efforts to criticize US surveillance efforts under the PATRIOT Act, argues that the objective of NSA surveillance is the [elimination of global privacy](http://rt.com/usa/glenn-greenwald-reddit-nsa-600/).

Extensive surveillance is a problematic assault on privacy not only because it collects individual data regarding what a user is doing at a particular point but also, and more importantly, because extensive data collection makes it possible to develop an entire profile of a person. This could both discourage a person from speaking freely and also discourage him or her from associating with particular people.

**Citron & Macht, 2013,**Danielle Keats Citron, Lois K. Macht Research Professor of Law, University of Maryland School of Law; Affiliate Scholar, Stanford Center on Internet and Society; Affiliate Fellow, Yale Information Society Project., David Gray, Associate Professor of Law, University of Maryland School of Law. We are grateful to Neil Richards for his thoughtful essay and feedback and to Julie Cohen, Leslie Henry, Amanda Pustilnik, Daniel Solove, and the participants in the Harvard Law Review Symposium on Privacy and Technology for their helpful suggestions, “ADDRESSING THE HARM OF TOTAL SURVEILLANCE: A REPLY TO PROFESSOR NEIL RICHARDS,” May, p. 270

The **continuous and indiscriminate surveillance** they accomplish **is damaging because it violates reasonable expectations of quantitative privacy, by which we mean privacy interests in large aggregations of information** that are independent from particular interests in constituent parts of that whole. To be sure, the harms that Richards links to intellectual privacy are very much at stake in recognizing a right to quantitative privacy. But rather than being a function of the kind of information gathered, we think that **the true threats to projects of self-development and democratic culture lie in the capacity of new and developing technologies to facilitate a surveillance state.**In adopting this view, we ally ourselves in part with commitments to a quantitative account of Fourth Amendment privacy promoted by at least five Justices of the Supreme Court last Term in United States v. Jones.  In Jones, police officers investigating drug trafficking in and around the District of Columbia attached a GPS-enabled tracking device on defendant Jones's car. By monitoring his movements over the course of a month, investigators were able to document both the patterns and the particulars of his travel, which played a critical role in his ultimate conviction. Although the Court resolved Jones on the narrow grounds of physical trespass, five justices wrote or joined concurring opinions showing sympathy for the proposition that citizens hold reasonable expectations of privacy in large quantities of data, even if they lack reasonable expectations of privacy in the constitutive parts of that whole. Thus, they would have held that Jones had a reasonable expectation in the aggregate of data documenting his public movements over the course of four weeks, even though he did not have any expectation of privacy in his public movements on any particular afternoon.  The account of quantitative privacy advanced by the Jones concurrences has much in common with the views promoted by Warren and Brandeis. Specifically, the concurring Justices in Jones expressed worry that **by "making available at a relatively low cost such a substantial quantum of intimate information about any person whom the Government, in its unfettered discretion, chooses to track," programs of broad and indiscriminate surveillance will "chill[] associational and expressive freedoms," and "alter the relationship between citizen and government in a way that is inimical to a democratic society**." Their concerns are well-grounded in original understandings of the Fourth Amendment. **As Professor William Stuntz has shown, the Fourth Amendment was drafted partly in reaction to eighteenth-century cases involving the British government's use of general warrants to seize personal diaries and letters in support of seditious-libel prosecutions that were designed to suppress political thought. Despite these roots, quantitative privacy is just beginning to receive recognition because it is only now under threat of extinction by technologies like Virtual Alabama and fusion centers.**

Beyond individual privacy violations, this surveillance laws the foundations for totalitarianism.  Surveillance totalitarianism possible by discouraging intellectual exploration of controversial ideas and creating a power relationship between the government and the subject who is subject to surveillance.

Neil**Richards, 2013,**law professor,Washington University School of Law, Harvard Law Review, PRIVACY AND TECHNOLOGY: THE DANGERS OF SURVEILLANCE, p. 1934

From the Fourth Amendment to George Orwell's Nineteen Eighty-Four, and from the Electronic Communications Privacy Act to films like Minority Report and The Lives of Others, **our law and culture are full of warnings about state scrutiny of our lives.** These warnings are commonplace, but they are rarely very specific. Other than the vague threat of an Orwellian dystopia, as a society we don't really know why surveillance is bad and why we should be wary of it. To the extent that the answer has something to do with "privacy," we lack an understanding of what "privacy" means in this context and why it matters. We've been able to live with this state of affairs largely because the threat of constant surveillance has been relegated to the realms of science fiction and failed totalitarian states **But these warnings are no longer science fiction. The digital technologies that have revolutionized our daily lives have also created minutely detailed records of those lives**. In an age of terror, our government has shown a keen willingness to acquire this data and use it for unknown purposes. We know that governments have been buying and borrowing private-sector databases,  and **we recently learned that the** National Security Agency (**NSA) has been building a massive data and supercomputing center in Utah, apparently with the goal of intercepting and storing much of the world's Internet communications for decryption and analysis**.  Although we have laws that protect us against government surveillance, secret government programs cannot be challenged until they are discovered. And even when they are, **our law of surveillance provides only minimal protections. Courts frequently dismiss challenges to such programs for lack of standing, under the theory that mere surveillance creates no harms.** The Supreme Court recently reversed the only major case to hold to the contrary, in Clapper v. Amnesty International USA, finding that the respondents' claim that their communications were likely being monitored was "too speculative."  But the important point is that our society lacks an understanding of why (and when) government surveillance is harmful. Existing attempts to identify the dangers of surveillance are often unconvincing, and they generally fail to speak in terms that are likely to influence the law. In this Article, I try to explain the harms of government surveillance. Drawing on law, history, literature, and the work of scholars in the emerging interdisciplinary field of "surveillance studies," I offer an account of what those harms are and why they matter. I will move beyond the vagueness of current theories of surveillance to articulate a more coherent understanding and a more workable approach. At the level of theory, I will explain why and when surveillance is particularly dangerous and when it is not. First, **surveillance is harmful because it can chill the exercise of our civil liberties**. With respect to civil liberties**, consider surveillance of people when they are thinking, reading, and communicating with others in order to make up their minds about political and social issues. Such intellectual surveillance is especially dangerous because it can cause people not to experiment with new, controversial, or deviant ideas**. To protect our intellectual freedom to think without state oversight or interference, we need what I have elsewhere called "intellectual privacy." **A second special harm that surveillance poses is its effect on the power dynamic between the watcher and the watched. This disparity creates the risk of a variety of harms, such as discrimination, coercion, and the threat of selective enforcement, where critics of the government can be prosecuted or blackmailed for wrongdoing unrelated to the purpose of the surveillance.** At a practical level, I propose a set of four principles that should guide the future development of surveillance law, allowing for a more appropriate balance between the costs and benefits of government surveillance. First, we must recognize that surveillance transcends the public/private divide. Public and private surveillance are simply related parts of the same problem, rather than wholly discrete. Even if we are ultimately more concerned with government surveillance, any solution must grapple with the complex relationships between government and corporate watchers. Second, we must recognize that secret surveillance is illegitimate and prohibit the creation of any domestic-surveillance programs whose existence is secret. Third, we should recognize that total surveillance is illegitimate and reject the idea that it is acceptable for the government to record all Internet activity without authorization. **Government surveillance of the Internet is a power with the potential for massive abuse.** Like its precursor of telephone wiretapping, it must be subjected to meaningful judicial process be-fore it is authorized. We should carefully scrutinize any surveillance that threatens our intellectual privacy. Fourth, we must recognize that **surveillance is harmful. Surveillance menaces intellectual privacy and increases the risk of blackmail, coercion, and discrimination; accordingly, we must recognize surveillance as a harm in constitutional standing doctrine**. Explaining the harms of surveillance in a doctrinally sensitive way is essential if we want to avoid sacrificing our vital civil liberties.

Jonathan Schell, writing in the [September 4th issue of Nation](http://www.thenation.com/article/176032/edward-snowden-and-chelsea-manning-new-dissidents), argues that this is more power than Stalin was able to exercise in totalitarian Russia.

And certainly, the four Poles, of all people, are as fully aware as any sensible person of the abyss of difference that separates the Obama administration from, say, the regime of Joseph Stalin, slayer of tens of millions of his own people. And **yet it is chillingly true**at the same time **that the US government has gone further than any previous government—not excluding Stalin’s—in setting up machinery that satisfies certain tendencies that are in the genetic code of totalitarianism. One is the ambition to invade personal privacy without check or possibility of individual protection. This was impossible in the era of mere phone wiretapping, before** the recent explosion of electronic communications—before the **cellphones that disclose the whereabouts of their owners, the personal computers with their masses of personal data and easily penetrated defenses, the e-mails that flow through readily tapped cables and servers**, the biometrics, the street-corner surveillance cameras. But now, to borrow the name of an intelligence program from the Bush years, “Total Information Awareness” is technologically within reach. The Bush and Obama administrations have taken giant strides in this direction. That China and Russia—and Britain, and many other countries—have done the same is hardly comforting to the humble individual under the eye of the universal spying apparatus. **A second totalitarian tendency has been the ambition to control the entire globe**—a goal built into fascist as well as communist ideologies of the early twentieth century. **In Hannah Arendt’s words, “Evidence that totalitarian governments aspire to conquer the globe and bring all countries on earth under their domination can be found repeatedly in Nazi and Bolshevik literature**.” Neither achieved it, or even came close. But now, in the limited arena of information, a sort of shadow or rudiment of this ambition is near realization by the “sole superpower,” the United States**. Much attention has been paid to Americans’ loss of privacy rights, but relatively overlooked in the debate over the government’s surveillance activities**(at least in the United States) **has been that all foreign communications—including those occurring in the lands of close allies, such as Germany—are fair game and are being swept into the US data banks.** The extent of the US global reach over information was mirrored in Snowden’s fate. Astonishingly, almost no fully democratic country would have him. (The conspicuous exception was Bolivia, whose president suffered the indignity of a forced diversion and landing of his plane when he was suspected of carrying Snowden to safety.) Almost all others, including Poland, bowed to US pressure, actual or potential, to refuse Snowden protection. The Polish letter writers were scandalized by this spectacle. “The fact that only dictatorial governments agreed to give him shelter shames the democratic states,” they wrote. “Our democracies discredit themselves with their indifference and cowardice in this matter.” What happened to Snowden in Moscow diagramed the new global reality. He wanted to leave Russia, but the State Department, in an act of highly dubious legality, stripped him of his passport, leaving him—for purposes of travel, at least—stateless. Suddenly, he was welcome nowhere in the great wide world, which shrank down to a single point: the transit lounge at Sheremetyevo. Then, having by its own action trapped him in Russia, the administration mocked and reviled him for remaining in an authoritarian country. **Only in unfree countries was Edward Snowden welcome. What we are pleased to call the “free world” had become a giant prison for a hero of freedom.**

The NSA doesn’t have a great track record when it comes to limiting abuse of its authority.  During the Vietnam war, [the NSA spied on Mohammed Ali, Martin Luther King, and Senator Howard Baker](http://www.madcowprod.com/2013/10/04/drug-trafficking-the-nsa-the-crash-of-cocaine2/).  Arab American lawyer [Abdeen Jabara was also spied on](http://mondoweiss.net/2013/10/american-lawyer-spied.html). In March, 2013, the NSA program, Boundless Informant, collected 97 billion pieces of metadata.  From 1940 to 1973, the CIA and FBI engaged in a covert mail opening program.  The Army intercepted domestic radio communications. Any Army surveillance program placed more than 100 people under surveillance.

Although the internal link to totalitarianism from the collection of individual information by private companies is inherently smaller, there are massive privacy violations, and since governments can get ahold of the information, there is a link into totalitarianism

[Daily Mail,](mailto:http://www.dailymail.co.uk/news/article-2651145/Young-people-wary-giving-privacy-online-read-1984.html) July 7, 2014:

Noel Sharkey, a professor of artificial intelligence and robotics at Sheffield University, said that older people were more cautious with their personal data. Addressing the Cheltenham Science Festival, he said: 'I'm 65, I don't want to be targeted. I am very uncomfortable with it. It seems to me our privacy is gradually being violated and eroded without us noticing. 'I am part of the generation which all read 1984 - I think we are less happy about giving up our privacy. 'But the younger generation aren't really thinking about it. The services that Google and Facebook give us are so good that people are willing to trade off their privacy for them.' He said Google's recording of all our online activities meant it knew far too much about us. He added: 'At the moment it doesn't seem harmful. But because governments can get hold of this information, they can monitor you, things might change quite dramatically.' Google has invested billions of pounds buying up cutting-edge technologies which will increase their access to people's information. The internet giant recently paid £1.9billion for Nest Labs, a firm which makes internet-connected heating systems, allowing people to control their thermostats from afar. Supporters argue that having greater control over home applications - which may soon include fridges that automatically reorder when you run out of food and lighting systems that turn on when they sense your approach - can only benefit consumers. But connecting more things to the internet enables large firms to collect more and more data.

Racism. Many argue that NSA surveillance is illegitimately targeted at minorities, particularly Arab and Muslim minorities. In July of this year (2014), the [Intercept](mailto:https://firstlook.org/theintercept/article/2014/07/09/under-surveillance/), Glenn Greenwald’s new website, published the email addresses of more than 7,000 Muslim Americans who are under warrantless surveillance

The National Security Agency and FBI have covertly monitored the emails of prominent Muslim-Americans—including a political candidate and several civil rights activists, academics, and lawyers—under secretive procedures intended to target terrorists and foreign spies. According to documents provided by NSA whistleblower Edward Snowden, the list of Americans monitored by their own government includes:

• Faisal Gill, a longtime Republican Party operative and one-time candidate for public office who held a top-secret security clearance and served in the Department of Homeland Security under President George W. Bush;

• Asim Ghafoor, a prominent attorney who has represented clients in terrorism-related cases;

• Hooshang Amirahmadi, an Iranian-American professor of international relations at Rutgers University;

• Agha Saeed, a former political science professor at California State University who champions Muslim civil liberties and Palestinian rights;

• Nihad Awad, the executive director of the Council on American-Islamic Relations (CAIR), the largest Muslim civil rights organization in the country.

The individuals appear on an NSA spreadsheet in the Snowden archives called “FISA recap”—short for the Foreign Intelligence Surveillance Act. Under that law, the Justice Department must convince a judge with the top-secret Foreign Intelligence Surveillance Court that there is probable cause to believe that American targets are not only agents of an international terrorist organization or other foreign power, but also “are or may be” engaged in or abetting espionage, sabotage, or terrorism. The authorizations must be renewed by the court, usually every 90 days for U.S. citizens.

The spreadsheet shows 7,485 email addresses listed as monitored between 2002 and 2008. Many of the email addresses on the list appear to belong to foreigners whom the government believes are linked to Al Qaeda, Hamas, and Hezbollah. Among the Americans on the list are individuals long accused of terrorist activity, including Anwar al-Awlaki and Samir Khan, who were killed in a 2011 drone strike in Yemen.

This racism advantage is unique to the government surveillance Affirmative cases. Although it is possible that mass surveillance conducted by private companies may be done in a racially inappropriate manner, these companies are really just trying to collect all of the information that they can on absolutely everyone.

Economy. This advantage is also specific to the government surveillance case area. The argument is that foreign companies and countries no longer want to do business with US internet companies because information on their citizens is turned over to and held by the NSA.

[Arvind Ganesan](mailto:http://globalpublicsquare.blogs.cnn.com/2013/07/15/how-the-nsa-scandal-hurts-the-economy/) wrote on CNN’s website on July 13, 2013:

The National Security Agency surveillance scandal has been devastating to the U.S. government’s credibility as an advocate for Internet freedom. But the impact on U.S. technology companies and a fragile American economy may be even greater.

Every new revelation suggests far more surveillance than imagined and more involvement by telephone and Internet companies, with much still unknown. One of the most troubling aspects of this spying is that foreign nationals abroad have no privacy rights under U.S. law. Foreigners using the services of global companies are fair game. (There is also a certain irony to the revelations, considering that some European governments such as Germany and the Netherlands are [strong U.S. allies on Internet freedom](http://www.humanrights.gov/2012/11/20/fact-sheet-freedom-online-coalition/) but may simultaneously be targets of U.S. surveillance online.)

A July 1 report by *Der Spiegel* on the NSA [spying](http://www.spiegel.de/international/world/secret-documents-nsa-targeted-germany-and-eu-buildings-a-908609.html) on European officials infuriated governments a week before negotiations started on a massive U.S.-European Union trade agreement that could be [worth](http://www.whitehouse.gov/photos-and-video/video/2013/06/17/president-obama-makes-statement-transatlantic-trade-and-investment#transcript) almost $272 billion for their economies and 2 million new jobs. Officials throughout Europe, most notably French President Francois Hollande, said that NSA spying [threatens](http://www.nytimes.com/2013/07/02/world/europe/france-and-germany-piqued-over-spying-scandal.html?ref=world) trade talks.

The French government unsuccessfully [called](http://www.businessweek.com/ap/2013-07-03/france-calls-for-2-week-delay-in-us-eu-trade-talks) for a two-week postponement of the trade talks. The next day, it had to address [allegations](http://www.lemonde.fr/societe/article/2013/07/04/revelations-sur-le-big-brother-francais_3441631_3224.html) in *Le Monde* of its own domestic mass surveillance program.

For the Internet companies [named](http://apps.washingtonpost.com/g/page/national/inner-workings-of-a-top-secret-spy-program/282/) in reports on NSA surveillance, their bottom line is at risk because European markets are crucial for them. It is too early assess the impact on them, but the stakes are clearly huge. For example, Facebook has about [261 million active monthly European users](http://files.shareholder.com/downloads/AMDA-NJ5DZ/2297890522x0x631721/fc91bd68-c60f-46c0-b3d4-f26455e115f7/FB_Q412_InvestorDeck.pdf), compared with about 195 million in the U.S. and Canada, and [22%](http://investor.apple.com/secfiling.cfm?filingID=1193125-13-168288&CIK=320193) of Apple’s net income came from Europe in the first quarter of 2013.

Europe was primed for a backlash against NSA spying because people care deeply about privacy after their experience of state intrusion in Nazi Germany and Communist Eastern Europe. And U.S. spying on Europeans via companies had been a simmering problem since at least 2011.

In June 2011, Microsoft [admitted](http://www.zdnet.com/blog/igeneration/microsoft-admits-patriot-act-can-access-eu-based-cloud-data/11225) that the United States could bypass EU privacy regulations to get vast amounts of cloud data from their European customers. Six months later, BAE Systems, based in the United Kingdom, [stopped](http://www.zdnhttp/www.computerweekly.com/news/2240112018/Office365-fails-BAes-legal-teamet.com/blog/london/defense-giant-ditches-microsofts-cloud-citing-patriot-act-fears/1349) using the company’s cloud services because of this issue.

A major [EU survey](http://ec.europa.eu/public_opinion/archives/ebs/ebs_359_en.pdf) released in June 2011 found that “[t]hree out of four Europeans accept that revealing personal data is part of everyday life, but they are also worried about how companies – including search engines and social networks – use their information.” Only 22% trusted e-mail, social networking, and search companies with their data.

Then the [European Parliament issued a report](http://www.europarl.europa.eu/committees/en/libe/studiesdownload.html?languageDocument=EN&file=79050) on privacy in October 2012 confirming Microsoft’s claim and urging new privacy protections between the EU and the United States. The EU tried, but the [*Financial Times* reported](http://www.ft.com/intl/cms/s/0/42d8613a-d378-11e2-95d4-00144feab7de.html#axzz2XU1yx8Ow) that senior Obama administration officials and tech industry representatives successfully lobbied against it.

The NSA scandal has brought tensions over spying to a boil. German prosecutors [may open a criminal investigation](http://www.spiegel.de/international/germany/german-prosecutors-to-review-nsa-spying-allegations-a-908636.html) into NSA spying. On July 3, Germany’s interior minister [said](http://hosted2.ap.org/APDEFAULT/495d344a0d10421e9baa8ee77029cfbd/Article_2013-07-03-EU-Germany-NSA-Surveillance/id-9172c3109bd7495d8d4dd3d8225f9742) that people should stop using companies like Google and Facebook if they fear the U.S. is intercepting their data. On July 4, the European Parliament condemned spying on Europeans and [ordered](http://www.europarl.europa.eu/sides/getDoc.do?pubRef=-//EP//TEXT+TA+P7-TA-2013-0322+0+DOC+XML+V0//EN&language=EN) an investigation into mass surveillance. The same day, Neelie Kroes, the EU’s chief telecom and Internet official, [warned](http://europa.eu/rapid/press-release_MEMO-13-654_en.htm?locale=en) of “multi-billion euro consequences for American companies” because of U.S. spying in the cloud.

The companies have belatedly distanced themselves from the NSA and called for more transparency. Google, Microsoft, Yahoo and Facebook are in a particularly tough spot as members of the [Global Network Initiative](http://globalnetworkinitiative.org/), a group (including Human Rights Watch) formed to verify whether companies respect freedom of expression and privacy online

Foreign Relations. Once again, this advantage is specific to the foreign surveillance area. Many countries are upset that their citizens and governments are being spied on.

-- Germany

[Bloomberg](mailto:http://www.bloomberg.com/news/2014-07-11/u-s-seeks-to-mend-german-relations-after-spy-expelled.html), July 11, 2014

President [Barack Obama](http://topics.bloomberg.com/barack-obama/)’s administration lavished praise on its partnership with Germany while sidestepping specifics of espionage allegations that led to the expulsion of the top American intelligence officer in Berlin. “We’re in touch because we recognize the value and the strong partnership that exists between the United States and Germany,” White House press secretary [Josh Earnest](http://topics.bloomberg.com/josh-earnest/) told reporters yesterday. The administration must move quickly beyond such reassuring words to avoid damaging trans-Atlantic trade talks, business deals and national-security priorities, including talks on Iran’s nuclear program and sanctions against Russia for its role in Ukraine, according to foreign-policy specialists. “There are high stakes,” Jeffrey Anderson, head of a German-European studies center at Georgetown University in Washington, said in an interview. “There are plenty of areas where we need to work with the Germans, or where we can, and all this is getting sidetracked.” The damage is potentially long-term, Anderson said. “It’s implanted seeds of mistrust, disappointment and betrayal that are going to take a long time to uproot.” The efforts may intensify within days. Secretary of State John Kerry may meet his German counterpart, Frank-Walter Steinmeier, at talks in Vienna on curbing [Iran](http://topics.bloomberg.com/iran/)’s nuclear ambitions. Secretary of State John Kerry, right, may meet his German counterpart, Frank-Walter... [Read More](http://www.bloomberg.com/news/2014-07-11/u-s-seeks-to-mend-german-relations-after-spy-expelled.html) “I would expect that Secretary Kerry and Foreign Minister Steinmeier will have an opportunity to speak sometime in the coming days, and I would just reiterate that our relationship with Germany is extremely important,” State Department spokeswoman Jen Psaki told reporters in Washington yesterday. “We have many areas we work together on.”

* Many countries

[Deb Riechman](mailto:http://bigstory.ap.org/article/nsa-spying-threatens-hamper-us-foreign-policy) wrote on October 26, 2013

Secretary of State John Kerry went to Europe to talk about Mideast peace, Syria and Iran. What he got was an earful of outrage over U.S. snooping abroad. President Barack Obama has defended America's surveillance dragnet to leaders of Russia, Mexico, Brazil, France and Germany, but the international anger over the disclosures shows no signs of abating in the short run. Longer term, the revelations by former National Security Agency contractor Edward Snowden about NSA tactics that allegedly include tapping the cellphones of as many as 35 world leaders threaten to undermine U.S. foreign policy in a range of areas. In Washington, demonstrators held up signs reading "Thank you, Edward Snowden!" as they marched and rallied near the U.S. Capitol to demand that Congress investigate the NSA's mass surveillance programs This vacuum-cleaner approach to data collection has rattled allies. "The magnitude of the eavesdropping is what shocked us," former French Foreign Minister Bernard Kouchner said in a radio interview. "Let's be honest, we eavesdrop too. Everyone is listening to everyone else. But we don't have the same means as the United States, which makes us jealous."

## Privacy and an Additional Controversy – Searches & the 4th Amendment (Area 3)

Even before the controversy related to mass surveillance (and also independent of it), there has always been debate related to what practices are fair for the police to engage in when searching for evidence of a crime. This debate centers around the Fourth Amendment, which protects individuals from unreasonable searches & seizures without probable cause of a crime being committed and police obtaining a warrant.

The [Fourth Amendment to the United States Constitution](http://en.wikipedia.org/wiki/Fourth_Amendment_to_the_United_States_Constitution) provides that:

"The right of the people to be secure in their persons, houses, papers, and effects, against unreasonable searches and seizures, shall not be violated, and no Warrants shall issue, but upon probable cause, supported by Oath or affirmation, and particularly describing the place to be searched, and the persons or things to be seized."[1]

Questions arise as to what constitutes “search.”

In the [United States v. Jacobson](mailto:http://supreme.justia.com/cases/federal/us/466/109/case.html%23113), the Supreme Court established that, “A *search* occurs when an expectation of privacy that society is prepared to consider reasonable is infringed.” In *Coolidge v. New Hampshire*, 403 U.S. 443 (1971), the Supreme Court said that a [search implies an invasion into private or hidden areas, including the body](mailto:http://www.kscoplaw.com/outlines/ssoutline.htm).

Warrants are generally required to conduct searches, but there are exceptions to this rule. A couple of examples --

First, individuals can consent to searches.

Second, when individuals do not have a reasonable expectation of privacy. For example, the Supreme Court has ruled that individuals do not have a reasonable expectation of privacy of the identifying information that is listed on the outside of an enveloped, even though they have an expectation of privacy related to the contents of the envelope.

Of course, there are many disputes related to what “reasonable” expectations of privacy that individuals may have that have led to a number of Supreme Court cases. In many of these cases, the Court said that individuals do not have a reasonable expectation of privacy.

* Governmental intrusion on an undeveloped area outside of the curtilage of a dwelling does not violate the reasonable expectation of privacy of the landowner. *Oliver v. United States*, 466 U.S. 170 (1984)

-  The Supreme Court held that warrantless aerial observation from an airplane lawfully in navigable airspace of a fenced-in backyard does not constitute a search within the meaning of the Fourth Amendment. *California v. Ciraolo*, 476 U.S. 463 (1986).

  - Police obtaining trash from bag deposited near the curb for collection is not a “search.” *California v. Greenwood*, 486 U.S. 35 (1988).

- By a trained dog of a suitcase to check for narcotics is not a "search" within the meaning of the Fourth Amendment. *United States v. Place*, 462 U.S. 696 (1983).

  --- Devices which monitor the telephone numbers called by an individual do not constitute searches under the Fourth Amendment. *Smith v. Maryland*, 442 U.S. 735 (1979).

-- Are not protected against governmental seizure because there is no legitimate expectation of privacy concerning the information kept in bank records. *United States v. Miller,* 425 U.S. 435, 96 S.Ct. 1619, 48 L.Ed.2d 71 (1976).

    -- If an officer is in a place where he has the right to be and sees an item in plain view, he may search or seize the item so long as he has probable cause that the item is connected to criminal activity. *Harris v. United States*, 390 U.S. 234, 771-2 (1983).

- Police may make a limited exception to the probable cause and warrant requirements of the Fourth Amendment in that an officer may stop an individual if the officer has a reasonable and articulable suspicion, based on an objective view of facts previously known to him, or made known to him through observation, that the person stopped is committing, has committed, or is about to commit a crime. *Terry v Ohio*, 392 U.S. 1

More exceptions can be found [here](mailto:http://www.kscoplaw.com/outlines/ssoutline.htm) (where this list was drawn from).

It is important to note that the Fourth Amendment (and all Amendments) establish individual rights protects against *government* intrusions, not protections against private actions. So it is important to note that

## The Negative

### Answering the Privacy Advantage

First, Pro teams should minimizes the extent of the surveillance.  The NSA contends that it actually sees substantially [less than 1% of all internet traffic on a daily basis.](http://www.dailymail.co.uk/news/article-2390604/NSA-claims-reviews-00004-percent-Internet-traffic-daily-basis.html)

The NSA has claimed in a publicly-released document that it only reviews .00004% of Internet traffic on a daily basis.  The [**seven-page document**](http://www.nsa.gov/public_info/_files/speeches_testimonies/2013_08_09_the_nsa_story.pdf), titled ‘The National Security Agency: Missions, Authorities, Oversight and Partnerships,’ was released late Friday. It compares the amount of Internet data that the NSA collects to the size of a dime on a basketball court. ‘According to figures published by a major tech provider, the Internet carries 1,826 Petabytes of information per day. In its foreign intelligence mission, NSA touches about 1.6% of that,’ the agency states. ‘However, of the 1.6% of the data, only 0.025% is actually selected for review. The net effect is that NSA analysts look at 0.00004% of the world’s traffic in conducting their mission – that’s less than one part in a million.  Put another way, if a standard basketball court represented the global communications environment, NSA’s total collection would be represented by an area smaller than a dime on that basketball court.

Second, Pro teams should argue that the surveillance is subject to many safeguards and frequently reviewed. Although the US can collect the metadata, [it cannot indiscriminately sift through it.](http://www.csmonitor.com/USA/Justice/2013/0722/How-will-Obama-defend-secret-NSA-program-in-court-Letter-offers-clue)  If the government wants to take a closer look, it must any data gleaned must be associated with people or phone numbers already identified and approved by the secret Foreign Intelligence Surveillance Court. In 2012, the letter revealed, the court approved fewer than 300 “query terms” that would allow intelligence analysts to pursue a phone call further.   The protocols are overseen by the Justice Department and by intelligence officials.

The Pro should also work to de-prioritize the significance of the rights claim.

First, constitutional rights are not trump cards and can always be limited if there is a compelling government interest in doing so, such as the prevention of terrorism.

Amitai Etzioni, George Washington University Government Professor, THE SPIRIT OF COMMUNITY, 1993, p.26-7

When Communitarians argue that the pendulum has swung too far toward the radical individualistic pole and it is time to hurry its return, we do not seek to push it to the opposite extreme, of encouraging a community that suppresses individuality. We aim for a judicious mix of self-interest, self-expression, and commitment to the commons–of rights and responsibilities, of I and we. Hence the sociological recommendation to move from ‘I’ to ‘we’ is but a form of shorthand for arguing that a strong commitment to the commons must now be added to strong commitments to individual needs and interests that are already well ensconced. Balancing the domestic forces with a fair measure of resumed wellness will bring our society closer to a balanced position, without a significant tilt toward either side, a society able to steer a stable course.

Historically, Presidents have had a lot of discretion in limiting rights to protect national security.

Robert Pushaw, law professor, Pepperdine, 2011, National Security, Civil Liberties, and the War on Terror, ed. Katherine Darmer and Richard Fybel, p. 79-80

Initially, it is impossible to say with any certainty whether or not Presidents like Abraham Lincoln and Franklin Roosevelt had to infringe constitutional liberties the way they did in order to win their wars. Perhaps they could have achieved the same results with fewer intrusions. But maybe greater solicitude for personal freedoms would have led to defeat, or to a victory that exacted a far greater cost in blood and money. Speculating about such matters is an academic exercise. All we know for sure is that these Presidents took the actions they deemed necessary prevail, and they did. For better or worse, the Constitution commits to the President almost unbridled discretion to determine what must be done to meet a military emergency. These decisions must be made quickly and with imperfect information, and they are then judged by Congress, voters, and posterity

This is particularly true of privacy rights.

Silas Wasterstrom, law professor, GEORGETOWN LAW JOURNAL, October 1998, pp. 61-2

Unfortunately, however, a rights-based approach does not mesh very well with the structure of the fourth amendment. The amendment, as commonly understood, does not provide an absolute shield against even the most extreme invasions of privacy and liberty. It does not establish a right to privacy that trumps competing policy concerns. Instead, the fourth amendment prohibits searches only when the likelihood that the invasion will be productive fails to justify the cost. In its most general form, this translates into an insistence that the search be reasonable. When the Court attempts to give the requirement a somewhat more determinate content, it insists that the search be supported by “probable cause” or “reasonable suspicion.” In either case, however, the amendment requires no more than that the invasion be cost-justified in some sense.

Second, Americans experience limitations on privacy rights every day, including being subject to surveillance on street corners and shopping malls. We also freely give information to all of providers of web services that we use.

The Surveillance Society. By: Von Drehle, David, Calabresin, Massimo, Time International (South Pacific Edition), 8/12/2013, http://nation.time.com/2013/08/01/the-surveillance-society/

But the revelation of the **NSA’s vast data-collection programs** by a crusading contract worker, Edward Snowden, **has made it clear that the rise of technology is shattering even the illusion of privacy.** Almost overnight, and with too little reflection, t**he U.S. and other developed nations have stacked the deck in favor of the watchers. A surveillance society is taking root**. **Video cameras peer constantly from lamp poles and storefronts. Satellites and drones float hawkeyed through the skies. Smartphones relay a dizzying barrage of information about their owners to sentinel towers dotting cities and punctuating pastureland. License-plate cameras and fast-pass lanes track the movements of cars, which are themselves keeping a detailed record of their speed and location**. Meanwhile, **on the information superhighway, every stop by every traveler is noted and stored by Internet service providers like Google, Verizon and Comcast. Retailers scan, remember and analyze each purchase by every consumer**.

People divulge more “personal” information on websites like Facebook than the government would ever care to know about them.

Third, rights should not be viewed as absolute because if we did there would be no way of resolving conflicts between rights. In this specific context, there is arguably a right to security and [without security there cannot be liberty](http://www.heritage.org/Research/HomelandDefense/lm13.cfm). Fourth, debaters can engage in a strong defense of utilitarianism to argue that the greatest good for the greatest number is what should be protected. For a spirited discussion of the importance of not sacrificing society’s interests in the name of rights, you should consult Amitai Etzioni’s The Spirit of Community. Rights are not trump cards that should be used to sacrifice the collective to an individuals’ personal preferences and needs.   Rights must be balanced against the need for security, and in the era of a heightened risk of terrorism, and the large consequences that could result from another terror attack, it is important to balance the individual’s need for freedom against society’s need for security

Fourth, you should also argue that the resolution refers to the current surveillance measures and that if there is another significant terror attack that the security measures that will be adopted will be much more invasive than the ones that exist now.  If the terrorists attack again, there will be a much greater loss of personal freedom.

Americans are generally very concerned about the risk of another terror attack (rightly or wrongly), so arguments about the risks of terrorism will appeal to your judges.

### Disadvantages

There are a number of disadvantages. Some are particular to specific areas of privacy. Others are specific to particular areas.

*Politics (consumer, surveillance, crime).* There is political opposition to increasing the protection of privacy in all of these areas.

Consumer –

Surveillance

Crime –

*Terrorism (surveillance, crime)*. The primary objection to restricting government surveillance is that surveillance is [necessary to prevent terrorism](http://www.heritage.org/Research/HomelandDefense/loader.cfm?url=/commonspot/security/getfile.cfm&PageID=69895) (and the largest, “nuclear terrorist attack” impacts are often referenced).

There are people who say a strong intelligence capability (that is enhanced through mass surveillance) is also necessary to prevent nuclear proliferation (the spread of nuclear weapons), position military forces, and conduct effective negotiations.

**Report and Recommendations of the President’s Review Group on Intelligence**, December 20**13**, Liberty and Security in a Changing World, December 12, http://www.whitehouse.gov/sites/default/files/docs/2013-12-12\_rg\_final\_report.pdf

The national security threats facing the United States and our allies are numerous and significant, and they will remain so well into the future. These threats include international terrorism, the proliferation of weapons of mass destruction, and cyber espionage and warfare. A robust foreign intelligence collection capability is essential if we are to protect ourselves against such threats. Because our adversaries operate through the use of complex communications technologies, the National Security Agency, with its impressive capabilities and talented officers, is indispensable to keeping our country and our allies safe and secure.

But most of the focus is on the prevention of terrorism.

Given that, it is reasonable to ask, how many terrorists attacks have been prevented by NSA surveillance. Two specific examples are often cited.  One, surveillance advocates site use of phone meta data to identify an “operative” in San Diego who was providing financial assistance to terrorists in Somalia.   The second example is one involving a disrupted plot to bomb the New York City subway system. In the subway case, authorities used NSA’s Internet monitoring program to identify overseas communications involving Najibullah Zazi in Colorado. Zazi was later convicted in connection with the subway attack plan.

One thing is for certain is that there hasn’t been a significant terrorist attack in the US since 9/11.  Advocates of surveillance attribute the success in preventing these attacks to surveillance.  The [Arizona Republic editorializes](http://www.lasvegassun.com/news/2013/aug/21/when-nsa-oversteps-its-authority/) that “The government has a good record of preventing attacks, and these programs may be one big reason.”

Negative teams should really work to emphasize the risks and dangers of terrorism. For example, this quote highlights the risk:

**The U.S. State Department** **has renewed its global terrorism alert**, following the attack in Nairobi, Kenya, by a group claiming to be part of the Somalia-based al-Shabab.¶ Because of the “continuing threat of terrorist actions and violence” toward Americans, , U.S. citizens should “maintain a high level of vigilance.”¶ The department adds:¶ “**Current information suggests that al-Qaida, its affiliated organizations, and other terrorist groups continue to plan terrorist attacks against U.S. interests in multiple regions, including Europe, Asia, Africa, and the Middle East.** These attacks may employ a wide variety of tactics including suicide operations, assassinations, kidnappings, hijackings, and bombings.”¶ This caution replaces the one issued in February, but remember the State Department issued a rare worldwide-travel alert in August.¶ , the alert followed the Department State’s decision to close all its embassies and consulates across the Muslim world that weekend.¶ **Today’s caution says terrorists could target “high-profile sporting events, residential areas, business offices, hotels, clubs, restaurants, places of worship, schools, public areas, shopping malls, and other tourist destinations both in the United States and abroad where U.S. citizens gather in large numbers**, including during holidays.”[NPR](http://www.npr.org/blogs/thetwo-way/2013/09/25/226199162/state-department-renews-global-terror-alert)

[Other sources](http://www.lawfareblog.com/wp-content/uploads/2013/07/Strategic-Terrorism-Myhrvold-7-3-2013.pdf) highlight the danger:

The novelty of our present situation is that **modern technology can provide small groups of people with much greater lethality than ever before.** We now have to worry that private parties might gain access to weapons that are as destructive as—or possibly even more destructive than—those held by any nation-state. **A handful of people, perhaps even a single individual, now have the ability to kill millions or even billions**. Indeed, **it is perfectly feasible, from a technological standpoint, to kill every man, woman, and child on earth.**The gravity of the situation is so extreme that getting the concept across without seeming silly or alarmist is challenging. Just thinking about the subject with any degree of seriousness numbs the mind.¶ Worries about the future of the human race are hardly novel. Indeed, **the notion that terrorists or others might use weapons of mass destruction is so commonplace as to be almost passé.** spy novels, movies, and television dramas explore this plot frequently. **We have become desensitized** to this entire genre, in part because James Bond always manages to save the world in the end.

Negative teams need to emphasize that times have changed.  Not only was September 11th was the first time the US suffered a significant attack on its soil. In this case, it was a group being given protection by a foreign government.

Not only was this an attack on US soil for the first time, but it was also from a non-traditional actor (a terrorist group as opposed to a country), and the US began to realize that new technologies (the internet, message boards, cell phones) made it easier for potential terrorists to communicate and carry out attacks.   Advancing technology also makes it easier for terrorists to kill large numbers of people in single attacks, even absent potential attacks with nuclear, biological, or chemical weapons.   The new attacks, changing communications technologies, and the possibility of more advanced weapons meant that the government had to step-up its game in order to reduce the risk of another terror attack. The post-9/11 surveillance measures are designed to take these changes into account.

Affirmative essays will argue that terrorism can be prevented with targeted surveillance (assuming they don’t restrict that if the “crime” area is part of the resolution), but a strong argument can be made that targeted surveillance is not as effective as mass surveillance.

First, how would NSA know who a “foreign” terrorist was communicating with inside the United States unless they could also access domestic meta data? The US would have to target not only the foreign target but also the domestic suspect.

Second, if the metadata is collected then the government can instantly search the meta data it has if it is suspicious to find a tie between the potential terrorist and others.

Third, since any potential terrorist will communicate with people who the US doesn’t have a warrant for, collecting meta data is an inherent part of even targeted monitoring.

[Donald Scarinci](http://www.scarincihollenbeck.com/attorneys/partners/donald-scarinci/) is a New Jersey lawyer and managing partner of Scarinci Hollenbeck, LLC a regional law firm with offices in New York, New Jersey and Washington, D.C., April 24, 2014, http://blog.nj.com/njv\_donald\_scarinci/2014/04/is\_the\_nsa\_reading\_your\_emails.html

**While the NSA’s surveillance efforts are claimed to be targeted at foreigners, a rule change allows NSA analysts to discover and search U.S. citizens’ email, phone calls and databases without a warrant. As long as there is a reasonable belief the communications are foreign and overseas, content and metadata can be collected. The data is being collected under Section 702 of the of the Fisa Amendments Act** (FAA), which gives the NSA authority to target without warrant the communications of foreign targets, who must be non-US citizens and outside the US at the point of collection. However, “**incidental collection” also occurs**. This is the term used to refer to the purely domestic communications that can be inadvertently included in the surveillance sweeps.

[If the US had to stop “non-citizen” surveillance that inherently catches people in this process](http://www.washingtonpost.com/world/national-security/nsa-collects-millions-of-e-mail-address-books-globally/2013/10/14/8e58b5be-34f9-11e3-80c6-7e6dd8d22d8f_story.html), it’s not clear how it could continue to function.

The collection depends on secret arrangements with foreign telecommunications companies or allied intelligence services in control of facilities that direct traffic along the Internet’s main data routes. Although the collection takes place overseas, two senior U.S. intelligence officials acknowledged that it sweeps in the contacts of many Americans. They declined to offer an estimate but did not dispute that the number is likely to be in the millions or tens of millions. A spokesman for the [Office of the Director of National Intelligence](http://www.dni.gov/index.php), which oversees the NSA, said the agency “is focused on discovering and developing intelligence about valid foreign intelligence targets like terrorists, human traffickers and drug smugglers. We are not interested in personal information about ordinary Americans.” The spokesman, Shawn Turner, added that rules approved by the attorney general require the NSA to “minimize the acquisition, use and dissemination” of information that identifies a U.S. citizen or permanent resident.

There is recent evidence that the [establishment of the Islamic Caliphant in Syria and Iraq will increase the risk of terroris](http://www.christianpost.com/news/isis-terror-group-declares-caliphate-in-iraq-syria-nails-9-men-to-cross-for-rebellion-122474/)m.

*Crime* (surveillance, crime). The link to crime is the same as it is to terrorism for the surveillance area – less surveillance makes it harder to stop crime. There are also links specific to the crime area, including dialing back searching.

*Business Confidence/internet economy* (consumer protection). This disadvantage only applies to the consumer privacy protection part of the topic.

*Presidential war powers*. Judicial and legislative restrictions on surveillance many infringe on the President’s war power authority.

### Counterplans

*Self-regulation* (consumer).

[Business2Community](mailto:http://www.business2community.com/big-data/gain-consumer-confidence-respecting-privacy-big-data-marketing-0930008%23By2UWRCWXyHFXWcI.99), July 4

Here are some of the viable strategies that can help marketers restore the ecosystem of trust between their business and the consumers.  
Read more at

* Before collecting the data of your consumers, make sure to take the time to evaluate what’s important data to ask the consumer to share that are only relevant for the big data analytics purpose.
* Provide a disclosure term to the consumers, making them understand how their is collected and used and for what purpose.
* Give the consumer the option to change their minds about consenting in tracking down their shopping activities. Giving them an opt out option will put them at ease knowing that they are not perpetually tied down and still in control of their privacy of whether to share their personal information or not.
* Create a trust framework between your business data collection policy and that of your customers. Give the consumers a detailed information about the tools you are using for gathering their personal data and the security process used in collecting them. Providing them the legal structure of your big data framework will also put them at ease.
* Use data by reference strategy where you can collect customer data by subscribing directly to your customer’s cloud data. This is very useful for bigger companies that collect huge repeated data from their customers. It is also a feasible cost effective solution for the rising data storage costs for companies. This will speed up the data sharing process between the digital marketing company and their client while giving the clients more control on what type of data and information will be available for data cloud sharing.
* Employ IT employees with a wider knowledge about data security and privacy, including the risks and available solutions in protecting their customers’ data and privacy.

*Executive order*. (Surveillance, some consumer, possibly police search).

*States.* Especially in the area of crime, the states could act to implement many of the reforms.

### Kritiks

There is always plenty of kritik ground on most topics, and many of the generic kritiks always apply, but there are a couple specific privacy kritiks.

*Feminism*. There are a number of authors who challenge protecting privacy on the grounds that it supports spousal abuse – the privacy makes it easier for men to abuse women in the home.

*Occularcentrism*. This kritik says it is bad to focus on visual privacy.

## Specific Plans – Surveillance

### 46 recommendations

In December 2013, the President’s Review Group on Intelligence and Communications Technologies suggested 46 different reforms that are detailed [here](mailto:http://www.whitehouse.gov/sites/default/files/docs/2013-12-12_rg_final_report.pdf) –

[Summary here](mailto:http://justsecurity.org/4903/highlights-prgict/):

[Editor’s Note: *Just Security* is holding a “mini forum” on the [Report](http://justsecurity.org/wp-content/uploads/2013/12/2013-12-12_rg_final_report.pdf" \t "_blank)by the President’s Review Group on Intelligence and Communications Technologies. Others in the series include a post by Julian Sanchez examining the [scope of the NSA's section 702 program](http://justsecurity.org/2013/12/24/limited-702/), a post by David Cole and Marty Lederman analyzing [how metadata is used](http://justsecurity.org/2013/12/23/review-group-intelligence-communications-technologies-bulk-data-collection-section-215/) under section 215, a post by Jennifer Granick discussing the [implications for non-US persons](http://justsecurity.org/2013/12/18/presidents-review-board-says-protect-thy-neighbors-privacy/) (with a [follow-up post](http://justsecurity.org/2013/12/19/foreigners-review-group-report-part-2/) by Jennifer), and a post by Ryan Goodman discussing the [effectiveness of the section 215 metadata program](http://justsecurity.org/2013/12/27/effectiveness-telephony-metadata-program/).]

The [Report](http://justsecurity.org/wp-content/uploads/2013/12/2013-12-12_rg_final_report.pdf) of the President’s Review Group on Intelligence and Communications Technologies (PRGICT) has made quite a splash.  But what, exactly, is in it?  Tons of stuff, actually, on a huge range of subjects.  And 46 specific recommendations.

This post is a modest excavation of the Report, describing and clarifying what I see as its more interesting and important discussions and recommendations.  I will largely leave to others the task of assessing the merits of the Report’s various proposals.

This post is far from comprehensive; I do not, for instance, discuss the vast majority of the Report’s recommendations.  In particular, this post does not address one of the most important and controversial aspects of the Report–namely, its discussion of, and recommendations for, the Section 215 “telephony metadata” program and other bulk data collection programs.  The Report’s important discussion of the risks associated with data-mining of vast collections of information has not received the attention it deserves, having been overshadowed by the Report’s recommendation that such databases be maintained by third-party custodians rather than by the NSA.  David Cole and I will discuss these issues further in a [separate post](http://justsecurity.org/2013/12/23/review-group-intelligence-communications-technologies-bulk-data-collection-section-215/).

Here, I’ll start with some of the Report’s broader themes and general suggestions, and then proceed to some of the particulars.

**1.  WIDENING THE FOCUS**

It is commonly assumed that policy choices about the matters covered in the Report require a balancing between national security, on the one hand, and privacy, on the other.  As Jack Goldsmith [rightly emphasizes](http://www.lawfareblog.com/2013/12/40000-foot-reactions-to-presidents-review-group-report-and-recommendations/), however, the single most important characteristic of the Report is its insistence that much more is at stake than this binary opposition.

The Report repeatedly insists that, in deciding how to craft our surveillance practices, we must take account of not only the expected national security benefits and any intrusions on privacy when the government obtains information about individuals, but also other vital interests and likely effects—for example, the impact on social practices, and norms of communication and creativity, if the public comes to believe that its government has “total information awareness” capabilities; the potential effect of the practices on the U.S.’s reputation and diplomatic interests abroad—including prospects for U.S. initiatives to establish multilateral norms; and the possible impact on U.S. firms, and the U.S. economy.  Moreover, one of the important lessons of the Snowden revelations is that in assessing these various interests, policy makers should assume not that U.S. surveillance practices will remain secret, but instead that, for better or for worse, they may one day be publicized for all the world to see.  Would the benefits be worth the costs, along all of these metrics and more, if the program were to be exposed?  Much of the Report is written with that question in mind.

**2.  ESTABLISHING “FOUNDATIONS” THAT MIGHT WITHSTAND THE RISK OF OVERREACTION AFTER THE NEXT ATTACK**

A central premise of the Report is that many of the decisions the government made in the wake of 9/11 were precipitous and unbalanced, if understandable, and that it is therefore imperative to establish “secure foundations for future decisions” now, when decision-makers can assess various interests clearly and are not driven to “overreaction” in light of the inevitable fear and panic that follow catastrophic events (pp. 54, 57).  This passage on page 180 is representative:

[I]f a similar or worse incident or series of attacks were to occur in the future, many Americans, in the fear and heat of the moment, might support new restrictions on civil liberties and privacy.  The powerful existing and potential capabilities of our intelligence and law enforcement agencies might be unleashed without adequate controls.  Once unleashed, it could be difficult to roll back these sacrifices of freedom.

Our recommendations about NSA are designed in part to create checks and balances that would make it more difficult in the future to impose excessive government surveillance.  Of course, no structural reforms create perfect safeguards.  But it is possible to make restraint more likely.  Vigilance is required in every age to maintain liberty.

**3.  DISTINGUISHING BETWEEN SURVEILLANCE POLICIES FOR COMBAT AND NON-COMBAT OBJECTIVES**

Much has been made of Report’s recommendation (No. 22(3)) that the President should seriously consider appointing a civilian NSA Director.  But few have focused upon one of the principal reasons offered for that suggestion—namely, a concern that decisions about the scope of surveillance for *counterterrorism purposes generally* have been driven by the particular needs of the military for combat operations on the battlefields of Iraq and Afghanistan, thereby resulting in an “increasing overlap between signals intelligence for military purposes and the communications of ordinary Americans and citizens of other countries” (p. 186).  The authors suggest that perhaps surveillance policies and practices should be materially different in the two distinct settings (pp. 186-87):

The convergence of military and civilian communications is important in light of the drastically different expectations of government surveillance.  In wartime, during active military operations, signals intelligence directed at the enemy must be highly aggressive and largely unrestrained. . . .  [T]here are powerful arguments for strong measures to intercept communications to prevent or detect attacks on American troops in Iraq and Afghanistan.  During military operations, the goal is information dominance, to protect the lives and safety of US forces and to meet military objectives.  The same rules do not apply on the home front.

A significant challenge today is that a wide and increasing range of communications technologies is used in both military and civilian settings.  The same mobile phones, laptops, and other consumer goods used in combat zones are often used in the rest of the world.  The same is true for software, such as operating systems, encryption protocols, and applications.  Similarly, routers, fiber optic, and other networking features link combat zones with the rest of the global Internet.  Today, no battlefield lines or Iron Curtain separates the communications in combat zones from the rest of the world.   A vulnerability that can be exploited on the battlefield can also be exploited elsewhere.  The policy challenge is how to achieve our military goals in combat zones without undermining the privacy and security of our communications elsewhere.  In responding to this challenge, it remains vital to allow vigorous pursuit of military goals in combat zones and to avoid creating a chilling effect on the actions of our armed forces there.

The public debate has generally focused on the counterterrorism rationale for expanded surveillance since the terrorist attacks of September 11, 2001.  **We believe that the military missions in Iraq and Afghanistan have also had a large but difficult-to-measure impact on decisions about technical collection and communications technologies.**  **Going forward, even where a military rationale exists for information collection and use, there increasingly will be countervailing reasons not to see the issue in purely military terms**.  The convergence of military and civilian communications supports our recommendations for greater civilian control of NSA as well as a separation of NSA from US Cyber Command.  **It is vital for our intelligence agencies to support our warfighters, but we must develop governance structures attuned to the multiple goals of US policy**.

The Report does not provide further details with respect to this suggestion; but it does offer food for thought about whether Congress and the Executive ought to consider developing a kind of “two-track” surveillance regime, in which the rules respecting surveillance in support of combat missions might be more robust, and subject to different checks, than the rules that govern national security surveillance for other objectives.  In this respect, the Report is reminiscent of the President’s [May 23d National Defense University speech](http://justsecurity.org/2013/10/15/23d-ndu-speech-action-broader-significance-al-liby-ikrima-operations/), in which he suggested that perhaps the rules for use of force ought to be different “outside the Afghan theater,” where force protection is less of a concern.  (See [my post with Mary DeRosa](http://justsecurity.org/2013/10/15/23d-ndu-speech-action-broader-significance-al-liby-ikrima-operations/) for more along these lines.)

**4.  TRANSPARENCY AND WHISTLE-BLOWING**

a.  Transparency.  One of the most important questions in the wake of the Snowden leaks is whether it was a mistake for the government to keep secret the existence of programs such as the telephony metadata bulk collection program; the general scope of other programs that are nominally acknowledged (such as FAA Section 702 surveillance); and the “minimization” rules that cabin such programs.  Should the robust public debate we’re having now have occurred *before* these programs were initiated?  Should the documents now prominently displayed on the ODNI website have been kept secret all these years?  Or, more to the point, under what circumstances, and to what degree, should proposed *future* programs be publicly debated before they are authorized?

The Report’s authors conclude that “[t]here is a compelling need today for a serious and comprehensive reexamination of the balance between secrecy and transparency” (p.125); but they also recognize that the “most vexing problems” in this regard “arise when the public disclosure of secret information is *both* harmful to national security and valuable to informed self-governance” (p.125).

Their principal recommendation on this question, Recommendation No. 7, is somewhat indeterminate:

[L]egislation should be enacted requiring that **detailed information** about authorities such as those involving National Security Letters, section 215 business records, section 702, pen register and trap-and-trace, and the section 215 bulk telephony meta-data program should be made available on a regular basis to Congress and the American people to the greatest extent possible, **consistent with the need to protect classified information**. With respect to authorities and programs whose existence is unclassified, there should be a strong presumption of transparency to enable the American people and their elected representatives independently to assess the merits of the programs for themselves.

This begs the question somewhat, since the real difficulty is deciding when the information ought to be classified in the first instance.  More important, then, is Recommendation No. 11, which suggests a strengthening of procedural and substantive standards for secrecy/classification decisions:

We recommend that the decision to keep secret from the American people programs of the magnitude of the section 215 bulk telephony meta-data program should be made **only after careful deliberation at high levels of government and only with due consideration of and respect for the strong presumption of transparency that is central to democratic governance**.  A program of this magnitude should be kept secret from the American people only if (a) the program serves a compelling governmental interest and (b) the efficacy of the program would be ***substantially***impaired if our enemies were to know of its existence.  (Italics in original.)

b.  Whistle-blowing and the CLPP Board.  The Report also includes one intriguing recommendation (No. 27(2)) with respect to whistle-blowers—enactment of a statute that would give employees within the Intelligence Community who are concerned about secret programs the authority to “report their concerns directly” to a “newly chartered, strengthened, independent Civil Liberties and Privacy Protection Board.”

The Report does not describe the ways in which the CLPP Board would be “independent” from the President, nor what it would be empowered to do with the information it receives from such whistle-blowers—details that would need to be worked out in order for the Executive and Congress to fairly evaluate this recommendation.

**5.  ENCRYPTION**

Not surprisingly, Recommendation No. 29(2) has received a great deal of attention.  It provides that the U.S. should not “in any way subvert, undermine, weaken, or make vulnerable generally available commercial software.”  The Report further urges the government to “make it clear” that “NSA will not engineer vulnerabilities into the encryption algorithms that guard global commerce,” nor “demand changes in any product by any vendor for the purpose of undermining the security or integrity of the product, or to ease NSA’s clandestine collection of information by users of the product” (p. 218).

The Report itself suggests, without elaboration, that these proposals would not deviate substantially from the status quo, since “it appears that in the vast majority of generally used, commercially available encryption software, there is no vulnerability, or ‘backdoor,’ that makes it possible for the US Government or anyone else to achieve unauthorized access” (p.217).

I’ll leave it to others to discuss in greater detail whether and to what extent these recommendations would alter current practices, and whether they would be too restrictive or not restrictive enough.  I would simply note that the authors were very careful here to use terms and qualifications that avoid categorical assertions (“generally available,” “commercial,” “demand,” “appears,” “vast majority,” “generally used,” etc.).  The Report might fairly be read, therefore, to leave plenty of play in the joints concerning how and to what extent adoption of Recommendation 29(2) would require changes in current practices.

**6.  SURVEILLANCE OF FOREIGN PERSONS OVERSEAS**

This part of the Report has been subject to some unwarranted caricature.  As far as I can tell, for instance, the Report does not, as Joel Brenner [alleges](http://www.lawfareblog.com/2013/12/a-fruitcake-of-a-report/), “recommend[] that we treat foreigners and U.S. persons alike under the law.”

It does, however, make one recommendation that would, I believe, have fairly significant ramifications.

At page 172, the Report explains that national security is hardly the only reason that the U.S. (or any other nation) engages in foreign espionage:

In [some] instances, information might be sought in order to learn about the intentions of the leaders of other nations, even when no threat to our national security is involved.  The latter instances might involve an interest in acquiring information that might prove useful as United States officials plan for meetings and discussions with other nations on bilateral economic issues.  In such circumstances, it might be helpful to know in advance about another nation’s internal concerns and priorities or about its planned negotiating strategy but it is not critical to national security.  Different interests have different weights.

Yet in Recommendation No. 13(2), the authors urge the government to “reaffirm” (?) that “in implementing section 702, **and any other authority that authorizes the surveillance of non-United States persons who are outside the United States**, . . . such surveillance “must be directed *exclusively* at the national security of the United States or our allies” (emphasis added).

This appears to suggest that the sorts of economic, political and diplomatic surveillance the authors later describe as part of current practice would be out of bounds.  I don’t know if that was their intent–perhaps, for example, this limit is not supposed to apply to surveillance of foreign officials and other public figures.  But to the extent Recommendation No. 13(2) were construed to have such an effect, it could be very significant, indeed.  It is unlikely the U.S. or any other nation would ever adopt any such “for national security purposes only” limitation.  Placing greater limits on such non-security-based surveillance?  Sure.  But an absolute prohibition?  Doubtful.

**7.  INCIDENTAL COLLECTION OF U.S. PERSON COMMUNICATIONS AND INFORMATION**

a.  Minimization.  Recommendation No. 12 is undoubtedly one of the most important and provocative in the Report.  It would impose new limits (or minimization rules) on what can be done with communications of, and information about, U.S. persons that are collected during anysurveillance of foreigners–under Section 702 of the FAA, Executive Order 12,333, or otherwise:

We recommend that, if the government legally intercepts a communication under section 702, **or under any other authority that justifies the interception of a communication on the ground that it is directed at a non-United States person who is located outside the United** **States**, and if the communication either includes a United States person as a participant or reveals information about a United States person:

(1) any information about that United States person should be purged upon detection unless it either has foreign intelligence value or is necessary to prevent serious harm to others;

(2) any information about the United States person may not be used in evidence in any proceeding against that United States person; [and]

(3) the government may not search the contents of communications acquired under section 702, or under any other authority covered by this recommendation, in an effort to identify communications of particular United States persons, except (a) when the information is necessary to prevent a threat of death or serious bodily harm, or (b) when the government obtains a warrant based on probable cause to believe that the United States person is planning or is engaged in acts of international terrorism.

If I’m not mistaken, this would have at least two important effects.  First, subsection (3) would prohibit the “secondary” search (I believe others have referred to it as a “back-door” search) of collected, foreign-targeted communications for U.S. person communications, except in circumscribed situations.

More importantly, perhaps, if foreign-targeted surveillance incidentally reveals information about U.S. person *wrongdoing*, or criminal activity, that information could not be used as evidence against the U.S, person, and indeed would have to be “purged” from government records altogether, and not be the basis for further investigation, “unless it either has foreign intelligence value or is necessary to prevent serious harm to otherscommunications.”

I don’t know enough to be certain, but such limitations might be a significant change from current practices.

b.  Limits on Section 702 Surveillance?  The Report contains an interesting clue about how the government is presently using Section 702 that I do not recall being previously disclosed—and raises a related question about legal authorities under that provision of the FAA:

The Report explains (page 136) that in implementing Section 702, “NSA identifies specific ‘identifiers’ (for example, e-mail addresses or telephone numbers) that it reasonably believes are being used by non-United States persons located outside of the United States to communicate foreign intelligence information within the scope of the approved categories (e.g., international terrorism, nuclear proliferation, and hostile cyber activities).  NSA then acquires the content of telephone calls, e-mails, text messages, photographs, and other Internet traffic using those identifiers from service providers in the United States.”  A footnote adds that “[i]llustrative identifiers might be an e-mail account used by a suspected terrorist abroad or other means used by high-level terrorist leaders in two separate countries to pass messages. The number of identifiers for which NSA collects information under section 702 has gradually increased over time.”

Later, on pages 152-53, the authors “emphasiz[e] that, contrary to some representations, **section 702 does not authorize NSA to acquire the content of the communications of masses of ordinary people**.  To the contrary, section 702 authorizes NSA to intercept communications of non-United States persons who are outside the United States **only if it reasonably believes that a particular ‘identifier’ (for example, an e-mail address or a telephone number) is being used to communicate foreign intelligence information related to such matters as international terrorism, nuclear proliferation, or hostile cyber activities**.”  (Italics in original.)

I may be mistaken, but I don’t believe that there’s anything in the statute itself that imposes the limitations in bold–neither that the NSA must use such “identifiers,” nor that international terrorism, nuclear proliferation, and hostile cyber activities are the only topics of acceptable foreign intelligence information that can be sought.  Perhaps the FISC Court has insisted upon such limits; but, as far as I know, the Section 702 authority as currently codified is not so circumscribed.

**8.  NATIONAL SECURITY LETTERS**

As I read it, the Report in effect proposes (page 93 and note 83) the wholesale repeal of National Security Letter (NSL) authorities:

We are unable to identify a principled reason why NSLs should be issued by FBI officials when section 215 orders and orders for pen register and trap-and-trace surveillance must be issued by the FISC. . . .  NSLs should not issue without prior judicial approval, in the absence of an emergency where time is of the essence. . . .  It is essential that the standards and processes for issuance of NSLs match as closely as possible the standards and processes for issuance of section 215 orders. Otherwise, the FBI will naturally opt to use NSLs whenever possible in order to circumvent the more demanding – and perfectly appropriate – section 215 standards.

That would certainly be a significant change from current law.

### Repeal or modify Executive Order 12333

John Napier Tye, July 18, 2014 served as section chief for Internet freedom in the State Department’s Bureau of Democracy, Human Rights and Labor from January 2011 to April 2014. He is now a legal director of [Avaaz](http://www.avaaz.org/en/), a global advocacy organization, Washington Post, http://www.washingtonpost.com/opinions/meet-executive-order-12333-the-reagan-rule-that-lets-the-nsa-spy-on-americans/2014/07/18/93d2ac22-0b93-11e4-b8e5-d0de80767fc2\_story.html

From 2011 until April of this year, I worked on global Internet freedom policy as a civil servant at the State Department. In that capacity, I was cleared to receive top-secret and “sensitive compartmented” information. Based in part on classified facts that I am prohibited by law from publishing, I believe that Americans should be even more concerned about the collection and storage of their communications under Executive Order 12333 than under Section 215.

Bulk data collection that occurs inside the United States contains built-in protections for U.S. persons, defined as U.S. citizens, permanent residents and companies. Such collection must be authorized by statute and is subject to oversight from Congress and the Foreign Intelligence Surveillance Court. The statutes set a high bar for collecting the content of communications by U.S. persons. For example, Section 215 permits the bulk collection only of U.S. telephone metadata — lists of incoming and outgoing phone numbers — but not audio of the calls.

[Executive Order 12333](http://www.archives.gov/federal-register/codification/executive-order/12333.html) contains no such protections for U.S. persons if the collection occurs outside U.S. borders. Issued by President Ronald Reagan in 1981 to authorize foreign intelligence investigations, 12333 is not a statute and has never been subject to meaningful oversight from Congress or any court. Sen. Dianne Feinstein (D-Calif.), chairman of the Senate Select Committee on Intelligence, [has said](http://www.mcclatchydc.com/2013/11/21/209167/most-of-nsas-data-collection-authorized.html) that the committee has not been able to “sufficiently” oversee activities conducted under 12333.

Unlike Section 215, the executive order authorizes collection of the content of communications, not just metadata, even for U.S. persons. Such persons cannot be individually targeted under 12333 without a court order. However, if the contents of a U.S. person’s communications are “incidentally” collected (an [NSA term of art](http://www.washingtonpost.com/world/national-security/in-nsa-intercepted-data-those-not-targeted-far-outnumber-the-foreigners-who-are/2014/07/05/8139adf8-045a-11e4-8572-4b1b969b6322_story.html)) in the course of a lawful overseas foreign intelligence investigation, then Section 2.3(c) of the executive order explicitly authorizes their retention. It does not require that the affected U.S. persons be suspected of wrongdoing and places no limits on the volume of communications by U.S. persons that may be collected and retained.

“Incidental” collection may sound insignificant, but it is a legal loophole that can be stretched very wide. Remember that the NSA is building a data center in Utah five times the size of the U.S. Capitol building, with its own power plant that will reportedly burn $40 million a year in electricity.

“Incidental collection” might need its own power plant.

A legal regime in which U.S. citizens’ data receives different levels of privacy and oversight, depending on whether it is collected inside or outside U.S. borders, may have made sense when most communications by U.S. persons stayed inside the United States. But today, U.S. communications increasingly travel across U.S. borders — or are stored beyond them. For example, the Google and Yahoo e-mail systems rely on networks of “mirror” servers located [throughout the world](http://www.washingtonpost.com/world/national-security/nsa-infiltrates-links-to-yahoo-google-data-centers-worldwide-snowden-documents-say/2013/10/30/e51d661e-4166-11e3-8b74-d89d714ca4dd_story.html). An e-mail from New York to New Jersey is likely to wind up on servers in Brazil, Japan and Britain. The same is true for most purely domestic communications.

Executive Order 12333 contains nothing to prevent the NSA from collecting and storing all such communications — content as well as metadata — provided that such collection occurs outside the United States in the course of a lawful foreign intelligence investigation. No warrant or court approval is required, and such collection never need be reported to Congress. None of [the reforms that Obama announced](http://www.washingtonpost.com/blogs/the-switch/wp/2014/01/17/everything-you-need-to-know-about-obamas-nsa-reforms-in-plain-english/) earlier this year will affect such collection.

Without any legal barriers to such collection, U.S. persons must increasingly rely on the affected companies to implement security measures to keep their communications private. The executive order does not require the NSA to notify or obtain consent of a company before collecting its users’ data.

The attorney general, rather than a court, must approve “minimization procedures” for handling the data of U.S. persons that is collected under 12333, to protect their rights. I do not know the details of those procedures. But the director of national intelligence recently [declassified a document](http://www.dni.gov/files/documents/1118/CLEANEDFinal%20USSID%20SP0018.pdf) (United States Signals Intelligence Directive 18) showing that U.S. agencies may retain such data for five years.

Before I left the State Department, I filed a complaint with the department’s inspector general, arguing that the current system of collection and storage of communications by U.S. persons under Executive Order 12333 violates the Fourth Amendment, which prohibits unreasonable searches and seizures. I have also brought my complaint to the House and Senate intelligence committees and to the inspector general of the NSA.

I am not the first person with knowledge of classified activities to publicly voice concerns about the collection and retention of communications by U.S. persons under 12333. The president’s own Review Group on Intelligence and Communication Technologies, in Recommendation 12 of [its public report](http://apps.washingtonpost.com/g/page/world/nsa-review-boards-report/674/), addressed the matter. But the review group coded its references in a way that masked the true nature of the problem.

At first glance, Recommendation 12 appears to concern Section 702 of the FISA Amendments Act, which authorizes collection inside the United States against foreign targets outside the United States. Although the recommendation does not explicitly mention Executive Order 12333, it does refer to “any other authority.” A member of the review group confirmed to me that this reference was written deliberately to include Executive Order 12333.

Recommendation 12 urges that all data of U.S. persons incidentally collected under such authorities be immediately purged unless it has foreign intelligence value or is necessary to prevent serious harm. The review group further recommended that a U.S. person’s incidentally collected data never be used in criminal proceedings against that person, and that the government refrain from searching communications by U.S. persons unless it obtains a warrant or unless such searching is necessary to prevent serious harm.

The White House understood that Recommendation 12 was intended to apply to 12333. That understanding was conveyed to me verbally by several White House staffers, and was confirmed in an unclassified White House document that I saw during my federal employment and that is now in the possession of several congressional committees.

In that document, the White House stated that adoption of Recommendation 12 would require “significant changes” to current practice under Executive Order 12333 and indicated that it had no plans to make such changes.

All of this calls into question some recent administration statements. Gen. Keith Alexander, a former NSA director, has said publicly that for years the NSA maintained a U.S. person e-mail metadata program similar to the Section 215 telephone metadata program. And he has maintained that the e-mail program was terminated in 2011 because [“we thought we could better protect civil liberties and privacy by doing away with it.”](http://abcnews.go.com/blogs/politics/2013/06/nsa-chief-on-email-collection-nsa-deleted-data-wanted-to-protect-privacy/) Note, however, that Alexander never said that the NSA stopped collecting such data — merely that the agency was no longer using the Patriot Act to do so. I suggest that Americans dig deeper.

Consider the possibility that Section 215 collection does not represent the outer limits of collection on U.S. persons but rather is a mechanism to backfill that portion of U.S. person data that cannot be collected overseas under 12333.

Proposals for replacing Section 215 collection are currently being debated in Congress. We need a similar debate about Executive Order 12333. The order as used today threatens our democracy. There is no good reason that U.S. citizens should receive weaker privacy and oversight protections simply because their communications are collected outside, not inside, our borders.

I have never made any unauthorized disclosures of classified information, nor would I ever do so. I fully support keeping secret the targets, sources and methods of U.S. intelligence as crucial elements of national security. I was never a disgruntled federal employee; I loved my job at the State Department. I left voluntarily and on good terms to take a job outside of government. A draft of this article was reviewed and cleared by the State Department and the NSA to ensure that it contained no classified material.

When I started at the State Department, I took an oath to protect the Constitution of the United States. I don’t believe that there is any valid interpretation of the Fourth Amendment that could permit the government to collect and store a large portion of U.S. citizens’ online communications, without any court or congressional oversight, and without any suspicion of wrongdoing. Such a legal regime risks abuse in the long run, regardless of whether one trusts the individuals in office at a particular moment.

### Repeal or modify section 702

Eva Galperin and Nadia Kayyali, July 14, 2014, http://personalliberty.com/nsa-spying-now-personal/

Imagine that you watched a police officer in your neighborhood stop ten completely ordinary people every day just to take a look inside their vehicle or backpack. Now imagine that nine of those people are never even accused of a crime. They just happened to be in the wrong place at the wrong time. Even the most law-abiding person would eventually protest this treatment. In fact—[they have](http://changethenypd.org/issue).

Now replace police officers with the NSA. The scenario above is what the NSA is doing with our communications, under cover of its [twisted interpretation](https://www.eff.org/deeplinks/2014/05/way-nsa-uses-section-702-deeply-troubling-heres-why) of Section 702 of the FISA Amendments Act. *The Washington Post* has [revealed](http://www.washingtonpost.com/world/national-security/in-nsa-intercepted-data-those-not-targeted-far-outnumber-the-foreigners-who-are/2014/07/05/8139adf8-045a-11e4-8572-4b1b969b6322_story.html) that “Nine of 10 account holders found in a large cache of intercepted conversations, which former NSA contractor Edward Snowden provided in full to *The Post*, were not the intended surveillance targets.” Additionally, “[n]early half of the surveillance files, a strikingly high proportion, contained names, e-mail addresses or other details that the NSA marked as belonging to U.S. citizens or residents.”

The thousands of pages of documents that provide that basis for the article are not raw content. Rather, as Barton Gellman, one of the authors of the article states in a [follow up](http://www.washingtonpost.com/world/national-security/your-questions-answered-about-the-posts-recent-investigation-of-nsa-surveillance/2014/07/11/43d743e6-0908-11e4-8a6a-19355c7e870a_story.html) published several days later states: “Everything in the sample we analyzed had been evaluated by NSA analysts in Hawaii, pulled from the agency’s central repositories and minimized by hand after automated efforts to screen out U.S. identities.”

What that means is that if you’re on the Internet, you’re in the NSA’s neighborhood—whether you are in the U.S. or not. And like those who protest unjust policies like stop and frisk in their cities, you should be protesting this treatment.

This revelation is significant because it proves the point privacy and civil liberties advocates have been making for years: NSA surveillance is not narrowly targeted. EFF’s legal fight against the NSA’s warrantless mass surveillance program has been ongoing [since 2006](https://www.eff.org/nsa-spying/timeline), but *The Washington Post*’s statistics about 160,000 intercepts they have analyzed from the Snowden files indicate that even what the NSA calls “targeted” surveillance is far from narrow in scope.  In fact, it is so bloated that we should all be questioning its necessity and efficacy at this point. Taken hand in hand with [The Intercept’s article](https://firstlook.org/theintercept/article/2014/07/09/under-surveillance/) outlining the targeting of five civil rights and political leaders from the Muslim-American community, our outrage should be palpable.

What’s more, the report comes on the heels of a debate specifically about Section 702 that has been brewing in Congress for months, as civil liberties champions like Senator Ron Wyden and Representative Zoe Lofgren [question](http://www.wyden.senate.gov/news/press-releases/wyden-releases-details-of-backdoor-searches-of-americans-communications) and [work to address](http://lofgren.house.gov/news/documentsingle.aspx?DocumentID=385397) how the NSA uses this authority. This revelation should make it clear to the Senate when it considers the USA FREEDOM Act: Section 702 needs to be reformed. [Cosmetic changes](https://www.eff.org/deeplinks/2014/05/eff-dismayed-houses-gutted-usa-freedom-act) to NSA spying, or even substantive changes to Section 215 bulk telephone records collection, are insufficient. Unbridled, unconstitutional collection of the contents of communications needs to end.

*The Washington Post* article is based on a comprehensive review of thousands of pages of documents. In fact, as the article points out: “No government oversight body, including the Justice Department, the Foreign Intelligence Surveillance Court, intelligence committees in Congress or the president’s Privacy and Civil Liberties Oversight Board, has delved into a comparably large sample of what the NSA actually collects.” What’s more, these are documents that government officials have repeatedly insisted Edward Snowden would never have been able to access.

Regardless of the government’s denials, Snowden did have these documents, and now we know at least some of what they contained. So does Congress. So there’s no excuse anymore for the type of [maneuvering](http://lofgren.house.gov/news/documentsingle.aspx?DocumentID=380797) that led to the gutting of USA FREEDOM in the House.  More importantly, there’s no excuse for the Senate to ignore Section 702 when it considers USA FREEDOM.

Real NSA reform from Congress will, among other things, shut the backdoor that allows the NSA to access American’s communications. It will also end collection of communications “about” a target.

Of course, none of this solves the problem of how NSA surveillance affects non-U.S. persons. One of the shocking things about *The Washington Post*’s article is its description of the communications intercepted:

Scores of pictures show infants and toddlers in bathtubs, on swings, sprawled on their backs and kissed by their mothers. In some photos, men show off their physiques. In others, women model lingerie, leaning suggestively into a webcam or striking risque poses in shorts and bikini tops.

We are no longer talking about statistics. We are talking about real people going about their daily lives. It is not surprising to learn that in the course of its investigations, the NSA gathers up a considerable number of communications that prove to be insignificant, irrelevant, or (as is the case with communications between US persons) outside the scope of their work. What is shocking is that the NSA keeps this enormous trove of personal data about people it should not be watching in the first place. It appears that the unspoken coda to General Alexander’s “[collect it all](http://www.washingtonpost.com/world/national-security/for-nsa-chief-terrorist-threat-drives-passion-to-collect-it-all/2013/07/14/3d26ef80-ea49-11e2-a301-ea5a8116d211_story.html)” motto is “and never throw it away.”

### FISA court reform – special advocate

[Time, July 14](mailto:http://time.com/2970766/privacy-freedom-act-reform-secret-nsa-oversight-fisa/)

Privacy advocates renewed their calls for reforms at the Foreign Intelligence Surveillance Court on Tuesday, after a new report revealed documents leaked by Edward Snowden that detail secret intelligence warrants against five American Muslims.

The targeted individuals, found on a list of thousands of mostly foreign targets for court-reviewed surveillance, include a professor at Rutgers University, a former Bush administration official and the executive director of the nation’s largest Muslim civil rights group. Because the Justice Dept. and the FBI refused to comment, it is unknown on what grounds the men were targeted for surveillance, nor is it clear under what precise legal authority the surveillance was conducted.

Civil libertarians say the report shows why the U.S. Congress should introducing a special advocate on the court, whose job it would be to represent civil liberties interests in court proceedings, and establishing a process for declassifying the court’s orders. Those reforms are included in a Senate version of an intelligence reform bill, but not the House version now under consideration.

“It’s been one of the core issues lacking in the debate,” said Mark Jaycox, a legislative analyst with the Electronic Frontier Foundation, about the process by which secret warrants can be obtained from the secret court. To get a FISA warrant, the NSA does have to explain to the court who it wants to spy on and why, as well as what they hope to get from the surveillance, but the bar is significantly lower than in a civilian courtroom. “I would call it a Probable Cause Warrant Light,” Jaycox said. “It’s not the high standard of a probably cause warrant.”

### General improvements and transparency

Danie Byman, Foreign Affairs, May 2014, http://www.foreignaffairs.com/articles/141215/daniel-byman-and-benjamin-wittes/reforming-the-nsa

To set a clearer agenda for reform, the NSA should begin by dividing its activities into three broad categories. First, the agency should identify what it really must keep secret. In truth, only a fraction of the NSA’s current activities -- penetrating new technologies, for example, or monitoring supposedly secret systems of U.S. rivals, such as China -- are so sensitive that the mere revelation of their existence would damage U.S. interests.

The NSA needs to work harder to keep those programs hidden by granting far fewer people access to them. Anderson said that stricter controls on access are already in the works, with a system to tag each piece of data that the NSA collects and each user. Data and user tags could then be matched depending on the user’s privileges. Keeping access to the most important secrets limited to a smaller circle of confidants would make it more likely that they stayed secret.

But a push for more secrecy will provoke new fears of future abuses. Keeping fewer people in the loop would also increase the risk that important dots could go unconnected. Anderson acknowledged this risk, saying the agency is currently erring on the side of data security at the expense of effectiveness. There is no way to resolve that dilemma: to preserve secrecy, the NSA will have to forgo the benefit of having lots of eyes on a problem. But this tradeoff is sometimes worthwhile, since it ensures that the most important programs are privy to only a select group of analysts.

When it comes to the agency’s less sensitive work that has not yet been exposed, the NSA should be prepared to abandon it if the benefits do not outweigh the costs of disclosure. Some spying on allies, for example, should be reconsidered, as Obama has already committed to doing. The practice in itself is not wrong, and it often yields valuable findings. But just as often, the benefits are not worth the price.

Third, the NSA must lift the veils over certain programs it means to continue. Because of Snowden’s leaks and subsequent disclosures and declassifications, the metadata collection program, for example, is not a secret -- and so even if some version of it continues, it makes sense to err on the side of openness going forward. More generally, the NSA should disclose more information to the public about the scope and scale of politically sensitive surveillance, where possible, and even more specifics to Congress. Bringing in civil liberties groups to discuss the parameters of some programs involving the surveillance of U.S. citizens would also help. The NSA is not likely to convince such groups to take the agency’s side, but it could still explain to them its procedures for minimizing intrusions.

Becoming more open will require a shift in the institutional culture of the NSA and in the intelligence community more generally. But that shift is already taking place. In 2012, the NSA’s then deputy director, John Inglis, quipped that the agency is “probably the biggest employer of introverts” in the federal government. But over the past few months, the country’s most powerful introverts have begun speaking out publicly to an unprecedented degree. Last December, senior NSA officials even agreed to participate in a lengthy series of podcasts with one of us on the future direction of the agency.

Ultimately, increasing the transparency of the NSA and boosting oversight of its activities will have serious operational consequences. Those changes may at times slow down surveillance or make the agency more hesitant to acquire data that, in hindsight, would have been useful for counterterrorism or other essential operations. But conducting intelligence in public, at least to a certain degree, will help preempt scandals and allow the NSA to educate policymakers and journalists about what it does and why.

Despite Snowden’s leaks, much of the public still misunderstands how the NSA works and what it does. In the past, the agency has welcomed this ignorance, since it helped the government keep its secrets secure. But now that the cat is out of the bag, the NSA, mindful of the value of public trust, needs to recalibrate its operations in order to increase public understanding of how it works. The necessary reforms will, to one degree or another, require Americans to take on more risk -- a decision that will lead to political criticism should another terrorist attack occur on U.S. soil. If done well, however, the reforms will also make the agency more sensitive to public concerns while preserving its necessary core capabilities.

### Amendments to USA Freedom Act

Center for Democracy & Technology, June 26, https://cdt.org/blog/key-changes-needed-to-the-usa-freedom-act-h-r-3361/

While there is likely no “silver bullet” to solving the bulk collection problem, making several further revisions to the USA FREEDOM Act can alleviate the risk of overbroad collection while providing government with the necessary flexibility to protect security:

1. *New Minimization Procedures*: Congress should add new minimization procedures to the bill that would limit – to the greatest degree possible – the acquisition, retention, and use of surveillance to targets of investigations, suspected agents of foreign powers, and direct contacts of such individuals.
2. *Clear Statement of Purpose*: The bill’s definition of “Specific Selection Term” should clearly state that its purpose is to narrowly tailor collection to affect as few extraneous individuals as possible.
3. *Negative Clause*: A non-exclusive negative clause should be added to the bill’s definition of Specific Selection Term,” clarifying it cannot be used to denote large geographic areas such as area codes, zip codes, cities, or states.

### Additional proposed reforms

Center for Democracy& Technology, June 26, https://cdt.org/blog/key-changes-needed-to-the-usa-freedom-act-h-r-3361/

Further Action is Needed on Other Important Issues

Prohibiting bulk collection is the most critical issue regarding the USA FREEDOM Act, and support of many privacy advocates and businesses will likely hinge on this issue.  However, other important reforms that the bill should address include the following:

1. *Section 702*: While more Americans are currently affected by the NSA’s ongoing bulk collection program, significant problems exist regarding the PRISM and Upstream programs conducted under Section 702 of FISA.  As CDT has [stated before](https://cdt.org/blog/cdt-proposes-collection-and-retention-limits-on-section-702-surveillance" \t "_blank), the serious issues with Sec. 702 infringe upon American’s Fourth Amendment rights, harm the human rights of individuals abroad, and are [drastically damaging](http://www.itif.org/publications/how-much-will-prism-cost-us-cloud-computing-industry" \t "_blank) the American tech industry globally.  The USA FREEDOM Act should remove its reference to “about” communications, which have never been authorized by statute, and close the backdoor search loophole, which permits the NSA to deliberately seek out Americans’ communications without court approval.  Further, Congress should commit to a comprehensive review of Section 702 in the future.
2. *Transparency*:  Sec. 604 of the USA FREEDOM Act provides valuable improvements to transparency by permitting new company reporting, however greater reporting can be allowed without compromising ongoing operations.  The bill should permit reporting on separate legal authorities in bands of 250, rather than require – as the bill currently does – that companies lump orders under all authorities together.  Further, the bill should enhance reporting accuracy by permitting reporting of “accounts affected” rather than “selectors targeted.”
3. *Special Advocate*:  Currently, Sec. 401 of the USA FREEDOM Act merely encourages amicus participation, with no statutory charge regarding what issues to advocate.  The bill should create a special Advocate, specifically tasked with vigorously defending privacy, civil liberties, and transparency in important FISC proceedings.  This would more effectively prevent unnecessarily broad surveillance, enhance the value of Court declassifications, and help restore public trust in the FISC.

### Additional (2) proposed reforms

IVN.US, July 7, 2014, http://ivn.us/2014/07/07/senators-want-restore-improve-transparency-usa-freedom-act/

Senators want to restore and improve transparency in the US Freedom Act

A bipartisan team of U.S. Senators is [hoping](http://techfreedom.org/post/90586268284/bipartisan-senate-duo-presses-obama-to-revitalize-usa" \t "_blank) legislation can eventually gain the support of President Barack Obama and curb some of the powers of the National Security Agency (NSA).

Originally sponsored by U.S. Senators Al Franken and Dean Heller as part of their Surveillance Transparency Act, these lawmakers believe the measures can benefit the USA Freedom Act. According to a press release, an [amended USA Freedom Act](https://www.franken.senate.gov/?p=press_release&id=2881" \t "_blank) would:

“Force the government to release the number of Americans who have had their information not only collected under these surveillance programs, but also reviewed. They would also give companies greater flexibility to tell their customers approximately how many of them were caught up in government surveillance requests.”

Reminding President Obama of his promise to end bulk data collection, Franken, a Minnesota Democrat, and Heller, a Nevada Republican, wrote a public letter to the president last week laying out their suggestions. The Senators said the [proposed](https://www.franken.senate.gov/?p=press_release&id=2881" \t "_blank) provisions would:

“Give the American people the information they need to reach an informed opinion about surveillance programs and hold the American government accountable.”

[Introduced](https://beta.congress.gov/bill/113th-congress/house-bill/3361/cosponsors" \t "_blank) by U.S. Rep. James Sensenbrenner, the USA Freedom Act was [originally](http://ivn.us/2013/10/31/usa-freedom-act-introduced-to-limit-nsa-surveillance/?utm_source=ivn&utm_medium=listing_search&utm_campaign=opt-beta-v-1-0" \t "_blank) designed to restore transparency to the process of monitoring suspected American enemies. Many [privacy](http://ivn.us/2014/05/22/privacy-advocates-tech-companies-call-usa-freedom-act-ineffective/?utm_source=ivn&utm_medium=featured&utm_content=title&utm_campaign=opt-beta-v-1-0" \t "_blank) advocates had high hopes for the act.

However, the version that passed the U.S. House was considered watered down to the point that even an original cosponsor, Justin Amash (R-Mich.), [voted against](http://washingtonexaminer.com/justin-amash-votes-against-his-own-bill-the-usa-freedom-act/article/2548767" \t "_blank) it.

The incentive for passing more specific transparency regulations may have become evident in light of recent revelations.

A [report](http://venturebeat.com/2014/06/27/nsa-transparency-report-released/" \t "_blank) from the Office of the Director of National Intelligence revealed the estimated number of people targeted by surveillance agencies. However, the report did not reveal the total number of people who had data collected nor how many of those people were American.

Also, a recently [uncovered](http://apps.washingtonpost.com/g/page/world/fisa-judges-order-authorizing-surveillance-of-foreign-governments-and-organizations/1132/" \t "_blank) 2010 Foreign Intelligence Surveillance Court order [revealed](http://www.washingtonpost.com/world/national-security/court-gave-nsa-broad-leeway-in-surveillance-documents-show/2014/06/30/32b872ec-fae4-11e3-8176-f2c941cf35f1_story.html" \t "_blank) that a judge gave more extensive power to the NSA than previously thought.

According to the Washington Post, approximately 90 percent of the data collected by the NSA was from people who were not the intended targets. Administration officials have [said](http://www.nytimes.com/2014/07/07/us/officials-defend-nsa-after-new-privacy-details-are-reported.html?_r=0" \t "_blank) that even though the communications of ordinary Internet users are routinely caught in sweeps, those communications get filtered out if they hold no intelligence value.

To explain how these powers can be ambiguous and subject to expansive interpretation, Barton Gellman and Ellen Nakashima [write](http://www.washingtonpost.com/world/national-security/court-gave-nsa-broad-leeway-in-surveillance-documents-show/2014/06/30/32b872ec-fae4-11e3-8176-f2c941cf35f1_story.html" \t "_blank):

“Language could allow for surveillance of academics, journalists and human rights researchers. A Swiss academic who has information on the German government’s position in the run-up to an international trade negotiation, for instance, could be targeted if the government has determined there is a foreign-intelligence need for that information.”

Debate in the U.S. Senate over the USA Freedom Act is expected to begin sometime this summer. Yet, the most recent revelations about the scope and authority of surveillance may lead to further discussion about its impact on civil liberties within the context of national security.

### Extend privacy rights to EU citizens

Access Now, July 16, 2014, https://www.accessnow.org/blog/2014/07/16/u.s.-may-grant-rights-to-eu-citizens-under-privacy-act

On June 25, U.S. Attorney General Eric Holder announced the Obama administration is seeking to extend to EU citizens several privacy protections in U.S. law, which today are only available to U.S. citizens and permanent residents. If the U.S. Congress follows through and passes legislation to this effect, Europeans will gain access to U.S. courts for certain privacy offences, for the first time.

**First step for EU citizens’ rights**

Holder’s announcement builds on a U.S. Department of Justice [proposal](http://www.justice.gov/opa/pr/2014/June/14-ag-668.html%20) in June to work with Congress to grant EU citizens the same rights to judicial redress as U.S. citizens enjoy under the [Privacy Act of 1974](http://www.law.cornell.edu/uscode/text/5/552a). Currently, if a European user’s information was wrongly disclosed to a U.S. agency, or if a U.S. agency refused to correct errors in a record about them, he or she would have no recourse.

Since 2010, the EU and the U.S. have been negotiating an [Umbrella Agreement](http://europa.eu/rapid/press-release_IP-10-1661_en.htm) on data transfers for criminal law enforcement. The conclusion of this agreement with a mechanism granting judicial redress for EU citizens was [one of the seven objectives](https://www.accessnow.org/blog/2014/02/13/european-parliaments-report-on-nsa-and-gchq-mass-surveillance-activities-pr) laid down in the European Parliament report on the impact of mass surveillance programmes on EU citizens’ fundamental rights. After four years of negotiations, Holder’s announcement might help close this deal, but significant work remains to ensure full protection of the rights of European users.

European authorities [have welcomed](http://europa.eu/rapid/press-release_STATEMENT-14-208_en.htm) Holder’s announcement, seeing it as “an important first step towards rebuilding trust in our transatlantic relations,” and are now waiting for this commitment to be swiftly implemented through legislation.

While Access welcomes the inclusion of a mechanism granting judicial redress for EU citizens in the U.S. in this future agreement, this reform will not end - or even bring transparency to - the wholesale violations of EU citizens’ rights by US surveillance via its top secret intelligence programmes.

… Following this first step to improve the protection of EU citizens’ fundamental right to data protection in the U.S., further reform will be needed in other areas as this new right to judicial redress only applies to information collected for law enforcement purposes.

For instance, this redress would not apply to the Safe Harbour agreement, a data transfer accord between the EU and U.S. meant to facilitate business despite the vast differences in data protection frameworks. By signing up to this agreement, U.S. companies voluntarily adhere to a set of principles in order to demonstrate their compliance with EU data protection standards. This agreement has been the subject of much scrutiny, especially after the NSA disclosures, in particular the [PRISM programme](http://gigaom.com/2014/06/18/facebook-prism-case-heads-to-europes-highest-court/) - an intelligence operation beyond the purview of the Privacy Act.

The EU and the U.S. are currently negotiating a [full review](http://europa.eu/rapid/press-release_MEMO-13-1059_en.htm) of the Safe Harbour, and Access believes this agreement must be significantly strengthened; in its current form, it fails to ensure adequate protection for users’ personal data.

## Specific Plans—Consumer Privacy Protection

### 4 plans

[DM News](mailto:http://www.dmnews.com/amended-privacy-act-could-be-a-boon-to-consumer-trust/article/356833/), June 20

The Direct Marketing Association (DMA) this week issued a statement heralding the news that, by its count, 218 members of the House of Representatives now support efforts to reform the Electronic Communications Privacy Act (ECPA) introduced by Kansas Republican Kevin Yoder. In a floor vote, that number would be enough to pass the amended act in the 435-member House.

Should that occur, the event would cross out No. 4 on DMA's list of five fundamental changes that need to be made in laws regulating free data exchange. Yoder's bill (H.R. 1852) would forbid marketers or other collectors of consumer data to share it with any governmental agency unless backed by a warrant. Government agencies receiving contents of customer communications would be required to notify that customer within three days of receiving the data. Law enforcement agencies would have 10 days. Under the current law, law enforcement can obtain customer data without a warrant 90 days after it is created. Government entities have open access to data after 180 days.

Making it harder for the government to get hold of customer data is an important building block for consumer trust in marketers, says Rachel Nyswander Thomas, executive director of the [Data-Driven Marketing Institute](http://www.dmnews.com/data-driven-marketing-is-a-156-billion-economy/article/316278/) founded last year by DMA. “If we're going to have consumer trust, we need to make sure we are doing due diligence for them,” Thomas says. “There are instances in which DMA feels we should have laws in place to protect consumers, and this is one of them.”

The DMA's other four “Fundamentals for the Future”:

* Pass a national data security and breach notification law
* Pre-empt state laws that endanger the value of data
* Prohibit privacy class action suits and fund FTC enforcement
* Preserve robust self-regulation for the data-driven marketing economy

### Testimony related to protecting consumer financial privacy

[House Financial Services Committee](mailto:http://financialservices.house.gov/calendar/eventsingle.aspx%3FEventID=355849)

**Hearing entitled “Examining Legislative Proposals to Reform the Consumer Financial Protection Bureau”**   
Tuesday, October 29, 2013 3:00 PM in 2128 Rayburn HOB **Financial Institutions and Consumer Credit**

Printed Hearing [113-48](http://financialservices.house.gov/UploadedFiles/113-48.pdf)

Click [here](http://mfile3.akamai.com/65722/wmv/sos1467-1.streamos.download.akamai.com/65726/hearing1029133pm.asx) for the Archived Webcast of this hearing.

Click [here](http://financialservices.house.gov/UploadedFiles/102913_FI_Memo.pdf) for the Committee Memorandum.

**Witness List**

* [Mr. Jess Sharp](http://financialservices.house.gov/UploadedFiles/HHRG-113-BA15-WState-JSharp-20131029.pdf), Executive Director, U.S. Chamber Center for Capital Markets Competitiveness ([TTF](http://financialservices.house.gov/UploadedFiles/HHRG-113-BA15-TTF-JSharp-20131029.pdf))
* [Mr. Robert S. Tissue](http://financialservices.house.gov/UploadedFiles/HHRG-113-BA15-WState-RTissue-20131029.pdf), Senior Vice President and Chief Financial Officer, Summit Financial Group, on behalf of the West Virginia Bankers Association ([TTF](http://financialservices.house.gov/UploadedFiles/HHRG-113-BA15-TTF-RTissue-20131029.pdf))
* [Ms. Lynette Smith](http://financialservices.house.gov/UploadedFiles/HHRG-113-BA15-WState-LSmith-20131029.pdf), President and Chief Executive Officer, Washington Gas Light Federal Credit Union on behalf of the National Association of Federal Credit Unions ([TTF](http://financialservices.house.gov/UploadedFiles/HHRG-113-BA15-TTF-LSmith-20131029.pdf))
* [Mr. Damon A. Silvers](http://financialservices.house.gov/UploadedFiles/HHRG-113-BA15-WState-DSilvers-20131029.pdf), Policy Director and Special Counsel, American Federation of Labor and Congress of Industrial Organizations ([TTF](http://financialservices.house.gov/UploadedFiles/HHRG-113-BA15-TTF-DSilvers-20131029.pdf))

## Specific Plans – 4th Amendment

This area has been debated in both high school and college in the past. Any Supreme Court decisions referenced above (and many more) could be overturned.

## Wording a Resolution

There are a number of things to consider when writing a resolution related to “privacy.”

First, while the area of consumer privacy is interesting, there are not enough arguments (there could be many different plans, but there would be few advantages and disadvantages) to sustain debate on this alone.

The “surveillance” area has similar problems, but not to the same degree. There are more arguments and more interesting arguments related to government surveillance, but there are probably not enough for an independent area.

Second, there are many overlapping argument in the “criminal law” and “surveillance areas,” as many challenge the constitutionality of the many of the surveillance programs on Fourth Amendment grounds.

Third, the “criminal law” area is large enough to independently sustain debate for a year but many of the cases in the area do not capture the core of the recent controversies related to privacy – government mass surveillance and violations of consumer privacy.

Fourth, consideration needs to be given as to whether or not to allow the Affirmative to topically protect/reduce the violations of privacy of individuals, including US citizens, living abroad.

When this 2000 resolution was used, “in the United States” was added after the resolution originally won out of concern that empowering the Affirmative to protect privacy abroad could enable them to do things like make military bases more secure.

*Resolved: That the United States federal government should significantly increase protection of privacy in the United States in one or more of the following areas: employment, medical records, consumer information,* [*search and seizure*](http://en.wikipedia.org/wiki/Search_and_seizure)

As the original advocate for adding “in the United States” to the resolution, I strongly felt that this would create too much Affirmative ground that was not predictable for the Negative. I still largely feel this way, but I think it is important to point out that this time there are reasons to not limit Affirmative plan action to the United States.

(a) US citizens reside both in the US and abroad.  There is a substantial debate in the surveillance literature about protecting the privacy of US citizens abroad and those arguments apply in this context.

(b) The debate about US surveillance of foreigners inside and outside the US is very relevant. There is a considerable amount of evidence that [US spying on countries](http://www.sentinelsource.com/news/national_world/us-in-trouble-for-spying-on-allies/article_47389794-f8a1-525d-9c1c-b61707e2f85a.html) such as [France](http://www.crescent-news.com/ap%20international/2013/10/21/70-3m-records-30-days-nsa-report-draws-paris-ire), [Mexico](http://www.theverge.com/2013/10/20/4858566/nsa-hacked-mexican-presidential-email), Venezuela, Cuba, and Germany have undermined our relations with those countries.   Affirmative teams do not have to defend this practice, however, because it does not part of surveillance of US citizens.

(c) There isn’t a clean separation between foreign and domestic surveillance. For example, how would NSA know who a “foreign” terrorist was communicating with inside the United States unless they could also access domestic meta data?  Exclusively monitoring non-citizen, foreign communications is difficult, and since the goal of many terrorists is to launch attacks inside the United States, and since these attacks likely require communication with (or among) people inside the United States, [monitoring U.S. citizen communications is arguably an inherent part of surveillance designed to prevent a domestic attack](http://prospect.org/article/home-court-advantage).

[*Donald Scarinci*](http://www.scarincihollenbeck.com/attorneys/partners/donald-scarinci/) *is a New Jersey lawyer and managing partner of Scarinci Hollenbeck, LLC a regional law firm with offices in New York, New Jersey and Washington, D.C., April 24, 2014, http://blog.nj.com/njv\_donald\_scarinci/2014/04/is\_the\_nsa\_reading\_your\_emails.html*

**While the NSA’s surveillance efforts are claimed to be targeted at foreigners, a rule change allows NSA analysts to discover and search U.S. citizens’ email, phone calls and databases without a warrant. As long as there is a reasonable belief the communications are foreign and overseas, content and metadata can be collected. The data is being collected under Section 702 of the of the Fisa Amendments Act** (FAA), which gives the NSA authority to target without warrant the communications of foreign targets, who must be non-US citizens and outside the US at the point of collection. However, “**incidental collection” also occurs**. This is the term used to refer to the purely domestic communications that can be inadvertently included in the surveillance sweeps.

Even though the NSA targets foreigners, many Americans are caught up in this surveillance process. [If the US had to stop “non-citizen” surveillance that inherently catches people in this process](http://www.washingtonpost.com/world/national-security/nsa-collects-millions-of-e-mail-address-books-globally/2013/10/14/8e58b5be-34f9-11e3-80c6-7e6dd8d22d8f_story.html), it’s not clear how it could continue to function.

With these considerations in mind, I’ll review a few ways to consider wording the resolution.

*The US federal government should reduce its violations of individual privacy.*

Benefits: Surveillance cases are topical, it’s a way to permit international action without making it too large (it would just reduce direct US surveillance, not protect privacy by enhancing security at foreign military bases)

Problems: Consumer cases are not topical, only a few crime cases are topical because most law enforcement occurs at the state level

*Resolved: That the United States federal government should significantly increase protection of privacy in the United States in one or more of the following areas: surveillance, crime prevention, consumer information.*

Benefits: Includes all core controversies, permits enough crime and consumer information cases (a large majority would be solved by the states counterplan)

Problem: excludes the international debate.

“in the United States” could be excluded from this resolution, but I think that would make the topic too big.

## Benefits to Debating the Topic

It’s very timely.

It’s a good, even debate.

## Concerns with Debating the Topic

Other events (L-D, Public Forum, IPPF) have debated the surveillance portion.

Things change quickly.

## Additional General Background on Privacy

Legally, "privacy" did not come to have meaning in US law until the late 1960s when the Supreme Court said that "right to privacy" covered one's right to marry who one wishes.

Although the Supreme Court used "privacy" to protect this right, the "right to privacy" is not listed anywhere in the Constitution itself.  The Supreme Court actually read privacy into the Constitution (creating a "constitutional right to privacy") by arguing it has a basis in a number of rights, including rights in the First, Third, Fourth, and Ninth amendments.

The First Amendment includes a right to association, which means that people are free to associate with who they want and think what they wish.  The third Amendment says that you do not have to quarter soldiers in your home. The Fourth Amendment says that people are free from unwarranted searches (the court has allowed exceptions) and in the [US v. Katz](http://en.wikipedia.org/wiki/Katz_v._United_States) (1967), the Supreme Court said that freedom is protected when the individual has a legitimate expectation of privacy and when society recognizes that expectation of privacy as legitimate. The Ninth Amendment says that the listing of rights in the Constitution (via Amendment) does not mean that an individual's rights are limited to those specific amendments.

Reading these Amendments together, the Supreme Court said there is a Right to Privacy in the Constitution.  This is a right that they "read into"/"inferred" from the Constitution.

Protections of a "privacy right" can be found more explicitly in some legislation (Family Educational Rights and Privacy Act of 1974, 20 U.S.C. 1232g (2002); Video Privacy Protection Act of 1988, 18 U.S.C. 2701 (2002); Driver's Privacy Protection Act of 1994, 18 U.S.C. 2721-2725 (2002); Children's Online Privacy Protection Act of 1998, 15 U.S.C. 6501-6503 (2002); Privacy Act of 1974, 18 U.S.C. 2510-2522, 2701-2709 (2002); Electronic Communications Privacy Act of 1986, 5 U.S.C. 552a (2002)) and is also protected explicitly in some State Constitutions, such as California's Constitution (In California, the right of privacy is guaranteed by Cal. Const. art. I, § 1, as one of the "inalienable rights" of the people -[California Points & Authorities](https://litigation-essentials.lexisnexis.com/webcd/app?action=DocumentDisplay&crawlid=1&doctype=cite&docid=18-183+California+Points+%26+Authorities+183.syn&srctype=smi&srcid=2930&key=012657d6c9ba00fe2011181e5dfee6e9))

Although privacy can be defined in many ways, we aren't looking to discuss all possible definitions. Obviously making decisions about one's personal life (using birth control, electing to have an abortion, deciding who to marry) is not at stake here.  Primarily, we are looking at protecting information about oneself and how that information is used.

## Bibliopgrahy – NSA Surveillance (web resources)

**Valuable Papers & Reports**

[The Big Snoop](http://www.brookings.edu/research/essays/2014/big-snoop). A critical read of existing surveillance programs with an easy-to-read history.

[Report to the President — Big Data and Privacy: A Technological Perspective.](http://www.whitehouse.gov/sites/default/files/microsites/ostp/PCAST/pcast_big_data_and_privacy_-_may_2014.pdf)

This report focuses more generally on the question of “big data” and privacy, but it is still useful for some evidence.

[Report and Recommendations of the President’s Review Group on Intelligence and Communications Technologies](http://www.whitehouse.gov/sites/default/files/docs/2013-12-12_rg_final_report.pdf). This report explores both sides of the privacy/terrorism prevention debate, arguing that current programs should exist but that they should be subject to some basic safeguards and revisions.

[PLCOB Report on the Telephone Records Program](https://www.eff.org/files/2014/01/23/final_report_1-23-14.pdf). This report takes a strong stance against the Section 215 metadata collection program, arguing it should be ended.

**Court cases**

[United States v. Jones](http://www.scotusblog.com/case-files/cases/united-states-v-jones/) — This case is more broadly about protecting “metadata” from law enforcement. The decision, briefs, and media analysis are linked here.

[Klayman v. Obama](http://online.wsj.com/public/resources/documents/JudgeLeonNSAopinion12162013.pdf)

**Blogs**

[FISA Reform Lawfare blog](http://www.lawfareblog.com/category/fisa/fisa-reform/)

**Featured SSRN papers**

[The dangers of surveillance](http://papers.ssrn.com/sol3/papers.cfm?abstract_id=2239412)  
[NSA surveillance since 9/11 and the human right to privacy](http://papers.ssrn.com/sol3/papers.cfm?abstract_id=2327806)  
[Liberty, Power, and Secret US Surveillance in the US and Europe](http://papers.ssrn.com/sol3/papers.cfm?abstract_id=2339338)  
[Surveillance, Human Rights, and international global counterterrorism](http://papers.ssrn.com/sol3/papers.cfm?abstract_id=2383976)  
[Human rights treaties and foreign surveillance: privacy in the digital age](http://papers.ssrn.com/sol3/papers.cfm?abstract_id=2418485)  
[Me, my metadata, and the NSA: Privacy and government metada surveillance programs](http://papers.ssrn.com/sol3/papers.cfm?abstract_id=2345468)

**Articles**

[Russia’s surveillance state](http://www.worldpolicy.org/journal/fall2013/Russia-surveillance)

**July 23**

[The least known but biggest aspect of NSA surveillance](http://www.washingtonpost.com/blogs/the-switch/wp/2014/07/23/privacy-watchdogs-next-target-the-least-known-but-biggest-aspect-of-nsa-surveillance/)

[Surveillance reform hinges on changes to Reagan executive order](http://www.theguardian.com/world/2014/jul/23/nsa-surveillance-reform-reagan-order)

[Germany and the NSA are closer than they let on](http://www.dailystar.com.lb/Opinion/Columnist/2014/Jul-24/264888-germany-and-the-nsa-are-far-closer-than-they-let-on.ashx#axzz38LKa697s)

[iPhone back doors can be used for surveillance](http://www.theguardian.com/technology/2014/jul/23/iphone-backdoors-surveillance-forensic-services)

[The German-American break-up](http://www.palmbeachpost.com/news/news/opinion/commentary-the-german-american-breakup/ngkgs/)

[Hard national security choices](http://www.lawfareblog.com/2014/07/todays-headlines-and-commentary-720/)

[Judge rejects call for NSA full disclosure](http://www.courthousenews.com/2014/07/22/69704.htm)

**July 22**

[Like NSA, police spy without warrant](http://www.mintpressnews.com/like-nsa-local-policy-spy-on-americans-without-warrant/194295/)

**July 21**

[New surveillance whistleblower: The NSA violates the Constitution](http://www.theatlantic.com/politics/archive/2014/07/a-new-surveillance-whistleblower-emerges/374722/)

[NSA has access to every iOS device](http://www.dailystar.com.lb/Opinion/Columnist/2014/Jul-24/264888-germany-and-the-nsa-are-far-closer-than-they-let-on.ashx#axzz38LKa697s)

[How spy agencies plan to solve their racism problem](http://www.nationaljournal.com/tech/how-spy-agencies-plan-to-solve-their-racism-problem-20140721)

**July 20**

[Snowden calls on developers to promote privacy](http://vr-zone.com/articles/snowden-calls-developers-promote-privacy/80589.html)

**July 19**

[DropBox is an NSA surveillance target](http://boingboing.net/2014/07/18/snowden-dropbox-is-an-nsa-sur.html)

**July 18**

[‘Be careful,’ working with NSA, US tech security firm warned](http://thehill.com/policy/technology/212526-us-tech-agency-told-to-be-very-careful-with-nsa)

[Meet Executive Order 12333](http://www.washingtonpost.com/opinions/meet-executive-order-12333-the-reagan-rule-that-lets-the-nsa-spy-on-americans/2014/07/18/93d2ac22-0b93-11e4-b8e5-d0de80767fc2_story.html)

[The NSA’s other privacy loophole](https://www.aclu.org/blog/national-security/nsas-other-privacy-loophole)

**July 17**

[Time running out for NSA surveillance reform](http://www.politico.com/proreport/0714/proreport14664.html)

[Another view: Is NSA keeping too much?](http://www.middletownpress.com/opinion/20140716/another-view-is-nsa-keeping-too-much)

[Snowden claims NSA workers circulate sexually compromising images](http://www.newsweek.com/snowden-claims-nsa-workers-circulate-sexually-compromising-images-targets-259618)

[NSA responds to nude intercept claim](http://www.forbes.com/sites/kashmirhill/2014/07/17/nsa-responds-to-snowden-claim-that-intercepted-nude-pics-routinely-passed-around-by-employees/)

[UN strongly implies NSA surveillance is violating human rights](http://www.vox.com/2014/7/17/5910299/5-ways-obama-may-have-violated-human-rights-according-to-a-un-report)

[A guide to the Edward Snowden anniversary](http://www.diplomaticourier.com/news/topics/security/2306-a-guide-to-the-edward-snowden-anniversary)

[UN: reign in mass surveillance](http://www.eurasiareview.com/18072014-united-nations-rein-mass-surveillance/)

[Hill surveillance reform: time is not on its side](http://www.politico.com/story/2014/07/hill-surveillance-reform-time-109015.html)

**July 16**

[NSA’s online dragnet](http://www.hawaiireporter.com/the-nsas-online-dragnet/123)

[Obama’s failure to reign in the NSA and CIA](http://consortiumnews.com/2014/07/16/obamas-failure-to-rein-in-cia-and-nsa/)

**July 15**

[Germany NSA tools: Typewriters and classical music](http://mashable.com/2014/07/15/germany-typewriters-nsa/)

[Fact checking Pittinger on NSA reform](https://www.aclu.org/blog/national-security/fact-checking-representative-pittenger-nsa-reform)

**July 14**

[Privacy advocates call for FISA court reform](http://time.com/2970766/privacy-freedom-act-reform-secret-nsa-oversight-fisa/)

[UK: Emergency surveillance law a blow to privacy](http://www.trust.org/item/20140715014245-ibzln/)

[NSA: Releasing Snowden emails would violate his privacy](http://www.usnews.com/news/articles/2014/07/14/nsa-releasing-edward-snowden-emails-would-violate-his-privacy)

[Whistleblower: NSA stores 40% of phone calls](http://rt.com/news/172284-nsa-stores-calls-audio/)

[Online polls and other ways British spies seek to control the internet](https://firstlook.org/theintercept/2014/07/14/manipulating-online-polls-ways-british-spies-seek-control-internet/)

**July 12**

[The government did trash talk our FISA story](https://firstlook.org/theintercept/2014/07/12/yes-government-really-try-undermine-fisa-story-response-washington-post/)

**July 11**

[NSA surveillance compromises internet security](http://www.truth-out.org/news/item/24891-experts-say-nsa-surveillance-compromises-internet-security-heres-how-to-protect-yourself)

**July 10**

[Meet the Muslim leaders the NSA and FBI have been spying on](https://firstlook.org/theintercept/article/2014/07/09/under-surveillance/)

**July 9**

[Racial profiling reported in NSA, FBI surveillance](http://www.usnews.com/news/articles/2014/07/09/racial-profiling-reported-in-nsa-fbi-surveillance)

[FBI’s dirty little secret](http://www.foreignpolicy.com/articles/2014/07/09/the_fbis_dirty_lilttle_secret)

[“Exclusive” on NSA Surveillance reveals nothing new](http://warontherocks.com/2014/07/exclusive-on-nsa-surveillance-reveals-almost-nothing-new/)

[Congress is about to vote on a terrible new cyber security bill](http://www.theverge.com/2014/7/9/5881691/congress-will-vote-on-CISA-controversial-cybersecurity-bill)

**July 6**

[Civil rights organizations demand answers from White House](https://firstlook.org/theintercept/2014/07/09/civil-rights-organizations-demand-answers-white-house-surveillance-muslim-leaders/)

[In NSA intercepted data, those not targeted far outnumber those who are](http://www.washingtonpost.com/world/national-security/in-nsa-intercepted-data-those-not-targeted-far-outnumber-the-foreigners-who-are/2014/07/05/8139adf8-045a-11e4-8572-4b1b969b6322_story.html?hpid=z1).

[NSA gathering “startingly intimate’ data on ordinary individuals.](http://rt.com/usa/170708-nsa-target-ordinary-people/)

[NSA intercepts more ordinary user data](http://siouxcityjournal.com/business/columnists/komando/can-the-nsa-spy-on-your-phone-when-it-s/article_b5801b61-8e7c-54a7-8b13-6d4d8be9ffcb.html)

[Can NSA spy on your phone when it is turned off?](http://siouxcityjournal.com/business/columnists/komando/can-the-nsa-spy-on-your-phone-when-it-s/article_b5801b61-8e7c-54a7-8b13-6d4d8be9ffcb.html)

**July 4**

[xKeyscore targeted ordinary users](http://betaboston.com/news/2014/07/03/nsas-xkeyscore-program-targeted-visitors-to-mit-server-tor-project-for-enhanced-scrutiny/)

**July 3**

[Your computer knows and tells all](http://www.cnn.com/2014/07/02/tech/web/digital-evidence/index.html?hpt=hp_c2)

[NSA targets Linux journal](http://www.zdnet.com/nsa-targets-linux-journal-as-extremist-forum-report-7000031241/)

[Edward Snowden and the NSA can’t both be right](http://time.com/2953495/edward-snowden-privacy-nsa/)

**July 2**

[USA privacy panel backs NSA internet tapping](http://www.nytimes.com/2014/07/03/world/privacy-board-backs-nsa-program-that-taps-internet-in-us.html?_r=0)

**June 30**

[NSA monitors entire world](http://www.washingtonpost.com/world/national-security/court-gave-nsa-broad-leeway-in-surveillance-documents-show/2014/06/30/32b872ec-fae4-11e3-8176-f2c941cf35f1_story.html)

[Court allowed NSA to spy on all but 4 countries](http://techcrunch.com/2014/06/30/court-allowed-nsa-to-spy-on-all-but-4-countries/)

[Legal loopholes could allow wider NSA surveillance](http://www.cbsnews.com/news/legal-loopholes-could-let-nsa-surveillance-circumvent-fourth-amendment-researchers-say/)

[Does cell phone case imperial NSA spying?](http://consortiumnews.com/2014/06/30/does-cell-phone-case-imperil-nsa-spying/)

[FBI, CIA, join NSA in backdoor searches](http://techcrunch.com/2014/06/30/fbi-cia-join-nsa-in-backdoor-searches-on-americans/)

[Senators blast NSA transparency report as lame](http://venturebeat.com/2014/06/30/senators-blast-nsa-transparency-report-as-lame/)

[Transparency report remains controversial](http://voiceofrussia.com/2014_07_01/NSA-new-transparency-teport-nemains-controversial-9976/)

[Tech takes hit from NSA](http://thehill.com/policy/technology/210880-tech-takes-hit-from-nsa)

[NSA spying and the sky not falling](http://www.siliconbeat.com/2014/06/30/quoted-on-nsa-spying-and-the-sky-not-falling/)

[NSA claims to narrow circle of world leaders to surveil](http://voiceofrussia.com/news/2014_07_01/NSA-claims-to-narrow-circle-of-world-leaders-to-surveil-8982/)

[US authorized to spy on BJP](http://www.dnaindia.com/world/report-us-authorised-nsa-to-spy-on-bjp-reveals-edward-snowden-1998854)

**June 28**

[NSA searched more phone numbers last year](http://www.newsmax.com/Newsfront/nsa-phone-search-increase/2014/06/28/id/579808/)

**June 27**

[NSA releases new statistical details on surveillance](http://www.forbes.com/sites/gregorymcneal/2014/06/27/nsa-releases-new-statistical-details-about-surveillance/)

[NSA targeted just 248 Americans](http://rt.com/usa/169016-nsa-targetted-250-americans-2013/)

**June 26**

[Key changes needed to the USA Freedom Act](https://cdt.org/blog/key-changes-needed-to-the-usa-freedom-act-h-r-3361/)

**June 24**

[Greenwald says new NSA leak imminent](http://www.truthrevolt.org/news/glenn-greenwald-new-nsa-leak-snowden-very-imminent)

[House votes to significantly reign in NSA](http://www.infosecurity-magazine.com/view/38984/us-house-votes-to-significantly-rein-in-nsa/)

[International treaties provide loopholes for NSA to spy on Europeans](http://voiceofrussia.com/us/news/2014_06_24/International-treaties-provide-loopholes-for-NSA-to-spy-on-Europeans-0107/)

[House votes to cut funding for NSA surveillance](http://nakedsecurity.sophos.com/2014/06/23/us-house-votes-overwhelmingly-to-cut-funding-of-nsa-surveillance/)

[Government downplaying sensitivity of metadata collection](http://www.mintpressnews.com/government-downplaying-sensitivity-of-metadata-collected-by-nsa/192810/)

[Could big data become big brother?](http://www.govhealthit.com/news/could-big-data-become-big-brother-social-media-LexisNexis#.U6l4go1dVDs)

[Here’s what I tell people who say they don’t care about their privacy — Greenwald](http://www.alternet.org/civil-liberties/glenn-greenwald-heres-what-i-tell-people-who-say-they-dont-care-about-their-privacy)

**June 23**

[NSA granted extension to collect bulk phone data](http://www.pcworld.com/article/2366460/us-nsa-granted-extension-to-collect-bulk-phone-data.html)

**June 21**

[New leak shows Germany’s collusion with NSA](http://www.dw.de/new-leaks-show-germanys-collusion-with-nsa/a-17726141)

[China publishes book on US mass surveillance](http://voiceofrussia.com/news/2014_06_21/China-publishes-146-page-book-on-US-mass-surveillance-3480/)  [Full Text](http://english.peopledaily.com.cn/n/2014/0527/c90883-8732845.html)

**June 16**

[Super secure black phone shipping](http://www.nbcnews.com/tech/mobile/nsa-proof-super-secure-blackphone-shipping-july-n132711)

**June 14**

[Stanford student discredits NSA metadata claims](http://news.stanford.edu/news/2014/june/mayer-engineer-lawyer-061314.html)

[Can NSA spy on your phone when it is turned off?](http://www.komando.com/columns/257659/can-the-nsa-spy-on-your-phone-when-its-turned-off)

**June 13**

[Former NSA director backs bill to reign in agency](http://www.washingtontimes.com/news/2014/jun/12/former-nsa-director-backs-house-bill-rein-agency/)

[Hayden: Ending NSA phone data collection puts US security at risk](http://www.newsmax.com/Newsfront/hayden-nsa-phone-data/2014/06/13/id/576878/)

[New ruling proves NSA can’t legally justify its phone tapping](http://www.wired.com/2014/06/davis-undermines-metadata/)

**June 10**

[NSA: We’re too complex to comply with law](http://boingboing.net/2014/06/10/nsa-were-too-complex-to-com.html)

**June 8**

[A Surveillance State Beyond Imagination Is Being Created in One of the World’s Freest Countries](http://www.alternet.org/civil-liberties/noam-chomsky-surveillance-state-beyond-imagination-being-created-one-freest)

[Capability is tyranny](http://www.forbes.com/sites/davidmarotta/2014/06/08/capability-is-tyranny/)

**June 7**

[Google making it harder for the NSA to get its data](http://time.com/2843295/google-nsa-data/)

[You can fight the NSA](http://journalstar.com/news/opinion/editorial/columnists/column-you-can-fight-the-nsa/article_cfdc884b-5621-5e9a-83d4-9b2cff2805c2.html)

[Empire building, drones, and global surveillance](http://www.delmarvanow.com/story/opinion/columnists/2014/06/07/empire-drones-global/10171419/)

**June 6**

[Governments use secret cables to tap phones](http://www.telegraph.co.uk/technology/internet-security/10880208/Vodafone-governments-use-secret-cables-to-tap-phones.html)

[Senators question need to reign in NSA surveillance](http://www.pcworld.com/article/2360780/senators-question-need-to-rein-in-nsa-surveillance.html)

[Tech company CEOs ask NSA to be reigned in](http://www.bloomberg.com/news/2014-06-05/zuckerberg-nadella-ask-senate-to-restrain-nsa-spying.html)

[How the NSA can turn on your phone remotely](http://money.cnn.com/2014/06/06/technology/security/nsa-turn-on-phone/)

**June 5**

[Reformers frustrated as NSA preserves its powers](http://www.theguardian.com/world/2014/jun/05/edward-snowden-one-year-nsa-surveillance-reform)

[65 things we know about NSA surveillance that we didn’t a year ago](https://www.eff.org/deeplinks/2014/06/65-65-things-we-know-about-nsa-surveillance-we-didnt-know-year-ago)

[Snowden can’t hide the fact that America needs the NSA](http://www.usatoday.com/story/opinion/2014/06/05/nsa-spying-foreign-governments-security-column/9969625/)

[What tech companies still need to do](http://www.slate.com/blogs/future_tense/2014/06/05/snowden_nsa_scandal_anniversary_four_things_tech_companies_still_need_to.html)

**June 4**

[Snowden seeks Brazil asylum](http://www.aljazeera.com/news/americas/2014/06/nsa-whistleblower-snowden-seeks-brazil-asylum-20146451628454409.html)

[NSA Chief: No, we’re not taking pictures of you](http://www.huffingtonpost.com/2014/06/03/nsa-us-photos_n_5439790.html)

[NSA use of facial recognition stays within legal boundary](http://www.bloomberg.com/news/2014-06-03/nsa-use-of-facial-recognition-stays-within-legal-boundary.html)

[The real cost of NSA surveillance](http://www.cnn.com/2014/06/04/opinion/kehl-bankston-nsa-surveillance/)

**June 3**

[Another judge upholds NSA call tracking](http://www.politico.com/blogs/under-the-radar/2014/06/another-judge-upholds-nsa-call-tracking-189671.html?hp=r2)

[NSA reforms go a bit too far](http://thehill.com/policy/technology/208086-chambliss-house-nsa-reforms-go-a-little-bit-too-far)

[Five dumbest ways people defend NSA spying](http://gizmodo.com/the-five-dumbest-ways-that-people-defend-nsa-spying-1585242095)

[Federal government destroyed evidence of  electronic spying](http://www.mintpressnews.com/federal-government-knowingly-destroyed-evidence-of-electronic-spying/191820/)

**June 2**

[Reddit, Boing Boing launch anti-NSA campaign](http://www.theguardian.com/technology/2014/jun/02/reddit-imgur-boing-boing-reset-the-net-campaign-nsa-surveillance-privacy)

[NSA steps up digital image harvesting](http://www.foxnews.com/politics/2014/06/01/nsa-steps-up-digital-image-harvesting-to-feed-its-advancing-facial-recognition/)

[House Intel Committee ignores report calling NSA surveillance illegal](http://www.openmarket.org/2014/06/02/house-intel-committee-chair-ignores-report-calling-nsa-surveillance-illegal/)

**May 31**

[NSA collecting millions of Faces from web pages](http://www.nytimes.com/2014/06/01/us/nsa-collecting-millions-of-faces-from-web-images.html?smid=fb-share&_r=0)

[Millions of images per day collected from intercepted communications](http://www.theblaze.com/stories/2014/05/31/nsa-gathering-millions-of-images-per-day-from-intercepted-communications-ny-times-reports/)

**May 30**

[NSA releases Snowden email exchange](http://www.cnn.com/2014/05/29/politics/snowden-nsa-email/)

[It may be the time to get off the cloud](http://www.dnaindia.com/lifestyle/report-it-may-be-the-time-to-get-off-that-cloud-1992678)

**May 29**

[Privacy under attack: NSA files reveal new threats to democracy](http://www.theguardian.com/technology/2014/may/27/-sp-privacy-under-attack-nsa-files-revealed-new-threats-democracy)

**May 27**

[NSA aims for absolute surveillance](http://www.itweb.co.za/index.php?option=com_content&view=article&id=134825)

[Greenwald to release list of Americans under NSA surveillance](http://boingboing.net/2014/05/27/greenwald-to-release-list-of-a.html)

[Google’s Brin says NSA snooping was a huge dissapointment](http://www.cnbc.com/id/101708672)

**May 25**

[Snowden considers return to US](http://rt.com/news/161396-snowden-conditions-return-usa/)

[Surveillance issues abound on Facebook’s microphone data collection scheme](http://www.investing.com/news/stock-market-news/surveillance-issues-abound-on-facebook%27s-microphone-data-collection-scheme-286143)

**May 24**

[USA surveillance recording almost every phone call in Afghanistan](http://www.business-standard.com/article/news-ani/us-surveillance-program-recording-almost-every-phone-call-in-afghanistan-wikileaks-114052400430_1.html)

[China v. America’s cyber hegemony](http://www.panorama.am/en/politics/2014/05/24/eric-draitser/)

**May 23**

[Police state America mostly spies on its own](http://mwcnews.net/focus/politics/41017-america-spies.html)

[It’s time for America to scale back its surveillance](http://www.concordmonitor.com/home/12076097-95/my-turn-its-time-for-america-to-scale-back-surveillance)

**May 22**

[NSA surveilling Philippines with MYSTIC program](http://www.rappler.com/technology/news/58668-nsa-mystic-spying-bahamas-philippines)

[Surveillance state: the NSA doesn’t stand alone](http://boingboing.net/2014/05/21/surveillance-state-the-nsa-do.html)

[White House authorized spying on OSCE](http://en.ria.ru/world/20140522/190036586/White-House-Authorized-NSA-Spying-on-OSCE--Report.html)

[Facebook, Google says bill falls short](http://www.livemint.com/Industry/dlejGEprg1OgUwjfn1ilDI/Facebook-Google-say-Bill-to-curb-NSA-spying-falls-short.html)

**May 21**

[Are cloud providers facing a backlash?](http://cloudtweaks.com/2014/05/cloud-providers-facing-backlash-continued-nsa-revelations/)

[Greenwald: Washington Post “suppressed” foreign countries operating under NSA surveillance](http://www.washingtonpost.com/blogs/erik-wemple/wp/2014/05/20/greenwald-washington-post-suppressed-foreign-countries-under-nsa-eavesdropping-program/?wpisrc=nl_opinions)

[Restrictions placed on NSA’s data store.](http://www.theguardian.com/world/2014/may/20/nsa-reform-restrictions-data-surveillance-talks)

[NSA snooping isn’t just a privacy problem](http://www.thefiscaltimes.com/Articles/2014/05/21/NSA-Snooping-Isn-t-Just-Privacy-Problem)

[How the NSA is targeting law enforcement](http://gizmodo.com/how-the-nsa-is-transforming-law-enforcement-1579438984)

[Wikileaks threatens to name NSA target countries](http://macedoniaonline.eu/content/view/25336/56/)

[Australia secretly spies on the Phillipines](http://au.ibtimes.com/articles/553162/20140521/edward-snowden-nsa-spying-australia-philippines.htm)

[Amash takes on the NSA](http://personalliberty.com/amash-takes-nsa/)

[House Committee guts key provisions in NSA reform bill](http://www.huffingtonpost.com/2014/05/20/house-rules-nsa_n_5360978.html)

**May 20**

[NSA is recording *every call* in the Bahamas](http://www.gizmodo.in/science/Report-NSA-Is-Recording-Every-Call-in-the-Bahamas-Including-Oprahs/articleshow/35352290.cms)  — [Original report](https://firstlook.org/theintercept/article/2014/05/19/data-pirates-caribbean-nsa-recording-every-cell-phone-call-bahamas/)

[‘New evidence’ emerges about NSA surveillance plans](http://www.techradar.com/news/internet/web/new-evidence-emerges-about-nsa-extensive-surveillance-plans-1249641)

[Only email system NSA can’t access](http://english.farsnews.com/newstext.aspx?nn=13930230001209)

[NSA data mining may run into a California road block](http://www.reuters.com/article/2014/05/20/us-usa-california-spying-idUSBREA4J02I20140520)

[Progressives are missing on the surveillance state](http://www.washingtonpost.com/opinions/katrina-vanden-heuvel-progressives-are-missing-on-the-surveillance-state/2014/05/19/6e71f65c-ded6-11e3-8dcc-d6b7fede081a_story.html)

**May 19**

[Cisco chief urges Obama to limit surveillance activity](http://www.reuters.com/article/2014/05/18/us-cisco-systems-nsa-idUSBREA4H0C720140518)

[No Place to Hide review](http://www.theguardian.com/books/2014/may/19/no-place-to-hide-review-glenn-greenwald-nsa-gchq-surveillance-edward-snowden-spying)

[NSA’s future rests on Admiral Roger’s shoulders](http://www.globalpost.com/dispatch/news/thomson-reuters/140519/post-snowden-the-nsas-future-rests-admiral-rogers-shoulders)

[Advocates Warn NSA Reform Gutted](http://news.antiwar.com/2014/05/18/advocates-warn-nsa-reform-gutted/)

**May 18**

[Feinstein blasts critics of NSA program](http://thehill.com/policy/technology/206434-a-surveillance-program-or-not)

[Can the surveillance state be stopped?](http://consortiumnews.com/2014/05/18/can-the-surveillance-state-be-stopped/)

[There is no privacy — get over it](http://www.news-gazette.com/opinion/guest-commentary/2014-05-18/voices-there-no-privacy-get-over-it.html)

**May 17**

[NSA allegedly planted “beacons” into servers](http://austriantribune.com/informationen/143636-nsa-allegedly-planted-beacons-servers-routers-and-other-network-gear-prior)

[Spring was the only telco to stand up to the US](http://venturebeat.com/2014/05/16/sprint-was-the-only-telco-to-stand-up-to-the-nsa/)

**May 16**

[Microsoft openly offered cloud data to the NSA](http://betanews.com/2014/05/16/microsoft-openly-offered-cloud-data-to-the-nsa/)

Microsoft cooperates/cooperated with the NSA to enable the NSA to access its cloud data storage systems

Betanews, May 16, 2014, http://betanews.com/2014/05/16/microsoft-openly-offered-cloud-data-to-the-nsa/

Microsoft’s cooperation with the NSA and FBI on the controversial Prism program has been laid bare in a new book written by an American journalist who brought it to public attention in the first place. Glenn Greenwald, the American journalist who worked extensively with Edward Snowden, wrote in a new book that Microsoft’s cloud services allowed the National Security Agency [NSA] to collect data from a range of its different cloud options. “Beginning on 7 March 2013, Prism now collects Microsoft SkyDrive data as part of Prism’s standard Store Communications collection package for a tasked FISA Amendments Act Section 702 [FAA702] selector,” stated a slide released by Greenwald, according to [Cloud Pro](http://www.cloudpro.co.uk/cloud-essentials/cloud-security/4123/nsa-documents-show-microsofts-prism-cooperation). It is detailed in Greenwald’s new book, No Place to Hide: Edward Snowden, the NSA and the Surveillance State, and goes on to hint that Microsoft was implicit in the NSA data collecting process. “This success is the result of the FBI working for many months with Microsoft to get this tasking and collection solution established,” the document stated. Part of the reason that it was able to do this was down to the FISA Amendment Act of 2008 that legalized NSA Internet surveillance and allowed warrantless wiretapping by the NSA and related agencies. “This means that analysts will no longer have to make a special request to SSO for this. This new capability will result in a much more complete and timely collection response from SSO for our enterprise customers,” the documents added.

NSA engages in electronic supply-chain interdiction

Betanews, May 16, 2014, http://betanews.com/2014/05/16/microsoft-openly-offered-cloud-data-to-the-nsa/

Other sabotage methods employed by the NSA and outlined in Greenwald’s book include the supply-chain interdiction, which meant intercepting various communications products in order to carry out covert surveillance. This included routers and servers made by Cisco and involved implanting beacons before the products were repackaged and shipped out to customers across the world. “While American companies were being warned away from supposedly untrustworthy Chinese routers, foreign organizations would have been well advised to beware of American-made ones,” Greenwald said.

[Amazon and Snapchat rank low for protecting user data from the government](http://www.theguardian.com/world/2014/may/16/amazon-snapchat-data-eff-privacy-nsa-government-snowden)

Amazon and Snapchat will turn over data without a warrant

Samuel Gibbs, May 16, 2014, http://www.theguardian.com/world/2014/may/16/amazon-snapchat-data-eff-privacy-nsa-government-snowden

Amazon and Snapchat rank among the worst at protecting your data from government requests, according to a US privacy pressure group. The Electronic Frontier Foundation (EFF) publishes [Who Has Your Back?](https://www.eff.org/who-has-your-back-government-data-requests-2014) report annually, analysing the activity of companies ordered to hand over sensitive user data in response to US government requests. The report finds huge variation in the lengths technology companies will go to to protect their users. Nate Cardozo, a lawyer for EFF, said in a statement: “Snapchat joins AT&T and Comcast in failing to require a warrant for government access to the content of communications. That means the government can obtain extraordinarily sensitive information about your activities and communications without convincing a judge that there is probable cause to collect it.” Snapchat was awarded one star out of six in the EFF’s report, solely for publishing guidelines for law enforcement requests. The ephemeral messaging service was [recently reprimanded by the US Federal Trade Commission](http://www.theguardian.com/technology/2014/may/08/snapchat-ftc-false-claims-messaging-service) for the collection of personal data and false claims that messages “disappear forever”. A Snapchat spokeswoman said the company required search warrants, but that the ephemerality of the service meant that there was often no data to release. Amazon was awarded two stars. It does, however, require a warrant to hand over user data, and was praised for repeatedly fighting in court to protect the privacy of its users’ book purchases. Amazon did not respond to a request for comment.

[Who owns your personal data?](http://www.newsobserver.com/2014/05/16/3867496/drescher-who-owns-your-personal.html)

[Can we stop the American surveillance state?](http://www.huffingtonpost.com/danny-schechter/can-we-stop-americas-surv_b_5334572.html?utm_hp_ref=politics&ir=Politics)

[NSA data collection unconstitutional](http://www.seacoastonline.com/apps/pbcs.dll/article?AID=/20140516/OPINION/405160373/-1/NEWSMAP)

[NSA spying reforms fail to satisfy experts](http://www.reuters.com/article/2014/05/16/us-cyber-summit-reforms-idUSBREA4F0MX20140516)

NSA continues to exploit software vulnerabilities for spying purposes

Joseph Menn, Reuters, May 16, 2014, “Obama’s spying reforms fail to satisfy experts,” http://www.reuters.com/article/2014/05/16/us-cyber-summit-reforms-idUSBREA4F0MX20140516

Obama administration actions to change some of the National Security Agency’s surveillance `practices after the leaks of classified documents by contractor Edward Snowden are falling short of what many private cyber experts want. Top government experts told the Reuters Cybersecurity Summit this week they would be more transparent about spying activity. Non-government guests, however, said the administration was not doing enough to advance Internet security. For instance, last December a White House review commission called for a drastic reduction in the NSA’s practice of keeping secret the [software](http://www.reuters.com/sectors/industries/overview?industryCode=174&lc=int_mb_1001) vulnerabilities it learns about and then exploiting them for spying purposes. White House cybersecurity advisor Michael Daniel said at the conference that he would chair the interagency group charged with weighing each newly discovered [software](http://www.reuters.com/sectors/industries/overview?industryCode=174&lc=int_mb_1001) flaw and deciding whether to keep it secret or warn the software maker about it. “The policy has been in place for a number of years, but it was not as active as we decided that it should be,” Daniel said. Now, he said, “there is a process, there is rigor in that process, and the bias is very heavily tilted toward disclosure.” Commission member Peter Swire told the summit he was pleased by the formal process for debating vulnerability use, but others said there were too many loopholes. In an April 28 White House blog post, Daniel wrote that the factors the interagency group would consider included the likelihood that the vulnerability would be discovered by others and how pressing was the need for intelligence. “That is the loophole that swallows the entire policy, because there’s always going to be an important national security or law enforcement purpose,” Chris Soghoian, a technology policy analyst with the American Civil Liberties Union said at the summit. Some security experts active in the market for trading software flaws said they had seen no sign that U.S. purchases were declining. “There’s been no change in the market at all as far as we can see,” said Adriel Desautels, chief executive of Netragard Inc, which buys and sells programs taking advantage of undisclosed flaws.

[The right to be forgotten](http://www.scmagazineuk.com/icymi-the-right-to-be-forgotten-nsa-transparency-and-security-nativity/article/347279/)

[Collect it all, then what?](http://www.thedailybeast.com/articles/2014/05/16/the-nsa-can-collect-it-all-but-what-will-it-do-with-our-data-next.html)

**May 15**

[General Keith Alexander interview](http://www.newyorker.com/online/blogs/newsdesk/2014/05/were-at-greater-risk-q-a-with-general-keith-alexander.html)

[Papers: Telecom questioned NSA surveillance](http://www.click2houston.com/news/Papers-Telecom-questioned-NSA-surveillance/25987610)

[How FBI & NSA made Facebook the perfect surveillance tool](http://venturebeat.com/2014/05/15/how-the-nsa-fbi-made-facebook-the-perfect-mass-surveillance-tool/)

FBI & NSA develop individual profiles through Facebook exploitation

Harrison Weber, May 15, 2014, “How the NSA & FBI Made Facebook the Perfect Surveillance Tool,” Venture Beat, http://venturebeat.com/2014/05/15/how-the-nsa-fbi-made-facebook-the-perfect-mass-surveillance-tool/  
The National Security Agency and the FBI teamed up in October 2010 to develop techniques for turning Facebook into a surveillance tool. Documents [released alongside](http://glenngreenwald.net/#BookDocuments) security journalist Glenn Greenwald’s new book, “No Place To Hide,” reveal the NSA and FBI partnership, in which the two agencies developed techniques for exploiting Facebook chats, capturing private photos, collecting IP addresses, and gathering private profile data. According to the slides below, the agencies’ goal for such collection was to capture “a very rich source of information on targets,” including “personal details, ‘pattern of life,’ connections to associates, [and] media.” NSA documents make painfully clear how the agencies collected information “by exploiting inherent weaknesses in Facebook’s security model” through its use of the popular [Akamai](http://www.akamai.com/) content delivery network. The NSA describes its methods as “assumed authentication,” and “security through obscurity.” The slide below shows how the NSA and U.K. spy agency GCHQ also worked together to “obtain profile and album images.” Two months ago, following a series of Facebook-related NSA spying leaks, Facebook chief Mark Zuckerberg stated in a [blog post](https://www.facebook.com/zuck/posts/10101301165605491) that he’s “confused and frustrated by the repeated reports of the behavior of the U.S. government.” According to [a report by](https://firstlook.org/theintercept/article/2014/03/12/nsa-plans-infect-millions-computers-malware/)The Intercept, the above slides do not reveal the NSA’s Facebook surveillance program in full. The report states that the NSA also “disguises itself as a fake Facebook server” to perform “[man-in-the-middle](https://en.wikipedia.org/wiki/Man-in-the-middle)” and “man-on-the-side” attacks and spread malware.

**May 14**

[The official US position is still unlimited eavesdropping](http://www.theguardian.com/commentisfree/2014/may/14/nsa-eavesdropping-program-constitutional)

[Many more NSA revelations to come](http://www.thedrum.com/news/2014/05/15/many-more-nsa-revelations-come-glenn-greenwald-tells-al-jazeera-snowden-very-happy-0)

[A conservative critique of the radical NSA](http://www.theatlantic.com/politics/archive/2014/05/on-nsa-surveillance-glenn-greenwald-is-not-the-radical/370830/)

[NSA metadata, abuse Americans rights](http://www.presstv.ir/detail/2014/05/14/362621/nsa-metadata-abuse-of-us-public-rights/)

**May 13**

[NSA gave Canada money for surveillance program](http://www.huffingtonpost.ca/2014/05/13/nsa-canada-money-glenn-greenwald-book_n_5317673.html)

Michael Bolen, Huffington Post, May 13, 2014, “NSA Gave Canada Money for Surveillance Program,” http://www.huffingtonpost.ca/2014/05/13/nsa-canada-money-glenn-greenwald-book\_n\_5317673.html

The National Security Agency paid Canada to help develop its surveillance capabilities, according to [documents](http://glenngreenwald.net/pdf/NoPlaceToHide-Documents-Compressed.pdf) published by Glenn Greenwald in a new book. In [“No Place To Hide”](http://www.amazon.ca/No-Place-Hide-Snowden-Surveillance/dp/0771036787), Greenwald, the journalist who has been the conduit for the Edward Snowden leaks, reveals that Canada was the fourth largest recipient of money in 2012 from an NSA program aimed at helping partner nations cover “R&D and technology costs.” Only Pakistan, Jordan and Ethiopia received more funding. The document does not provide an exact sum but suggests Canada received somewhere between $300,000 and $400,000 in 2012. The book also provides insight into how the NSA views its relationship with Canada’s electronic surveillance agency CSEC. In a redacted document, the NSA details how it co-operates with CSEC in “targeting approximately 20 high-priority countries.” The specific nations are not included and the section following the statement is blacked out. The document also notes what CSEC gives the NSA, including opening “covert sites at the request” of the U.S. agency and sharing its “unique geographic access to areas unavailable to the U.S.” CSEC is not supposed to spy on Canadians but has [admitted that it sometimes “incidentally” monitors citizens](http://www.huffingtonpost.ca/2014/01/07/csec-spying-canada_n_4555873.html). The new documents raise questions about how much data intercepted in Canada is being shared with the NSA. Canada is a member of the surveillance alliance known as the Five Eyes, which includes the U.S., U.K., Australia and New Zealand. In an NSA document from “No Place To Hide” the group is characterized as taking part in “comprehensive cooperation.”

[NSA installing spyware on US-made hardware](http://washington.cbslocal.com/2014/05/13/report-nsa-installing-spyware-on-us-made-hardware/)

Government installing spyware on hardware

CBS Local, May 13, 2014, http://washington.cbslocal.com/2014/05/13/report-nsa-installing-spyware-on-us-made-hardware/

The National Security Agency has been accessing routers, servers and other computer network devices to plant backdoors and other spyware before the hardware is shipped overseas, reports [CNET](http://www.cnet.com/news/nsa-reportedly-installing-spyware-on-us-made-hardware/). The accusation is at the heart of a new book from journalist Glenn Greenwald. In “No Place to Hide,” Greenwald details documents obtained from NSA leaker Edward Snowden that show how the NSA is intercepting devices in the U.S. before they are exported. According to [The Guardian](http://www.theguardian.com/books/2014/may/12/glenn-greenwald-nsa-tampers-us-internet-routers-snowden), the report details how the NSA allegedly intercepted American-made [hardware](http://washington.cbslocal.com/2014/05/13/report-nsa-installing-spyware-on-us-made-hardware/), embedded backdoor surveillance tools, then repackaged the equipment and sentg it onto international customers. With such backdoor surveillance systems in place, the NSA could conceivably gain access to almost any global computer network. “In one recent case, after several months a beacon implanted through supply-chain interdiction called back to the NSA covert [infrastructure](http://washington.cbslocal.com/2014/05/13/report-nsa-installing-spyware-on-us-made-hardware/),” the NSA report says, according to the Guardian. “This call back provided us access to further exploit the device and survey the network”

[NSA accused of installing backdoors in US tech exports](http://www.infosecurity-magazine.com/view/38391/nsa-accused-of-installing-backdoors-on-us-tech-exports/)

Info Security Magazine, May 14, 2014, “NSA accused of installing back-doors on US tech exports” <http://www.infosecurity-magazine.com/view/38391/nsa-accused-of-installing-backdoors-on-us-tech-exports/>

The new head of the US National Security Agency vowed on Monday to bring greater transparency to the under-fire spy agency, but his words were undermined by newly released allegations claiming the NSA routinely intercepted US-made routers bound for export and planted backdoors on them. The allegations appear to be based on yet more information gleaned from the treasure trove of secret documents lifted by [Edward Snowden](http://www.infosecurity-magazine.com/view/37130/snowden-to-testify-before-european-parliaments-libe-committee) and soon to be published in a book by journalist Glenn Greenwald. They include a June 2010 report from the head of the NSA’s Access and Target Development department which claims the agency either receives or intercepts servers, routers and other tech kit bound for international customers, according to an excerpt in [*The Guardian*](http://www.theguardian.com/books/2014/may/12/glenn-greenwald-nsa-tampers-us-internet-routers-snowden). The NSA then fits the kit with some kind of backdoor surveillance tool before repackaging the gear and replacing the factory seal, Greenwald alleges.

[NSA spying on foreign embassies](http://www.tasnimnews.com/English/Home/Single/369037)

Tasmin News, May 13, 2014, “NSA Spying on Foreign Embassies Helped US “Develop” Strategy, http://www.tasnimnews.com/English/Home/Single/369037

In May 2010, as the UN Security Council was attempting to win support for sanctions against Iran over its nuclear-energy program, several members were undecided as to how they would vote. At this point, the US ambassador to the world body, Susan Rice, asked the NSA for assistance in her efforts to “develop a strategy,” leaked NSA documents reveal. The NSA swung into action, aiming their powerful surveillance apparatus at the personal communications of diplomats from four non-permanent Security Council members — Bosnia, Gabon, Nigeria and Uganda. This gave Rice an apparent upper-hand in the course of the negotiations, RT reported.

In June, 12 of the 15-member Security Council voted in favor of new sanctions.

Later, Rice extended her gratitude to the US spy agency, saying its surveillance had helped her to know when diplomats from the other permanent representatives — China, England, France and Russia — “were telling the truth … revealed their real position on sanctions … gave us an upper hand in negotiations … and provided information on various countries’ ‘red lines’.” The information comes from a new book by journalist Glenn Greenwald, ‘No Place to Hide: Edward Snowden, the NSA, and the US Surveillance State’, the New York Times reported. Rice’s request for assistance was discovered in an internal report by the security agency’s Special Source Operations division, which cooperates with US telecommunications companies in the event a request for information is deemed necessary.

[Greenwald releases more NSA documents](http://www.theverge.com/2014/5/13/5713092/glenn-greenwald-releases-more-nsa-documents-along-with-new-book)

Today, Glen Greenwald’s new book, “[No Place to Hide: Edward Snowden, the NSA, and the US Surveillance State](http://www.amazon.com/gp/product/B00E0CZX0G/ref=as_li_qf_sp_asin_il_tl?ie=UTF8&camp=1789&creative=9325&creativeASIN=B00E0CZX0G&linkCode=as2&tag=npth-20&linkId=MB6MZYHWN2BOLYH7),” was released. The book contains an account of his meetings with Snowden and some new revelations (see the information above in this post) about NSA spying.

All of the documents in the book, the book notes, and some other information are available [here.](http://glenngreenwald.net/#BookDocuments)
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[New NSA chief vows more transparency](http://in.reuters.com/article/2014/05/12/uk-cyber-summit-nsa-rogers-idINKBN0DS1MF20140512)

New NSA head supports current programs, just says they need to be better explained

Reuters, May 12, 2014, http://in.reuters.com/article/2014/05/12/uk-cyber-summit-nsa-rogers-idINKBN0DS1MF20140512

The new head of the National Security Agency vowed on Monday to lead the embattled spy agency with greater transparency as it balances individual rights against the rising risk of a destructive cyber attack against the United States. In his first interview since taking the helm of both the NSA and U.S. Cyber Command in April, Admiral Mike Rogers said he would be more candid with the public about much of the NSA’s work after nearly a year of damaging revelations by former NSA contractor Edward Snowden. But he also staunchly defended the NSA’s controversial electronic surveillance programs, emphasizing that they were legal and needed better explanation rather than an overhaul. “It is by design that I have tried to start a series of engagements with a broader and perhaps more different groups than we have traditionally done,” Rogers told the Reuters Cybersecurity Summit in Washington.

[NSA believes it should be able to monitor all communication](http://www.ktoo.org/2014/05/12/glenn-greenwald-nsa-believes-able-monitor-communication/)

**May 11**

[Here’s how you can resist the NSA](http://www.thedailybeast.com/articles/2014/05/12/crypto-for-the-masses-here-s-how-you-can-resist-the-nsa.html)

**May 10**

[The battle to retake our privacy can be won](http://www.theguardian.com/commentisfree/2014/may/10/the-battle-to-retake-our-privacy-can-be-won-in-the-halls-of-congress-really)

**May 9**

[House compromises on NSA reform](http://www.csmonitor.com/USA/DC-Decoder/2014/0509/House-compromise-on-NSA-reform-how-it-balances-freedom-and-security-video)

**May 8**

[NSA spy program one stop closer to extinction](http://www.newsmax.com/Newsfront/NSA-surveillance-House-Senate/2014/05/08/id/570169/)

[The way the NSA uses Section 702 is deeply troubling](http://www.rightsidenews.com/2014050834239/us/homeland-security/the-way-the-nsa-uses-section-702-is-deeply-troubling-here-s-why.html)

Right Side News, May 8, 2014, “The Way the NSA Uses Section 702 is Deeply Troubling,” http://www.rightsidenews.com/2014050834239/us/homeland-security/the-way-the-nsa-uses-section-702-is-deeply-troubling-here-s-why.html

Section 702 has been used by the NSA to justify mass collection of phone calls and emails by collecting huge quantities of data directly from the physical infrastructure of communications providers. Here’s what you should know about the provision and why it needs to be addressed by Congress and the President:

* Most of the discussion around the NSA has focused on the phone records surveillance program. Unlike that program, collection done under Section 702 [captures](https://www.eff.org/deeplinks/2013/07/what-it-means-be-target-or-why-we-once-again-stopped-believing-government-and-once) **content of communications**. This could include content in emails, instant messages, Facebook messages, web browsing history, and more.
* Even though it’s ostensibly used for foreign targets, Section 702 surveillance indiscriminately **sweeps up everyone’s communication, including the** [**communications of Americans**](https://www.eff.org/deeplinks/2013/07/what-it-means-be-target-or-why-we-once-again-stopped-believing-government-and-once)**.** The NSA has a twisted, and incredibly permissive, interpretation of targeting. As John Oliver put it in his [interview](https://www.youtube.com/watch?v=k8lJ85pfb_E) with former NSA General Keith Alexander: “No, the target is not the American people, but it seems that too often you miss the target and hit the person next to them going, ‘Whoa, him!’”
* The NSA has confirmed that it is searching Section 702 data to **access American’s communications without a warrant**, in what is being called the “back door search loophole.”  In response to questions from Senator Ron Wyden, former NSA director [General Keith Alexander admitted](http://www.wyden.senate.gov/news/press-releases/wyden-udall-on-revelations-that-intelligence-agencies-have-exploited-foreign-intelligence-surveillance-act-loophole) that the NSA specifically searches Section 702 data using “U.S. person identifiers,” for example email addresses associated with someone in the U.S.
* The NSA has used Section 702 to justify **programs like PRISM,** allowing the NSA to “[siphon off](https://www.eff.org/deeplinks/2013/08/illustration-how-nsa-misleads-public-without-actually-lying) large portions of Internet traffic directly from the Internet backbone.” PRISM exploits the structure of the Internet, in which a significant amount of traffic from around the world flows through servers in the United States. According to the Washington Post, it gives the NSA [direct access to servers](http://www.washingtonpost.com/blogs/wonkblog/wp/2013/06/12/heres-everything-we-know-about-prism-to-date/) of major American companies like Facebook and Google.
* Section 702 is likely used for [computer warfare](http://www.spiegel.de/international/world/the-nsa-uses-powerful-toolbox-in-effort-to-spy-on-global-networks-a-940969-3.html), including activities targeting computers in the United States. We know that the **NSA’s hacking outfit**, the [Tailored Access Operations Unit](https://www.eff.org/deeplinks/2014/03/new-nsa-slides-reveal-tailored-access-run-amok), needs information like that collected by PRISM to function, and Richard Ledgett, Deputy Director of NSA, [noted](https://web.archive.org/web/20140323232303/http:/http:/www.ted.com/talks/richard_ledgett_the_nsa_responds_to_edward_snowden_s_ted_talk) the use of intelligence authorities to mitigate cyber attacks.
* The FISA Court has [little opportunity to review](https://www.eff.org/deeplinks/2014/04/eff-privacy-and-civil-liberties-oversight-board-stop-mass-collection-innocent) Section 702 collection. The court approves procedures for 702 collection for up to a year. This is not approval of specific targets, however; “court review [is] limited to ‘procedures’ for targeting and minimization rather than the actual seizure and searches.” This **lack of judicial oversight** is far beyond the parameters of criminal justice.
* Not only does the FISA Court provide little oversight, **Congress is largely in the dark about Section 702** collection as well. [NSA spying defenders](http://www.washingtonpost.com/blogs/post-politics/wp/2013/06/06/transcript-dianne-feinstein-saxby-chambliss-explain-defend-nsa-phone-records-program/) say that Congress has been briefed on these programs. But other members of Congress have repeatedly noted that it is incredibly [difficult to get answers](https://firstlook.org/theintercept/2014/03/05/congress-intelligence-community-whos-overseeing/) from the intelligence community, and that attending classified hearings means being unable to share any information obtained at such hearings. What’s more, as Senator Barbara Mikulski stated: “‘Fully briefed’ doesn’t mean that we know what’s going on.”  Without a full picture of Section 702 surveillance, Congress simply [cannot provide oversight](http://www.politico.com/story/2014/03/hill-draws-criticism-over-nsa-oversight-104151.html).
* Section 702 is **not just about keeping us safe from terrorism**. It’s a distressingly powerful surveillance tool. While the justification we’ve heard repeatedly is that NSA surveillance is keeping us safer, data collected under Section 702 [can be shared](https://www.eff.org/deeplinks/2013/11/nsas-surveillance-powers-extend-far-beyond-terrorism-despite-governments) in a variety of circumstances, such as ordinary criminal investigations. For example, the NSA has [shared intelligence](https://www.eff.org/deeplinks/2013/08/dea-and-nsa-team-intelligence-laundering) with the Drug Enforcement Agency that has led to prosecutions for drug crimes, all while concealing the source of the data.
* Much like most of the [legislation](https://www.eff.org/deeplinks/2014/04/making-sure-nsa-reform-isnt-caught-gears-dc-machine) that Congress has proposed to fix NSA spying, the **President has largely ignored Section 702.** While Section 215 of FISA has received significant attention from President Obama, in his [speeches](https://www.eff.org/deeplinks/2014/01/rating-obamas-nsa-reform-plan-eff-scorecard-explained) and his most [recent proposal](https://www.eff.org/deeplinks/2014/03/eff-statement-proposals-overhaul-nsa-spying), Section 702 remains nearly [untouched](https://www.eff.org/deeplinks/2014/01/presidents-review-group-puzzler-why-mass-surveillance-wrong-under-215-ok-under).
* The way the NSA uses Section 702 is **illegal and unconstitutional**—and it violates [international human rights law](https://en.necessaryandproportionate.org/about). Unlike searches done under a search warrant authorized by a judge, Section 702 has been used by the NSA to get broad FISA court authorization for [general search and seizure](https://www.eff.org/document/eff-pclob-section-702-comments) of huge swathes of communications. The NSA says this is OK because Section 702 targets foreign citizens. The problem is, once constitutionally protected communications of Americans are swept up, the NSA says these communications are “fair game” for its use.
* Innocent **non-Americans don’t even get the limited and much abused protections the NSA promises for Americans**. Under international human rights law to which the United States is a signatory, the United States must respect the rights of all persons. With so many people outside the United States keeping their data with American companies, and so much information being swept up through mass surveillance, that makes Section 702 the loophole for the NSA to violate the privacy rights of billions of Internet users worldwide.

The omission of Section 702 reform from the discourse around NSA surveillance is incredibly concerning, because this provision has been used to justify some of the most invasive NSA surveillance. That’s why EFF continues to push for real reform of NSA surveillance that includes an end to Section 702 collection. You can help by educating yourself and engaging your elected representatives. Print out our handy [one-page explanation](https://www.eff.org/document/702-one-pager-adv) of Section 702. [Contact](https://action.eff.org/o/9042/p/dia/action/public/?action_KEY=9601) your members of Congress today and tell them you want to see an end to all dragnet surveillance, not just bulk collection of phone records.

[Putin to Russian bloggers: You now operate at my discretion](http://venturebeat.com/2014/05/07/putin-to-russian-bloggers-you-now-operate-at-my-discretion/)

[Google and the NSA are pretty cozy](http://www.bustle.com/articles/23633-google-the-nsa-are-pretty-cozy-as-it-turns-out)

NSA and big tech company CEOs were cooperating

Caitlin Mahon, May 12, 2014, “Google and the NSA are pretty cozy, as is turns out” Bustle, http://www.bustle.com/articles/23633-google-the-nsa-are-pretty-cozy-as-it-turns-out

Even big technology companies grilled President Barack Obama in late 2013 about the NSA surveillance programs, leading many to believe they knew nothing about it or only acted when they absolutely had to by law. Except, [this isn’t exactly true.](http://america.aljazeera.com/articles/2014/5/6/nsa-chief-google.html)

A few months later, a NSA lawyer revealed during a Privacy and Civil Liberties Oversight Board meeting that [tech companies *did* know about the NSA collecting user data](http://www.bustle.com/articles/18740-nsa-says-tech-companies-knew-about-prism-aided-in-its-operation), and even helped them do the dirty deed. Now, Al Jazeera had got its hand on email communications between Google executives Eric Schmidt and Sergey Brin, and NSA Director Gen. Keith Alexander — which apparently reveals a much more cooperative relationship between large technology companies and our government than [we’ve been led to believe](http://www.reuters.com/article/2013/07/03/us-usa-security-siliconvalley-idUSBRE96214I20130703).

The emails, between Alexander and the Google executives, were exchanged one year before the Snowden revelations. Alexander extended an invitation to Schmidt in an email sent in June of 2012 for a “classified threat briefing” in August in California, which would “focus on Mobility Threats and Security.” In the same email, Alexander wrote about a previous meeting held with other industry leaders, and how he wanted Schmidt to attend an August meeting with “a small group of CEOs” to discuss “the security of mobility devices,” as well as the “specific threats,” as Al Jazeera reports.

It seems this small group made up the [Enduring Security Framework, a confidential government initiative](http://america.aljazeera.com/articles/2014/5/6/nsa-chief-google.html) that was launched in 2009 by 18 CEOs of U.S. companies, as well as deputy secretaries for the Department of Homeland Security and Defense. [ESF is meant to “coordinate government/industry actions](http://www.businessinsider.com/google-nsa-emails-2014-5#%21JMPgL) on important, generally classified security issues that couldn’t be solved by individual actors alone.” Some of the companies include Advanced Micro Devices, Dell, Hewlett-Packard, Intel, and Microsoft.

**May 7**

[Researchers find post-Snowden chill stifling our search terms](http://nakedsecurity.sophos.com/2014/05/08/researchers-find-post-snowden-chill-stifling-our-search-terms/)

[Anti-spying bill wins first round in Congress](http://rt.com/usa/157612-nsa-snowden-bill-congress/)

[The big business of data collection](http://onpoint.wbur.org/2014/05/07/big-data-nsa-data-collection-privacy)

**May 6**

[House to advance bill to end mass surveillance](http://www.nationaljournal.com/tech/house-to-advance-bill-to-end-mass-nsa-surveillance-20140505)

[Dueling NSA reform bills set for House](http://rt.com/usa/156976-nsa-reform-bill-house/)

[Almost no one opposes mass surveillance](http://www.theatlantic.com/politics/archive/2014/05/false-equivalence-on-surveillance-from-alan-dershowitz/361694/)

[Privacy alliance calls for internet reset](http://www.computerweekly.com/news/2240220119/Privacy-alliance-calls-for-internet-reset)

[Push back on privacy](http://fullcomment.nationalpost.com/2014/05/06/david-young-push-back-on-privacy/)

**May 5**

[Russia still stonewalling](http://www.courthousenews.com/2014/05/05/67579.htm)

[Michael Hayden’s unwitting case against surveillance](http://www.theatlantic.com/politics/archive/2014/05/michael-haydens-unwitting-case-against-secret-surveillance/361689/)

[Privacy more than about compliance, it’s vital to the economy](http://www.arnnet.com.au/article/544320/cebit_2014_privacy_about_more_than_compliance_its_vital_economy_ccu/)

[From NSA to race, a protector of rights needed](http://www.bostonglobe.com/opinion/2014/05/04/from-nsa-race-protector-rights-needed/nFG2cqKznWRCZGddVsJAoJ/story.html)

**May 4**

[Obama, Merkel struggle over spying, agree on trade](http://www.brecorder.com/business-a-economy/189/1179450/)

[All NSA intel goes directly to Israel](http://www.presstv.ir/detail/2014/05/04/361217/all-nsa-intel-goes-directly-to-israel/)

**May 3**

[![863deaf-70ed-48b3-af3f-38c31d7ce32d_170x256-1](data:image/jpeg;base64,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)](http://bauscharddebate.com/wp-content/uploads/2014/04/8863deaf-70ed-48b3-af3f-38c31d7ce32d_170x256-1.jpg)[Greenwald debates Hayden on surveillance](http://rt.com/usa/156536-hayden-greenwald-state-surveillance-debate/)

[8 thought-provoking quotes from the debate](http://mashable.com/2014/05/02/greenwald-nsa-debate/)

[Snowden: Everyone under surveillance now](http://www.delhidailynews.com/news/Everyone-under-surveillance-now--Snowden-1399111584/)

[US, Germany fail to reach an agreement to limit surveillance](http://www.stripes.com/news/us-germany-fail-to-reach-agreement-to-limit-surveillance-1.281304)

**May 2**

[The shaky legal foundations of NSA surveillance](http://www.theatlantic.com/politics/archive/2014/05/the-shaky-legal-foundation-of-nsa-surveillance-on-americans/361476/)

[US surveillance court hasn’t turned down an NSA request this decade](http://motherboard.vice.com/read/the-us-surveillance-court-hasnt-turned-down-an-nsa-request-this-decade)

[White House seeks legal immunity for firms that hand over customer data](http://www.theguardian.com/world/2014/may/02/white-house-legal-immunity-telecoms-firms-bill)

[Apple, Facebook, others notify users of secret data demands](http://www.washingtonpost.com/business/technology/apple-facebook-others-defy-authorities-increasingly-notify-users-of-secret-data-demands-after-snowden-revelations/2014/05/01/b41539c6-cfd1-11e3-b812-0c92213941f4_story.html)

[Is state surveillance a legitimate defense of our freedoms?](http://www.theglobeandmail.com/globe-debate/is-state-surveillance-a-legitimate-defence-of-our-freedoms/article18368244/)

[White House weighs in on online privacy](http://www.washingtonpost.com/blogs/the-switch/wp/2014/05/01/the-white-house-finally-notices-online-privacy-rules-are-decades-out-of-date/)

[Merkel makes first visit since NSA scandal](http://www.dailysabah.com/europe/2014/05/02/merkel-makes-first-us-visit-since-nsa-scandal)

[In surveillance debate, White House turns its attention to Silicon Valley](http://www.nytimes.com/2014/05/03/us/politics/white-house-shifts-surveillance-debate-to-private-sector.html?_r=1)

David Sanger, New York Times, May 3, 2014http://www.nytimes.com/2014/05/03/us/politics/white-house-shifts-surveillance-debate-to-private-sector.html?\_r=1 “In Sureveillance Debate, White House turns to Sillicon Valley,” http://www.nytimes.com/2014/05/03/us/politics/white-house-shifts-surveillance-debate-to-private-sector.html?\_r=1

But by January, Mr. Obama had arrived in a different place. After approving, for five years, a government program to collect telephone metadata — the information about telephone numbers dialed and the duration of calls — he acceded to recommendations to leave that information in the hands of telecommunications companies. Quietly, the White House ended the wiretapping of dozens of foreign leaders.

**May 1**

[White House releases big data and privacy report](http://www.washingtonpost.com/blogs/the-switch/wp/2014/05/01/white-house-releases-big-data-and-privacy-report/)

[The race to bring NSA surveillance to the Supreme Court](http://www.theverge.com/2014/5/1/5671532/will-nsa-surveillance-ever-get-to-the-supreme-court)

[GCHQ sought access to NSA surveillance data](http://www.scmagazine.com/gchq-sought-nsas-mass-collection-of-surveillance-data/article/345180/)

**April 30th**

[What we know about the NSA surveillance program](http://www.politifact.com/punditfact/article/2014/apr/30/what-we-know-about-nsa-surveillance-program/)

[US government reviews online privacy protection](http://www.itweb.co.za/index.php?option=com_content&view=article&id=134156:US-govt-reviews-online-privacy-protection&catid=845)

[How the NSA undermined one of Obama’s top priorities](http://www.nationaljournal.com/daily/how-the-nsa-undermined-one-of-obama-s-top-priorities-20140429)

[States adopt new rules on eavesdropping](http://www.landlinemag.com/Story.aspx?StoryID=26948)

**April 29th**

[White house explains ‘disciplined, rigorous’ NSA policy](http://thehill.com/policy/technology/204668-white-house-explains-disciplined-rigorous-nsa-policy)

**April 26**

[Surveillance Court rejected Verizon lawsuit](http://www.washingtonpost.com/world/national-security/surveillance-court-rejected-verizon-challenge-to-nsa-calls-program/2014/04/25/78d430c2-ccc2-11e3-93eb-6c0037dde2ad_story.html)

[NSA internal documents lay down surveillance practices](http://www.asiantribune.com/node/79305)

D[rone debate: Proposal sparks privacy concerns](http://wpri.com/2014/04/25/drone-proposal-draws-privacy-concerns-may14/)

[Privacy backers looking for email protections](http://thehill.com/policy/technology/204432-privacy-backers-looking-for-email-protections)

**April 25**

[Putin callas internet a CIA Project](http://horseedmedia.net/news/2014/04/putin-calls-internet-cia-project-renewing-fears-web-breakup/)

[Is the NSA reading your emails?](http://blog.nj.com/njv_donald_scarinci/2014/04/is_the_nsa_reading_your_emails.html)

[The rise of the American corporate security state](http://www.whistleblower.org/blog/04242014-essential-reading-rise-american-corporate-security-state)

[US defends intelligence sweep](http://www.ndtv.com/article/world/us-defends-intelligence-sweep-as-same-as-allies-386435?curl=1398357769)

**April 24**

[House members push for debate on NSA snooping](http://blogs.rollcall.com/218/house-members-push-for-open-debate-on-nsa-snooping/?dcz=)

[Face recognition is the end of anonymity](http://www.independent.co.uk/life-style/gadgets-and-tech/features/facerecognition-software-is-this-the-end-of-anonymity-for-all-of-us-9278697.html)

**April 23**

[Here’s who should watch the watchmen](http://www.thedailybeast.com/articles/2014/04/23/here-s-who-should-watch-the-watchmen.html)

[Despite fears, MSN, others bet on US data centers](http://channelnomics.com/2014/04/23/despite-nsa-fears-microsoft-others-bet-u-s-data-centers/)

[Brazil passes trailblazing internet privacy law](http://www.ticotimes.net/2014/04/23/brazil-passes-trailblazing-internet-privacy-law)

**April 22**

[How the Russian surveillance state works](http://boingboing.net/2014/04/22/how-the-russian-surveillance-s.html)

[NSA reveals how PRISM works, but nothing is new](http://mashable.com/2014/04/22/nsa-prism-report/)

[Google working on end to end encryption for Gmail](http://timesofindia.indiatimes.com/Tech/Tech-News/Google-working-on-end-to-end-encryption-in-Gmail-Report/articleshow/34077467.cms)

**April 21**

[Putin must be called to account on surveillance](http://www.towardfreedom.com/51-global-news-and-analysis/global-news-and-analysis/3512-putin-must-be-called-to-account-on-surveillance-just-like-obama)  
[Secret exceptions to reasonable suspicion: who watches those watching you?](http://blogs.computerworld.com/privacy/23812/secret-exceptions-reasonable-suspicion-who-watches-watchers-watching-you)
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