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| **S.NO** | **Title** | **Year** | **Domain** |
| 1 | Secure Distributed Deduplication Systems | 2015 | Network security &secure computing |
| 2 | [privacy preserving public auditing for secure computing.](http://www.mediafire.com/download/94umxe94fb1zr8d/privacy+preserving+public+auditing+for+secure+computing.rar) | 2015 | Cloud computing |
| 3 | Privacy policy interface of user uploaded images on content sharing sites | 2015 | ImageProcessing |
| 4 | [Multiparty Access Control for Online Social Networks](http://ieeexplore.ieee.org/iel5/69/4358933/06193103.pdf?arnumber=6193103) | 2015 | Networking |
| 5 | Maximizing p2p file access availability in mobile Adhoc networking through replication for efficient file sharing. | 2015 | AdhocNetworks& VANET &MANET |
| 6 | Detecting Malicious Facebook Applications | 2015 | Network security &secure computing |
| 7 | Discovery of ranking for fraud mobile | 2015 | Datamining |
| 8 | key aggregate searchable encryption (KASE) for group data sharing via cloud storage | 2015 | Cloud computing |
| 9 | Ensuring distributed accountability for data shring in the cloud | 2015 | Cloud computing |
| 10 | Dynamic routing for data integrity and dealy differentiated services in wireless n/w's.- | 2015 | Wireless Sensor Networks |
| 11 | A load balancing model based on cloud partitioning for the cloud | 2015 | Cloud computing |
| 12 | Secure data retrieval for decentralized discreption tolerant military n/w's | 2015 |  |
| 13 | on summarisaton and timeline generation for evolutionary tweet streams | 2015 | Data mining |
| 14 | Control Cloud Data Access Privilege and Anonymity With Fully Anonymous Attribute-Based Encryption | 2015 | CloudComputing |
| 15 | Best Keyword Cover Search | 2015 | Data Mining |

|  |  |  |  |
| --- | --- | --- | --- |
| 16 | A Hybrid Cloud Approach for Secure Authorized | 2015 | Cloud Computing |
| 17 | Identity-based Encryption with Outsourced Revocation in CloudComputing | 2015 | Cloud Computing |
| 18 | Performance and cost evaluation of an adaptive encryption architecture for cloud databases | 2015 | Cloud Computing |
| 19 | Supporting Privacy Protection-OT | 2015 |  |
| 20 | Fully Anonymous Profile Matching in Mobile Social Network | 2015 | Networking |
| 21 | User-Defined Privacy Grid System for Continuous Location-Based Services | 2015 | Mobile Computing |
| 22 | An Attribute assisted Reranking Model for Web Image Search1 | 2015 | Image Processing and Multimedia |
| 23 | Anonymizing Collections of Tree-Structured Data | 2015 |  |
| 24 | Audit-Free Cloud Storage via Deniable Attribute-based Encryption | 2015 | Cloud Computing |
| 25 | Contributory Broadcast Encryption with Efficient Encryption and Short Cipher texts | 2015 | Network security &secure computing |
| 26 | DDSGA :A Data Driven Semi Global Alignment Approach for Detecting Masquerade Attacks | 2015 |  |
| 27 | E-Certificate | 2015 |  |
| 28 | Route-Saver-Leveraging-Route-APIs-for-Accurate-and-Efficient-Query-Processing-at-Location-Based-Services\_Complete | 2015 | Data Mining |
| 29 | Tweet Segmentation and Its Application to Named Entity Recognition | 2015 | Data Mining |
| 30 | Malware Propagation | 2015 | Data Mining |
| 31 | Scalable Constrained Spectral Clustering | 2015 | Data Mining |
| 32 | Cloud Armor: Supporting Reputation-based Trust Management for Cloud Services | 2015 | Cloud Computing |
| 33 | security evaluation of pattern classifiers undert attack | 2015 | Data Mining |
| 34 | Automatic test packet generation | 2015 |  |
| 35 | A Distortion-Resistant Routing Framework for Video | 2015 | Networking |
| 36 | Progressive Duplicate Detection | 2015 |  |
| 37 | Privacy-Preserving and Truthful Detection of Packet Dropping  Attacks in Wireless Ad Hoc Networks | 2015 | Mobile Computing |
| 38 | Identity-Based Encryption with Outsourced Revocation in Cloud Computing | 2015 | Cloud Computing |
| 39 | A Lightweight Secure Scheme for Detecting Provenance  Forgery and Packet Drop Attacks in Wireless Sensor Networks | 2015 | Network Secutiy |
| 40 | Energy-Efficient Fault-Tolerant Data Storage and Processing in Mobile Cloud | 2015 | Cloud Computing |
| 41 | provable multicopy dynamic data possession in cloud computing system | 2015 | Cloud Computing |
| 42 | Agent-based interactions and economic encounters in an intelligent intercloud | 2015 | Cloud Computing |
| 43 | making digital artifacts and economic | 2015 | Data Mining |
| 44 | A scalable and relible matching service for contentbased publish/subscribe systems | 2015 | Cloud Computing |
| 45 | A secure anti collusion data sharing schema dynamic group in cloud systems | 2015 | Cloud Computing |
| 46 | public integrity auditing for shared dynamic cloud data with group user revocation | 2015 | Cloud Computing |
| 47 | service operator aware trust scheme for resourse match making across multiple clouds | 2015 | Cloud Computing |
| 48 | Towards effective bug traige with software data reduction techniques | 2015 | Data Mining |
| 49 | Detecting malacious face book applications | 2015 | Networking and Service Computing,  Secure Computing |
| 50 | Geo community based broadcasting for data dissemination mobile social networks | 2015 |  |
| 51 | secure auditing and deduplicating data in cloud | 2015 |  |
| 52 | supporting privacy protection in websearch | 2015 |  |
| 53 | The three tier security scheme in wireles sensor n/w's with mobile sinks | 2015 |  |
| 54 | Energy efficient fault tolerant data storage and processing in motile cloud | 2015 |  |
| 55 | A computational dynamic trust model for user quterisation. | 2015 |  |
| 56 | Real-time detection from traffic twitter to stream analysis | 2015 |  |
| 57 | Improved Privacy-Preserving P2P Multimedia Distribution Based on  Recombined Fingerprints | 2015 | NetworkSecurity**&** SecureComputing |
| 58 | A Framework For Secure Computations With Two  Non-Colluding Servers And Multiple Clients, Applied  To Recommendat | 2015 |  |
| 59 | Towards Online Shortest Path Computation | 2015 |  |
| 60 |  |  |  |
| 61 |  |  |  |
| 62 |  |  |  |