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Module 8 Journal: Portfolio Reflection

**Adoption of a secure coding standard, and not leaving security to the end**

As a best practice in secure coding, the phrase “Don’t leave security to the end.” means that security coding practices should be implemented from the start of the software development life cycle. It should not be something that should be ignored until the very end or even worse, something that should not be ignored until a breach happens and the harm is done.

The first step I can take to prevent threats is by starting with the requirement. What type of threats can arise from going through the requirements. Are they financial threats, user data threats, company data threats or threats that could cause harm to human life. After finding the type of threats that can arise from unsecure software based on the requirements, unit tests should be created and be performed on the code from the start of development of code until the very end. Also, more unit testing should be done on areas where it may cause the highest level of threats like human lives.

One example of how to I plan to ensure that security is addressed intrinsically and not left until an issue is discovered is by having everyone working on the project to adhere to the company’s coding standards to increase consistency and readability of code. This will make everyone write consistent code quality that will be easier to find errors, reduce complexity and maintain the code.

**Evaluation and assessment of risk and cost benefit of mitigation**

Leaving security to the end or even failing to implement security throughout the life cycle is a top reason why identify theft happens as well as fraud and data leaks. The costs to mitigate these vulnerabilities, especially when they have already happened, are very high compared to if secure practices were implemented throughout the life cycle. To make matters worse, some of these costly incidents are caused by simple vulnerabilities that could have easily been fixed.

**Zero trust**

Zero trust is the idea of logging and inspecting all network traffic within an organization, limiting, and controlling access to the network, and verifying and secure resources like data and user login information. This ensures that everything that happens within the organization is being monitored and checked for any suspicious activity. There really is no one to trust when it comes to protecting a company’s data and intellectual property.

I feel like knowing a hacker’s motivation will help me adopt more secure coding standards. This will also enforce the concept of Zero Trust. With the many reasons why hackers hack, for money, make a point, disrupt services, steal information, etc. Makes me realize that no one should really be trusted either from outside a company or within. It is not about trusting your most trusted colleague, it is about keeping the data secure and with zero trust, this can be accomplished.

**Implementation and recommendations of security policies**

No program is 100% protected from vulnerabilities. There are always new threats emerging, so emerging threats should be analyzed and provide mitigation strategies accordingly. One example is to keep updating a company’s security policy. Also, software teams should be educated in what security is and how to apply best practices such as security principles into their code.
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