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**Internet Security**

Cyber security has always been a concern. In my opinion is one of the most important topics of the Internet, since part of our life is linked to the online world. An individual must be very careful on how they manage their activity on the web. There are many dangers that can target personal information or involve you in financial scams. I’m very careful with this matter, I usually keep my Windows PC protected with McAfee antivirus. I try not to visit websites that look suspicious or that ask you for personal and confidential information, same thing with e-mails.

This chapter helped me to understand this topic in a more detailed and professional way. Knowing the key components and alternatives to stay protected is critical to staying active on the web. The use of encryption is a very powerful tool, here I learned that this method has been widely used to transfer data. Is also very important to know about the different kinds of cyber-attacks that can put you at risk. Phishing, DoS, Adware, Malware, and Spyware are the main ones to be aware of.

Enhancing security is a very important section. On this section I observed many possible methods that can be used to ramp up security, including how to detect and remove potential malware. Also, is good to know that Brute Force Attacks are very dangerous and that if you are not using an effective antivirus it can be of great danger. Is also good to know about the different alternatives available to protect our online connections.