Documentation

1. This contain JWT Identity usage example with user role based authentication, authorization.
2. It help to sign out user after certain time by expiring refresh token.
3. It also set restriction on user based upon access token.
4. It authenticate multiple user roles and restrict user based upon that.

{

"name": "admin",

"userName": "admin",

"email": "admin1@gmail.com",

"password": "Admin11@"

}

{

"name": "John",

"userName": "john11",

"email": "john4@gmail.com",

"password": "JohnDoe11##”

}