Oggi ci occuperemo di due questioni a cavallo di giurisdizione e informatica.

Queste due presentazioni riguarderanno la perquisizione e l’ispezione informatica, con tecniche norme e modalità operative.

La perquisizione può essere utilizzata per individuare acquisire e preservare le informazioni, utili in qualsiasi caso solitamente.

Copie forensi in loco, il sequestro completo porta una serie di problematiche, specialmente perché sottraiamo degli strumenti utili per il proprio lavoro e cose del genere

Stumentazione di acquisizione varia nelle slide

Perquisizione in azienda, decreto di perquisizione, con presenza di avvocato, consulente tecnico di parte e assistenza di persone di fiducia.

Bisogna richiedere password e chiavi varie, ma per gli indagati non c’è l’obbligo

Vabeh sempre discorsi su integrità e autenticazione con hash e cose del genere

Consulente tecnico fa da supporto al PG o alla polizia

I verbali vengano firmati da tutti e siglati da tutti i partecipanti, sempre copie con verifiche di integrità, sempre chain of custody, sempre tenere sempre conto di chi era presente durante la forensics

ISPEZIONE INFORMATICA

Operazione mirata a cercare fonti di prove, non ci sono target espliciti solitamente

Se si usano strumenti hardware o software devono essere citati

Analisi post-mortem vabeh cose che ho già visto durante la creazione di alibi e analisi di social.

L’ispezione può essere anche estemporanea, la perquisizione deve essere fatta formalmente.