User gets authenticated. Every time any action of any controller is requested by Angular application, that should not process until and unless it is known to asp.net core web API application, that the request is coming from an authenticated user. How to make sure of that? The best way is to send the authentication information with every request from Angular application, to the web API application, which the web API will check and if authenticated, then will provide authorization to access the controller action, depending whether the user is authorized to access or not.

Class OtherDao{

OtherMethod(….){

}

}

Class LoginDao{

ValidateUser(….){

}

}

Class OtherController{

[HttpPost] OtherFn(…){

}

}

Class LoginController{

[HttpPost]Authenticate(…){

}

}

HTTP POST

Redirection

Class LoginService{

Public loginUser(…){

}

}

Class LoginComponent{

login(){

}

}

Login