**Module 3 Discussion Board – Form Input Validation**

**What:**  
Input validation is the process of checking user-entered data before it’s processed or stored. It ensures that values meet expected formats (like numbers, email addresses, or passwords) and prevents harmful input, such as SQL injection or script injections. Validation can happen on the client side (in the browser) and server side (on the JSP or backend). While client-side checks improve user experience, server-side validation is essential for real security.

**How:**  
Input validation is highly relevant in JSP/HTML forms because any form field can be misused if not checked. For example, a simple text field can be exploited by someone entering JavaScript instead of a name. I’ve used validation in small projects to make sure fields like email and phone numbers are in the right format. Even basic regex checks make forms more reliable and secure.

**Why:**  
Validating input helps maintain data quality, prevents security attacks, and builds trust with users. Without it, applications are exposed to risks like cross-site scripting (XSS) or SQL injection, which can compromise sensitive information. JSP developers should always validate on the server side, even if JavaScript validation is also used. Following OWASP and MDN best practices ensures safer forms.

**Code Example:**

<%

String email = request.getParameter("email");

if (email == null || !email.matches("^[A-Za-z0-9+\_.-]+@(.+)$")) {

out.println("Invalid email address");

} else {

out.println("Email accepted: " + email);

}

%>
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