第一章

4．设多表代换密码*Ci*=*AMi*＋*B* (mod 26)中，A是2×2矩阵，B是0矩阵，又知明文“dont”被加密为“elni”，求矩阵A。

解：明文对应数字为：3，14，13，19；密文对应数字为4，11，13，8

设A为![](data:image/x-wmf;base64,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)，则由名密文对应关系可得：

a11×3＋a12×14＝4(mod 26)

a21×3＋a22×14＝11(mod 26)

a11×13＋a12×19＝13(mod 26)

a21×13＋a22×19＝8(mod 26)

解以上四元一次方程组可得矩阵*A*＝![](data:image/x-wmf;base64,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)＝![](data:image/x-wmf;base64,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)

第二章

1．3级线性反馈移位寄存器在*c*3＝1时可有4种线性反馈函数，设其初始状态为(*a*1,*a*2,*a*3)=(1,0,1)，求各线性反馈函数的输出序列及周期。

解：此时线性反馈函数可表示为*f*(*a*1,*a*2,*a*3)=*a*1⊕*c*2*a*2⊕*c*1*a*3

当*c*1＝0，*c*2＝0时，*f*(*a*1,*a*2,*a*3)=*a*1⊕*c*2*a*2⊕*c*1*a*3＝*a*1，

输出序列为101101…， 周期＝3

当*c*1＝0，*c*2＝1时，*f*(*a*1,*a*2,*a*3)=*a*1⊕*c*2*a*2⊕*c*1*a*3＝*a*1⊕*a*2，

输出序列为10111001011100…，周期＝7

当*c*1＝1，*c*2＝0时，*f*(*a*1,*a*2,*a*3)=*a*1⊕*c*2*a*2⊕*c*1*a*3＝*a*1⊕*a*3，

输出序列为10100111010011…，周期＝7

当*c*1＝1，*c*2＝1时，*f*(*a*1,*a*2,*a*3)=*a*1⊕*c*2*a*2⊕*c*1*a*3＝*a*1⊕*a*2⊕*a*3，

有输出序列为1010…， 周期＝2

3．设n＝4，*f*(*a*1,*a*2,*a*3,*a*4)=*a*1⊕*a*4⊕1⊕*a*2*a*3，初始状态为(*a*1,*a*2,*a*3,*a*4)＝(1,1,0,1)，求此非线性反馈移位寄存器的输出序列及周期。

解：由反馈函数和初始状态得状态输出表为

(*a*4 *a*3 *a*2 *a*1) 输出 (*a*4 *a*3 *a*2 *a*1) 输出

1 0 1 1 1 1 1 1 1 1

1 1 0 1 1 0 1 1 1 1

1 1 1 0 0 1 0 1 1 1（回到初始状态）

所以此反馈序列输出为：11011…周期为5

5．设密钥流是由*n*级LFSR产生，其周期为2*n*－1，*i*是任一正整数，在密钥流中考虑以下比特对

(*Si*, *Si*+1), (*Si*+1, *Si*+2), …, (*Si*+2n－3, *S i*+2n－2), (*Si*+2n－2, *S i*+2n－1),

问有多少形如(*Sj*, *Sj*+1)＝(1,1)的比特对？证明你的结论。

答：共有2(n-2)

证明：

证明方法一：由于产生的密钥流周期为2*n*－1，且LFSR的级数为n，所以是m序列

以上比特对刚好是1个周期上，两两相邻的所有比特对，其中等于(1,1)的比特对包含在所有大于等于2的1游程中。由m序列的性质，所有长为*i*的1游程(1≤ i ≤n-2)有2*n*-*i*-1/2个，没有长为n－1的1游程，有1个长为n的1游程。

长为i (i>1)的1游程可以产生i-1个(1,1)比特对，

所以共有(1,1)比特对的数目*N*＝2*n*-2-2×(2－1)＋2*n*-3-2×(3－1)＋…＋2*n*-i-2×(i－1)＋…＋2*n*-(*n*－2)－2×(n－2－1)＋n－1＝![](data:image/x-wmf;base64,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)＋n－1＝2(n-2)

证明方法2：考察形如11\*…\*的状态的数目，共有2(n-2)个

6．已知流密码得密文串为1010110110和相应明文串0100010001，而且还已知密钥流是使用3级线性反馈移位寄存器产生的，试破译该密码系统。

解：由二元加法流密码的加密算法可知，将密文串和相应的明文串对应位模2加可得连续的密钥流比特为1110100111

设该三级线性反馈移位寄存器的反馈函数为*f*(*a*1,*a*2,*a*3)=*c*3*a*1⊕*c*2*a*2⊕*c*1*a*3

取其前6比特可建立如下方程

(*a*4*a*5*a*6)＝(*c*3,*c*2,*c*1)![](data:image/x-wmf;base64,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)，

即(*c*3,*c*2,*c*1)＝(*a*4*a*5*a*6)![](data:image/x-wmf;base64,AQAJAAAD8QEAAAIAHAAAAAAABQAAAAkCAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGAAAAAUAAAALAgAAAAAFAAAADAJAB+AJEgAAACYGDwAaAP////8AABAAAADA////sf///6AJAADxBgAACwAAACYGDwAMAE1hdGhUeXBlAACQARwAAAD7AiD/AAAAAAAAkAEAAAAABAIAEFRpbWVzIE5ldyBSb21hbgCIqfF3kanxdyAw83cJDWZiBAAAAC0BAAAIAAAAMgr5AEAJAQAAADF5CAAAADIKwAZpBwEAAAA1eQgAAAAyCsAGiwQBAAAANHkIAAAAMgrABrIBAQAAADN5CAAAADIKgARoBwEAAAA0eQgAAAAyCoAEjwQBAAAAM3kIAAAAMgqABK4BAQAAADJ5CAAAADIKQAJsBwEAAAAzeQgAAAAyCkACiwQBAAAAMnkIAAAAMgpAAqwBAQAAADF5HAAAAPsCIP8AAAAAAACQAQAAAAIEAgAQU3ltYm9sAACXDArkQPESAIip8XeRqfF3IDDzdwkNZmIEAAAALQEBAAQAAADwAQAACAAAADIK+QDFCAEAAAAteRwAAAD7AoD+AAAAAAAAkAEAAAACBAIAEFN5bWJvbAAA2AcK/0DxEgCIqfF3kanxdyAw83cJDWZiBAAAAC0BAAAEAAAA8AEBAAgAAAAyCmIGEAgBAAAA+nkIAAAAMgrtBBAIAQAAAPp5CAAAADIKeAMQCAEAAAD6eQgAAAAyCsgGEAgBAAAA+3kIAAAAMgoDAhAIAQAAAPl5CAAAADIKYgZAAAEAAADqeQgAAAAyCu0EQAABAAAA6nkIAAAAMgp4A0AAAQAAAOp5CAAAADIKyAZAAAEAAADreQgAAAAyCgMCQAABAAAA6XkcAAAA+wKA/gAAAAAAAJABAQAAAAQCABBUaW1lcyBOZXcgUm9tYW4AiKnxd5Gp8XcgMPN3CQ1mYgQAAAAtAQEABAAAAPABAAAIAAAAMgpgBpwGAQAAAGF5CAAAADIKYAa4AwEAAABheQgAAAAyCmAG4gABAAAAYXkIAAAAMgogBJUGAQAAAGF5CAAAADIKIAS/AwEAAABheQgAAAAyCiAE2wABAAAAYXkIAAAAMgrgAZwGAQAAAGF5CAAAADIK4AG4AwEAAABheQgAAAAyCuAB7QABAAAAYXkKAAAAJgYPAAoA/////wEAAAAAABwAAAD7AhQACQAAAAAAvAIAAACGAQICIlN5c3RlbQBiCQ1mYgAACgAhAIoBAAAAAAAAAABc8xIABAAAAC0BAAAEAAAA8AEBAAMAAAAAAA==)＝(0 1 0) ![](data:image/x-wmf;base64,AQAJAAADqQEAAAIAHAAAAAAABQAAAAkCAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGAAAAAUAAAALAgAAAAAFAAAADAJAB4AHEgAAACYGDwAaAP////8AABAAAADA////sf///0AHAADxBgAACwAAACYGDwAMAE1hdGhUeXBlAACQARwAAAD7AiD/AAAAAAAAkAEAAAAABAIAEFRpbWVzIE5ldyBSb21hbgCIqfF3kanxdyAw83fKDmZwBAAAAC0BAAAIAAAAMgr5AM4GAQAAADF5HAAAAPsCgP4AAAAAAACQAQAAAAAEAgAQVGltZXMgTmV3IFJvbWFuAIip8XeRqfF3IDDzd8oOZnAEAAAALQEBAAQAAADwAQAACAAAADIKYAbbBAEAAAAxeQgAAAAyCmAGvwIBAAAAMHkIAAAAMgpgBrkAAQAAADF5CAAAADIKIATdBAEAAAAweQgAAAAyCiAEvQIBAAAAMXkIAAAAMgogBLkAAQAAADF5CAAAADIK4AHbBAEAAAAxeQgAAAAyCuABvQIBAAAAMXkIAAAAMgrgAbkAAQAAADF5HAAAAPsCIP8AAAAAAACQAQAAAAIEAgAQU3ltYm9sAADZEArYQPESAIip8XeRqfF3IDDzd8oOZnAEAAAALQEAAAQAAADwAQEACAAAADIK+QBTBgEAAAAteRwAAAD7AoD+AAAAAAAAkAEAAAACBAIAEFN5bWJvbAAAEgoKM0DxEgCIqfF3kanxdyAw83fKDmZwBAAAAC0BAQAEAAAA8AEAAAgAAAAyCmIGngUBAAAA+nkIAAAAMgrtBJ4FAQAAAPp5CAAAADIKeAOeBQEAAAD6eQgAAAAyCsgGngUBAAAA+3kIAAAAMgoDAp4FAQAAAPl5CAAAADIKYgZAAAEAAADqeQgAAAAyCu0EQAABAAAA6nkIAAAAMgp4A0AAAQAAAOp5CAAAADIKyAZAAAEAAADreQgAAAAyCgMCQAABAAAA6XkKAAAAJgYPAAoA/////wEAAAAAABwAAAD7AhQACQAAAAAAvAIAAACGAQICIlN5c3RlbQBwyg5mcAAACgAhAIoBAAAAAAAAAABc8xIABAAAAC0BAAAEAAAA8AEBAAMAAAAAAA==)=(0 1 0) ![](data:image/x-wmf;base64,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)=(1 0 1)

所以*f*(*a*1,*a*2,*a*3)=*a*1⊕*a*3，即流密码的递推关系式为*ai*+3=*ai*+2⊕*ai*

8.设J-K触发器中{*ak*}和{*bk*}分别为3级和4级m序列，且

{*ak*}＝11101001110100…

{*bk*}＝001011011011000 001011011011000…

求输出序列{*ck*}及周期。

解：由于gcd(3，4)=1且*a*0＋*b*0＝1所以序列{*ck*}的周期为(23-1)(24-1)=105

又由J-K触发器序列的递推式*ck*=( *ak*+*bk*+1) )*ck*-1+*ak*，令*c*-1=0可得输出序列为：

{*ck*}=11001001…

9．设基本钟控序列产生器中{*ak*}和{*bk*}分别为2级和3级m序列，且

{*ak*}＝101101…

{*bk*}＝10011011001101…

求输出序列{*ck*}及周期。

解：序列{*ak*}的周期*p*1＝22－1＝3，序列{*bk*}的周期*p*2＝23－1＝7，*w*1＝*a*0＋*a*1＋*a*2＝2

而gcd(*w*1, *p*2)=1。所以序列{*ck*}的周期*p*＝*p*1*p*2＝3×7＝21

记LFSR2(产生序列{*bk*})的状态向量为*σk*，则*σ*0＝(100)，在LFSR1(产生序列{*ak*})的控制下，状态转移为：

{*ak*} 1 0 1 1 0 1 1 0 1 1 0 1 1 0 1

(100),(001),(001),(011),(110),(110),(101),(011),(011),(110),(100),(100),(001),(011),(011),(110)

1 0 0 0 1 1 1 0 0 1 1 1 0 0 0 1

{*ak*} 1 0 1 1 0 1 1 0 1

(101),(101),(011),(110),(110),(100),(001), (001),(011)

1 1 0 1 1 1 0 0 0

所以输出序列为100011100111000111011 1000…

第三章

3．在DES的CBC模式中C1的一个错误明显地将影响P1和P2的结果

（1）P2以后的分组不受影响，这是因为C1以后的密文都是正确的，而恢复明文主要看对应密文分组和其前一个密文分组的正确性。

（2）加密前的明文分组P1有1比特错误，则这一错误将在所有后续密文分组中传播，但接受者能够正确解密，除了P1的一个错误比特之外。这是因为相当于发送者将明文改变了1比特得到一个新明文，而该明文的对应密文正确的传送给了接受方。

4．在8bitCFB中密文字符中出现1比特错误，该错误将影响包括该密文的连续9组密文的解密。

第四章

10．设通信双方使用RSA加密体制，接收方的公开钥是(*e*，*n*)＝(5,35)，接收到的密文是C＝10，求明文M。

解：由n＝35，易知35＝5×7，进而*ϕ*(*n*)= *ϕ*(35)=24，

由RSA加密体制可知，*ed*≡1 mod *ϕ*(*n*)，即5*d*≡1 mod 24，所以*d*＝5

∴*M*=*Cd* mod *n*＝105 mod 35＝5

Ps：*ϕ*(*n*)=(p-1)(q-1)

13．在ElGamal体制中，设素数*p*＝71，本原根*g*＝7，

（1）如果接收方B的公开钥是*yB*＝3，发送方A选择的随机整数k＝3，求明文M＝30所对应的密文。

解：*C*1=*gk* mod *p*＝73 mod 71＝59

*C*2=*yBkM* mod *p*＝33×30 mod 71＝29

所以密文为(59，29)

（2）如果A选择另一个随机数k，使得明文M=30，加密后的密文是C＝（59，C2），求C2

解：由*C*1=*gk* mod *p*得59＝*gk* mod *p*＝7*k* mod 71，即k＝3

而*C*2=*yBkM* mod *p*＝33×30 mod 71＝29

14．设背包密码系统得超递增序列为（3，4，9，17，35），乘数为t＝19，模数k＝73，试对good night加密。

解：由*A*=（3，4，9，17，35），乘数为*t*＝19，模数*k*＝73，

得*B*=*t*×*A* mod *k*＝(57，3，25，31，8）

名文“good night”的编码为“00111”，“01111”，“01111”，“00100”，“00000”，“01110”“01001”“00111”“01000”“10100”

*f*(00111)=25+31+8=64，*f*(01111)=3+25+31+8=67，*f*(01111)=3+25+31+8=67，*f*(00100)=25

*f*(00000)=0，*f*(01110)=3+25+31=59，*f*(01001)=3+8=11，*f*(00111)=25+31+8=64，

*f*(01000)=3，*f*(10100)=57＋25=82＝9 mod 73

相应的密文为（64，67，67，25，0，59，11，64，3，9）

15．设背包密码系统的超递增序列为（3，4，8，17，33），乘数为t＝17，模数k＝67，试对密文25，2，72，92解密。

解：*t*－1mod *k*＝17－1 mod 67＝4 mod 67

所以4×(25，2，72，92)mod 67＝(33,8,20,33)

从而可得4个明文分组为(00001,00100,10010,00001)，所以由表4－5明文为：“ADRA”

19．已知点G=（2，7）在椭圆曲线E11(1,6)上，求2G和3G

解：求2G:

λ=(3×22＋1)/(2×7) mod11＝13×4 mod11＝8

x3＝82－2－2 mod 11＝5，y3＝8(2－5)－7 mod 11＝2

所以2G＝（5，2）

求3G＝2G＋G＝（5，2）＋（2，7）

λ=(7－2)/(2－5) mod11＝5×7 mod11＝2

x3＝22－5－2 mod 11＝8，y3＝2(5－8)－2 mod 11＝3

所以3G＝（8，3）

20．利用椭圆曲线实现ElGamal密码体制，设椭圆曲线是E11(1,6)，生成元G=（2，7），接收方A的秘密钥*nA*＝7

（1）求A的公开钥*PA*

解：*PA*＝7G＝2×2G＋3G

先求2×2G

λ=(3×52＋1)/2×2 mod11＝10×3 mod11＝8

x3＝82－5－5 mod 11＝10，y3＝8(5－10)－2 mod 11＝2

所以2×2G＝2×(5，2)＝(10，2)

*PA*＝(10，2)＋(8，3）

由于λ=(3－2)/(8－10) mod11＝1×5 mod11＝5

x3＝52－10－8 mod 11＝7，y3＝5(10－7)－2 mod 11＝2

所以*PA*＝(7，2)

（2）发送方B欲发送*Pm*＝(10，9)，选择随机数k＝3，求密文C

解：C=(*kG*，*Pm*＋*kPA*)，*kG*＝3G＝（8，3），*kPA*＝2*PA*＋*PA*＝3G+7G＝(2，7)＋(7，2)

由于λ=(2－7)/(7－2) mod11＝－1

x3＝(－1)2－2－7 mod 11＝3，y3＝－1(2－3)－7 mod 11＝5

*Pm*＋*kPA*＝(10，9)＋(3，5)

由于λ=(5－9)/(3－10) mod11＝－1

x3＝(－1)2－10－3 mod 11＝10，y3＝－1(10－10)－9 mod 11＝2

所以C=(*kG*，*Pm*＋*kPA*)＝（（8，3），（10，2））

（3）显示接收方*A*从密文*Cm*恢复消息*Pm*的过程

解：*Pm*＝（*Pm*＋*kPA*）－*nA*(*kG*)＝（10，2）－7（8，3）＝（10，2）－（3，5）

＝（10，2）＋（3，6）＝(10，9)

第五章

2．Diffie-Hellman密钥交换协议易受中间人攻击，即攻击者截获通信双方通信的内容后可分别冒充通信双方，以获得通信双方协商的密钥。详细分析攻击者如何实施攻击。

虽然Diffie-Hellman密钥交换算法十分巧妙，但由于**没有认证功能**，**存在中间人攻击**。当Alice和Bob交换数据时，Trudy拦截通信信息，并冒充Alice欺骗Bob，冒充Bob欺骗Alice。其过程如下：

(1)Alice选取大的随机数*x*，并计算*X*=*gx* (mod *P*)，Alice将*g*、*P*、*X*传送给Bob，但被Trudy拦截。

(2)Trudy冒充Alice选取大的随机数z，并计算*Z*=*gz*(mod *P*)，Trudy将Z传送给Bob。

(3)Trudy冒充Bob，再将*Z*=*gz*(mod *P*)传送给Alice。

(4)Bob选取大的随机数y，并计算*Y* =*gy*(mod *P*)，Bob将*Y*传送给Alice，但被Trudy拦截。

由(1)、(3)Alice与Trudy共享了一个秘密密钥*gxz*，由(2)、(4)Trudy与Bob共享了一个秘密密钥*gyz*。

以后在通信过程中，只要Trudy作中间人，Alice和Bob不会发现通信的异常，但Trudy可以获取所有通信内容。

3．Diffie-Hellman密钥交换过程中，设大素数*p*＝11，*a*＝2是*p*的本原根，

(1) 用户A的公开钥*YA*＝9，求其秘密钥*XA*

解：*XA*满足*YA*＝*aXA* mod *p* 即9＝2*XA* mod 11，所以由*XA*＝6

(2)设用户B的公开钥*YB*＝3，求A和B的共享密钥K

解：由Diffie-Hellman协议可知*K*= *YB XA* mod *p*＝36 mod 11＝3

4．线性同余算法*Xn*＋1＝(*aXn*) mod 24，问：

(1)该算法产生的数列的最大周期是多少？

解：由于模m＝24因此它没有原根，又由递推式不难得知*Xn*＝*anX*0 mod 24

因此该算法产生的序列的最大周期为*a* mod 24的最大阶*l*，而*l*|*ϕ*(24)，但*l*≠*ϕ*(24)＝8

若*l*＝4，则不难验证，*X*0=1,*a*＝3时，数列周期为4，因此该算法产生数列的最大周期是4

(2) *a*的值是多少？

解：a必须满足gcd(a,24)=1，所以a在{1,3,5,…,15}中取值。

周期为4的有{3，5，11，13}，即为a的取值

(3) 对种子有何限制？

答：种子*X*0必须满足gcd(*X*0,24)=1。

5．在Shamir秘密分割门限方案中，设k＝3，n＝5，q＝17，5个子密钥分别是8、7、10、0、11，从中任选3个，构造插值多项式并求秘密数据s

解：取*f*(1)=8, *f*(2)=7, *f*(4)=0,构造插值多项式

*f*(*x*)=8(x-2)(x-4)/(1-2)(1-4)+7(x-1)(x-4)/(2-1)(2-4)＋0(x-1)(x-2)/(4-1)(4-2)

=8(x-2)(x-4)6+7(x-1)(x-4)8 mod 17

=2*x*2+10*x*+13

*s*= *f*(0)=13

第七章

1．在DSS数字签名标准中，取p=83=2×41+1，q＝41，h＝2，于是g≡22≡4 mod 83，若取x＝57，则*y*≡*gx*≡457＝77 mod 83。在对消息M=56签名时选择k＝23,计算签名并进行验证。

解：这里忽略对消息M求杂凑值的处理

计算*r*＝(*gk* mod *p*) mod *q*＝(423 mod 83) mod 41=51 mod 41=10

*k*-1mod q=23-1 mod 41=25

*s*=*k*-1(*M*+*xr*) mod *q*=25(56+57\*10) mod 41=29

所以签名为(*r*,*s*)=(10,29)

接收者对签名(*r*′,*s*′)=(10,29)做如下验证：

计算w＝(*s*′)-1 mod *q*=29-1 mod 41=17

u1＝[*M*′w] mod *q*=56\*17 mod 41=9

u2＝*r*′w mod *q*＝10×17 mod 41＝6

v＝(*gu*1*y*u2 mod *p*) mod *q*=(49×776 mod 83) mod 41＝10

所以有v＝*r*′，即验证通过。