In 2007, there was a major cybersecurity breach of the public website of 7-Eleven, in which the convenience store’s customer debit card information was leaked and cash was withdrawn from the corresponding customer bank accounts. Two Russian hackers used an SQL injection vulnerability to gain unauthorized to 7-Eleven’s servers through its public-facing website, then leveraged this access into servers supporting Citibank-branded ATM terminals located in 7-Eleven stores. Steps were immediately taken by 7-Eleven to contain the security breach.