# Resumen Ejecutivo:\*\*

El proveedor proveedor-test.com ha experimentado cuatro filtraciones de datos en los últimos dos años, según los registros de HaveIBeenPwned. Se han detectado exposiciones potenciales de red y servicios no seguros, como una IP con puerto 22 expuesto sin autenticación (Shodan), un documento PDF confidencial indexado por Google (Google Dorks), y un archivo firmado que ha sido detectado como sospechoso por 8 motores antivirus en VirusTotal. Además, se han reportado accesos no autorizados relacionados con campañas de phishing en 2023. Sin embargo, se han detectado pocos nuevos incidentes críticos en los últimos seis meses. El proveedor ha implementado algunas medidas de seguridad, como roles y responsabilidades de seguridad, políticas internas de seguridad y el uso de antivirus, pero carece de varios controles críticos.

# \*\*Nivel de Riesgo General:\*\*

El nivel de riesgo general para el proveedor proveedor-test.com se evalúa en ALTO, debido a la presencia de varios incidentes de filtración de datos y exposiciones potenciales de red y servicios no seguros. El porcentaje de riesgo se estima en un 85%.

# \*\*Controles Críticos no Cumplidos o Parcialmente Cumplidos:\*\*

1. Realización de un análisis de riesgos específico para el contrato

2. Verificación y auditoría de terceros subcontratados

3. Cumplimiento de cláusulas explícitas de seguridad en los contratos de contratación pública

# \*\*Recomendaciones Especificas y Priorizadas:\*\*

1. El proveedor debe realizar un análisis de riesgos específico para el contrato, con una prioridad alta, para identificar y mitigar los riesgos específicos de su entorno operacional.

2. El proveedor debe verificar y auditar a los terceros subcontratados para garantizar que están cumpliendo con las políticas de seguridad adecuadas.

3. El proveedor debe incluir cláusulas explícitas de seguridad en sus contratos de contratación pública, para garantizar que los proveedores de servicios cumplen con las normas de seguridad adecuadas.

# \*\*Conclusión:\*\*

El proveedor proveedor-test.com carece de varios controles críticos de seguridad, lo que eleva el riesgo general a un nivel alto. Las recomendaciones específicas priorizadas son la realización de un análisis de riesgos, la verificación y auditoría de terceros subcontratados, y la inclusión de cláusulas explícitas de seguridad en los contratos de contratación pública.