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# 프로젝트 목적 및 배경

DDOS 공격이 난무한 요즘 그 공격원리를 이해하기 위하여 이 프로젝트를 결정하였습니다.

Python 언어가 간단 명료하여 이 언어로 빠른 시일내에 툴 제작을 하기로 하였습니다.

Python 의 입지가 넓어지는 현재 라이브러리들을 최대한 이용하여 작성하기로 하였습니다..

개발 환경

python

(공격자)Kali\_linux ,(피해자)Web\_server

슬로우 리스 공격 , tcp/udp 플러딩 공격 , land 공격

1. 프로젝트 기간 : 2020.12.14 ~ 2020.12.30
2. 주요 기능
   1. land공격으로 dos 공격을 수행할수 있으며, tcp/udp 플러딩 공격을 통하여 서버부하를 일으킬수 있으며, 슬로우리스 공격으로 http 패킷 변조를 수행할 수 있다.

프로젝트 개요

python으로 간단 명료하게 라이브러리를 이용하여 툴을 빠른 시일내에 제작하여 학습하는곳에 의의를 두고 있습니다.

프로젝트 목적 및 배경  
DDOS 공격이 난무한 요즘 그 공격기법의 원리를 알아 막아낼수 있기 위하여 이 프로젝트를 수행한다

본문 내용은 스타일의 ‘본문’을 적용합니다. (본문1)

프로젝트 배경

DDOS 공격 피해

1. 금융권을 노린 DDOS 공격
   1. 원격 근무가 시행된 코로나시대에 금융권또한 원격근무를 하는 요즘 DDOS 공격이 잦고있습니다. 한국거래소의 경우 지난 8월에 이어 최근에도 디도스 공격을 받아 공시사이트 접속이 지연되는 등 홈페이지 운영에 차질을 빚었다. 최근에는 적은 양의 트래픽을 사용해 서버를 다운시키는 `슬로우로리스(Slowloris)` 공격, 금전을 요구하는 `랜섬 디도스` 공격 형태로 진화하고 있어 체계적인 보안 전략으로 대응해야 한다는 조언이다.

2020년 12월4일 카이스트는 교직원과 학생들의 개인정보가 유출되는 사고가 발생하였다.

DOS, DDOS공격에 위험성

이런 공격들은 원격근무를 하는 요즘 급증하고 있다. 피해규모는 상상을 초월하며 더 큰 피해를 입기전에 막하야한다

내용 내에서 강조해야 할 경우 (내용1)

본문 내용은 스타일의 ‘본문’을 적용합니다. (본문1)

이 단계의 제목은 스타일의 ‘제목1’을 적용합니다. (제목1)

|  |  |  |
| --- | --- | --- |
| 표 | 내용구분 | 내용구분 |
| 구분 | 내용 | 내용 |
| 구분 | 내용 | 내용 |
| 구분 | 내용 | 내용 |

이 단계의 제목은 스타일의 ‘제목1’을 적용합니다.(제목1)

이 단계의 제목은 스타일의 ‘제목2’를 적용합니다. (제목 2)

이 단계의 제목은 스타일의 ‘제목3’를 적용합니다. (제목3-2)

내용 내에서 강조해야 할 경우 (내용1)

본문 내용은 스타일의 ‘본문’을 적용합니다. (본문1)

내용 내에서 강조해야 할 경우 (내용1)

본문 내용은 스타일의 ‘본문’을 적용합 니다. (본문1)