|  |  |  |  |
| --- | --- | --- | --- |
| **编号** | **事件描述** | **根本原因** | **类型** |
| 1 | 开发、测试人员认可度不高 | 没有开发人员需要的功能，或操作复杂不够简便 | 商业风险 |
| 2 | 用户使用频率不高 | 用户进行接口测试或者前端功能测试的需求不大 | 用户风险 |
| 3 | 人员不能及时到位 | 无法快速组建技术团队 | 人员风险 |
| 4 | 无法获得足够的推广费用 | 产品快速推广时，需要大量的资金，目前团队不具备，需要寻找投资 | 资金风险 |
| 5 | 在软件开发过程中，开发人员离职 | 钱不够或者干的不爽 | 人员风险 |
| 6 | 运行过程中平台崩溃 | 硬件资源不够 | 资金风险 |
| 7 | 用户提交操作后不能返回结果 | 用户的操作千变万化，有些极端的情况容易被遗漏、测试不到。 | 过程风险 |
| 8 | 平台遭到恶意攻击 | 没有做到上传代码或文件的审查工作或对用户输入的特殊字符进行过滤 | 过程风险 |