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1. 次のAttackコントラクトは，EtherStoreコントラクトに対してRe-Entrancy 攻撃を 実行するSolidtyコードである．攻撃機序を説明せよ．

　まず，Attackコントラクトの５行目から７行目において，攻撃対象のコントラクトの残高を取得する．その後，の残高がAMOUNTより大きければ，からAMOUNTだけの残高を引き出す．ここまでは通常の操作であるが，今回の攻撃ではここでfallback関数という特殊な処理を行うことにより，再びよりAMOUNTの量だけ残高を引き出すことができる．Re-Entrancy攻撃では，より残高を引き出すたびにfallback関数を使用することにより，何度でも残高を引き出すという攻撃である．

　このような攻撃が可能となる原因は，処理が「残高の引き出し」→「の残高の更新」という順に行われているからである．残高の引き出しを行ったときにfallback関数を呼び出すことによって，の残高を更新させずに引き出し操作を行うことができる．

1. SolidityにおけるRe-Entrancy 攻撃の対策を考察せよ．

　Re-Entrancy攻撃は，の残高を更新する前に引き出していたことが脆弱性となっていたため，「の残高の更新」→「残高の引き出し」の順に操作を行うことで防ぐことができると考えられる．

　あるいは，出金処理中は他の処理を受け付けないようにすることでfallback関数を拒否することができると考えられる．
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