![](data:image/jpeg;base64,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)

**School of Computer Science and Engineering (SCOPE)**

**B.tech- Computer Science and Engineering**

**CSE3501 – Information Security Analysis and Audit**

**J Component**

**Review-1**

Title: Mitigating ARP spoofing-based attacks on IOT systems

Submitted By

Jaivant Vassan – 19BCE2322

Divakar.A.S – 19BCE2337

Kabhilan S – 19BCE2339

B.S.Sandheep – 19BCE2341

Prithvi Saran S – 19BCE2344

Faculty: Dr. Vimala Devi K

Slot: L9 + L10

**ABSTRACT:**

ARP poisoning (also known as ARP spoofing) is a form of LAN-based cyber-attack that includes delivering malicious ARP packets to a LAN's default gateway in order to alter the IP to mac address table's pairings. IP addresses are translated into mac addresses via the ARP mechanism. Because the ARP protocol was created for efficiency rather than security, ARP poisoning attacks are relatively simple to carry out as long as the attacker has control of or is directly connected to a computer on the target LAN.

**PROBLEM STATEMENT**

ARP has a few fundamental security issues since it changes the host's ARP cache table in the absence of trustworthy mutual agreement processes while delivering request/reply messages. The attacker takes advantage of this lack of verification to manipulate the cache table by broadcasting fake ARP packets association his/her own MAC address to the IP address of the target or vice versa. The latter creates the perfect conditions for attacks like DOS and the former could lead to massive data leaks.

The most efficient method to prevent ARP spoofing is making the network as secluded as possible i.e., making it difficult for external devices to access the network.

That is why IFTTT based networks are in risk, as they have relaxed rules on addition of new devices on the network.

IOT based systems like smart homes often comprise of IFTTT(if this, then that) based applets to give users more freedom on modifying the interoperability of the devices.A very good example would be home security systems whose interface apps often allow users to add more devices to the IOT network. While this freedom often helps in ease of access and efficiency, it severely compromises the security of the network by creating potential entry points for attackers.

**OBJECTIVE:**

We plan to implement a model that makes it very hard for the attackers to have their fake ARP packets validated while compromising as little as possible.

A successful ARP spoofing-attempt allows the attacker to open up the network for various risks like Man in the Middle attack, Denial of Service etc., We plan to analyse a home automation system for suitable circumstances for attacks and the potential risks they pose and also estimate the damage to the network and its devices should an attack prove successful.

Then we plan to compare and analyse the impact our solution would have in mitigating the possibility of these risks while also taking into account the loss in efficiency because of the methods employed by our model.

**LITERATURE SURVEY:**

|  |  |  |  |
| --- | --- | --- | --- |
| **Paper Details** | **Problem and Objectives** | **Proposed Methodology** | **Limitations** |
| A New Detection and Prevention System for ARP Attacks Using Static Entry  S. Hijazi and M. S. Obaidat  IEEE Systems Journal, Sept. 2019 | This paper proposes a new static IP-MAC approach for LAN  specific client-server architecture, which does not need any extra constraint to fix ARP security problem. This approach was  built for LANs under a static IP address settings. The experiments are conducted on different measurements of detection  and prevention ARP attacks to find out the best results. | The idea used in this paper to prevent the ARP poisoning attacks is through a simple static entries solution where the dynamic IPMAC is mapped to the static state. There are many tools which are there to detect the arp attack for example ARPwner,wind ow ARP spoofed etc, But none of these software protect from ARP attack. In this particular paper they have adopted passive and active approach | 1) The TCP is a stateful protocol. Thus, unlike ARP, replies will not be processed unless a request has been made.  2) The TCP uses sequence number and acknowledgement numbers for sequencing packets. These also provides authorization to packet. That is, a malicious node on the network cannot inject TCP packets in the communication. |
| Mitigation for Brute Force Attack against  IP/CCTV Camera Login  Devang Thakar, Hepi Suthar  IJRASET, Mar 2020 | The researchers aim to evaluate the  different vulnerabilities of the IP camera which can be used by attackers to exploit and misuse the IP camera. Their finding shows  the different vulnerabilities of the IP camera and not much strong mitigation system to prevent against those vulnerabilities. They aim to  suggest a method to counter Brute Force attack and reiterate the need of good login system. | First of all when user opens the portal of ip camera he/she will see the registration page where he/she has to  fill-up the details such as username, password, email id. Along with the basic details one more thing he/she has to input for  registration which is an image of his/her choice. The only allowed file types for the image are PNG, JPG and JPEG. As soon as user  enters the details and click on registration button. System will fetch the hash value of the image file using MD5 and SHA1 hashing  algorithms. After fetching the hash value system will encrypt that hash value and finally store that value into the database. During login the user must upload the same image and only if the hashes match can the user login. | 1. MD5 crypt's 128-bit output size would become the limiting factor in security. A brute force attacker could more easily find short strings hashing to the same value as a user's password than guess the actual password.  2. SHA-1 provides insufficient protection against collision attacks. An attacker could iterate over all possible combinations of secret key, creating a new hash until a matching hash was found. |
| Address Resolution Protocol Based Attacks: Prevention and Detection Schemes.  Francis Xavier Christopher D., Divya C.  ICCBI 2018 | This  paper discusses about the ARP poisoning attacks and focuses on reviewing  various mechanisms developed for attack detection and prevention with specified analysis to their advantages. Different attack detection and mitigation  methods are evaluated in addition to comparison in terms of key parameters.  This study helps in understanding the strategy employed for ARP attack  detection and mitigation and developing a framework for improvement. | Several solutions have been proposed for manipulate the ARP poisoning problem. The ARP watch, ARP Guard are manual solutions, so these depend on administrator to process the ARP cache, which is achieved by specialized network tools. This solution involves assigning a static IP address to all hosts in the LAN, also setting VLAN (Virtual LAN) and so on. This technique laborious for administrators and there is no mechanism to distinguish between a malicious and genuine host, as well as this solution is unsuitable for DHCP environments. | The Bombing Packets Attack, MAC, IP Cloning Attacks, the attacker can also pretend to be a receiver devise. This means impersonated an important entity like bank and obtain private information about user. In fact, ARP poisoning attacks violate all the security rules: confidentiality, integrity, and availability. Since the attacker |
| An analysis of security solutions for ARP poisoning attacks and its effects on medical computing.  Prabadevi, B., Jeyanthi, N. & Abraham, A.  Int J Syst Assur Eng Manag 11, 1–14 (2020). | This paper analyzes the  existing defence systems against ARP attacks and proposes  three different techniques for detecting and preventing the  ARP attacks. The three techniques ensure security of traditional ARP and its impact in Medical computing where a  single bit inversion could lead to wrong diagnosis. | Cross-layer Consistency Checking (CLCC), Timestamp and Counter based approach (TSCBA) and Extended TCBA in large data centre networks. (TCDCN) | TCDCN mitigation technique effectively performs the attack prevention by moving NULL MAC addresses, available MAC addresses, Multicast addresses detection before cross-layer inspection, thus reducing the computational time and cost involved in Data tables Scanning. However, it may still incur some considerable cost in maintenance. TCDCN can detect the ARPbased DoS, MiTM, Cloning and host migration issues. |
| Towards Secure Smart Home IoT: Manufacturer and User Network Access Control Framework  M. Al-Shaboti, I. Welch, A. Chen and M. A. Mahmood,  IEEE AINA 2018 | In this paper, the reasearchers propose an SDN-based framework for  enforcing network static and dynamic access control, where  manufacturers, security providers, and users can cooperate to  enhance the smart home IoT security. They also  proposed IPv4 ARP server as an NFV security service to mitigate  ARP spoofing attack by replying to ARP requests in the network.  They aim to implement a prototype to demonstrate the functionality of  the framework against common attack scenarios (i.e. network  scanning, ARP spoofing). | Proposed approach has  three features: a) it allows the manufacturers to enforce the least  privileged policy for IoT, and hence reduce the risk associated  with exposing IoT to the Internet; b) it enables to enforce access  policy as a feedback from security services; c) it enables users to  customize IoT access based on social and contextual needs (e.g.  only permits LAN access to the IoT through his/her mobile),  which reduce the attack surface within the network. | The list of SDN challenges consists of: Controller placement, Scalability, Performance, Security, Interoperability and Reliability. SDN controllers must be wisely configured and the SDN's network topology authenticated to prevent manual errors and increase network availability.  Applicable only for IPv4 ARP spoofing an nor IPv6.  DPDK ARP server was able to handle only  up to 50 parallel ARP requests |

**EXISTING METHODOLOGIES:**

There are two techniques introduced to detect ARP spoofing: the passive approach and the active approach. The passive approach involves monitoring the ARP traffic and looking for inconsistencies in the IP-MAC mapping. The main drawback of this approach is the time lapse between learning and detecting spoofing. The detection that uses an active approach is injecting ARP packets into the network to probe for inconsistencies. The active technique is scalable, faster, intelligent, and more reliable in detecting attacks than the passive techniques.

A technique is in existence using ICMP requests by collecting and analysing the ARP packets, and then it uses ICMP request packets to probe for a malicious host, according to its response packets. The ARP spoofing detection architecture is divided into four

modules.

1) The ARP packet sniffer module: This is meant to sniff all ARP packets from the Ethernet.

2) The IP-MAC mapping database: It compares two table entries in the database in order to check for a new MAC entry for the same IP entry. If found, it assumes it to be a spoof and then sends that IP to the ARP spoofing detection module.

3) The ARP spoofing detection module: It sends an ICM packet to the requesting IP address, and if a reply comes from that host, it decides if the host is legitimate or fake, with returns to the real MAC to update the database.

4) The Response module: It is used to alert the detecting ARP of a spoofing attack. Detection using routing trace is used to find a change in the network movement path to protect the internal network. This technique detects ARP attacks through real-time monitoring (TTL) of the ARP cache table.

**PROPOSED ALTERNATE METHODOLOGY:**

A gateway-based approach to filter out the malicious ARP packets would be efficient. We plan to add an intelligent device capable of handling the packets about to be received by the devices in the network. Through IP - forwarding, the packets sent to the devices from other devices or vice versa could be made to pass through the aforementioned gateway, to undergo screening.While this gateway device would be capable of controlling the flow of the packets,(i.e.,block them from reaching the destination) it would need a reference table to check the authenticity of the the packets, we intend to create a script capable of identifying the fake packets by comparing the no. of request/response packets. The purpose of the script is to eliminate the need for manual updating of the reference table, as manual entries could prove inefficient when there is a large number of devices in the network.