基于攻击图概率的安全度量
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摘要：如今，为了保护网络资源的严谨性，量化潜在的多阶段、多种脆弱性的攻击显得十分重要。一种基于脆弱性之间的因果关系的模型使其变的可行，即攻击图。本篇文章提出了一种基于攻击图概率的网络安全度量模型，并研究了它的效率计算。首先给出了该模型的定义，然后提供了一些关于该模型的简单且有指导作用的解释。接下里，通过带有环的攻击图深入理解该模型的定义，延展其定义。在很多案例中，直接通过定义来计算该度量并不高效，为未来如何提高其高效性提供了启发和方向。

1 介绍

对于日渐复杂的网络环境，传统二进制思想逐渐不再适用于网络安全（无论是攻击或是防守）。实际上，网络中的漏洞被发现后还是会存在，因为各种因素的存在，比如环境因素、开销和代价、网络任务等。为了通过最高效的方式去除漏洞的残余，我们需要评估并测量攻击者利用结合多种漏洞来危害网络环境的可能性。

最近，关于安全度量的研究受到了很大的关注。但是现有的网络安全度量标准一般集中于对个体漏洞进行测量。例如，通用漏洞评分系统（CVSS）从每一个独立的漏洞入手估量了其潜在影响和在环境下的评估。由于影响力、破坏力以及相关性需要在该漏洞危及关键资源的时候才能被测量，而这种攻击行为需要多个漏洞的结合，所以该评价体系存在着一个很大的局限。

另一方面，业界已经对漏洞之间的原理性关系做了很多的工作，这种关系通常以攻击图的形式编制。攻击图帮助人们理解关键资源是否能通过多次复杂的攻击所获取。但是，攻击图作为一个定性模型，其依然把安全问题看作一个非此即彼的问题，即将网络看作是完全安全的（关键资源不可被攻击所得到）或完全不安全的。这个限制是因为通常情况下在各种安全配置中获得一个最好的选择是从业者最希望的。

可以清楚的认识到，目前的安全评估和安全定性模型之间存在着分歧，因为目前的安全评估主要针对单个漏洞而安全定性模型将安全问题定义为非此即彼。为了填补两者之间的界限，我们提出了一种概率度量方法来估量网络安全性。此度量方法从目前的安全评估方法和安全定性模型入手。更具体的说，该工作结合目前度量方法中对单个漏洞的评估度量出一个网络整体的评分。这个结合的过程基于以攻击图方式编制的漏洞之间原理性关系。其中最关键的挑战在于处理带环复杂攻击图。首先本文不考虑环的问题先定义了基础度量且提供了这个度量的直观解释。在这个解释的基础上本文扩展了带环攻击图的定义。最后，本文调研了该度量的时间效率，其中揭示了如果直接通过定义出发计算度量值通常比较低效从而提供了优化计算的一些启发。

本文剩下内容的安排如下。第二章给出了一个动机性的示例。第三张定义了本文提出的度量方法以及探究如何解决攻击图中的环状问题。第四章提供了对度量效率的启发。第五章为相关工作，第六章是本文的总结。

2 攻击图以及动机性示例