## AURA 構成

| **基本構成** | **お客様設定／説明** |
| --- | --- |
| AWS リージョン | ap-northeast-1: Asia Pacific (Tokyo) |
| インタビューID | プロジェクトID: 139 (Hanasaku)  インタビューIDs: 217 (Hanasaku E-Application)  235 (Hanasaku Paper Application)  253 (Hanasaku Simplified Issue 1)  255 (Hanasaku Simplified Issue 2)  256 (Hanasaku Simplified Issue 3) |
| 会社コード | NLI |
| 認証 | DMT および RMT へのユーザーのログインはRGAのActive Directoryによる認証を用いています。お客様の用いている認証とのシングルサインオンとして構成することも可能です。  システム間の認証はAURA APIを通じてRGAのActive Directoryに登録されたサービスアカウントを用いて行います。 |
| サービスアカウント | 非本番環境: svc4auranissaytest  本番環境: svc4auranissay |

# AURAとの連携

## AURA APIエンドポイント

AURAサービスとの連携はインターネット上でHTTPS (TLS 1.2) を用いて行われます。

下表はAURAの各環境のエンドポイントの情報を示しています。

| 環境 | AURAサービス | URL |
| --- | --- | --- |
| Production Authoring  (開発・テスト) | Disclosure Engine | [https://coretk-prod-disclosures.auraservices.cloud/disclosures](about:blank) |
| Rules Service \* | [https://axasg-prod-aurarules.auraservices.cloud/aurarules/services/rules](about:blank) |
| Document Generation \* | https://ap-preprod-dgsapi.auraservices.cloud/dgsapi/ |
| Authorization | [https://auth.auraservices.cloud/auth/api/v1/system/authenticate](about:blank) |
| Pre-Production  (プレビュー) | Disclosure Engine | [https://coretk-preprod-disclosures.auraservices.cloud/disclosures](about:blank) |
| Rules Service \* | https://axasg-preprod-aurarules.auraservices.cloud/aurarules/services/rules |
| Document Generation \* | https://ap-preprod-dgsapi.auraservices.cloud/dgsapi/ |
| Authorization | [https://auth.auraservices.cloud/auth/api/v1/system/authenticate](about:blank) |
| Production Service  (本番) | Disclosure Engine | [https://coretk-prodsrv-disclosures.auraservices.cloud/disclosures](about:blank) |
| AURA Rules \* | https://axasg-prodsrv-aurarules.auraservices.cloud/aurarules/services/rules |
| Document Generation \* | https://ap-dgsapi.auraservices.cloud/dgsapi/ |
| Authorization | [https://auth.auraservices.cloud/auth/api/v1/system/authenticate](about:blank) |

\*注: はなさく生命様ではご利用いただいていないサービス

## 認可リクエスト Request X-AppEnvironment ヘッダ

| 環境 | AURA サービス | X-AppEnvironment の値 |
| --- | --- | --- |
| Production Authoring  (開発・テスト) | Disclosure Engine | prod-coretk |
| Rules Service \* | prod-hnsaku |
| Document Generation \* | preprod-coreap |
| Pre-Production  (プレビュー) | Disclosure Engine | preprod-coretk |
| Rules Service \* | preprod-hnsaku |
| Document Generation \* | preprod-coreap |
| Production Servicing  (本番) | Disclosure Engine | prodsrv-coretk |
| AURA Rules \* | prodsrv-hnsaku |
| Document Generation \* | prodsrv-coreap |

\*注: はなさく生命様ではご利用いただいていないサービス

## Cross-Origin Resource Sharing (CORS)

お客様がJavaScript APIを用いてAURA Disclosure Engine UI (DEUI) を利用する場合、RGAはお客様サーバーのURLを[Cross-Origin Resource Sharing](about:blank) (CORS) ホワイトリストに登録する必要があります。

CORSはHTTPヘッダを用いてブラウザにあるオリジン（例：はなさく生命様サーバー）で実行されているウェブアプリケーションに、異なるオリジン（例：AURA）のリソースにアクセスすることを許可する仕組みです。ウェブアプリケーションは自身のオリジンと異なるオリジンのリソースをリクエストされたとき、オリジン間（Cross-Origin）のHTTPリクエストを行います。

CORSはブラウザとサーバーがオリジン間のリクエストを許可するのかどうかを定義します。それは同一オリジン間でのリクエストのみを許可するよりも有用で、すべてのオリジン間のリクエストを許可するよりも安全です。

異なるドメインでホスティングされているアプリケーションからAURA Disclosure Engineにアクセスするために、CORSはDisclosure Engineに実装されており、クライアント側にはコードの追加や構成は必要ありません。必要なことはお客様のドメインがRGAインフラストラクチャチームによりホワイトリスト登録されることだけです。