连云港专业技术继续教育—网络信息安全总题库及答案

**信息安全技术试题及答案**

**信息安全网络基础：**

一、判断题

1. 信息网络的物理安全要从环境安全和设备安全两个角度来考虑。**√**

2. 计算机场地可以选择在公共区域人流量比较大的地方。**×**

3. 计算机场地可以选择在化工厂生产车间附近。**×**

4. 计算机场地在正常情况下温度保持在 18~28 摄氏度。**√**

5. 机房供电线路和动力、照明用电可以用同一线路。**×**

6. 只要手干净就可以直接触摸或者擦拔电路组件，不必有进一步的措施。**×**

7. 由于传输的内容不同，电力线可以与网络线同槽铺设。**×**

8. 接地线在穿越墙壁、楼板和地坪时应套钢管或其他非金属的保护套管，钢管应与接地线做电气连通. **√**

9. 新添设备时应该先给设备或者部件做上明显标记，最好是明显的无法除去的标记 ,以防更换和方便查找赃物。**√**

10. 机房内的环境对粉尘含量没有要求。**×**

11. 有很高使用价值或很高机密程度的重要数据应采用加密等方法进行保护。**√**

12. 纸介质资料废弃应用碎纸机粉碎或焚毁。**√**

**容灾与数据备份**

一、判断题

1. 灾难恢复和容灾具有不同的含义。**×**

2. 数据备份按数据类型划分可以分成系统数据备份和用户数据备份。**√**

3. 对目前大量的数据备份来说，磁带是应用得最广的介质。**√**

4. 增量备份是备份从上次完全备份后更新的全部数据文件。**×**

5. 容灾等级通用的国际标准 SHARE 78 将容灾分成了六级。**×**

6. 容灾就是数据备份。**×**

7. 数据越重要，容灾等级越高。**√**

8. 容灾项目的实施过程是周而复始的。**√**

9. 如果系统在一段时间内没有出现问题，就可以不用再进行容灾了。**×**

二、单选题

1. 代表了当灾难发生后，数据的恢复程度的指标是

A.RPO B.RTO C.NRO D.SDO

2. 代表了当灾难发生后，数据的恢复时间的指标是

A.RPO B.RTO C.NRO D.SD0

3. 容灾的目的和实质是

A. 数据备份 B.心理安慰 C. 保持信息系统的业务持续性 D.系统的有益补充

4. 容灾项目实施过程的分析阶段，需要进行

A. 灾难分析 B. 业务环境分析

C. 当前业务状况分析 D. 以上均正确

5. 目前对于大量数据存储来说，容量大、成本低、技术成熟、广泛使用的介质是一一一。

A.磁盘 B. 磁带 c. 光盘 D. 自软盘

6. 下列叙述不属于完全备份机制特点描述的是一一一。

A. 每次备份的数据量较大 B. 每次备份所需的时间也就校长

C. 不能进行得太频繁 D. 需要存储空间小

7. 下面不属于容灾内容的是

A. 灾难预测 B.灾难演习 C. 风险分析 D.业务影响分析

8、IBM TSM Fastback 是一款什么软件（ ）

A、防病毒产品； B、入侵防护产品； C、上网行为管理产品； D、数据存储备份产品

9、IBM TSM Fastback产品使用的什么技术（ )

A、磁盘快照； B、文件拷贝； C、ISCSI技术； D、磁盘共享

12、IBM TSM Fastback产品DR（远程容灾）功能备份的是什么（ ）

A、应用系统； B、本地备份的数据； C、文件系统； D、数据库

三、多选题

1. 信息系统的容灾方案通常要考虑的要点有一一。

A. 灾难的类型 B. 恢复时间

C. 恢复程度 D. 实用技术

E 成本

2. 系统数据备份包括的对象有一一一。

A. 配置文件 B.日志文件 C. 用户文档 D.系统设备文件

3. 容灾等级越高，则一一一。

A. 业务恢复时间越短 C. 所需要成本越高 B. 所需人员越多 D. 保护的数据越重要

4、数据安全备份有几种策略（ ）

A、全备份； B、增量备份； C、差异备份； D、手工备份

5、建立Disaster Recovery（容灾系统）的前提是什么（ ）多选

A、自然灾害（地震、火灾，水灾...)； B、人为灾害（错误操作、黑客攻击、病毒发作...)

C、技术风险（设备失效、软件错误、电力失效...）

6、IBM TSM Fastback 可以支持数据库系统包括（ ）多选

A、MS SQL； B、Oracle； C、DB2； D、MY SQL

7、IBM TSM Fastback 可以支持的存储介质包括（ ）

A、磁带介质； B、磁盘介质； C、磁带库； D、磁盘柜

**基础安全技术**

系统安全

一、判断题

1. 常见的操作系统包括 DOS 、UNIX 、Linux、Windows 、 Netware 、 Oracle 等。**×**

2. 操作系统在概念上一般分为两部分 : 内核 (Kernel) 以及壳 (SheIl), 有些操作系统 的内核与壳完全分开 ( 如 Microsoft Windows 、 UNIX 、 Linux 等 ); 另一些的内核与壳关系紧 密 ( 如 UNIX 、 Linux 等内核及壳只是操作层次上不同而已。**×**

3. 域帐号的名称在域中必须是唯一的，而且也不能和本地帐号名称相同，否则会引起混乱。**×**

4.Windows 防火墙能帮助阻止计算机病毒和蠕虫进入用户的计算机，但该防火墙不能检测或清除已经感染计算机的病毒和蠕虫**√**

5. 数据库系统是一种封闭的系统，其中的数据无法由多个用户共享。**×**

6. 数据库安全只依靠技术即可保障。**×**

7. 通过采用各种技术和管理手段，可以获得绝对安全的数据库系统。**×**

8. 数据库管理员拥有数据库的一切权限。**√**

9. 完全备份就是对全部数据库数据进行备份。**√**

二、单选题

1.Windows 系统的用户帐号有两种基本类型，分别是全局帐号和

A. 本地帐号 B. 域帐号 C. 来宾帐号D. 局部帐号

2.Windows 系统安装完后，默认情况下系统将产生两个帐号，分别是管理员帐号和二一。

A. 本地帐号 B. 域帐号 C. 来宾帐号 D. 局部帐号

3. 计算机网络组织结构中有两种基本结构，分别是域和

A. 用户组 B. 工作组 C. 本地组 D. 全局组

4. 某公司的工作时间是上午 8 点半至 12 点，下午 1 点至 5 点半，每次系统备份需要一

个半小时，下列适合作为系统数据备份的时间是一一一。

A. 上午 8 点 B. 中午 12 点 C. 下午 3 点 D. 凌晨 1 点

5 、.FTP( 文件传输协议 ,File Transfer Protocol, 简称 HP) 服务、 SMTP( 简单邮件传 输协议 ,Simple Mail Transfer Protocol, 简称 SMTP) 服务、 HTTP( 超文本传输协议 ,Hyper Text Transport Protocol, 简称 HTTP) 、 HTIPS( 加密并通过安全端口传输的另一种 HTIm 服 务分别对应的端口是

A.25 21 80 554 B.21 25 80 443 C.21 110 80 554 D.21 25 443 554

三、多选题

1. 操作系统的基本功能有

A. 处理器管理 B. 存储管理 C. 文件管理 D. 设备管理

2.Windows 系统中的用户组包括

A. 全局组 B. 本地组

C. 特殊组 D. 标准组

3.Windows 系统登录流程中使用的系统安全模块有

A. 安全帐号管理 (Semrity Account Manager, 简称 SAM) 模块

B.Windows 系统的注册 (Winhgon) 模块

C. 本地安全认证 (Local Security Authority, 简称 LSA) 模块

D. 安全引用监控器模块

4. 数据库故障可能有

A. 磁盘故障 B. 事务内部的故障

C. 系统故障 D. 介质故障

E. 计算机病毒或恶意攻击

**网络安全**

一、判断题

1. 防火墙是设置在内部网络与外部网络 ( 如互联网 ) 之间，实施访问控制策略的一个或一组系统**√**

2. 软件防火墙就是指个人防火墙。**×**

3. 防火墙必须要提供 VPN 、 NAT 等功能。**×**

4. 即使在企业环境中，个人防火墙作为企业纵深防御的一部分也是十分必要的。**√**

5. 只要使用了防火墙，企业的网络安全就有了绝对的保障。**×**

6. 防火墙规则集应该尽可能的简单 ,- 规则集越简单，错误配置的可能性就越小，系统就越安全。**√**

7. 在一个有多个防火墙存在的环境中，每个连接两个防火墙的计算机或网络都是DMZ 。**√**

8. 所有的漏洞都是可以通过打补丁来弥补的。**×**

9. 通过网络扫描，可以判断目标主机的操作系统类型。**√**

10. 在计算机上安装防病毒软件之后，就不必担心计算机受到病毒攻击。**×**

11. 计算机病毒可能在用户打开 "txt" 文件时被启动。**√**

12. 在安全模式下木马程序不能启动。**×**

13. 大部分恶意网站所携带的病毒就是脚本病毒。**√**

14. 利用互联网传播已经成为了计算机病毒传播的一个发展趋势。**√**

二、单选题

1. 防火墙提供的接入模式不包括一一一。

A. 网关模式 B.透明模式 C. 混合模式 D.旁路接入模式

2. 下面关于 DMZ 区的说法错误的是

A. 通常 DMZ 包含允许来自互联网的通信可进入的设备，如 Web 服务器、 FTP 服务器、 SMTP 服务器和 DNS 服务器等

B. 内部网络可以无限制地访问外部网络以及 DMZ

C.DMZ 可以访问内部网络

D. 有两个 DMZ 的防火墙环境的典型策略是主防火墙采用 NAT 方式工作，而内部防 火墙采用透明模式工作以减少内部网络结构的复杂程度

3. 下面病毒出现的时间最晚的类型是

A. 携带特洛伊术马的病毒 B. 以网络钓鱼为目的的病毒

C. 通过网络传播的蠕虫病毒 D.OEice 文档携带的宏病毒

4. 不能防止计算机感染病毒的措施是

A. 定时备份重要文件

B. 经常更新操作系统

C. 除非确切知道附件内容，否则不要打开电子邮件附件

D. 重要部门的计算机尽量专机专用与外界隔绝

5. 企业在选择防病毒产品时不应该考虑的指标为

A. 产品能够从一个中央位置进行远程安装、升级 '

B. 产品的误报、漏报率较低

C. 产品提供详细的病毒活动记录

D. 产品能够防止企业机密信息通过邮件被传出

6. 病毒传播的途径有

A. 移动硬盘 B. 内存条

C. 电子邮件 D. 聊天程序

E 网络浏览

7. 可能和计算机病毒有关的现象有

A. 可执行文件大小改变了

B. 在向写保护的 U 盘复制文件时屏幕上出现 U 盘写保护的提示

C. 系统频繁死机

D. 内存中有来历不明的进程

E. 计算机主板损坏

**应用安全**

一、判断题

1. 运行防病毒软件可以帮助防止遭受网页仿冒欺诈。**√**

2. 由于网络钓鱼通常利用垃圾邮件进行传播，因此，各种反垃圾邮件的技术也都可以用来反网络钓鱼。**√**

3. 网络钓鱼的目标往往是细心选择的一些电子邮件地址。**√**

4. 如果采用正确的用户名和口令成功登录网站，则证明这个网站不是仿冒的。**×**

5. 在来自可信站点的电子邮件中输入个人或财务信息是安全的。**×**

6. 可以采用内容过滤技术来过滤垃圾邮件。**√**

7. 黑名单库的大小和过滤的有效性是内容过滤产品非常重要的指标。**√**

8. 随着应用环境的复杂化和传统安全技术的成熟，整合各种安全模块成为信息安全领域的一个发展趋势**√**

9 启发式技术通过查找通用的非法内容特征，来尝试检测新形式和已知形式的才肤内容。**√**

10. 白名单方案规定邮件接收者只接收自己所信赖的邮件发送者所发送过来的邮件。**√**

11. 实时黑名单是简单黑名单的进一步发展，可以从根本上解决垃圾邮件问题。**×**

二、单选题

1. 以下不会帮助减少收到的垃圾邮件数量的是一一一。

A. 使用垃圾邮件筛选器帮助阻止垃圾邮件 .

B. 共享电子邮件地址或即时消息地址时应小心谨慎

C. 安装入侵检测软件

D. 收到垃圾邮件后向有关部门举报

三、多选题

1. 下列邮件为垃圾邮件的有

A. 收件人无法拒收的电子邮件

B. 收件人事先预定的广告、电子刊物等具有宣传性质的电子邮件 C. 含有病毒、色情、反动等不良信息或有害信息的邮件

D. 隐藏发件人身份、地址、标题等信息的电子邮件

E. 含有虚假的信息源、发件人、路由等信息的电子邮件

2. 垃圾邮件带来的危害有

A. 垃圾邮件占用很多互联网资源

B. 垃圾邮件浪费广大用户的时间和精力

C. 垃圾邮件提高了某些公司做广告的效益

D. 垃圾邮件成为病毒传播的主要途径

E. 垃圾邮件迫使企业使用最新的操作系统

3. 网页防篡改技术包括

A. 网站采用负载平衡技术 B. 防范网站、网页被篡改

C. 访问网页时需要输入用户名和口令 D. 网页被篡改后能够自动恢复

E 采用 HITPS 协议进行网页传输主

4. 网络钓鱼常用的手段有

A. 利用垃圾邮件 B. 利用假冒网上银行、网上证券网站

C. 利用虚假的电子商务 D. 利用计算机病毒

E. 利用社会工程学

5. 内容过滤的目的包括

A. 阻止不良信息对人们的侵害

B. 规范用户的上网行为，提高工作效率

C. 防止敏感数据的泄漏

D. 遏制垃圾邮件的蔓延

E. 减少病毒对网络的侵害

7. 内容过滤技术的应用领域包括

A. 防病毒 B.网页防篡改 C. 防火墙 D.入侵检测 E. 反垃圾邮件

|  |  |
| --- | --- |
| 1282 | 信息网络的物理安全要从环境安全和设备安全两个角度来考虑. |
|  | A 正确 B 错误 |
| 1283 | 计算机场地可以选择在公共区域人流量比较大的地方。 |
|  | A 正确 B 错误 |
| 1284 | 计算机场地可以选择在化工厂生产车间附近。 |
|  | A 正确 B 错误 |
| 1285 | 计算机场地在正常情况下温度保持在18～28摄氏度。 |
|  | A 正确 B 错误 |
| 1286 | 机房供电线路和动力、照明用电可以用同一线路。 |
|  | A 正确 B 错误 |
| 1287 | 只要手干净就可以直接触摸或者擦拔电路组件，不必有进一步的措施。 |
|  | A 正确 B 错误 |
| 1288 | 备用电路板或者元器件、图纸文件必须存放在防静电屏蔽袋内，使用时要远离静电敏感器件。 |
|  | A 正确 B 错误 |
| 1289 | 屏蔽室是一个导电的金属材料制成的大型六面体，能够抑制和阻挡电磁波在空气中传播。 |
|  | A 正确 B 错误 |
| 1290 | 屏蔽室的拼接、焊接工艺对电磁防护没有影响。 |
|  | A 正确 B 错误 |
| 1291 | 由于传输的内容不同，电力线可以与网络线同槽铺设。 |
|  | A 正确 B 错误 |
| 1292 | 接地线在穿越墙壁、楼板和地坪时应套钢管或其他非金属的保护套管，钢管应与接地线做电气连通。地线做电气连通。 |
|  | A 正确 B 错误 |
| 1293 | 新添设备时应该先给设备或者部件做上明显标记，最好是明显的无法除去的标记，以防更换和方便查找赃物。 |
|  | A 正确 B 错误 |
| 1294 | TEMPEST技术，是指在设计和生产计算机设备时，就对可能产生电磁辐射的元器件、集成电路、连接线、显示器等采取防辐射措施，从而达到减少计算机信息泄露的最终目的。 |
|  | A 正确 B 错误 |
| 1295 | 机房内的环境对粉尘含量没有要求。 |
|  | A 正确 B 错误 |
| 1296 | 防电磁辐射的干扰技术，是指把干扰器发射出来的电磁波和计算机辐射出来的电磁波混合在一起，以掩盖原泄露信息的内容和特征等，使窃密者即使截获这一混合信号也无法提取其中的信息。 |
|  | A 正确 B 错误 |
| 1297 | 有很高使用价值或很高机密程度的重要数据应采用加密等方法进行保护。 |
|  | A 正确 B 错误 |
| 1298 | 纸介质资料废弃应用碎纸机粉碎或焚毁。 |
|  | A 正确 B 错误 |
| 1299 | 以下不符合防静电要求的是\_\_\_\_。 |
|  | A 穿合适的防静电衣服和防静电鞋 B 在机房内直接更衣梳理 C 用表面光滑平整的办公家具D 经常用湿拖布拖地 |
| 1300 | 布置电子信息系统信号线缆的路由走向时，以下做法错误的是\_\_\_\_。 |
|  | A 可以随意弯折 B 转弯时，弯曲半径应大于导线直径的10倍C 尽量直线、平整D 尽量减小由线缆自身形成的感应环路面积 |
| 1301 | 对电磁兼容性(Electromagnetic Compatibility，简称EMC)标准的描述正确的是\_\_\_\_。 |
|  | A 同一个国家的是恒定不变的B 不是强制的 C 各个国家不相同 D 以上均错误 |
| 1302 | 物理安全的管理应做到\_\_\_\_。 |
|  | A 所有相关人员都必须进行相应的培训，明确个人工作职责B 制定严格的值班和考勤制度，安排人员定期检查各种设备的运行情况 C 在重要场所的进出口安装监视器，并对进出情况进行录像 D 以上均正确 |
| 1303 | 场地安全要考虑的因素有\_\_\_\_。 |
|  | A 场地选址 B 场地防火 C 场地防水防潮 D 场地温度控制 E 场地电源供应 |
| 1304 | 火灾自动报警、自动灭火系统部署应注意\_\_\_\_。 |
|  | A 避开可能招致电磁干扰的区域或设备 B 具有不间断的专用消防电源 C 留备用电源 D 具有自动和手动两种触发装置 |
| 1305 | 为了减小雷电损失，可以采取的措施有\_\_\_\_。 |
|  | A 机房内应设等电位连接网络 B 部署UPS C 设置安全防护地与屏蔽地 D 根据雷击在不同区域的电磁脉冲强度划分，不同的区域界面进行等电位连接 E 信号处理电路 |
| 1306 | 会导致电磁泄露的有\_\_\_\_。 |
|  | A 显示器 B 开关电路及接地系统 C 计算机系统的电源线 D 机房内的电话线 E 信号处理电路 |
| 1307 | 磁介质的报废处理，应采用\_\_\_\_。 |
|  | A 直接丢弃B 砸碎丢弃 C 反复多次擦写 D 专用强磁工具清除 |
| 1308 | 静电的危害有\_\_\_\_。 |
|  | A 导致磁盘读写错误，损坏磁头，引起计算机误动作 B 造成电路击穿或者毁坏 C 电击，影响工作人员身心健康 D 吸附灰尘 |
| 1309 | 防止设备电磁辐射可以采用的措施有\_\_\_\_。 |
|  | A 屏蔽 B 滤波 C 尽量采用低辐射材料和设备 D 内置电磁辐射干扰器 |
| 1310 | 灾难恢复和容灾具有不同的含义。 |
|  | A 正确 B 错误 |
| 1311 | 数据备份按数据类型划分可以分成系统数据备份和用户数据备份。 |
|  | A 正确 B 错误 |
| 1312 | 对目前大量的数据备份来说，磁带是应用得最广的介质。 |
|  | A 正确 B 错误 |
| 1313 | 增量备份是备份从上次进行完全备份后更改的全部数据文件。 |
|  | A 正确 B 错误 |
| 1314 | 容灾等级通用的国际标准SHARE 78将容灾分成了六级。 |
|  | A 正确 B 错误 |
| 1315 | 容灾就是数据备份。 |
|  | A 正确 B 错误 |
| 1316 | 数据越重要，容灾等级越高。 |
|  | A 正确 B 错误 |
| 1317 | 容灾项目的实施过程是周而复始的。 |
|  | A 正确 B 错误 |
| 1318 | 如果系统在一段时间内没有出现问题，就可以不用再进行容灾了。 |
|  | A 正确 B 错误 |
| 1319 | SAN针对海量、面向数据块的数据传输，而NAS则提供文件级的数据访问功能。 |
|  | A 正确 B 错误 |
| 1320 | 廉价磁盘冗余阵列(RAID)，基本思想就是将多只容量较小的、相对廉价的硬盘进行有机组合，使其性能超过一只昂贵的大硬盘。 |
|  | A 正确 B 错误 |
| 1321 | 代表了当灾难发生后，数据的恢复程度的指标是\_\_\_\_。 |
|  | A RPO B RTOC NROD SDO |
| 1322 | 代表了当灾难发生后，数据的恢复时间的指标是\_\_\_\_。 |
|  | A RPO B RTO C NROD SDO |
| 1323 | 我国《重要信息系统灾难恢复指南》将灾难恢复分成了\_\_\_\_级。 |
|  | A 五 B 六 C 七D 八 |
| 1324 | 容灾的目的和实质是\_\_\_\_。 |
|  | A 数据备份B 心理安慰 C 保持信息系统的业务持续性 D 系统的有益补充 |
| 1325 | 容灾项目实施过程的分析阶段，需要进行\_\_\_\_。 |
|  | A 灾难分析B 业务环境分析C 当前业务状况分析 D 以上均正确 |
| 1326 | 目前对于大量数据存储来说，容量大、成本低、技术成熟、广泛使用的介质是\_\_\_\_。 |
|  | A 磁盘 B 磁带 C 光盘D 软盘 |
| 1327 | 下列叙述不属于完全备份机制特点描述的是\_\_\_\_。 |
|  | A 每次备份的数据量较大B 每次备份所需的时间也就较长C 不能进行得太频繁 D 需要存储空间小 |
| 1328 | 下面不属于容灾内容的是\_\_\_\_。 |
|  | A 灾难预测 B 灾难演习C 风险分析D 业务影响分析 |
| 1329 | 信息系统的容灾方案通常要考虑的要点有\_\_\_\_。 |
|  | A 灾难的类型 B 恢复时间 C 恢复程度 D 实用技术 E 成本 |
| 1330 | 系统数据备份包括的对象有\_\_\_\_。 |
|  | A 配置文件 B 日志文件 C 用户文档 D 系统设备文件 |
| 1331 | 容灾等级越高，则\_\_\_\_。 |
|  | A 业务恢复时间越短 B 所需人员越多 C 所需要成本越高 D 保护的数据越重要 |
| 1332 | 对称密码体制的特征是：加密密钥和解密密钥完全相同，或者一个密钥很容易从另一个密钥中导出。 |
|  | A 正确 B 错误 |
| 1333 | 公钥密码体制算法用一个密钥进行加密，而用另一个不同但是有关的密钥进行解密。 |
|  | A 正确 B 错误 |
| 1334 | 公钥密码体制有两种基本的模型：一种是加密模型，另一种是认证模型。 |
|  | A 正确 B 错误 |
| 1335 | 对信息的这种防篡改、防删除、防插入的特性称为数据完整性保护。 |
|  | A 正确 B 错误 |
| 1336 | PKI是利用公开密钥技术所构建的、解决网络安全问题的、普遍适用的一种基础设施。 |
|  | A 正确 B 错误 |
| 1337 | PKI系统的基本组件包括\_\_\_\_。 |
|  | A 终端实体 B 认证机构 C 注册机构 D 证书撤销列表发布者 E 证书资料库 f 密钥管理中心 |
| 1338 | 数字证书可以存储的信息包括\_\_\_\_。 |
|  | A 身份证号码、社会保险号、驾驶证号码 B 组织工商注册号、组织组织机构代码、组织税号 C IP地址 D Email地址 |
| 1339 | PKI提供的核心服务包括\_\_\_\_。 |
|  | A 认证 B 完整性 C 密钥管理 D 简单机密性 E 非否认 |
| 1340 | 常见的操作系统包括DOS、0S／2、UNIX、XENIX、Linux、Windows、Netware、Oracle等。 |
|  | A 正确 B 错误 |
| 1341 | 操作系统在概念上一般分为两部分：内核(Kernel)以及壳(Shell)，有些操作系统的内核与壳完全分开(如Microsoft Windows、UNIX、Linux等)；另一些的内核与壳关系紧密(如UNIX、Linux等)，内核及壳只是操作层次上不同而已。 |
|  | A 正确 B 错误 |
| 1342 | Windows系统中，系统中的用户帐号可以由任意系统用户建立。用户帐号中包含着用户的名称与密码、用户所属的组、用户的权利和用户的权限等相关数据。 |
|  | A 正确 B 错误 |
| 1343 | Windows系统的用户帐号有两种基本类型：全局帐号(GlobalAccounts)和本地帐号(LocalAccounts)。 |
|  | A 正确 B 错误 |
| 1344 | 本地用户组中的Users(用户)组成员可以创建用户帐号和本地组，也可以运行应用程序，但是不能安装应用程序，也可以关闭和锁定操作系统。 |
|  | A 正确 B 错误 |
| 1345 | 本地用户组中的Guests(来宾用户)组成员可以登录和运行应用程序，也可以关闭操作系统，但是其功能比Users有更多的限制。 |
|  | A 正确 B 错误 |
| 1346 | 域帐号的名称在域中必须是唯一的，而且也不能和本地帐号名称相同，否则会引起混乱。 |
|  | A 正确 B 错误 |
| 1347 | 全局组是由本域的域用户组成的，不能包含任何组，也不能包含其他域的用户，全局组能在域中任何一台机器上创建。 |
|  | A 正确 B 错误 |
| 1348 | 在默认情况下，内置DomainAdmins全局组是域的Administrators本地组的一个成员，也是域中每台机器Administrator本地组的成员。 |
|  | A 正确 B 错误 |
| 1349 | Windows XP帐号使用密码对访问者进行身份验证，密码是区分大小写的字符串，最多可包含16个字符。密码的有效字符是字母、数字、中文和符号。 |
|  | A 正确 B 错误 |
| 1350 | 如果向某个组分配了权限，则作为该组成员的用户也具有这一权限。例如，如果BackupOperators组有此权限，而Lois又是该组成员，则Lois也有此权限。 |
|  | A 正确 B 错误 |
| 1351 | Windows文件系统中，只有Administrator组和ServerOperation组可以设置和去除共享目录，并且可以设置共享目录的访问权限。 |
|  | A 正确 B 错误 |
| 1352 | 远程访问共享目录中的目录和文件，必须能够同时满足共享的权限设置和文件目录自身的权限设置。用户对共享所获得的最终访问权限将取决于共享的权限设置和目录的本地权限设置中宽松一些的条件。 |
|  | A 正确 B 错误 |
| 1353 | 对于注册表的访问许可是将访问权限赋予计算机系统的用户组，如Administrator、Users、Creator／Owner组等。 |
|  | A 正确 B 错误 |
| 1354 | 系统日志提供了一个颜色符号来表示问题的严重程度，其中一个中间有字母“!”的黄色圆圈(或三角形)表示信息性问题，一个中间有字母“i”的蓝色圆圈表示一次警告，而中间有“stop”字样(或符号叉)的红色八角形表示严重问题。 |
|  | A 正确 B 错误 |
| 1355 | 光盘作为数据备份的媒介优势在于价格便宜、速度快、容量大。 |
|  | A 正确 B 错误 |
| 1356 | Windows防火墙能帮助阻止计算机病毒和蠕虫进入用户的计算机，但该防火墙不能检测或清除已经感染计算机的病毒和蠕虫。 |
|  | A 正确 B 错误 |
| 1357 | Web站点访问者实际登录的是该Web服务器的安全系统，“匿名”Web访问者都是以IUSR帐号身份登录的。 |
|  | A 正确 B 错误 |
| 1358 | UNIX的开发工作是自由、独立的，完全开放源码，由很多个人和组织协同开发的。UNIX只定义了一个操作系统内核。所有的UNIX发行版本共享相同的内核源，但是，和内核一起的辅助材料则随版本不同有很大不同。 |
|  | A 正确 B 错误 |
| 1359 | 每个UNIX／Linux系统中都只有一个特权用户，就是root帐号。 |
|  | A 正确 B 错误 |
| 1360 | 与Windows系统不一样的是UNIX／Linux操作系统中不存在预置帐号。 |
|  | A 正确 B 错误 |
| 1361 | UNIX／Linux系统中一个用户可以同时属于多个用户组。 |
|  | A 正确 B 错误 |
| 1362 | 标准的UNIX／Linux系统以属主(Owner)、属组(Group)、其他人(World)三个粒度进行控制。特权用户不受这种访问控制的限制。 |
|  | A 正确 B 错误 |
| 1363 | UNIX／Linux系统中，设置文件许可位以使得文件的所有者比其他用户拥有更少的权限是不可能的。 |
|  | A 正确 B 错误 |
| 1364 | UNIX／Linux系统和Windows系统类似，每一个系统用户都有一个主目录。 |
|  | A 正确 B 错误 |
| 1365 | UNIX／Linux系统加载文件系统的命令是mount，所有用户都能使用这条命令。 |
|  | A 正确 B 错误 |
| 1366 | UNIX／Linux系统中查看进程信息的who命令用于显示登录到系统的用户情况，与w命令不同的是，who命令功能更加强大，who命令是w命令的一个增强版。 |
|  | A 正确 B 错误 |
| 1367 | Httpd.conf是Web服务器的主配置文件，由管理员进行配置，Srm.conf是Web服务器的资源配置文件，Access.conf是设置访问权限文件。 |
|  | A 正确 B 错误 |
| 1368 | 一个设置了粘住位的目录中的文件只有在用户拥有目录的写许可，并且用户是文件和目录的所有者的情况下才能被删除。 |
|  | A 正确 B 错误 |
| 1369 | UNIX／Linux系统中的／etc／shadow文件含有全部系统需要知道的关于每个用户的信息(加密后的密码也可能存于／etc／passwd文件中)。 |
|  | A 正确 B 错误 |
| 1370 | 数据库系统是一种封闭的系统，其中的数据无法由多个用户共享。 |
|  | A 正确 B 错误 |
| 1371 | 数据库安全只依靠技术即可保障。 |
|  | A 正确 B 错误 |
| 1372 | 通过采用各种技术和管理手段，可以获得绝对安全的数据库系统。 |
|  | A 正确 B 错误 |
| 1373 | 数据库的强身份认证与强制访问控制是同一概念。 |
|  | A 正确 B 错误 |
| 1374 | 用户对他自己拥有的数据，不需要有指定的授权动作就拥有全权管理和操作的权限。 |
|  | A 正确 B 错误 |
| 1375 | 数据库视图可以通过INSERT或UPDATE语句生成。 |
|  | A 正确 B 错误 |
| 1376 | 数据库加密适宜采用公开密钥密码系统。 |
|  | A 正确 B 错误 |
| 1377 | 数据库加密的时候，可以将关系运算的比较字段加密。 |
|  | A 正确 B 错误 |
| 1378 | 数据库管理员拥有数据库的一切权限。 |
|  | A 正确 B 错误 |
| 1379 | 不需要对数据库应用程序的开发者制定安全策略。 |
|  | A 正确 B 错误 |
| 1380 | 使用登录ID登录SQL Server后，即获得了访问数据库的权限。 |
|  | A 正确 B 错误 |
| 1381 | MS SQL Server与Sybase SQL Server的身份认证机制基本相同。 |
|  | A 正确 B 错误 |
| 1382 | SQL Server不提供字段粒度的访问控制。 |
|  | A 正确 B 错误 |
| 1383 | MySQL不提供字段粒度的访问控制。 |
|  | A 正确 B 错误 |
| 1384 | SQL Server中，权限可以直接授予用户ID。 |
|  | A 正确 B 错误 |
| 1385 | SQL注入攻击不会威胁到操作系统的安全。 |
|  | A 正确 B 错误 |
| 1386 | 事务具有原子性，其中包括的诸多操作要么全做，要么全不做。 |
|  | A 正确 B 错误 |
| 1387 | 完全备份就是对全部数据库数据进行备份。 |
|  | A 正确 B 错误 |
| 1388 | 美国国防部发布的可信计算机系统评估标准(TCSEC)定义了\_\_\_\_个等级。 |
|  | A 五B 六 C 七 D 八 |
| 1389 | Windows系统的用户帐号有两种基本类型，分别是全局帐号和\_\_\_\_。 |
|  | A 本地帐号 B 域帐号C 来宾帐号D 局部帐号 |
| 1390 | Windows系统安装完后，默认隋况下系统将产生两个帐号，分别是管理员帐号和\_\_\_\_。 |
|  | A 本地帐号B 域帐号 C 来宾帐号 D 局部帐号 |
| 1391 | 计算机网络组织结构中有两种基本结构，分别是域和\_\_\_\_。 |
|  | A 用户组 B 工作组 C 本地组D 全局组 |
| 1392 | —般常见的Windows操作系统与Linux系统的管理员密码最大长度分别为\_\_\_\_和\_\_\_\_。 |
|  | A 12 8B 14 10C 12 10 D 14 8 |
| 1393 | 符合复杂性要求的WindowsXP帐号密码的最短长度为\_\_\_\_。 |
|  | A 4 B 6 C 8D 10 |
| 1394 | 设置了强制密码历史后，某用户设置密码kedawu失败，该用户可能的原密码是\_\_\_\_。 |
|  | A kedaB kedaliu C kedawuj D dawu |
| 1395 | 某公司的工作时间是上午8点半至12点，下午1点555点半，每次系统备份需要一个半小时，下列适合作为系统数据备份的时间是\_\_\_\_。 |
|  | A 上午8点B 中午12点C 下午3点 D 凌晨l点 |
| 1396 | Window系统中对所有事件进行审核是不现实的，下面不建议审核的事件是\_\_\_\_。 |
|  | A 用户登录及注销B 用户及用户组管理 C 用户打开关闭应用程序 D 系统重新启动和关机 |
| 1397 | 在正常情况下，Windows 2000中建议关闭的服务是\_\_\_\_。 |
|  | A TCP／IP NetBIOS Helper Service B Logical Disk ManagerC Remote Procedure CallD Security Accounts Manager |
| 1398 | FTP(文件传输协议，File Transfer Protocol，简称FFP)服务、SMTP(简单邮件传输协议，Simple Mail Transfer Protocol，简称SMTP)服务、HTTP(超文本传输协议，Hyper Text Transport Protocol，简称HTTP)、HTTPS(加密并通过安全端口传输的另一种HTTP)服务分别对应的端口是\_\_\_\_。 |
|  | A 25 21 80 554 B 21 25 80 443 C 21 110 80 554D 21 25 443 554 |
| 1399 | 下面不是UNIX／Linux操作系统的密码设置原则的是\_\_\_\_。 |
|  | A 密码最好是英文字母、数字、标点符号、控制字符等的结合B 不要使用英文单词，容易遭到字典攻击C 不要使用自己、家人、宠物的名字 D 一定要选择字符长度为8的字符串作为密码 |
| 1400 | UNIX／Linux操作系统的文件系统是\_\_\_\_结构。 |
|  | A 星型 B 树型 C 网状D 环型 |
| 1401 | 下面说法正确的是\_\_\_\_。 |
|  | A UNIX系统中有两种NFS服务器，分别是基于内核的NFS Daemon和用户空间Daemon，其中安全性能较强的是基于内核的NFSDaemon B UNIX系统中有两种NFS服务器，分别是基于内核的Daemon和用户空间NFSDaemon，其中安全性能较强的是基于内核的NFSDaemonC UNIX系统中现只有一种NFS服务器，就是基于内核的NFSDaemon，原有的用户空间Daemon已经被淘汰，因为NFSDaemon安全性能较好D UNIX系统中现只有一种NFS服务器，就是基于内核的Daemon，原有的用户空间NFSDaemon已经被淘汰，因为Daemon安全性能较好 |
| 1402 | 下面不是UNIX／Linux系统中用来进行文件系统备份和恢复的命令是\_\_\_\_。 |
|  | A tarB cpio C umask D backup |
| 1403 | Backup命令的功能是用于完成UNIX／Linux文件的备份，下面说法不正确的是\_\_\_\_。 |
|  | A Backup—c命令用于进行完整备份B Backup—p命令用于进行增量备份C Backup—f命令备份由file指定的文件 D Backup—d命令当备份设备为磁带时使用此选项 |
| 1404 | UNIX工具(实用程序，utilities)在新建文件的时候，通常使用\_\_\_\_作为缺省许可位，而在新建程序的时候，通常使用\_\_\_\_作为缺省许可位。 |
|  | A 555 666 B 666 777 C 777 888D 888 999 |
| 1405 | 保障UNIX／Linux系统帐号安全最为关键的措施是\_\_\_\_。 |
|  | A 文件／etc／passwd和／etc／group必须有写保护 B 删除／etc／passwd、／etc／groupC 设置足够强度的帐号密码D 使用shadow密码 |
| 1406 | UNIX／Linux系统中，下列命令可以将普通帐号变为root帐号的是\_\_\_\_。 |
|  | A chmod命令B ／bin／passwd命令C chgrp命令 D ／bin／su命令 |
| 1407 | 有编辑／etc／passwd文件能力的攻击者可以通过把UID变为\_\_\_\_就可以成为特权用户。 |
|  | A -1 B 0 C 1D 2 |
| 1408 | 下面不是保护数据库安全涉及到的任务是\_\_\_\_。 |
|  | A 确保数据不能被未经过授权的用户执行存取操作B 防止未经过授权的人员删除和修改数据 C 向数据库系统开发商索要源代码，做代码级检查 D 监视对数据的访问和更改等使用情况 |
| 1409 | 下面不是数据库的基本安全机制的是\_\_\_\_。 |
|  | A 用户认证B 用户授权C 审计功能 D 电磁屏蔽 |
| 1410 | 关于用户角色，下面说法正确的是\_\_\_\_。 |
|  | A SQL Server中，数据访问权限只能赋予角色，而不能直接赋予用户 B 角色与身份认证无关 C 角色与访问控制无关D 角色与用户之间是一对一的映射关系 |
| 1411 | 下面原则是DBMS对于用户的访问存取控制的基本原则的是\_\_\_\_。 |
|  | A 隔离原则 B 多层控制原则C 唯一性原则D 自主原则 |
| 1412 | 下面对于数据库视图的描述正确的是\_\_\_\_。 |
|  | A 数据库视图也是物理存储的表 B 可通过视图访问的数据不作为独特的对象存储，数据库内实际存储的是SELECT语句 C 数据库视图也可以使用UPDATE或DELETE语句生成D 对数据库视图只能查询数据，不能修改数据 |
| 1413 | 有关数据库加密，下面说法不正确的是\_\_\_\_。 |
|  | A 索引字段不能加密B 关系运算的比较字段不能加密 C 字符串字段不能加密 D 表间的连接码字段不能加密 |
| 1414 | 下面不是Oracle数据库提供的审计形式的是\_\_\_\_。 |
|  | A 备份审计 B 语句审计C 特权审计D 模式对象设计 |
| 1415 | 下面不是SQL Server支持的身份认证方式的是\_\_\_\_。 |
|  | A Windows NT集成认证B SQL Server认证C SQL Server混合认证 D 生物认证 |
| 1416 | 下面\_\_\_\_不包含在MySQL数据库系统中。 |
|  | A 数据库管理系统，即DBMS B 密钥管理系统 C 关系型数据库管理系统，即RDBMSD 开放源码数据库 |
| 1417 | 下面不是事务的特性的是\_\_\_\_。 |
|  | A 完整性 B 原子性C 一致性D 隔离性 |
| 1418 | 下面不是Oracle数据库支持的备份形式的是\_\_\_\_。 |
|  | A 冷备份 B 温备份 C 热备份D 逻辑备份 |
| 1419 | 操作系统的基本功能有\_\_\_\_。 |
|  | A 处理器管理 B 存储管理 C 文件管理 D 设备管理 |
| 1420 | 通用操作系统必需的安全性功能有\_\_\_\_。 |
|  | A 用户认证 B 文件和I／0设备的访问控制 C 内部进程间通信的同步 D 作业管理 |
| 1421 | 根据SahzerJ.H、SchroederM.D的要求，设计安全操作系统应遵循的原则有\_\_\_\_。 |
|  | A 最小特权 B 操作系统中保护机制的经济性 C 开放设计 D 特权分离 |
| 1422 | Windows系统中的用户组包括\_\_\_\_。 |
|  | A 全局组 B 本地组 C 特殊组 D 标准组 |
| 1423 | Windows系统登录流程中使用的系统安全模块有\_\_\_\_。 |
|  | A 安全帐号管理(SecurityAccountManager，简称SAM)模块 B Windows系统的注册(WinLogon)模块 C 本地安全认证(10calSecurityAuthority，简称LSA)模块 D 安全引用监控器模块 |
| 1424 | 域内置全局组安全控制非常重要，这些组只出现在域控制器中，包括\_\_\_\_。 |
|  | A DomainAdmins组 B DomainUsers组 C DomainReplicators组 D Domain Guests组 |
| 1425 | Windows系统中的审计日志包括\_\_\_\_。 |
|  | A 系统日志(SystemLog) B 安全日志(SecurityLog) C 应用程序日志(ApplicationsLog) D 用户日志(UserLog) |
| 1426 | 组成UNIX系统结构的层次有\_\_\_\_。 |
|  | A 用户层 B 驱动层 C 硬件层 D 内核层 |
| 1427 | UNIX／Linux系统中的密码控制信息保存在／etc／passwd或／ect／shadow文件中，信息包含的内容有\_\_\_\_。 |
|  | A 最近使用过的密码 B 用户可以再次改变其密码必须经过的最小周期 C 密码最近的改变时间 D 密码有效的最大天数 |
| 1428 | UNIX／Linux系统中的Apcache服务器的主要安全缺陷表现在攻击者可以\_\_\_\_。 |
|  | A 利用HTYP协议进行的拒绝服务攻击 B 发动缓冲区溢出攻击 C 获得root权限 D 利用MDAC组件存在一个漏洞，可以导致攻击者远程执行目标系统的命令 |
| 1429 | 数据库访问控制的粒度可能有\_\_\_\_。 |
|  | A 数据库级 B 表级 C 记录级(行级) D 属性级(字段级) E 字符级 |
| 1430 | 下面标准可用于评估数据库的安全级别的有\_\_\_\_。 |
|  | A TCSEC B ITSEC C CC DBMS.PP D GB 17859——1999 E TDI |
| 1431 | Oracle数据库的审计类型有\_\_\_\_。 |
|  | A 语句审计 B 系统进程审计 C 特权审计 D 模式对象设计 E 外部对象审计 |
| 1432 | SQL Server中的预定义服务器角色有\_\_\_\_。 |
|  | A sysadmin B serveradmin C setupadmin D securityadmin E processadmin |
| 1433 | 可以有效限制SQL注入攻击的措施有\_\_\_\_。 |
|  | A 限制DBMS中sysadmin用户的数量 B 在Web应用程序中，不以管理员帐号连接数据库 C 去掉数据库不需要的函数、存储过程 D 对于输入的字符串型参数，使用转义 E 将数据库服务器与互联网物理隔断 |
| 1434 | 事务的特性有\_\_\_\_。 |
|  | A 原子性(Atomicity) B 一致性(Consistency) C 隔离性(1solation) D 可生存性(Survivability) E 持续性(Durability) |
| 1435 | 数据库故障可能有\_\_\_\_。 |
|  | A 磁盘故障 B 事务内部的故障 C 系统故障 D 介质故障 E 计算机病毒或恶意攻击 |
| 1436 | 防火墙是设置在内部网络与外部网络(如互联网)之间，实施访问控制策略的一个或一组系统。 |
|  | A 正确 B 错误 |
| 1437 | 组成自适应代理网关防火墙的基本要素有两个：自适应代理服务器(Adaptive Proxy Server)与动态包过滤器(DynamicPacketFilter)。 |
|  | A 正确 B 错误 |
| 1438 | 软件防火墙就是指个人防火墙。 |
|  | A 正确 B 错误 |
| 1439 | 网络地址端口转换(NAPT)把内部地址映射到外部网络的一个IP地址的不同端口上。 |
|  | A 正确 B 错误 |
| 1440 | 防火墙提供的透明工作模式，是指防火墙工作在数据链路层，类似于一个网桥。因此，不需要用户对网络的拓扑做出任何调整就可以把防火墙接入网络。 |
|  | A 正确 B 错误 |
| 1441 | 防火墙安全策略一旦设定，就不能在再做任何改变。 |
|  | A 正确 B 错误 |
| 1442 | 对于防火墙的管理可直接通过Telnet进行。 |
|  | A 正确 B 错误 |
| 1443 | 防火墙规则集的内容决定了防火墙的真正功能。 |
|  | A 正确 B 错误 |
| 1444 | 防火墙必须要提供VPN、NAT等功能。 |
|  | A 正确 B 错误 |
| 1445 | 防火墙对用户只能通过用户名和口令进行认证。 |
|  | A 正确 B 错误 |
| 1446 | 即使在企业环境中，个人防火墙作为企业纵深防御的一部分也是十分必要的。 |
|  | A 正确 B 错误 |
| 1447 | 只要使用了防火墙，企业的网络安全就有了绝对的保障。 |
|  | A 正确 B 错误 |
| 1448 | 防火墙规则集应该尽可能的简单，规则集越简单，错误配置的可能性就越小，系统就越安全。 |
|  | A 正确 B 错误 |
| 1449 | iptables可配置具有状态包过滤机制的防火墙。 |
|  | A 正确 B 错误 |
| 1450 | 可以将外部可访问的服务器放置在内部保护网络中。 |
|  | A 正确 B 错误 |
| 1451 | 在一个有多个防火墙存在的环境中，每个连接两个防火墙的计算机或网络都是DMZ。 |
|  | A 正确 B 错误 |
| 1452 | 入侵检测技术是用于检测任何损害或企图损害系统的机密性、完整性或可用性等行为的一种网络安全技术。 |
|  | A 正确 B 错误 |
| 1453 | 主动响应和被动响应是相互对立的，不能同时采用。 |
|  | A 正确 B 错误 |
| 1454 | 异常入侵检测的前提条件是入侵性活动集作为异常活动集的子集，而理想状况是异常活动集与入侵性活动集相等。 |
|  | A 正确 B 错误 |
| 1455 | 针对入侵者采取措施是主动响应中最好的响应措施。 |
|  | A 正确 B 错误 |
| 1456 | 在早期大多数的入侵检测系统中，入侵响应都属于被动响应。 |
|  | A 正确 B 错误 |
| 1457 | 性能“瓶颈”是当前入侵防御系统面临的一个挑战。 |
|  | A 正确 B 错误 |
| 1458 | 漏报率，是指系统把正常行为作为入侵攻击而进行报警的概率。 |
|  | A 正确 B 错误 |
| 1459 | 与入侵检测系统不同，入侵防御系统采用在线(inline)方式运行。 |
|  | A 正确 B 错误 |
| 1460 | 蜜罐技术是一种被动响应措施。 |
|  | A 正确 B 错误 |
| 1461 | 企业应考虑综合使用基于网络的入侵检测系统和基于主机的入侵检测系统来保护企业网络。在进行分阶段部署时，首先部署基于网络的入侵检测系统，因为它通常最容易安装和维护，接下来部署基于主机的入侵检测系统来保护至关重要的服务器。 |
|  | A 正确 B 错误 |
| 1462 | 入侵检测系统可以弥补企业安全防御系统中的安全缺陷和漏洞。 |
|  | A 正确 B 错误 |
| 1463 | 使用误用检测技术的入侵检测系统很难检测到新的攻击行为和原有攻击行为的变种。 |
|  | A 正确 B 错误 |
| 1464 | 在早期用集线器(hub)作为连接设备的网络中使用的基于网络的入侵检测系统在交换网络中不做任何改变，一样可以用来监听整个子网。 |
|  | A 正确 B 错误 |
| 1465 | 可以通过技术手段，一次性弥补所有的安全漏洞。 |
|  | A 正确 B 错误 |
| 1466 | 漏洞只可能存在于操作系统中，数据库等其他软件系统不会存在漏洞。 |
|  | A 正确 B 错误 |
| 1467 | 防火墙中不可能存在漏洞。 |
|  | A 正确 B 错误 |
| 1468 | 基于主机的漏洞扫描不需要有主机的管理员权限。 |
|  | A 正确 B 错误 |
| 1469 | 半连接扫描也需要完成TCP协议的三次握手过程。 |
|  | A 正确 B 错误 |
| 1470 | 使用漏洞库匹配的方法进行扫描，可以发现所有的漏洞。 |
|  | A 正确 B 错误 |
| 1471 | 所有的漏洞都是可以通过打补丁来弥补的。 |
|  | A 正确 B 错误 |
| 1472 | 通过网络扫描，可以判断目标主机的操作系统类型。 |
|  | A 正确 B 错误 |
| 1473 | x-scan能够进行端口扫描。 |
|  | A 正确 B 错误 |
| 1474 | 隔离网闸采用的是物理隔离技术。 |
|  | A 正确 B 错误 |
| 1475 | “安全通道隔离”是一种逻辑隔离。 |
|  | A 正确 B 错误 |
| 1476 | 隔离网闸两端的网络之间不存在物理连接。 |
|  | A 正确 B 错误 |
| 1477 | QQ是与朋友联机聊天的好工具，不必担心病毒。 |
|  | A 正确 B 错误 |
| 1478 | 在计算机上安装防病毒软件之后，就不必担心计算机受到病毒攻击。 |
|  | A 正确 B 错误 |
| 1479 | 计算机病毒可能在用户打开“txt”文件时被启动。 |
|  | A 正确 B 错误 |
| 1480 | 在安全模式下木马程序不能启动。 |
|  | A 正确 B 错误 |
| 1481 | 特征代码技术是检测已知计算机病毒的最简单、代价最小的技术。 |
|  | A 正确 B 错误 |
| 1482 | 家里的计算机没有联网，所以不会感染病毒。 |
|  | A 正确 B 错误 |
| 1483 | 计算机病毒的传播离不开人的参与，遵循一定的准则就可以避免感染病毒。 |
|  | A 正确 B 错误 |
| 1484 | 校验和技术只能检测已知的计算机病毒。 |
|  | A 正确 B 错误 |
| 1485 | 采用Rootkit 技术的病毒可以运行在内核模式中。 |
|  | A 正确 B 错误 |
| 1486 | 企业内部只需在网关和各服务器上安装防病毒软件，客户端不需要安装。 |
|  | A 正确 B 错误 |
| 1487 | 大部分恶意网站所携带的病毒就是脚本病毒。 |
|  | A 正确 B 错误 |
| 1488 | 利用互联网传播已经成为了计算机病毒传播的一个发展趋势。 |
|  | A 正确 B 错误 |
| 1489 | 防火墙是\_\_\_\_在网络环境中的应用。 |
|  | A 字符串匹配 B 访问控制技术 C 入侵检测技术D 防病毒技术 |
| 1490 | iptables中默认的表名是\_\_\_\_。 |
|  | A filter B firewallC natD mangle |
| 1491 | 包过滤防火墙工作在OSI网络参考模型的\_\_\_\_。 |
|  | A 物理层B 数据链路层 C 网络层 D 应用层 |
| 1492 | 通过添加规则，允许通往192.168.0.2的SSH连接通过防火墙的iptables指令是\_\_\_\_。 |
|  | A iptables -F INPUT -d 192.168.0.2 -p tcp--dport 22 -j ACCEPTB iptables -A INPUT -d 192.168.0.2 -p tcp--dport 23 -j ACCEPT C iptables -A FORWARD -d 192.168.0.2 -p tcp--dport22 -j ACCEPT D iptables -A FORWARD -d 192.168.0.2 -p tcp--dport 23 -j ACCEPT |
| 1493 | 防火墙提供的接入模式不包括\_\_\_\_。 |
|  | A 网关模式B 透明模式C 混合模式 D 旁路接入模式 |
| 1494 | 关于包过滤防火墙说法错误的是\_\_\_\_。 |
|  | A 包过滤防火墙通常根据数据包源地址、目的地址、端口号和协议类型等标志设置访问控制列表实施对数据包的过滤B 包过滤防火墙不检查OSI网络参考模型中网络层以上的数据，因此可以很快地执行 C 包过滤防火墙可以有效防止利用应用程序漏洞进行的攻击 D 由于要求逻辑的一致性、封堵端口的有效性和规则集的正确性，给过滤规则的制定和配置带来了复杂性，一般操作人员难以胜任管理，容易出现错误 |
| 1495 | 关于应用代理网关防火墙说法正确的是\_\_\_\_。 |
|  | A 基于软件的应用代理网关工作在OSI网络参考模型的网络层上，它采用应用协议代理服务的工作方式实施安全策略 B 一种服务需要一种代理模块，扩展服务较难 C 和包过滤防火墙相比，应用代理网关防火墙的处理速度更快D 不支持对用户身份进行高级认证机制。一般只能依据包头信息，因此很容易受到“地址欺骗型”攻击 |
| 1496 | 关于NAT说法错误的是\_\_\_\_。 |
|  | A NAT允许一个机构专用Intranet中的主机透明地连接到公共域中的主机，无需内部主机拥有注册的(已经越采越缺乏的)全局互联网地址B 静态NAT是设置起来最简单和最容易实现的一种地址转换方式，内部网络中的每个主机都被永久映射成外部网络中的某个合法的地址C 动态NAT主要应用于拨号和频繁的远程连接，当远程用户连接上之后，动态NAT就会分配给用户一个IP地址，当用户断开时，这个IP地址就会被释放而留待以后使用 D 动态NAT又叫做网络地址端口转换NAPT |
| 1497 | 下面关于防火墙策略说法正确的是\_\_\_\_。 |
|  | A 在创建防火墙策略以前，不需要对企业那些必不可少的应用软件执行风险分析B 防火墙安全策略一旦设定，就不能在再作任何改变 C 防火墙处理人站通信的缺省策略应该是阻止所有的包和连接，除了被指出的允许通过的通信类型和连接 D 防火墙规则集与防火墙平台体系结构无关 |
| 1498 | 下面关于DMZ区的说法错误的是\_\_\_\_。 |
|  | A 通常DMZ包含允许来自互联网的通信可进入的设备，如Web服务器、FTP服务器、SMTP服务器和DNS服务器等B 内部网络可以无限制地访问外部网络以及DMZ C DMZ可以访问内部网络 D 有两个DMZ的防火墙环境的典型策略是主防火墙采用NAT方式工作，而内部防火墙采用透明模式工作以减少内部网络结构的复杂程度 |
| 1499 | 在PDRR模型中，\_\_\_\_是静态防护转化为动态的关键，是动态响应的依据。 |
|  | A 防护 B 检测 C 响应D 恢复 |
| 1500 | 从系统结构上来看，入侵检测系统可以不包括\_\_\_\_。 |
|  | A 数据源B 分析引擎 C 审计 D 响应 |
| 1501 | 通用入侵检测框架(CIDF)模型中，\_\_\_\_的目的是从整个计算环境中获得事件，并向系统的其他部分提供此事件。 |
|  | A 事件产生器 B 事件分析器C 事件数据库D 响应单元 |
| 1502 | 基于网络的入侵检测系统的信息源是\_\_\_\_。 |
|  | A 系统的审计日志B 系统的行为数据C 应用程序的事务日志文件 D 网络中的数据包 |
| 1503 | 误用入侵检测技术的核心问题是\_\_\_\_的建立以及后期的维护和更新。 |
|  | A 异常模型B 规则集处理引擎 C 网络攻击特征库 D 审计日志 |
| 1504 | \_\_\_\_是在蜜罐技术上逐步发展起来的一个新的概念，在其中可以部署一个或者多个蜜罐，来构成一个黑客诱捕网络体系架构。 |
|  | A 蜜网 B 鸟饵C 鸟巢D 玻璃鱼缸 |
| 1505 | 下面关于响应的说法正确的是\_\_\_\_。 |
|  | A 主动响应和被动响应是相互对立的，不能同时采用B 被动响应是入侵检测系统中的唯一响应方式C 入侵检测系统提供的警报方式只能是显示在屏幕上的警告信息或窗口 D 主动响应的方式可以是自动发送邮件给入侵发起方的系统管理员请求协助以识别问题和处理问题 |
| 1506 | 下面说法错误的是\_\_\_\_。 |
|  | A 由于基于主机的入侵检测系统可以监视一个主机上发生的全部事件，它们能够检测基于网络的入侵检测系统不能检测的攻击B 基于主机的入侵检测可以运行在交换网络中 C 基于主机的入侵检测系统可以检测针对网络中所有主机的网络扫描 D 基于应用的入侵检测系统比起基于主机的入侵检测系统更容易受到攻击，因为应用程序日志并不像操作系统审计追踪日志那样被很好地保护 |
| 1507 | 使用漏洞库匹配的扫描方法，能发现\_\_\_\_。 |
|  | A 未知的漏洞 B 已知的漏洞 C 自行设计的软件中的漏洞D 所有漏洞 |
| 1508 | 下面\_\_\_\_不可能存在于基于网络的漏洞扫描器中。 |
|  | A 漏洞数据库模块B 扫描引擎模块C 当前活动的扫描知识库模块 D 阻断规则设置模块 |
| 1509 | 网络隔离技术，根据公认的说法，迄今已经发展了\_\_\_\_个阶段。 |
|  | A 六 B 五 C 四D 三 |
| 1510 | 下面关于隔离网闸的说法，正确的是\_\_\_\_。 |
|  | A 能够发现已知的数据库漏洞B 可以通过协议代理的方法，穿透网闸的安全控制 C 任何时刻，网闸两端的网络之间不存在物理连接 D 在OSI的二层以上发挥作用 |
| 1511 | 关于网闸的工作原理，下面说法错误的是\_\_\_\_. |
|  | A 切断网络之间的通用协议连接B 将数据包进行分解或重组为静态数据；对静态数据进行安全审查，包括网络协议检查和代码扫描等 C 网闸工作在OSI模型的二层以上 D 任何时刻，网闸两端的网络之间不存在物理连接 |
| 1512 | 当您收到您认识的人发来的电子邮件并发现其中有意外附件，您应该\_\_\_\_。 |
|  | A 打开附件，然后将它保存到硬盘B 打开附件，但是如果它有病毒，立即关闭它 C 用防病毒软件扫描以后再打开附件 D 直接删除该邮件 |
| 1513 | 下面病毒出现的时间最晚的类型是\_\_\_\_. |
|  | A 携带特洛伊木马的病毒 B 以网络钓鱼为目的的病毒 C 通过网络传播的蠕虫病毒D Office文档携带的宏病毒 |
| 1514 | 某病毒利用RPCDCOM缓冲区溢出漏洞进行传播，病毒运行后，在％System％文件夹下生成自身的拷贝nvchip4.exe，添加注册表项，使得自身能够在系统启动时自动运行。通过以上描述可以判断这种病毒的类型为\_\_\_\_。 |
|  | A 文件型病毒B 宏病毒 C 网络蠕虫病毒 D 特洛伊木马病毒 |
| 1515 | 采用“进程注入”可以\_\_\_\_。 |
|  | A 隐藏进程B 隐藏网络端口 C 以其他程序的名义连接网络 D 以上都正确 |
| 1516 | 下列关于启发式病毒扫描技术的描述中错误的是\_\_\_\_。 |
|  | A 启发式病毒扫描技术是基于人工智能领域的启发式搜索技术B 启发式病毒扫描技术不依赖于特征代码来识别计算机病毒 C 启发式病毒扫描技术不会产生误报，但可能会产生漏报 D 启发式病毒扫描技术能够发现一些应用了已有机制或行为方式的病毒 |
| 1517 | 不能防止计算机感染病毒的措施是\_\_\_\_\_。 |
|  | A 定时备份重要文件 B 经常更新操作系统C 除非确切知道附件内容，否则不要打开电子邮件附件D 重要部门的计算机尽量专机专用与外界隔绝 |
| 1518 | 企业在选择防病毒产品时不应该考虑的指标为\_\_\_\_。 |
|  | A 产品能够从一个中央位置进行远程安装、升级B 产品的误报、漏报率较低C 产品提供详细的病毒活动记录 D 产品能够防止企业机密信息通过邮件被传出 |
| 1519 | 防火墙通常阻止的数据包包括\_\_\_\_。 |
|  | A 来自未授权的源地址且目的地址为防火墙地址的所有入站数据包(除Email传递等特殊用处的端口外) B 源地址是内部网络地址的所有入站数据包 C 所有ICMP类型的入站数据包 D 来自未授权的源地址，包含SNMP的所有入站数据包 E 包含源路由的所有入站和出站数据包 |
| 1520 | 目前市场上主流防火墙提供的功能包括\_\_\_\_。 |
|  | A 数据包状态检测过滤 B 应用代理 C NAT D VPN E 日志分析和流量统计分析 |
| 1521 | 防火墙的局限性包括\_\_\_\_。 |
|  | A 防火墙不能防御绕过了它的攻击 B 防火墙不能消除来自内部的威胁 C 防火墙不能对用户进行强身份认证 D 防火墙不能阻止病毒感染过的程序和文件进出网络 |
| 1522 | 防火墙的性能的评价方面包括\_\_\_\_。 |
|  | A 并发会话数 B 吞吐量 C 延时 D 平均无故障时间 |
| 1523 | 下面关于防火墙的维护和策略制定说法正确的是\_\_\_\_。 |
|  | A 所有防火墙管理功能应该发生在使用了强认证和加密的安全链路上 B Web界面可以通过SSL加密用户名和密码。非Web的图形界面如果既没有内部加密，也没有SSL，可以使用隧道解决方案，如SSH C 对防火墙策略进行验证的最简单的方法是，获得防火墙配置的拷贝，然后把这些拷贝和根据已定义的策略产生的期望配置进行比较 D 对防火墙策略进行验证的另一种方式通过使用软件对防火墙配置进行实际测试 E 渗透分析可以取代传统的审计程序 |
| 1524 | 蜜罐技术的主要优点有\_\_\_\_。 |
|  | A 蜜罐技术属于被动响应，使用者没有成为刑事诉讼或民事诉讼对象的危险 B 收集数据的真实性，蜜罐不提供任何实际的业务服务，所以搜集到的信息很大可能性都是由于黑客攻击造成的，漏报率和误报率都比较低 C 可以收集新的攻击工具和攻击方法，不像目前的大部分防火墙和入侵检测系统只能根据特征匹配方法来检测已知的攻击 D 不需要强大的资金投入，可以用一些低成本的设备 E 可以及时地阻断网络入侵行为 |
| 1525 | 通用入侵检测框架(CIDF)模型的组件包括\_\_\_\_。 |
|  | A 事件产生器 B 活动轮廓 C 事件分析器 D 事件数据库 E 响应单元 |
| 1526 | 主动响应，是指基于一个检测到的入侵所采取的措施。对于主动响应来说，其选择的措施可以归入的类别有\_\_\_\_。 |
|  | A 针对入侵者采取措施 B 修正系统 C 收集更详细的信息 D 入侵追踪 |
| 1527 | 随着交换机的大量使用，基于网络的入侵检测系统面临着无法接收数据的问题。由于交换机不支持共享媒质的模式，传统的采用一个嗅探器(sniffer)来监听整个子网的办法不再可行。可选择解决的办法有\_\_\_\_。 |
|  | A 不需要修改，交换网络和以前共享媒质模式的网络没有任何区别 B 使用交换机的核心芯片上的一个调试的端口 C 把入侵检测系统放在交换机内部或防火墙等数据流的关键入口、出口处 D 采用分接器(tap) E 使用以透明网桥模式接入的入侵检测系统 |
| 1528 | 入侵防御技术面临的挑战主要包括\_\_\_\_。 |
|  | A 不能对入侵活动和攻击性网络通信进行拦截 B 单点故障 C 性能“瓶颈” D 误报和漏报 |
| 1529 | 网络安全扫描能够\_\_\_\_。 |
|  | A 发现目标主机或网络 B 判断操作系统类型 C 确认开放的端口 D 识别网络的拓扑结构 E 测试系统是否存在安全漏洞 |
| 1530 | 主机型漏洞扫描器可能具备的功能有\_\_\_\_。 |
|  | A 重要资料锁定：利用安全的校验和机制来监控重要的主机资料或程序的完整性 B 弱口令检查：采用结合系统信息、字典和词汇组合等的规则来检查弱口令 C 系统日志和文本文件分析：针对系统日志档案，如UNIX的syslogs及NT的事件日志(EventLog)，以及其他文本文件的内容做分析 D 动态报警：当遇到违反扫描策略或发现已知安全漏洞时，提供及时的告警。告警可以采取多种方式，可以是声音、弹出窗口、电子邮件甚至手机短信等 E 分析报告：产生分析报告，并告诉管理员如何弥补漏洞 |
| 1531 | 下面对于x-scan扫描器的说法，正确的有\_\_\_\_。 |
|  | A 可以进行端口扫描 B 含有攻击模块，可以针对识别到的漏洞自动发起攻击 C 对于一些已知的CGI和RPC漏洞，x-scan给出了相应的漏洞描述以及已有的通过此漏洞进行攻击的工具 D 需要网络中每个主机的管理员权限 E 可以多线程扫描 |
| 1532 | 下面软件产品中，\_\_\_\_是漏洞扫描器。 |
|  | A x-scan B nmap C Internet Scanner D Norton AntiVirusE Snort |
| 1533 | 隔离网闸的三个组成部分是\_\_\_\_。 |
|  | A 漏洞扫描单元B 入侵检测单元 C 内网处理单元 D 外网处理单元 E 专用隔离硬件交换单元 |
| 1534 | 网闸可能应用在\_\_\_\_。 |
|  | A 涉密网与非涉密网之间 B 办公网与业务网之间 C 电子政务的内网与专网之间 D 业务网与互联网之间 E 局域网与互联网之间 |
| 1535 | 下面不是网络端口扫描技术的是\_\_\_\_。 |
|  | A 全连接扫描B 半连接扫描 C 插件扫描 D 特征匹配扫描 E 源码扫描 |
| 1536 | 按照2000年3月公布的《计算机病毒防治管理办法》对计算机病毒的定义，下列属于计算机病毒的有\_\_\_\_。 |
|  | A 某Word文档携带的宏代码，当打开此文档时宏代码会搜索并感染计算机上所有的Word文档 B 某用户收到来自朋友的一封电子邮件，当打开邮件附件时，邮件附件将自身发送给该用户地址簿中前五个邮件地址 C 某员工在公司内部使用的系统中加入一个逻辑炸弹，如果该员工在一年内被解雇则逻辑炸弹就会破坏系统D 黑客入侵了某服务器，并在其上安装了一个后门程序 E 某QQ用户打开了朋友发送来的一个链接后，发现每次有好友上线QQ都会自动发送一个携带该链接的消息 |
| 1537 | 病毒传播的途径有\_\_\_\_。 |
|  | A 移动硬盘 B 内存条 C 电子邮件 D 聊天程序 E 网络浏览 |
| 1538 | 可能和计算机病毒有关的现象有\_\_\_\_。 |
|  | A 可执行文件大小改变了 B 在向写保护的U盘复制文件时屏幕上出现U盘写保护的提示 C 系统频繁死机 D 内存中有来历不明的进程 E 计算机主板损坏 |
| 1539 | 基于规则的方法就是在邮件标题和邮件内容中寻找特定的模式，其优点是规则可以共享，因此它的推广性很强。 |
|  | A 正确 B 错误 |
| 1540 | 反向查询方法可以让接收邮件的互联网服务商确认邮件发送者是否就是如其所言的真实地址。 |
|  | A 正确 B 错误 |
| 1541 | SenderlD可以判断出电子邮件的确切来源，因此，可以降低垃圾邮件以及域名欺骗等行为发生的可能。 |
|  | A 正确 B 错误 |
| 1542 | DKIM(Domain Keys Identified Mail)技术以和DomainKeys相同的方式用DNS发布的公开密钥验证签名，并且利用思科的标题签名技术确保一致性。 |
|  | A 正确 B 错误 |
| 1543 | 运行防病毒软件可以帮助防止遭受网页仿冒欺诈。 |
|  | A 正确 B 错误 |
| 1544 | 由于网络钓鱼通常利用垃圾邮件进行传播，因此，各种反垃圾邮件的技术也都可以用来反网络钓鱼。 |
|  | A 正确 B 错误 |
| 1545 | 网络钓鱼的目标往往是细心选择的一些电子邮件地址。 |
|  | A 正确 B 错误 |
| 1546 | 如果采用正确的用户名和口令成功登录网站，则证明这个网站不是仿冒的。 |
|  | A 正确 B 错误 |
| 1547 | 在来自可信站点的电子邮件中输入个人或财务信息是安全的。 |
|  | A 正确 B 错误 |
| 1548 | 包含收件人个人信息的邮件是可信的。 |
|  | A 正确 B 错误 |
| 1549 | 可以采用内容过滤技术来过滤垃圾邮件。 |
|  | A 正确 B 错误 |
| 1550 | 黑名单库的大小和过滤的有效性是内容过滤产品非常重要的指标。 |
|  | A 正确 B 错误 |
| 1551 | 随着应用环境的复杂化和传统安全技术的成熟，整合各种安全模块成为信息安全领域的一个发展趋势。 |
|  | A 正确 B 错误 |
| 1552 | 启发式技术通过查找通用的非法内容特征，来尝诩蝴IJ新形式和已知形式的非法内容。 |
|  | A 正确 B 错误 |
| 1553 | 白名单方案规定邮件接收者只接收自己所信赖的邮件发送者所发送过来的邮件。 |
|  | A 正确 B 错误 |
| 1554 | 实时黑名单是简单黑名单的进—步发展，可以从根本上解决垃圾邮件问题。 |
|  | A 正确 B 错误 |
| 1555 | 贝叶斯过滤技术具有自适应、自学习的能力，目前已经得到了广泛的应用。 |
|  | A 正确 B 错误 |
| 1556 | 对网页请求参数进行验证，可以防止SQL注入攻击。 |
|  | A 正确 B 错误 |
| 1557 | 以下不会帮助减少收到的垃圾邮件数量的是\_\_\_\_。 |
|  | A 使用垃圾邮件筛选器帮助阻止垃圾邮件B 共享电子邮件地址或即时消息地址时应小心谨慎 C 安装入侵检测软件 D 收到垃圾邮件后向有关部门举报 |
| 1558 | 下列不属于垃圾邮件过滤技术的是\_\_\_\_。 |
|  | A 软件模拟技术 B 贝叶斯过滤技术C 关键字过滤技术D 黑名单技术 |
| 1559 | 下列技术不支持密码验证的是\_\_\_\_。 |
|  | A S／MIMEB PGPC AMTP D SMTP |
| 1560 | 下列行为允许的有\_\_\_\_。 |
|  | A 未经授权利用他人的计算机系统发送互联网电子邮件B 将采用在线自动收集、字母或者数字任意组合等手段获得的他人的互联网电子邮件地址用于出售、共享、交换或者向通过上述方式获得的电子邮件地址发送互联网电子邮件C 未经互联网电子邮件接收者明确伺意，向其发送包含商业广告内容的互联网电子邮件 D 爱选包含商业广告内容的互联网电子邮件时，在互联网电子邮件标题信息前部注明“广告”或者“AD'’字样 |
| 1561 | 下列技术不能使网页被篡改后能够自动恢复的是\_\_\_\_。 |
|  | A 限制管理员的权限 B 轮询检测C 事件触发技术D 核心内嵌技术 |
| 1562 | 以下不可以表示电子邮件可能是欺骗性的是\_\_\_\_。 |
|  | A 它要求您点击电子邮件中的链接并输入您的帐户信息B 传达出一种紧迫感 C 通过姓氏和名字称呼您 D 它要求您验证某些个人信息 |
| 1563 | 如果您认为您已经落入网络钓鱼的圈套，则应采取\_\_\_\_措施。 |
|  | A 向电子邮件地址或网站被伪造的公司报告该情形B 更改帐户的密码C 立即检查财务报表 D 以上全部都是 |
| 1564 | 内容过滤技术的含义不包括\_\_\_\_。 |
|  | A 过滤互联网请求从而阻止用户浏览不适当的内容或站点B 过滤流入的内容从而阻止潜在的攻击进入用户的网络系统C 过滤流出的内容从而阻止敏感数据的泄漏 D 过滤用户的输入从而阻止用户传播非法内容 |
| 1565 | 下列内容过滤技术中在我国没有得到广泛应用的是\_\_\_\_。 |
|  | A 内容分级审查 B 关键字过滤技术C 启发式内容过滤技术D 机器学习技术 |
| 1566 | 会让一个用户的“删除”操作去警告其他许多用户的垃圾邮件过滤技术是\_\_\_\_。 |
|  | A 黑名单B 白名单C 实时黑名单 D 分布式适应性黑名单 |
| 1567 | 不需要经常维护的垃圾邮件过滤技术是\_\_\_\_。 |
|  | A 指纹识别技术 B 简单DNS测试 C 黑名单技术D 关键字过滤 |
| 1568 | 下列关于网络钓鱼的描述不正确的是\_\_\_\_。 |
|  | A 网络钓鱼(Phishing)一词，是“Fishing”和“Phone”的综合体 B 网络钓鱼都是通过欺骗性的电子邮件来进行诈骗活动 C 为了消除越来越多的以网络钓鱼和电子曲6件欺骗的形式进行的身份盗窃和欺诈行为，相关行业成立了一个协会——反网络钓鱼工作小组D 网络钓鱼在很多方面和一般垃圾邮件有所不同，理解这些不同点对设计反网络钓鱼技术至关重要 |
| 1569 | 下面技术中不能防止网络钓鱼攻击的是\_\_\_\_。 |
|  | A 在主页的底部设有一个明显链接，以提醒用户注意有关电子邮件诈骗的问题B 利用数字证书(如 USB KEY)进行登录 C 根据互联网内容分级联盟(ICRA)提供的内容分级标准对网站内容进行分级 D 安装杀毒软件和防火墙、及时升级、打补丁、加强员工安全意识 |
| 1570 | 下列邮件为垃圾邮件的有\_\_\_\_。 |
|  | A 收件人无法拒收的电子邮件 B 收件人事先预定的广告、电子刊物等具有宣传性质的电子邮件 C 含有病毒、色情、反动等不良信息或有害信息的邮件 D 隐藏发件人身份、地址、标题等信息的电子邮件 E 含有虚假的信息源、发件人、路由等信息的电子邮件 |
| 1571 | 垃圾邮件带来的危害有\_\_\_\_。 |
|  | A 垃圾邮件占用很多互联网资源 B 垃圾邮件浪费广大用户的时间和精力 C 垃圾邮件提高了某些公司做广告的效益 D 垃圾邮件成为病毒传播的主要途径 E 垃圾邮件迫使企业使用最新的操作系统 |
| 1572 | 网页防篡改技术包括\_\_\_\_。 |
|  | A 网站采用负载平衡技术 B 防范网站、网页被篡改 C 访问网页时需要输入用户名和口令 D 网页被篡改后能够自动恢复 E 采用HTTPS协议进行网页传输 |
| 1573 | 网络钓鱼常用的手段有\_\_\_\_。 |
|  | A 利用垃圾邮件 B 利用假冒网上银行、网上证券网站 C 利用虚假的电子商务 D 利用计算机病毒 E 利用社会工程学 |
| 1574 | 内容过滤的目的包括\_\_\_\_。 |
|  | A 阻止不良信息对人们的侵害 B 规范用户的上网行为，提高工作效率 C 防止敏感数据的泄漏 D 遏制垃圾邮件的蔓延 E 减少病毒对网络的侵害 |
| 1575 | 下面技术为基于源的内容过滤技术的是\_\_\_\_。 |
|  | A 内容分级审查 B DNS过滤 C IP包过滤 D URL过滤 E 关键字过滤技术 |
| 1576 | 内容过滤技术的应用领域包括\_\_\_\_。 |
|  | A 防病毒 B 网页防篡改 C 防火墙 D 入侵检测 E 反垃圾邮件 |

1. **单项选择题**
2. Chinese Wall 模型的设计宗旨是：（A）。

A、用户只能访问哪些与已经拥有的信息不冲突的信息   
B、用户可以访问所有信息

C、用户可以访问所有已经选择的信息   
D、用户不可以访问哪些没有选择的信息

1. 安全责任分配的基本原则是：（C）。

A、“三分靠技术，七分靠管理” B、“七分靠技术，三分靠管理”

C、“谁主管，谁负责” D、防火墙技术

1. 保证计算机信息运行的安全是计算机安全领域中最重要的环节之一，以下（B）不属于信息运行安全技术的范畴。

A、风险分析 B、审计跟踪技术 C、应急技术 D、防火墙技术

1. 从风险的观点来看，一个具有任务紧急性，核心功能性的计算机应用程序系统的开发和维护项目应该（A）。

A、内部实现 B、外部采购实现 C、合作实现 D、多来源合作实现

1. 从风险分析的观点来看，计算机系统的最主要弱点是（B）。

A、内部计算机处理 B、系统输入输出 C、通讯和网络 D、外部计算机处理

1. 从风险管理的角度，以下哪种方法不可取？（D）

A、接受风险 B、分散风险 C、转移风险 D、拖延风险

1. 当今IT的发展与安全投入，安全意识和安全手段之间形成（B）。

A、安全风险屏障 B、安全风险缺口 C、管理方式的变革 D、管理方式的缺口

1. 当为计算机资产定义保险覆盖率时，下列哪一项应该特别考虑？（D）。

A、已买的软件 B、定做的软件 C、硬件 D、数据

1. 当一个应用系统被攻击并受到了破坏后，系统管理员从新安装和配置了此应用系统，在该系统重新上线前管理员不需查看：（C）

A、访问控制列表 B、系统服务配置情况

1. 审计记录 D、用户账户和权限的设置

10、根据《计算机信息系统国际联网保密管理规定》，涉及国家秘密的计算机信息系统，不得直接或间接地与国际互联网或其它公共信息网络相联接，必须实行（B）。

1. 逻辑隔离 B、物理隔离 C、安装防火墙 D、VLAN 划分

11、根据《信息系统安全等级保护定级指南》，信息系统的安全保护等级由哪两个定级要素决定？（D）

A、威胁、脆弱性 B、系统价值、风险

C、信息安全、系统服务安全 D、受侵害的客体、对客体造成侵害的程度业务

12、公司应明确员工的雇佣条件和考察评价的方法与程序，减少因雇佣不当而产生的安全风险。人员考察的内容不包括（B）。

A、身份考验、来自组织和个人的品格鉴定 B、家庭背景情况调查

C、学历和履历的真实性和完整性 D、学术及专业资格

13、计算机信息的实体安全包括环境安全、设备安全、（B）三个方面。

A运行安全 B、媒体安全 C、信息安全 D、人事安全

14、目前，我国信息安全管理格局是一个多方“齐抓共管”的体制，多头管理现状决定法出多门，《计算机信息系统国际联网保密管理规定》是由下列哪个部门所指定的规章制度？（B）

A、公安部 B、国家保密局

C、信息产业部 D、国家密码管理委员会办公室

15、目前我国颁布实施的信息安全相关标准中，以下哪一个标准属于强制执行的标准？（B）

A、GB/T 18336-2001 信息技术安全性评估准则

B、GB 17859-1999 计算机信息系统安全保护等级划分准则

C、GB/T 9387.2-1995 信息处理系统开放系统互联安全体系结构

D、GA/T 391-2002 计算机信息系统安全等级保护管理要求

16、确保信息没有非授权泄密，即确保信息不泄露给非授权的个人、实体或进程，不为其所用，是指（C）。

A、完整性 B、可用性 C、保密性 D、抗抵赖性

17、如果对于程序变动的手工控制收效甚微，以下哪一种方法将是最有效的？（A）

A、自动软件管理 B、书面化制度 C、书面化方案 D、书面化标准

18、如果将风险管理分为风险评估和风险减缓，那么以下哪个不属于风险减缓的内容？（A）

A、计算风险 B、选择合适的安全措施

C、实现安全措施 D、 接受残余风险

19、软件供应商或是制造商可以在他们自己的产品中或是客户的计算机系统上安装一个“后门”程序。以下哪一项是这种情况面临的最主要风险？（A）

A、软件中止和黑客入侵 B、远程监控和远程维护

C、软件中止和远程监控 D、远程维护和黑客入侵

20、 管理审计指（C）

A、保证数据接收方收到的信息与发送方发送的信息完全一致

B、防止因数据被截获而造成的泄密

C、对用户和程序使用资源的情况进行记录和审查

D、保证信息使用者都可

21、为了保护企业的知识产权和其它资产，当终止与员工的聘用关系时下面哪一项是最好的方法？（A）

A、进行离职谈话，让员工签署保密协议，禁止员工账号，更改密码

B、进行离职谈话，禁止员工账号，更改密码

C、让员工签署跨边界协议

D、列出员工在解聘前需要注意的所有责任

22、为了有效的完成工作，信息系统安全部门员工最需要以下哪一项技能？（D）

A、人际关系技能 B、项目管理技能 C、技术技能 D、沟通技能

23、我国的国家秘密分为几级？（A）

A、3 B、4 C、5 D、6

24、系统管理员属于（C）。

A、决策层 B、管理层

C、执行层 D、既可以划为管理层，又可以划为执行层

25、下列哪一个说法是正确的？（C）

A、风险越大，越不需要保护 B、风险越小，越需要保护

C、风险越大，越需要保护 D、越是中等风险，越需要保护

26、下面哪类访问控制模型是基于安全标签实现的？（B）

A、自主访问控制 B、强制访问控制

C、基于规则的访问控制 D、基于身份的访问控制

27、下面哪项能够提供最佳安全认证功能？（B）

A、这个人拥有什么 B、这个人是什么并且知道什么

C、这个人是什么 D、这个人知道什么

28、下面哪一个是国家推荐性标准？（A）

A、GB/T 18020-1999 应用级防火墙安全技术要求

B、SJ/T 30003-93 电子计算机机房施工及验收规范

C、GA243-2000 计算机病毒防治产品评级准则

D、ISO/IEC 15408-1999 信息技术安全性评估准则

29、下面哪一项关于对违反安全规定的员工进行惩戒的说法是错误的？（C）

A、对安全违规的发现和验证是进行惩戒的重要前提

B、惩戒措施的一个重要意义在于它的威慑性

C、处于公平，进行惩戒时不应考虑员工是否是初犯，是否接受过培训

D、尽管法律诉讼是一种严厉有效的惩戒手段，但使用它时一定要十分慎重

30、下面哪一项最好地描述了风险分析的目的？（C）

A、识别用于保护资产的责任义务和规章制度

B、识别资产以及保护资产所使用的技术控制措施

C、识别资产、脆落性并计算潜在的风险

D、识别同责任义务有直接关系的威胁

31、下面哪一项最好地描述了组织机构的安全策略？（A）

A、定义了访问控制需求的总体指导方针

B、建议了如何符合标准

C、表明管理意图的高层陈述

D、表明所使用的技术控制措施的高层陈述

32、下面哪一种风险对电子商务系统来说是特殊的？（D）

A、服务中断 B、应用程序系统欺骗

C、未授权的信息泄露 D、确认信息发送错误

33、下面有关我国标准化管理和组织机构的说法错误的是？（C）

A、国家标准化管理委员会是统一管理全国标准化工作的主管机构

B、国家标准化技术委员会承担国家标准的制定和修改工作

C、全国信息安全标准化技术委员负责信息安全技术标准的审查、批准、编号和发布

D、全国信息安全标准化技术委员负责统一协调信息安全国家标准年度技术项目

34、项目管理是信息安全工程师基本理论，以下哪项对项目管理的理解是正确的？（A）

A、项目管理的基本要素是质量，进度和成本

B、项目管理的基本要素是范围，人力和沟通

C、项目管理是从项目的执行开始到项目结束的全过程进行计划、组织

D、项目管理是项目的管理者，在有限的资源约束下，运用系统的观点，方法和理论，对项目涉及的技术工作进行有效地管理

35、信息安全的金三角是（C）。

A、可靠性，保密性和完整性 B、多样性，冗余性和模化性

C、保密性，完整性和可用性 D、多样性，保密性和完整性

36、信息安全风险缺口是指（A）。

A、IT的发展与安全投入，安全意识和安全手段的不平衡

B、信息化中，信息不足产生的漏洞

C、计算机网络运行，维护的漏洞

D、计算中心的火灾隐患

37、信息安全风险应该是以下哪些因素的函数？（A）

A、信息资产的价值、面临的威胁以及自身存在的脆弱性等

B、病毒、黑客、漏洞等

C、保密信息如国家密码、商业秘密等

D、网络、系统、应用的复杂的程度

38、信息安全工程师监理的职责包括？（A）

A、质量控制，进度控制，成本控制，合同管理，信息管理和协调

B、质量控制，进度控制，成本控制，合同管理和协调

C、确定安全要求，认可设计方案，监视安全态势，建立保障证据和协调

D、确定安全要求，认可设计方案，监视安全态势和协调

39、信息安全管理最关注的是？（C）

A、外部恶意攻击 B、病毒对PC的影响

C、内部恶意攻击 D、病毒对网络的影响

40、信息分类是信息安全管理工作的重要环节，下面哪一项不是对信息进行分类时需要重点考虑的？（C）

A、信息的价值 B、信息的时效性

C、信息的存储方式 D、法律法规的规定

41、信息网络安全的第三个时代是（A）

A、主机时代，专网时代，多网合一时代 B、主机时代，PC时代，网络时代

C、PC时代，网络时代，信息时代 D、2001年，2002年，2003年

42、一个公司在制定信息安全体系框架时，下面哪一项是首要考虑和制定的？（A）

A、安全策略 B、安全标准 C、操作规程 D、安全基线

43、以下哪个不属于信息安全的三要素之一？（C）

A、机密性 B、完整性 C、抗抵赖性 D、可用性

44、以下哪一项安全目标在当前计算机系统安全建设中是最重要的？（C）

A、目标应该具体 B、目标应该清晰

C、目标应该是可实现的 D、目标应该进行良好的定义

45、以下哪一项计算机安全程序的组成部分是其它组成部分的基础？（A）

A、制度和措施 B、漏洞分析

C、意外事故处理计划 D、采购计划

46、以下哪一项是对信息系统经常不能满足用户需求的最好解释？（C）

A、没有适当的质量管理工具 B、经常变化的用户需求

C、用户参与需求挖掘不够 D、项目管理能力不强

47、以下哪一种人给公司带来了最大的安全风险？（D）

A、临时工 B、咨询人员 C、以前的员工 D、当前的员工

48、以下哪种安全模型未使用针对主客体的访问控制机制？（C）

A、基于角色模型 B、自主访问控制模型

C、信息流模型 D、强制访问控制模型

49、以下哪种措施既可以起到保护的作用还能起到恢复的作用？（C）

A、对参观者进行登记 B、备份

C、实施业务持续性计划 D、口令

50、以下哪种风险被定义为合理的风险？（B）

A、最小的风险 B、可接受风险

C、残余风险 D、总风险

51、以下人员中，谁负有决定信息分类级别的责任？（B）

A、用户 B、数据所有者 C、审计员 D、安全官

52、有三种基本的鉴别的方式：你知道什么，你有什么,以及（C）。

A、你需要什么 B、你看到什么 C、你是什么 D、你做什么

53、在对一个企业进行信息安全体系建设中，下面哪种方法是最佳的？（B）

A、自下而上 B、自上而下 C、上下同时开展 D、以上都不正确

54、在风险分析中，下列不属于软件资产的是（D）

A、计算机操作系统 B、网络操作系统

C、应用软件源代码 D、外来恶意代码

55、在国家标准中，属于强制性标准的是：（B）

A、GB/T XXXX-X-200X B、GB XXXX-200X

C、DBXX/T XXX-200X D、QXXX-XXX-200X

56、在任何情况下，一个组织应对公众和媒体公告其信息系统中发生的信息安全事件？（A）

A、当信息安全事件的负面影响扩展到本组织意外时

B、只要发生了安全事件就应当公告

C、只有公众的什么财产安全受到巨大危害时才公告

D、当信息安全事件平息之后

57、在信息安全策略体系中，下面哪一项属于计算机或信息安全的强制性规则？（A）

A、标准（Standard） B、安全策略（Security policy）

C、方针（Guideline） D、流程(Proecdure)

58、在信息安全管理工作中“符合性”的含义不包括哪一项？（C）

A、对法律法规的符合 B、对安全策略和标准的符合

C、对用户预期服务效果的符合 D、通过审计措施来验证符合情况

59、在许多组织机构中，产生总体安全性问题的主要原因是（A）。

A、缺少安全性管理 B、缺少故障管理

C、缺少风险分析 D、缺少技术控制机制

60、职责分离是信息安全管理的一个基本概念。其关键是权利不能过分集中在某一个人手中。职责分离的目的是确保没有单独的人员（单独进行操作）可以对应用程序系统特征或控制功能进行破坏。当以下哪一类人员访问安全系统软件的时候，会造成对“职责分离”原则的违背？（D）

A、数据安全管理员 B、数据安全分析员

C、系统审核员 D、系统程序员

61、中国电信的岗位描述中都应明确包含安全职责，并形成正式文件记录在案，对于安全职责的描述应包括（D）。

A、落实安全政策的常规职责 B、执行具体安全程序或活动的特定职责

C、保护具体资产的特定职责 D、以上都对

62、终端安全管理目标：规范支撑系统中终端用户的行为，降低来自支撑系统终端的安全威胁，重点解决以下哪些问题？（A）。

A、终端接入和配置管理；终端账号、秘密、漏洞补丁等系统安全管理；桌面及主机设置管理；终端防病毒管理

B、终端账号、秘密、漏洞补丁等系统安全管理；桌面及主机设置管理；终端防病毒管理

C、终端接入和配置管理；桌面及主机设置管理；终端防病毒管理

D、终端接入和配置管理；终端账号、秘密、漏洞补丁等系统安全管理；桌面及主机设置管理

63、著名的橘皮书指的是（A）。

A、可信计算机系统评估标准(TCSEC) B、信息安全技术评估标准（ITSEC）

C、美国联邦标准（FC） D、通用准则（CC）

64、资产的敏感性通常怎样进行划分？（C）

A、绝密、机密、敏感 B、机密、秘密、敏感和公开

C、绝密、机密、秘密、敏感和公开等五类

D、绝密、高度机密、秘密、敏感和公开等五类

65、重要系统关键操作操作日志保存时间至少保存（C）个月。

A、1 B、2 C、3 D、4

66、安全基线达标管理办法规定：BSS系统口令设置应遵循的内控要求是（C）

A、数字+字母 B、数字+字母+符号

C、数字+字母+字母大小写 D、数字+符号

67、不属于安全策略所涉及的方面是（D）。

A、物理安全策略 B、访问控制策略

C、信息加密策略 D、防火墙策略

68、“中华人民共和国保守国家秘密法”第二章规定了国家秘密的范围和密级，国家秘密的密级分为：（C）。

A、“普密”、“商密”两个级别 B、“低级”和“高级”两个级别

C、“绝密”、“机密”、“秘密”三个级别

D、“一密”、“二密”，“三密”、“四密”四个级别

69、对MBOSS系统所有资产每年至少进行（A）次安全漏洞自评估。

A、1 B、2 C、3 D、4

70、下列情形之一的程序，不应当被认定为《中华人民共和国刑法》规定的“计算机病毒等破坏性程序”的是：（A）。

A、能够盗取用户数据或者传播非法信息的

B、能够通过网络、存储介质、文件等媒介，将自身的部分、全部或者变种进行复制、传播，并破坏计算机系统功能、数据或者应用程序的

C、能够在预先设定条件下自动触发，并破坏计算机系统功能、数据或者应用程序的

D、其他专门设计用于破坏计算机系统功能、数据或者应用程序的程序

71、中国电信各省级公司争取在1-3年内实现CTG-MBOSS 系统安全基线“达标”（C）级以上。

A、A级 B、B级 C、C级 D、D级

72、下面对国家秘密定级和范围的描述中，哪项不符合《保守国家秘密法》要求？（C）

A、国家秘密和其密级的具体范围，由国家保密工作部门分别会同外交、公安、国家安全和其他中央有关规定

B、各级国家机关、单位对所产生的秘密事项，应当按照国家秘密及其密级的具体范围的规定确定密级

C、对是否属于国家和属于何种密级不明确的事项，可有各单位自行参考国家要求确定和定级，然后国家保密工作部门备案

D、对是否属于国家和属于何种密级不明确的事项，由国家保密工作部门，省、自治区、直辖市的保密工作部门，省、自治区、直辖市的保密工作部门，省、自治区政府所在地的市和经国务院批准的较大的市的保密工作部门或者国家保密工作部门审定的机关确定。

73、获取支付结算、证劵交易、期货交易等网络金融服务的身份认证信息（B）组以上的可以被《中华人民共和国刑法》认为是非法获取计算机信息系统系统认定的“情节严重”。

A、5 B、10 C、-15 D、20

74、基准达标项满（B）分作为安全基线达标合格的必要条件。

A、50 B、60 C、70 D、80

75、《国家保密法》对违法人员的量刑标准是（A）。

A、国家机关工作人员违法保护国家秘密的规定，故意或者过失泄露国家秘密，情节严重的，处三年以下有期徒刑或者拘役；情节特别严重的，处三年以上七年以下有期徒刑

B、国家机关工作人员违法保护国家秘密的规定，故意或者过失泄露国家秘密，情节严重的，处四年以下有期徒刑或者拘役；情节特别严重的，处四年以上七年以下有期徒刑

C、国家机关工作人员违法保护国家秘密的规定，故意或者过失泄露国家秘密，情节严重的，处五年以下有期徒刑或者拘役；情节特别严重的，处五年以上七年以下有期徒刑

D、-国家机关工作人员违法保护国家秘密的规定，故意或者过失泄露国家秘密，情节严重，处七年以下有期徒刑或者拘役；情节特别严重的，处七年以下有期徒刑

76、$HOME/.netrc文件包含下列哪种命令的自动登录信息？（C）

A、rsh B、ssh C、ftp D、rlogin

77、/etc/ftpuser文件中出现的账户的意义表示（A）。

A、该账户不可登录ftp B、该账户可以登录ftp C、没有关系 D、缺少

78、按TCSEC标准，WinNT的安全级别是（A）。

A、C2 B、B2 C、C3 D、B1

79、Linux系统/etc目录从功能上看相当于Windows的哪个目录？（B）

A、program files B、Windows C、system volume information D、TEMP

80、Linux系统格式化分区用哪个命令？（A）

A、fdisk B、mv C、mount D、df

81、在Unix系统中，当用ls命令列出文件属性时，如果显示-rwxrwxrwx,意思是（A）。

A、前三位rwx表示文件属主的访问权限；中间三位rwx表示文件同组用户的访问权限；后三位rwx表示其他用户的访问权限

B、前三位rwx表示文件同组用户的访问权限；中间三位rwx表示文件属主的访问权限；后三位rwx表示其他用户的访问权限

C、前三位rwx表示文件同域用户的访问权限；中间三位rwx表示文件属主的访问权限；后三位rwx表示其他用户的访问权限

D、前三位rwx表示文件属主的访问权限；中间三位rwx表示文件同组用户的访问权限；后三位rwx表示同域用户的访问权限

82、Linux系统通过（C）命令给其他用户发消息。

A、less B、mesg C、write D、echo to

83、Linux中，向系统中某个特定用户发送信息，用什么命令？（B）

A、wall B、write C、mesg D、net send

84、防止系统对ping请求做出回应，正确的命令是：（C）。

A、echo 0>/proc/sys/net/ipv4/icmp\_ehco\_ignore\_all

B、echo 0>/proc/sys/net/ipv4/tcp\_syncookies

C、echo 1>/proc/sys/net/ipv4/icmp\_echo\_ignore\_all

D、echo 1>/proc/sys/net/ipv4/tcp\_syncookies

85、NT/2K模型符合哪个安全级别？（B）

A、B2 B、C2 C、B1 D、C1

86、Red Flag Linux指定域名服务器位置的文件是（C）。

A、etc/hosts B、etc/networks C、etc/rosolv.conf D、/.profile

87、Solaris操作系统下，下面哪个命令可以修改/n2kuser/.profile文件的属性为所有用户可读、科协、可执行？（D）

A、chmod 744 /n2kuser/.profile B、 chmod 755 /n2kuser/.profile

C、 chmod 766 /n2kuser/.profile D、 chmod 777 /n2kuser/.profile

88、如何配置，使得用户从服务器A访问服务器B而无需输入密码？（D）

A、利用NIS同步用户的用户名和密码

B、在两台服务器上创建并配置/.rhost文件

C、在两台服务器上创建并配置$HOME/.netrc文件

D、在两台服务器上创建并配置/etc/hosts.equiv文件

89、Solaris系统使用什么命令查看已有补丁列表？（C）

A、uname –an B、showrev C、oslevel –r D、swlist –l product ‘PH??’

90、Unix系统中存放每个用户信息的文件是（D）。

A、/sys/passwd B、/sys/password C、/etc/password D、/etc/passwd

91、Unix系统中的账号文件是（A）。

A、/etc/passwd B、/etc/shadow C、/etc/group D、/etc/gshadow

92、Unix系统中如何禁止按Control-Alt-Delete关闭计算机？（B）

A、把系统中“/sys/inittab”文件中的对应一行注释掉

B、把系统中“/sysconf/inittab”文件中的对应一行注释掉

C、把系统中“/sysnet/inittab”文件中的对应一行注释掉

D、把系统中“/sysconf/init”文件中的对应一行注释掉

93、Unix中。可以使用下面哪一个代替Telnet，因为它能完成同样的事情并且更安全？（B）

A、S-TELNET B、SSH C、FTP D、RLGON

94、Unix中，默认的共享文件系统在哪个位置？（C）

A、/sbin/ B、/usr/local/ C、/export/ D、/usr/

95、Unix中，哪个目录下运行系统工具，例如sh,cp等？（A）

A、/bin/ B、/lib/ C、/etc/ D、/

96、U盘病毒依赖于哪个文件打到自我运行的目的？（A）

A、autoron.inf B、autoexec.bat C、config.sys D、system.ini

97、Windows nt/2k中的.pwl文件是？（B）

A、路径文件 B、口令文件 C、打印文件 D、列表文件

98、Windows 2000目录服务的基本管理单位是（D）。

A、用户 B、计算机 C、用户组 D、域

99、Windows 2000系统中哪个文件可以查看端口与服务的对应？（D）

A、c:\winnt\system\drivers\etc\services B、c:\winnt\system32\services

C、c:\winnt\system32\config\services D、c:\winnt\system32\drivers\etc\services

100、Windows NT/2000 SAM存放在（D）。

A、WINNT B、WINNT/SYSTEM32

C、WINNT/SYSTEM D、WINNT/SYSTEM32/config

101、 Windows NT/2000中的.pwl文件是？（B）

A、路径文件 B、口令文件 C、打印文件 D、列表文件

102、Windows NT的安全标识（SID）串是由当前时间、计算机名称和另外一个计算机变量共同产生的，这个变量是什么？（C）

A、击键速度 B、用户网络地址 C、处理当前用户模式线程所花费CPU的时间 D、PING的响应时间

103、Windows NT和Windows 2000系统能设置为在几次无效登录后锁定账号，可以防止：（B）。

A、木马 B、暴力破解 C、IP欺骗 D、缓冲区溢出攻击

104、Windows主机推荐使用（A）格式。

A、NTFS B、FAT32 C、FAT D、Linux

105、XP当前的最新补丁是（C）。

A、SP1 B、SP2 C、SP3 D、SP4

106、按TCSEC标准，WinNT的安全级别是（A）。

A、C2 B、B2 C、C3 D、B1

107、当你感觉到你的Win2003运行速度明显减慢，当打开任务管理器后发现CPU使用率达到了100%，你认为你最有可能受到了（D）攻击。

A、缓冲区溢出攻击 B、木马攻击 C、暗门攻击 D、DOS攻击

108、档案权限755，对档案拥有者而言，是什么含义？（A）

A、可读，可执行，可写入 B、可读

C、可读，可执行 D、可写入

109、如何配置，使得用户从服务器A访问服务器B而无需输入密码（D）。

A、利用NIS同步用户的用户名和密码

B、在两台服务器上创建并配置/.rhosts文件

C、在两台服务器上创建并配置$HOME/.netrc文件

D、在两台服务器上创建并配置/et/hosts.equiv文件

110、要求关机后不重新启动，shutdown后面参数应该跟（C）。

A、–k B、–r C、-h D、 –c

111、一般来说，通过web运行http服务的子进程时，我们会选择（D）的用户用户权限方式，这样可以保证系统的安全。

A、root B、httpd C、guest D、nobody

112、以下哪项技术不属于预防病毒技术的范畴？（A）

A、加密可执行程序 B、引导区保护

C、系统监控与读写控制 D、校验文件

113、用户收到了一封可疑的电子邮件，要求用户提供银行账户及密码，这是属于何种攻击手段？（B）

A、缓冲区溢出攻击 B、钓鱼攻击 C、暗门攻击 D、DDos攻击

114、与另一台机器建立IPC$会话连接的命令是（D）。

A、net user [\\192.168.0.1\IPC$](file:///\\192.168.0.1\IPC$)

B、net use [\\192.168.0.1\IPC$](file:///\\192.168.0.1\IPC$) user:Administrator / passwd:aaa

C、net user \192.168.0.1IPC$ D、net use [\\192.168.0.1\IPC$](file:///\\192.168.0.1\IPC$)

115、在NT中，如果config.pol已经禁止了对注册表的访问，那么黑客能够绕过这个限制吗？怎样实现？（B）

A、不可以 B、可以通过时间服务来启动注册表编辑器

C、可以通过在本地计算机删除config.pol文件 D、可以通过poledit命令

116、在NT中，怎样使用注册表编辑器来严格限制对注册表的访问？（C）

A、HKEY\_CURRENT\_CONFIG,连接网络注册、登录密码、插入用户ID

B、HKEY\_CURRENT\_MACHINE,浏览用户的轮廓目录，选择NTUser.dat

C、HKEY\_USERS,浏览用户的轮廓目录，选择NTUser.dat

D、HKEY\_USERS,连接网络注册，登录密码，插入用户ID

117、在Solaris 8下，对于/etc/shadow文件中的一行内容如下“root:3vd4NTwk5UnLC:9038::::::”,以下说法正确的是：（E）。

A、这里的3vd4NTwk5UnLC是可逆的加密后的密码

B、这里的9038是指从1970年1月1日到现在的天数

C、这里的9038是指从1980年1月1日到现在的天数

D、这里的9038是指从1980年1月1日到最后一次修改密码的天数

E-以上都不正确

118、在Solaris 8下，对于/etc/shadow文件中的一行内容如下：root:3vd4NTwk5UnLC:0:1:Super-User:/:”，以下说法正确的是：（A）。

A、是/etc/passwd文件格式 B、是/etc/shadow文件格式

C、既不是/etc/passwd也不是/etc/shadow文件格式

D、这个root用户没有SHELL，不可登录

E、这个用户不可登录，并不是因为没有SHELL

119、在Solaris系统中，终端会话的失败登录尝试记录在下列哪个文件里面?(D)

A、-/etc/default/login B、/etc/nologin

C、/etc/shadow D、var/adm/loginlog

120、在Windows 2000中，以下哪个进程不是基本的系统进程:(D)

A、smss. exe B、csrss. Exe C、winlogon. exe D、-conime.exe

121、在Windows 2000中可以察看开放端口情况的是:(D)。

A、nbtstat B、net C、net show D、netstat

122、在Windows 2003下netstat的哪个参数可以看到打开该端口的PID?(C)（格式到此）

A、a B、n C、o D 、p

123、在使用影子口令文件(shadowedpasswords)的Linux系统中，/etc/passwd文件和/etc/shadow文件的正确权限分别是(C)。

A、rw-r-----,-r-------- B、rw-r--r--,-r--r--r—

C、rw-r--r--,-r-------- Drw-r--rw-,-r-----r--

124、制定数据备份方案时，需要重要考虑的两个因素为适合的备份时间和(B)。

A、备份介质 B、备份的存储位置

C、备份数据量 D、恢复备份的最大允许时间

125、周期性行为，如扫描，会产生哪种处理器负荷?(A)

A、Idle Ioad B、Usage Ioad C、Traffic load D、以上都不对

126、主要由于(D)原因，使Unix易于移植

A、Unix是由机器指令书写的 B、Unix大部分由汇编少部分用C语言编写

C、Unix是用汇编语言编写的 D、Unix小部分由汇编大部分用C语言编写

127、HP-UX系统中，使用(A)命令查看系统版本、硬件配置等信息。

A、uname -a B、ifconfig C、netstat D、ps -ef

128、Linux文件权限一共10位长度，分成四段，第三段表示的内容是(C)。

A、文件类型 B、文件所有者的权限

C、文件所有者所在组的权限 D、其他用户的权限

129、在云计算虚拟化应用中，VXLAN技术处于OS工网络模型中2-3层间，它综合了2层交换的简单性与3层路由的跨域连接性。它是通过在UDP/IP上封装Mac地址而实现这一点的。在简单应用场合，vxLAN可以让虚拟机在数据中心之间的迁移变得更为简单。该技术是哪个公司主推的技术?(C)

A、惠普 B、Juniper C、Cisco与Vmware D、博科Brocade

130、Linux中，什么命令可以控制口令的存活时间了(A)。

A、chage B、passwd C、chmod D、umask

131、Qfabric技术是使用市场上现成的计算和存储网元并利用行业标准的网络接口将它们连接后组建大规模的数据中心，以满足未来云计算的要求。该技术概念是哪个厂家主推的概念?(B)

A、惠普 B、uniper C、Cisco与Vmware D、博科Brocade

132、为了检测Windows系统是否有木马入侵，可以先通过(B)命令来查看当前的活动连接端口。

A、ipconfig B、netstat -rn C、tracert –d D、netstat -an

133、网络营业厅提供相关服务的可用性应不低于（A）。

A、99.99% B、99.9% C、99% D、98.9%

134、IRF(Intelligent Resilient Framework)是在该厂家所有数据中心交换机中实现的私有技术，是应用在网络设备控制平面的多虚拟技术。该技术属于哪个厂家?(A)

A、惠普 B、Juniper C、Cisco与Vmware D、博科Brocade

135、Windows NT的安全标识符(SID)是由当前时间、计算机名称和另外一个计算机变量共同产生的，这个变量是:(D)。

A、击键速度 B、当前用户名

C、用户网络地址 D、处理当前用户模式线程所花费CPU的时间

136、脆弱性扫描，可由系统管理员自行进行检查，原则上应不少于(B)。

A、每周一次 B、每月一次 C、每季度一次 D、每半年一次

137、下面哪一个情景属于身份验证(Authentication)过程?(A)

A、用户依照系统提示输入用户名和口令

B、用户在网络上共享了自己编写的一份Office文档，并设定哪些用户可以阅读，哪些用户可以修改

C、用户使用加密软件对自己编写的Office文档进行加密，以阻止其他人得到这份拷贝后看到文档中的内容

D、某个人尝试登录到你的计算机中，但是口令输入的不对，系统提示口令错误，并将这次失败的登录过程纪录在系统日志中

138、下面哪一个情景属于授权(Authorization)过程?(B)

A、用户依照系统提示输入用户名和口令

B、用户在网络上共享了自己编写的一份Office文档，并设定哪些用户可以阅读，哪些用户可以修改

C、用户使用加密软件对自己编写的Office文档进行加密，以阻止其他人得到这份拷贝后看到文档中的内容

D、某个人尝试登录到你的计算机中，但是口令输入的不对，系统提示口令错误，并将这次失败的登录过程纪录在系统日志中

139、下列哪一条与操作系统安全配置的原则不符合?(D)

A、关闭没必要的服务 B、不安装多余的组件

C、安装最新的补丁程序 D、开放更多的服务

140、关于DDoS技术，下列哪一项描述是错误的(D)。

A、一些DDoS攻击是利用系统的漏洞进行攻击的

B、黑客攻击前对目标网络进行扫描是发功DDoS攻击的一项主要攻击信息来源

C、对入侵检测系统检测到的信息进行统计分析有利于检测到未知的黑客入侵和更为复杂的DDoS攻击入侵

D、DDoS攻击不对系统或网络造成任何影响

141、关于PPP协议下列说法正确的是:(C)。

A、PPP协议是物理层协议

B、PPP协议是在HDLC协议的基础上发展起来的

C、PPP协议支持的物理层可以是同步电路或异步电路

D、PPP主要由两类协议组成:链路控制协议族CLCP)和网络安全方面的验证协议族(PAP和CHAP)

142、接口被绑定在2层的zone，这个接口的接口模式是（C）。

A、NAT mode B、Route mode

C、-Transparent mode D、NAT或Route mode

143、接入控制方面，路由器对于接口的要求包括：（D）。

A、串口接入 B、局域网方式接入 C、Internet方式接入 D、VPN接入

144、局域网络标准对应OSI模型的哪几层？（C）。

A、上三层 B、只对应网络层 C、下三层 D、只对应物理层

145、拒绝服务不包括以下哪一项？（D）。

A、DDoS B、畸形报文攻击 C、Land攻击 D、ARP攻击

146、抗DDoS防护设备提供的基本安全防护功能不包括（A）。

A、对主机系统漏洞的补丁升级 B、检测DDoS攻击

C、DDoS攻击警告 D、DDoS攻击防护

147、路由器产品提供完备的安全架构以及相应的安全模块，在软、硬件层面设置重重过滤，保护路由器业务安全。其中不对的说法是：（C）。--》缺少D选项

A、路由器产品支持URPF，可以过滤大多数虚假IP泛洪攻击

B、路由器产品支持CAR功能，可以有效限制泛洪攻击

C、路由器产品不支持ACL配置功能，不能定制过滤规则

D、

148、路由器对于接入权限控制，包括：（D）。

A、根据用户账号划分使用权限 B、根据用户接口划分使用权限

C、禁止使用匿名账号 D、以上都是

149、路由器启动时默认开启了一些服务，有些服务在当前局点里并没有作用，对于这些服务：（C）。缺少D选项

A、就让他开着，也耗费不了多少资源 B、就让他开着，不会有业务去访问

C、必须关闭，防止可能的安全隐患 D、

150、设置Cisco设备的管理员账号时，应（C）。

A、多人共用一个账号 B、多人共用多个账号

C、一人对应单独账号 D、一人对应多个账号

151、什么命令关闭路由器的finger服务？（C）

A、disable finger B、no finger C、no finger service D、no service finger

152、什么是IDS？（A）

A、入侵检测系统 B、入侵防御系统 C、网络审计系统 D、主机扫描系统

153、实现资源内的细粒度授权，边界权限定义为：（B）。

A、账户 B、角色 C、权限 D、操作

154、使网络服务器中充斥着大量要求回复的信息，消息带宽，导致网络或系统停止正常服务，这属于什么攻击类型？（A）

A、拒绝服务 B、文件共享 C、BIND漏洞 D、远程过程调用

155、使用TCP 79端口的服务是：（D）。

A、telnet B、SSH C、Web D、Finger

156、使用一对一或者多对多方式的NAT转换，当所有外部IP地址均被使用后，后续的内网用户如需上网，NAT转换设备会执行什么样的动作？（C）

A、挤掉前一个用户，强制进行NAT转换 B、直接进行路由转发

C、不做NAT转换 D、将报文转移到其他NAT转换设备进行地址转换

157、私网地址用于配置本地网络、下列地址中属于私网地址的是？（C）

A、100.0.0.0 B、172.15.0.0 C、192.168.0.0 D、244.0.0.0

158、随着Internet发展的势头和防火墙的更新，防火墙的哪些功能将被取代。（D）

A、使用IP加密技术 B、日志分析工作

C、攻击检测和报警 D、对访问行为实施静态、固定的控制

159、随着安全要求的提高、技术的演进，（D）应逐步实现物理隔离，或者通过采用相当于物理隔离的技术（如MPLSVPN）实现隔离。

A、局域网 B、广域网及局域网 C、终端 D、广域网

160、通过向目标系统发送有缺陷的IP报文，使得目标系统在处理这样的IP包时会出现崩溃，请问这种攻击属于何种攻击？（D）

A、拒绝服务（DoS）攻击 B、扫描窥探攻击

C、系统漏洞攻击 D、畸形报文攻击

161、通信领域一般要求3面隔离，即转发面、控制面、用户面实现物理隔离，或者是逻辑隔离，主要目的是在某一面受到攻击的时候，不能影响其他面。路由器的安全架构在实现上就支持：（D）

A、转发面和控制面物理隔离 B、控制面和用户面逻辑隔离

C、转发面和用户面逻辑隔离 D、以上都支持

162、网管人员常用的各种网络工具包括telnet、ftp、ssh等，分别使用的TCP端口号是（B）。

A、21、22、23 B、23、21、22 C、23、22、21 D、21、23、22

163、网络安全工作的目标包括：（D）。

A、信息机密性 B、信息完整性 C、服务可用性 D、以上都是

164、网络安全在多网合一时代的脆弱性体现在（C）。

A、网络的脆弱性 B、软件的脆弱性 C、管理的脆弱性 D、应用的脆弱性

165、应限制Juniper路由器的SSH（A），以防护通过SSH端口的DoS攻击。

A、并发连接数和1分钟内的尝试连接数 B、并发连接数

C、1分钟内的尝试连接数 D、并发连接数和3分钟内的尝试连接数

166、应用网关防火墙的逻辑位置处在OSI中的哪一层？（C）

A、传输层 B、链路层 C、应用层 D、物理层

167、应用网关防火墙在物理形式上表现为？（B）

A、网关 B、堡垒主机 C、路由 D、交换机

168、用来追踪DDoS流量的命令式：（C）

A、ip source-route B、ip cef C、ip source-track D、ip finger

169、用于保护整个网络IPS系统通常不会部署在什么位置？（D）

A、网络边界 B、网络核心 C、边界防火墙内 D、业务终端上

170、用于实现交换机端口镜像的交换机功能是：（D）

A、PERMIT LIST B、PVLAN C、VTP D、SPAN

171、有关L2TP（Layer 2 Tunneling Protocol）协议说法有误的是（D）。

A、L2TP是由PPTV协议和Cisco公司的L2F组合而成

B、L2TP可用于基于Internet的远程拨号访问

C、为PPP协议的客户建立拨号连接的VPN连接

D、L2TP只能通过TCP/IP连接

172、有关PPTP（Point-to-Point Tunnel Protocol）说法正确的是（C）。

A、PPTP是Netscape提出的 B、微软从NT3.5以后对PPTP开始支持

C、PPTP可用在微软的路由和远程访问服务上 D、它是传输层上的协议

173、有一些应用，如微软Out look或MSN。它们的外观会在转化为基于Web界面的过程中丢失，此时要用到以下哪项技术：（B）

A、Web代理 B、端口转发 C、文件共享 D、网络扩展

174、预防信息篡改的主要方法不包括以下哪一项？（A）

A、使用VPN技术 B、明文加密 C、数据摘要 D、数字签名

175、域名服务系统（DNS）的功能是（A）。

A、完成域名和IP地址之间的转换 B、完成域名和网卡地址之间的转换

C、完成主机名和IP地址之间的转换 D、完成域名和电子邮件地址之间的转换

176、源IP为100.1.1.1，目的IP为100.1.1.255，这个报文属于什么攻击？（B）（假设该网段掩码为255.255.255.0）

A、LAND攻击 B、SMURF攻击 C、FRAGGLE攻击 D、WINNUKE攻击

177、在AH安全协议隧道模式中，新IP头内哪个字段无需进行数据完整性校验？（A）

A、TTL B、源IP地址 C、目的IP地址 D、源IP地址+目的IP地址

178、在C/S环境中，以下哪个是建立一个完整TCP连接的正确顺序？（D）

A、SYN，SYN/ACK，ACK B、Passive Open,Active Open,ACK,ACK

C、SYN,ACK/SYN,ACK D、Active Open/Passive Open,ACK,ACK

179、在L2TP应用场景中，用户的私有地址分配是由以下哪个组建完成？（B）

A、LAC B、LNS C、VPN Client D、用户自行配置

180、在OSI模型中，主要针对远程终端访问，任务包括会话管理、传输同步以及活动管理等以下是哪一层（A）

A、应用层 B、物理层 C、会话层 D、网络层

181、在OSI参考模型中有7个层次，提供了相应的安全服务来加强信息系统的安全性。以下哪一层提供了抗抵赖性？（B）

A、表示层 B、应用层 C、传输层 D、数据链路层

182、在安全策略的重要组成部分中，与IDS相比，IPS的主要优势在哪里？（B）

A、产生日志的数量 B、攻击减少的速度

C、较低的价格 D、假阳性的减少量

183、在安全审计的风险评估阶段，通常是按什么顺序来进行的？（A）

A、侦查阶段、渗透阶段、控制阶段 B、渗透阶段、侦查阶段、控制阶段

C、控制阶段、侦查阶段、渗透阶段 D、侦查阶段、控制阶段、渗透阶段

184、在层的方式当中，哪种参考模型描述了计算机通信服务和协议？（D）

A、IETF 因特网工程工作小组 B、ISO 国际标准组织

C、IANA 因特网地址指派机构 D、OSI 开放系统互联

185、在传输模式IPSec应用情况中，以下哪个区域数据报文可受到加密安全保护？（D）

A、整个数据报文 B、原IP头 C、新IP头 D、传输层及上层数据报文

186、在点到点链路中，OSPF的Hello包发往以下哪个地址？（B）

A、127.0.0.1 B、224.0.0.5 C、233.0.0.1 D、255.255.255.255

187、在建立堡垒主机时，（A）。

A、在堡垒主机上应设置尽可能少的网络服务

B、在堡垒主机上应设置尽可能多的网络服务

C、对必须设置的服务给予尽可能高的权限

D、不论发生任何入侵情况，内部网始终信任堡垒主机

188、在进行Sniffer监听时，系统将本地网络接口卡设置成何种侦听模式？（D）

A、unicast单播模式 B、Broadcast广播模式

C、Multicast组播模式 D、Promiscuous混杂模式

189、在零传输（Zone transfers）中DNS服务使用哪个端口？（A）

A、TCP 53 B、UDP 53 C、UDP 23 D、TCP23

190、在入侵检测的基础上，锁定涉嫌非法使用的用户，并限制和禁止该用户的使用。这种访问安全控制是？（C）

A、入网访问控制 B、权限控制 C、网络检测控制 D、防火墙控制

191、在思科设备上，若要查看所有访问表的内容，可以使用的命令式（B）

A、show all access-lists B、show access-lists

C、show ip interface D、show interface

192、在网络安全中，中断指攻击者破坏网络系统的资源，使之变成无效的或无用的这是对（A）。

A、可用性的攻击 B、保密性的攻击 C、完整性的攻击 D、真实性的攻击

193、在一个局域网环境中，其内在的安全威胁包括主动威胁和被动威胁。以下哪一项属于被动威胁？（C）

A、报文服务拒绝 B、假冒 C、数据流分析 D、报文服务更改

194、在以下OSI七层模型中，synflooding攻击发生在哪层？（C）

A、数据链路层 B、网络层 C、传输层 D、应用层

195、在以下哪类场景中，移动用户不需要安装额外功能（L2TP）的VPDN软件？（B）

A、基于用户发起的L2TP VPN B、基于NAS发起的L2TP VPN

C、基于LNS发起的L2TP VPN D、以上都是

196、账户口令管理中4A的认证管理的英文单词为：（B）

A、Account B、Authentication C、Authorization D、Audit

197、只具有（A）和FIN标志集的数据包是公认的恶意行为迹象。

A、SYN B、date C、head D、标志位

198、主从账户在4A系统的对应关系包含：（D）

A、1 -N B、1 -1 C、N -1 D、以上全是

199、主动方式FTP服务器要使用的端口包括（A）。

A、TCP 21 TCP 20 B、TCP21 TCP大于1024的端口

C、TCP 20、TCP 大于1024端口 D、都不对

200、下列（D）因素不是影响IP电话语音质量的技术因素。

A、时延 B、抖动 C、回波 D、GK性能

201、下列安全协议中使用包括过滤技术，适合用于可信的LAN到LAN之间的VPN（内部VPN）的是（D）。

A、PPTP B、L2TP C、SOCKS v5 D、IPSec

202、下列不是抵御DDoS攻击的方法有（D）。

A、加强骨干网设备监控 B、关闭不必要的服务

C、限制同时打开的Syn半连接数目 D、延长Syn半连接的time out时间

203、下列措施不能增强DNS安全的是（C）。

A、使用最新的BIND工具 B、双反向查找

C、更改DNS的端口号 D、不要让HINFO记录被外界看到

204、下列各种安全协议中使用包过滤技术，适合用于可信的LAN到LAN之间的VPN，即内部网VPN的是（D）。

A、PPTP B、L2TP C、SOCKS v5 D、IPSec

205、下列哪个属于可以最好的描述系统和网络的状态分析概念，怎么处理其中的错误才是最合适？（D）

A、回应的比例 B、被动的防御 C、主动的防御 D、都不对

206、下列哪项是私有IP地址？（A）

A、10.5.42.5 B、172.76.42.5 C、172.90.42.5 D、241.16.42.5

207、下列哪一项能够提高网络的可用性？（B）

A、数据冗余 B、链路冗余 C、软件冗余 D、电源冗余

208、下列哪一种攻击方式不属于拒绝服务攻击：（A）。

A、LOphtCrack B、Synflood C、Smurf D、Ping of Death

209、下列哪一项是arp协议的基本功能？（A）

A、通过目标设备的IP地址，查询目标设备的MAC地址，以保证通信的进行

B、对局域网内的其他机器广播路由地址

C、过滤信息，将信息传递个数据链路层 D、将信息传递给网络层

210、最早的计算机网络与传统的通信网络最大的区别是什么？（A）

A、计算机网络采用了分组交换技术 B、计算机网络采用了电路交换技术

C、计算机网络的可靠性大大提高 D、计算机网络带宽和速度大大提高

211、以下哪个属于IPS的功能？（A）

A、检测网络攻击 B、网络流量检测 C、实时异常告警 D、以上都是

212、以下说法错误的是（C）。

A、安全是一个可用性与安全性之间的平衡过程 B、安全的三要素中包含完整性

C、可以做到绝对的安全 D、网络安全是信息安全的子集

213、以下属于4A策略管理模块可以管理的为（C）。

A、访问控制策略 B、信息加密策略 C、密码策略 D、防火墙策略

214、最早研究计算机网络的目的是什么？（B）

A、共享硬盘空间、打印机等设备 B、共享计算资源

C、直接的个人通信 D、大量的数据交换

215、防火墙截取内网主机与外网通信，由防火墙本身完成与外网主机通信，然后把结果传回给内网主机，这种技术称为（C）。

A、内容过滤 B、地址转换 C、透明代理 D、内容中转

216、可以通过哪种安全产品划分网络结构，管理和控制内部和外部通讯（A）。

A、防火墙 B、CA中心 C、加密机 D、防病毒产品

217、网络隔离技术的目标是确保把有害的攻击隔离，在保证网络内部信息不外泄的前提下，完成网络间数据的安全交换。下列隔离技术中，安全性最好的是（D）。

A、多重安全网关 B、防火墙 C、Vlan隔离 D、物理隔离

218、下列哪项不是Tacacs+协议的特性。（A）

A、扩展记账 B、加密整个数据包 C、使用TCP D、支持多协议

219、一个数据包过滤系统被设计成只允许你要求服务的数据包进入，而过滤掉不必要的服务。这属于什么基本原则？（A）

A、最小特权 B、阻塞点 C、失效保护状态 D、防御多样化

220、包过滤防火墙工作的好坏关键在于？（C）

A、防火墙的质量 B、防火墙的功能 C、防火墙的过滤规则设计 D、防火墙的日志

221、对于日常维护工作，连接路由器的协议通常使用：（B）。缺少D选项

A、TELNET，简单，容易配置 B、SSH &SSHv2 加密算法强劲，安全性好

C、TELNET配置16位长的密码，加密传输，十分安全 D、

222、BOTNET是（C）。

A、普通病毒 B、木马程序 C、僵尸网络 D、蠕虫病毒

223、监听的可能性比较低的是（B）数据链路。

A、Ethernet B、电话线 C、有线电视频道 D、无线电

224、当IPS遇到软件/硬件问题时，强制进入直通状态，以避免网络断开的技术机制称为（B）。

A、pass B、bypass C、watchdog D、HA

225、网络环境下的security是指（A）。

A、防黑客入侵，防病毒，窃取和敌对势力攻击

B、网络具有可靠性，可防病毒，窃密和敌对势力攻击

C、网络具有可靠性，容灾性，鲁棒性

D、网络的具有防止敌对势力攻击的能力

226、某一案例中，使用者已将无线AP的SSID广播设置为禁止，并修改了默认SSID值，但仍有未经授权的客户端接入该无线网络，这是因为（D）

A、禁止SSID广播仅在点对点的无线网络中有效

B、未经授权客户端使用了默认SSID接入

C、无线AP开启了DHCP服务

D、封装了SSID的数据包仍然会在无线AP与客户端之间传递

227、为了保护DNS的区域传送（zone transfer），应该配置防火墙以阻止（B）。

1.UDP

2.TCP

3.53

4.52

A、1,3 B、2,3 C、1,4 D、2,4

228、以下不属于代理服务技术优点的是（D）。

A、可以实现身份认证 B、内部地址的屏蔽盒转换功能

C、可以实现访问控制 D、可以防范数据驱动侵袭

229、应控制自互联网发起的会话并发连接数不超出网上营业厅设计容量的（C）。

A、60% B、70% C、80% D、90%

230、TCP协议与UDP协议相比，TCP是（B），UDP是（）。

A、设置起来麻烦；很好设置 B、容易；困难

C、面向连接的；非连接的 D、不可靠的；可靠的

231、交换机转发以太网的数据基于：（B）。

A、交换机端口号 B、MAC地址 C、IP地址 D、数据类别

232、HTTP，FTP，SMTP建立在OSI模型的哪一层？（D）

A、2层-数据链路层 B、3层-网络层 C、4层-传输层 D、7层-应用层

233、网络安全的基本属性是（D）。

A、机密性 B、可用性 C、完整性 D、以上都是

234、网络安全的主要目的是保护一个组织的信息资产的（A）。

A、机密性、完整性、可用性 B、参照性、可用性、机密性、

C、可用性、完整性、参照性 D、完整性、机密性、参照性

235、DBS是采用了数据库技术的计算机系统。DBS是一个集合体，包含数据库、计算机硬件、软件和（C）。

A、系统分析员 B、程序员 C、数据库管理员 D、操作员

236、MySQL -h host -u user -p password命令的含义如下，哪些事正确的？（D）

A、-h后为host为对方主机名或IP地址 B、-u后为数据库用户名

C、-p后为密码 D、以上都对

237、Oracle当连接远程数据库或其它服务时，可以指定网络服务名，Oracle9i支持5中命名方法，请选择错误的选项。（D）

A、本地命名和目录命名 B、Oracle名称（Oracle Names）

C、主机命名和外部命名 D、DNS和内部命名

238、Oracle的数据库监听器（LISTENER）的默认通讯端口是？（A）

A、TCP 1521 B、TCP 1025 C、TCP 1251 D、TCP 1433

239、Oracle默认的用户名密码为（A）。

A、Scote/tiger B、root C、null D、rootroot

240、Oracle数据库中，物理磁盘资源包括哪些（D）。

A、控制文件 B、重做日志文件 C、数据文件 D、以上都是

241、Oracle中启用审计后，查看审计信息的语句是下面哪一个？（C）

A、select \* from SYS.AUDIT$ B、select \* from syslogins

C、select \* from SYS.AUD$ D、AUDIT SESSION

242、SMTP的端口？（A）

A、25 B、23 C、22 D、21

243、SQL Server的登录账户信息保存在哪个数据库中？（C）

A、model B、msdb C、master D、tempdb

244、SQL Sever的默认DBA账号是什么？（B）

A、administrator B、sa C、root D、SYSTEM

245、SQL Sever的默认通讯端口有哪些？（B）

A、TCP 1025 B、TCP 1433 C、UDP 1434 D、TCP 14333 E、TCP 445

246、SQL Sever中可以使用哪个存储过程调用操作系统命令，添加系统账号？（B）

A、xp\_dirtree B、xp\_cmdshell C、xp\_cmdshell D、xpdeletekey

247、SQL Sever中下面哪个存储过程可以执行系统命令？（C）

A、xp\_regread B、xp\_command C、xp\_cmdshell D、sp\_password

248、SQL的全局约束是指基于元祖的检查子句和（C）。

A、非空值约束 B、域约束子句 C、断言 D、外键子句

249、SQL数据库使用以下哪种组件来保存真实的数据？（C）

A、Schemas B、Subschemas C、Tables D、Views

250、SQL语句中，彻底删除一个表的命令是（B）。

A、delete B、drop C、clear D、remore

251、SQL语言可以（B）在宿主语言中使用，也可以独立地交互式使用。

A、-极速 B、-嵌入 C、-混合 D、-并行

252、SSL安全套接字协议所用的端口是（B）。

A、80 B、443 C、1433 D、3389

253、不属于数据库加密方式的是（D）。

A、库外加密 B、库内加密 C、硬件/软件加密 D、专用加密中间件

254、测试数据库一个月程序主要应对的风险是（B）。

A、非授权用户执行“ROLLBACK”命令 B、非授权用户执行“COMMIT”命令

C、非授权用户执行“ROLLRORWARD”命令 D、非授权用户修改数据库中的行

**255、查看Oracle 8i及更高版本数据库的版本信息的命令是（C）。----缺少CD选项**

**A、cd $Oracle\_HOME/orainst B、C-cd $Oracle\_HIME/orainst C、 D、**

256、从安全的角度来看，运行哪一项起到第一道防线的作用？（C）

A、远端服务器 B、WEB服务器 C、防火墙 D、使用安全shell程序

257、从下列数据库分割条件中，选出用于抵御跟踪器攻击和抵御对线性系统攻击的一项。（B）。

A、每个分割区G有g=|G|记录，其中g=0或g>=n，且g为偶数，

B、记录必须成对地加入G或从G中删除

C、查询集虚报口各个分割区，如果查询含有一个以上记录的统计信息是从m各分割区G1，G2，… …Gm中每一个分割区而来的，则统计信息g（G1VG2V… …VGm）是允许发布

D、记录必须不对地加入G或从G中删除

258、单个用户使用的数据库视图的描述为（A）。

A、外模式 B、概念模式 C、内模式 D、存储模式

259、对于IIS日志记录，推荐使用什么文件格式？（D）

A、Microsoft IIS日志文件格式 B、NCSA公用日志文件格式

C、ODBC日志记录格式 D、W3C扩展日志文件格式

**260、对于IIS日志文件的存放目录，下列哪项设置是最好的？（D）----缺少D选型**

**A、%WinDir%\System32\LogFiles B、C:\Inetpub\wwwroot\LogFiles**

**C、C:\LogFiles..)-F:\LogFiles D、**

261、对于IIS日志文件的访问权限，下列哪些设置是正确的？（D）

A、SYSTEM（完全控制）Administrator（完全控制）Users（修改）

B、SYSTEM（完全控制）Administrator（完全控制）Everyone（读取和运行）

C、SYSTEM（完全控制）Administrator（完全控制）Inernet来宾账户（读取和运行） D、SYSTEM（完全控制）Administrator（完全控制）

262、对于数据库的描述一下哪项说法是正确的？（A）

A、数据和一系列规则的集合 B、一种存储数据的软件

C、一种存储数据的硬件 D、是存放人量数据的软件

263、攻击者可能利用不必要的extproc外部程序调用功能获取对系统的控制权，威胁系统安全。关闭Extproc功能需要修改TNSNAMES.ORA和LISTENER.ORA文件删除一下条目，其中有一个错误的请选择出来（A）。

A、sys\_ertproc B、icache\_extproc

C、PLSExtproc D、extproc

264、关系数据库中，实现实体之间的联系是通过表与表之间的（D）。

A、公共索引 B、公共存储

C、公共元组 D、公共属性

265、关系型数据库技术的特征由一下哪些元素确定的？（A）

A、行和列 B、节点和分支

C、Blocks和Arrows D、父类和子类

266、关于WEB应用软件系统安全，说法正确的是（D）？

A、Web应用软件的安全性仅仅与WEB应用软件本身的开发有关

B、系统的安全漏洞属于系统的缺陷，但安全漏洞的检测不属于测试的范畴

C、黑客的攻击主要是利用黑客本身发现的新漏洞

D、以任何违反安全规定的方式使用系统都属于入侵

267、目前数据大集中是我国重要的大型分布式信息系统建设和发展的趋势，数据大集中就是将数据集中存储和管理，为业务信息系统的运行搭建了统一的数据平台，对这种做法认识正确的是（D）？

A、数据库系统庞大会提供管理成本 B、数据库系统庞大会降低管理效率

C、数据的集中会降低风险的可控性 D、数据的集中会造成风险的集中

268、哪一个是PKI体系中用以对证书进行访问的协议（B）？

A、SSL B、LDAP C、CA D、IKE

269、如果一个SQL Server数据库维护人员，需要具有建立测试性的数据库的权限，那么应该指派给他哪个权限（A）？

A、Database Creators B、System Administrators

C、Server Administrators D、Security Adiministrators

270、如果以Apache 为WWW服务器，（C）是最重要的配置文件。

A、access.conf B、srm.cong C、httpd.conf D、mime.types

271、若有多个Oracle数据需要进行集中管理，那么对sysdba的管理最好选择哪种认证方式（B）？

A、系统认证 B、password文件认证方式 C、域认证方式 D、以上三种都可

272、数据库管理系统DBMS主要由哪两种部分组成？（A）

A、文件管理器和查询处理器 B、事务处理器和存储管理器

C、存储管理器和查询处理器 D、文件管理器和存储管理器

273、数据库系统与文件系统的最主要区别是（B）。

A、数据库系统复杂，而文件系统简单

B、文件系统不能解决数据冗余和数据独立性问题，而数据库系统可以解决

C、文件系统只能管理程序文件，而数据库系统能够管理各宗类型的文件

D、文件系统管理的数据量较少，而数据库系统可以管理庞大的数据量

274、为了防止电子邮件中的恶意代码，应该由（A）方式阅读电子邮件。

A、纯文本 B、网页 C、程序 D、会话

275、为了应对日益严重的垃圾邮件问题，人们设计和应用了各种垃圾邮件过滤机制，以下哪一项是耗费计算资源最多的一种垃圾邮件过滤机（D）？

A、SMTP身份认证 B、逆向名字解析 C、黑名单过滤 D、内容过滤

276、为什么要对数据库进行“非规范化”处理（B）？

A、确保数据完整性 B、增加处理效率 C、防止数据重复 D、节省存储空间

277、下列不属于WEB安全性测试的范畴的是（A）？

A、数据库内容安全性 B、客户端内容安全性

C、服务器端内容安全性 D、日志功能

278、下列操作中，哪个不是SQL Server服务管理器功能（A）？

A、执行SQL查询命令 B、停止SQL Server 服务

C、暂停SQL Server服务 D、启动SQL Server服务

279、下列关于IIS的安全配置，哪些是不正确的（C）？

A、将网站内容移动到非系统驱动程序 B、重命名IUSR账户

C、禁用所有WEB服务扩展 D、创建应用程序池

280、下列哪些不是广泛使用http服务器？（D）

A、W3C B、Apache C、IIS D、IE

281、下列哪些属于WEB脚本程序编写不当造成的（C）？

A、IIS5.0 Webdav Ntdll.dll远程缓冲区一处漏洞

B、apache可以通过../../../../../../../etc/passwd方位系统文件

C、登陆页面可以用password=’a’or’a’=’a’绕过

D、数据库中的口令信息明文存放

282、下列哪种方法不能有效的防范SQL进入攻击（C）？

A、对来自客户端的输入进行完备的输入检查

B、把SQL语句替换为存储过程、预编译语句或者使用ADO命令对象

C、使用SiteKey技术

D、关掉数据库服务器或者不使用数据库

283、下列哪种工具不是WEB服务器漏洞扫描工具（B）？

A、Nikto B、Web Dumper C、paros Proxy D、Nessus

284、下列哪种攻击不是针对统计数据库的（D）？

A、小查询集合大查询集攻击 B、中值攻击 C、跟踪攻击 D、资源解析攻击

285、下列哪项中是数据库中涉及安全保密的主要问题（A）？

A、访问控制问题 B、数据的准确性问题

C、数据库的完整性问题 D、数据库的安全性问题

286、下列应用服务器中，不遵循J2EE规范的是（C）？

A、MTS B、WebLogic C、Oracle 9iApplication Server D、WebSpere

287、下面关于IIS报错信息含义的描述正确的是（B）？

A、401-找不到文件 B、403-禁止访问 C、404-权限问题 D、500-系统错误

288、下面关于Oracle进程的描述，哪项是错误的（B）？

A、运行在Windows平台上的Oracle能让每个用户组程序化地打开新的进程，这是一个安全隐患

B、在Windows平台，除了Oracle.exe进程外还有其他的独立进程

C、unix平台上有多个独立运行的进程，包括数据写进程、日志写进程、存档进程、系统监控进程、进程监控进程

D、有一个特殊的内存区域被映射为\*nix平台上的所有进程，此区域时系统全局去

289、下面哪一项是与数据库管理员（DBA）职责不相容的（C）？

A、数据管理 B、信息系统管理 C、系统安全 D、信息系统规划

290、下面选型中不属于数据库安全控制的有（D）。

A、信息流控制 B、推论控制 C、访问控制 D、隐通道控制

291、下面选型中不属于数据库安全模型的是（D）。

A、自主型安全模型 B、强制型安全模型 C、基于角色的模型 D、访问控制矩阵

292、一般来说，通过WEB运行http服务的子进程时，我们会选择（D）的用户权限方式，这样可以保证系统的安全。

A、root B、httpd C、guest D、nobody

293、一下不是数据库的加密技术的是（D）。

A、库外加密 B、库内加密 C、硬件加密 D、固件加密

294、一下对于Oracle文件系统描述错误的是（B）？

A、\*nix下Oracle的可执行文件在$Oracle\_HOME/bin/Oracle,$Oracle\_HOME/bin也应该包含在路径环境变量内

B、Windows下Oracle的可执行文件在%Oracle\_HOME%\bin\Oracle.exe,其他

C、硬件加密 D、固件加密

295、以下几种功能中，哪个是DBMS的控制功能（A）？

A、数据定义 B、数据恢复 C、数据修改 D、数据查询

296、以下哪个安全特征和机制是SQL数据库所特有的（B）？

A、标识和鉴别 B、数据恢复 C、数据修改 D、数据查询

297、以下哪个是数据库管理员（DBA）可以行使的职责（A）？

A、系统容量规划 B、交易管理 C、审计 D、故障承受机制

298、以下哪条命令能利用“SQL注入”漏洞动用XP\_cmdshell存储过程，获得某个子目的清单？（A）

A、http://localhost/script?’:EXEC+master..XP\_cmdshell+’dir’:--

B、http://localhost/script?1’:EXEC+master..XP\_cmdshell+’ dir’:--

C、http://localhost/script?0’:EXEC+master..XP\_cmdshell+’ dir’:--

D、http://localhost/script?1’:EXEC+master..XP\_cmdshell+’ dir’--

299、以下哪条命令能利用“SQL”漏洞动用XP\_cmdshell存储过程，启动或停止某项服务？（B）

A、http://localhost/script?’:EXEC+master..XP\_servicecontrol+’start’ ,+’Server’ ;-

B、http://localhost/script?0’:EXEC+master..XP\_servicecontrol+’start’ ,+’Server’ ;--

C、http://localhost/script?1’:EXEC+master..XP\_servicecontrol+’start’ ,+’Server’ ; --

D、http://localhost/script?0’:EXEC+master..XP\_servicecontrol+’start’ ,+’Server’ --

300、以下哪项不属于访问控制策略的实施方式？（D）

A、子模式法 B、修改查询法 C、集合法 D、验证法

301、以下哪一项是和电子邮件系统无关的？（）

A、PEM(Privacy enhanced mail) B、PGP(Pretty good privacy)

C、X.500 D、X.400

302、以下哪种方法可以用于对付数据库的统计推论？（C）

A、信息流控制 B、共享资源矩阵 C、查询控制 D、间接存取

303、以下是对层次数据库结构的描述，请选择错误描述的选项。（C）

A、层次数据库结构将数据通过一对多或父节点对子节点的方式组织起来

B、一个层次数据库中，根表或父表位于一个类似于树形结构的最上方，它的字表中包含相关数据

C、它的优点是用户不需要十分熟悉数据库结构

D、层次数据库模型的结构就像是一棵倒转的树

304、以下是对单用户数据库系统的描述，请选择错误描述的选项（C）。

A、单用户数据库系统是一种早期的最简单的数据库系统

B、在单用户系统中，整个数据库系统，包括应用程序、DBMS、数据，都装在一台计算机之间不能共享数据

C、在单用户系统中，由多个用户共用，不同计算机之间能共享数据

D、单用户数据库系统已经不适用于现在的使用，被逐步淘汰了

305、以下是对分布式结构数据库系统的描述，请选择错误描述的选项。（D）

A、分布式结构的数据库系统的数据在逻辑上是一个整体，但物理地分布在计算机网络的不同节点上，每个节点上的主机又带有多个终端用户

B、网络中的每个节点都可以独立的处理数据库中的数据，执行全局应用

C、分布式结构的数据库系统的数据分布存放给数据的处理、管理和维护带来困难

D、分布式结构的数据库系统的数据只在存放在服务器端，其他节点只进行处理和执行

306、以下是对关系数据库结构的描述，请选择错误描述的选项。（D）

A、数据存储的主要载体是表，或相关数据组

B、有一对一、一对多、多对多三种表关系

C、表关联是通过引用完整性定义的，这是通过主码和外码（主键或外键约束条件实现的）

D、缺点是不支持SQL语言

307、以下是对客户/服务器数据库系统的描述，请选择错误描述的选项。（A）

A、客户端的用户将数据进行处理可自行存放到本地，无须传送到服务器处理，从而显著减少了网络上的数据传输量，提高了系统的性能和负载能力

B、主从式数据库系统中的主机和分布式数据库系统中的每个节点都是一个通用计算机，既执行DBMS功能又执行应用程序

C、在网络中把某些节点的计算机专门用于执行DBMS核心功能，这台计算机就成为数据库服务器

D、其他节点上的计算机安装DBMS外围应用开发工具和应用程序，支持用户的应用，称为客户机

308、以下是对面向对象数据库结构的描述，请选择错误描述的选项。（C）

A、它允许用对象的概念来定义与关系数据库交互

B、面向对象数据库中有两个基本的结构：对象和字面量

C、优点是程序员需要掌握与面向对象概念以及关系数据库有关的存储

D、缺点是用户必须理解面向对象概念，目前还没有统一的标准，稳定性还是一个值得关注的焦点

309、以下是对主从式结构 数据库系统的描述，请选择错误描述的选项。（D）

A、主从式结构是指一个主机带多个终端的多用户结构

B、在这种结构中，数据库系统的应用程序、DBMS、数据等都集中存放在主机上

C、所有处理任务都由主机来完成，各个用户通过主机的终端并发地存取数据，能够共享数据源

D、主从式结构的优点是系统性能高，是当终端用户数目增加到一定程度后，数据的存取通道不会形成瓶颈

311、在GRUB的配置文件grub.conf中，“timeout=-1”的含义是（C）。

A、不等待用户选择，直接启动默认的系统

B、在10秒钟内，等待用户选择要启动的系统

C、一直等待用户选择要启动的系统

D、无效

312、在Oracle中，quota可以限制用户在某个表空间上最多可使用多少字节，如果要限制data\_ts表500K，以下哪个是正确的命令？（B）

A、quo 500k in data\_ts B、quota 500K on data\_ts

C、quota data\_ts ,imit 500K D、quota data\_ts on 500K

313、在Oracle中，建表约束包括引用完整性约束、check完整性约束，还有以下三项是正确的，请排除一个错误选项。（D）

A、非空完整性约束 B、唯一完整性约束

C、主码完整性约束 D、数据角色性约束

314、在Oracle中，将scott的缺省表空间改为data2\_ts，下列哪个是正确的？（A）

A、ALTER USER scott DEFAULT TABLESPACE data2\_ts

B、ALTER DEFAULT TABLESPACE data2\_ts USER scott

C、ALTER USER scott TABLESPACE DEFAULT data2\_ts D、ALTER scott USER DEFAULT TABLESPACE data2\_ts

315、在Oracle中，将scott的资源文件改为otherprofile，下列哪个是正确的？（C）

A、ALTER PROFILE USER scott otherprofile

B、ALTER otherprofile USER scottPROFILE

C、ALTER USER scott PROFILE otherprofile

D、ALTER scott USER PROFILE otherprofile

316、在Oracle中，将当前系统所有角色都授予scott，除Payroll外，下列哪个是正确的？（D）

A、ALTER DEFAULT ROLLE USER　　scott ALL EXCEPT Payroll

B、ALTER USER DEFAULT ROLLE ALL EXCEPT Payroll

C、ALTER DEFAULT ROLLE ALL EXCEPT USER scott

D、ALTER USER scott DEFAULT ROLLE ALL EXCEPT Payroll

317、在Oracle中，用ALTER将scott的口令改为hello，下列哪个是正确的？（A）

A、ALTER USER scott IDENTIFIED BY hello

B、ALTER scott USER IDENTIFIED BY hello

C、ALTER USER scott IDENTIFIED AS hello

D、ALTER USER hello IDENTIFIED BY scott

318、在WEB应用软件的基本结构中，客户端的基础是（A）。

A、HTML文档 B、客户端程序

C、HTML协议 D、浏览器

319、在WEB应用软件的系统测试技术中，下面不属于安全性测试内容的是（C）。

A、客户端的内容安全性 B、服务器的内容安全性

C、数据库的内容安全性 D、Cookie安全性

320、在典型的WEB应用站点的层次结构中，“中间件”是在哪里运行的？（C）

A、浏览器客户端 B、web服务器

C、应用服务器 D、数据库服务器

321、在分布式开放系统的环境中，以下哪个选项的数据库访问服务提供允许或禁止访问的能力？（C）

A、对话管理服务 B、事务管理服务

C、资源管理服务 D、控制管理服务

322、主要用于加密机制的协议时（D）。

A、HTTP B、FTP C、TELNETD D、SSL

323、分布式关系型数据库与集中式的关系型数据库相比在以下哪个方面有缺点？（D）

A、自主性 B、可靠性 C、灵活性 D、数据备份

324、下面对Oracle的密码规则描述，哪个是错误的？（D）

A、Oracle密码必须由英文字母，数值，#，下划线(\_)，美元字符（$）构成，密码的最大长度为30字符，并不能以“$”，“#”，“\_”或任何数字卡头；密码不能包含像“SELECT”，“DELETE”，“CREATE”这类的ORACLE/SQL关键字

B、Oracle的若算法加密机制（）两个相同的用户名和密码在两台不同的ORACLE数据库机器中，将具有相同的哈希值。这些哈希值存储在SYS.USER表中，可以通过像DBA\_USE这类的试图来访问

C、Oracle默认配置下，每个中户如果有10此的失败登录，此账户将会被锁定

D、SYS账户在Oracle数据库中有最高权限，能够做任何事情，包括启动/关闭Oracle数据库，如果SYS被锁定，将不能访问数据库

325、无论是哪一种Web服务器，都会受到HTTP协议本身安全问题的困扰，这样的信息系统安全漏洞属于（C）。

A、设计型漏洞 B、开发型漏洞 C、运行型漏洞 D、以上都不是

326、SSL加密的过程包括以下步骤：（1）通过验证以后，所有数据通过密钥进行加密，使用DEC和RC4加密进行加密；（2）随后客户端随机生成一个对称密钥；（3）信息通过HASH加密，或者一次性加密（MD5SHA）进行完整性确认；（4）客户端和服务器协商建立加密通道的特定算法。正确的顺序的是（D）

A、（4）（3）（1）（2） B、（4）（1）（3）（2） C、（4）（2）（3）（1） D、（4）（2）（3）（1）

327、影响WEB系统安全的因素，不包括？（C）

A、复杂应用系统代码量大、开发人员多、难免出现疏忽

B、系统屡次升级、人员频繁变更，导致代码不一致

C、历史遗留系统、试运行系统等对个WEB系统运行于不同的服务器上

D、开发人员未经安全编码培训

328、Oracle通过修改用户密码策略可提高密码强度，以下哪个密码策略参数中文描述是错误的？（A）

A、PASSWORD\_MAX 登录超过有效次数锁定时间

B、FAILED\_LOGIN\_ATTEMPTS 最大错误登录次数

C、PASSWORD\_GRACE\_TIME 密码失效后锁定时间

D、PASSWORD\_LIFE\_TIME 口令有效时间

329、SQL Server服务有一个启动账号，默认账号是属于administrators组，现在为了安全需要创建一个新的服务启动账号，它需要哪些权限既能兼顾安全又能保证启动数据库成功，请排除一个错误的。（D）

A、数据库本地目录的读写权限 B、启动本地服务的权限

C、读取注册表的权限 D、通过API访问Windows Resource

330、作为一台运行IIS 在Internet发布站点的Windows Web服务器，下面哪项服务不是必需的？（B）

A、IIS Admin B、Net Logon

C、Performance Logs and Alerts D、World Wide Web Publishing

331、数据库中超级账户不能被锁定，其中Oracle的是（），mysql的是（），SQLServer的是（C）。

A、sa，root，sys B、admin，root，sa

C、sys，root，sa D、sys，admin，sa

332，Oracle的安全机制，是由（A）、实体权限和角色权限这三级体系结构组成的。

A、系统权限 B、索引权限 C、操作权限 D、命令控制

333、对SQL数据库来说，以下哪个用户输入符号对系统的安全威胁最大， 需要在数据输入时进行数据过滤？（B）

A、-- B、- C、-= D、-+

334、在Web页面中增加验证码功能后，下面说法正确的是（A）。

A、可以增加账号破解等自动化软件的攻击难度 B、可以防止文件包含漏洞 C、可以防止缓冲溢出 D、可以防止 浏览

335、以下破解Oracle密码哈希值的步棸，其中哪个描述是错误的？（B）

A、用Sqlplus直接登录到Oracle数据库，使用select username，password form dba\_users命令查看数据库中的用户名和密码，此时看到的密码是哈希值

B、在Cain的Cracker菜单点击导入用户名和哈希值，可直接显示用户密码明文

C、在Cain的Cracker菜单点解导入用户名和哈希值，只能通过字典破解 D、在Cain的Rainbow生成的表会占用大量的硬盘空间和内存，可是破解速度和效率很高

336、在数据库向因特网开放前，哪个步棸是可以忽略的？（B）

A、安全安装和配置操作系统和数据库系统

B、应用系统应该在内网试运行3个月

C、对应用软件如Web也没、ASP脚本等进行安全性检查

D、网络安全策略已经生效

337、如果不设置必要的日志审核，就无法追踪回朔安全事件，检查是否启用通用查询日志，打开/etcmy.cnf文件，查看是否包含如下设置，选出一个正确的（D）。

A、audit=filename B、sys=filename C、event=filename D、log=filename

338、针对一台对外提供Web服务的Windows服务器，下列关于账户权限控制，哪些项是不合理的？（C）

A、限制匿名账户对Web内容的目录写权限

B、从Everyone组中删除“从网络访问此计算机” 用户权限

C、禁用IUSR-MACHE和IWAN\_MACHINE账户

D、本地登录时必须使用Administrators账户

339、网上营业中间件如果启用了SSl，应采用不低于（C）版本的SSL，采用经国家密码管理局认可的密码算法。

A、2.0 B、2.5 C、3.0 D、3.1

340、SQL Server默认的具有DBA权限的账号是什么？（C）

A、root B、admin C、sa D、system

341、（A）是指电子系统或设备在自己正常工作产生的电磁环境下，电子系统或设备之间的相互之间的相互不影响的电磁特性。

A、电磁兼容性 B、传导干扰 C、电磁干扰 D、辐射干扰

342、（C）是指一切与有用信号无关的、不希望有的或对电器及电子设备产生不良影响的电磁发射。

A、电磁兼容性 B、传导干扰 C、电磁干扰 D、辐射干扰

343、《计算机信息系统雷电电磁脉冲安全防护规范》的标准编号是（B）。

A、GA 163-1997 B、GA 267-2000

C、GA 243-2000 D、GB 17859-1999

344、安装了合格防雷保安器的计算机信息系统，还必须在（C）雷雨季节前对防雷保安器、保护接地装置进行一次年度检查，发现不合格时，应及时修复或更换。

A、第三年 B、第二年 C、每年 D、当年

345、使用IIalon灭火的工作原理是什么？（C）

A、降低温度 B、隔绝氧气和可燃物

C、破坏氧气和可燃物之间的化学反应 D、减少氧气

346、白炽灯、高压汞灯与可燃物、可燃结构之间的距离不应小于（C）cm。

A、30 B、40 C、50 D、60

347、被电击的人能否获救，关键在于（D）。

A、触电的方式 B、人体电阻的大小

C、触电电压的高底 D、能否尽快脱离电源和施行紧急救护

348、布置电子信息系统信号线缆的路由走向时，以下做法错误的是（A）。

A、可以随意弯折 B、转弯是，弯曲半径应大于导线直径的10倍 C、尽量直线、平整 D、尽量减小由线缆自身形成的感应环路面积

349、采取适当的措施，使燃烧因缺乏或隔绝氧气而熄灭，这种方法称作（A）。

A、窒息灭火法 B、隔离灭火法 C、冷却灭火法

350、长期在高频电磁场作用下，操作者会有什么不良反应？（B）

A、呼吸困难 B、神经失常 C、疲劳无力

351、触电事故中，绝大部分是由于（A）导致人身伤亡的。

A、人体接受电流遭到电击 B、烧伤 C、触电休克

352、从业人员发现直接危及人身安全的紧急情况时，例如气体灭火系统开始开启时，应（A）。

A、停止作业，立即撤离危险现场 B、继续作业

C、向上级汇报，等待上级指令

353、从业人员既是安全生产的保护对象，又是实现安全生产的（C）。

A、关键 B、保证 C、基本要素

354、低压验电笔一般适用于交、直流电压未（C）伏以下。

A、220 B、380 C、500

355、电流为（B）毫安是，称为致命电流。

A、50 B、100 C、120 D、150

356、电器的保险丝只能装在（B）上。

A、零线 B、火线 C、底线

357、电器着火是不能用（C）灭火。

A、四氧化碳或1211灭火 B、沙土 C、水

358、对不符合防雷标准、规范防雷工程专业设计方案，以下（B）应当按照审核结论进行修改并重新报批。

A、建设单位 B、防雷工程专业设计单位 C、工程施工单位

359、发现人员触电时，应（B），使之脱离电源。

A、立即用手拉开触电人员 B、用绝缘物体拨开电源或触电者 C、用铁棍拨开电源线

360、凡设在年平均雷电日大于（C）的地区的计算机信息系统，原则上均应装设计算机信息系统防雷保安器，以防止雷电电磁脉冲过电压和过电流侵入计算机信息系统设备。

A、40 B、45 C、5 D、15

361、废电池随处丢弃会造成（B）的污染。

A、白色污染 B、重金属污染 C、酸雨

362、干粉灭火器多长时间检查一次？（A）

A、半年 B、一年 C、三个月 D、两年

363、根据国家相关规定，电压（D）以下不必考虑防止电击的安全？

A、48伏 B、36伏 C、65伏 D、25伏

364、根据作业环境的不同，安全帽的颜色也不同，如在爆炸性作业场所工作宜戴（A）安全帽。

A、红色 B、黄色 C、白色

365、关于空气的正向压力，下面哪项描述是正确的？（B）

A、当门打开时，空气向内流动 B、当门打开，空气向外流动

C、当发生火灾，系统自动切断电源 D、当发生火灾，烟雾向另外一间房间流动

366、国家颁布的《安全色》标准中，表示警告、主要的颜色为（C）。

A、红色 B、蓝色 C、黄色

367、火灾中对人员威胁最大的是（B）。

A、火 B、烟气 C、可燃物

368、机房内电源馈线不得与计算机信号传输线靠近或并排敷设。空间不允许时，两者间距应不少于（B）m。

A、0.1 B、0.6 C、1.2 D、0.3

369、计算机电源系统的所有节点均应镀铅锡处理（B）连接。

A、热压 B、冷压 C、焊锡 D、直接

370、计算机系统接地应采用（A）。

A、专用底线 B、和大楼的钢筋专用网相连

C、大楼的各种金属管道相连 D、没必要

371、采取适当的措施，使燃烧因缺乏或隔绝氧气而熄灭，这种方法称作（A）。

A、窒息灭火法 B、隔离灭火法 C、冷却灭火法

372、计算机系统应选用（A）电缆。

A、铜芯 B、铅芯

C、铁芯 D、没有要求

373、进行腐蚀品的装卸作业应戴（B）手套。

A、帆布 B、橡胶 C、棉布

374、人体在电磁场作用下，由于（C）将使人体受到不同程度的伤害。

A、电流 B、电压 C、棉布

375、身上着火后，下列哪种灭火方法是错误的（C）。

A、就地打滚 B、用厚重衣物覆盖压灭火苗 C、迎风快跑

376、生产经营单位必须为从业人员提供符合国家标准或（C）标准的劳动防护用品。

A、当地 B、本单位 C、行业

377、使用新设备，必须了解、掌握其安全技术特征，采取有效的安全防护措施，并对从业人员进行专门的安全生产。（B）

A、当地 B、本单位 C、行业

378.实验地点相对湿度大于75%时，则此实验环境属于易触电的环境：（A）

A、危险 B、特别危险 C、一般

379、通过人身的安全交流电流规定在(A)以下。

A、10mA B、30mA C、50mA

380、下列不属于对物理层信息窃取的是(D)

A、对存储介质的盗取 B、对监视器的窃听

C、对网络线路的窃听 D、对设备屏蔽电磁干扰

381、新、改、扩建项目的安全设施投资应当纳入(C)。

A、企业成本 B、安措经费 C、建设项目概算

382、液体表面的蒸汽与空气形成可燃气体，遇到点火源时，发生一闪即灭的现象称为(C)

A、爆炸 B、蒸发 C、闪燃

383、防雷保安器：防止(B)破坏计算机信息系统的保安装置，可分为两大类：电源

线防雷保安器（简称电源防雷保安器）和信号传输线防雷保安器（简称通道防雷保安器）。

A、直击雷 B、感应雷 C、雷暴 D、雷电电磁脉冲

384、EMC标准是为了保证(D)正常工作而制走的。

A、网络 B、媒体 C、信息 D、系统和设备

385、以下不符合防静电要求的是(B)。

A、穿合适的防静电衣服和防静电鞋 B、在机房内直接更衣梳理

C、用表面光滑平整的办公家具 D、经常用湿拖布拖地

386、以下哪些属于系统的物理故障？(A)

A、硬件故障与软件故障 B、计算机病毒

C、人为的失误 D、网络故障和设备环境故障

387、用灭火器灭火时，灭火器的喷射口应该对准火焰的(C)。

A、上部 B、中部 C、根部

388、运输、携带、邮寄计算机信息媒体进出靖的，应当如实向(A)申报。

A、海关 B、工商

C、税务 D、边防

389、在计算机机房或其他数据处理环境中，较高的潮湿环境会带来如下哪些弊端？ (B)

A、产生静电 B、计算机部件腐蚀

C、有污染物 D、B+A

390、在空气不流通的狭小地方使用二氧化碳灭火器可能造成的危险是(B)。

A中毒 B缺氧 C爆炸

391、在雷雨天不要走近高压电杆、铁塔、避雷针、远离至少(C)米以外。

A、IO米 B、15米 C、20米

392、在易燃易爆场所穿(C)最危险。

A、布鞋 B、胶鞋 C、带钉鞋

393、在遇到高压电线断落地面时，导线断落点(B)m内，禁止人员进入。

A、IO B、20 C、30

394、数据处理中心的物理环境中，最佳湿度应该保持在什么样的程度？(C)

A、30%-40% B、40%-50% C、45%-60% D、50%-70%

395、计算机信息系统防护，简单概括起来就是：均压、分流、屏蔽和良好接地。所

以防雷保安器必须有合理的(B)。

A、屏蔽配置 B、接地配置

C、分流配置 D、均压配置

396、计算站场地宜采用(A)蓄电池。

A、封闭式 B、半封闭式

C、开启式 D、普通任意的

397、多层的楼房中，最适合做数据中心的位置是(D)。

A、楼 B、地下室

C、顶楼 D、除以上外的任何楼层

398、计算机机房是安装计算机信息系统主体的关键场所，是(A)工作的重点，所以

对计算机机房要加强安全管理。

A、实体安全保护 B、人员管理

C、媒体安全保护 D、设备安全保护

399、区域安全，首先应考虑（B），用来识别来访问的用户的身份，并对其合法性进行验证，主要通过特殊标示符、口令、指纹等来实现。

A、来访者所持物 B、物理访问控制 C、来访者所具有的特征 D、来访者所知信息

400、在计算机房出入口处或值班室，应设置（D）和应急断电装置。

A、 电视 B、电扇 C、报警器 D、应急电话

401、下列（A）灭火器是扑救精密仪器火灾的最佳选择。

A、二氧化碳灭火剂 B、干粉灭火剂 C、泡沫灭火剂

402、电气安全主要包括人身安全、（B）安全。

A、照明 B、设备 C、电器 D、空调

403、（C）基于IDEA算法。

A、S/MIME B、SET C、PGP D、SSL

404、

405、(C)是通过使用公开密钥技术和数字证书等来提供网络信息安全服务的基础平台。

A、公开密钥体制 B、对称加密体制 C、PKI（公开密钥基础设施） D、数字签名

406、(D)是由权威机构CA发行的一种权威性的电子文档，是网络环境中的一种身份证。

A、认证机构 B、密码 C、票据 D、数字证书

407、（D）协议主要用于加密机制。

A、HTTP B、FTP C、TELNET D、SSL

408、（A）原则保证只有发送方与接收方能访问消息内容。

A、保密性 B、鉴别 C、完整性 D、访问控制

409、（D）原则允许某些用户进行特定访问。

A、保密性 B、鉴别 C、完整性 D、访问控制

410、（B）增加明文冗余度。

A、混淆 B、扩散 C、混淆与扩散 D、都不是

411、3DES加密算法的密钥长度是：（A）。

A、168 B、128 C、56 D、256

412、AES密钥长度不能是（D）。

A、128位 B、192位 C、256位 D、512位

413、AES算法是哪种算法？（A）。

A、对称密钥加密 B、非对称密钥加密 C、哈希算法 D、流加密

414、AES属于哪种加密方式？（B）。

A、流加密 B、分组加密 C、异或加密 D、认证加密

415、CA指的是（A）。

A、证书授权 B、加密认证 C、虚拟专用网 D、安全套接层

416、DES经过（A）轮运算后，左右两部分合在一起经过一个末置换，输出一个64位的密文。（A）

A、16 B、8 C、32 D、4

417、DES算法是哪种算法？（A）

A、对称密钥加密 B、非对称密钥加密 C、哈希算法 D、流加密

418、DES属于哪种加密方式？（B）

A、流加密 B、块加密 C、异或加密 D、认证加密

419、DNSSec中并未采用（C）。

A、数字签名技术 B、公钥加密技术 C、地址绑定技术 D、报文摘要技术

420、ECB指的是（D）。

A、密文链接模式 B、密文反馈模式 C、输出反馈模式 D、电码本模式

421、EC-DSA复杂性的程度是（D）。

A、简单 B、最简单 C、困难 D、最困难

422、EFS可以用在什么文件系统下（C）。

A、FAT16 B、FAT32 C、NTFS D、以上都可以

423、IDEA的密钥长度是多少bit？（D）。

A、56 B、64 C、96 D、128

424、Kerberos是80年代中期，麻省理工学院为Athena项目开发的一个认证服务系统，其目标是把认证、记账和（B）的功能扩展到网络环境。

A、访问控制 B、审计 C、授权 D、监控

425、Kerberos是为TCP/IP网络设计的基于（B）的可信第三方鉴别协议，负责在网络上进行仲裁及会话密钥的分配。

A、非对称密钥体系 B、对称密钥体系 C、公钥体系 D、私钥体系

426、Kerberos是一种网络认证协议。它采用的加密算法是（C）。

A、RSA B、PGP C、DES D、MD5

427、Kerberos算法是一个（B）。

A、面向访问的保护系统 B、面向票据的保护系统

C、面向列表的保护系统 D、面向门与锁的保护系统

428、Kerberos提供的最重要的安全服务是？（A）。

A、鉴别 B、机密性 C、完整性 D、可用性

429、MD5产生的散列值是多少位？（C）。

A、56 B、64 C、128 D、160

430、MD5是按每组512位为一组来处理输入的信息，经过一系列变换后，生成一个（B）为散列值。

A、64 B、128 C、256 D、512

431、MD5是以512位分组来处理输入的信息，每一分组又被划分为（A）32位子分组。

A、16个 B、32个 C、64个 D、128个

432、MD5算法将输入信息M按顺序每组（D）长度分组，即：M1，M2，...，Mn-1，Mn。

A、64位 B、128位 C、256位 D、512位

433、PKI（公共密钥基础结构）中应用的加密方式为（B）。

A、对称加密 B、非对称加密 C、HASH加密 D、单向加密

434、PKI的全称是（D）。

A、Private Key Intrusion B、Public Key Intrusion

C、Private Key Infrastructure D、Public Key Infrastructure

435、PKI无法实现（D）。

A、身份认证 B、数据的完整性 C、数据的机密性 D、权限分配

436、RC4是由RIVEST在1987年开发的一种流式的密文，就是实时地把信息加密成一个整体，它在美国一般密钥长度是128位，因为受到美国出口法的限制，向外出口时限制到多少位？（C）。

A、64位 B、56位 C、40位 D、32位

437、RSA公钥加密系统中，他想给她发送一份邮件，并让她知道是他发出，应选用的加密秘钥是（C）。

A、他的公钥 B、她的公钥 C、他的私钥 D、她的私钥

438、RSA使用不方便的最大问题是（A）。

A、产生密钥需要强大的计算能力 B、算法中需要大数

C、算法中需要素数 D、被攻击过很多次

439、RSA算法建立的理论基础是（C）。

A、DES B、替代想组合 C、大数分解和素数检测 D、哈希函数

440、SHA-1产生的散列值是多少位？（D）。

A、56 B、64 C、128 D、160

441、按密钥的使用个数，密码系统可以分为（C）。

A、置换密码系统和易位密码系统 B、分组密码系统和序列密码系统

C、对称密码系统和非对称密码系统 D、密码系统和密码分析系统

442、充分发挥了DES和RSA两种加密体制的优点，妥善解决了密钥传送过程中的安全问题的技术是：（C）。

A、数字签名 B、数字指纹 C、数字信封 D、数字时间戳

443、从技术角度上看数据安全的技术特征主要包含哪几个方面？（B）。

A、数据完整性、数据的方便性、数据的可用性 B、数据的完整性、数据的保密性、数据的可用性 C、数据的稳定性、数据的保密性、数据的可用性 D、数据的方便性、数据的稳定性、数据的完整性

444、单项散列函数的安全性来自于他的（A）。

A、单向性 B、算法复杂性 C、算法的保密性 D、离散性

445、电路网关防火墙工作在OSI协议的哪一层？（A）。

A、传输层 B、链路层 C、应用层 D、物理层

446、电子邮件的机密性与真实性是通过下列哪一项实现的？（A）

A、用发送者的私钥对消息进行签名，用接受者的公钥对消息进行加密

B、用发送者的公钥对消息进行签名，用接受者的私钥对消息进行加密

C、用接受者的私钥对消息进行签名，用发送者的公钥对消息进行加密

D、用接受者的公钥对消息进行签名，用发送者的私钥对消息进行加密

447、端对端加密只需要保证消息都在哪里进行加密？（A）

A、源点和目的地节点 B、经过的每一个节点

C、源点和中间经过的每一个节点 D、所有节点

448、对明文字母重新排列，并不隐藏他们的加密方法属于（C）。

A、置换密码 B、分组密码 C、易位密码 D、序列密码

449、对网络中两个相邻节点之间传输的数据进行加密保护的是（A）。

A、节点加密 B、链路加密 C、端到端加密 D、DES加密

450、发送消息和用发送方私钥加密哈希加密信息将确保消息的：（A）。

A、真实性和完整性 B、真实性和隐私 C、隐私和不可否认性 D。隐私和不可否性

451、高级加密标准AES算法中，加密回合数不可能是（D）。

A、10 B、12 C、14 D、16

452、公钥机制利用一对互相匹配的（B）进行加密，解密。

A、私钥 B、密钥 C、数字签名 D、数字证书

453、公钥加密体制中，没有公开的是（A）。

A、明文 B、密文 C、公钥 D、算法

454、公钥证书提供了一种系统的、可扩展的、统一的（A）。

A、公钥分发方案 B、实现不可否认方案

C、对称密钥分发方案 D、保证数据完整性方案

455、关于CA和数字证书的关系，以下说法不正确的是（B）。

A、数字证书是保证双方之间的通讯安全的垫子信任关系，它由CA签发

B、数字证书一般依靠CA中心的对称密钥机制来实现

C、在电子交易中，数字证书可以用于表明参与方的身份

D、数字证书能以一种不能被假冒的方式证明证书持有人身份

456、关于数字签名说法正确的是（A）。

A、数字签名的加密方法以目前的计算机的运算能力来破解是不现实的

B、采用数字签名，不能够保证信息自签发后到收到为止没有做过任何修改（能保证信息收到后没做个任何修改）

C、采用数字签名，能够保证信息是有签名者自己签名发送的，但由于不是真实的签名，签名者容易否认（签名不容易否认）

D、用户可以采用公钥对信息加以处理，形成数字签名（需使用私钥对信息加以处理）

457、基于私有密钥体制的信息认证方法采用的算法是（D）。

A、素数检测 B、非对称算法 C、RSA算法 D、对称加密算法

458、加密技术不能实现（D）。

A、数据信息的完整性 B、基于密码技术的身份认证 C、机密文件加密 D基于IP头信息的包过滤

459、加密技术不能提供以下哪种安全服务？（D）。

A、鉴别 B、机密性 C、完整性 D可用性

460、加密有对称密钥加密、非对称密钥加密两种，数字签名采用的是（B）。

A、对称密钥加密 B、非对称密钥加密 C、 D

461、假设使用一种加密算法，它的加密方法很简单：将每一个字母加5，即a加密成f。这种算法的密钥就是5，那么它属于（A）。

A、对称加密技术 B、分组加密技术 C、公钥加密技术 D、单项函数密码技术

462、就是通过使用公开密钥技术和数字证书等来提供网络信息安全服务的基础平台。（C）

A、公开密钥体制 B、对称加密体制 C、PKI（公开密钥基础设施） D、数字签名

463、利用非对称密钥体制实现加密通信时，若A要向B发送加密信息，则该加密信息应该使用（B）。

A、A的公钥加密 B、B的公钥加密 C、A的私钥加密 D、B的私钥加密

464、利用物理设备将各类型的无法预测的输入集中起来生成随机数的设备是（A）。

A、随机数生成器 B、伪随机数生成器 C、中央处理 D、非易失存储

465、链路加密要求必须先对链路两端的加密设备进行（C）。

A、异步 B、重传 C、同步 D、备份

466、密码处理依靠使用密钥，密钥是密码系统里的最重要因素。以下哪一个密钥算法在加密数据与解密时使用相同的密钥？（C）

A、对称的公钥算法 B、非对称私钥算法 C、对称密钥算法 D、非对称密钥算法

467、密码分析的目的是什么？（A）

A、确定加密算法的强度 B、增加加密算法的代替功能

C、减少加密算法的换为功能 D、确定所使用的换位

468、请从下列各项中选出不是HASH函数算法的一项。（D）

A、MD5 B、SHA C、HMAC D、MMAC

469、如今，DES加密算法面临的问题是（A）。

A、密钥太短，已经能被现代计算机暴力破解 B、加密算法有漏洞，在数学上已被破解 C、留有后门，可能泄露部分信息 D、算法过于陈旧，已经有更好的替代方案

470、若单项散列函数的输入串有很小的变化，则输出串（A）。

A、可能有很大的变化 B、一定有很大的变化 C、可能有很小的变化 D、一定有很小的变化

471、散列算法可以做哪些事？（C）。

A、碰撞约束 B、入侵检测 C、组合散列 D、随机数生成器

472、身份认证的主要目标包括：确保交易者是交易者本人、避免与超过权限的交易者进行交易和（B）。

A、可信性 B、访问控制 C、完整性 D、保密性

473、数字签名常用的算法有（B）。

A、DES算法 B、RSA算法 C、Hash函数 D、AES算法

474、数字签名和随机数挑战不能防范以下哪种攻击或恶意行为？（D）。

A、伪装欺骗 B、重放攻击 C、抵赖 D、DOS攻击

475、数字签名可以解决（D）。

A、数据被泄露 B、数据被篡改 C、未经授权擅自访问 D、冒名发送数据或发送后抵赖

476、数字签名通常使用（B）方式。

A、公钥密码体系中的私钥 B、公钥密码系统中的私钥对数字摘要进行加密

C、密钥密码体系 D、公钥密码体系中公钥对数字摘要进行加密

477、数字信封是用来解决（C）。

A、公钥分发问题 B、私钥分发问题 C、对称密钥分发问题 D、数据完整性问题

478、数字证书不包括（B）。

A、签名算法 B、证书拥有者的信用等级（信用等级并非由数字证书决定）

C、数字证书的序列号 D、颁发数字证书单位的数字签名

479、数字证书的应用阶段不包括（D）。

A、证书检索 B、证书验证 C、密钥恢复 D、证书撤销

480、下列说法中错误的是（D）。

A、非对称算法也叫公开密钥算法 B、非对称算法的加密密钥和解密密钥是分离的 C、非对称算法不需要对密钥通信进行保密 D、非对称算法典型的有RSA算法、AES算法等

481、下列算法中，哪种不是对称加密算法？（C）

A、AES B、DES C、RSA D、RC5

482、下列算法中属于Hash算法的是（C）。

A、DES B、IDEA C、SHA D、RSA

483、以下对于链路加密哪项是正确的？（B）

A、消息只在源点加密，目的节点解密 B、消息在源点加密，在每一个经过的节点解密并加密 C、消息在所有经过的节点中都是加密的，但只在目的节点解密 D、消息以明文形式在节点之间传输

484、以下各种加密算法中属于单钥制加密算法的是（A）。

A、DES加密算法 B、Caesar替代法 C、Vigenere算法 D、Diffie-Hellman加密算法

485、以下各种加密算法中属于双钥制加密算法的是（D）。

A、DES加密算法 B、Caesar替代法 C、Vigenere算法 D、Diffie-Hellman加密486、以下各种算法中属于古典加密算法的是（B）。

A、DES加密算法 B、Caesar替代法 C、Vigenere算法 D、Diffie-Hellman加密487、以下关于CA认证中心说法正确的是（C）。

A、CA认证时使用对称密钥机制的认证方法 B、CA认证中心支负责签名，不负责证书的产生 C、CA认证中心负责证书的颁发和管理、并依靠证书证明一个用户的身份 D、CA认证中心不用保持中立，可以随便找一个用户来作为CA认证中心

488、以下关于VPN说法正确的是（B）。

A、VPN指的是用户自己租用线路，和公共网络物理上完全隔离的、安全的线路

B、VPN指的是用户通过公用网络建立的临时的、逻辑隔离的、安全的连接

C、VPN不能做到信息认证和身份认证 D、VPN只能提供身份认证、不能提供加密数据的功能

489、以下关于数字签名说法正确的是（D）。

A、数字签名是在所传输的数据后附上一段和传输数据毫无关系的数字信息

B、数字签名能够解决数据的加密传输，即安全传输问题

C、数字签名一般采用对称加密机制 D、数字签名能够解决篡改、伪造等安全性问题

490、以下密码使用方法中正确的是（D）。

A、将密码记录在日记本上以避免忘记 B、任何情况下均不得使用临时性密码

C、密码中的字母不得重复 D、不要使用全部由字母组成的密码

491、以下哪个不包含在证书中？（C）

A、密钥采取的算法 B、公钥及其参数 C、私钥及其参数 D、签发证书的CA名称

492、以下哪个选项不会破坏数据库的完整性？（A）

A、对数据库中的数据执行删除操作 B、用户操作过程中出错

C、操作系统的应用程序错误 D、DBMS或操作系统程序出错

493、以下哪项不属于数据库系统实体安全？（B）

A、环境安全 B、线路安全 C、设备安全 D、媒体安全

494、以下哪一种算法产生最长的密钥？（D）

A、Diffe-Hellman B、DES C、IDEA D、RSA

495、以下认证方式中，最为安全的是（D）。

A、用户名+密码 B、卡+密码 C、用户名+密码+验证码 D、卡+指纹

496、远程访问控制机制是基于一次性口令（one-time password），这种认证方式采用下面哪种认证技术？（B）

A、知道什么 B、拥有什么 C、是谁 D、双因素认证

497、在3DES算法中，密钥最高可达到多少位？（C）

A、96 B、128 C、168 D、200

498、在IPSec中，（C）是两个通信实体经过协调建立起来的一种协定，觉得用来保护数据包安全的IPSec协议、密码算法、密钥等信息。

A、ESP B、SPI C、SA D、SP

499、在IPSec中，IKE提供（B）方法供两台计算机建立。

A、解释域 B、安全关联 C、安全关系 D、选择关系

500、在RIP的MD5认证报文中，经过加密的密钥是放在哪里的？（B）

A、保温的第一个表项里 B、报文的最后一个表项里

C、报文的第二个表项里 D、报文头里

501、在非对称加密算法中，涉及到的密钥个数是？（B）

A、一个 B、两个 C、三个 D、三个以上

502、在高级加密标准AES算法中，区块大小为（A）。

A、128位 B、192位 C、256位 D、512位

503、在给定的密钥体制中，密钥与密码算法可以看成是（A）。

A、前者是可变的，后者是固定的 B、前者是固定的，后者是可变的

C、两者都是可变的 D、两者都是固定的

504、在公钥体制中，不公开的是（B）。

A、公钥 B、私钥 C、公钥和私钥 D、私钥和加密算法

505、在密码学中，需要被交换的原消息被称为什么？（D）

A、密文 B、算法 C、密码 D、明文

506、一般证书采用哪个标准？（D）

A、ISO/IEC 15408 B、ISO/IEC 17799 C、BS 7799 D、X. 509V3

507、一个电子邮件的发送者对数据摘要应用了数字签名。这能确保：（D）

A、信息的数据和时间戳 B、识别发信的计算机

C、对信息内容进行加密 D、对发送者的身份进行识别

508、在数据库中，下列哪些数据不能加密？（A）

A、索引字段 B、存放日期字段

C、存放密码的 D、存放名称字段

509、在一个网络节点中，链路加密仅在以下哪项中提供安全性？（D）

A、数据链路层 B、物理层

C、通信层 D、通信链路

510、在以下隧道协议中，属于三层隧道协议的是（D）。

A、L2F B、PPTP C、L2TP D、IPSec

511、以下哪一项是基于一个大的整数很难分解成两个素数因数？（B）

A、ECC B、RSA C、DES D、D-H

512、以下哪种数据加密技术可以在基础架构层面进行？（A）

A、IPSec B、Secure Sockets Layer

C、Transport Layer Securit D、RSA

513、目前最安全的身份认证机制是（A）。

A、一次口令机制 B、双因素法

C、基于智能卡的用户身价认证 D、身价认证的单因素法

514、当数据库由于各种原因而使其完整性遭到破坏时，必须采取以下哪项措施来恢复数据库？（C）

A、重新安装数据库 B、换一种数据库

C、使用数据库备份 D、将数据库中的数据利用工具导出，并保存

515、PGP加密算法是混合使用（B）算法和IDEA算法，它能够提供数据加密和数字签名服务，主要用于邮件加密软件。

A、DES B、RSA C、IDEA D、AES

516、以下哪些软件是用于加密的软件？（A）

A、PGP B、SHA C、EFS D、DES

517、如果消息接受方要确定发送方身价，则要使用（B）原则。

A、保密性 B、鉴别 C、完整性 D、访问控制

518、对于现代密码破解，（D）是最常的方法。

A、攻破算法 B、监听截获 C、信息猜测 D、暴力破解

519、非对称密码技术的缺点有哪些？（B）

A、密钥持有量减少 B、加/解密速度慢 C、耗用资源较少 D、以上都是

520、CA不能提供下列哪种证书？（D）

A、个人数字证书 B、SSL服务器证书

C、安全电子邮件证书 D、SET服务器证书

521、以下关于混合加密方式说法正确的是（B）。

A、采用公开密钥体制进行通信过程中的加解密处理

B、采用公开密钥体制对对称密钥体制的密钥进行加密后的通信

C、采用对称密钥体制对对称密钥体制的密钥进行加密后的通信

D、采用混合加密方式，利用了对称密钥体制的密钥容易管理和非对称密钥体制的加解密

处理速度快的双重优点

522、果要保证（C）原则，则不能在中途修改消息内容。

A、保密性 B、鉴别 C、完整性 D、访问控制

523、口令是验证用户身份的最常用手段，以下哪一种口令的潜在风险影响范围最大？（D）

A、长期没有修改的口令 B、过短的口令

C、两个人共用的口令 D、设备供应商提供的默认的口令

524.非对称密钥的密码技术具有很多优点，其中不包括：（B）。

A、可提供数字签名、零知识证明等额外服务

B、加密/解密速度快，不需占用较多资源

C、通信双方事先不需要通过保密信道交换密钥

D、密钥持有量大大减少

525．DES是一种block（块）密文的加密算法，是把数据加密成多大的块？（B）

A、32位 B、64位 C、128位 D、256位

526．CA数字证书中不包含的信息有（C）。

A、CA的数字签名 B、证书申请者的个人信息

C、证书申请者的私钥 D、证书申请者的公钥信息

527．以下关于对称密钥加密说法正确的是（C）。

A、加密方和解密可以使用不同的算法 B、加密密钥和解密密钥可以是不同的

C、加密密钥和解密密钥必须是相同的 D、密钥的管理非常简单

528、在为计算机设置使用密码时，下面（D）密码是最安全的。

A、12345678 B、66666666

C、20061001 D、72aB@#41

529、（C）的攻击者发生在Web应用层？

A、25% B、50%

C、75% D、90%

530、“U盘破坏者”病毒（Worm.vhy）采用（B）图标，很容易被用户误点击，点击后就会在后台破坏硬盘数据，致使中毒电脑重新启动的时候完全崩溃。

A、网上邻居 B、我的电脑

C、我的文档 D、收藏夹

531、“冲击波”病毒运行时会将自身复制到Windows目录下，并命名为（C）

A、Gsrss.exe B、msbast.exe

C、msblast.exe D、lsass.exe

532、Code Red 爆发于2001年7月，利用微软的IIS漏洞在Web服务器之间传播。针对这一漏洞，微软早在2001年三月就发布了相关的补丁。如果今天服务器仍然感染Code Red，那么属于哪个阶段的问题？（A）

A、系统管理员维护阶段的失误 B、微软公司软件的设计阶段的失误

C、最终用户使用阶段的失误 D、微软公司软件的实现阶段的失误

533、病毒的传播机制主要有哪些？（D）

A、移动存储 B、电子邮件 C、网络共享 D、以上均是

534、病毒的反静态反汇编技术都有（D）。

A、数据压缩 B、数据加密 C、感染代码 D、以上均是

535、病毒在感染计算机系统时，一般（B）感染系统的。

A、病毒程序都会在屏幕上提示，待操作者确认（允许）后

B、实在操作者不觉察的情况下

C、病毒程序会要求操作者制定存储的磁盘和文件夹后

D、在操作者为病毒制定存储的文件名以后

536、杀毒软件时提示“重新启动计算机后删除文件”其主要原因是（A）

A、文件插入了系统关键进程，杀毒时无法处理

B、文件是病毒文件，无法处理

C、由于病毒的加壳形式不同，杀毒时无法正确处理

D、文件正在运行且无法安全的结束，需要其他处理方法

537、蠕虫的目标选择算法有（D）。

A、随机性扫描 B、基于目标列表的扫描

C、顺序扫描 D、以上均是

538、网络钓鱼是指（A）

A、通过大量发送声来自于银行或其他知名机构的欺骗性垃圾邮件，意图引诱收信人给出敏感信息。

B、网上进行钓鱼活动

C、通过网络组织钓鱼活动，从而获得利益 D、以上都不是

539、不属于常见把入侵主机的信息发送给攻击者的方法是（D）。

A、E-MAIL B、UDP C、ICMP D、连接入侵主机

540、不属于黑客被动攻击的是（A）

A、缓冲区溢出 B、运行恶意软件 C、浏览恶意代码网页 D、打开病毒附件

541、不属于黑客前期收集信息的工具是（D）

A、Nmap B、Xscan C、Nslookup D、LC

542、常见Web攻击方法，不包括？（D）

A、利用服务器配置漏洞 B、恶意代码上传下载

C、构造恶意输入（SQL注入攻击、命令注入攻击、跨站脚本攻击）

D、业务测试

543、常用的抓包软件有（A）。

A、ethereal B、MS office C、fluxay D、netscan

544.网络窃听（Sniffer）可以捕获网络中流过的敏感信息，下列说法错误的是（A）

A、密码加密后，不会被窃听 B、Cookie字段可以被窃听

C、报文和帧可以窃听 D、高级窃听者还可以进行ARPSpoof，中间人攻击

545、除了在代码设计开发阶段预防SQL注入外，对数据库进行加固也能够把攻击者所能造成的损失控制在一定范围内，下列哪项不是数据库加固范围？（C）

A、禁止将任何高权限账号（例如sa,dba等等）用于应用程序数据库访问。更安全的方法是单独为应用创建有限访问账户

B、拒绝用户访问敏感的系统存储过程

C、禁止用户访问的数据库表 D、限制用户所能够访问的数据库表

546、防止用户被冒名所欺骗的方法是（A）。

A、对信息源发放进行身份验证 B、进行数据加密

C、对访问网络的流量进行过滤和保护 D、采用防火墙

547、给电脑设置多道口令，其中进入电脑的第一道口令是（B）。

A、系统口令 B、CMOS口令

C、文件夹口令 D、文档密码

548、攻击者截获并记录了从A到B的数据，然后又从早些时候所截获的数据中提取出信息重新发往B称为（D）。

A、中间人攻击 B、口令猜测器和字典攻击

C、强力攻击 D、回放攻击

549、故意制作、传播计算机病毒，造成计算机信息系统不能正常运行，但如果后果不严重就无罪，可以原谅，这种说法（C）。

A、不对，对这种蓄意破坏行为不能原谅 B、即使不是故意的，后果也不很严重

C、对。我国实行成文法，根据《中华人民共和国刑法》第286条的规定，只有造成严重后果者才有罪

D、无法断定

550、关于80年代Mirros蠕虫危害的描述，哪句话是错误的？（B）

A、占用了大量的计算机处理器的时间，导致拒绝股务

B、窃取用户的机密信息，破坏计算机数据文件

C、该蠕虫利用Unix系统上的漏洞传播

D、大量的流量堵塞了网络，导致网络瘫痪

551、关于黑客注入攻击说法错误的是： (D)

A、它的主要原因是程序对用户的输入缺乏过滤

B、一般情况下防火墙对它无法防范

C、对它进行防范时要关注操作系统的版本和安全补丁

D、注入成功后可以获取部分权限

552、基于主机评估报告对主机进行加固时，第一步是（B）。

A、账号、口令策略修改 B、补丁安装

C、文件系统加固 D、日志审核增强

553、计算机病毒会对下列计算机服务造成威胁，除了（C）。

A、完整性 B、有效性

C、保密性 D、可用性

554、计算机病毒是一段可运行的程序，它一般（C）保存在磁盘中。

A、作为一个文件 B、作为一段数据

C、不作为单独文件 D、作为一段资料

555、什么方式能够从远程绕过防火墙去入侵一个网络？(D)

A、IP services\_ B、Active ports

C、Identified network topology D、Modem banks

556、输入法漏洞通过（D）端口实现的。

A、21 B、23 C、445 D、3389

557、特洛伊木马攻击的威胁类型属于（B）。

A、授权侵犯威胁 B、植入威胁

C、渗入威胁 D、旁路控制威胁

558、通常黑客扫描目标机的445端口是为了(B)。

A、利用NETBIOS SMB服务发起DOS攻击

B、发现并获得目标机上的文件及打印机共享

C、利用SMB服务确认Windows系统版本

D、利用NETBIOS服务确认Windows系统版本

559、网络病毒防范的三个阶段主要是预防范阶段、病毒爆发阶段和哪个阶段？(A)

A、残余风险评估阶段 B、检查阶段

C、入侵检测系统监控阶段 D、网络异常流量临控阶段

560、网络病毒预防范阶段的主要措施是什么？(A)

A、强制补丁、网络异常流量的发现 B、强制补丁、入侵检测系统监控

C、网络异常流量的发现、入侵检测系统的监控阶段 D、缺少D选项

561、下列除了(B)以外，都是防范计算机病毒侵害的有效方法。

A、使用防病毒软件 B、机房保持卫生，经常进行消毒

C、避免外来的磁盘接触系统 D、网络使用防病毒网关设备

562、下列除了(A)以外，都是计算机病毒传

A、通过操作员接触传播 B、通过U盘接触传播

C、通过网络传播 D、通过电子播的途径邮件传播

563、下列措施中，(C)不是减少病毒的传染

和造成的损失的好办法。

A、重要的文件要及时、定期备份，使备份能反映出系统的最新状态

B、外来的文件要经过病毒检测才能使用，不要使用盗版软件

C、不与外界进行任何交流，所有软件都自行开发

D、定期用抗病毒软件对系统进行查毒、杀毒

564、下列哪项是跨站脚本Cross Site Scripting攻击具体事例？（B）

A、搜索用户 B、发帖子，发消息 C、上传附件 D、下载文件

565、下列哪项为信息泄露与错误处理不当Information Leakage and Improper

Error Handlina攻击具体实例？(D)

A、不明邮件中隐藏的html链接 B、发帖子，发消息

C、上传附件 D、错误信息揭示路径

566、下面哪一项是黑客用来实施DDoS攻击的工具？(D)

A、LC5 B、Rootkit C、Icesword D、Trinoo

567、以下哪个工具可以抹去所有NT/2K配置，并将其还原到初始状态？(A)

A、Rollback. exe B、Recover. exe C、Zap. exe D、Reset. exe

568、以下哪个工具通常是系统自带任务管理器的替代？(D)

A、Regmon B、Filemon C、Autoruns D、Process explorer

569、以下哪个针对访问控制的安全措施是最容易使用和管理的？(C)

A、密码 B、加密标志 C、硬件加密 D、加密数据文件

570、以下哪项不是分布式拒绝服务攻击常用的工具？(D)

A、Trinoo B、Trinoo C、TFN D、synkill

571、以下哪项不属于针对数据库的攻击？(D)

A、特权提升 B、强力破解弱口令或默认的用户名及口令

C、SQL注入 D、利用xss漏洞攻击

572、以下哪项工具不适合用来做网络监听？(B)

A、sniffer B、Webscan C、 Windump D、 D-Iris

573、以下哪项是SYN变种攻击经常用到的工具？(B)

A、sessionIE B、synkill C、TFN D、Webscan

574、以下哪一项不是流氓软件的特征？(D)

A、通常通过诱骗或和其他软件捆绑在用户不知情的情况下安装

B、通常添加驱动保护使用户难以卸载

C、通常会启动无用的程序浪费计算机的资源

D、通常会显示下流的言论

575、一个数据仓库中发生了安全性破坏。以下哪一项有助于安全调查的进行？(B)

A、访问路径 B、时戳 C、数据定义 D、数据分类

576、以下哪一项不属于恶意代码？(C)

A、病毒 B、蠕虫 C、宏 D、特洛伊木马

577、以下哪一项不属于计算机病毒的防治策略？(D)

A、防毒能力 B、查毒能力 C、杀毒能力 D、禁毒能力

578、以下哪一项是常见Web站点脆弱性扫描工具？(A)

A、Appscan B、Nmap C、Sniffer D、LC

579、以下哪种方法是防止便携式计算机机密信息泄露的最有效的方法？(A)

A、用所有者的公钥对硬盘进行加密处理 B、激活引导口令（硬件设置口令）

C、利用生物识别设备 D、利用双因子识别技术将臀陆信息写入记事本

580、以下哪种符号在SQL注入攻击中经常用到？(D)

A、$\_ B、1 C、@ D、;

581、以下哪种工具能从网络上检测出网络监听软件(A)

A、sniffdet, , B、purify, , C、Dsniff D、WireShark

582、以下哪种攻击可能导致某些系统在重组IP分片的过程中宕机或者重新启动？(B)

A、分布式拒绝服务攻击 B、Ping of Death

C、NFS攻击 D、DNS缓存毒化攻击

583、下面哪部分不属于入侵的过程？(B)

A、数据采集 B、数据存储 C、数据检测 D、数据分析

584、以下对木马阐述不正确的是(A)。

A、木马可以自我复制和传播

B、有些木马可以查看目标主机的屏幕

C、有些木马可以对目标主机上的文件进行任意揉作

D、木马是一种恶意程序，它们在宿主机器上运行，在用户毫无察觉的情况下，让攻击者获得了远程访问和控制系统的权限。

585、由于攻击者可以借助某种手段，避开DBMS以及应用程序而直接进入系统访问

数据，我们通常采取以下哪种方式来防范？(A)

A、数据库加密

B、修改数据库用户的密码，将之改得更为复杂

C、使用修改查询法，使用户在查询数据库时需要满足更多的条件

D、使用集合法

586、在大多数情况下，病毒侵入计算机系统以后，(D)。

A、病毒程序将立即破坏整个计算机软件系统

B、计算机系统将立即不能执行我们的各项任务

C、病毒程序将迅速损坏计算机的键盘、鼠标等操作部件

D、一般并不立即发作，等到满足某种条件的 时候，才会出来活动捣乱、破坏

587、在确定威胁的可能性时，可以不考虑以下哪项？(D)

A、威胁源 B、潜在弱点

C、现有控制措施 D、攻击所产生的负面影响

588、在以下人为的恶意攻击行为中，属于主动攻击的是(A)。

A、身份假冒 B、数据GG C、数据流分析 D、非法访问

589、下面哪一种攻击方式最常用于破解口 令？(B)

A、哄骗( spoofing) B、字典攻击(dictionary attack)

C、拒绝服务(DoS) D、WinNuk

590、针对DNS服务器发起的查询DoS攻击，属于下列哪种攻击类型？(C)

A、syn flood B、ack flood C、 udpflood D、Connection flood

591、下列哪项不是安全编码中输入验证的控制项？(D)

A、数字型的输入必须是合法的数字

B、字符型的输入中对’进行特殊处理

C、验证所有的输入点，包括Get，Post，Cookie以及其他HTTP头

D、正确使用静态查询语句，如PreDaredStatement

592、以下关于垃圾邮件泛滥原因的描述中，哪些是错误的？(C)

A、早期的SMTP协议没有发件人认证的功能

B、网络上存在大量开放式的邮件中转服务器，导致垃圾邮件的来源难于追查

C、SMTP没有对邮件加密的功能是导致垃圾邮件泛滥的主要原因

D、Internet分布式管理的性质，导致很难控制和管理

593、以下哪种方法是防止便携式计算机机密信息泄露的最有效方法？（A）

A、用所有者的公钥对硬盘进行加密处理 B、激活引导口令（硬件设置口令）

C、利用生物识别设备 D、利用双因子识别技术将登录信息写入记事本

594、以下哪种攻击属于DDoS类攻击？（A）

A、SYN变种攻击 B、smurf攻击 C、arp攻击 D、Fraggle攻击

595、URL访问控制不当不包括（D）

A、Web应用对页面权限控制不严 B、缺乏统一规范的权限控制框架

C、部分页面可以直接从URL中访问 D、使用分散登录认证

596、Web应用的认证与会话处理不当，可能被攻击者利用来伪装其他用户身份。强认证手段不包括如下哪种？（A）

A、静态密码 B、短信挑战 C、指纹认证 D、图片认证

597、Web应用漏洞按类别进行排名，由多到少正确的顺序为？（A）

A、跨站脚本、注入、恶意代码、引用不当

B、注入、跨站脚本、恶意代码、引用不当

C、恶意代码、跨站脚本、注入、引用不当

D、引用不当、跨站脚本、注入、恶意代码

598、从技术角度，以下不是漏洞来源的是（D）

A、软件或协议设计时候的瑕疵 B、软件或协议实现中的弱点

C、软件本身的瑕疵 D、显示卡内存容量过低

599、（C）即攻击者利用网络窃取工具经由网络传输的数据包，通过分析获得重要的信息。

A、身份假冒 B、数据篡改 C、信息窃取 D、越权访问

600、有关密码学分支的定义，下列说法中错误的是（D）

A、密码学是研究信息系统安全保密的科学，由两个相互对立、相互斗争、而且又相辅相成、相互渗透的分支科学所组成的、分别称为密码编码学和密码分析学

B、密码编码学是对密码体制、密码体制的输入输出关系进行分析、以便推出机密变量、包括明文在内的敏感数据

C、密码分析学主要研究加密信息的破译或信息的伪造

D、密码编码学主要研究对信息进行编码，实现信息的隐藏

601、与RSA（Rivest,Shamir,Adleman）算法相比，DDS（Digital Signature Standard）不包括（C）

A、数字签名 B、鉴别机制 C、加密机制 D、数据完整性

602、以下哪项是数据库加密方法中的库外加密的缺点？（A）

A、即使访问一条数据也要对整个数据库解密 B、密钥管理比较复杂

C、加密之后不能完整的查询数据 D、密钥过于简单，容易被破解

603、以下哪项数据中涉及安全保密的最主要问题？（A）

A、访问控制问题 B、数据完整性 C、数据正确性 D、数据安全性

604、以下哪一个最好的描述了数字证书？（A）

A、等同于在网络上证明个人和公司身份的身份证

B、浏览器的一个标准特性，它使得黑客不能得知用户的身份

C、网站要求用户使用用户名和密码登陆的安全机制

D、伴随在线交易证明购买的收据

605、TCP SYN Flood网络攻击时利用了TCP建立连接过程需要（C）次握手的特点而完成对目标进行攻击的。

A、1 B、2 C、3 D、6

二、多项选择题（606-789）

606、COBIT度量过程的三个纬度分别是（ABC）。

A、能力 B、绩效 C、控制度 D、能力成熟度

607、IT系统内网与互联网连接检查手段有哪些？（BCD）

A、工具扫描 B、人员访谈 C、人工检查 D、文档检查

608、公司应该采取以下措施，对第三方访问进行控制。（ABCD）

A、公司应于第三发公司法人签署保密协议，并要求其第三方个人签署保密承诺，此项工作应在第三方获得网络与信息资产的访问权限之前完成

B、实行访问授权管理，未经授权，第三方不得进行任何形式的访问

C、公司应加强第三方访问的过程控制，监督其活动及操作，对其进行适当的安全宣传与培训

D、第三方人员应佩戴易于识别的标志，并在访问公司重要场所时有专人陪同

609、计算机信息系统安全的三个相辅相成，互补互通的有机组成部分是（ABD）

A、安全策略 B、安全法规 C、安全技术 D、安全管理

610、劳动合同中应包含网络与信息安全条款，这些条款规定（ACD）。

A、员工的安全责任和违约罚则

B、安全责任不可延伸至公司场所以外和正常工作时间以外

C、安全责任可延伸至公司场所以外和正常工作时间以外

D、如必要，一些安全责任应在雇佣结束后延续一段特定的时间

611、审核是网络安全工作的核心，下列应用属于主动审核的是：（CD）

A、Windows事件日志记录 B、数据库的事务日志记录

C、防火墙对访问站点的过滤 D、系统对非法链接的拒绝

612、通用准则CC实现的目标有（ABC）

A、成为统一的国际通用安全产品、系统的安全标准

B、在不同国家达成协议，相互承认产品安全等级评估

C、概述IT产品的国际通用性 D、都不是

613、系统用户账号登记表应包括（ABCD）。

A、使用者姓名、部门、职务、联系电话 B、账号权限

C、批准人、开通人 D、开通时间、到期日

614、下列情况哪些是对公司经营管理的影响为“一般”级别的互联网网络安全事件？（ABD）

A、发生未到达“预警”的一般性安全事件

B、出现新的漏洞，尚未发现利用方法或利用迹象

C、有来自境外的网络性能明显下降的报警，并且其技术原因普遍适用于我国互联网 D、出现新的蠕虫/病毒或其它恶意代码，尚未证明可能造成严重危害

615、信息安全的主要原则有（BCD）

A、认证性 B、保密性 C、可用性 D、完整性

**616、针对支撑系统，除业务关联性、对业务网络的影响，资产价值主要体现在（ACD）几个方面。 缺少D选项**

**A、业务收益的影响 B、设备购买成本 C、面向客户的重要程度 D、**

617、IT系统病毒泛滥的主要原因有哪些？（ABCD）

A、主机和终端防病毒软件缺乏统一管理

B、主机和终端防病毒软件没有设置为自动更新或更新周期较长

C、防病毒服务器没有及时更新放病毒库

D、缺乏防病毒应急处理流程和方案

618、IT系统病毒防护评估检查对象包括哪些内容？（ABCD）

A、防病毒服务器 B、重要应用Windows主机

C、Windows终端 D、主机管理员

619、互联网连接防火墙设备的安全策略配置要求包括哪几点（ABCD）。

A、远程登录是否禁止telnet方式 B、最后一条策略是否是拒绝一切流量

C、是否存在允许any to any的策略

D、是否设置了管理IP，设备只能从管理IP登录维护

620、《安全基线标准》在安全管理层面主要围绕哪几部分考评安全基线？（ABC）

A、组织架构管理 B、人员安全管理 C、运维安全管理 D、制度安全管理

621、IT系统维护人员权限原则包括（ACD）。

A、工作相关 B、最大授权 C、最小授权 D、权限制约

622、安全系统加固手册中关于造成系统异常中断的各方面因素，主要包括哪三方面（ABD）

A、人为原因 B、环境原因 C、生产原因 D、设备原因

623、IT系统维护人员权限原则包括（ACD）

A、工作相关 B、最大授权 C、最小授权 D、权限制约

624、计算当前Linux系统中所有用户的数量，可以使用（ABC）命令

A、wc -l /etc/passwd B、wc -l</etc/passwd

C、cat/etc/passwd|wc -l D、cat/etc/passwd>wc -l

625、Solarid系统中，攻击者在系统中增加账户会改变哪些文件？（AB）

A、shadow B、passwd C、inetd,conf D、hosts

626、Syn Flood攻击的现象有以下哪些？（ABC）

A、大量连接处于SYN\_RCVD状态 B、正常网络访问受阻

C、系统资源使用率高

627、UNIX安全审计的主要技术手段有哪些？（ABCDEF）

A、文件完整性审计 B、用户、弱口令审计 C、安全补丁审计

D、端口审计 E、进程审计 F、系统日志审计

628、Unix系统提供备份工具有（ABCD）

A、cp：可以完成把某一目录内容拷贝到另一目录

B、tar：可以创建、把文件添加到或从一个tar档案中解开文件

C、cpio：把文件拷贝进或拷贝出一个cpio档案或tar档案

D、dump：用来恢复整个文件系统或提取单个文件

629、操作系统应利用安全工具提供以下哪些访问控制功能？（ABC）

A、验证用户身份，必要的话，还应进行终端或物理地点识别

B、记录所有系统访问日志

C、必要时，应能限制用户连接时间 D、都不对

630、从哪些地方可以看到遗留痕迹？（ABCD）

A、回收站 B、最近使用过的文件 C、注册表 D、文件最后更改的时间戳631、

632、关于Windows活动目录说法正确的是（ABD）。

A、活动目录是采用分层结构来存储网络对象信息的一种网络管理体系

B、活动目录可以提供存储目录数据和网络用户级管理员使用这些数据的方法

C、利用活动目录来实现域内计算机的分布式管理

D、活动目录与域紧密结合构成与目录林和域目录树，使大型网络中庞大、复杂的网络管理、控制、访问变得简单，使网络管理效率更高

633、建立堡垒主机的一般原则是（AC）。

A、最简化原则 B、复杂化原则 C、预防原则 D、网络隔离原则

634、逻辑空间主要包括哪些部分？（ABDE）

A、TABLESPACES B、SEGMENTS C、DATAFILE

D、EXTENTS E、BLOCK

635、哪些属于Windows日志？（ABCD）

A、AppEvent.Evt B、SecEvent.Evt C、SysEvent.Evt D、W3C扩展日志

636、如何设置listener口令？（ACDE）

A、以Oracle用户运行lsnrctl命令 B、set log\_file

C、change\_password D、set password E、save\_config

637、审计启动其日志有哪两种存放方式？（BD）

A、NONE B、OS C、TRUE D、SYS.AUD$

638、生产服务器通常都是UNIX平台，资产价值最高，不直接连接外部网络，主要的安全需求是（ABD）

A、访问控制 B、账号口令 C、数据过滤 D、权限管理和补丁管理

639、使用md5sum工具对文件签名，以下说法正确的是？（ADE）

A、md5sum对任何签名结果是定长的16字节

B、md5sum对文件签名具有不可抵赖性

C、md5sum是对文件进行加密运算得出签名，不同文件结果几乎不相同

D、md5sum是对文件进行哈希运算得出签名，不同文件结果几乎不相同

E、md5sum对文件签名时，与文件的日期和时间无关

640、为了正确获得口令并对其进行妥善保护，应认真考虑的原则和方法有（ABCD）

A、口令/账号加密 B、定期更换口令

C、限制对口令文件的访问 D、设置复杂的、具有一定位数的口令

641、文件系统是构成Linux基础，Linux中常用文件系统有（ABD）？

A、ext3 B、ext2 C、hfs D、reiserfs

642、下列关于UNIX下日志说法正确的是（AC）

A、wtmp记录每一次用户登录和注销的历史信息

B、acct记录每个用户使用过的命令

C、sulog记录su命令的使用情况

D、acct记录当前登录的每个用户

643、下列哪些操作可以看到自启动项目？（ABD）

A、注册表 B、开始菜单 C、任务管理器 D、msconfig

644、下列哪些命令行可用于查看当前进程？（ABC）

A、Ps -ef B、Strings -f/proc/[0-9]\*/cmdline

C、Ls -al /proc/[0-9]\*/exe D、Cat/etc/inetd.conf

645、下面操作系统中，哪些是UNIX操作系统？（CD）

A、Red-hat Linux B、Novell Netware C、Free BSD D、SCO Unix

646、严格的口令策略应当包含哪些要素（ABC）

A、满足一定的长度，比如8位以上 B、同时包含数字，字母和特殊字符

C、系统强制要求定期更改口令 D、用户可以设置空口令

647、在Solaris 8 下，使用ps -ef命令列出进程中有一行如下“root 1331 0 00:01:00? 0:00 /usr/sbin/inetd -s -t”，以下说法正确的是（ABE）

A、参数-t是trace，记录包括IP和PORT等信息

B、参数-t对于UDP服务无效 C、进程启动的时间不能确定

D、进程已经运行了1分钟 E、进程的父进程号是1

648、在Solaris 8 下，以下说法正确的是：（AB）

A、/etc/rc2.d里S开头的文件在系统缺省安装的缺省级别会自动运行

B、/etc/rc3.d里S开头的文件在系统缺省安装的缺省级别会自动运行

C、/etc/init.d里的文件在系统启动任何级别时会自动运行

D、init 0是进入单用户级别 E、init 6命令会运行所有级别的rc目录下以S开头的文件

649、在Solaris 8 下，以下说法正确的是：（BC）

A、PATH环境变量最后带有“.”，会使当前目录的命令比其他目录的命令有限执行

B、可以修改/etc/inittab里ttymon的参数，使得登录的SHELL在无输入时自动退出

C、在使用/bin/ksh时，可以设置TMOUT值，使得登录的SHELL在无输入时自动退出

D、在/etc/login中，可以设置TIMEOUT值，使得登录的SHELL在无输入时自动退出

E、tar xvf命令的意思是以tar格式解开输入，并且保持文件属性等参数不变

650、在配置Apache访问控制时，Allow和Deny指令可以允许或拒绝来自特定主机名或主机名地址的访问。那么下列哪些配置是不正确的？（AD）

A、Order allow,deny Allow from 192.101.205

B、B、Order deny,allow Deny from all Allow from example

C、C、Order deny,allow Deny from 192.101.205

D、D、Order allow,deny Deny from 192.101.205 Allow from all

651、造成操作系统安全漏洞的原因是（ABC）。

A、不安全的编程语言 B、不安全的编程习惯

C、考虑不周的架构设计 D、人为的恶意破坏

652、针对Linux主机，一般的加固手段包括（ABC）。

A、打补丁 B、关闭不必要的服务 C、限制访问主机 D、切断网络

653、做系统快照，查看端口信息的方式有（AD）。

A、netstat -an B、net share C、net use D、用taskinfo来查看连接情况

654、网厅安全解决方案主要从哪几个方面对网厅安全进行建议和指导？（ABCD）

A、安全管理 B、安全防护 C、安全运维 D、灾备/恢复

655、IT系统软件设计中应当考虑并执行安全审计功能，详细记录访问信息的活动，包括（ABCD）。

A、记录的活动以是否有数据的修改、应用程序的异常关闭、异常删除触发

B、应用系统应当配置单独的审计数据库，审计记录应单独存放，并设置严格的边界访问控制，只有安全管理人员才能够看到审计记录

C、信息系统的审计功能包括：事件日期、时间、发起者信息、类型、描述和结果

D、应用系统的审计进程为后台处理，与应用系统运行同步进行，并且对于审计进程应当涉及相应的守护进程，一旦出现异常停止系统可重新启动审计进程，从而保障审计的“完整性”

656、IPSec的配置步骤包括：（ABCD）

A、防火墙基本配置 B、定义保护数据流和域间规则

C、配置IPSec安全提议 D、配置IKEPeer

657、Juniper路由器在配置SSH访问时应注意如下（ABCD）细节。

A、建立允许访问的SSH-ADDRESSES过滤器

B、确保只允许来自内部接口的授权用户访问

C、针对SSH进行限速以保护路由引擎

D、过滤器应用在loopback接口

658、对于使用RPF反向地址验证，以下说法错误的是：（BCD）。

A、对称路由可以使用 B、非对称路由可以使用

C、有些情况不可以使用，但与对称或非对称路由无关

D、在任何情况下都可以使用

659、防病毒服务升级检查包括如下几项内容？（ABC）

A、检查防病毒服务器病毒库下载是否正常，如果不正常及时联系厂商进行问题解决

B、在防病毒系统每次升级后，记录每次版本变更版本号，定期记录病毒库的版本

C、对重要的服务器，定期抽查防病毒客户端的病毒库升级情况

660、防范DOS攻击的方法主要有（ABCD）。

A、安装Dos检测系统 B、对黑洞路由表里的地址进行过滤

C、及时打好补丁 D、正确配置TCP/IP参数

661、防火墙trust域中的客户机通过nat访问untrust中的服务器的ftp服务，已经允许客户机访问服务器的tcp21端口，但只能登陆到服务器，却无法下载文件，以下解决办法中可能的是：（ABC）

A、修改trust untrust域间双向的默认访问策略为允许

B、FTP工作方式为port模式时，修改untrust trust域间in方向的默认访问策略为允许 C、在trust untrust域间配置中启用detect ftp

D、FTP工作方式为passive模式时，修改untrust trust域间in方向的默认访问策略为允许

662、防火墙不能防止以下哪些攻击？（ABD）

A、内部网络用户的攻击 B、传送已感染病毒的软件和文件

C、外部网络用户的IP地址欺骗 D、数据驱动型的攻击

663、防火墙常见的集中工作模式有（ABC）。

A、路由 B、NAT C、透明 D、旁路

664、防火墙的缺陷主要有（ABCD）。

A、限制有用的网络服务 B、无法防护内部网络用户的攻击

C、不能防备新的网络安全问题 D、不能完全防止传送已感染病毒的软件或文件

665、防火墙的日志管理应遵循如下原则：（BC）

A、本地保存日志 B、本地保存日志并把日志保存到日志服务器上

C、保持时钟的同步 D、在日志服务器保存日志

666、防火墙的特征是（ABCD）。

A、保护脆弱和有缺陷的网络服务 B、加强对网络系统的访问控制

C、加强隐私，隐藏内部网络结构 D、对网络存取和访问进行监控审计

667、防火墙的主要功能有哪些？（ABCD）

A、过滤进、出网络的数据 B、管理进、出网络的访问行为

C、封堵某些禁止的业务，对网络攻击进行检测和报警

D、记录通过防火墙的信息内容和活动

668、防火墙的作用主要有（ABCD）。

A、实现一个公司的安全策略 B、创建一个阻塞点

C、记录Internet活动 D、限制网络暴露

669、防火墙技术，涉及到（ABCD）。

A、计算机网络技术 B、密码技术 C、软件技术 D、安全操作系统

670、防火墙可以部署在下列位置：（ABCD）。

A、安全域边界 B、服务器区域边界

C、可信网络区域和不可信网络区域之间 D、根据网络特点设计方案

671、防火墙配置时应确保（ABCD）服务不开放。

A、Rlogin B、NNTP C、Finger D、NFS

672、启用Cisco设备的访问控制列表，可以起到如下作用（ABC）。

A、过滤恶意和垃圾路由信息 B、控制网络的垃圾信息流

C、控制未授权的远程访问 D、防止DDoS攻击

673、如果Cisco设备的VTY需要远程访问，则需要配置（ABCD）。

A、至少8位含数字、大小写、特写字符的密码 B、远程连接的并发数目

C、访问控制列表 D、超市退出

674、如果需要配置Cisco路由器禁止从网络启动和自动从网络下载初始配置文件，配置命令包括（AB）。

A、no boot network B、no service config C、no boot config D、no service network

675、入侵检测的内容主要包括：（BC）。

A、独占资源、恶意使用 B、试图闯入或成功闯入、冒充其他用户

C、安全审计 D、违反安全策略、合法用户的泄露

676、入侵检测系统包括以下哪些类型？（AC）

A、主机入侵检测系统 B、链路状态入侵检测系统

C、网络入侵检测系统 D、数据包过滤入侵检测系统

677、随着交换机的大量使用，基于网络的入侵检测系统面临着无法接收数据的问题。由于交换机不支持共享媒质的模式，传统的采用一个嗅探器（sniffer）来监听整个子网的办法不再可行。可选择解决的办法有（ABCD）。

A、使用交换机的核心芯片上的一个调试的端口

B、把入侵检测系统放在交换机内部或防火墙等数据流的关键入口

C、采用分解器（tap）

D、使用以透明网桥模式接入的入侵检测系统

678、通常要求把路由器的日志存储在专用日志服务器上，假设把Cisco路由器日志存储在192.168.0.100的syslog服务器上，需要在路由器侧配置的操作时：（ABCD）。

A、使用Router(config)# logging on启用日志：使用Router(config)# logging trap information将记录日志级别设定为“information”

B、使用Routee(config)# logging192.168.0.100将记录日志类型设定为“local6”

C、使用(config)# logging facility local6将日志发送到192.168.0.100

D、使用(config)# logging sourceinterface loopback0设定日志发送源loopback0

679、通过SSL VPN接入企业内部的应用，其优势体现在哪些方面：（ABCD）。

A、应用代理 B、穿越NAT和防火墙设备

C、完善的资源访问控制 D、抵御外部攻击

680、网络地址端口转换（NAPT）与普通地址转换有什么区别？（AD）

A、经过NAPT转换后，对于外网用户，所有报文都来自于同一个IP地址

B、NAT只支持应用层的协议地址转换

C、NAPT只支持网络层的协议地址转换

D、NAT支持网络层的协议地址转换

681、网络攻击的类型包括以下哪几种？（ABCD）

A、窃取口令 B、系统漏洞和后门 C、协议缺陷 D、拒绝服务

682、网络面临的典型威胁包括（ABCD）。

A、未经授权的访问 B、信息在传送过程中被截获、篡改

C、黑客攻击 D、滥用和误用

683、网络蠕虫一般指利用计算机系统漏洞、通过互联网传播扩散的一类病毒程序，该类病毒程序大规模爆发后，会对相关网络造成拒绝服务攻击，为了防止受到网络蠕虫的侵害，应当注意对（ACD）及时进行升级更新。

A、计算机操作系统 B、计算机硬件 C、文字处理软件 D、应用软件

684、下列关于NAT地址转换的说法中哪些事正确的：（ABCD）。

A、地址转换技术可以有效隐藏局域网内的主机，是一种有效的网络安全保护技术

B、地址转换可以按照用户的需要，在局域网内向外提供FTP、WWW、Telnet等服务

C、有些应用层协议在数据中携带IP地址信息，对它们作NAT时还要修改上层数据中的IP地址信息

D、对于某些非TCP、UDP的协议（如ICMP、PPTP），作上层NAT时，会对它们的特征参数（如ICMP的id参数）进行转换。

685、下列哪两项正确描述了由WPA定义的无线安全标准？（BC）

A、使用公开密钥的认证方法 B、当客户端连接的时候都要进行动态密钥交换

C、包含PSK认证 D、定制了一个经常更换的静态的加密密钥来增强安全性

686、下列配置中，可以增强无线AP（access point）安全性的有（ABCD）。

A、禁止SSID广播 B、禁用DHCP服务

C、采用WPA2-PSK加密认证 D、启用MAC地址接入过滤

687、下面可以攻击状态检测的防火墙方法有：（ABD）

A、协议隧道攻击 B、利用FTP-pasv绕过防火墙认证的攻击

C、ip欺骗攻击 D、反弹木马攻击

688、下面什么路由协议不可以为HSRP的扩充：（ABC）

A、SNMP B、CDP C、HTTP D、VRRP

689、下面什么协议有MD5认证：（ABC）

A、BGP B、OSPF C、EIGER D、RIPversion 1

690、下面是网络安全技术的有：（ABC）

A、防火墙 B、防病毒 C、PKI D、UPS

691、选购一个防火墙时应该考虑的因素有：（ABCD）

A、网络受威胁的程度 B、可能受到的潜在损失

C、站点是否有经验丰富的管理员 D、未来扩展的需要

692、一台路由器的安全快照需要保存如下哪些信息？（AB）

A、当前的配置--running-config B、当前的开放端口列表

C、当前的路由表 D、当前的CPU状态

693、以下对于包过滤防火墙的描述正确的有（ACD）。

A、难以防范黑客攻击 B、处理速度非常慢

C、不支持应用层协议 D、不能处理新的安全威胁

694、以下对于代理防火墙的描述正确的有（ABCD）。

A、能够理解应用层上的协议 B、时延较高，吞吐量低

C、能做复杂一些的访问控制，并做精细的认证和审核 D、可伸缩性较差

695、以下关于L2TP VPN配置注意事项的说法中正确的有：（ABC）

A、L2TP的LNS端必须配置虚拟接口模板（Virtual-Template）的IP地址，该虚拟接口模板需要加入域

B、防火墙缺省需要进行隧道的认证。如果不配置认证，需要undo tunnel authentication命令

C、为了使L2TP拨号上来的用户分配的地址不能喝内网用户的地址在同一个网段

D、LNS端不允许配置多个L2TP-Group

1. 以下哪几项关于安全审计和安全审计系统的描述是正确的？（CD）

A、对入侵和攻击行为只能起到威慑作用

B、安全审计不能有助于提高系统的抗抵赖性

C、安全审计是对系统记录和活动的独立审查和检验

D、安全审计系统可提供侦破辅助和取证功能

697、以下哪些属于网络欺骗方式？（ABCD）

A、IP欺骗 B、ARP欺骗 C、DNS欺骗 D、Web欺骗

698、以下哪些是防火墙规范管理需要的？（ABCD）

A、需要配置两个防火墙管理员 B、物理访问防火墙必须严密地控制

C、系统软件、配置数据文件在更改后必须进行备份

D、通过厂商指导发布的硬件和软件的bug和防火墙软件升级版

699、以下硬件安装维护重要安全提示正确的有：（ABCD）

A、不要在雷雨天气进行故障处理 B、保持故障处理区域的干净、干燥

C、上防静电手套或防静电腕带再执行安装和更换操作

D、在使用和操作设备时，需要按照正确的操作流程来操作

700、以下属于DTE(Data Terminal Equipment)数据终端设备的有（AB）

A、路由器 B、PC C、交换机 D、HUB

701、在防火墙的“访问控制”应用中，内网、外网、DMZ三者的访问关系为：（ABD）

A、内网可以访问外网 B、内网可以访问DMZ区

C、DMZ区可以访问内网 D、外网可以访问DMZ区

702、关于GRE校验和验证技术，当本端配置了校验和而对端没有配置校验和时，以下叙述正确的有（BC）。

A、本端对接收报文检查校验和 B、对端对接收报文检查校验和

C、本端对发送报文计算校验和 D、对端对发送报文计算校验和

703、配置PPP链路层协议时，链路层协议状态始终不能转为Up状态的处理建议：（ABCD）

A、PPP链路两端的接口上配置的参数和验证方式都必须一致，LCP检查才能成功

B、如果LCP协商失败，请检查LCP配置协商参数

C、请检查验证方式配置是否正确。因为LCP协商中，包含验证方式的协商。因为LCP协商中，包含验证方式的协商。验证方式协商失败也会导致LCP协商失败

D、接口试图下先执行shutdown命令将接口关闭，再执行undo shutdown命令重启接口

704、对DNSSEC的描述正确的有（AC）。

A、为DNS数据提供来源验证，即保证数据来自正确的名称服务器

B、DNSSEC可防御DNS Query Flood攻击

C、为域名数据提供完整性验证，即保证数据在传输的过程中没有被篡改

D、实施DNSSEC后，只需升级软件系统，对网络、服务器等硬件设备不需考虑

705、MySQL安装程序会给出三种选择，用户可以根据自身的需要选择一种适合的安装方式，以下哪些是正确的？（ABD）

A、Typical（典型安装） B、Compact(最小安装)

C、Full(全部安装) D、Custom(选择安装)

706、MySQL中用DROP语句可删除数据库和数据表，以下哪句是正确的语法？（ABCD）

A、DROP TABLE table\_name1 B、DROP TABLE table\_name1,table\_name2

C、DROP TABLE IF EXISTS table\_name1 D、DROP DATABASE DB name1

707、Oracle 7.2之前的数据库连接用户名和密码在网络传输时是不进行加密的，为了要和旧版本兼容Oracle数据库9.02存在DBLINK\_ENCRYPT\_LOGIN参数用来调节数据库连接时用户名和密码的加密特性，以下说法正确的是：（ACD）。

A、DBLINK\_ENCRYPT\_LOGIN为TRUE时，数据库连接加密用户名和密码

B、DBLINK\_ENCRYPT\_LOGIN时，数据库连接不加密用户名和密码

C、DBLINK\_ENCRYPT\_LOGIN为FALSE时，如果加密的数据库连接失败，会尝试不加密的连接

D、DBLINK\_ENCRYPT\_LOGIN为TRUE时，加密的数据库连接失败，也不会尝试不加密的连接

708、Oracle实例主要由哪两部分组成：（AC）

A、内存 B、Share pool buffer C、后台进程 D、pmon和smon

709、Oracle中如何设置audit trail审计，正确的说法是：（ABD）

A、在init.ora文件中设置“audit\_trail = true”或者“audit\_trail = db”

B、以SYSDBA身份使用AUDIT ALL ON SYS.AUD$ BY ACCESS，语句对audit trail审计

C、Oracle不支持对audit trail的审计

D、在设置audit trail审计前，要保证已经打开Oracle的审计机制

710、SQL Server的登录认证种类有以下哪些？（ACD）

A、Windows认证模式 B、双因子认证模式

C、混合认证模式 D、SQL Server认证

711、SQL Server的取消权限的操作有以下哪些？（ABC）

A、在“详细信息”窗格中右击要授予/拒绝/取消其权限的用户定义的角色

B、单击“属性”命令在“名称”下单击“权限”单击列出全部对象

C、选择在每个对象上授予拒绝或废除的权限，选中标志表示授予权限，X表示拒绝权限，空框表示废除权限，只列出适用于该对象的权限

D、回到“数据库用户属性”对话框中，再点击“确定”按钮，所有的设置就完成了

712、SQL Server中ALTER DATABASE可以提供以下哪些功能选项？（ABCD）

A、更改数据库名称 B、文件组名称 C、数据文件 D、日志文件的逻辑名称

713、SQL Server中关于实例的描述，请选择正确的答案。（ABD）

A、如果安装选择“默认”的实例名称。这时本SQL Server的名称将和Windows 2000服务器的名称相同

B、SQL Server可以在同一台服务器上安装多个实例

C、SQL Server只能在一台服务器上安装一个实例

D、实例各有一套不为其他实例共享的系统及用户数据库，所以各实例的运行是独立的。

714、SQL Server中使用企业管理器从数据库中删除数据或日志文件的步骤如下，正确的步骤是？（ABCD）

A、展开服务器组，然后展开服务器

B、展开“数据库”文件夹，右击要从中删除数据或日志文件的数据库，然后单击“属性”命令

C、若要删除数据文件，单击“常规”选项卡。若要删除日志文件，单击“事务日志”选项卡

D、在“文件名”列户，单击要删除的文件名旁边的箭头，再点DELETE键，文件名旁出现十字光标，表明将删除此文件

715、参数REMOTE\_LOGIN\_PASSWORDFILE在Oracle数据库实例的初始化参数文件中，此参数控制着密码文件的使用及其状态，以下说法正确的是：（ABCD）

A、NONE：只是Oracle系统不使用密码文件，不允许远程管理数据库

B、EXCLUSIVE：指示只有一个数据库实例可以使用密码文件

C、SHARED：指示可有多个数据库实例可以使用密码文件

D、以上说法都正确

716、关于SQL Server 2000中的SQL账号、角色，下面说法正确的是：（ABC）

A、PUBLIC,guest为缺省的账号 B、guest不能从master数据库清除

C、可以通过删除guest账号的角色，从而消弱guest可能带来的安全隐患

D、SQL Server角色的权限是不可以修改的

717、连接MySQL后选择需要的数据库DB\_NAME？以下哪些方法是对的（AC）

A、连接后用USE DB\_NAME选择数据库

B、连接后用SET DB\_NAME选择数据库

C、用mysql -h host -u user -p DB\_NAME连接数据库

D、用mysql -h host -u user -p -T DB\_NAME连接数据库

718、如果数据库不需要远程访问，可以禁止远程tcp/ip连接，以增强安全性。可选择的有效方法：（AC）

A、用防火墙封堵数据库侦听端口避免远程连接 B、禁止tcp/ip协议的使用

C、在mysqld服务器中参数中添加 --skip-networking启动参数来使mysql

D、在/etc/my.cnf下添加remoteConnnect=disable

719、以下哪些MySQL中GRANT语句的权限指定符？（ABCDEF）

A、ALTER B、CREATE C、DELETE

D、UPLOAD E、DROP F、INSERT

720、用THC组织的Oracle的工具，通过sniffer方式抓取数据库的认证信息可有效破解Oracle密码，以下哪些数据是必须获取的？（ABC）

A、AUTH\_SESSKEY B、AUTH\_PASSWORD C、用户名 D、实例名

721、在Oracle 9数据库可以通过配置$Oracle\_HOME\network\admin\sqlnet.ora文件实现数据库层次的基于TCP协议和地址的访问控制。下面说法正确的是：（ABCD）

A、首先需要配置TCP,VALIDNODE\_CHECKING=yes启用节点检查功能

B、其次配置TCP.INVITED\_NODES=192.168.0.12，192.168.0.33将会允许地址是192.168.0网段的12和33的主机访问

C、然后配置TCP.EXCLUDED\_NONES=192.168.0.123将会禁止地址是192.168.0网段的123的主机访问

D、要以上配置生效必须重启lsnrctl监听器

722、在SQL Server 2000中，如果想查询当前数据库服务器软件的版本，可以使用下面哪些方式（ABCD）

A、在查询分析器中通过如下语句查询SELECT ServerPROPERTY(‘productversion’),ServerPROPERTY(‘productlevel’),ServerPROPERTY(‘edition’)

B、在命令行下，用SQL Server自带的管理工具osql连接进入数据库，输入select@@version

C、企业管理器查看服务器属性 D、在SQL Server服务管理器里面查看“关于”

723、在SQL Server 2000中一些无用的存储过程，这些存储过程极容易被攻击者利用，攻击数据库系统。下面的存储过程哪些可以用来执行执行系统命令或修改注册表？（ABC）

A、xp\_cmdshell B、xp\_regwrite C、xp\_regdeletekey D、select \* from master

724、在SQL Server中创建数据库，如下哪些描述是正确的？（ABCD）

A、创建数据库的权限默认授权sysadmin和dbcreator固定服务器角色的成员，但是它仍可以授予其他用户

B、创建数据库的用户将成为该数据库的所有者

C、在一个服务器上，最多可以创建32,767个数据库

D、数据库名称必须遵循标示符规则

725、在对SQL Server 2000的相关文件、目录进行安全配置时，下面可以采用的措施是：（ABCD）

A、删除缺省安装时的例子样本库

B、将存放数据的库文件，配置权限为administrators组、system和启动SQL Server服务的用户账号及DBA组具有完全控制权限

C、对SQL Server安装目录，去除everyone的所有控制权限

D、将数据库数据相关的文件，保存在非系统盘的NTFS独立分区

726、sybase数据库文件系统需要哪些裸设备？（ABCD）

A、master B、proce C、data D、log

727、Oracle支持哪些加密方式？（ABCD）

A、DES B、RC4\_256 C、RC4\_40 D、DES40

728、SQL Server用事件探测器可以帮助排除故障和解决问题，创建跟踪的步骤如下哪些是正确的？（ABCD）

A、从“模板名称”下拉菜单为你创建跟踪选择一个模板

B、“事件探查器”主界面打开后，从“文件”菜单选择“新跟踪”

C、在“跟踪名称”文本框中输入你想要为这个跟踪创建的跟踪名称

D、修改这些默认的选项设置。通过点击“显示全部事件”和“显示全部列”复选框来查看其他的选项。

729、最重要的电磁场干扰源是：（BCD）

A、电源周波干扰 B、雷电电磁脉冲LEMP

C、电网操作过电压SEMP D、静电放电ESD

730、雷电侵入计算机信息系统的途径主要有：（ABD）

A、信息传输通道线侵入 B、电源馈线侵入 C、建筑物 D、地电位反击

731、电信生产其机房作业，是由专门的值机员、机务员来完成，作业内容是：固定电话、无线电话、电报、载波、短波、微波、卫星和电力等电信通信设备，使设备出去良好状态，保证其正常运行。（ABCD）

A、安装 B、值守 C、维护 D、检修

732、对计算机系统有影响的腐蚀性气体大体有如下几种：（ABCD）

A、二氧化硫 B、氢化硫 C、臭氧 D、一氧化碳

733、防火工作的基本措施有：（ABCD）

A、加强对人员的教育管理 B、加强对可燃物的管理

C、加强对物的管理 D、加强对火源、电源的管理

734、会导致电磁泄漏的有（ABCDE）

A、显示器 B、开关电路及接地系统

C、计算机系统的电源线 D、机房内的电话

E、信号处理电

735、火灾自动报警、自动灭火系统部署应注意（ABCD）。

A、避开可能招致电磁干扰的区域或设备 B、具有不间断的专用消防电源

C、留备用电源 D、具有自动和手动两种触发装置

736、计算机场地安全测试包括（ABCD）。

A、温度，湿度，尘埃 B、照度，噪声，电磁场干扰环境场强

C、接地电阻，电压、频率 D、波形失真率，腐蚀性气体的分析方法

737、计算机信息系统设备处于不同雷电活动地区，其雷电电磁场强度有很大差异，根据这一差异，将被防护空间分为下列哪些防护区？（ABCD）

A、直击雷非防护区（LPZOA） B、直击雷防护区（LPZOB）

C、第一防护区（LPZI） D、后续防护区（LPZ2,3...等）

738、静电的危害有（ABCD）。

A、导致磁盘读写错误，损坏磁头，引起计算机误动作 B、造成电路击穿或者毁坏

C、电击，影响工作人员身心健康 D、吸附灰尘

739、灭火的基本方法有（ABCD）。

A、冷却法 B、隔离法 C、窒息法 D、抑制

740、实体安全技术包括（ABD）。

A、环境安全 B、设备安全 C、人员安全 D、媒体安全

741、使用配有计算机的仪器设备时，不应该做的有：（ABCD）

A、更改登机密码和系统设置

B、自行安装软件

C、玩各种电脑游戏

D、将获得的图像、数据等资料存储在未予指定的硬盘分区上

742、硬件设备的使用管理包括（ABCD）。

A、严格按硬件设备的操作使用规程进行操作

B、建立设备使用情况日志，并登记使用过程

C、建立硬件设备故障情况登记表

D、坚持对设备进行例行维护和保养

743、预防静电的措施有（ABCD）。

A、接地 B、不使用或安装产生静电的设备

C、不在产生静电场所穿脱工作服 D、作业人员穿防静电鞋

744、在实验室中引起火灾的通常原因包括：（ABCD）

A、明火 B、电器保养不良

C、仪器设备在不使用时未关闭电源 D、使用易燃物品时粗心大意

745、直击雷：直接击在（ABCD）并产生电效应、热效应和机械力的雷电放电。

A、建筑物 B、构建物 C、地面突进物 D、大地或设备

746、员工区域安全守则包括：（ABCD）

A、非工作时间，员工进入或离开办公区域，应在值班人员处登记

B、外来人员进入办公区域或机房，相关员工必须全程陪同

C、将物品带入/带出公司，要遵守公司相关的规定及流程

D、参加会议时遵守会前、会中、会后的保密流程

747、机房出入控制措施包括：（ABCD）

A、机房接待前台须核查弄清业务系统安全区域的来访者的身份，并记录其进入和离开安全区域的日期与时间

B、机房须告知进入安全区的来访者，该区域的安全要求和紧急情况下的行动步骤

C、可采用强制性控制措施，对来访者的访问行为进行授权和验证

D、要求所有进出机房人员佩带易于辨识的标识

748、为了减小雷电损失，可以采取的措施有（ACD）

A、机房内应设等电位连接网络 B、部署UPS

C、设置安全防护地与屏蔽地

D、根据雷击在不同区域的电磁脉冲强度划分，不同的区域界面进行等电位连接

749、安全要求可以分解为（ABCDE）。

A、可控性 B、保密性 C、可用性 D、完整性 E、不可否认性

750、HASH加密使用复杂的数字算法来实现有效的加密，其算法包括（ABC）

A、MD2 B、MD4 C、MD5 D、Cost256

751、利用密码技术，可以实现网络安全所要求的。（ABCD）

A、数据保密性 B、数据完整性 C、数据可用性 D、身份验证

752、一个密码体系一般分为以下哪几个部分？（ABCD）

A、明文 B、加密密钥和解密密钥

C、密文 D、加密算法和解密算法

753、公钥密码体质的应用主要在于。（AC）

A、数字签名 B、加密 C、密钥管理 D、哈希函数

754、目前基于对称密钥体制的算法主要有。（BC）

A、RSA B、DES C、AES D、DSA

755、使用esp协议时，可以使用的加密运算是。（ABC）

A、DES B、3DES C、AES D、RSA

756、数字签名的作用是。（ACD）

A、确定一个人的身份 B、保密性

C、肯定是该人自己的签字 D、使该人与文件内容发生关系

757、以下属于对称加密算法的是：（ABD）

A、DES B、3DES C、SHA-1 D、RC4 E、MD5

758、在加密过程中，必须用到的三个主要元素是（ABC）

A、所传输的信息（明文） B、加密 钥匙（Encryption Key）

C、加密函数 D、传输信道

759、账号口令管理办法适用于所有和DSMP系统、智能网系统、彩铃平台相关的（ACD）

A、系统管理员 B、操作系统

C、操作维护人员 D、所有上述系统中存在的账号和口令

760、为保证密码安全，我们应采取的正确措施有（ABC）

A、不使用生日做密码 B、不使用少于5为的密码

C、不适应纯数字密码 D、将密码设的非常复杂并保证20位以上

761、公司在使用数据签名技术时，除充分保护私钥的机密性，防止窃取者伪造密钥持有人的签名外，还应注意（ABCD）

A、采取保护公钥完整性的安全措施，例如使用公约证书

B、确定签名算法的类型、属性以及所用密钥长度

C、用于数字签名的密钥应不同于用来加密内容的密钥

D、符合有关数字签名的法律法规，必要时，应在合同或协议中规定使用数字签名的相 关事宜

762、相对于对称加密算法，非对称密钥加密算法（ACD）

A、加密数据的速率较低

B、更适合于现有网络中对所传输数据（明文）的加解密处理

C、安全性更好 D、加密和解密的密钥不同

763、一个典型的PKI应用系统包括（ABCD）实体

A、认证机构CA B、册机构RA C、证书及CRL目录库 D、用户端软件

764、加密的强度主要取决于（ABD）

A、算法的强度 B、密钥的保密性 C、明文的长度 D、密钥的强度

765、一下对于对称密钥加密说法正确的是（BCD）

A、对称加密算法的密钥易于管理 B、加解密双方使用同样的密钥

C、DES算法属于对称加密算法 D、相对于非对称加密算法，加解密处理速度比较快

766、在通信过程中，只采用数字签名可以解决（ABC）等问题

A、数据完整性 B、数据的抵抗赖性 C、数据的篡改 D、数据的保密性

767、对称密钥算法体系包括：（ABCDE）

A、明文(plaintext)：原始消息或数据，作为算法的输入

B、加密算法(encryption algorithm)：加密算法对明文进行各种替换和转换

C、秘密密钥(secret key)：秘密密钥也是算法输入，算法进行的具体替换和转换取决于 这个密钥

D、密文(ciphertext)：这是产生的已被打乱的消息输出。它取决于明文和秘密密钥。对 于一个给定的消息，两个不同的密钥会产生两个不同的密文

、.解密算法(decryption algorithm)：本质上是加密算法的执行。它使用密文和统一密钥 产生原始明文

768、一下对于混合加密方式说法正确的是。（BCD）

A、 使用公开密钥密码体制对要传输的信息（明文）进行加解密处理

B、使用对称加密算法对要传输的信息（明文）进行加解密处理

C、使用公开密钥密码体制对称加密密码体制的密钥进行加密后的通信

D、对称密钥交换的安全信道是通过公开密钥密码体制来保证的

769、电信的网页防篡改技术有（ABC）

A、外挂轮询技术 B、核心内嵌技术

C、时间触发技术 D、安装防病毒软件

770、病毒发展的趋势是？（ABC）

A、 范围更广 B、度更快 C、方式更多

771、病毒自启动方式一般有（ABC）

A、 修改注册表 B、将自身添加为服务

C、将自身添加到启动文件夹 D、修改系统配置文件

772、常见Web攻击方法有一下哪种？（ABCD）

A、SQL Injection B、Cookie欺骗 C、跨站脚本攻击

D、信息泄露漏洞 E、文件腹泻脚本存在的安全隐患

F、 GOOGLE HACKING

773、宏病毒感染一下哪些类型的文件？（ABCDEF）

A、DOC B、EXE C、XLS D、DOT

774、木马传播包括一下哪些途径：（ACD）

A、通过电子邮件的附件传播 B、通过下载文件传播

C、通过网页传播 D、通过聊天工具传播

775、目前最好的防病毒软件能做到的是（ABCD）

A、检查计算机是否感染病毒，消除已感染的任何病毒

B、杜绝病毒对计算的侵害

C、查出计算机已感染的已知病毒，消除其中的一部分

D、检查计算机是否染有已知病毒，并作相应处理

776、通用的DoS攻击手段有哪些？（CD）

A、 SYN Attack B、ICMP Flood C、UDP Flood

D、Ping of Death E、Tear Drop F、Ip Spoofing

777、以下关于蠕虫的描述正确的有：（ABCDEF）

A、 蠕虫具有自动利用网络传播的特点，在传播的同时，造成了带宽的极大浪费，严重的情况可能会造成网络的瘫痪

B、 隐藏式蠕虫的基本特征，通过在主机上隐藏，使得用户不容易发现它的存在

C、蠕虫需要传播受感染的宿主文件来进行复制

D、蠕虫的传染能力主要是针对计算机内的文件系统。

778、以下哪几种扫描检测技术属于被动式的检测技术？（AB）

A、 基于应用的检测技术 B、基于主动的检测技术

C、基于目标的漏洞检测技术 D、基于网络的检测技术

779、以下是检查磁盘与文件是否被病毒感染的有效方法：（BC）

A、 检查磁盘目录中是否有病毒文件 B、用抗病毒软件检查磁盘的各个文件

C、用放大镜检查磁盘编码是否有霉变现象 D、检查文件的长度是否无故变化

780、造成计算机不安全的因素有（BD）等多种。

A、 技术原因 B、自然原因 C、认为原因 D、管理原因

781、嗅探技术有哪些特点？（ABCD）

A、间接性 B、.直接性 C、隐蔽性 D、开放性

782、一个恶意的攻击者必须具备哪几点？（ABC）

A、 方法 B、机会 C、动机 D、运气

783、对于DOS网络攻击，可以采用以下哪些措施来缓解主机系统被攻击进程。（ACD）

A、缩短SYN Timeout时间和设置SYN Cookie B、增加网络带宽

C、在系统之前增加负载均衡设备 D、在防火墙上设置ACL或黑客路由

784、利用Bind/DNS漏洞攻击的分类主要有（ACD）

A、 拒绝服务 B、匿名登录 C、.缓冲区溢出

D、DNS缓存中毒 E、病毒或后门攻击

785、常见Web攻击方法有一下哪种？（ABCD）

A、 SQL Injection B、 Cookie欺骗 C、 跨站脚本攻击 D、信息泄露漏洞

786、黑客所使用的入侵技术主要包括（ABCDE）

A、协议漏洞渗透 B、密码分析还原 C、应用漏洞分析与渗透

D、拒绝服务攻击 E、病毒或后门攻击

787、主动响应，是指基于一个检测到的入侵所采取的措施。对于主动响应来说，其选择的措施可以归入的类别有（ABC）

A、针对入侵者采取措施 B、修正系统

C、收集更详细的信息 D、入侵追踪

788、下面哪些漏洞属于网络服务类安全漏洞：（BC）

A、Windows 2000中文版输入法漏洞 B、IS Web服务存在的IDQ远程溢出漏洞

C、RPC DCOM服务漏洞 D、Web服务asp脚本漏洞

789、系统感染病毒后的现象有哪些？（ABCD）

A、系统错误或系统崩溃 B、系统反应慢，网络拥塞

C、陌生的进程或服务 D、陌生的自启动

**三、判断题：（790-1000）**

790、TCSEC将信息安全风机防护等级一共分为7个安全等级：D、C1、C2、B1、B2、B3、 A。(A)

A、正确 B、错误

791、通用标准v2版（CC）的安全等级是以EAL来表示的。（A）

A、正确 B、错误

792、一个企业的信息安全组织能否顺利开展工作（定期安全评估、日志安全巡检、定期安全审核、应急演练等），主要取决于公司领导对信息安全工作的认识程度和支持力度。（A）

A、正确 B、错误

793、在信息安全领域，CIA通常是指：保密性、完整性和可用性。（A）

A、正确 B、错误

794、信息安全是永远是相对的，并且需要不断持续关注和改进，永远没有一劳永逸的安全

防护措施。（A）

A、正确 B、错误

795、在信息安全领域，CIA通常是指：保密性、完整性和非抵赖性。（B）

A、正确 B、错误

796、网络与信息都是资产，具有不可或缺的重要价值。（A）

A、正确 B、错误

797、信息安全的威胁主体包括内部人员、准内部人员、外部人员、系统自身等方面。（B）

A、正确 B、错误误

798、互联网网络安全事件根据危害和紧急程度分为一般、预警、报警、紧急、重大五种。 （B）

A、正确 B、错误

799、安全审计是从管理和技术两个方面检查公司的安全策略和控制措施的执行情况，发现安全隐患的过程。（A）

A、正确 B、错误

800、网络与信息都是资产，具有不可或缺的重要价值。（A）

A、正确 B、错误

801、计算机系统安全是指应用系统具备访问控制机制，数据不被泄露、丢失、篡改等。（B）

A、正确 B、错误

802、主机加固完成后，一般可以有效保证主机的安全性增强。（A）

A、正确 B、错误

803、黑客在进行信息收集时，通常利用Windows的IPC漏洞可以获得系统用户的列表的信 息。（A）

A、正确 B、错误

804、Solaris系统中一般需要确认ROOT账号只能本地登录，这样有助于安全增强。（A）

A、正确 B、错误

805、HP-UX系统加固中在设置ROOT环境变量不能有相对路径设置。（A）

A、正确 B、错误

806、屏幕保护的木马是需要分大小写。（B）

A、正确 B、错误

807、安全审计就是日志的记录。（B）

A、正确 B、错误误

808、HP-UX系统加固中在设置通用用户环境变量不能有相对路径设置。（A）

A、正确 B、错误

809、AIX系统加固时，对系统配置一般需要自编脚本完成。（A）

A、正确 B、错误

810、Windows NT中用户登录域的口令是以明文方式传输的。（B）

A、正确 B、错误

811、操作系统普通用户账号审批记录应编号、留档。（A）

A、正确 B、错误

812、计算机病毒是计算机系统中自动产生的。（B）

A、正确 B、错误

813、主机系统加固时根据专业安全评估结果，制定相应的系统加固方案，针对不同目标系统，通过打补丁、修改安全配置、增加安全机制等方法，合理进行安全性加强。（A）

A、正确 B、错误

814、4A系统的建设能够减轻账户管理员的维护工作。（A）

A、正确 B、错误

815、4A系统的接入管理可以管理到用户无力访问的接入。（B）

A、正确 B、错误

816、Cisco路由器可以使用enable password命令为特权模式的进入设置强壮的密码。（B）

A、正确 B、错误

817、Cisco设备的AUX端口默认是启用的。（A）

A、正确 B、错误

818、DHCP可以向终端提供IP地址、网关、DNS服务器地址等参数。（A）

A、正确 B、错误误

819、Inbound方向的NAT使用一个外部地址来代表内部地址，用于隐藏外网服务器的实际IP地址。（B）

A、正确 B、错误

820、IPS设备即使不出现故障，它仍然是一个潜在的网络瓶颈，需要强大的网络结构来配合。（A）

A、正确 B、错误

821、IPS的过滤器规则不能自由定义。（B）

A、正确 B、错误

822、IPS的某些功能和防火墙类似。（A）

A、正确 B、错误

823、IPS和IDS都是主动防御系统。（B）

A、正确 B、错误

824、NAT是一种网络地址翻译的技术，它能是的多台没有合法地址的计算机共享一个合法的IP地址访问Internet。（A）

A、正确 B、错误

825、Netscreen的ROOT管理员具有的最高权限，为了避免ROOT管理员密码被窃取后造成威胁，应该限制ROOT只能通过CONSOLE接口访问设备，而不能远程登录。(A)

A、正确 B、错误

826、Netscreen防火墙的外网口应禁止PING测试，内网口可以不限制。（B）

A、正确 B、错误

827、OSI是开放的信息安全的缩写。（B）

A、正确 B、错误

828、OSI七层模型中，传输层数据成为段（Segment），主要是用来建立主机端到端连接，包括TCP和UDP连接。（A）

A、正确 B、错误

829、OSI中会话层不提供机密性服务。（A）

A、正确 B、错误

830、SSH使用TCP 79端口的服务。（B）

A、正确 B、错误

831、TCP/IP模型从下至上分为四层：物理层，数据链路层，网络层和应用层。（B）

A、正确 B、错误

832、TCP/IP模型与OSI参考模型的不同点在于TCP/IP把表示层和会话层都归于应用层，所以TCP/IP模型从下至上分为五层：物理层，数据链路层，网络层，传输层和应用层。 （A）

A、正确 B、错误

833、TCP/IP协议体系结构中，IP层对应OSI/RM模型的网络层。（A）

A、正确 B、错误

834、默认情况下需要关闭Cisco设备的Small TCP/UDP服务。（A）

A、正确 B、错误

835、缺省情况下，防火墙工作模式为路由模式，切换工作模式后可直接进行进一步配置。（B）

A、正确 B、错误

836、入侵检测具有对操作系统的校验管理，判断是否有破坏安全的用户活动。（A）

A、正确 B、错误

837、入侵检测可以处理数据包级的攻击。（B）

A、正确 B、错误

838、入侵检测系统不能弥补由于系统提供信息的质量或完整性的问题。（A）

A、正确 B、错误

839、入侵检测系统能够检测到用户的对主机、数据库的网络操作行为。（B）

A、正确 B、错误

840、入侵检测系统是一种对计算机系统或网络事件进行检测并分析这个入侵事件特征的过程。（A）

A、正确 B、错误

841、统计分析的弱点是需要不断的升级以对付不断出现的黑客攻击手法，不能检测到从未出现过的黑客攻击手段。（B）

A、正确 B、错误

842、统计分析方法首先给系统对象（如用户、文件、目录和设备等）创建一个统计描述，统计正常使用时的一些测量属性（如访问次数、操作失败次数和延时等）。（A）

A、正确 B、错误

843、透明代理服务器在应用层工作，它完全阻断了网络报文的传输通道。因此具有很高的安全性。可以根据协议、地址等属性进行访问控制、隐藏了内部网络结构，因为最终请求是有防火墙发出的。外面的主机不知道防火墙内部的网络结构。解决IP地址紧缺的问题。使用代理服务器只需要给防火墙设置一个公网的IP的地址。（A）

A、正确 B、错误

844、完整性分析的缺点是一般以批处理方式实现，不用于实时响应。（A）

A、正确 B、错误

845、网络安全应具有以下四个方面的特征：保密性、完整性、可用性、可查性。（B）

A、正确 B、错误

846、网络边界的Cisco路由器应关闭CDP服务。（A）

A、正确 B、错误

847、网络边界Cisco设备的CDP协议可以开放。（B）

A、正确 B、错误

848、网络层的防护手段（防火墙，SSL，IDS，加固）可以组织或检测到应用层攻击。（B）

A、正确 B、错误

849、针对不同的攻击行为，IPS只需要一个过滤器就足够了。（B）

A、正确 B、错误

850、主机型IDS其数据采集部分当然位于其所检测的网络上。（B）

A、正确 B、错误

851、状态检测防火墙检测每一个通过的网络包，或者丢弃，或者放行，取决于所建立的一套规则。（B）

A、正确 B、错误

852、IPS虽然能主动防御，但是不能坚挺网络流量。（B）

A、正确 B、错误

853、防火墙安全策略定制越多的拒绝规则，越有利于网络安全。（B）

A、正确 B、错误

854、审计系统进行关联分析时不需要关注日志时间。（B）

A、正确 B、错误

855、垃圾邮件一般包括商业广告、政治邮件、病毒邮件、而已欺诈邮件（网络钓鱼）等几个方面。（A）

A、正确 B、错误

856、防止网络窃听最好的方法就是给网上的信息加密，是的侦听程序无法识别这些信息模式。（A）

A、正确 B、错误

857、侵检测的手机的被容包括系统、网络、数据及用户活动的状态和行为。（A）

A、正确 B、错误

858、模式匹配就是将收集到的信息与已知的网络入侵和系统误用模式数据库进行比较，从而发现违背安全策略的行为。（A）

A、正确 B、错误

859、入侵防御是一种抢先的网络安全方法，可以用于识别潜在威胁并快速做出回应。（A）

A、正确 B、错误

860、VPN的主要特点是通过加密是信息安全的通过Internet传递。（A）

A、正确 B、错误

861、传输层协议使用端口号（Port）来标示和区分上层应用程序，如：Telnet协议用的是23号端口、DNS协议使用69号端口。（B）

A、正确 B、错误

862、如果Web应用对URL访问控制不当，可能造成用户直接在浏览器中输入URL，访问不该访问的页面。（A）

A、正确 B、错误

863、如果Web应用没有对攻击者的输入进行适当的编码和过滤，就用于构造数据库查询或操作系统命令时，可能导致注入漏洞。（A）

A、正确 B、错误

864、HTTP协议定义了Web浏览器向Web服务器发生Web页面请求的格式及Web页面在Internet上传输的方式。（A）

A、正确 B、错误

865、HTTP协议是文本协议，可利用回车换行做边界干扰。（A）

A、正确 B、错误

866、Init<sid>.ora文件是Oracle启动文件，任何参数的配置错误都会造成Oracle不能启动，任何参数的不合理配置都可能造成系统故障。（A）

A、正确 B、错误

867、Mysqldump是采用SQL级别的备份机制，它将数据表导成SQL脚本文件，在不同的MySQL版本之间升级时相对比较合适，这也是最常见的备份方法。（A）

A、正确 B、错误

868、Orabrute是进行远程破解Oracle密码的工具，要猜解的密码可以在password.txt中设置。（A）

A、正确 B、错误

869、Oracle的SYS账户在数据库中具有最高权限，能够做任何事情，包括启动/关闭Oracle数据库。即使SYS被锁定，也已然能够访问数据库。（A）

A、正确 B、错误

870、Oracle的若算法加密机制：两个相同的用户名和密码在两个不同的Oracle数据库机器中，将具有相同的哈希值。（A）

A、正确 B、错误

871、Oracle密码允许包含像“SELECT”，“DELETE”，“CREATE”这类的Oracle/SQL关键字。（B）

A、正确 B、错误

872、Oracle的HTTP的基本验证可选择SYS破解，因为它始终存在和有效。（A）

A、正确 B、错误

873、Oracle默认情况下，口令的传输方式是加密。（B）

A、正确 B、错误

874、Oracle数据库的归档日志不是在线日志的备份。（B）

A、正确 B、错误

875、OSI网络安全体系结构的八类安全机制分别是加密、数字签名、访问控制、数据完整性、鉴别交换、业务流填充、路由控制、公正。（A）

A、正确 B、错误

876、OSI网络安全体系结构的五类安全服务是鉴别、访问控制、保密性、完整性、抗否认。（A）

A、正确 B、错误

877、SMTP没有对邮件加密的功能是导致垃圾邮件泛滥的主要原因。（A）

A、正确 B、错误

878、SQL Server如果设置了不恰当的数据库文件权限，可能导致敏感文件被非法删除或读取，威胁系统安全。（A）

A、正确 B、错误

879、SQL Server数据库应禁止使用除tcp/ip以外的协议，保护数据库通信安全。（A）

A、正确 B、错误

880、SQL Server应该社会自日志审核无法追踪回溯安全事件。（A）

A、正确 B、错误

881、Web服务器一般省缺不允许攻击者访问Web根目录以外的内容，内容资源不可以任意访问。(A)

882、Web攻击面不仅仅是浏览器中可见的内容。（A）

A、正确 B、错误

883、Web应用对网络通讯中包含的敏感信息进行加密，就不会被窃听。（B）

A、正确 B、错误

884、暴力猜解不能对Web应用进行攻击。（B）

A、正确 B、错误

885、在Oracle自身的配置上做限定方法是：修改$Oracle\_HOME\network\admin目录下面的SQLNET..ORA文件，类似设置如下：

Tcp\_validnode\_checking=YES

Tcp\_invited\_nodes=

(192.168.0.1,ip2,ip3•••...)。

( A )

A、正确 B、错误

886、不设置必要的日志审核，就无法追踪回溯安全事件，Oracle中若果要审计记录成功的登陆语句”SQL>audit session whenever successful;”. ( A )

A、正确 B、错误

887、对目标网络进行扫描时发现，某一个主机开放了25和110端口，此主机最有可能是DNS服务器。（B）

A、正确 B、错误

888、防止XSS各种方法都有优劣之处，防范XSS的真正挑战不在于全免，而在于细致。（B）

A、正确 B、错误

889、访问控制、强制登陆、自动安全更新都属于Window2000的安全组件（B）

A、正确 B、错误

890、复杂的系统存在大量的相互引用访问，如果开发者不能有效的进行权限控制，就可能被恶意引用。（A）

A、正确 B、错误

891、攻击者可以通过SQL注入手段获取其他用户的密码。（A）

A、正确 B、错误

892、几乎所有的关系数据库系统和相应的SQL语言都面临SQL注入的潜在威胁。（A)

A、正确 B、错误

893、简单身份验证和安全层（Simple Authentication and Security Layer，SASL）是一种为系统账号提供身份验证和可选安全性服务的框架（B）

A、正确 B、错误

894、默认可通过Web程序来远程管理Oracle10g数据库，端口是8080.（A）

A、正确 B、错误

895、如果sa是空口令，那就意味着攻击者可能侵入系统执行任意操作，威胁系统安全。（A）

A、正确 B、错误

896、如果在SQL Server等领域成功并不意味这该用户已经可以访问SQL Server上的数据库。（A）

A、正确 B、错误

897、如果知道Oracle密码长度，用Rainbow表生成器来破解其密码哈希值是绝对成功的。（A）

A、正确 B、错误

898、所有操作系统、数据库、网络设备，包括一部分业务系统，均需要支持基于账号的访问控制功能。（B）

A、正确 B、错误

899、网络拓扑分析为检查是否有配置错误项泄露内部IP地址，从而推断网站系统拓扑。（A）

A、正确 B、错误

900、为Oracle数据库安全考虑，在对人共同对数据库进行维护时应依赖数据库预定义的传统角色。（B）

A、正确 B、错误

901、为了维护数据库中数据的正确性和一致性，在对关系数据库执行插入、删除和修改操作时必须遵循三类完整性规则：实体完整性规则、引用完整性规则、用户定义的完整性规则。(A)

A、正确 B、错误

902、系统类型鉴别为检查主机系统与开放服务是否存在安全漏点。（B）

A、正确 B、错误

903、系统漏洞扫描为检查目标的操作系统与应用系统信息。（B）

A、正确 B、错误

904、选择远程破解Oracle的最好账户是SYS，因为此账户永远有效。（A）

A、正确 B、错误

905、一封电子邮件可以拆分成对个IP包，每个IP包可以沿不同的路径到达目的地。（A）

A、正确 B、错误

906、一个共享文件夹。将它的NTFS权限设置为sam用户可以修改，共享权限设置为sam用户可以读取，当sam从网络访问这个共享文件夹的时候，他有读取的权限。（A）

A、正确 B、错误

907、用Sqlplus登陆到Oracle数据库，使用slesct username, password form dba\_users命令可查看数据库中的用户名和密码明文。（B）

A、正确 B、错误

908、有的Web应用登陆界面允许攻击者暴力猜解口令，在自动工具与字典表的帮助下，可以迅速找到弱密码用户。（A）

A、正确 B、错误

909、在Oracle所有版本在安装的时候都没有提示修改SYS的默认密码。（B）

A、正确 B、错误

910、在ORacle数据库安装补丁时，不需要关闭所有与数据库有关的服务。（B）

A、正确 B、错误

911、在SQL Server安装SP3补丁时不需要系统中已经安装了SP1或SP2。（B）

A、正确 B、错误

912、在SQL Server中具有sysadmin权限的用户可以通过xp\_cmdshell存储扩展以system的权限执行任意系统命令。（A）

A、正确 B、错误

913、Oracle默认配置下，每个账户如果有30次的失败登陆，此账户将被锁定。（B）

A、正确 B、错误

914、定制开发Web系统的安全度不如标准的产品。（A）

A、正确 B、错误

915、对MySQL注入攻击时，经常用到注释符号#来屏蔽剩下的内置SQL语句。（A）

A、正确 B、错误

916、一个登录名只能进入服务器，但是不能让用户访问服务器中的数据库资源。每个登录名的定义存放在msater数据库的syslogins表中。（A）

A、正确 B、错误

917、Web错误信息可能泄露服务器型号版本、数据库型号、路径、代码。（A）

A、正确 B、错误

918、Oracle的密码哈希值存储在SYS.USER$表中。可以通过像DBA USERS这类的视图来访问。（A）

A、正确 B、错误

919、产品的定制开发是应用安全中最薄弱的一环。（A）

A、正确 B、错误

920、Oracle限制了密码由英文字母，数字，#，下划线（\_），美元字符（$）构成，密码的最大长度为30字符；并不能以”$”,”#”,”\_”或任何数字开头。（A）

A、正确 B、错误

921、网上营业厅对资源控制制的要求包括：应用软件对访问用户进行记录，当发现相同用户二次进行登录和操作，系统将要求二次认证，验证通过后提供服务。（B）

A、正确 B、错误

922、计算机场地可以选择在公共区域人流量比较大的地方。（B）

A、正确 B、错误

923、EMC测试盒约束用户关心的信息信号的电磁发射、TEMPEST只测试盒约束系统和设备的所有电磁发射。（B）

A、正确 B、错误

924、加密传输是一种非常有效并经常使用的方法，也能解决输入和输出端的电磁信息泄露问题。（B）

A、正确 B、错误

925、出现在导线或电器、电子设备上的超过线路或设备本身正常工作电压和电流并对线路或设备可能造成电气损害的电压和电流，称过电压和过电流。（B）

A、正确 B、错误

926、红区：红新号的传输通道或单元电路称为红区，反之为黑区。（A）

A、正确 B、错误

927、机房应设置相应的活在报警和灭火系统。（A）

A、正确 B、错误

928、计算机机房的建设应当符合国家标准和国家有关规定。在计算机机房附近施工，不得危害计算机信息系统的安全。（A）

A、正确 B、错误

929、计算机系统接地包括：直流地、交流工作地、安全保护地、电源零线和防雷保护地。（B）

A、正确 B、错误

930、接地线在穿越墙壁、楼板和地坪时应套钢管或其他非金属的保护套管，钢管应与接地线做电气连通。（A）

A、正确 B、错误

931、提到防雷，大家很容易联想到避雷针。其实我们平常看到的避雷针是用来保护房屋免遭雷电直击即防直击雷的。计算机信息系统的电子设备雷害一般有感应雷击产生，英因此防护的方法完全不一样。（A）

A、正确 B、错误

932、在计算机机房附近施工，不负有维护计算机信息系统安全的责任和义务。（B）

A、正确 B、错误

933、只要手干净就可以直接触摸或者插拔电路组件，不必有进一步的措施。（B）

A、正确 B、错误

934、主管计算机信息系统安全的公安机关和城建及规划部门，应与设施单位进行协调，在不危害用户利益的大前提下，制定措施。合理施工，做好计算机信息系统安全保护工作。（B）

A、正确 B、错误

935、防雷措施是在和计算机连接的所有外线上（包括电源线和通信线）加设专用防雷设备——防雷保安器，同时规范底线，防止雷击时在底线上产生的高电位反击。（A）

A、正确 B、错误

936、对于公司机密信息必须根据公司的相关规定予以适当的标识。（A）

A、正确 B、错误

937、信息网络的物理安全要从环境安全和设备安全两个角度来考虑。（A）

A、正确 B、错误

938、如果在电话、电视会议中涉及讨论工伤机密信息，会议主持人或组织人在会议全过程中一定要确认每一个与会者是经授权参与的。（A）

A、正确 B、错误

939、为防止信息非法泄露，需要销毁存储介质时，应该批准后自行销毁。（B）

A、正确 B、错误

940、将公司的机密信息通过互联网络传送时，必须予以加密。（A）

A、正确 B、错误

941、机密信息纸介质资料废弃应用碎纸机粉碎或焚毁。（A）

A、正确 B、错误

942、有很高使用价值或很高机密程度的重要数据应采用加密等方式进行保密。（A）

A、正确 B、错误

943、“一次一密”属于序列密码的一种。（A）

A、正确 B、错误

944、3DES算法的加密过程就是用一个秘钥对待加密的数据执行三次DES算法的加密操作。（B）

A、正确 B、错误

945、AES加密算法的秘钥长度为128、192或256位。（A）

A、正确 B、错误

946、AES是一种非对称算法。（B）

A、正确 B、错误

947、DES3和RSA是两种不同的安全加密算法，主要是用来对敏感数据进行安全加密。（A）

A、正确 B、错误

948、Diffie-Hellman算法的安全性取决于离散对数计算的困难性，可以实现秘钥交换。（A）

A、正确 B、错误

949、DSS(Digital Signature Standard)是利用了安全散列函数（SHA）提出了一种数字加密技术。（A）

A、正确 B、错误

950、MD5是一种加密算法。（B）

A、正确 B、错误

951、PGP协议缺省的压缩算法是ZIP，压缩后数据由于冗余信息很少，更容易抵御来自分析类型的攻击。（A）

A、正确 B、错误

952、PKI是一个用对称密码算法和技术来实现并提供安全服务的具有通用性的安全基础设施。（B）

A、正确 B、错误

953、RC4是典型的的序列密码算法。（A）

A、正确 B、错误

954、RSA算法作为主要的非对称算法，使用公钥加密的秘闻一定要采用公钥来街。（B）

A、正确 B、错误

955、安全全加密技术分为两大类：对称加密技术和非对称加密技术。两者的主要区别是对称加密算法在加密、解密过程中使用同一个秘钥；而非对称加密算法在加密、解密过程中使用两个不同的秘钥。（A）

A、正确 B、错误

956、常见的公钥密码算法有RSA算法、Diffie-Hellman算法和EIGamal算法。（A）

A、正确 B、错误

957、当通过浏览器一在线方式申请数字证书时，申请证书和下载证书的计算机必须是同一台计算机。（A）

A、正确 B、错误

958、发送方使用AH协议处理数据包，需要对整个IP的数据包计算MAC，包括IP头的所有字段和数据。（B）

A、正确 B、错误

959、分组密码的优点是错误扩展小、速度快、安全程度高。（B）

A、正确 B、错误

960、公共迷药密码体制在秘钥管理上比对称秘钥密码体制更安全。（A）

A、正确 B、错误

961、古典加密主要采用的主要方法是置换，代换。（A）

A、正确 B、错误

962、古典加密主要是对加密算法的保密，现代加密算法是公开的，主要是针对秘钥进行保密。（A）

A、正确 B、错误

963、基于公开秘钥体制（PKI）的数字证书是电子商务安全体系的核心。（A）

A、正确 B、错误

964、口令应在120天至少更换一次。（B）

A、正确 B、错误

965、链路加密方式适用于在广域网系统中应用。（B）

A、正确 B、错误

966、密码保管不善属于操作失误的安全隐患。（B）

A、正确 B、错误

967、日常所见的校园饭卡是利用身份认证的单因素法。（A）

A、正确 B、错误

968、身份认证要求对数据和信息来源进行验证，以确保发信人的身份。（B）

A、正确 B、错误

969、身份认证与权限控制是网络社会的管理基础。（A）

A、正确 B、错误

970、数据在传输过程中用哈希算法保证其完整性后，非法用户无法无法对数据进行任何修改。（B）

A、正确 B、错误

971、数字签名比较的是摘要结果长度是否都是128位。（B）

A、正确 B、错误

972、通信数据与文件加密是同一个概念。（B）

A、正确 B、错误

973、为AES开发的Rijndae1算法的秘钥长度是128位，分组长度也为128位。（B）

A、正确 B、错误

974、为了保证安全性，密码算法应该进行保密。（B）

A、正确 B、错误

975、文件压缩变换是一个单向加密过程。（B）

A、正确 B、错误

976、我的公钥证书不能在网络上公开，否则其他人可能冒充我的身份或伪造我的数字签名。（B）

A、正确 B、错误

977、现代加密算法可以分为对称加密算法和非对称加密。（A）

A、正确 B、错误

978、虚拟专用网VPN的关键技术主要是隧道技术、加解密技术、秘钥管理技术以及使用者与设备身份认证技术。（A）

A、正确 B、错误

979、以当前的技术来说，RSA体制是无条件安全的。（B）

A、正确 B、错误

980、在4A系统的远期建设中，应用系统自身不需要保留系统从账户信息。（B）

A、正确 B、错误

981、在MD5算法中，要先将以初始化的A、B、C、D这四个变量分别复制到a、b、c、d中。（A）

A、正确 B、错误

982、在MD5算法中要用到4个变量，分别表示A、B、C、D，均为32位长。（A）

A、正确 B、错误

983、在PKI中，注册机构RA是必要的组件。（B）

A、正确 B、错误

984、在SSL握手协议过程中，需要服务器发送自己的证书。（A）

A、正确 B、错误

985、在非对称加密过程中，加密和解密使用的是不同的秘钥。（A）

A、正确 B、错误

986、在公钥加密系统中，用公钥加密的密文可以由私钥解密，但用公钥加密的密文，不能用公钥解密。 （B）

A、正确 B、错误

987、在密码学的意义上，只要存在一个方向，比暴力搜索秘钥还要更有效率，就能视为一种“破解”。 （A）

A、正确 B、错误

988、账户管理的Agent不适用于在网络设备中部署。 （A）

A、正确 B、错误

989、整个PKI系统有证书服务器AS、票据许可服务器TGS、客户机和应用服务器四部分组成。 （B）

A、正确 B、错误

990、最基本的认证方式选择证书是数字证书。（B）

A、正确 B、错误

991、最小特权、纵深防御是网络安全原则之一。（A）

A、正确 B、错误

992、数字证书是由权威机构CA发行的一种权威的电子文档，是网络环境中的一种身份证。（A）

A、正确 B、错误

993、数字证书是由权威机构PKI发行的一种权威性的电子文档，是网络环境中的一种身份证。 （B）

A、正确 B、错误

994、信息加密技术是计算机网络安全技术的基础，为实现信息的保密性、完整性、可用性以及抗抵赖性提供了丰富的技术手段。（A）

A、正确 B、错误

995、病毒能隐藏在电脑的CMOS存储器里。（B）

A、正确 B、错误

996、对感染病毒的软盘进行浏览会导致硬盘被感染。（B）

A、正确 B、错误

997、已知某应用程序感染了文件型病毒，则该文件的大小变化情况一般是变小。（B）

A、正确 B、错误

998、重新格式化硬盘可以清楚所有病毒。（B）

A、正确 B、错误

999、专业安全评估服务对目标系统通过工具扫描和人工检查，进行专业安全的技术评定，并根据评估结果提供评估报告。 （A）

A、正确 B、错误

1000、冒充信件回复、假装纯文字ICON、冒充微软雅虎发信、下载电子贺卡同意书、是使用的叫做字典攻击法的方法。（B）

A、正确 B、错误

一、填空题。（每空1分，共15分）

1、保证计算机网络的安全，就是要保护网络信息在存储和传输过程中的可用性、机密性、完整性、可控性和不可抵赖性。

2、信息安全的大致内容包括三部分：物理安全、网络安全和操作系统安全。

3、网络攻击的步骤是：隐藏IP、信息收集、控制或破坏目标系统、种植后门和在网络中隐身。

4、防火墙一般部署在内部网络和外部网络之间。

5、入侵检测系统一般由数据收集器、检测器、知识库和控制器构成。

二、单项选择题。（每题2分，共30分）

1、网络攻击的发展趋势是（B）。

A、黑客技术与网络病毒日益融合 B、攻击工具日益先进

C、病毒攻击 D、黑客攻击

2、拒绝服务攻击（A）。

A、用超出被攻击目标处理能力的海量数据包消耗可用系统、带宽资源等方法的攻击

B、全称是Distributed Denial Of Service

C、拒绝来自一个服务器所发送回应请求的指令

D、入侵控制一个服务器后远程关机

3、HTTP默认端口号为（B）。

A、21 B、80 C、8080 D、23

4、网络监听是（B）。

A、远程观察一个用户的计算机 B、监视网络的状态、传输的数据流

C、监视PC系统的运行情况 D、监视一个网站的发展方向

5、下面不是采用对称加密算法的是（D）。

A、DES B、AES C、IDEA D、RSA

6、在公开密钥体制中，加密密钥即（D）。

A、解密密钥 B、私密密钥 C、私有密钥 D、公开密钥

7、DES算法的入口参数有3个：Key、Data和Mode。其中Key的实际长度为（D）位，是DES算法的工作密钥。

A、64      B、7     C、8           D、56

8、计算机网络的安全是指（B）。

A、网络中设备设置环境的安全       B、网络中信息的安全

C、网络中使用者的安全               D、网络中财产的安全

9、打电话请求密码属于（B）攻击方式。

A、木马   B、社会工程学    C、电话系统漏洞    D、拒绝服务

10、安全套接层协议是（B）。

A、SET B、SSL C、HTTP D、S-HTTP

11、（B）是网络通信中标志通信各方身份信息的一系列数据，提供一种在Internet上验证身份的方式。

A、数字认证 B、数字证书 C、电子证书 D、电子认证

12、数字签名功能不包括（B）。

A．防止发送方的抵赖行为 B．接收方身份确认

C．发送方身份确认 D．保证数据的完整性

13、目前无线局域网主要以（B）作传输媒介。

A．短波　　 B．微波　　 C．激光　　 D．红外线

14、防火墙能够（A）。

A．防范通过它的恶意连接 B．防范恶意的知情者

C．防备新的网络安全问题 Ｄ．完全防止传送己被病毒感染的软件和文件

15、Windows Server 2003系统的安全日志通过（C）设置。

A、事件查看器 B、服务器管理 C、本地安全策略 D、网络适配器

三、多项选择题。（每题2分，共10分，错选或漏选不得分）

1、以下属于木马入侵的常见方法的是（ABCD）。

A、捆绑欺骗 B、邮件冒名欺骗 C、危险下载 D、打开邮件的附件

2、网络防火墙的作用是（ACD）。

A、防止内部信息外池B、防止系统感染病毒与非法访问

C、防止黑客访问D、建立内部信息和功能与外部信息和功能之间的屏障

3、计算机病毒的传播方式有（ABCD）。

A、通过共享资源传播 B、通过网页恶意脚本传播

C、通过网络文件传输传播 D、通过电子邮件传播

4、在保证密码安全中，应该采取的正确措施有（ABC）。

A、不用生日做密码 B、不要使用少于5位的密码

C、不要使用纯数字 D、将密码设得非常复杂并保证在20位以上

5、Windows Server 2003服务器的安全采取的安全措施包括（ABCD）。

A、使用NTFS格式的磁盘分区

B、及时对操作系统使用补丁程序堵塞安全漏洞

C、实行强有力的安全管理策略

D、借助防火墙对服务器提供保护

四、判断题。（每题1分，共10分，对的打“√”，错的打“×”）

1、常见的公钥密码算法有RSA算法、Diffie-Hellman算法和ElGamal算法。（√）

2、拒绝服务攻击属于被动攻击的一种。（×）

3、可以在局域网的网关处安装一个病毒防火墙，从而解决整个局域网的防病毒问题 。（×）

4、非军事化区DMZ是为了解决安全防火墙后外部网路不能访问内部网络服务器的问题，而设立的一个非安全系统与安全系统之间的缓冲区。（√）

5、3DES算法的加密过程就是用同一个密钥对待加密的数据执行三次DES算法的加密操作。（×）

6、安全是永远是相对的，永远没有一劳永逸的安全防护措施。（√）

7、入侵检测系统是网络信息系统安全的第一道防线。（×）

8、我的公钥证书是不能在网络上公开的，否则其他人可能假冒我的身份或伪造我的数字签名。（×）

9、日常所见的校园饭卡是利用的身份认证的单因素法。（√）

10、公开密钥密码体制比对称密钥密码体制更为安全。（×）

五、简答题。（每题5分，共15分）

1、简述物理安全包括那些内容？

答：物理安全包括防盗、防火、防静电、防雷击和防电磁泄漏等方面的内容。

2、简述防火墙有哪些基本功能？（写出五个功能）

答：包过滤、远程管理、NAT技术、代理、MAC与IP地址的绑定、流量控制和统计分析、流量计费、VPN、限制同时上网人数、限制使用时间、限制特定使用者才能发送E-mail，限制FTP只能下载文件不能上传文件、阻塞Java、ActiveX控件等。

3、简述无线局域网由那些硬件组成？

答；无线局域网由无线网卡、AP、无线网桥、计算机和有关设备组成。

**《计算机网络安全》试卷及答案一**

1. **填空题（10分）**

1.MD-4散列算法中输入消息可以任意长度，但要进行分组，其分组的位数是( 512   )

2.SHA的含义是( 安全散列算法  )

3.对身份证明系统的要求之一是( 验证者正确识别示证者的概率极大化 )

4.阻止非法用户进入系统使用( 接入控制技术 )

5.以下不是数据库加密方法的是( 信息隐藏 )

**二、单项选择题（每小题2分，共30分）**

1.TCP/IP协议安全隐患不包括( D )

A.拒绝服务 B.顺序号预测攻击 C.TCP协议劫持入侵 D.设备的复杂性

2.IDEA密钥的长度为( D  )

A.56 B.64 C.124 D.128

3.在防火墙技术中，内网这一概念通常指的是( A )

A.受信网络 B.非受信网络 C.防火墙内的网络 D.互联网

4.《计算机场、地、站安全要求》的国家标准代码是( B )

A.GB57104-93 B.GB9361-88 C.GB50174-88 D.GB9361-93

5.在Kerberos中，Client向本Kerberos的认证域以内的Server申请服务的过程分为几个阶段?

( A )

A.三个 B.四个 C.五个 D.六个

6.信息安全技术的核心是( A )

A.PKI B.SET C.SSL D.ECC

7.Internet接入控制不能对付以下哪类入侵者? ( C  )

A.伪装者 B.违法者 C.内部用户 D.地下用户

8.CA不能提供以下哪种证书? ( D )

A.个人数字证书 B.SSL服务器证书 C.安全电子邮件证书 D.SET服务器证书

9.我国电子商务走向成熟的重要里程碑是( A )

A.CFCA B.CTCA C.SHECA D.RCA

10.通常为保证商务对象的认证性采用的手段是( C )

A.信息加密和解密 B.信息隐匿 C.数字签名和身份认证技术 D.数字水印

11.关于Diffie-Hellman算法描述正确的是( B  )

A.它是一个安全的接入控制协议 B.它是一个安全的密钥分配协议

C.中间人看不到任何交换的信息 D.它是由第三方来保证安全的

12.以下哪一项不在证书数据的组成中? ( D )

A.版本信息 B.有效使用期限 C.签名算法 D.版权信息

13.计算机病毒的特征之一是( B )

A.非授权不可执行性 B.非授权可执行性 C.授权不可执行性 D.授权可执行性

14.在Kerberos中，Client向本Kerberos认证域外的Server申请服务包含几个步骤? ( C )

A.6 B.7 C.8 D.9

15.属于PKI的功能是( C )

A.PAA，PAB，CA B.PAA，PAB，DRA C.PAA，CA，ORA D.PAB，CA，ORA

**三、多项选择题（每小题3分，共30分）**

1.电子商务系统可能遭受的攻击有( ABCDE )

A.系统穿透 B.植入 C.违反授权原则D.通信监视 E.计算机病毒

2.属于公钥加密体制的算法包括( CDE )

A.DES B.二重DES C.RSA D.ECC E.ELGamal

3.签名可以解决的鉴别问题有( BCDE )

A.发送者伪造 B.发送者否认 C.接收方篡改D.第三方冒充 E.接收方伪造

4.公钥证书的类型有( ABC )

A.客户证书 B.服务器证书 C.安全邮件证书D.密钥证书 E.机密证书

5.在SET中规范了商家服务器的核心功能是( ABC )

A.联系客户端的电子钱包 B.联系支付网关 C.处理SET的错误信息

D.处理客户的付款信息 E.查询客户帐号信息

6.从系统工程的角度，要求计算机信息网络具有(ABC )。

A．可用性、完整性、保密性B．真实性(不可抵赖性) C．可靠性、可控性D．稳定性

7.实施计算机信息系统安全保护的措施包括：(ABC )。

A．安全法规B、安全管理C．安全技术D．安全培训

8．OSI层的安全技术来考虑安全模型（ ABCD）。

A．物理层B．数据链路层C．网络层、传输层、会话层D．表示层、应用层

9．网络中所采用的安全机制主要有：（ BCD）。

A．区域防护 B．加密和隐蔽机制；认证和身份鉴别机制；审计；完整性保护

C．权力控制和存取控制；业务填充；路由控制 D．公证机制；冗余和备份

10．公开密钥基础设施(PKl)由以下部分组成：（ AD）。

A．认证中心；登记中心B．质检中心C．咨询服务D．证书持有者；用户；证书库

**四、判断（10分）**

1.安全法规、安全技术和安全管理，是计算机信息系统安全保护的三大组成部分。Y

2.计算机信息系统安全包括实体安全、信息安全、运行安全和人员安全等部分。Y

3.计算机信息系统的安全威胁同时来自内、外两个方面。Y

4.计算机信息网络脆弱性引发信息社会脆弱性和安全问题。Y

5.对全国公共信息网络安全监察工作是公安工作的一个重要组成部分。Y

**五、对安全的攻击可分为哪几种? （10分）**

答：网络窃听：监听局域网信道，窃取有用的数据分组，分析破解用户名、密码等；

IP 欺骗 ：在通信系统中主动插入和删除信息分组，发送一个来自被信任计算机的伪造信息分组，以使目的计算机信任并接收；

路由攻击：攻击者告诉网上的两个结点，它们之间最近的传输线路就是经过他这台计

算机的路径，这就使该台计算机的侦听变得更容易；（ARP病毒） 拒绝服务（DOS）攻击：

（1） 发送 SYN 信息分组：对网络上一台计算机提出大量的通信请求，使

该台计算机崩溃，且难以跟踪攻击源；

（2） 邮件炸弹：给某人发送过量的电子邮件可使他的系统满载直至崩溃；

拒绝服务攻击的对象不同，可以是邮件服务器、路由器或 Web 服务器等。

分布式拒绝服务（DDOS）攻击：这种攻击与传统的拒绝服务攻击一样，只不过进攻源

不只一个。

数据驱动攻击：数据驱动攻击是通过向某个程序发送数据，以产生非预期结果的攻击，

通常为攻击者给出访问目标系统的权限，数据驱动攻击分为缓冲区溢出攻

击、格式化字符串攻击、输入验证攻击、同步漏洞攻击、信任漏洞攻击等。

**六、 什么是理论安全(无条件安全)，什么是实际安全(计算上安全)？（10分）**

答：理论安全，或无条件安全： 攻击者无论截获多少密文，都无法得到足够的信息来唯一地决定明文。Shannon 用理论证明：欲达理论安全，加密密钥长度必须大于等于明文长度，密钥只用一次，用完即丢，即一次一密，One-time Pad，不实用。

实际安全，或计算上安全： 如果攻击者拥有无限资源，任何密码系统都是可以被破译的；但是，在有限的资源范围内，攻击者都不能通过系统地分析方法来破解系统，则称这个系统是计算上安全的或破译这个系统是计算上不可行。

一、单项选择题（本大题共15小题，每小题2分，共30分）

1．下列对计算机网络的攻击方式中，属于被动攻击的是(　A　　)

A．口令嗅探 B．重放C．拒绝服务 D．物理破坏

2．OSI安全体系结构中定义了五大类安全服务，其中，数据机密性服务主要针对的安全威胁是(　　B　)

A．拒绝服务 B．窃听攻击C．服务否认 D．硬件故障

3．为了提高电子设备的防电磁泄漏和抗干扰能力，可采取的主要措施是(　　B　)

A．对机房进行防潮处理 B．对机房或电子设备进行电磁屏蔽处理

C．对机房进行防静电处理 D．对机房进行防尘处理

4．为保证计算机网络系统的正常运行，对机房内的三度有明确的要求。其三度是指(　A　　)

A．温度、湿度和洁净度B．照明度、湿度和洁净度C．照明度、温度和湿度 D．温度、照明度和洁净度

5．下列加密算法中，属于双钥加密算法的是(　　D　)

A．DES B．IDEA C．Blowfish D．RSA

6．公钥基础设施(PKI)的核心组成部分是(　　A　)

A．认证机构CA B．X.509标准C．密钥备份和恢复 D．PKI应用接口系统

7．下面关于防火墙的说法中，正确的是(　C　　)

A．防火墙可以解决来自内部网络的攻击B．防火墙可以防止受病毒感染的文件的传输

C．防火墙会削弱计算机网络系统的性能D．防火墙可以防止错误配置引起的安全威胁

8．包过滤技术防火墙在过滤数据包时，一般不关心(　D　　)

A．数据包的源地址 B．数据包的目的地址C．数据包的协议类型 D．数据包的内容

9．不属于CIDF体系结构的组件是(　C　　)

A．事件产生器 B．事件分析器C．自我防护单元 D．事件数据库

10．阈值检验在入侵检测技术中属于(　　B　)

A．状态转换法 B．量化分析法C．免疫学方法 D．神经网络法

11．由于系统软件和应用软件的配置有误而产生的安全漏洞，属于(　C　　)

A．意外情况处置错误 B．设计错误C．配置错误 D．环境错误

12．采用模拟攻击漏洞探测技术的好处是(　　D　)

A．可以探测到所有漏洞 B．完全没有破坏性

C．对目标系统没有负面影响 D．探测结果准确率高

13．下列计算机病毒检测手段中，主要用于检测已知病毒的是(　　A　)

A．特征代码法 B．校验和法C．行为监测法 D．软件模拟法

14．在计算机病毒检测手段中，校验和法的优点是(　D　　)

A．不会误报 B．能识别病毒名称C．能检测出隐蔽性病毒 D．能发现未知病毒

15．一份好的计算机网络安全解决方案，不仅要考虑到技术，还要考虑的是(　C　　)

A．软件和硬件 B．机房和电源C．策略和管理 D．加密和认证

1.下面有关 DES 的描述，不正确的是（ A ）

A. 是由 IBM、Sun 等公司共同提出的 B. 其结构完全遵循 Feistel 密码结构

C. 其算法是完全公开的 D. 是目前应用最为广泛的一种分组密码算法

2． 下面有关 MD5 的描述，不正确的是（A ）

A. 是一种用于数字签名的算法 B. 得到的报文摘要长度为固定的 128 位

C. 输入以字节为单位 D. 用一个 8 字节的整数表示数据的原始长度

3. 在 PKI 系统中，负责签发和管理数字证书的是（A ）

A. CA B. RA C. LDAP D. CPS

4. 数字证书不包含（B ）

A. 颁发机构的名称 B. 证书持有者的私有密钥信息

C. 证书的有效期 D. CA 签发证书时所使用的签名算法

5. 套接字层（Socket Layer）位于（ B ）

A. 网络层与传输层之间 B. 传输层与应用层之间 C. 应用层 D. 传输层

6. 下面有关 SSL 的描述，不正确的是（D ）

A. 目前大部分 Web 浏览器都内置了 SSL 协议

B. SSL 协议分为 SSL 握手协议和 SSL 记录协议两部分

C. SSL 协议中的数据压缩功能是可选的

D. TLS 在功能和结构上与 SSL 完全相同

7. 在基于 IEEE 802.1x 与 Radius 组成的认证系统中，Radius 服务器的功能不包括（D ）

A. 验证用户身份的合法性 B. 授权用户访问网络资源

C. 对用户进行审计 D. 对客户端的 MAC 地址进行绑定

8. 在生物特征认证中，不适宜于作为认证特征的是（D ）

A. 指纹 B. 虹膜 C. 脸像 D. 体重

9. 防止重放攻击最有效的方法是（ B ）

A. 对用户账户和密码进行加密 B. 使用“一次一密”加密方式

C. 经常修改用户账户名称和密码 D. 使用复杂的账户名称和密码

10. 计算机病毒的危害性表现在（ B ）

A. 能造成计算机部分配置永久性失效 B. 影响程序的执行或破坏用户数据与程序

C. 不影响计算机的运行速度 D. 不影响计算机的运算结果

11. 下面有关计算机病毒的说法，描述正确的是（B ）

A. 计算机病毒是一个 MIS 程序

B. 计算机病毒是对人体有害的传染性疾病

C. 计算机病毒是一个能够通过自身传染，起破坏作用的计算机程序

D. 计算机病毒是一段程序，只会影响计算机系统，但不会影响计算机网络

13. 计算机病毒具有（A ）

A. 传播性、潜伏性、破坏性 B. 传播性、破坏性、易读性

C. 潜伏性、破坏性、易读性 D. 传播性、潜伏性、安全性

14. 目前使用的防杀病毒软件的作用是（C ）

A. 检查计算机是否感染病毒，并消除已感染的任何病毒

B. 杜绝病毒对计算机的侵害

C. 检查计算机是否感染病毒，并清除部分已感染的病毒

D. 查出已感染的任何病毒，清除部分已感染的病毒

15. 在 DDoS 攻击中，通过非法入侵并被控制，但并不向被攻击者直接发起攻击的计算机称为（B ）

A. 攻击者 B. 主控端 C. 代理服务器 D. 被攻击者

16. 对利用软件缺陷进行的网络攻击，最有效的防范方法是（A ）

A. 及时更新补丁程序 B. 安装防病毒软件并及时更新病毒库

C. 安装防火墙 D. 安装漏洞扫描软件

17. 在 IDS 中，将收集到的信息与数据库中已有的记录进行比较，从而发现违背安全策略的行为，

这类操作方法称为（A ）

A. 模式匹配 B. 统计分析 C. 完整性分析 D. 不确定

18. IPS 能够实时检查和阻止入侵的原理在于 IPS 拥有众多的（C ）

A. 主机传感器 B. 网络传感器 C. 过滤器 D. 管理控制台

19. 将利用虚假 IP 地址进行 ICMP 报文传输的攻击方法称为（D ）

A. ICMP 泛洪 B. LAND 攻击 C. 死亡之 ping D. Smurf 攻击

20. 以下哪一种方法无法防范口令攻击（C ）

A. 启用防火墙功能 B. 设置复杂的系统认证口令

C. 关闭不需要的网络服务 D. 修改系统默认的认证名称

21. 在分布式防火墙系统组成中不包括（D ）

A. 网络防火墙 B. 主机防火墙 C. 中心管理服务器 D. 传统防火墙

22. 下面对于个人防火墙未来的发展方向，描述不准确的是（D ）

A. 与 xDSL Modem、无线 AP 等网络设备集成

B. 与防病毒软件集成，并实现与防病毒软件之间的安全联动

C. 将个人防火墙作为企业防火墙的有机组成部分 D. 与集线器等物理层设备集成

23. 在以下各项功能中，不可能集成在防火墙上的是（D ）

A. 网络地址转换（NAT） B. 虚拟专用网（VPN）

C. 入侵检测和入侵防御 D. 过滤内部网络中设备的 MAC 地址

24. 当某一服务器需要同时为内网用户和外网用户提供安全可靠的服务时，该服务器一般要置于防

火墙的（C ） A. 内部 B. 外部 C. DMZ 区 D. 都可以

25. 以下关于状态检测防火墙的描述，不正确的是（ D ）

A. 所检查的数据包称为状态包，多个数据包之间存在一些关联

B. 能够自动打开和关闭防火墙上的通信端口

C. 其状态检测表由规则表和连接状态表两部分组成

D. 在每一次操作中，必须首先检测规则表，然后再检测连接状态表

26. 在以下的认证方式中，最不安全的是（A ）

A. PAP B. CHAP C. MS-CHAP D. SPAP

27. 以下有关 VPN 的描述，不正确的是（ C ）

A. 使用费用低廉 B. 为数据传输提供了机密性和完整性

C. 未改变原有网络的安全边界 D. 易于扩展

28. 目前计算机网络中广泛使用的加密方式为（C ）

A. 链路加密 B. 节点对节点加密 C. 端对端加密 D. 以上都是

29. 以下有关软件加密和硬件加密的比较，不正确的是（B ）

A. 硬件加密对用户是透明的，而软件加密需要在操作系统或软件中写入加密程序

B. 硬件加密的兼容性比软件加密好

C. 硬件加密的安全性比软件加密好 D. 硬件加密的速度比软件加密快

30. 对于一个组织，保障其信息安全并不能为其带来直接的经济效益，相反还会付出较大的成本，

那么组织为什么需要信息安全？ （D ）

A. 有多余的经费 B. 全社会都在重视信息安全，我们也应该关注

C. 上级或领导的要求 D. 组织自身业务需要和法律法规要求

二、填空题（本大题共10小题，每小题2分，共20分）

请在每小题的空格中填上正确答案。错填、不填均无分。

16．P2DR (PPDR)模型是一种常用的计算机网络安全模型，包含4个主要组成部分，分别是：\_\_安全策略\_\_\_\_\_\_\_\_、防护、检测和响应。

17．对计算机网络安全构成威胁的因素可以概括为：偶发因素、自然因素和\_\_人为因素\_\_\_\_\_\_\_\_三个方面。

18．物理安全技术主要是指对计算机及网络系统的环境、场地、\_\_\_设备\_\_\_\_和人员等采取的安全技术措施。

19．密码体制从原理上可分为两大类，即单钥密码体制和\_\_双密钥密码体制\_\_\_\_\_\_\_\_。

20．在加密系统中，作为输入的原始信息称为明文，加密变换后的结果称为\_\_\_密文\_\_\_\_\_\_\_。

21．防火墙的体系结构一般可分为：双重宿主主机体系机构、屏蔽主机体系结构和屏蔽\_\_\_子网体系结构\_\_\_\_\_\_\_。

22．就检测理论而言，入侵检测技术可以分为异常检测和\_误用检测\_\_\_\_\_\_\_\_\_。

23．从系统构成上看，入侵检测系统应包括数据提取、\_\_\_\_入侵分析\_\_\_\_\_\_、响应处理和远程管理四大部分。

24．按照计算机网络安全漏洞的可利用方式来划分，漏洞探测技术可以划分为信息型漏洞探测和\_\_攻击型漏洞探测\_\_

25．防范计算机病毒主要从管理和\_\_\_技术\_\_\_\_\_两方面着手。

三、简答题（本大题共6小题，每小题5分，共30分）

26．简述计算机网络安全的定义。

计算机网络安全是指利用管理控制和技术措施，保证在一个网络环境里，信息数据的机密性、完整性及可使用性受到保护。

27．简述物理安全在计算机网络安全中的地位，并说明其包含的主要内容。

物理安全是整个计算机网络系统安全的前提.

物理安全主要包括：①机房环境安全②通信线路安全③设备安全④电源安全

28．防火墙的五个主要功能是什么？

防火墙的主要功能：①过滤进、出网络的数据②管理进、出网络的访问行为③封堵某些禁止的业务④记录通过防火墙的信息和内容⑤对网络攻击检测和告警

29．基于数据源所处的位置，入侵检测系统可以分为哪5类？

基于数据源的分类：按数据源所处的位置，把入侵检测系统分为五类：即基于主机、基于网络、混合入侵检测、基于网关的入侵检测系统及文件完整性检查系统；

30．什么是计算机网络安全漏洞？

计算机网络安全漏洞是在硬件、软件和协议的具体实现或系统安全策略上存在的缺陷，从而可以使攻击者能够在未授权的情况下访问或破坏系统。

31．简述恶意代码的主要防范措施。

恶意代码的防范措施（P228）：①及时更新系统，修补安全漏洞②设置安全策略，限制脚本程序的运行③开启防火墙，关闭不必要的服务和系统信息；④养成良好的上网习惯。

四、综合分析题（本大题共2小题，每小题10分，共20分）

32．某局域网如下图，其中：1号设备是路由器，4号设备是交换机，5和6号设备是DMZ区服务器，7、8和9号设备是个人计算机。

请回答下列问题：

(1)2和3号设备中，哪个设备是防火墙?哪个设备是交换机?

3号设备是防火墙；2设备是交换机

(2)3套个人防火墙软件最适合安装在哪3个设备上?(只能选3个设备)

7、8、9号设备

(3)5套防病毒软件应该安装在哪5个设备上?(只能选5个设备)

5套防病毒软件应该安装在5、6、7、7、8、9号设备

33．对给定二进制明文信息“0011010101000101001111010010101110010101”进行两次加密。第一次，采用8位分组异或算法，用密钥“01010101”对明文进行加密运算。第二次，采用“1→4(读作：位置l的数据移到位置4，以下类推)，2→8，3→1，4→5，5→7，6→2，7→6，8→3”对第一次加密后的密文进行8位分组换位加密运算。请写出两次加密的密文。

注：异或运算的规则如下表所示。

x y x COR y

0 0 0

0 1 1

1 0 1

1 1 0

第一次，采用8位分组异或算法，用密钥“01010101”对明文进行加密运算的密文：

01100000 00010000 01101000 01111110 11000000

第二次，对第一次加密后的密文进行8位分组换位加密运算的密文

10000001 00001000 10000011 11001111 00010001

一、 单项选择题（每小题 1 1 分，共 30 分）

1.下面有关 DES 的描述，不正确的是（ A ）

A. 是由 IBM、Sun 等公司共同提出的 B. 其结构完全遵循 Feistel 密码结构

C. 其算法是完全公开的 D. 是目前应用最为广泛的一种分组密码算法

2． 下面有关 MD5 的描述，不正确的是（A ）

A. 是一种用于数字签名的算法 B. 得到的报文摘要长度为固定的 128 位

C. 输入以字节为单位 D. 用一个 8 字节的整数表示数据的原始长度

3. 在 PKI 系统中，负责签发和管理数字证书的是（A ）

A. CA B. RA C. LDAP D. CPS

4. 数字证书不包含（B ）

A. 颁发机构的名称 B. 证书持有者的私有密钥信息

C. 证书的有效期 D. CA 签发证书时所使用的签名算法

5. 套接字层（Socket Layer）位于（ B ）

A. 网络层与传输层之间 B. 传输层与应用层之间 C. 应用层 D. 传输层

6. 下面有关 SSL 的描述，不正确的是（D ）

A. 目前大部分 Web 浏览器都内置了 SSL 协议

B. SSL 协议分为 SSL 握手协议和 SSL 记录协议两部分

C. SSL 协议中的数据压缩功能是可选的

D. TLS 在功能和结构上与 SSL 完全相同

7. 在基于 IEEE 802.1x 与 Radius 组成的认证系统中，Radius 服务器的功能不包括（D ）

A. 验证用户身份的合法性 B. 授权用户访问网络资源

C. 对用户进行审计 D. 对客户端的 MAC 地址进行绑定

8. 在生物特征认证中，不适宜于作为认证特征的是（D ）

A. 指纹 B. 虹膜 C. 脸像 D. 体重

9. 防止重放攻击最有效的方法是（ B ）

A. 对用户账户和密码进行加密 B. 使用“一次一密”加密方式

C. 经常修改用户账户名称和密码 D. 使用复杂的账户名称和密码

10. 计算机病毒的危害性表现在（ B ）

A. 能造成计算机部分配置永久性失效 B. 影响程序的执行或破坏用户数据与程序

C. 不影响计算机的运行速度 D. 不影响计算机的运算结果

11. 下面有关计算机病毒的说法，描述正确的是（B ）

A. 计算机病毒是一个 MIS 程序

B. 计算机病毒是对人体有害的传染性疾病

C. 计算机病毒是一个能够通过自身传染，起破坏作用的计算机程序

D. 计算机病毒是一段程序，只会影响计算机系统，但不会影响计算机网络

13. 计算机病毒具有（A ）

A. 传播性、潜伏性、破坏性 B. 传播性、破坏性、易读性

C. 潜伏性、破坏性、易读性 D. 传播性、潜伏性、安全性

14. 目前使用的防杀病毒软件的作用是（C ）

A. 检查计算机是否感染病毒，并消除已感染的任何病毒

B. 杜绝病毒对计算机的侵害

C. 检查计算机是否感染病毒，并清除部分已感染的病毒

D. 查出已感染的任何病毒，清除部分已感染的病毒

15. 在 DDoS 攻击中，通过非法入侵并被控制，但并不向被攻击者直接发起攻击的计算机称为（B ）

A. 攻击者 B. 主控端 C. 代理服务器 D. 被攻击者

16. 对利用软件缺陷进行的网络攻击，最有效的防范方法是（A ）

A. 及时更新补丁程序 B. 安装防病毒软件并及时更新病毒库

C. 安装防火墙 D. 安装漏洞扫描软件

17. 在 IDS 中，将收集到的信息与数据库中已有的记录进行比较，从而发现违背安全策略的行为，

这类操作方法称为（A ）

A. 模式匹配 B. 统计分析 C. 完整性分析 D. 不确定

18. IPS 能够实时检查和阻止入侵的原理在于 IPS 拥有众多的（C ）

A. 主机传感器 B. 网络传感器 C. 过滤器 D. 管理控制台

19. 将利用虚假 IP 地址进行 ICMP 报文传输的攻击方法称为（D ）

A. ICMP 泛洪 B. LAND 攻击 C. 死亡之 ping D. Smurf 攻击

20. 以下哪一种方法无法防范口令攻击（C ）

A. 启用防火墙功能 B. 设置复杂的系统认证口令

C. 关闭不需要的网络服务 D. 修改系统默认的认证名称

21. 在分布式防火墙系统组成中不包括（D ）

A. 网络防火墙 B. 主机防火墙 C. 中心管理服务器 D. 传统防火墙

22. 下面对于个人防火墙未来的发展方向，描述不准确的是（D ）

A. 与 xDSL Modem、无线 AP 等网络设备集成

B. 与防病毒软件集成，并实现与防病毒软件之间的安全联动

C. 将个人防火墙作为企业防火墙的有机组成部分

D. 与集线器等物理层设备集成

23. 在以下各项功能中，不可能集成在防火墙上的是（D ）

A. 网络地址转换（NAT） B. 虚拟专用网（VPN）

C. 入侵检测和入侵防御 D. 过滤内部网络中设备的 MAC 地址

24. 当某一服务器需要同时为内网用户和外网用户提供安全可靠的服务时，该服务器一般要置于防

火墙的（C ） A. 内部 B. 外部 C. DMZ 区 D. 都可以

25. 以下关于状态检测防火墙的描述，不正确的是（ D ）

A. 所检查的数据包称为状态包，多个数据包之间存在一些关联

B. 能够自动打开和关闭防火墙上的通信端口

C. 其状态检测表由规则表和连接状态表两部分组成

D. 在每一次操作中，必须首先检测规则表，然后再检测连接状态表

26. 在以下的认证方式中，最不安全的是（A ）

A. PAP B. CHAP C. MS-CHAP D. SPAP

27. 以下有关 VPN 的描述，不正确的是（ C ）

A. 使用费用低廉 B. 为数据传输提供了机密性和完整性

C. 未改变原有网络的安全边界 D. 易于扩展

28. 目前计算机网络中广泛使用的加密方式为（C ）

A. 链路加密 B. 节点对节点加密 C. 端对端加密 D. 以上都是

29. 以下有关软件加密和硬件加密的比较，不正确的是（B ）

A. 硬件加密对用户是透明的，而软件加密需要在操作系统或软件中写入加密程序

B. 硬件加密的兼容性比软件加密好

C. 硬件加密的安全性比软件加密好

D. 硬件加密的速度比软件加密快

30. 对于一个组织，保障其信息安全并不能为其带来直接的经济效益，相反还会付出较大的成本，

那么组织为什么需要信息安全？ （D ）

A. 有多余的经费 B. 全社会都在重视信息安全，我们也应该关注

C. 上级或领导的要求 D. 组织自身业务需要和法律法规要求

二、 填空 题 （每空 空 1 1 分，共 20 分）

31．利用公钥加密数据，然后用私钥解密数据的过程称为 加密 ；利用私钥加密数据，然后用公钥解密数据的过程称为 数字签名 。

32. 在 PKI/PMI 系统中，一个合法用户只拥有一个唯一的 公钥证书 ，但可能会同时拥有多个不同的 属性证书 。

33. 计算机网络安全领域的 3A 是指 认证、 授权 和 审计 。

34. SSL 是一种综合利用 对称密钥 和 非对称密钥 技术进行安全通信的工业标准。

35. 扫描技术主要分为 主机安全扫描 和 网络安全扫描 两种类型。

36. 在 IDS 的报警中，可以分为错误报警和正确的报警两种类型。其中错误报警中，将 IDS 工于正常状态下产生的报警称为 误报 ；而将 IDS 对已知的入侵活动未产生报警的现象称为 漏报 。

37. 状态检测防火墙是在传统包过滤防火墙的基础上发展而来的，所以将传统的包过滤防火墙称为

静态包过滤 防火墙，而将状态检测防火墙称为 动态包过滤 防火墙。

38. VPN 是利用 Internet 等 公共网络 的基础设施，通过 隧道 技术，为用户提供一条与专网相同

的安全通道。

39. VPN 系统中的三种典型技术分别是 隧道技术 、 身份认证技术 和 加密技术。

40. 目前身份认证技术可分为 PKI 和非 PKI 两种类型，其中在 VPN 的用户身份认证中一般采用非PKI 认证方式，而信息认证中采用 PKI 认证方式。

三、判断题（每小题 1 1 分，共 0 10 分）

41．Feistel 是密码设计的一个结构，而非一个具体的密码产品。 （√ ）

42. 暴力破解与字典攻击属于同类网络攻击方式，其中暴力破解中所采用的字典要比字典攻击中使

用的字典的范围要大。 （ √ ）

43. DHCP 服务器只能给客户端提IP地址和网关地址， 而不能提供 DNS 服务器的 IP 地址。（× ）

44. 间谍软件能够修改计算机上的配置文件。 （× ）

45. 蠕虫既可以在互联网上传播，也可以在局域网上传播。而且由于局域网本身的特性，蠕虫在局

域网上传播速度更快，危害更大。 （√ ）

46. 与 IDS 相比，IPS 具有深层防御的功能。 （√ ）

47. 当硬件配置相同时，代理防火墙对网络运行性能的影响要比包过滤防火墙小。 （× ）

48. 在传统的包过滤、代理和状态检测 3 类防火墙中，只有状态检测防火墙可以在一定程度上检测

并防止内部用户的恶意破坏。 （√ ）

49. 防火墙一般采用“所有未被允许的就是禁止的”和“所有未被禁止的就是允许的”两个基本准

则，其中前者的安全性要比后者高。 （√ ）

50. 在利用 VPN 连接两个 LAN 时，LAN 中必须使用 TCP/IP 协议。 （ × ）

四 、 名词解释 （每 小题 4 4 分，共 0 20 分）

51．DNS 缓存中毒

答：DNS 为了提高查询效率，采用了缓存机制，把用户查询过的最新记录存放在缓存中，并设置生

存周期（Time To Live，TTL） 。在记录没有超过 TTL 之前，DNS 缓存中的记录一旦被客户端查询，DNS 服务器（包括各级名字服务器）将把缓存区中的记录直接返回给客户端，而不需要进行逐级查询，提高了查询速率。 （2 分）DNS 缓存中毒利用了 DNS 缓存机制，在 DNS 服务器的缓存中存入大量错误的数据记录主动供用户查询。由于缓存中大量错误的记录是攻击者伪造的，而伪造者可能会根据不同的意图伪造不同的记录。由于 DNS 服务器之间会进行记录的同步复制，所以在 TTL 内，缓存中毒的 DNS 服务器有可能将错误的记录发送给其他的 DNS 服务器， 导致更多的 DNS 服务器中毒。 （2 分）

52．机密性、完整性、可用性、可控性

答：机密性是确保信息不暴露给未经授权的人或应用进程（1 分）；完整性是指只有得到允许的人

或应用进程才能修改数据，并且能够判别出数据是否已被更改（1 分）；可用性是指只有得到授权

的用户在需要时才可以访问数据，即使在网络被攻击时也不能阻碍授权用户对网络的使用（1 分）；

可控性是指能够对授权范围内的信息流向和行为方式进行控制（1 分）

53．PMI

答：PMI（授权管理基础设施）是在 PKI 发展的过程中为了将用户权限的管理与其公钥的管理分离，

由 IETF 提出的一种标准。PMI 的最终目标就是提供一种有效的体系结构来管理用户的属性。PMI

以资源管理为核心，对资源的访问控制权统一交由授权机构统一处理（2 分） 。同 PKI 相比，两者主要区别在于 PKI 证明用户是谁，而 PMI 证明这个用户有什么权限、能干什么。PMI 需要 PKI 为其提供身份认证。PMI 实际提出了一个新的信息保护基础设施，能够与 PKI 紧密地集成，并系统地建立起对认可用户的特定授权，对权限管理进行系统的定义和描述，完整地提供授权服务所需过程。

54．防火墙

答：防火墙是指设置在不同网络（如可信赖的企业内部局域网和不可信赖的公共网络）之间或网络

安全域之间的一系列部件的组合（2 分），通过监测、限制、更改进入不同网络或不同安全域的数

据流，尽可能地对外部屏蔽网络内部的信息、结构和运行状况，以防止发生不可预测的、潜在破坏

性的入侵，实现网络的安全保护。（2 分）

55．VPN

答：VPN（虚拟专用网）是利用 Internet 等公共网络的基础设施，通过隧道技术，为用户提供一与

专用网络具有相同通信功能的安全数据通道，实现不同网络之间以及用户与网络之间的相互连接（2

分） 。 从 VPN 的定义来看， 其中 “虚拟” 是指用户不需要建立自己专用的物理线路， 而是利用 Internet等公共网络资源和设备建立一条逻辑上的专用数据通道，并实现与专用数据通道相同的通信功能；“专用网络”是指这一虚拟出来的网络并不是任何连接在公共网络上的用户都能够使用的，而是只有经过授权的用户才可以使用。同时，该通道内传输的数据经过了加密和认证，从而保证了传输内容的完整性和机密性。（2 分）

五 、 简答题 （每小题 0 10 分，共 2 20 0 分）

56． 根据实际应用，以个人防火墙为主，简述防火墙的主要功能及应用特点。

答：防火墙是指设置在不同网络（如可信赖的企业内部局域网和不可信赖的公共网络）之间或网络

安全域之间的一系列部件的组合，通过监测、限制、更改进入不同网络或不同安全域的数据流，尽

可能地对外部屏蔽网络内部的信息、结构和运行状况，以防止发生不可预测的、潜在破坏性的入侵，

实现网络的安全保护。（2 分）

个人防火墙是一套安装在个人计算机上的软件系统，它能够监视计算机的通信状况，一旦发现有对

计算机产生危险的通信就会报警通知管理员或立即中断网络连接，以此实现对个人计算机上重要数

据的安全保护。（2 分）

个人防火墙是在企业防火墙的基础上发展起来，个人防火墙采用的技术也与企业防火墙基本相同，

但在规则的设置、防火墙的管理等方面进行了简化，使非专业的普通用户能够容易地安装和使用。

（2 分）

为了防止安全威胁对个人计算机产生的破坏，个人防火墙产品应提供以下的主要功能。防止 Internet

上用户的攻击、阻断木马及其他恶意软件的攻击、为移动计算机提供安全保护、与其他安全产品进

行集成。（4 分）

57． 如图所示，描述 DDoS 攻击的实现方法。

DDoS 攻击是利用一批受控制的主机向一台主机发起攻击，其攻击的强度和造成的威胁要比 DoS 攻击严重得多，当然其破坏性也要强得多。 （2 分）

在整个 DDoS 攻击过程中，共有四部分组成：攻击者、主控端、代理服务器和被攻击者，其中每一

个组成在攻击中扮演的角色不同。

（1） 攻击者。攻击者是指在整个 DDoS 攻击中的主控台，它负责向主控端发送攻击命令。与

DoS 攻击略有不同，DDoS 攻击中的攻击者对计算机的配置和网络带宽的要求并不高，只要能够向

主控端正常发送攻击命令即可。 （2 分）

（2） 主控端。主控端是攻击者非法侵入并控制的一些主机，通过这些主机再分别控制大量的

代理服务器。攻击者首先需要入侵主控端，在获得对主控端的写入权限后，在主控端主机上安装特

定的程序， 该程序能够接受攻击者发来的特殊指令， 并且可以把这些命令发送到代理服务器上。 （2

分）

（3） 代理服务器。代理服务器同样也是攻击者侵入并控制的一批主机，同时攻击者也需要在

入侵这些主机并获得对这些主机的写入权限后，在上面安装并运行攻击器程序，接受和运行主控端

发来的命令。代理服务器是攻击的直接执行者，真正向被攻击主机发送攻击。 （2 分）

（4）被攻击者。是 DDoS 攻击的直接受害者，目前多为一些大型企业的网站或数据库系统。 （2

分）

网络安全与技术试题及参考答案

一、选择题，共15 题。

（1） 4.5.6.7 这个IP地址所属的类别是   A   。

A.  A类， B.  B类， C.  C类， D.  D类

（2）在下列数中，一个B类子网掩码允许有的数字是   C   个1，且其余位都为0。

A. 9， B. 14，C. 17，D. 3

（3）如果一个A类地址的子网掩码中有14个1，它能确定  C    个子网。

A. 32， B. 8，C. 64，D.128

（4）路由器在两个网段之间转发数据包时，读取其中的   A   地址来确定下一跳的转发路径。

A. IP， B. MAC，C. 源，D. ARP

（5）IP包在网络上传输时若出现差错，差错报告被封装到ICMP分组传送给  A    。

A.发送者， B.接收者，C. 一个路由器，D.上述选项中的任何一项。

（6）UDP、TCP和SCTP都是   D    层协议。

A. 物理， B. 数据链路，C. 网络，D.传输

（7）UDP需要使用   A   地址，来给相应的应用程序发送用户数据报。

A. 端口， B. 应用程序，C. 因特网，   D.物理

（8）IP负责  A      之间的通信，它使用   D       地址进行寻址；

A. 主机到主机；     B. 进程到进程； C. 物理；    D. IP

（9）TCP负责   B    之间的通信，它使用    C     地址进行寻址。

A. 主机到主机；     B. 进程到进程； C. 端口号；    D. IP

（10）     c   地址唯一地标识一个正在运行的应用程序，它由      D   地址的组合构成。

A. IP， B. 传输层协议，C. 网卡的MAC，D.套接字，E. 端口号

（11）面向连接的并发服务器使用  D      端口号进行网络通信服务。

A. 临时， B. 公认，C. 主动，   D.（A）和（B）

（12）在电子邮件地址 macke@pit.arc.nasa.gov 中，域名部分是  B      。

A. macke，B. pit.arc.nasa.gov，C. macke@pit.arc.nasa.gov，D.(A)和（B）

（13）电子邮件客户端通常需要用    A    协议来发送邮件。

A. 仅SMTP， B.仅POP，  C. SMTP和POP，  D.以上都不正确

（14）TCP不适合于传输实时通信数据，是因为  C    。

A. 没有提供时间戳，B.不支持多播，C.丢失分组需要重新传输，D.所有上述选项

（15）下列关于IPv4地址的描述中哪些是错误的？     DF

A．IP地址的总长度为32位

B．每一个IP地址都由网络地址和主机地址组成

C．D类地址属于组播地址

D．一个C类地址拥有8位主机地址，可给256台主机分配地址

E．所有的A类地址的首位一定是“0”

F．A类地址拥有最多的网络数

（15）在OSI参考模型的描述中，下列说法中不正确的是   C     。

A．OSI参考模型定义了开放系统的层次结构

B．OSI参考模型是一个在制定标准时使用的概念性的框架

C．OSI参考模型的每层可以使用上层提供的服务

D．OSI参考模型是开放系统互联参考模型

（16）在应用层协议中，   B       既可使用传输层的TCP协议，又可用UDP协议。

A.SNMP           B.DNS             C.HTTP                D.FTP

（17）在OSI参考模型中，同一结点内相邻层之间通过      A      来进行通信。

A．接口       B．进程       C．协议       D．应用程序

（18）OSI参考模型的数据链路层的功能包括    A       。

A．保证数据帧传输的正确顺序、无差错和完整性

B．提供用户与传输网络之间的接口

C．控制报文通过网络的路由选择

D．处理信号通过物理介质的传输

（19）100Mbps快速以太网与10Mbps传统以太网的帧结构    C     。

A．完全不同          B．帧头控制字节不同

C．完全相同          D．可以相同也可以不同

（20）   C    的物理层标准要求使用非屏蔽双绞线。

A．10 BASE-2    B．10 BASE-5   C．100BASE-TX     D．100 BASE-FX

（21）当一个以太网中的一台源主机要发送数据给位于另一个网络中的一台目的主机时，以太帧头部的目的地址是      B     ，IP包头部的目的地址必须是   D     。

A．路由器的IP地址               B．路由器的MAC地址

C．目的主机的MAC地址           D．目的主机的IP地址

（22）当一个发往目的主机的IP包经过多个路由器转发时，以下哪种情况正确地描述了包内IP地址的变化？    D      。

A当IP包在每跳段中传输时，目的地址改为下个路由器的IP地址。

B当一个路由器将IP包发送到广域网WAN时，目的IP地址经常变化。

C目的IP地址将永远是第一个路由器的IP地址。

D目的IP地址固定不变。

（23）以下哪个协议被用于动态分配本地网络内的IP地址？  A      。

A. DHCP       B. ARP         C. proxy ARP       D. IGRP

（24）E-mail安全传输的方法称为 C    。

A． TLS        B.  SA安全关联组             C.  S/MIME     D.  IPSec

（25）   B    可以根据报文自身头部包含的信息来决定转发或阻止该报文。

A．代理防火墙             B. 包过滤防火墙  C. 报文摘要                D. 私钥

（26）  D     协议主要用于加密机制。

A．HTTP                      B. FTP                 C. TELNET                  D. SSL

（27）属于被动攻击的恶意网络行为是  B     。

A．缓冲区溢出             B. 网络监听                C. 端口扫描                D. IP欺骗

（28）向有限的存储空间输入超长的字符串属于   A  攻击手段。

A．缓冲区溢出             B. 运行恶意软件         C. [浏览](http://action.vogate.com/click/click.php?ads_id=1779&site_id=6235007045037770&click=1&url=http%3A//www.vogate.com/emc.php&v=0&k=%u6D4F%u89C8&s=http%3A//yuege.cn/read.php%3F194&rn=81649)恶意代码网页  D. 打开病毒附件

（29）IPSec需要使用一个称为B      的信令协议来建立两台主机之间的逻辑连接。

A．AH认证头部协议     B. SA安全关联组协议       C. PGP隐私  D. TLS传输安全协议

（30）在IP互联网层提供安全的一组协议是   D       。

A．TLS                B. SSH                 C. PGP                 D. IPSec

（31） A      是IP层的安全协议，它只能提供完整性和鉴别功能，不能提供信息保密。

A．AH                  B. PGP                 C. ESP                  D. IPSec

（32）虚拟专网VPN使用  C    来保证信息传输中的保密性。

A．IPSec                     B. 隧道                C.（A）和（B）        D. 以上都不正确

（33）在VPN中，对  A      进行加密。

A．内网数据报  B. 外网数据报  C. 内网和外网数据报  D. 内网和外网数据报都不

二、叙述回答题：

（1）电子商务中安全电子交易SET系统的双重签名作用是什么？它是怎样实现的？

答：在安全电子交易SET中，持卡人购物时需要向供货商发送两个信息：订货单信息OI和加密的支付卡信息PI。其中OI是发给供货商的，而加密后的PI要经过供货商转交给支付网关银行。同一交易的OI和PI是相互关联的，利用双重前面对二者的报文摘要进行签名，可以分别向供货商和银行证明OI和PI的真实性。

（2）简述X.509的作用是什么？与其他同类系统相比，它的特点是什么。

答： X.509是一个世界统一的公钥证书协议。它的作用是：权威机构对证书持有者的公钥进行认证，对持卡人的身份进行认证。它的使用不需要实时上网验证，可以脱离网络使用。

（3）简述RSA和DES加密算法在信息的保密性、完整性和抗拒认方面的概念和特点。

答： RSA便于确认安全性，它使用一对公开密钥和私有密钥，它的保密性取决于大素数的运算难度，与Hash报文摘要结合使用，实现对报文的完整性确认，以及防拒认，适合于对小数据量报文的加密。

而DES对通信数据是否已经被泄密的确认较困难，它的保密性取决于对称密钥的安全性，通过对报文摘要的加密实现完整性确认，在实现抗拒认方面较困难。

（4）分别用实例说明网络安全所提供的5种服务的用途：信息保密，信息的完整性确认，身份认证，防拒认，网络实体的认证识别。

答：参看教材340页。

三、网络信息数据分析题：

（1）在校园的局域网中捕获到一个以太网帧，此帧的全部数据如下图所示，请对照相关协议的数据结构图，回答以下问题：
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A．此帧的用途和目的是什么？地址解析协议的ARP查询。

B．此帧的目的物理地址是 ff:ff:ff:ff:ff:ff，它属于（广播、单播）地址。

C．它的目的IP地址是 10.0.26.1     ，它属于（广播、单播）地址。

D．此的源物理地址是  00:16:76:0e:b8:76 。

E．它的源IP地址是 10.0.26.12           ，它属于（公网、私网）IP地址。

F．此帧属于以太网帧，还是IEEE802.3帧？为什么？

答：因为类型字段0806表示ARP协议，它大于0600，所以属于以太网，版本II。

G．此帧中封装的上层协议是什么？

答：ARP协议。

H．此帧中有没有填充字段？在什么情况下需要进行填充？

答：有，填充了18字节的0，这是为了保证CSMA/CD“载波侦听/多路访问/冲突检测”协议的正确实施，即以太网的最短帧长必须大于64字节。

I．如果有一台网络计算机对此帧收到此帧后发出响应，响应中应当包含什么内容？

答：即ARP响应，其中应当包含被查询主机的MAC地址和IP地址，参看教材82页。

（2）下图是一台计算机访问一个Web网站时的数据包序列。分析图中数据简要回答以下问题：
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A．客户机的IP地址是 192.168.0.103  ，它属于（公网，私网）地址。

B．Web服务器的IP地址是 202.203.208.32 ，它属于（公网，私网）地址。

C．客户机访问服务器使用的传输层协议是 TCP ，应用层协议是 HTTP  ，应用层协议的版本号是  HTTP/1.1   。

D．客户机向服务器请求建立TCP连接的数据包的号数是 1    。

E．客户机向服务器发送用户名和口令进行请求登录的数据包的号数是   4    。

F．此次访问中，客户机使用的端口名称是 ccs-doftware ，服务器使用的端口名称是  http 。

G．服务器对客户机的响应报文中，代码200的含义是  请求被成功接受 。

H．在TCP的6比特的控制字段中：

[SYN]的含义是  请求建立TCP连接 。[SYN, ACK]的含义是  可以建立连接  。

[ACK]的含义是  确认  。[FIN, ACK]的含义是  同意结束 ，

[FIN]的含义是   结束，参看教材150页  。

I．服务器根据请求向客户机发送网页的第一个数据帧的号数是    6    。

1. **单项选择题**
2. Chinese Wall 模型的设计宗旨是：（A）。

A、用户只能访问哪些与已经拥有的信息不冲突的信息   
B、用户可以访问所有信息

C、用户可以访问所有已经选择的信息   
D、用户不可以访问哪些没有选择的信息

1. 安全责任分配的基本原则是：（C）。

A、“三分靠技术，七分靠管理” B、“七分靠技术，三分靠管理”

C、“谁主管，谁负责” D、防火墙技术

1. 保证计算机信息运行的安全是计算机安全领域中最重要的环节之一，以下（B）不属于信息运行安全技术的范畴。

A、风险分析 B、审计跟踪技术 C、应急技术 D、防火墙技术

1. 从风险的观点来看，一个具有任务紧急性，核心功能性的计算机应用程序系统的开发和维护项目应该（A）。

A、内部实现 B、外部采购实现 C、合作实现 D、多来源合作实现

1. 从风险分析的观点来看，计算机系统的最主要弱点是（B）。

A、内部计算机处理 B、系统输入输出 C、通讯和网络 D、外部计算机处理

1. 从风险管理的角度，以下哪种方法不可取？（D）

A、接受风险 B、分散风险 C、转移风险 D、拖延风险

1. 当今IT的发展与安全投入，安全意识和安全手段之间形成（B）。

A、安全风险屏障 B、安全风险缺口 C、管理方式的变革 D、管理方式的缺口

1. 当为计算机资产定义保险覆盖率时，下列哪一项应该特别考虑？（D）。

A、已买的软件 B、定做的软件 C、硬件 D、数据

1. 当一个应用系统被攻击并受到了破坏后，系统管理员从新安装和配置了此应用系统，在该系统重新上线前管理员不需查看：（C）

A、访问控制列表 B、系统服务配置情况

1. 审计记录 D、用户账户和权限的设置

10、根据《计算机信息系统国际联网保密管理规定》，涉及国家秘密的计算机信息系统，不得直接或间接地与国际互联网或其它公共信息网络相联接，必须实行（B）。

1. 逻辑隔离 B、物理隔离 C、安装防火墙 D、VLAN 划分

11、根据《信息系统安全等级保护定级指南》，信息系统的安全保护等级由哪两个定级要素决定？（D）

A、威胁、脆弱性 B、系统价值、风险

C、信息安全、系统服务安全 D、受侵害的客体、对客体造成侵害的程度业务

12、公司应明确员工的雇佣条件和考察评价的方法与程序，减少因雇佣不当而产生的安全风险。人员考察的内容不包括（B）。

A、身份考验、来自组织和个人的品格鉴定 B、家庭背景情况调查

C、学历和履历的真实性和完整性 D、学术及专业资格

13、计算机信息的实体安全包括环境安全、设备安全、（B）三个方面。

A运行安全 B、媒体安全 C、信息安全 D、人事安全

14、目前，我国信息安全管理格局是一个多方“齐抓共管”的体制，多头管理现状决定法出多门，《计算机信息系统国际联网保密管理规定》是由下列哪个部门所指定的规章制度？（B）

A、公安部 B、国家保密局

C、信息产业部 D、国家密码管理委员会办公室

15、目前我国颁布实施的信息安全相关标准中，以下哪一个标准属于强制执行的标准？（B）

A、GB/T 18336-2001 信息技术安全性评估准则

B、GB 17859-1999 计算机信息系统安全保护等级划分准则

C、GB/T 9387.2-1995 信息处理系统开放系统互联安全体系结构

D、GA/T 391-2002 计算机信息系统安全等级保护管理要求

16、确保信息没有非授权泄密，即确保信息不泄露给非授权的个人、实体或进程，不为其所用，是指（C）。

A、完整性 B、可用性 C、保密性 D、抗抵赖性

17、如果对于程序变动的手工控制收效甚微，以下哪一种方法将是最有效的？（A）

A、自动软件管理 B、书面化制度 C、书面化方案 D、书面化标准

18、如果将风险管理分为风险评估和风险减缓，那么以下哪个不属于风险减缓的内容？（A）

A、计算风险 B、选择合适的安全措施

C、实现安全措施 D、 接受残余风险

19、软件供应商或是制造商可以在他们自己的产品中或是客户的计算机系统上安装一个“后门”程序。以下哪一项是这种情况面临的最主要风险？（A）

A、软件中止和黑客入侵 B、远程监控和远程维护

C、软件中止和远程监控 D、远程维护和黑客入侵

20、 管理审计指（C）

A、保证数据接收方收到的信息与发送方发送的信息完全一致

B、防止因数据被截获而造成的泄密

C、对用户和程序使用资源的情况进行记录和审查

D、保证信息使用者都可

21、为了保护企业的知识产权和其它资产，当终止与员工的聘用关系时下面哪一项是最好的方法？（A）

A、进行离职谈话，让员工签署保密协议，禁止员工账号，更改密码

B、进行离职谈话，禁止员工账号，更改密码

C、让员工签署跨边界协议

D、列出员工在解聘前需要注意的所有责任

22、为了有效的完成工作，信息系统安全部门员工最需要以下哪一项技能？（D）

A、人际关系技能 B、项目管理技能 C、技术技能 D、沟通技能

23、我国的国家秘密分为几级？（A）

A、3 B、4 C、5 D、6

24、系统管理员属于（C）。

A、决策层 B、管理层

C、执行层 D、既可以划为管理层，又可以划为执行层

25、下列哪一个说法是正确的？（C）

A、风险越大，越不需要保护 B、风险越小，越需要保护

C、风险越大，越需要保护 D、越是中等风险，越需要保护

26、下面哪类访问控制模型是基于安全标签实现的？（B）

A、自主访问控制 B、强制访问控制

C、基于规则的访问控制 D、基于身份的访问控制

27、下面哪项能够提供最佳安全认证功能？（B）

A、这个人拥有什么 B、这个人是什么并且知道什么

C、这个人是什么 D、这个人知道什么

28、下面哪一个是国家推荐性标准？（A）

A、GB/T 18020-1999 应用级防火墙安全技术要求

B、SJ/T 30003-93 电子计算机机房施工及验收规范

C、GA243-2000 计算机病毒防治产品评级准则

D、ISO/IEC 15408-1999 信息技术安全性评估准则

29、下面哪一项关于对违反安全规定的员工进行惩戒的说法是错误的？（C）

A、对安全违规的发现和验证是进行惩戒的重要前提

B、惩戒措施的一个重要意义在于它的威慑性

C、处于公平，进行惩戒时不应考虑员工是否是初犯，是否接受过培训

D、尽管法律诉讼是一种严厉有效的惩戒手段，但使用它时一定要十分慎重

30、下面哪一项最好地描述了风险分析的目的？（C）

A、识别用于保护资产的责任义务和规章制度

B、识别资产以及保护资产所使用的技术控制措施

C、识别资产、脆落性并计算潜在的风险

D、识别同责任义务有直接关系的威胁

31、下面哪一项最好地描述了组织机构的安全策略？（A）

A、定义了访问控制需求的总体指导方针

B、建议了如何符合标准

C、表明管理意图的高层陈述

D、表明所使用的技术控制措施的高层陈述

32、下面哪一种风险对电子商务系统来说是特殊的？（D）

A、服务中断 B、应用程序系统欺骗

C、未授权的信息泄露 D、确认信息发送错误

33、下面有关我国标准化管理和组织机构的说法错误的是？（C）

A、国家标准化管理委员会是统一管理全国标准化工作的主管机构

B、国家标准化技术委员会承担国家标准的制定和修改工作

C、全国信息安全标准化技术委员负责信息安全技术标准的审查、批准、编号和发布

D、全国信息安全标准化技术委员负责统一协调信息安全国家标准年度技术项目

34、项目管理是信息安全工程师基本理论，以下哪项对项目管理的理解是正确的？（A）

A、项目管理的基本要素是质量，进度和成本

B、项目管理的基本要素是范围，人力和沟通

C、项目管理是从项目的执行开始到项目结束的全过程进行计划、组织

D、项目管理是项目的管理者，在有限的资源约束下，运用系统的观点，方法和理论，对项目涉及的技术工作进行有效地管理

35、信息安全的金三角是（C）。

A、可靠性，保密性和完整性 B、多样性，冗余性和模化性

C、保密性，完整性和可用性 D、多样性，保密性和完整性

36、信息安全风险缺口是指（A）。

A、IT的发展与安全投入，安全意识和安全手段的不平衡

B、信息化中，信息不足产生的漏洞

C、计算机网络运行，维护的漏洞

D、计算中心的火灾隐患

37、信息安全风险应该是以下哪些因素的函数？（A）

A、信息资产的价值、面临的威胁以及自身存在的脆弱性等

B、病毒、黑客、漏洞等

C、保密信息如国家密码、商业秘密等

D、网络、系统、应用的复杂的程度

38、信息安全工程师监理的职责包括？（A）

A、质量控制，进度控制，成本控制，合同管理，信息管理和协调

B、质量控制，进度控制，成本控制，合同管理和协调

C、确定安全要求，认可设计方案，监视安全态势，建立保障证据和协调

D、确定安全要求，认可设计方案，监视安全态势和协调

39、信息安全管理最关注的是？（C）

A、外部恶意攻击 B、病毒对PC的影响

C、内部恶意攻击 D、病毒对网络的影响

40、信息分类是信息安全管理工作的重要环节，下面哪一项不是对信息进行分类时需要重点考虑的？（C）

A、信息的价值 B、信息的时效性

C、信息的存储方式 D、法律法规的规定

41、信息网络安全的第三个时代是（A）

A、主机时代，专网时代，多网合一时代 B、主机时代，PC时代，网络时代

C、PC时代，网络时代，信息时代 D、2001年，2002年，2003年

42、一个公司在制定信息安全体系框架时，下面哪一项是首要考虑和制定的？（A）

A、安全策略 B、安全标准 C、操作规程 D、安全基线

43、以下哪个不属于信息安全的三要素之一？（C）

A、机密性 B、完整性 C、抗抵赖性 D、可用性

44、以下哪一项安全目标在当前计算机系统安全建设中是最重要的？（C）

A、目标应该具体 B、目标应该清晰

C、目标应该是可实现的 D、目标应该进行良好的定义

45、以下哪一项计算机安全程序的组成部分是其它组成部分的基础？（A）

A、制度和措施 B、漏洞分析

C、意外事故处理计划 D、采购计划

46、以下哪一项是对信息系统经常不能满足用户需求的最好解释？（C）

A、没有适当的质量管理工具 B、经常变化的用户需求

C、用户参与需求挖掘不够 D、项目管理能力不强

47、以下哪一种人给公司带来了最大的安全风险？（D）

A、临时工 B、咨询人员 C、以前的员工 D、当前的员工

48、以下哪种安全模型未使用针对主客体的访问控制机制？（C）

A、基于角色模型 B、自主访问控制模型

C、信息流模型 D、强制访问控制模型

49、以下哪种措施既可以起到保护的作用还能起到恢复的作用？（C）

A、对参观者进行登记 B、备份

C、实施业务持续性计划 D、口令

50、以下哪种风险被定义为合理的风险？（B）

A、最小的风险 B、可接受风险

C、残余风险 D、总风险

51、以下人员中，谁负有决定信息分类级别的责任？（B）

A、用户 B、数据所有者 C、审计员 D、安全官

52、有三种基本的鉴别的方式：你知道什么，你有什么,以及（C）。

A、你需要什么 B、你看到什么 C、你是什么 D、你做什么

53、在对一个企业进行信息安全体系建设中，下面哪种方法是最佳的？（B）

A、自下而上 B、自上而下 C、上下同时开展 D、以上都不正确

54、在风险分析中，下列不属于软件资产的是（D）

A、计算机操作系统 B、网络操作系统

C、应用软件源代码 D、外来恶意代码

55、在国家标准中，属于强制性标准的是：（B）

A、GB/T XXXX-X-200X B、GB XXXX-200X

C、DBXX/T XXX-200X D、QXXX-XXX-200X

56、在任何情况下，一个组织应对公众和媒体公告其信息系统中发生的信息安全事件？（A）

A、当信息安全事件的负面影响扩展到本组织意外时

B、只要发生了安全事件就应当公告

C、只有公众的什么财产安全受到巨大危害时才公告

D、当信息安全事件平息之后

57、在信息安全策略体系中，下面哪一项属于计算机或信息安全的强制性规则？（A）

A、标准（Standard） B、安全策略（Security policy）

C、方针（Guideline） D、流程(Proecdure)

58、在信息安全管理工作中“符合性”的含义不包括哪一项？（C）

A、对法律法规的符合 B、对安全策略和标准的符合

C、对用户预期服务效果的符合 D、通过审计措施来验证符合情况

59、在许多组织机构中，产生总体安全性问题的主要原因是（A）。

A、缺少安全性管理 B、缺少故障管理

C、缺少风险分析 D、缺少技术控制机制

60、职责分离是信息安全管理的一个基本概念。其关键是权利不能过分集中在某一个人手中。职责分离的目的是确保没有单独的人员（单独进行操作）可以对应用程序系统特征或控制功能进行破坏。当以下哪一类人员访问安全系统软件的时候，会造成对“职责分离”原则的违背？（D）

A、数据安全管理员 B、数据安全分析员

C、系统审核员 D、系统程序员

61、中国电信的岗位描述中都应明确包含安全职责，并形成正式文件记录在案，对于安全职责的描述应包括（D）。

A、落实安全政策的常规职责 B、执行具体安全程序或活动的特定职责

C、保护具体资产的特定职责 D、以上都对

62、终端安全管理目标：规范支撑系统中终端用户的行为，降低来自支撑系统终端的安全威胁，重点解决以下哪些问题？（A）。

A、终端接入和配置管理；终端账号、秘密、漏洞补丁等系统安全管理；桌面及主机设置管理；终端防病毒管理

B、终端账号、秘密、漏洞补丁等系统安全管理；桌面及主机设置管理；终端防病毒管理

C、终端接入和配置管理；桌面及主机设置管理；终端防病毒管理

D、终端接入和配置管理；终端账号、秘密、漏洞补丁等系统安全管理；桌面及主机设置管理

63、著名的橘皮书指的是（A）。

A、可信计算机系统评估标准(TCSEC) B、信息安全技术评估标准（ITSEC）

C、美国联邦标准（FC） D、通用准则（CC）

64、资产的敏感性通常怎样进行划分？（C）

A、绝密、机密、敏感 B、机密、秘密、敏感和公开

C、绝密、机密、秘密、敏感和公开等五类

D、绝密、高度机密、秘密、敏感和公开等五类

65、重要系统关键操作操作日志保存时间至少保存（C）个月。

A、1 B、2 C、3 D、4

66、安全基线达标管理办法规定：BSS系统口令设置应遵循的内控要求是（C）

A、数字+字母 B、数字+字母+符号

C、数字+字母+字母大小写 D、数字+符号

67、不属于安全策略所涉及的方面是（D）。

A、物理安全策略 B、访问控制策略

C、信息加密策略 D、防火墙策略

68、“中华人民共和国保守国家秘密法”第二章规定了国家秘密的范围和密级，国家秘密的密级分为：（C）。

A、“普密”、“商密”两个级别 B、“低级”和“高级”两个级别

C、“绝密”、“机密”、“秘密”三个级别

D、“一密”、“二密”，“三密”、“四密”四个级别

69、对MBOSS系统所有资产每年至少进行（A）次安全漏洞自评估。

A、1 B、2 C、3 D、4

70、下列情形之一的程序，不应当被认定为《中华人民共和国刑法》规定的“计算机病毒等破坏性程序”的是：（A）。

A、能够盗取用户数据或者传播非法信息的

B、能够通过网络、存储介质、文件等媒介，将自身的部分、全部或者变种进行复制、传播，并破坏计算机系统功能、数据或者应用程序的

C、能够在预先设定条件下自动触发，并破坏计算机系统功能、数据或者应用程序的

D、其他专门设计用于破坏计算机系统功能、数据或者应用程序的程序

71、中国电信各省级公司争取在1-3年内实现CTG-MBOSS 系统安全基线“达标”（C）级以上。

A、A级 B、B级 C、C级 D、D级

72、下面对国家秘密定级和范围的描述中，哪项不符合《保守国家秘密法》要求？（C）

A、国家秘密和其密级的具体范围，由国家保密工作部门分别会同外交、公安、国家安全和其他中央有关规定

B、各级国家机关、单位对所产生的秘密事项，应当按照国家秘密及其密级的具体范围的规定确定密级

C、对是否属于国家和属于何种密级不明确的事项，可有各单位自行参考国家要求确定和定级，然后国家保密工作部门备案

D、对是否属于国家和属于何种密级不明确的事项，由国家保密工作部门，省、自治区、直辖市的保密工作部门，省、自治区、直辖市的保密工作部门，省、自治区政府所在地的市和经国务院批准的较大的市的保密工作部门或者国家保密工作部门审定的机关确定。

73、获取支付结算、证劵交易、期货交易等网络金融服务的身份认证信息（B）组以上的可以被《中华人民共和国刑法》认为是非法获取计算机信息系统系统认定的“情节严重”。

A、5 B、10 C、-15 D、20

74、基准达标项满（B）分作为安全基线达标合格的必要条件。

A、50 B、60 C、70 D、80

75、《国家保密法》对违法人员的量刑标准是（A）。

A、国家机关工作人员违法保护国家秘密的规定，故意或者过失泄露国家秘密，情节严重的，处三年以下有期徒刑或者拘役；情节特别严重的，处三年以上七年以下有期徒刑

B、国家机关工作人员违法保护国家秘密的规定，故意或者过失泄露国家秘密，情节严重的，处四年以下有期徒刑或者拘役；情节特别严重的，处四年以上七年以下有期徒刑

C、国家机关工作人员违法保护国家秘密的规定，故意或者过失泄露国家秘密，情节严重的，处五年以下有期徒刑或者拘役；情节特别严重的，处五年以上七年以下有期徒刑

D、-国家机关工作人员违法保护国家秘密的规定，故意或者过失泄露国家秘密，情节严重，处七年以下有期徒刑或者拘役；情节特别严重的，处七年以下有期徒刑

76、$HOME/.netrc文件包含下列哪种命令的自动登录信息？（C）

A、rsh B、ssh C、ftp D、rlogin

77、/etc/ftpuser文件中出现的账户的意义表示（A）。

A、该账户不可登录ftp B、该账户可以登录ftp C、没有关系 D、缺少

78、按TCSEC标准，WinNT的安全级别是（A）。

A、C2 B、B2 C、C3 D、B1

79、Linux系统/etc目录从功能上看相当于Windows的哪个目录？（B）

A、program files B、Windows C、system volume information D、TEMP

80、Linux系统格式化分区用哪个命令？（A）

A、fdisk B、mv C、mount D、df

81、在Unix系统中，当用ls命令列出文件属性时，如果显示-rwxrwxrwx,意思是（A）。

A、前三位rwx表示文件属主的访问权限；中间三位rwx表示文件同组用户的访问权限；后三位rwx表示其他用户的访问权限

B、前三位rwx表示文件同组用户的访问权限；中间三位rwx表示文件属主的访问权限；后三位rwx表示其他用户的访问权限

C、前三位rwx表示文件同域用户的访问权限；中间三位rwx表示文件属主的访问权限；后三位rwx表示其他用户的访问权限

D、前三位rwx表示文件属主的访问权限；中间三位rwx表示文件同组用户的访问权限；后三位rwx表示同域用户的访问权限

82、Linux系统通过（C）命令给其他用户发消息。

A、less B、mesg C、write D、echo to

83、Linux中，向系统中某个特定用户发送信息，用什么命令？（B）

A、wall B、write C、mesg D、net send

84、防止系统对ping请求做出回应，正确的命令是：（C）。

A、echo 0>/proc/sys/net/ipv4/icmp\_ehco\_ignore\_all

B、echo 0>/proc/sys/net/ipv4/tcp\_syncookies

C、echo 1>/proc/sys/net/ipv4/icmp\_echo\_ignore\_all

D、echo 1>/proc/sys/net/ipv4/tcp\_syncookies

85、NT/2K模型符合哪个安全级别？（B）

A、B2 B、C2 C、B1 D、C1

86、Red Flag Linux指定域名服务器位置的文件是（C）。

A、etc/hosts B、etc/networks C、etc/rosolv.conf D、/.profile

87、Solaris操作系统下，下面哪个命令可以修改/n2kuser/.profile文件的属性为所有用户可读、科协、可执行？（D）

A、chmod 744 /n2kuser/.profile B、 chmod 755 /n2kuser/.profile

C、 chmod 766 /n2kuser/.profile D、 chmod 777 /n2kuser/.profile

88、如何配置，使得用户从服务器A访问服务器B而无需输入密码？（D）

A、利用NIS同步用户的用户名和密码

B、在两台服务器上创建并配置/.rhost文件

C、在两台服务器上创建并配置$HOME/.netrc文件

D、在两台服务器上创建并配置/etc/hosts.equiv文件

89、Solaris系统使用什么命令查看已有补丁列表？（C）

A、uname –an B、showrev C、oslevel –r D、swlist –l product ‘PH??’

90、Unix系统中存放每个用户信息的文件是（D）。

A、/sys/passwd B、/sys/password C、/etc/password D、/etc/passwd

91、Unix系统中的账号文件是（A）。

A、/etc/passwd B、/etc/shadow C、/etc/group D、/etc/gshadow

92、Unix系统中如何禁止按Control-Alt-Delete关闭计算机？（B）

A、把系统中“/sys/inittab”文件中的对应一行注释掉

B、把系统中“/sysconf/inittab”文件中的对应一行注释掉

C、把系统中“/sysnet/inittab”文件中的对应一行注释掉

D、把系统中“/sysconf/init”文件中的对应一行注释掉

93、Unix中。可以使用下面哪一个代替Telnet，因为它能完成同样的事情并且更安全？（B）

A、S-TELNET B、SSH C、FTP D、RLGON

94、Unix中，默认的共享文件系统在哪个位置？（C）

A、/sbin/ B、/usr/local/ C、/export/ D、/usr/

95、Unix中，哪个目录下运行系统工具，例如sh,cp等？（A）

A、/bin/ B、/lib/ C、/etc/ D、/

96、U盘病毒依赖于哪个文件打到自我运行的目的？（A）

A、autoron.inf B、autoexec.bat C、config.sys D、system.ini

97、Windows nt/2k中的.pwl文件是？（B）

A、路径文件 B、口令文件 C、打印文件 D、列表文件

98、Windows 2000目录服务的基本管理单位是（D）。

A、用户 B、计算机 C、用户组 D、域

99、Windows 2000系统中哪个文件可以查看端口与服务的对应？（D）

A、c:\winnt\system\drivers\etc\services B、c:\winnt\system32\services

C、c:\winnt\system32\config\services D、c:\winnt\system32\drivers\etc\services

100、Windows NT/2000 SAM存放在（D）。

A、WINNT B、WINNT/SYSTEM32

C、WINNT/SYSTEM D、WINNT/SYSTEM32/config

101、 Windows NT/2000中的.pwl文件是？（B）

A、路径文件 B、口令文件 C、打印文件 D、列表文件

102、Windows NT的安全标识（SID）串是由当前时间、计算机名称和另外一个计算机变量共同产生的，这个变量是什么？（C）

A、击键速度 B、用户网络地址 C、处理当前用户模式线程所花费CPU的时间 D、PING的响应时间

103、Windows NT和Windows 2000系统能设置为在几次无效登录后锁定账号，可以防止：（B）。

A、木马 B、暴力破解 C、IP欺骗 D、缓冲区溢出攻击

104、Windows主机推荐使用（A）格式。

A、NTFS B、FAT32 C、FAT D、Linux

105、XP当前的最新补丁是（C）。

A、SP1 B、SP2 C、SP3 D、SP4

106、按TCSEC标准，WinNT的安全级别是（A）。

A、C2 B、B2 C、C3 D、B1

107、当你感觉到你的Win2003运行速度明显减慢，当打开任务管理器后发现CPU使用率达到了100%，你认为你最有可能受到了（D）攻击。

A、缓冲区溢出攻击 B、木马攻击 C、暗门攻击 D、DOS攻击

108、档案权限755，对档案拥有者而言，是什么含义？（A）

A、可读，可执行，可写入 B、可读

C、可读，可执行 D、可写入

109、如何配置，使得用户从服务器A访问服务器B而无需输入密码（D）。

A、利用NIS同步用户的用户名和密码

B、在两台服务器上创建并配置/.rhosts文件

C、在两台服务器上创建并配置$HOME/.netrc文件

D、在两台服务器上创建并配置/et/hosts.equiv文件

110、要求关机后不重新启动，shutdown后面参数应该跟（C）。

A、–k B、–r C、-h D、 –c

111、一般来说，通过web运行http服务的子进程时，我们会选择（D）的用户用户权限方式，这样可以保证系统的安全。

A、root B、httpd C、guest D、nobody

112、以下哪项技术不属于预防病毒技术的范畴？（A）

A、加密可执行程序 B、引导区保护

C、系统监控与读写控制 D、校验文件

113、用户收到了一封可疑的电子邮件，要求用户提供银行账户及密码，这是属于何种攻击手段？（B）

A、缓冲区溢出攻击 B、钓鱼攻击 C、暗门攻击 D、DDos攻击

114、与另一台机器建立IPC$会话连接的命令是（D）。

A、net user [\\192.168.0.1\IPC$](file:///\\192.168.0.1\IPC$)

B、net use [\\192.168.0.1\IPC$](file:///\\192.168.0.1\IPC$) user:Administrator / passwd:aaa

C、net user \192.168.0.1IPC$ D、net use [\\192.168.0.1\IPC$](file:///\\192.168.0.1\IPC$)

115、在NT中，如果config.pol已经禁止了对注册表的访问，那么黑客能够绕过这个限制吗？怎样实现？（B）

A、不可以 B、可以通过时间服务来启动注册表编辑器

C、可以通过在本地计算机删除config.pol文件 D、可以通过poledit命令

116、在NT中，怎样使用注册表编辑器来严格限制对注册表的访问？（C）

A、HKEY\_CURRENT\_CONFIG,连接网络注册、登录密码、插入用户ID

B、HKEY\_CURRENT\_MACHINE,浏览用户的轮廓目录，选择NTUser.dat

C、HKEY\_USERS,浏览用户的轮廓目录，选择NTUser.dat

D、HKEY\_USERS,连接网络注册，登录密码，插入用户ID

117、在Solaris 8下，对于/etc/shadow文件中的一行内容如下“root:3vd4NTwk5UnLC:9038::::::”,以下说法正确的是：（E）。

A、这里的3vd4NTwk5UnLC是可逆的加密后的密码

B、这里的9038是指从1970年1月1日到现在的天数

C、这里的9038是指从1980年1月1日到现在的天数

D、这里的9038是指从1980年1月1日到最后一次修改密码的天数

E-以上都不正确

118、在Solaris 8下，对于/etc/shadow文件中的一行内容如下：root:3vd4NTwk5UnLC:0:1:Super-User:/:”，以下说法正确的是：（A）。

A、是/etc/passwd文件格式 B、是/etc/shadow文件格式

C、既不是/etc/passwd也不是/etc/shadow文件格式

D、这个root用户没有SHELL，不可登录

E、这个用户不可登录，并不是因为没有SHELL

119、在Solaris系统中，终端会话的失败登录尝试记录在下列哪个文件里面?(D)

A、-/etc/default/login B、/etc/nologin

C、/etc/shadow D、var/adm/loginlog

120、在Windows 2000中，以下哪个进程不是基本的系统进程:(D)

A、smss. exe B、csrss. Exe C、winlogon. exe D、-conime.exe

121、在Windows 2000中可以察看开放端口情况的是:(D)。

A、nbtstat B、net C、net show D、netstat

122、在Windows 2003下netstat的哪个参数可以看到打开该端口的PID?(C)（格式到此）

A、a B、n C、o D 、p

123、在使用影子口令文件(shadowedpasswords)的Linux系统中，/etc/passwd文件和/etc/shadow文件的正确权限分别是(C)。

A、rw-r-----,-r-------- B、rw-r--r--,-r--r--r—

C、rw-r--r--,-r-------- Drw-r--rw-,-r-----r--

124、制定数据备份方案时，需要重要考虑的两个因素为适合的备份时间和(B)。

A、备份介质 B、备份的存储位置

C、备份数据量 D、恢复备份的最大允许时间

125、周期性行为，如扫描，会产生哪种处理器负荷?(A)

A、Idle Ioad B、Usage Ioad C、Traffic load D、以上都不对

126、主要由于(D)原因，使Unix易于移植

A、Unix是由机器指令书写的 B、Unix大部分由汇编少部分用C语言编写

C、Unix是用汇编语言编写的 D、Unix小部分由汇编大部分用C语言编写

127、HP-UX系统中，使用(A)命令查看系统版本、硬件配置等信息。

A、uname -a B、ifconfig C、netstat D、ps -ef

128、Linux文件权限一共10位长度，分成四段，第三段表示的内容是(C)。

A、文件类型 B、文件所有者的权限

C、文件所有者所在组的权限 D、其他用户的权限

129、在云计算虚拟化应用中，VXLAN技术处于OS工网络模型中2-3层间，它综合了2层交换的简单性与3层路由的跨域连接性。它是通过在UDP/IP上封装Mac地址而实现这一点的。在简单应用场合，vxLAN可以让虚拟机在数据中心之间的迁移变得更为简单。该技术是哪个公司主推的技术?(C)

A、惠普 B、Juniper C、Cisco与Vmware D、博科Brocade

130、Linux中，什么命令可以控制口令的存活时间了(A)。

A、chage B、passwd C、chmod D、umask

131、Qfabric技术是使用市场上现成的计算和存储网元并利用行业标准的网络接口将它们连接后组建大规模的数据中心，以满足未来云计算的要求。该技术概念是哪个厂家主推的概念?(B)

A、惠普 B、uniper C、Cisco与Vmware D、博科Brocade

132、为了检测Windows系统是否有木马入侵，可以先通过(B)命令来查看当前的活动连接端口。

A、ipconfig B、netstat -rn C、tracert –d D、netstat -an

133、网络营业厅提供相关服务的可用性应不低于（A）。

A、99.99% B、99.9% C、99% D、98.9%

134、IRF(Intelligent Resilient Framework)是在该厂家所有数据中心交换机中实现的私有技术，是应用在网络设备控制平面的多虚拟技术。该技术属于哪个厂家?(A)

A、惠普 B、Juniper C、Cisco与Vmware D、博科Brocade

135、Windows NT的安全标识符(SID)是由当前时间、计算机名称和另外一个计算机变量共同产生的，这个变量是:(D)。

A、击键速度 B、当前用户名

C、用户网络地址 D、处理当前用户模式线程所花费CPU的时间

136、脆弱性扫描，可由系统管理员自行进行检查，原则上应不少于(B)。

A、每周一次 B、每月一次 C、每季度一次 D、每半年一次

137、下面哪一个情景属于身份验证(Authentication)过程?(A)

A、用户依照系统提示输入用户名和口令

B、用户在网络上共享了自己编写的一份Office文档，并设定哪些用户可以阅读，哪些用户可以修改

C、用户使用加密软件对自己编写的Office文档进行加密，以阻止其他人得到这份拷贝后看到文档中的内容

D、某个人尝试登录到你的计算机中，但是口令输入的不对，系统提示口令错误，并将这次失败的登录过程纪录在系统日志中

138、下面哪一个情景属于授权(Authorization)过程?(B)

A、用户依照系统提示输入用户名和口令

B、用户在网络上共享了自己编写的一份Office文档，并设定哪些用户可以阅读，哪些用户可以修改

C、用户使用加密软件对自己编写的Office文档进行加密，以阻止其他人得到这份拷贝后看到文档中的内容

D、某个人尝试登录到你的计算机中，但是口令输入的不对，系统提示口令错误，并将这次失败的登录过程纪录在系统日志中

139、下列哪一条与操作系统安全配置的原则不符合?(D)

A、关闭没必要的服务 B、不安装多余的组件

C、安装最新的补丁程序 D、开放更多的服务

140、关于DDoS技术，下列哪一项描述是错误的(D)。

A、一些DDoS攻击是利用系统的漏洞进行攻击的

B、黑客攻击前对目标网络进行扫描是发功DDoS攻击的一项主要攻击信息来源

C、对入侵检测系统检测到的信息进行统计分析有利于检测到未知的黑客入侵和更为复杂的DDoS攻击入侵

D、DDoS攻击不对系统或网络造成任何影响

141、关于PPP协议下列说法正确的是:(C)。

A、PPP协议是物理层协议

B、PPP协议是在HDLC协议的基础上发展起来的

C、PPP协议支持的物理层可以是同步电路或异步电路

D、PPP主要由两类协议组成:链路控制协议族CLCP)和网络安全方面的验证协议族(PAP和CHAP)

142、接口被绑定在2层的zone，这个接口的接口模式是（C）。

A、NAT mode B、Route mode

C、-Transparent mode D、NAT或Route mode

143、接入控制方面，路由器对于接口的要求包括：（D）。

A、串口接入 B、局域网方式接入 C、Internet方式接入 D、VPN接入

144、局域网络标准对应OSI模型的哪几层？（C）。

A、上三层 B、只对应网络层 C、下三层 D、只对应物理层

145、拒绝服务不包括以下哪一项？（D）。

A、DDoS B、畸形报文攻击 C、Land攻击 D、ARP攻击

146、抗DDoS防护设备提供的基本安全防护功能不包括（A）。

A、对主机系统漏洞的补丁升级 B、检测DDoS攻击

C、DDoS攻击警告 D、DDoS攻击防护

147、路由器产品提供完备的安全架构以及相应的安全模块，在软、硬件层面设置重重过滤，保护路由器业务安全。其中不对的说法是：（C）。--》缺少D选项

A、路由器产品支持URPF，可以过滤大多数虚假IP泛洪攻击

B、路由器产品支持CAR功能，可以有效限制泛洪攻击

C、路由器产品不支持ACL配置功能，不能定制过滤规则

D、

148、路由器对于接入权限控制，包括：（D）。

A、根据用户账号划分使用权限 B、根据用户接口划分使用权限

C、禁止使用匿名账号 D、以上都是

149、路由器启动时默认开启了一些服务，有些服务在当前局点里并没有作用，对于这些服务：（C）。缺少D选项

A、就让他开着，也耗费不了多少资源 B、就让他开着，不会有业务去访问

C、必须关闭，防止可能的安全隐患 D、

150、设置Cisco设备的管理员账号时，应（C）。

A、多人共用一个账号 B、多人共用多个账号

C、一人对应单独账号 D、一人对应多个账号

151、什么命令关闭路由器的finger服务？（C）

A、disable finger B、no finger C、no finger service D、no service finger

152、什么是IDS？（A）

A、入侵检测系统 B、入侵防御系统 C、网络审计系统 D、主机扫描系统

153、实现资源内的细粒度授权，边界权限定义为：（B）。

A、账户 B、角色 C、权限 D、操作

154、使网络服务器中充斥着大量要求回复的信息，消息带宽，导致网络或系统停止正常服务，这属于什么攻击类型？（A）

A、拒绝服务 B、文件共享 C、BIND漏洞 D、远程过程调用

155、使用TCP 79端口的服务是：（D）。

A、telnet B、SSH C、Web D、Finger

156、使用一对一或者多对多方式的NAT转换，当所有外部IP地址均被使用后，后续的内网用户如需上网，NAT转换设备会执行什么样的动作？（C）

A、挤掉前一个用户，强制进行NAT转换 B、直接进行路由转发

C、不做NAT转换 D、将报文转移到其他NAT转换设备进行地址转换

157、私网地址用于配置本地网络、下列地址中属于私网地址的是？（C）

A、100.0.0.0 B、172.15.0.0 C、192.168.0.0 D、244.0.0.0

158、随着Internet发展的势头和防火墙的更新，防火墙的哪些功能将被取代。（D）

A、使用IP加密技术 B、日志分析工作

C、攻击检测和报警 D、对访问行为实施静态、固定的控制

159、随着安全要求的提高、技术的演进，（D）应逐步实现物理隔离，或者通过采用相当于物理隔离的技术（如MPLSVPN）实现隔离。

A、局域网 B、广域网及局域网 C、终端 D、广域网

160、通过向目标系统发送有缺陷的IP报文，使得目标系统在处理这样的IP包时会出现崩溃，请问这种攻击属于何种攻击？（D）

A、拒绝服务（DoS）攻击 B、扫描窥探攻击

C、系统漏洞攻击 D、畸形报文攻击

161、通信领域一般要求3面隔离，即转发面、控制面、用户面实现物理隔离，或者是逻辑隔离，主要目的是在某一面受到攻击的时候，不能影响其他面。路由器的安全架构在实现上就支持：（D）

A、转发面和控制面物理隔离 B、控制面和用户面逻辑隔离

C、转发面和用户面逻辑隔离 D、以上都支持

162、网管人员常用的各种网络工具包括telnet、ftp、ssh等，分别使用的TCP端口号是（B）。

A、21、22、23 B、23、21、22 C、23、22、21 D、21、23、22

163、网络安全工作的目标包括：（D）。

A、信息机密性 B、信息完整性 C、服务可用性 D、以上都是

164、网络安全在多网合一时代的脆弱性体现在（C）。

A、网络的脆弱性 B、软件的脆弱性 C、管理的脆弱性 D、应用的脆弱性

165、应限制Juniper路由器的SSH（A），以防护通过SSH端口的DoS攻击。

A、并发连接数和1分钟内的尝试连接数 B、并发连接数

C、1分钟内的尝试连接数 D、并发连接数和3分钟内的尝试连接数

166、应用网关防火墙的逻辑位置处在OSI中的哪一层？（C）

A、传输层 B、链路层 C、应用层 D、物理层

167、应用网关防火墙在物理形式上表现为？（B）

A、网关 B、堡垒主机 C、路由 D、交换机

168、用来追踪DDoS流量的命令式：（C）

A、ip source-route B、ip cef C、ip source-track D、ip finger

169、用于保护整个网络IPS系统通常不会部署在什么位置？（D）

A、网络边界 B、网络核心 C、边界防火墙内 D、业务终端上

170、用于实现交换机端口镜像的交换机功能是：（D）

A、PERMIT LIST B、PVLAN C、VTP D、SPAN

171、有关L2TP（Layer 2 Tunneling Protocol）协议说法有误的是（D）。

A、L2TP是由PPTV协议和Cisco公司的L2F组合而成

B、L2TP可用于基于Internet的远程拨号访问

C、为PPP协议的客户建立拨号连接的VPN连接

D、L2TP只能通过TCP/IP连接

172、有关PPTP（Point-to-Point Tunnel Protocol）说法正确的是（C）。

A、PPTP是Netscape提出的 B、微软从NT3.5以后对PPTP开始支持

C、PPTP可用在微软的路由和远程访问服务上 D、它是传输层上的协议

173、有一些应用，如微软Out look或MSN。它们的外观会在转化为基于Web界面的过程中丢失，此时要用到以下哪项技术：（B）

A、Web代理 B、端口转发 C、文件共享 D、网络扩展

174、预防信息篡改的主要方法不包括以下哪一项？（A）

A、使用VPN技术 B、明文加密 C、数据摘要 D、数字签名

175、域名服务系统（DNS）的功能是（A）。

A、完成域名和IP地址之间的转换 B、完成域名和网卡地址之间的转换

C、完成主机名和IP地址之间的转换 D、完成域名和电子邮件地址之间的转换

176、源IP为100.1.1.1，目的IP为100.1.1.255，这个报文属于什么攻击？（B）（假设该网段掩码为255.255.255.0）

A、LAND攻击 B、SMURF攻击 C、FRAGGLE攻击 D、WINNUKE攻击

177、在AH安全协议隧道模式中，新IP头内哪个字段无需进行数据完整性校验？（A）

A、TTL B、源IP地址 C、目的IP地址 D、源IP地址+目的IP地址

178、在C/S环境中，以下哪个是建立一个完整TCP连接的正确顺序？（D）

A、SYN，SYN/ACK，ACK B、Passive Open,Active Open,ACK,ACK

C、SYN,ACK/SYN,ACK D、Active Open/Passive Open,ACK,ACK

179、在L2TP应用场景中，用户的私有地址分配是由以下哪个组建完成？（B）

A、LAC B、LNS C、VPN Client D、用户自行配置

180、在OSI模型中，主要针对远程终端访问，任务包括会话管理、传输同步以及活动管理等以下是哪一层（A）

A、应用层 B、物理层 C、会话层 D、网络层

181、在OSI参考模型中有7个层次，提供了相应的安全服务来加强信息系统的安全性。以下哪一层提供了抗抵赖性？（B）

A、表示层 B、应用层 C、传输层 D、数据链路层

182、在安全策略的重要组成部分中，与IDS相比，IPS的主要优势在哪里？（B）

A、产生日志的数量 B、攻击减少的速度

C、较低的价格 D、假阳性的减少量

183、在安全审计的风险评估阶段，通常是按什么顺序来进行的？（A）

A、侦查阶段、渗透阶段、控制阶段 B、渗透阶段、侦查阶段、控制阶段

C、控制阶段、侦查阶段、渗透阶段 D、侦查阶段、控制阶段、渗透阶段

184、在层的方式当中，哪种参考模型描述了计算机通信服务和协议？（D）

A、IETF 因特网工程工作小组 B、ISO 国际标准组织

C、IANA 因特网地址指派机构 D、OSI 开放系统互联

185、在传输模式IPSec应用情况中，以下哪个区域数据报文可受到加密安全保护？（D）

A、整个数据报文 B、原IP头 C、新IP头 D、传输层及上层数据报文

186、在点到点链路中，OSPF的Hello包发往以下哪个地址？（B）

A、127.0.0.1 B、224.0.0.5 C、233.0.0.1 D、255.255.255.255

187、在建立堡垒主机时，（A）。

A、在堡垒主机上应设置尽可能少的网络服务

B、在堡垒主机上应设置尽可能多的网络服务

C、对必须设置的服务给予尽可能高的权限

D、不论发生任何入侵情况，内部网始终信任堡垒主机

188、在进行Sniffer监听时，系统将本地网络接口卡设置成何种侦听模式？（D）

A、unicast单播模式 B、Broadcast广播模式

C、Multicast组播模式 D、Promiscuous混杂模式

189、在零传输（Zone transfers）中DNS服务使用哪个端口？（A）

A、TCP 53 B、UDP 53 C、UDP 23 D、TCP23

190、在入侵检测的基础上，锁定涉嫌非法使用的用户，并限制和禁止该用户的使用。这种访问安全控制是？（C）

A、入网访问控制 B、权限控制 C、网络检测控制 D、防火墙控制

191、在思科设备上，若要查看所有访问表的内容，可以使用的命令式（B）

A、show all access-lists B、show access-lists

C、show ip interface D、show interface

192、在网络安全中，中断指攻击者破坏网络系统的资源，使之变成无效的或无用的这是对（A）。

A、可用性的攻击 B、保密性的攻击 C、完整性的攻击 D、真实性的攻击

193、在一个局域网环境中，其内在的安全威胁包括主动威胁和被动威胁。以下哪一项属于被动威胁？（C）

A、报文服务拒绝 B、假冒 C、数据流分析 D、报文服务更改

194、在以下OSI七层模型中，synflooding攻击发生在哪层？（C）

A、数据链路层 B、网络层 C、传输层 D、应用层

195、在以下哪类场景中，移动用户不需要安装额外功能（L2TP）的VPDN软件？（B）

A、基于用户发起的L2TP VPN B、基于NAS发起的L2TP VPN

C、基于LNS发起的L2TP VPN D、以上都是

196、账户口令管理中4A的认证管理的英文单词为：（B）

A、Account B、Authentication C、Authorization D、Audit

197、只具有（A）和FIN标志集的数据包是公认的恶意行为迹象。

A、SYN B、date C、head D、标志位

198、主从账户在4A系统的对应关系包含：（D）

A、1 -N B、1 -1 C、N -1 D、以上全是

199、主动方式FTP服务器要使用的端口包括（A）。

A、TCP 21 TCP 20 B、TCP21 TCP大于1024的端口

C、TCP 20、TCP 大于1024端口 D、都不对

200、下列（D）因素不是影响IP电话语音质量的技术因素。

A、时延 B、抖动 C、回波 D、GK性能

201、下列安全协议中使用包括过滤技术，适合用于可信的LAN到LAN之间的VPN（内部VPN）的是（D）。

A、PPTP B、L2TP C、SOCKS v5 D、IPSec

202、下列不是抵御DDoS攻击的方法有（D）。

A、加强骨干网设备监控 B、关闭不必要的服务

C、限制同时打开的Syn半连接数目 D、延长Syn半连接的time out时间

203、下列措施不能增强DNS安全的是（C）。

A、使用最新的BIND工具 B、双反向查找

C、更改DNS的端口号 D、不要让HINFO记录被外界看到

204、下列各种安全协议中使用包过滤技术，适合用于可信的LAN到LAN之间的VPN，即内部网VPN的是（D）。

A、PPTP B、L2TP C、SOCKS v5 D、IPSec

205、下列哪个属于可以最好的描述系统和网络的状态分析概念，怎么处理其中的错误才是最合适？（D）

A、回应的比例 B、被动的防御 C、主动的防御 D、都不对

206、下列哪项是私有IP地址？（A）

A、10.5.42.5 B、172.76.42.5 C、172.90.42.5 D、241.16.42.5

207、下列哪一项能够提高网络的可用性？（B）

A、数据冗余 B、链路冗余 C、软件冗余 D、电源冗余

208、下列哪一种攻击方式不属于拒绝服务攻击：（A）。

A、LOphtCrack B、Synflood C、Smurf D、Ping of Death

209、下列哪一项是arp协议的基本功能？（A）

A、通过目标设备的IP地址，查询目标设备的MAC地址，以保证通信的进行

B、对局域网内的其他机器广播路由地址

C、过滤信息，将信息传递个数据链路层 D、将信息传递给网络层

210、最早的计算机网络与传统的通信网络最大的区别是什么？（A）

A、计算机网络采用了分组交换技术 B、计算机网络采用了电路交换技术

C、计算机网络的可靠性大大提高 D、计算机网络带宽和速度大大提高

211、以下哪个属于IPS的功能？（A）

A、检测网络攻击 B、网络流量检测 C、实时异常告警 D、以上都是

212、以下说法错误的是（C）。

A、安全是一个可用性与安全性之间的平衡过程 B、安全的三要素中包含完整性

C、可以做到绝对的安全 D、网络安全是信息安全的子集

213、以下属于4A策略管理模块可以管理的为（C）。

A、访问控制策略 B、信息加密策略 C、密码策略 D、防火墙策略

214、最早研究计算机网络的目的是什么？（B）

A、共享硬盘空间、打印机等设备 B、共享计算资源

C、直接的个人通信 D、大量的数据交换

215、防火墙截取内网主机与外网通信，由防火墙本身完成与外网主机通信，然后把结果传回给内网主机，这种技术称为（C）。

A、内容过滤 B、地址转换 C、透明代理 D、内容中转

216、可以通过哪种安全产品划分网络结构，管理和控制内部和外部通讯（A）。

A、防火墙 B、CA中心 C、加密机 D、防病毒产品

217、网络隔离技术的目标是确保把有害的攻击隔离，在保证网络内部信息不外泄的前提下，完成网络间数据的安全交换。下列隔离技术中，安全性最好的是（D）。

A、多重安全网关 B、防火墙 C、Vlan隔离 D、物理隔离

218、下列哪项不是Tacacs+协议的特性。（A）

A、扩展记账 B、加密整个数据包 C、使用TCP D、支持多协议

219、一个数据包过滤系统被设计成只允许你要求服务的数据包进入，而过滤掉不必要的服务。这属于什么基本原则？（A）

A、最小特权 B、阻塞点 C、失效保护状态 D、防御多样化

220、包过滤防火墙工作的好坏关键在于？（C）

A、防火墙的质量 B、防火墙的功能 C、防火墙的过滤规则设计 D、防火墙的日志

221、对于日常维护工作，连接路由器的协议通常使用：（B）。缺少D选项

A、TELNET，简单，容易配置 B、SSH &SSHv2 加密算法强劲，安全性好

C、TELNET配置16位长的密码，加密传输，十分安全 D、

222、BOTNET是（C）。

A、普通病毒 B、木马程序 C、僵尸网络 D、蠕虫病毒

223、监听的可能性比较低的是（B）数据链路。

A、Ethernet B、电话线 C、有线电视频道 D、无线电

224、当IPS遇到软件/硬件问题时，强制进入直通状态，以避免网络断开的技术机制称为（B）。

A、pass B、bypass C、watchdog D、HA

225、网络环境下的security是指（A）。

A、防黑客入侵，防病毒，窃取和敌对势力攻击

B、网络具有可靠性，可防病毒，窃密和敌对势力攻击

C、网络具有可靠性，容灾性，鲁棒性

D、网络的具有防止敌对势力攻击的能力

226、某一案例中，使用者已将无线AP的SSID广播设置为禁止，并修改了默认SSID值，但仍有未经授权的客户端接入该无线网络，这是因为（D）

A、禁止SSID广播仅在点对点的无线网络中有效

B、未经授权客户端使用了默认SSID接入

C、无线AP开启了DHCP服务

D、封装了SSID的数据包仍然会在无线AP与客户端之间传递

227、为了保护DNS的区域传送（zone transfer），应该配置防火墙以阻止（B）。

1.UDP

2.TCP

3.53

4.52

A、1,3 B、2,3 C、1,4 D、2,4

228、以下不属于代理服务技术优点的是（D）。

A、可以实现身份认证 B、内部地址的屏蔽盒转换功能

C、可以实现访问控制 D、可以防范数据驱动侵袭

229、应控制自互联网发起的会话并发连接数不超出网上营业厅设计容量的（C）。

A、60% B、70% C、80% D、90%

230、TCP协议与UDP协议相比，TCP是（B），UDP是（）。

A、设置起来麻烦；很好设置 B、容易；困难

C、面向连接的；非连接的 D、不可靠的；可靠的

231、交换机转发以太网的数据基于：（B）。

A、交换机端口号 B、MAC地址 C、IP地址 D、数据类别

232、HTTP，FTP，SMTP建立在OSI模型的哪一层？（D）

A、2层-数据链路层 B、3层-网络层 C、4层-传输层 D、7层-应用层

233、网络安全的基本属性是（D）。

A、机密性 B、可用性 C、完整性 D、以上都是

234、网络安全的主要目的是保护一个组织的信息资产的（A）。

A、机密性、完整性、可用性 B、参照性、可用性、机密性、

C、可用性、完整性、参照性 D、完整性、机密性、参照性

235、DBS是采用了数据库技术的计算机系统。DBS是一个集合体，包含数据库、计算机硬件、软件和（C）。

A、系统分析员 B、程序员 C、数据库管理员 D、操作员

236、MySQL -h host -u user -p password命令的含义如下，哪些事正确的？（D）

A、-h后为host为对方主机名或IP地址 B、-u后为数据库用户名

C、-p后为密码 D、以上都对

237、Oracle当连接远程数据库或其它服务时，可以指定网络服务名，Oracle9i支持5中命名方法，请选择错误的选项。（D）

A、本地命名和目录命名 B、Oracle名称（Oracle Names）

C、主机命名和外部命名 D、DNS和内部命名

238、Oracle的数据库监听器（LISTENER）的默认通讯端口是？（A）

A、TCP 1521 B、TCP 1025 C、TCP 1251 D、TCP 1433

239、Oracle默认的用户名密码为（A）。

A、Scote/tiger B、root C、null D、rootroot

240、Oracle数据库中，物理磁盘资源包括哪些（D）。

A、控制文件 B、重做日志文件 C、数据文件 D、以上都是

241、Oracle中启用审计后，查看审计信息的语句是下面哪一个？（C）

A、select \* from SYS.AUDIT$ B、select \* from syslogins

C、select \* from SYS.AUD$ D、AUDIT SESSION

242、SMTP的端口？（A）

A、25 B、23 C、22 D、21

243、SQL Server的登录账户信息保存在哪个数据库中？（C）

A、model B、msdb C、master D、tempdb

244、SQL Sever的默认DBA账号是什么？（B）

A、administrator B、sa C、root D、SYSTEM

245、SQL Sever的默认通讯端口有哪些？（B）

A、TCP 1025 B、TCP 1433 C、UDP 1434 D、TCP 14333 E、TCP 445

246、SQL Sever中可以使用哪个存储过程调用操作系统命令，添加系统账号？（B）

A、xp\_dirtree B、xp\_cmdshell C、xp\_cmdshell D、xpdeletekey

247、SQL Sever中下面哪个存储过程可以执行系统命令？（C）

A、xp\_regread B、xp\_command C、xp\_cmdshell D、sp\_password

248、SQL的全局约束是指基于元祖的检查子句和（C）。

A、非空值约束 B、域约束子句 C、断言 D、外键子句

249、SQL数据库使用以下哪种组件来保存真实的数据？（C）

A、Schemas B、Subschemas C、Tables D、Views

250、SQL语句中，彻底删除一个表的命令是（B）。

A、delete B、drop C、clear D、remore

251、SQL语言可以（B）在宿主语言中使用，也可以独立地交互式使用。

A、-极速 B、-嵌入 C、-混合 D、-并行

252、SSL安全套接字协议所用的端口是（B）。

A、80 B、443 C、1433 D、3389

253、不属于数据库加密方式的是（D）。

A、库外加密 B、库内加密 C、硬件/软件加密 D、专用加密中间件

254、测试数据库一个月程序主要应对的风险是（B）。

A、非授权用户执行“ROLLBACK”命令 B、非授权用户执行“COMMIT”命令

C、非授权用户执行“ROLLRORWARD”命令 D、非授权用户修改数据库中的行

**255、查看Oracle 8i及更高版本数据库的版本信息的命令是（C）。----缺少CD选项**

**A、cd $Oracle\_HOME/orainst B、C-cd $Oracle\_HIME/orainst C、 D、**

256、从安全的角度来看，运行哪一项起到第一道防线的作用？（C）

A、远端服务器 B、WEB服务器 C、防火墙 D、使用安全shell程序

257、从下列数据库分割条件中，选出用于抵御跟踪器攻击和抵御对线性系统攻击的一项。（B）。

A、每个分割区G有g=|G|记录，其中g=0或g>=n，且g为偶数，

B、记录必须成对地加入G或从G中删除

C、查询集虚报口各个分割区，如果查询含有一个以上记录的统计信息是从m各分割区G1，G2，… …Gm中每一个分割区而来的，则统计信息g（G1VG2V… …VGm）是允许发布

D、记录必须不对地加入G或从G中删除

258、单个用户使用的数据库视图的描述为（A）。

A、外模式 B、概念模式 C、内模式 D、存储模式

259、对于IIS日志记录，推荐使用什么文件格式？（D）

A、Microsoft IIS日志文件格式 B、NCSA公用日志文件格式

C、ODBC日志记录格式 D、W3C扩展日志文件格式

**260、对于IIS日志文件的存放目录，下列哪项设置是最好的？（D）----缺少D选型**

**A、%WinDir%\System32\LogFiles B、C:\Inetpub\wwwroot\LogFiles**

**C、C:\LogFiles..)-F:\LogFiles D、**

261、对于IIS日志文件的访问权限，下列哪些设置是正确的？（D）

A、SYSTEM（完全控制）Administrator（完全控制）Users（修改）

B、SYSTEM（完全控制）Administrator（完全控制）Everyone（读取和运行）

C、SYSTEM（完全控制）Administrator（完全控制）Inernet来宾账户（读取和运行） D、SYSTEM（完全控制）Administrator（完全控制）

262、对于数据库的描述一下哪项说法是正确的？（A）

A、数据和一系列规则的集合 B、一种存储数据的软件

C、一种存储数据的硬件 D、是存放人量数据的软件

263、攻击者可能利用不必要的extproc外部程序调用功能获取对系统的控制权，威胁系统安全。关闭Extproc功能需要修改TNSNAMES.ORA和LISTENER.ORA文件删除一下条目，其中有一个错误的请选择出来（A）。

A、sys\_ertproc B、icache\_extproc

C、PLSExtproc D、extproc

264、关系数据库中，实现实体之间的联系是通过表与表之间的（D）。

A、公共索引 B、公共存储

C、公共元组 D、公共属性

265、关系型数据库技术的特征由一下哪些元素确定的？（A）

A、行和列 B、节点和分支

C、Blocks和Arrows D、父类和子类

266、关于WEB应用软件系统安全，说法正确的是（D）？

A、Web应用软件的安全性仅仅与WEB应用软件本身的开发有关

B、系统的安全漏洞属于系统的缺陷，但安全漏洞的检测不属于测试的范畴

C、黑客的攻击主要是利用黑客本身发现的新漏洞

D、以任何违反安全规定的方式使用系统都属于入侵

267、目前数据大集中是我国重要的大型分布式信息系统建设和发展的趋势，数据大集中就是将数据集中存储和管理，为业务信息系统的运行搭建了统一的数据平台，对这种做法认识正确的是（D）？

A、数据库系统庞大会提供管理成本 B、数据库系统庞大会降低管理效率

C、数据的集中会降低风险的可控性 D、数据的集中会造成风险的集中

268、哪一个是PKI体系中用以对证书进行访问的协议（B）？

A、SSL B、LDAP C、CA D、IKE

269、如果一个SQL Server数据库维护人员，需要具有建立测试性的数据库的权限，那么应该指派给他哪个权限（A）？

A、Database Creators B、System Administrators

C、Server Administrators D、Security Adiministrators

270、如果以Apache 为WWW服务器，（C）是最重要的配置文件。

A、access.conf B、srm.cong C、httpd.conf D、mime.types

271、若有多个Oracle数据需要进行集中管理，那么对sysdba的管理最好选择哪种认证方式（B）？

A、系统认证 B、password文件认证方式 C、域认证方式 D、以上三种都可

272、数据库管理系统DBMS主要由哪两种部分组成？（A）

A、文件管理器和查询处理器 B、事务处理器和存储管理器

C、存储管理器和查询处理器 D、文件管理器和存储管理器

273、数据库系统与文件系统的最主要区别是（B）。

A、数据库系统复杂，而文件系统简单

B、文件系统不能解决数据冗余和数据独立性问题，而数据库系统可以解决

C、文件系统只能管理程序文件，而数据库系统能够管理各宗类型的文件

D、文件系统管理的数据量较少，而数据库系统可以管理庞大的数据量

274、为了防止电子邮件中的恶意代码，应该由（A）方式阅读电子邮件。

A、纯文本 B、网页 C、程序 D、会话

275、为了应对日益严重的垃圾邮件问题，人们设计和应用了各种垃圾邮件过滤机制，以下哪一项是耗费计算资源最多的一种垃圾邮件过滤机（D）？

A、SMTP身份认证 B、逆向名字解析 C、黑名单过滤 D、内容过滤

276、为什么要对数据库进行“非规范化”处理（B）？

A、确保数据完整性 B、增加处理效率 C、防止数据重复 D、节省存储空间

277、下列不属于WEB安全性测试的范畴的是（A）？

A、数据库内容安全性 B、客户端内容安全性

C、服务器端内容安全性 D、日志功能

278、下列操作中，哪个不是SQL Server服务管理器功能（A）？

A、执行SQL查询命令 B、停止SQL Server 服务

C、暂停SQL Server服务 D、启动SQL Server服务

279、下列关于IIS的安全配置，哪些是不正确的（C）？

A、将网站内容移动到非系统驱动程序 B、重命名IUSR账户

C、禁用所有WEB服务扩展 D、创建应用程序池

280、下列哪些不是广泛使用http服务器？（D）

A、W3C B、Apache C、IIS D、IE

281、下列哪些属于WEB脚本程序编写不当造成的（C）？

A、IIS5.0 Webdav Ntdll.dll远程缓冲区一处漏洞

B、apache可以通过../../../../../../../etc/passwd方位系统文件

C、登陆页面可以用password=’a’or’a’=’a’绕过

D、数据库中的口令信息明文存放

282、下列哪种方法不能有效的防范SQL进入攻击（C）？

A、对来自客户端的输入进行完备的输入检查

B、把SQL语句替换为存储过程、预编译语句或者使用ADO命令对象

C、使用SiteKey技术

D、关掉数据库服务器或者不使用数据库

283、下列哪种工具不是WEB服务器漏洞扫描工具（B）？

A、Nikto B、Web Dumper C、paros Proxy D、Nessus

284、下列哪种攻击不是针对统计数据库的（D）？

A、小查询集合大查询集攻击 B、中值攻击 C、跟踪攻击 D、资源解析攻击

285、下列哪项中是数据库中涉及安全保密的主要问题（A）？

A、访问控制问题 B、数据的准确性问题

C、数据库的完整性问题 D、数据库的安全性问题

286、下列应用服务器中，不遵循J2EE规范的是（C）？

A、MTS B、WebLogic C、Oracle 9iApplication Server D、WebSpere

287、下面关于IIS报错信息含义的描述正确的是（B）？

A、401-找不到文件 B、403-禁止访问 C、404-权限问题 D、500-系统错误

288、下面关于Oracle进程的描述，哪项是错误的（B）？

A、运行在Windows平台上的Oracle能让每个用户组程序化地打开新的进程，这是一个安全隐患

B、在Windows平台，除了Oracle.exe进程外还有其他的独立进程

C、unix平台上有多个独立运行的进程，包括数据写进程、日志写进程、存档进程、系统监控进程、进程监控进程

D、有一个特殊的内存区域被映射为\*nix平台上的所有进程，此区域时系统全局去

289、下面哪一项是与数据库管理员（DBA）职责不相容的（C）？

A、数据管理 B、信息系统管理 C、系统安全 D、信息系统规划

290、下面选型中不属于数据库安全控制的有（D）。

A、信息流控制 B、推论控制 C、访问控制 D、隐通道控制

291、下面选型中不属于数据库安全模型的是（D）。

A、自主型安全模型 B、强制型安全模型 C、基于角色的模型 D、访问控制矩阵

292、一般来说，通过WEB运行http服务的子进程时，我们会选择（D）的用户权限方式，这样可以保证系统的安全。

A、root B、httpd C、guest D、nobody

293、一下不是数据库的加密技术的是（D）。

A、库外加密 B、库内加密 C、硬件加密 D、固件加密

294、一下对于Oracle文件系统描述错误的是（B）？

A、\*nix下Oracle的可执行文件在$Oracle\_HOME/bin/Oracle,$Oracle\_HOME/bin也应该包含在路径环境变量内

B、Windows下Oracle的可执行文件在%Oracle\_HOME%\bin\Oracle.exe,其他

C、硬件加密 D、固件加密

295、以下几种功能中，哪个是DBMS的控制功能（A）？

A、数据定义 B、数据恢复 C、数据修改 D、数据查询

296、以下哪个安全特征和机制是SQL数据库所特有的（B）？

A、标识和鉴别 B、数据恢复 C、数据修改 D、数据查询

297、以下哪个是数据库管理员（DBA）可以行使的职责（A）？

A、系统容量规划 B、交易管理 C、审计 D、故障承受机制

298、以下哪条命令能利用“SQL注入”漏洞动用XP\_cmdshell存储过程，获得某个子目的清单？（A）

A、http://localhost/script?’:EXEC+master..XP\_cmdshell+’dir’:--

B、http://localhost/script?1’:EXEC+master..XP\_cmdshell+’ dir’:--

C、http://localhost/script?0’:EXEC+master..XP\_cmdshell+’ dir’:--

D、http://localhost/script?1’:EXEC+master..XP\_cmdshell+’ dir’--

299、以下哪条命令能利用“SQL”漏洞动用XP\_cmdshell存储过程，启动或停止某项服务？（B）

A、http://localhost/script?’:EXEC+master..XP\_servicecontrol+’start’ ,+’Server’ ;-

B、http://localhost/script?0’:EXEC+master..XP\_servicecontrol+’start’ ,+’Server’ ;--

C、http://localhost/script?1’:EXEC+master..XP\_servicecontrol+’start’ ,+’Server’ ; --

D、http://localhost/script?0’:EXEC+master..XP\_servicecontrol+’start’ ,+’Server’ --

300、以下哪项不属于访问控制策略的实施方式？（D）

A、子模式法 B、修改查询法 C、集合法 D、验证法

301、以下哪一项是和电子邮件系统无关的？（）

A、PEM(Privacy enhanced mail) B、PGP(Pretty good privacy)

C、X.500 D、X.400

302、以下哪种方法可以用于对付数据库的统计推论？（C）

A、信息流控制 B、共享资源矩阵 C、查询控制 D、间接存取

303、以下是对层次数据库结构的描述，请选择错误描述的选项。（C）

A、层次数据库结构将数据通过一对多或父节点对子节点的方式组织起来

B、一个层次数据库中，根表或父表位于一个类似于树形结构的最上方，它的字表中包含相关数据

C、它的优点是用户不需要十分熟悉数据库结构

D、层次数据库模型的结构就像是一棵倒转的树

304、以下是对单用户数据库系统的描述，请选择错误描述的选项（C）。

A、单用户数据库系统是一种早期的最简单的数据库系统

B、在单用户系统中，整个数据库系统，包括应用程序、DBMS、数据，都装在一台计算机之间不能共享数据

C、在单用户系统中，由多个用户共用，不同计算机之间能共享数据

D、单用户数据库系统已经不适用于现在的使用，被逐步淘汰了

305、以下是对分布式结构数据库系统的描述，请选择错误描述的选项。（D）

A、分布式结构的数据库系统的数据在逻辑上是一个整体，但物理地分布在计算机网络的不同节点上，每个节点上的主机又带有多个终端用户

B、网络中的每个节点都可以独立的处理数据库中的数据，执行全局应用

C、分布式结构的数据库系统的数据分布存放给数据的处理、管理和维护带来困难

D、分布式结构的数据库系统的数据只在存放在服务器端，其他节点只进行处理和执行

306、以下是对关系数据库结构的描述，请选择错误描述的选项。（D）

A、数据存储的主要载体是表，或相关数据组

B、有一对一、一对多、多对多三种表关系

C、表关联是通过引用完整性定义的，这是通过主码和外码（主键或外键约束条件实现的）

D、缺点是不支持SQL语言

307、以下是对客户/服务器数据库系统的描述，请选择错误描述的选项。（A）

A、客户端的用户将数据进行处理可自行存放到本地，无须传送到服务器处理，从而显著减少了网络上的数据传输量，提高了系统的性能和负载能力

B、主从式数据库系统中的主机和分布式数据库系统中的每个节点都是一个通用计算机，既执行DBMS功能又执行应用程序

C、在网络中把某些节点的计算机专门用于执行DBMS核心功能，这台计算机就成为数据库服务器

D、其他节点上的计算机安装DBMS外围应用开发工具和应用程序，支持用户的应用，称为客户机

308、以下是对面向对象数据库结构的描述，请选择错误描述的选项。（C）

A、它允许用对象的概念来定义与关系数据库交互

B、面向对象数据库中有两个基本的结构：对象和字面量

C、优点是程序员需要掌握与面向对象概念以及关系数据库有关的存储

D、缺点是用户必须理解面向对象概念，目前还没有统一的标准，稳定性还是一个值得关注的焦点

309、以下是对主从式结构 数据库系统的描述，请选择错误描述的选项。（D）

A、主从式结构是指一个主机带多个终端的多用户结构

B、在这种结构中，数据库系统的应用程序、DBMS、数据等都集中存放在主机上

C、所有处理任务都由主机来完成，各个用户通过主机的终端并发地存取数据，能够共享数据源

D、主从式结构的优点是系统性能高，是当终端用户数目增加到一定程度后，数据的存取通道不会形成瓶颈

311、在GRUB的配置文件grub.conf中，“timeout=-1”的含义是（C）。

A、不等待用户选择，直接启动默认的系统

B、在10秒钟内，等待用户选择要启动的系统

C、一直等待用户选择要启动的系统

D、无效

312、在Oracle中，quota可以限制用户在某个表空间上最多可使用多少字节，如果要限制data\_ts表500K，以下哪个是正确的命令？（B）

A、quo 500k in data\_ts B、quota 500K on data\_ts

C、quota data\_ts ,imit 500K D、quota data\_ts on 500K

313、在Oracle中，建表约束包括引用完整性约束、check完整性约束，还有以下三项是正确的，请排除一个错误选项。（D）

A、非空完整性约束 B、唯一完整性约束

C、主码完整性约束 D、数据角色性约束

314、在Oracle中，将scott的缺省表空间改为data2\_ts，下列哪个是正确的？（A）

A、ALTER USER scott DEFAULT TABLESPACE data2\_ts

B、ALTER DEFAULT TABLESPACE data2\_ts USER scott

C、ALTER USER scott TABLESPACE DEFAULT data2\_ts D、ALTER scott USER DEFAULT TABLESPACE data2\_ts

315、在Oracle中，将scott的资源文件改为otherprofile，下列哪个是正确的？（C）

A、ALTER PROFILE USER scott otherprofile

B、ALTER otherprofile USER scottPROFILE

C、ALTER USER scott PROFILE otherprofile

D、ALTER scott USER PROFILE otherprofile

316、在Oracle中，将当前系统所有角色都授予scott，除Payroll外，下列哪个是正确的？（D）

A、ALTER DEFAULT ROLLE USER　　scott ALL EXCEPT Payroll

B、ALTER USER DEFAULT ROLLE ALL EXCEPT Payroll

C、ALTER DEFAULT ROLLE ALL EXCEPT USER scott

D、ALTER USER scott DEFAULT ROLLE ALL EXCEPT Payroll

317、在Oracle中，用ALTER将scott的口令改为hello，下列哪个是正确的？（A）

A、ALTER USER scott IDENTIFIED BY hello

B、ALTER scott USER IDENTIFIED BY hello

C、ALTER USER scott IDENTIFIED AS hello

D、ALTER USER hello IDENTIFIED BY scott

318、在WEB应用软件的基本结构中，客户端的基础是（A）。

A、HTML文档 B、客户端程序

C、HTML协议 D、浏览器

319、在WEB应用软件的系统测试技术中，下面不属于安全性测试内容的是（C）。

A、客户端的内容安全性 B、服务器的内容安全性

C、数据库的内容安全性 D、Cookie安全性

320、在典型的WEB应用站点的层次结构中，“中间件”是在哪里运行的？（C）

A、浏览器客户端 B、web服务器

C、应用服务器 D、数据库服务器

321、在分布式开放系统的环境中，以下哪个选项的数据库访问服务提供允许或禁止访问的能力？（C）

A、对话管理服务 B、事务管理服务

C、资源管理服务 D、控制管理服务

322、主要用于加密机制的协议时（D）。

A、HTTP B、FTP C、TELNETD D、SSL

323、分布式关系型数据库与集中式的关系型数据库相比在以下哪个方面有缺点？（D）

A、自主性 B、可靠性 C、灵活性 D、数据备份

324、下面对Oracle的密码规则描述，哪个是错误的？（D）

A、Oracle密码必须由英文字母，数值，#，下划线(\_)，美元字符（$）构成，密码的最大长度为30字符，并不能以“$”，“#”，“\_”或任何数字卡头；密码不能包含像“SELECT”，“DELETE”，“CREATE”这类的ORACLE/SQL关键字

B、Oracle的若算法加密机制（）两个相同的用户名和密码在两台不同的ORACLE数据库机器中，将具有相同的哈希值。这些哈希值存储在SYS.USER表中，可以通过像DBA\_USE这类的试图来访问

C、Oracle默认配置下，每个中户如果有10此的失败登录，此账户将会被锁定

D、SYS账户在Oracle数据库中有最高权限，能够做任何事情，包括启动/关闭Oracle数据库，如果SYS被锁定，将不能访问数据库

325、无论是哪一种Web服务器，都会受到HTTP协议本身安全问题的困扰，这样的信息系统安全漏洞属于（C）。

A、设计型漏洞 B、开发型漏洞 C、运行型漏洞 D、以上都不是

326、SSL加密的过程包括以下步骤：（1）通过验证以后，所有数据通过密钥进行加密，使用DEC和RC4加密进行加密；（2）随后客户端随机生成一个对称密钥；（3）信息通过HASH加密，或者一次性加密（MD5SHA）进行完整性确认；（4）客户端和服务器协商建立加密通道的特定算法。正确的顺序的是（D）

A、（4）（3）（1）（2） B、（4）（1）（3）（2） C、（4）（2）（3）（1） D、（4）（2）（3）（1）

327、影响WEB系统安全的因素，不包括？（C）

A、复杂应用系统代码量大、开发人员多、难免出现疏忽

B、系统屡次升级、人员频繁变更，导致代码不一致

C、历史遗留系统、试运行系统等对个WEB系统运行于不同的服务器上

D、开发人员未经安全编码培训

328、Oracle通过修改用户密码策略可提高密码强度，以下哪个密码策略参数中文描述是错误的？（A）

A、PASSWORD\_MAX 登录超过有效次数锁定时间

B、FAILED\_LOGIN\_ATTEMPTS 最大错误登录次数

C、PASSWORD\_GRACE\_TIME 密码失效后锁定时间

D、PASSWORD\_LIFE\_TIME 口令有效时间

329、SQL Server服务有一个启动账号，默认账号是属于administrators组，现在为了安全需要创建一个新的服务启动账号，它需要哪些权限既能兼顾安全又能保证启动数据库成功，请排除一个错误的。（D）

A、数据库本地目录的读写权限 B、启动本地服务的权限

C、读取注册表的权限 D、通过API访问Windows Resource

330、作为一台运行IIS 在Internet发布站点的Windows Web服务器，下面哪项服务不是必需的？（B）

A、IIS Admin B、Net Logon

C、Performance Logs and Alerts D、World Wide Web Publishing

331、数据库中超级账户不能被锁定，其中Oracle的是（），mysql的是（），SQLServer的是（C）。

A、sa，root，sys B、admin，root，sa

C、sys，root，sa D、sys，admin，sa

332，Oracle的安全机制，是由（A）、实体权限和角色权限这三级体系结构组成的。

A、系统权限 B、索引权限 C、操作权限 D、命令控制

333、对SQL数据库来说，以下哪个用户输入符号对系统的安全威胁最大， 需要在数据输入时进行数据过滤？（B）

A、-- B、- C、-= D、-+

334、在Web页面中增加验证码功能后，下面说法正确的是（A）。

A、可以增加账号破解等自动化软件的攻击难度 B、可以防止文件包含漏洞 C、可以防止缓冲溢出 D、可以防止 浏览

335、以下破解Oracle密码哈希值的步棸，其中哪个描述是错误的？（B）

A、用Sqlplus直接登录到Oracle数据库，使用select username，password form dba\_users命令查看数据库中的用户名和密码，此时看到的密码是哈希值

B、在Cain的Cracker菜单点击导入用户名和哈希值，可直接显示用户密码明文

C、在Cain的Cracker菜单点解导入用户名和哈希值，只能通过字典破解 D、在Cain的Rainbow生成的表会占用大量的硬盘空间和内存，可是破解速度和效率很高

336、在数据库向因特网开放前，哪个步棸是可以忽略的？（B）

A、安全安装和配置操作系统和数据库系统

B、应用系统应该在内网试运行3个月

C、对应用软件如Web也没、ASP脚本等进行安全性检查

D、网络安全策略已经生效

337、如果不设置必要的日志审核，就无法追踪回朔安全事件，检查是否启用通用查询日志，打开/etcmy.cnf文件，查看是否包含如下设置，选出一个正确的（D）。

A、audit=filename B、sys=filename C、event=filename D、log=filename

338、针对一台对外提供Web服务的Windows服务器，下列关于账户权限控制，哪些项是不合理的？（C）

A、限制匿名账户对Web内容的目录写权限

B、从Everyone组中删除“从网络访问此计算机” 用户权限

C、禁用IUSR-MACHE和IWAN\_MACHINE账户

D、本地登录时必须使用Administrators账户

339、网上营业中间件如果启用了SSl，应采用不低于（C）版本的SSL，采用经国家密码管理局认可的密码算法。

A、2.0 B、2.5 C、3.0 D、3.1

340、SQL Server默认的具有DBA权限的账号是什么？（C）

A、root B、admin C、sa D、system

341、（A）是指电子系统或设备在自己正常工作产生的电磁环境下，电子系统或设备之间的相互之间的相互不影响的电磁特性。

A、电磁兼容性 B、传导干扰 C、电磁干扰 D、辐射干扰

342、（C）是指一切与有用信号无关的、不希望有的或对电器及电子设备产生不良影响的电磁发射。

A、电磁兼容性 B、传导干扰 C、电磁干扰 D、辐射干扰

343、《计算机信息系统雷电电磁脉冲安全防护规范》的标准编号是（B）。

A、GA 163-1997 B、GA 267-2000

C、GA 243-2000 D、GB 17859-1999

344、安装了合格防雷保安器的计算机信息系统，还必须在（C）雷雨季节前对防雷保安器、保护接地装置进行一次年度检查，发现不合格时，应及时修复或更换。

A、第三年 B、第二年 C、每年 D、当年

345、使用IIalon灭火的工作原理是什么？（C）

A、降低温度 B、隔绝氧气和可燃物

C、破坏氧气和可燃物之间的化学反应 D、减少氧气

346、白炽灯、高压汞灯与可燃物、可燃结构之间的距离不应小于（C）cm。

A、30 B、40 C、50 D、60

347、被电击的人能否获救，关键在于（D）。

A、触电的方式 B、人体电阻的大小

C、触电电压的高底 D、能否尽快脱离电源和施行紧急救护

348、布置电子信息系统信号线缆的路由走向时，以下做法错误的是（A）。

A、可以随意弯折 B、转弯是，弯曲半径应大于导线直径的10倍 C、尽量直线、平整 D、尽量减小由线缆自身形成的感应环路面积

349、采取适当的措施，使燃烧因缺乏或隔绝氧气而熄灭，这种方法称作（A）。

A、窒息灭火法 B、隔离灭火法 C、冷却灭火法

350、长期在高频电磁场作用下，操作者会有什么不良反应？（B）

A、呼吸困难 B、神经失常 C、疲劳无力

351、触电事故中，绝大部分是由于（A）导致人身伤亡的。

A、人体接受电流遭到电击 B、烧伤 C、触电休克

352、从业人员发现直接危及人身安全的紧急情况时，例如气体灭火系统开始开启时，应（A）。

A、停止作业，立即撤离危险现场 B、继续作业

C、向上级汇报，等待上级指令

353、从业人员既是安全生产的保护对象，又是实现安全生产的（C）。

A、关键 B、保证 C、基本要素

354、低压验电笔一般适用于交、直流电压未（C）伏以下。

A、220 B、380 C、500

355、电流为（B）毫安是，称为致命电流。

A、50 B、100 C、120 D、150

356、电器的保险丝只能装在（B）上。

A、零线 B、火线 C、底线

357、电器着火是不能用（C）灭火。

A、四氧化碳或1211灭火 B、沙土 C、水

358、对不符合防雷标准、规范防雷工程专业设计方案，以下（B）应当按照审核结论进行修改并重新报批。

A、建设单位 B、防雷工程专业设计单位 C、工程施工单位

359、发现人员触电时，应（B），使之脱离电源。

A、立即用手拉开触电人员 B、用绝缘物体拨开电源或触电者 C、用铁棍拨开电源线

360、凡设在年平均雷电日大于（C）的地区的计算机信息系统，原则上均应装设计算机信息系统防雷保安器，以防止雷电电磁脉冲过电压和过电流侵入计算机信息系统设备。

A、40 B、45 C、5 D、15

361、废电池随处丢弃会造成（B）的污染。

A、白色污染 B、重金属污染 C、酸雨

362、干粉灭火器多长时间检查一次？（A）

A、半年 B、一年 C、三个月 D、两年

363、根据国家相关规定，电压（D）以下不必考虑防止电击的安全？

A、48伏 B、36伏 C、65伏 D、25伏

364、根据作业环境的不同，安全帽的颜色也不同，如在爆炸性作业场所工作宜戴（A）安全帽。

A、红色 B、黄色 C、白色

365、关于空气的正向压力，下面哪项描述是正确的？（B）

A、当门打开时，空气向内流动 B、当门打开，空气向外流动

C、当发生火灾，系统自动切断电源 D、当发生火灾，烟雾向另外一间房间流动

366、国家颁布的《安全色》标准中，表示警告、主要的颜色为（C）。

A、红色 B、蓝色 C、黄色

367、火灾中对人员威胁最大的是（B）。

A、火 B、烟气 C、可燃物

368、机房内电源馈线不得与计算机信号传输线靠近或并排敷设。空间不允许时，两者间距应不少于（B）m。

A、0.1 B、0.6 C、1.2 D、0.3

369、计算机电源系统的所有节点均应镀铅锡处理（B）连接。

A、热压 B、冷压 C、焊锡 D、直接

370、计算机系统接地应采用（A）。

A、专用底线 B、和大楼的钢筋专用网相连

C、大楼的各种金属管道相连 D、没必要

371、采取适当的措施，使燃烧因缺乏或隔绝氧气而熄灭，这种方法称作（A）。

A、窒息灭火法 B、隔离灭火法 C、冷却灭火法

372、计算机系统应选用（A）电缆。

A、铜芯 B、铅芯

C、铁芯 D、没有要求

373、进行腐蚀品的装卸作业应戴（B）手套。

A、帆布 B、橡胶 C、棉布

374、人体在电磁场作用下，由于（C）将使人体受到不同程度的伤害。

A、电流 B、电压 C、棉布

375、身上着火后，下列哪种灭火方法是错误的（C）。

A、就地打滚 B、用厚重衣物覆盖压灭火苗 C、迎风快跑

376、生产经营单位必须为从业人员提供符合国家标准或（C）标准的劳动防护用品。

A、当地 B、本单位 C、行业

377、使用新设备，必须了解、掌握其安全技术特征，采取有效的安全防护措施，并对从业人员进行专门的安全生产。（B）

A、当地 B、本单位 C、行业

378.实验地点相对湿度大于75%时，则此实验环境属于易触电的环境：（A）

A、危险 B、特别危险 C、一般

379、通过人身的安全交流电流规定在(A)以下。

A、10mA B、30mA C、50mA

380、下列不属于对物理层信息窃取的是(D)

A、对存储介质的盗取 B、对监视器的窃听

C、对网络线路的窃听 D、对设备屏蔽电磁干扰

381、新、改、扩建项目的安全设施投资应当纳入(C)。

A、企业成本 B、安措经费 C、建设项目概算

382、液体表面的蒸汽与空气形成可燃气体，遇到点火源时，发生一闪即灭的现象称为(C)

A、爆炸 B、蒸发 C、闪燃

383、防雷保安器：防止(B)破坏计算机信息系统的保安装置，可分为两大类：电源

线防雷保安器（简称电源防雷保安器）和信号传输线防雷保安器（简称通道防雷保安器）。

A、直击雷 B、感应雷 C、雷暴 D、雷电电磁脉冲

384、EMC标准是为了保证(D)正常工作而制走的。

A、网络 B、媒体 C、信息 D、系统和设备

385、以下不符合防静电要求的是(B)。

A、穿合适的防静电衣服和防静电鞋 B、在机房内直接更衣梳理

C、用表面光滑平整的办公家具 D、经常用湿拖布拖地

386、以下哪些属于系统的物理故障？(A)

A、硬件故障与软件故障 B、计算机病毒

C、人为的失误 D、网络故障和设备环境故障

387、用灭火器灭火时，灭火器的喷射口应该对准火焰的(C)。

A、上部 B、中部 C、根部

388、运输、携带、邮寄计算机信息媒体进出靖的，应当如实向(A)申报。

A、海关 B、工商

C、税务 D、边防

389、在计算机机房或其他数据处理环境中，较高的潮湿环境会带来如下哪些弊端？ (B)

A、产生静电 B、计算机部件腐蚀

C、有污染物 D、B+A

390、在空气不流通的狭小地方使用二氧化碳灭火器可能造成的危险是(B)。

A中毒 B缺氧 C爆炸

391、在雷雨天不要走近高压电杆、铁塔、避雷针、远离至少(C)米以外。

A、IO米 B、15米 C、20米

392、在易燃易爆场所穿(C)最危险。

A、布鞋 B、胶鞋 C、带钉鞋

393、在遇到高压电线断落地面时，导线断落点(B)m内，禁止人员进入。

A、IO B、20 C、30

394、数据处理中心的物理环境中，最佳湿度应该保持在什么样的程度？(C)

A、30%-40% B、40%-50% C、45%-60% D、50%-70%

395、计算机信息系统防护，简单概括起来就是：均压、分流、屏蔽和良好接地。所

以防雷保安器必须有合理的(B)。

A、屏蔽配置 B、接地配置

C、分流配置 D、均压配置

396、计算站场地宜采用(A)蓄电池。

A、封闭式 B、半封闭式

C、开启式 D、普通任意的

397、多层的楼房中，最适合做数据中心的位置是(D)。

A、楼 B、地下室

C、顶楼 D、除以上外的任何楼层

398、计算机机房是安装计算机信息系统主体的关键场所，是(A)工作的重点，所以

对计算机机房要加强安全管理。

A、实体安全保护 B、人员管理

C、媒体安全保护 D、设备安全保护

399、区域安全，首先应考虑（B），用来识别来访问的用户的身份，并对其合法性进行验证，主要通过特殊标示符、口令、指纹等来实现。

A、来访者所持物 B、物理访问控制 C、来访者所具有的特征 D、来访者所知信息

400、在计算机房出入口处或值班室，应设置（D）和应急断电装置。

A、 电视 B、电扇 C、报警器 D、应急电话

401、下列（A）灭火器是扑救精密仪器火灾的最佳选择。

A、二氧化碳灭火剂 B、干粉灭火剂 C、泡沫灭火剂

402、电气安全主要包括人身安全、（B）安全。

A、照明 B、设备 C、电器 D、空调

403、（C）基于IDEA算法。

A、S/MIME B、SET C、PGP D、SSL

404、

405、(C)是通过使用公开密钥技术和数字证书等来提供网络信息安全服务的基础平台。

A、公开密钥体制 B、对称加密体制 C、PKI（公开密钥基础设施） D、数字签名

406、(D)是由权威机构CA发行的一种权威性的电子文档，是网络环境中的一种身份证。

A、认证机构 B、密码 C、票据 D、数字证书

407、（D）协议主要用于加密机制。

A、HTTP B、FTP C、TELNET D、SSL

408、（A）原则保证只有发送方与接收方能访问消息内容。

A、保密性 B、鉴别 C、完整性 D、访问控制

409、（D）原则允许某些用户进行特定访问。

A、保密性 B、鉴别 C、完整性 D、访问控制

410、（B）增加明文冗余度。

A、混淆 B、扩散 C、混淆与扩散 D、都不是

411、3DES加密算法的密钥长度是：（A）。

A、168 B、128 C、56 D、256

412、AES密钥长度不能是（D）。

A、128位 B、192位 C、256位 D、512位

413、AES算法是哪种算法？（A）。

A、对称密钥加密 B、非对称密钥加密 C、哈希算法 D、流加密

414、AES属于哪种加密方式？（B）。

A、流加密 B、分组加密 C、异或加密 D、认证加密

415、CA指的是（A）。

A、证书授权 B、加密认证 C、虚拟专用网 D、安全套接层

416、DES经过（A）轮运算后，左右两部分合在一起经过一个末置换，输出一个64位的密文。（A）

A、16 B、8 C、32 D、4

417、DES算法是哪种算法？（A）

A、对称密钥加密 B、非对称密钥加密 C、哈希算法 D、流加密

418、DES属于哪种加密方式？（B）

A、流加密 B、块加密 C、异或加密 D、认证加密

419、DNSSec中并未采用（C）。

A、数字签名技术 B、公钥加密技术 C、地址绑定技术 D、报文摘要技术

420、ECB指的是（D）。

A、密文链接模式 B、密文反馈模式 C、输出反馈模式 D、电码本模式

421、EC-DSA复杂性的程度是（D）。

A、简单 B、最简单 C、困难 D、最困难

422、EFS可以用在什么文件系统下（C）。

A、FAT16 B、FAT32 C、NTFS D、以上都可以

423、IDEA的密钥长度是多少bit？（D）。

A、56 B、64 C、96 D、128

424、Kerberos是80年代中期，麻省理工学院为Athena项目开发的一个认证服务系统，其目标是把认证、记账和（B）的功能扩展到网络环境。

A、访问控制 B、审计 C、授权 D、监控

425、Kerberos是为TCP/IP网络设计的基于（B）的可信第三方鉴别协议，负责在网络上进行仲裁及会话密钥的分配。

A、非对称密钥体系 B、对称密钥体系 C、公钥体系 D、私钥体系

426、Kerberos是一种网络认证协议。它采用的加密算法是（C）。

A、RSA B、PGP C、DES D、MD5

427、Kerberos算法是一个（B）。

A、面向访问的保护系统 B、面向票据的保护系统

C、面向列表的保护系统 D、面向门与锁的保护系统

428、Kerberos提供的最重要的安全服务是？（A）。

A、鉴别 B、机密性 C、完整性 D、可用性

429、MD5产生的散列值是多少位？（C）。

A、56 B、64 C、128 D、160

430、MD5是按每组512位为一组来处理输入的信息，经过一系列变换后，生成一个（B）为散列值。

A、64 B、128 C、256 D、512

431、MD5是以512位分组来处理输入的信息，每一分组又被划分为（A）32位子分组。

A、16个 B、32个 C、64个 D、128个

432、MD5算法将输入信息M按顺序每组（D）长度分组，即：M1，M2，...，Mn-1，Mn。

A、64位 B、128位 C、256位 D、512位

433、PKI（公共密钥基础结构）中应用的加密方式为（B）。

A、对称加密 B、非对称加密 C、HASH加密 D、单向加密

434、PKI的全称是（D）。

A、Private Key Intrusion B、Public Key Intrusion

C、Private Key Infrastructure D、Public Key Infrastructure

435、PKI无法实现（D）。

A、身份认证 B、数据的完整性 C、数据的机密性 D、权限分配

436、RC4是由RIVEST在1987年开发的一种流式的密文，就是实时地把信息加密成一个整体，它在美国一般密钥长度是128位，因为受到美国出口法的限制，向外出口时限制到多少位？（C）。

A、64位 B、56位 C、40位 D、32位

437、RSA公钥加密系统中，他想给她发送一份邮件，并让她知道是他发出，应选用的加密秘钥是（C）。

A、他的公钥 B、她的公钥 C、他的私钥 D、她的私钥

438、RSA使用不方便的最大问题是（A）。

A、产生密钥需要强大的计算能力 B、算法中需要大数

C、算法中需要素数 D、被攻击过很多次

439、RSA算法建立的理论基础是（C）。

A、DES B、替代想组合 C、大数分解和素数检测 D、哈希函数

440、SHA-1产生的散列值是多少位？（D）。

A、56 B、64 C、128 D、160

441、按密钥的使用个数，密码系统可以分为（C）。

A、置换密码系统和易位密码系统 B、分组密码系统和序列密码系统

C、对称密码系统和非对称密码系统 D、密码系统和密码分析系统

442、充分发挥了DES和RSA两种加密体制的优点，妥善解决了密钥传送过程中的安全问题的技术是：（C）。

A、数字签名 B、数字指纹 C、数字信封 D、数字时间戳

443、从技术角度上看数据安全的技术特征主要包含哪几个方面？（B）。

A、数据完整性、数据的方便性、数据的可用性 B、数据的完整性、数据的保密性、数据的可用性 C、数据的稳定性、数据的保密性、数据的可用性 D、数据的方便性、数据的稳定性、数据的完整性

444、单项散列函数的安全性来自于他的（A）。

A、单向性 B、算法复杂性 C、算法的保密性 D、离散性

445、电路网关防火墙工作在OSI协议的哪一层？（A）。

A、传输层 B、链路层 C、应用层 D、物理层

446、电子邮件的机密性与真实性是通过下列哪一项实现的？（A）

A、用发送者的私钥对消息进行签名，用接受者的公钥对消息进行加密

B、用发送者的公钥对消息进行签名，用接受者的私钥对消息进行加密

C、用接受者的私钥对消息进行签名，用发送者的公钥对消息进行加密

D、用接受者的公钥对消息进行签名，用发送者的私钥对消息进行加密

447、端对端加密只需要保证消息都在哪里进行加密？（A）

A、源点和目的地节点 B、经过的每一个节点

C、源点和中间经过的每一个节点 D、所有节点

448、对明文字母重新排列，并不隐藏他们的加密方法属于（C）。

A、置换密码 B、分组密码 C、易位密码 D、序列密码

449、对网络中两个相邻节点之间传输的数据进行加密保护的是（A）。

A、节点加密 B、链路加密 C、端到端加密 D、DES加密

450、发送消息和用发送方私钥加密哈希加密信息将确保消息的：（A）。

A、真实性和完整性 B、真实性和隐私 C、隐私和不可否认性 D。隐私和不可否性

451、高级加密标准AES算法中，加密回合数不可能是（D）。

A、10 B、12 C、14 D、16

452、公钥机制利用一对互相匹配的（B）进行加密，解密。

A、私钥 B、密钥 C、数字签名 D、数字证书

453、公钥加密体制中，没有公开的是（A）。

A、明文 B、密文 C、公钥 D、算法

454、公钥证书提供了一种系统的、可扩展的、统一的（A）。

A、公钥分发方案 B、实现不可否认方案

C、对称密钥分发方案 D、保证数据完整性方案

455、关于CA和数字证书的关系，以下说法不正确的是（B）。

A、数字证书是保证双方之间的通讯安全的垫子信任关系，它由CA签发

B、数字证书一般依靠CA中心的对称密钥机制来实现

C、在电子交易中，数字证书可以用于表明参与方的身份

D、数字证书能以一种不能被假冒的方式证明证书持有人身份

456、关于数字签名说法正确的是（A）。

A、数字签名的加密方法以目前的计算机的运算能力来破解是不现实的

B、采用数字签名，不能够保证信息自签发后到收到为止没有做过任何修改（能保证信息收到后没做个任何修改）

C、采用数字签名，能够保证信息是有签名者自己签名发送的，但由于不是真实的签名，签名者容易否认（签名不容易否认）

D、用户可以采用公钥对信息加以处理，形成数字签名（需使用私钥对信息加以处理）

457、基于私有密钥体制的信息认证方法采用的算法是（D）。

A、素数检测 B、非对称算法 C、RSA算法 D、对称加密算法

458、加密技术不能实现（D）。

A、数据信息的完整性 B、基于密码技术的身份认证 C、机密文件加密 D基于IP头信息的包过滤

459、加密技术不能提供以下哪种安全服务？（D）。

A、鉴别 B、机密性 C、完整性 D可用性

460、加密有对称密钥加密、非对称密钥加密两种，数字签名采用的是（B）。

A、对称密钥加密 B、非对称密钥加密 C、 D

461、假设使用一种加密算法，它的加密方法很简单：将每一个字母加5，即a加密成f。这种算法的密钥就是5，那么它属于（A）。

A、对称加密技术 B、分组加密技术 C、公钥加密技术 D、单项函数密码技术

462、就是通过使用公开密钥技术和数字证书等来提供网络信息安全服务的基础平台。（C）

A、公开密钥体制 B、对称加密体制 C、PKI（公开密钥基础设施） D、数字签名

463、利用非对称密钥体制实现加密通信时，若A要向B发送加密信息，则该加密信息应该使用（B）。

A、A的公钥加密 B、B的公钥加密 C、A的私钥加密 D、B的私钥加密

464、利用物理设备将各类型的无法预测的输入集中起来生成随机数的设备是（A）。

A、随机数生成器 B、伪随机数生成器 C、中央处理 D、非易失存储

465、链路加密要求必须先对链路两端的加密设备进行（C）。

A、异步 B、重传 C、同步 D、备份

466、密码处理依靠使用密钥，密钥是密码系统里的最重要因素。以下哪一个密钥算法在加密数据与解密时使用相同的密钥？（C）

A、对称的公钥算法 B、非对称私钥算法 C、对称密钥算法 D、非对称密钥算法

467、密码分析的目的是什么？（A）

A、确定加密算法的强度 B、增加加密算法的代替功能

C、减少加密算法的换为功能 D、确定所使用的换位

468、请从下列各项中选出不是HASH函数算法的一项。（D）

A、MD5 B、SHA C、HMAC D、MMAC

469、如今，DES加密算法面临的问题是（A）。

A、密钥太短，已经能被现代计算机暴力破解 B、加密算法有漏洞，在数学上已被破解 C、留有后门，可能泄露部分信息 D、算法过于陈旧，已经有更好的替代方案

470、若单项散列函数的输入串有很小的变化，则输出串（A）。

A、可能有很大的变化 B、一定有很大的变化 C、可能有很小的变化 D、一定有很小的变化

471、散列算法可以做哪些事？（C）。

A、碰撞约束 B、入侵检测 C、组合散列 D、随机数生成器

472、身份认证的主要目标包括：确保交易者是交易者本人、避免与超过权限的交易者进行交易和（B）。

A、可信性 B、访问控制 C、完整性 D、保密性

473、数字签名常用的算法有（B）。

A、DES算法 B、RSA算法 C、Hash函数 D、AES算法

474、数字签名和随机数挑战不能防范以下哪种攻击或恶意行为？（D）。

A、伪装欺骗 B、重放攻击 C、抵赖 D、DOS攻击

475、数字签名可以解决（D）。

A、数据被泄露 B、数据被篡改 C、未经授权擅自访问 D、冒名发送数据或发送后抵赖

476、数字签名通常使用（B）方式。

A、公钥密码体系中的私钥 B、公钥密码系统中的私钥对数字摘要进行加密

C、密钥密码体系 D、公钥密码体系中公钥对数字摘要进行加密

477、数字信封是用来解决（C）。

A、公钥分发问题 B、私钥分发问题 C、对称密钥分发问题 D、数据完整性问题

478、数字证书不包括（B）。

A、签名算法 B、证书拥有者的信用等级（信用等级并非由数字证书决定）

C、数字证书的序列号 D、颁发数字证书单位的数字签名

479、数字证书的应用阶段不包括（D）。

A、证书检索 B、证书验证 C、密钥恢复 D、证书撤销

480、下列说法中错误的是（D）。

A、非对称算法也叫公开密钥算法 B、非对称算法的加密密钥和解密密钥是分离的 C、非对称算法不需要对密钥通信进行保密 D、非对称算法典型的有RSA算法、AES算法等

481、下列算法中，哪种不是对称加密算法？（C）

A、AES B、DES C、RSA D、RC5

482、下列算法中属于Hash算法的是（C）。

A、DES B、IDEA C、SHA D、RSA

483、以下对于链路加密哪项是正确的？（B）

A、消息只在源点加密，目的节点解密 B、消息在源点加密，在每一个经过的节点解密并加密 C、消息在所有经过的节点中都是加密的，但只在目的节点解密 D、消息以明文形式在节点之间传输

484、以下各种加密算法中属于单钥制加密算法的是（A）。

A、DES加密算法 B、Caesar替代法 C、Vigenere算法 D、Diffie-Hellman加密算法

485、以下各种加密算法中属于双钥制加密算法的是（D）。

A、DES加密算法 B、Caesar替代法 C、Vigenere算法 D、Diffie-Hellman加密486、以下各种算法中属于古典加密算法的是（B）。

A、DES加密算法 B、Caesar替代法 C、Vigenere算法 D、Diffie-Hellman加密487、以下关于CA认证中心说法正确的是（C）。

A、CA认证时使用对称密钥机制的认证方法 B、CA认证中心支负责签名，不负责证书的产生 C、CA认证中心负责证书的颁发和管理、并依靠证书证明一个用户的身份 D、CA认证中心不用保持中立，可以随便找一个用户来作为CA认证中心

488、以下关于VPN说法正确的是（B）。

A、VPN指的是用户自己租用线路，和公共网络物理上完全隔离的、安全的线路

B、VPN指的是用户通过公用网络建立的临时的、逻辑隔离的、安全的连接

C、VPN不能做到信息认证和身份认证 D、VPN只能提供身份认证、不能提供加密数据的功能

489、以下关于数字签名说法正确的是（D）。

A、数字签名是在所传输的数据后附上一段和传输数据毫无关系的数字信息

B、数字签名能够解决数据的加密传输，即安全传输问题

C、数字签名一般采用对称加密机制 D、数字签名能够解决篡改、伪造等安全性问题

490、以下密码使用方法中正确的是（D）。

A、将密码记录在日记本上以避免忘记 B、任何情况下均不得使用临时性密码

C、密码中的字母不得重复 D、不要使用全部由字母组成的密码

491、以下哪个不包含在证书中？（C）

A、密钥采取的算法 B、公钥及其参数 C、私钥及其参数 D、签发证书的CA名称

492、以下哪个选项不会破坏数据库的完整性？（A）

A、对数据库中的数据执行删除操作 B、用户操作过程中出错

C、操作系统的应用程序错误 D、DBMS或操作系统程序出错

493、以下哪项不属于数据库系统实体安全？（B）

A、环境安全 B、线路安全 C、设备安全 D、媒体安全

494、以下哪一种算法产生最长的密钥？（D）

A、Diffe-Hellman B、DES C、IDEA D、RSA

495、以下认证方式中，最为安全的是（D）。

A、用户名+密码 B、卡+密码 C、用户名+密码+验证码 D、卡+指纹

496、远程访问控制机制是基于一次性口令（one-time password），这种认证方式采用下面哪种认证技术？（B）

A、知道什么 B、拥有什么 C、是谁 D、双因素认证

497、在3DES算法中，密钥最高可达到多少位？（C）

A、96 B、128 C、168 D、200

498、在IPSec中，（C）是两个通信实体经过协调建立起来的一种协定，觉得用来保护数据包安全的IPSec协议、密码算法、密钥等信息。

A、ESP B、SPI C、SA D、SP

499、在IPSec中，IKE提供（B）方法供两台计算机建立。

A、解释域 B、安全关联 C、安全关系 D、选择关系

500、在RIP的MD5认证报文中，经过加密的密钥是放在哪里的？（B）

A、保温的第一个表项里 B、报文的最后一个表项里

C、报文的第二个表项里 D、报文头里

501、在非对称加密算法中，涉及到的密钥个数是？（B）

A、一个 B、两个 C、三个 D、三个以上

502、在高级加密标准AES算法中，区块大小为（A）。

A、128位 B、192位 C、256位 D、512位

503、在给定的密钥体制中，密钥与密码算法可以看成是（A）。

A、前者是可变的，后者是固定的 B、前者是固定的，后者是可变的

C、两者都是可变的 D、两者都是固定的

504、在公钥体制中，不公开的是（B）。

A、公钥 B、私钥 C、公钥和私钥 D、私钥和加密算法

505、在密码学中，需要被交换的原消息被称为什么？（D）

A、密文 B、算法 C、密码 D、明文

506、一般证书采用哪个标准？（D）

A、ISO/IEC 15408 B、ISO/IEC 17799 C、BS 7799 D、X. 509V3

507、一个电子邮件的发送者对数据摘要应用了数字签名。这能确保：（D）

A、信息的数据和时间戳 B、识别发信的计算机

C、对信息内容进行加密 D、对发送者的身份进行识别

508、在数据库中，下列哪些数据不能加密？（A）

A、索引字段 B、存放日期字段

C、存放密码的 D、存放名称字段

509、在一个网络节点中，链路加密仅在以下哪项中提供安全性？（D）

A、数据链路层 B、物理层

C、通信层 D、通信链路

510、在以下隧道协议中，属于三层隧道协议的是（D）。

A、L2F B、PPTP C、L2TP D、IPSec

511、以下哪一项是基于一个大的整数很难分解成两个素数因数？（B）

A、ECC B、RSA C、DES D、D-H

512、以下哪种数据加密技术可以在基础架构层面进行？（A）

A、IPSec B、Secure Sockets Layer

C、Transport Layer Securit D、RSA

513、目前最安全的身份认证机制是（A）。

A、一次口令机制 B、双因素法

C、基于智能卡的用户身价认证 D、身价认证的单因素法

514、当数据库由于各种原因而使其完整性遭到破坏时，必须采取以下哪项措施来恢复数据库？（C）

A、重新安装数据库 B、换一种数据库

C、使用数据库备份 D、将数据库中的数据利用工具导出，并保存

515、PGP加密算法是混合使用（B）算法和IDEA算法，它能够提供数据加密和数字签名服务，主要用于邮件加密软件。

A、DES B、RSA C、IDEA D、AES

516、以下哪些软件是用于加密的软件？（A）

A、PGP B、SHA C、EFS D、DES

517、如果消息接受方要确定发送方身价，则要使用（B）原则。

A、保密性 B、鉴别 C、完整性 D、访问控制

518、对于现代密码破解，（D）是最常的方法。

A、攻破算法 B、监听截获 C、信息猜测 D、暴力破解

519、非对称密码技术的缺点有哪些？（B）

A、密钥持有量减少 B、加/解密速度慢 C、耗用资源较少 D、以上都是

520、CA不能提供下列哪种证书？（D）

A、个人数字证书 B、SSL服务器证书

C、安全电子邮件证书 D、SET服务器证书

521、以下关于混合加密方式说法正确的是（B）。

A、采用公开密钥体制进行通信过程中的加解密处理

B、采用公开密钥体制对对称密钥体制的密钥进行加密后的通信

C、采用对称密钥体制对对称密钥体制的密钥进行加密后的通信

D、采用混合加密方式，利用了对称密钥体制的密钥容易管理和非对称密钥体制的加解密

处理速度快的双重优点

522、果要保证（C）原则，则不能在中途修改消息内容。

A、保密性 B、鉴别 C、完整性 D、访问控制

523、口令是验证用户身份的最常用手段，以下哪一种口令的潜在风险影响范围最大？（D）

A、长期没有修改的口令 B、过短的口令

C、两个人共用的口令 D、设备供应商提供的默认的口令

524.非对称密钥的密码技术具有很多优点，其中不包括：（B）。

A、可提供数字签名、零知识证明等额外服务

B、加密/解密速度快，不需占用较多资源

C、通信双方事先不需要通过保密信道交换密钥

D、密钥持有量大大减少

525．DES是一种block（块）密文的加密算法，是把数据加密成多大的块？（B）

A、32位 B、64位 C、128位 D、256位

526．CA数字证书中不包含的信息有（C）。

A、CA的数字签名 B、证书申请者的个人信息

C、证书申请者的私钥 D、证书申请者的公钥信息

527．以下关于对称密钥加密说法正确的是（C）。

A、加密方和解密可以使用不同的算法 B、加密密钥和解密密钥可以是不同的

C、加密密钥和解密密钥必须是相同的 D、密钥的管理非常简单

528、在为计算机设置使用密码时，下面（D）密码是最安全的。

A、12345678 B、66666666

C、20061001 D、72aB@#41

529、（C）的攻击者发生在Web应用层？

A、25% B、50%

C、75% D、90%

530、“U盘破坏者”病毒（Worm.vhy）采用（B）图标，很容易被用户误点击，点击后就会在后台破坏硬盘数据，致使中毒电脑重新启动的时候完全崩溃。

A、网上邻居 B、我的电脑

C、我的文档 D、收藏夹

531、“冲击波”病毒运行时会将自身复制到Windows目录下，并命名为（C）

A、Gsrss.exe B、msbast.exe

C、msblast.exe D、lsass.exe

532、Code Red 爆发于2001年7月，利用微软的IIS漏洞在Web服务器之间传播。针对这一漏洞，微软早在2001年三月就发布了相关的补丁。如果今天服务器仍然感染Code Red，那么属于哪个阶段的问题？（A）

A、系统管理员维护阶段的失误 B、微软公司软件的设计阶段的失误

C、最终用户使用阶段的失误 D、微软公司软件的实现阶段的失误

533、病毒的传播机制主要有哪些？（D）

A、移动存储 B、电子邮件 C、网络共享 D、以上均是

534、病毒的反静态反汇编技术都有（D）。

A、数据压缩 B、数据加密 C、感染代码 D、以上均是

535、病毒在感染计算机系统时，一般（B）感染系统的。

A、病毒程序都会在屏幕上提示，待操作者确认（允许）后

B、实在操作者不觉察的情况下

C、病毒程序会要求操作者制定存储的磁盘和文件夹后

D、在操作者为病毒制定存储的文件名以后

536、杀毒软件时提示“重新启动计算机后删除文件”其主要原因是（A）

A、文件插入了系统关键进程，杀毒时无法处理

B、文件是病毒文件，无法处理

C、由于病毒的加壳形式不同，杀毒时无法正确处理

D、文件正在运行且无法安全的结束，需要其他处理方法

537、蠕虫的目标选择算法有（D）。

A、随机性扫描 B、基于目标列表的扫描

C、顺序扫描 D、以上均是

538、网络钓鱼是指（A）

A、通过大量发送声来自于银行或其他知名机构的欺骗性垃圾邮件，意图引诱收信人给出敏感信息。

B、网上进行钓鱼活动

C、通过网络组织钓鱼活动，从而获得利益 D、以上都不是

539、不属于常见把入侵主机的信息发送给攻击者的方法是（D）。

A、E-MAIL B、UDP C、ICMP D、连接入侵主机

540、不属于黑客被动攻击的是（A）

A、缓冲区溢出 B、运行恶意软件 C、浏览恶意代码网页 D、打开病毒附件

541、不属于黑客前期收集信息的工具是（D）

A、Nmap B、Xscan C、Nslookup D、LC

542、常见Web攻击方法，不包括？（D）

A、利用服务器配置漏洞 B、恶意代码上传下载

C、构造恶意输入（SQL注入攻击、命令注入攻击、跨站脚本攻击）

D、业务测试

543、常用的抓包软件有（A）。

A、ethereal B、MS office C、fluxay D、netscan

544.网络窃听（Sniffer）可以捕获网络中流过的敏感信息，下列说法错误的是（A）

A、密码加密后，不会被窃听 B、Cookie字段可以被窃听

C、报文和帧可以窃听 D、高级窃听者还可以进行ARPSpoof，中间人攻击

545、除了在代码设计开发阶段预防SQL注入外，对数据库进行加固也能够把攻击者所能造成的损失控制在一定范围内，下列哪项不是数据库加固范围？（C）

A、禁止将任何高权限账号（例如sa,dba等等）用于应用程序数据库访问。更安全的方法是单独为应用创建有限访问账户

B、拒绝用户访问敏感的系统存储过程

C、禁止用户访问的数据库表 D、限制用户所能够访问的数据库表

546、防止用户被冒名所欺骗的方法是（A）。

A、对信息源发放进行身份验证 B、进行数据加密

C、对访问网络的流量进行过滤和保护 D、采用防火墙

547、给电脑设置多道口令，其中进入电脑的第一道口令是（B）。

A、系统口令 B、CMOS口令

C、文件夹口令 D、文档密码

548、攻击者截获并记录了从A到B的数据，然后又从早些时候所截获的数据中提取出信息重新发往B称为（D）。

A、中间人攻击 B、口令猜测器和字典攻击

C、强力攻击 D、回放攻击

549、故意制作、传播计算机病毒，造成计算机信息系统不能正常运行，但如果后果不严重就无罪，可以原谅，这种说法（C）。

A、不对，对这种蓄意破坏行为不能原谅 B、即使不是故意的，后果也不很严重

C、对。我国实行成文法，根据《中华人民共和国刑法》第286条的规定，只有造成严重后果者才有罪

D、无法断定

550、关于80年代Mirros蠕虫危害的描述，哪句话是错误的？（B）

A、占用了大量的计算机处理器的时间，导致拒绝股务

B、窃取用户的机密信息，破坏计算机数据文件

C、该蠕虫利用Unix系统上的漏洞传播

D、大量的流量堵塞了网络，导致网络瘫痪

551、关于黑客注入攻击说法错误的是： (D)

A、它的主要原因是程序对用户的输入缺乏过滤

B、一般情况下防火墙对它无法防范

C、对它进行防范时要关注操作系统的版本和安全补丁

D、注入成功后可以获取部分权限

552、基于主机评估报告对主机进行加固时，第一步是（B）。

A、账号、口令策略修改 B、补丁安装

C、文件系统加固 D、日志审核增强

553、计算机病毒会对下列计算机服务造成威胁，除了（C）。

A、完整性 B、有效性

C、保密性 D、可用性

554、计算机病毒是一段可运行的程序，它一般（C）保存在磁盘中。

A、作为一个文件 B、作为一段数据

C、不作为单独文件 D、作为一段资料

555、什么方式能够从远程绕过防火墙去入侵一个网络？(D)

A、IP services\_ B、Active ports

C、Identified network topology D、Modem banks

556、输入法漏洞通过（D）端口实现的。

A、21 B、23 C、445 D、3389

557、特洛伊木马攻击的威胁类型属于（B）。

A、授权侵犯威胁 B、植入威胁

C、渗入威胁 D、旁路控制威胁

558、通常黑客扫描目标机的445端口是为了(B)。

A、利用NETBIOS SMB服务发起DOS攻击

B、发现并获得目标机上的文件及打印机共享

C、利用SMB服务确认Windows系统版本

D、利用NETBIOS服务确认Windows系统版本

559、网络病毒防范的三个阶段主要是预防范阶段、病毒爆发阶段和哪个阶段？(A)

A、残余风险评估阶段 B、检查阶段

C、入侵检测系统监控阶段 D、网络异常流量临控阶段

560、网络病毒预防范阶段的主要措施是什么？(A)

A、强制补丁、网络异常流量的发现 B、强制补丁、入侵检测系统监控

C、网络异常流量的发现、入侵检测系统的监控阶段 D、缺少D选项

561、下列除了(B)以外，都是防范计算机病毒侵害的有效方法。

A、使用防病毒软件 B、机房保持卫生，经常进行消毒

C、避免外来的磁盘接触系统 D、网络使用防病毒网关设备

562、下列除了(A)以外，都是计算机病毒传

A、通过操作员接触传播 B、通过U盘接触传播

C、通过网络传播 D、通过电子播的途径邮件传播

563、下列措施中，(C)不是减少病毒的传染

和造成的损失的好办法。

A、重要的文件要及时、定期备份，使备份能反映出系统的最新状态

B、外来的文件要经过病毒检测才能使用，不要使用盗版软件

C、不与外界进行任何交流，所有软件都自行开发

D、定期用抗病毒软件对系统进行查毒、杀毒

564、下列哪项是跨站脚本Cross Site Scripting攻击具体事例？（B）

A、搜索用户 B、发帖子，发消息 C、上传附件 D、下载文件

565、下列哪项为信息泄露与错误处理不当Information Leakage and Improper

Error Handlina攻击具体实例？(D)

A、不明邮件中隐藏的html链接 B、发帖子，发消息

C、上传附件 D、错误信息揭示路径

566、下面哪一项是黑客用来实施DDoS攻击的工具？(D)

A、LC5 B、Rootkit C、Icesword D、Trinoo

567、以下哪个工具可以抹去所有NT/2K配置，并将其还原到初始状态？(A)

A、Rollback. exe B、Recover. exe C、Zap. exe D、Reset. exe

568、以下哪个工具通常是系统自带任务管理器的替代？(D)

A、Regmon B、Filemon C、Autoruns D、Process explorer

569、以下哪个针对访问控制的安全措施是最容易使用和管理的？(C)

A、密码 B、加密标志 C、硬件加密 D、加密数据文件

570、以下哪项不是分布式拒绝服务攻击常用的工具？(D)

A、Trinoo B、Trinoo C、TFN D、synkill

571、以下哪项不属于针对数据库的攻击？(D)

A、特权提升 B、强力破解弱口令或默认的用户名及口令

C、SQL注入 D、利用xss漏洞攻击

572、以下哪项工具不适合用来做网络监听？(B)

A、sniffer B、Webscan C、 Windump D、 D-Iris

573、以下哪项是SYN变种攻击经常用到的工具？(B)

A、sessionIE B、synkill C、TFN D、Webscan

574、以下哪一项不是流氓软件的特征？(D)

A、通常通过诱骗或和其他软件捆绑在用户不知情的情况下安装

B、通常添加驱动保护使用户难以卸载

C、通常会启动无用的程序浪费计算机的资源

D、通常会显示下流的言论

575、一个数据仓库中发生了安全性破坏。以下哪一项有助于安全调查的进行？(B)

A、访问路径 B、时戳 C、数据定义 D、数据分类

576、以下哪一项不属于恶意代码？(C)

A、病毒 B、蠕虫 C、宏 D、特洛伊木马

577、以下哪一项不属于计算机病毒的防治策略？(D)

A、防毒能力 B、查毒能力 C、杀毒能力 D、禁毒能力

578、以下哪一项是常见Web站点脆弱性扫描工具？(A)

A、Appscan B、Nmap C、Sniffer D、LC

579、以下哪种方法是防止便携式计算机机密信息泄露的最有效的方法？(A)

A、用所有者的公钥对硬盘进行加密处理 B、激活引导口令（硬件设置口令）

C、利用生物识别设备 D、利用双因子识别技术将臀陆信息写入记事本

580、以下哪种符号在SQL注入攻击中经常用到？(D)

A、$\_ B、1 C、@ D、;

581、以下哪种工具能从网络上检测出网络监听软件(A)

A、sniffdet, , B、purify, , C、Dsniff D、WireShark

582、以下哪种攻击可能导致某些系统在重组IP分片的过程中宕机或者重新启动？(B)

A、分布式拒绝服务攻击 B、Ping of Death

C、NFS攻击 D、DNS缓存毒化攻击

583、下面哪部分不属于入侵的过程？(B)

A、数据采集 B、数据存储 C、数据检测 D、数据分析

584、以下对木马阐述不正确的是(A)。

A、木马可以自我复制和传播

B、有些木马可以查看目标主机的屏幕

C、有些木马可以对目标主机上的文件进行任意揉作

D、木马是一种恶意程序，它们在宿主机器上运行，在用户毫无察觉的情况下，让攻击者获得了远程访问和控制系统的权限。

585、由于攻击者可以借助某种手段，避开DBMS以及应用程序而直接进入系统访问

数据，我们通常采取以下哪种方式来防范？(A)

A、数据库加密

B、修改数据库用户的密码，将之改得更为复杂

C、使用修改查询法，使用户在查询数据库时需要满足更多的条件

D、使用集合法

586、在大多数情况下，病毒侵入计算机系统以后，(D)。

A、病毒程序将立即破坏整个计算机软件系统

B、计算机系统将立即不能执行我们的各项任务

C、病毒程序将迅速损坏计算机的键盘、鼠标等操作部件

D、一般并不立即发作，等到满足某种条件的 时候，才会出来活动捣乱、破坏

587、在确定威胁的可能性时，可以不考虑以下哪项？(D)

A、威胁源 B、潜在弱点

C、现有控制措施 D、攻击所产生的负面影响

588、在以下人为的恶意攻击行为中，属于主动攻击的是(A)。

A、身份假冒 B、数据GG C、数据流分析 D、非法访问

589、下面哪一种攻击方式最常用于破解口 令？(B)

A、哄骗( spoofing) B、字典攻击(dictionary attack)

C、拒绝服务(DoS) D、WinNuk

590、针对DNS服务器发起的查询DoS攻击，属于下列哪种攻击类型？(C)

A、syn flood B、ack flood C、 udpflood D、Connection flood

591、下列哪项不是安全编码中输入验证的控制项？(D)

A、数字型的输入必须是合法的数字

B、字符型的输入中对’进行特殊处理

C、验证所有的输入点，包括Get，Post，Cookie以及其他HTTP头

D、正确使用静态查询语句，如PreDaredStatement

592、以下关于垃圾邮件泛滥原因的描述中，哪些是错误的？(C)

A、早期的SMTP协议没有发件人认证的功能

B、网络上存在大量开放式的邮件中转服务器，导致垃圾邮件的来源难于追查

C、SMTP没有对邮件加密的功能是导致垃圾邮件泛滥的主要原因

D、Internet分布式管理的性质，导致很难控制和管理

593、以下哪种方法是防止便携式计算机机密信息泄露的最有效方法？（A）

A、用所有者的公钥对硬盘进行加密处理 B、激活引导口令（硬件设置口令）

C、利用生物识别设备 D、利用双因子识别技术将登录信息写入记事本

594、以下哪种攻击属于DDoS类攻击？（A）

A、SYN变种攻击 B、smurf攻击 C、arp攻击 D、Fraggle攻击

595、URL访问控制不当不包括（D）

A、Web应用对页面权限控制不严 B、缺乏统一规范的权限控制框架

C、部分页面可以直接从URL中访问 D、使用分散登录认证

596、Web应用的认证与会话处理不当，可能被攻击者利用来伪装其他用户身份。强认证手段不包括如下哪种？（A）

A、静态密码 B、短信挑战 C、指纹认证 D、图片认证

597、Web应用漏洞按类别进行排名，由多到少正确的顺序为？（A）

A、跨站脚本、注入、恶意代码、引用不当

B、注入、跨站脚本、恶意代码、引用不当

C、恶意代码、跨站脚本、注入、引用不当

D、引用不当、跨站脚本、注入、恶意代码

598、从技术角度，以下不是漏洞来源的是（D）

A、软件或协议设计时候的瑕疵 B、软件或协议实现中的弱点

C、软件本身的瑕疵 D、显示卡内存容量过低

599、（C）即攻击者利用网络窃取工具经由网络传输的数据包，通过分析获得重要的信息。

A、身份假冒 B、数据篡改 C、信息窃取 D、越权访问

600、有关密码学分支的定义，下列说法中错误的是（D）

A、密码学是研究信息系统安全保密的科学，由两个相互对立、相互斗争、而且又相辅相成、相互渗透的分支科学所组成的、分别称为密码编码学和密码分析学

B、密码编码学是对密码体制、密码体制的输入输出关系进行分析、以便推出机密变量、包括明文在内的敏感数据

C、密码分析学主要研究加密信息的破译或信息的伪造

D、密码编码学主要研究对信息进行编码，实现信息的隐藏

601、与RSA（Rivest,Shamir,Adleman）算法相比，DDS（Digital Signature Standard）不包括（C）

A、数字签名 B、鉴别机制 C、加密机制 D、数据完整性

602、以下哪项是数据库加密方法中的库外加密的缺点？（A）

A、即使访问一条数据也要对整个数据库解密 B、密钥管理比较复杂

C、加密之后不能完整的查询数据 D、密钥过于简单，容易被破解

603、以下哪项数据中涉及安全保密的最主要问题？（A）

A、访问控制问题 B、数据完整性 C、数据正确性 D、数据安全性

604、以下哪一个最好的描述了数字证书？（A）

A、等同于在网络上证明个人和公司身份的身份证

B、浏览器的一个标准特性，它使得黑客不能得知用户的身份

C、网站要求用户使用用户名和密码登陆的安全机制

D、伴随在线交易证明购买的收据

605、TCP SYN Flood网络攻击时利用了TCP建立连接过程需要（C）次握手的特点而完成对目标进行攻击的。

A、1 B、2 C、3 D、6

二、多项选择题（606-789）

606、COBIT度量过程的三个纬度分别是（ABC）。

A、能力 B、绩效 C、控制度 D、能力成熟度

607、IT系统内网与互联网连接检查手段有哪些？（BCD）

A、工具扫描 B、人员访谈 C、人工检查 D、文档检查

608、公司应该采取以下措施，对第三方访问进行控制。（ABCD）

A、公司应于第三发公司法人签署保密协议，并要求其第三方个人签署保密承诺，此项工作应在第三方获得网络与信息资产的访问权限之前完成

B、实行访问授权管理，未经授权，第三方不得进行任何形式的访问

C、公司应加强第三方访问的过程控制，监督其活动及操作，对其进行适当的安全宣传与培训

D、第三方人员应佩戴易于识别的标志，并在访问公司重要场所时有专人陪同

609、计算机信息系统安全的三个相辅相成，互补互通的有机组成部分是（ABD）

A、安全策略 B、安全法规 C、安全技术 D、安全管理

610、劳动合同中应包含网络与信息安全条款，这些条款规定（ACD）。

A、员工的安全责任和违约罚则

B、安全责任不可延伸至公司场所以外和正常工作时间以外

C、安全责任可延伸至公司场所以外和正常工作时间以外

D、如必要，一些安全责任应在雇佣结束后延续一段特定的时间

611、审核是网络安全工作的核心，下列应用属于主动审核的是：（CD）

A、Windows事件日志记录 B、数据库的事务日志记录

C、防火墙对访问站点的过滤 D、系统对非法链接的拒绝

612、通用准则CC实现的目标有（ABC）

A、成为统一的国际通用安全产品、系统的安全标准

B、在不同国家达成协议，相互承认产品安全等级评估

C、概述IT产品的国际通用性 D、都不是

613、系统用户账号登记表应包括（ABCD）。

A、使用者姓名、部门、职务、联系电话 B、账号权限

C、批准人、开通人 D、开通时间、到期日

614、下列情况哪些是对公司经营管理的影响为“一般”级别的互联网网络安全事件？（ABD）

A、发生未到达“预警”的一般性安全事件

B、出现新的漏洞，尚未发现利用方法或利用迹象

C、有来自境外的网络性能明显下降的报警，并且其技术原因普遍适用于我国互联网 D、出现新的蠕虫/病毒或其它恶意代码，尚未证明可能造成严重危害

615、信息安全的主要原则有（BCD）

A、认证性 B、保密性 C、可用性 D、完整性

**616、针对支撑系统，除业务关联性、对业务网络的影响，资产价值主要体现在（ACD）几个方面。 缺少D选项**

**A、业务收益的影响 B、设备购买成本 C、面向客户的重要程度 D、**

617、IT系统病毒泛滥的主要原因有哪些？（ABCD）

A、主机和终端防病毒软件缺乏统一管理

B、主机和终端防病毒软件没有设置为自动更新或更新周期较长

C、防病毒服务器没有及时更新放病毒库

D、缺乏防病毒应急处理流程和方案

618、IT系统病毒防护评估检查对象包括哪些内容？（ABCD）

A、防病毒服务器 B、重要应用Windows主机

C、Windows终端 D、主机管理员

619、互联网连接防火墙设备的安全策略配置要求包括哪几点（ABCD）。

A、远程登录是否禁止telnet方式 B、最后一条策略是否是拒绝一切流量

C、是否存在允许any to any的策略

D、是否设置了管理IP，设备只能从管理IP登录维护

620、《安全基线标准》在安全管理层面主要围绕哪几部分考评安全基线？（ABC）

A、组织架构管理 B、人员安全管理 C、运维安全管理 D、制度安全管理

621、IT系统维护人员权限原则包括（ACD）。

A、工作相关 B、最大授权 C、最小授权 D、权限制约

622、安全系统加固手册中关于造成系统异常中断的各方面因素，主要包括哪三方面（ABD）

A、人为原因 B、环境原因 C、生产原因 D、设备原因

623、IT系统维护人员权限原则包括（ACD）

A、工作相关 B、最大授权 C、最小授权 D、权限制约

624、计算当前Linux系统中所有用户的数量，可以使用（ABC）命令

A、wc -l /etc/passwd B、wc -l</etc/passwd

C、cat/etc/passwd|wc -l D、cat/etc/passwd>wc -l

625、Solarid系统中，攻击者在系统中增加账户会改变哪些文件？（AB）

A、shadow B、passwd C、inetd,conf D、hosts

626、Syn Flood攻击的现象有以下哪些？（ABC）

A、大量连接处于SYN\_RCVD状态 B、正常网络访问受阻

C、系统资源使用率高

627、UNIX安全审计的主要技术手段有哪些？（ABCDEF）

A、文件完整性审计 B、用户、弱口令审计 C、安全补丁审计

D、端口审计 E、进程审计 F、系统日志审计

628、Unix系统提供备份工具有（ABCD）

A、cp：可以完成把某一目录内容拷贝到另一目录

B、tar：可以创建、把文件添加到或从一个tar档案中解开文件

C、cpio：把文件拷贝进或拷贝出一个cpio档案或tar档案

D、dump：用来恢复整个文件系统或提取单个文件

629、操作系统应利用安全工具提供以下哪些访问控制功能？（ABC）

A、验证用户身份，必要的话，还应进行终端或物理地点识别

B、记录所有系统访问日志

C、必要时，应能限制用户连接时间 D、都不对

630、从哪些地方可以看到遗留痕迹？（ABCD）

A、回收站 B、最近使用过的文件 C、注册表 D、文件最后更改的时间戳631、

632、关于Windows活动目录说法正确的是（ABD）。

A、活动目录是采用分层结构来存储网络对象信息的一种网络管理体系

B、活动目录可以提供存储目录数据和网络用户级管理员使用这些数据的方法

C、利用活动目录来实现域内计算机的分布式管理

D、活动目录与域紧密结合构成与目录林和域目录树，使大型网络中庞大、复杂的网络管理、控制、访问变得简单，使网络管理效率更高

633、建立堡垒主机的一般原则是（AC）。

A、最简化原则 B、复杂化原则 C、预防原则 D、网络隔离原则

634、逻辑空间主要包括哪些部分？（ABDE）

A、TABLESPACES B、SEGMENTS C、DATAFILE

D、EXTENTS E、BLOCK

635、哪些属于Windows日志？（ABCD）

A、AppEvent.Evt B、SecEvent.Evt C、SysEvent.Evt D、W3C扩展日志

636、如何设置listener口令？（ACDE）

A、以Oracle用户运行lsnrctl命令 B、set log\_file

C、change\_password D、set password E、save\_config

637、审计启动其日志有哪两种存放方式？（BD）

A、NONE B、OS C、TRUE D、SYS.AUD$

638、生产服务器通常都是UNIX平台，资产价值最高，不直接连接外部网络，主要的安全需求是（ABD）

A、访问控制 B、账号口令 C、数据过滤 D、权限管理和补丁管理

639、使用md5sum工具对文件签名，以下说法正确的是？（ADE）

A、md5sum对任何签名结果是定长的16字节

B、md5sum对文件签名具有不可抵赖性

C、md5sum是对文件进行加密运算得出签名，不同文件结果几乎不相同

D、md5sum是对文件进行哈希运算得出签名，不同文件结果几乎不相同

E、md5sum对文件签名时，与文件的日期和时间无关

640、为了正确获得口令并对其进行妥善保护，应认真考虑的原则和方法有（ABCD）

A、口令/账号加密 B、定期更换口令

C、限制对口令文件的访问 D、设置复杂的、具有一定位数的口令

641、文件系统是构成Linux基础，Linux中常用文件系统有（ABD）？

A、ext3 B、ext2 C、hfs D、reiserfs

642、下列关于UNIX下日志说法正确的是（AC）

A、wtmp记录每一次用户登录和注销的历史信息

B、acct记录每个用户使用过的命令

C、sulog记录su命令的使用情况

D、acct记录当前登录的每个用户

643、下列哪些操作可以看到自启动项目？（ABD）

A、注册表 B、开始菜单 C、任务管理器 D、msconfig

644、下列哪些命令行可用于查看当前进程？（ABC）

A、Ps -ef B、Strings -f/proc/[0-9]\*/cmdline

C、Ls -al /proc/[0-9]\*/exe D、Cat/etc/inetd.conf

645、下面操作系统中，哪些是UNIX操作系统？（CD）

A、Red-hat Linux B、Novell Netware C、Free BSD D、SCO Unix

646、严格的口令策略应当包含哪些要素（ABC）

A、满足一定的长度，比如8位以上 B、同时包含数字，字母和特殊字符

C、系统强制要求定期更改口令 D、用户可以设置空口令

647、在Solaris 8 下，使用ps -ef命令列出进程中有一行如下“root 1331 0 00:01:00? 0:00 /usr/sbin/inetd -s -t”，以下说法正确的是（ABE）

A、参数-t是trace，记录包括IP和PORT等信息

B、参数-t对于UDP服务无效 C、进程启动的时间不能确定

D、进程已经运行了1分钟 E、进程的父进程号是1

648、在Solaris 8 下，以下说法正确的是：（AB）

A、/etc/rc2.d里S开头的文件在系统缺省安装的缺省级别会自动运行

B、/etc/rc3.d里S开头的文件在系统缺省安装的缺省级别会自动运行

C、/etc/init.d里的文件在系统启动任何级别时会自动运行

D、init 0是进入单用户级别 E、init 6命令会运行所有级别的rc目录下以S开头的文件

649、在Solaris 8 下，以下说法正确的是：（BC）

A、PATH环境变量最后带有“.”，会使当前目录的命令比其他目录的命令有限执行

B、可以修改/etc/inittab里ttymon的参数，使得登录的SHELL在无输入时自动退出

C、在使用/bin/ksh时，可以设置TMOUT值，使得登录的SHELL在无输入时自动退出

D、在/etc/login中，可以设置TIMEOUT值，使得登录的SHELL在无输入时自动退出

E、tar xvf命令的意思是以tar格式解开输入，并且保持文件属性等参数不变

650、在配置Apache访问控制时，Allow和Deny指令可以允许或拒绝来自特定主机名或主机名地址的访问。那么下列哪些配置是不正确的？（AD）

A、Order allow,deny Allow from 192.101.205

B、B、Order deny,allow Deny from all Allow from example

C、C、Order deny,allow Deny from 192.101.205

D、D、Order allow,deny Deny from 192.101.205 Allow from all

651、造成操作系统安全漏洞的原因是（ABC）。

A、不安全的编程语言 B、不安全的编程习惯

C、考虑不周的架构设计 D、人为的恶意破坏

652、针对Linux主机，一般的加固手段包括（ABC）。

A、打补丁 B、关闭不必要的服务 C、限制访问主机 D、切断网络

653、做系统快照，查看端口信息的方式有（AD）。

A、netstat -an B、net share C、net use D、用taskinfo来查看连接情况

654、网厅安全解决方案主要从哪几个方面对网厅安全进行建议和指导？（ABCD）

A、安全管理 B、安全防护 C、安全运维 D、灾备/恢复

655、IT系统软件设计中应当考虑并执行安全审计功能，详细记录访问信息的活动，包括（ABCD）。

A、记录的活动以是否有数据的修改、应用程序的异常关闭、异常删除触发

B、应用系统应当配置单独的审计数据库，审计记录应单独存放，并设置严格的边界访问控制，只有安全管理人员才能够看到审计记录

C、信息系统的审计功能包括：事件日期、时间、发起者信息、类型、描述和结果

D、应用系统的审计进程为后台处理，与应用系统运行同步进行，并且对于审计进程应当涉及相应的守护进程，一旦出现异常停止系统可重新启动审计进程，从而保障审计的“完整性”

656、IPSec的配置步骤包括：（ABCD）

A、防火墙基本配置 B、定义保护数据流和域间规则

C、配置IPSec安全提议 D、配置IKEPeer

657、Juniper路由器在配置SSH访问时应注意如下（ABCD）细节。

A、建立允许访问的SSH-ADDRESSES过滤器

B、确保只允许来自内部接口的授权用户访问

C、针对SSH进行限速以保护路由引擎

D、过滤器应用在loopback接口

658、对于使用RPF反向地址验证，以下说法错误的是：（BCD）。

A、对称路由可以使用 B、非对称路由可以使用

C、有些情况不可以使用，但与对称或非对称路由无关

D、在任何情况下都可以使用

659、防病毒服务升级检查包括如下几项内容？（ABC）

A、检查防病毒服务器病毒库下载是否正常，如果不正常及时联系厂商进行问题解决

B、在防病毒系统每次升级后，记录每次版本变更版本号，定期记录病毒库的版本

C、对重要的服务器，定期抽查防病毒客户端的病毒库升级情况

660、防范DOS攻击的方法主要有（ABCD）。

A、安装Dos检测系统 B、对黑洞路由表里的地址进行过滤

C、及时打好补丁 D、正确配置TCP/IP参数

661、防火墙trust域中的客户机通过nat访问untrust中的服务器的ftp服务，已经允许客户机访问服务器的tcp21端口，但只能登陆到服务器，却无法下载文件，以下解决办法中可能的是：（ABC）

A、修改trust untrust域间双向的默认访问策略为允许

B、FTP工作方式为port模式时，修改untrust trust域间in方向的默认访问策略为允许 C、在trust untrust域间配置中启用detect ftp

D、FTP工作方式为passive模式时，修改untrust trust域间in方向的默认访问策略为允许

662、防火墙不能防止以下哪些攻击？（ABD）

A、内部网络用户的攻击 B、传送已感染病毒的软件和文件

C、外部网络用户的IP地址欺骗 D、数据驱动型的攻击

663、防火墙常见的集中工作模式有（ABC）。

A、路由 B、NAT C、透明 D、旁路

664、防火墙的缺陷主要有（ABCD）。

A、限制有用的网络服务 B、无法防护内部网络用户的攻击

C、不能防备新的网络安全问题 D、不能完全防止传送已感染病毒的软件或文件

665、防火墙的日志管理应遵循如下原则：（BC）

A、本地保存日志 B、本地保存日志并把日志保存到日志服务器上

C、保持时钟的同步 D、在日志服务器保存日志

666、防火墙的特征是（ABCD）。

A、保护脆弱和有缺陷的网络服务 B、加强对网络系统的访问控制

C、加强隐私，隐藏内部网络结构 D、对网络存取和访问进行监控审计

667、防火墙的主要功能有哪些？（ABCD）

A、过滤进、出网络的数据 B、管理进、出网络的访问行为

C、封堵某些禁止的业务，对网络攻击进行检测和报警

D、记录通过防火墙的信息内容和活动

668、防火墙的作用主要有（ABCD）。

A、实现一个公司的安全策略 B、创建一个阻塞点

C、记录Internet活动 D、限制网络暴露

669、防火墙技术，涉及到（ABCD）。

A、计算机网络技术 B、密码技术 C、软件技术 D、安全操作系统

670、防火墙可以部署在下列位置：（ABCD）。

A、安全域边界 B、服务器区域边界

C、可信网络区域和不可信网络区域之间 D、根据网络特点设计方案

671、防火墙配置时应确保（ABCD）服务不开放。

A、Rlogin B、NNTP C、Finger D、NFS

672、启用Cisco设备的访问控制列表，可以起到如下作用（ABC）。

A、过滤恶意和垃圾路由信息 B、控制网络的垃圾信息流

C、控制未授权的远程访问 D、防止DDoS攻击

673、如果Cisco设备的VTY需要远程访问，则需要配置（ABCD）。

A、至少8位含数字、大小写、特写字符的密码 B、远程连接的并发数目

C、访问控制列表 D、超市退出

674、如果需要配置Cisco路由器禁止从网络启动和自动从网络下载初始配置文件，配置命令包括（AB）。

A、no boot network B、no service config C、no boot config D、no service network

675、入侵检测的内容主要包括：（BC）。

A、独占资源、恶意使用 B、试图闯入或成功闯入、冒充其他用户

C、安全审计 D、违反安全策略、合法用户的泄露

676、入侵检测系统包括以下哪些类型？（AC）

A、主机入侵检测系统 B、链路状态入侵检测系统

C、网络入侵检测系统 D、数据包过滤入侵检测系统

677、随着交换机的大量使用，基于网络的入侵检测系统面临着无法接收数据的问题。由于交换机不支持共享媒质的模式，传统的采用一个嗅探器（sniffer）来监听整个子网的办法不再可行。可选择解决的办法有（ABCD）。

A、使用交换机的核心芯片上的一个调试的端口

B、把入侵检测系统放在交换机内部或防火墙等数据流的关键入口

C、采用分解器（tap）

D、使用以透明网桥模式接入的入侵检测系统

678、通常要求把路由器的日志存储在专用日志服务器上，假设把Cisco路由器日志存储在192.168.0.100的syslog服务器上，需要在路由器侧配置的操作时：（ABCD）。

A、使用Router(config)# logging on启用日志：使用Router(config)# logging trap information将记录日志级别设定为“information”

B、使用Routee(config)# logging192.168.0.100将记录日志类型设定为“local6”

C、使用(config)# logging facility local6将日志发送到192.168.0.100

D、使用(config)# logging sourceinterface loopback0设定日志发送源loopback0

679、通过SSL VPN接入企业内部的应用，其优势体现在哪些方面：（ABCD）。

A、应用代理 B、穿越NAT和防火墙设备

C、完善的资源访问控制 D、抵御外部攻击

680、网络地址端口转换（NAPT）与普通地址转换有什么区别？（AD）

A、经过NAPT转换后，对于外网用户，所有报文都来自于同一个IP地址

B、NAT只支持应用层的协议地址转换

C、NAPT只支持网络层的协议地址转换

D、NAT支持网络层的协议地址转换

681、网络攻击的类型包括以下哪几种？（ABCD）

A、窃取口令 B、系统漏洞和后门 C、协议缺陷 D、拒绝服务

682、网络面临的典型威胁包括（ABCD）。

A、未经授权的访问 B、信息在传送过程中被截获、篡改

C、黑客攻击 D、滥用和误用

683、网络蠕虫一般指利用计算机系统漏洞、通过互联网传播扩散的一类病毒程序，该类病毒程序大规模爆发后，会对相关网络造成拒绝服务攻击，为了防止受到网络蠕虫的侵害，应当注意对（ACD）及时进行升级更新。

A、计算机操作系统 B、计算机硬件 C、文字处理软件 D、应用软件

684、下列关于NAT地址转换的说法中哪些事正确的：（ABCD）。

A、地址转换技术可以有效隐藏局域网内的主机，是一种有效的网络安全保护技术

B、地址转换可以按照用户的需要，在局域网内向外提供FTP、WWW、Telnet等服务

C、有些应用层协议在数据中携带IP地址信息，对它们作NAT时还要修改上层数据中的IP地址信息

D、对于某些非TCP、UDP的协议（如ICMP、PPTP），作上层NAT时，会对它们的特征参数（如ICMP的id参数）进行转换。

685、下列哪两项正确描述了由WPA定义的无线安全标准？（BC）

A、使用公开密钥的认证方法 B、当客户端连接的时候都要进行动态密钥交换

C、包含PSK认证 D、定制了一个经常更换的静态的加密密钥来增强安全性

686、下列配置中，可以增强无线AP（access point）安全性的有（ABCD）。

A、禁止SSID广播 B、禁用DHCP服务

C、采用WPA2-PSK加密认证 D、启用MAC地址接入过滤

687、下面可以攻击状态检测的防火墙方法有：（ABD）

A、协议隧道攻击 B、利用FTP-pasv绕过防火墙认证的攻击

C、ip欺骗攻击 D、反弹木马攻击

688、下面什么路由协议不可以为HSRP的扩充：（ABC）

A、SNMP B、CDP C、HTTP D、VRRP

689、下面什么协议有MD5认证：（ABC）

A、BGP B、OSPF C、EIGER D、RIPversion 1

690、下面是网络安全技术的有：（ABC）

A、防火墙 B、防病毒 C、PKI D、UPS

691、选购一个防火墙时应该考虑的因素有：（ABCD）

A、网络受威胁的程度 B、可能受到的潜在损失

C、站点是否有经验丰富的管理员 D、未来扩展的需要

692、一台路由器的安全快照需要保存如下哪些信息？（AB）

A、当前的配置--running-config B、当前的开放端口列表

C、当前的路由表 D、当前的CPU状态

693、以下对于包过滤防火墙的描述正确的有（ACD）。

A、难以防范黑客攻击 B、处理速度非常慢

C、不支持应用层协议 D、不能处理新的安全威胁

694、以下对于代理防火墙的描述正确的有（ABCD）。

A、能够理解应用层上的协议 B、时延较高，吞吐量低

C、能做复杂一些的访问控制，并做精细的认证和审核 D、可伸缩性较差

695、以下关于L2TP VPN配置注意事项的说法中正确的有：（ABC）

A、L2TP的LNS端必须配置虚拟接口模板（Virtual-Template）的IP地址，该虚拟接口模板需要加入域

B、防火墙缺省需要进行隧道的认证。如果不配置认证，需要undo tunnel authentication命令

C、为了使L2TP拨号上来的用户分配的地址不能喝内网用户的地址在同一个网段

D、LNS端不允许配置多个L2TP-Group

1. 以下哪几项关于安全审计和安全审计系统的描述是正确的？（CD）

A、对入侵和攻击行为只能起到威慑作用

B、安全审计不能有助于提高系统的抗抵赖性

C、安全审计是对系统记录和活动的独立审查和检验

D、安全审计系统可提供侦破辅助和取证功能

697、以下哪些属于网络欺骗方式？（ABCD）

A、IP欺骗 B、ARP欺骗 C、DNS欺骗 D、Web欺骗

698、以下哪些是防火墙规范管理需要的？（ABCD）

A、需要配置两个防火墙管理员 B、物理访问防火墙必须严密地控制

C、系统软件、配置数据文件在更改后必须进行备份

D、通过厂商指导发布的硬件和软件的bug和防火墙软件升级版

699、以下硬件安装维护重要安全提示正确的有：（ABCD）

A、不要在雷雨天气进行故障处理 B、保持故障处理区域的干净、干燥

C、上防静电手套或防静电腕带再执行安装和更换操作

D、在使用和操作设备时，需要按照正确的操作流程来操作

700、以下属于DTE(Data Terminal Equipment)数据终端设备的有（AB）

A、路由器 B、PC C、交换机 D、HUB

701、在防火墙的“访问控制”应用中，内网、外网、DMZ三者的访问关系为：（ABD）

A、内网可以访问外网 B、内网可以访问DMZ区

C、DMZ区可以访问内网 D、外网可以访问DMZ区

702、关于GRE校验和验证技术，当本端配置了校验和而对端没有配置校验和时，以下叙述正确的有（BC）。

A、本端对接收报文检查校验和 B、对端对接收报文检查校验和

C、本端对发送报文计算校验和 D、对端对发送报文计算校验和

703、配置PPP链路层协议时，链路层协议状态始终不能转为Up状态的处理建议：（ABCD）

A、PPP链路两端的接口上配置的参数和验证方式都必须一致，LCP检查才能成功

B、如果LCP协商失败，请检查LCP配置协商参数

C、请检查验证方式配置是否正确。因为LCP协商中，包含验证方式的协商。因为LCP协商中，包含验证方式的协商。验证方式协商失败也会导致LCP协商失败

D、接口试图下先执行shutdown命令将接口关闭，再执行undo shutdown命令重启接口

704、对DNSSEC的描述正确的有（AC）。

A、为DNS数据提供来源验证，即保证数据来自正确的名称服务器

B、DNSSEC可防御DNS Query Flood攻击

C、为域名数据提供完整性验证，即保证数据在传输的过程中没有被篡改

D、实施DNSSEC后，只需升级软件系统，对网络、服务器等硬件设备不需考虑

705、MySQL安装程序会给出三种选择，用户可以根据自身的需要选择一种适合的安装方式，以下哪些是正确的？（ABD）

A、Typical（典型安装） B、Compact(最小安装)

C、Full(全部安装) D、Custom(选择安装)

706、MySQL中用DROP语句可删除数据库和数据表，以下哪句是正确的语法？（ABCD）

A、DROP TABLE table\_name1 B、DROP TABLE table\_name1,table\_name2

C、DROP TABLE IF EXISTS table\_name1 D、DROP DATABASE DB name1

707、Oracle 7.2之前的数据库连接用户名和密码在网络传输时是不进行加密的，为了要和旧版本兼容Oracle数据库9.02存在DBLINK\_ENCRYPT\_LOGIN参数用来调节数据库连接时用户名和密码的加密特性，以下说法正确的是：（ACD）。

A、DBLINK\_ENCRYPT\_LOGIN为TRUE时，数据库连接加密用户名和密码

B、DBLINK\_ENCRYPT\_LOGIN时，数据库连接不加密用户名和密码

C、DBLINK\_ENCRYPT\_LOGIN为FALSE时，如果加密的数据库连接失败，会尝试不加密的连接

D、DBLINK\_ENCRYPT\_LOGIN为TRUE时，加密的数据库连接失败，也不会尝试不加密的连接

708、Oracle实例主要由哪两部分组成：（AC）

A、内存 B、Share pool buffer C、后台进程 D、pmon和smon

709、Oracle中如何设置audit trail审计，正确的说法是：（ABD）

A、在init.ora文件中设置“audit\_trail = true”或者“audit\_trail = db”

B、以SYSDBA身份使用AUDIT ALL ON SYS.AUD$ BY ACCESS，语句对audit trail审计

C、Oracle不支持对audit trail的审计

D、在设置audit trail审计前，要保证已经打开Oracle的审计机制

710、SQL Server的登录认证种类有以下哪些？（ACD）

A、Windows认证模式 B、双因子认证模式

C、混合认证模式 D、SQL Server认证

711、SQL Server的取消权限的操作有以下哪些？（ABC）

A、在“详细信息”窗格中右击要授予/拒绝/取消其权限的用户定义的角色

B、单击“属性”命令在“名称”下单击“权限”单击列出全部对象

C、选择在每个对象上授予拒绝或废除的权限，选中标志表示授予权限，X表示拒绝权限，空框表示废除权限，只列出适用于该对象的权限

D、回到“数据库用户属性”对话框中，再点击“确定”按钮，所有的设置就完成了

712、SQL Server中ALTER DATABASE可以提供以下哪些功能选项？（ABCD）

A、更改数据库名称 B、文件组名称 C、数据文件 D、日志文件的逻辑名称

713、SQL Server中关于实例的描述，请选择正确的答案。（ABD）

A、如果安装选择“默认”的实例名称。这时本SQL Server的名称将和Windows 2000服务器的名称相同

B、SQL Server可以在同一台服务器上安装多个实例

C、SQL Server只能在一台服务器上安装一个实例

D、实例各有一套不为其他实例共享的系统及用户数据库，所以各实例的运行是独立的。

714、SQL Server中使用企业管理器从数据库中删除数据或日志文件的步骤如下，正确的步骤是？（ABCD）

A、展开服务器组，然后展开服务器

B、展开“数据库”文件夹，右击要从中删除数据或日志文件的数据库，然后单击“属性”命令

C、若要删除数据文件，单击“常规”选项卡。若要删除日志文件，单击“事务日志”选项卡

D、在“文件名”列户，单击要删除的文件名旁边的箭头，再点DELETE键，文件名旁出现十字光标，表明将删除此文件

715、参数REMOTE\_LOGIN\_PASSWORDFILE在Oracle数据库实例的初始化参数文件中，此参数控制着密码文件的使用及其状态，以下说法正确的是：（ABCD）

A、NONE：只是Oracle系统不使用密码文件，不允许远程管理数据库

B、EXCLUSIVE：指示只有一个数据库实例可以使用密码文件

C、SHARED：指示可有多个数据库实例可以使用密码文件

D、以上说法都正确

716、关于SQL Server 2000中的SQL账号、角色，下面说法正确的是：（ABC）

A、PUBLIC,guest为缺省的账号 B、guest不能从master数据库清除

C、可以通过删除guest账号的角色，从而消弱guest可能带来的安全隐患

D、SQL Server角色的权限是不可以修改的

717、连接MySQL后选择需要的数据库DB\_NAME？以下哪些方法是对的（AC）

A、连接后用USE DB\_NAME选择数据库

B、连接后用SET DB\_NAME选择数据库

C、用mysql -h host -u user -p DB\_NAME连接数据库

D、用mysql -h host -u user -p -T DB\_NAME连接数据库

718、如果数据库不需要远程访问，可以禁止远程tcp/ip连接，以增强安全性。可选择的有效方法：（AC）

A、用防火墙封堵数据库侦听端口避免远程连接 B、禁止tcp/ip协议的使用

C、在mysqld服务器中参数中添加 --skip-networking启动参数来使mysql

D、在/etc/my.cnf下添加remoteConnnect=disable

719、以下哪些MySQL中GRANT语句的权限指定符？（ABCDEF）

A、ALTER B、CREATE C、DELETE

D、UPLOAD E、DROP F、INSERT

720、用THC组织的Oracle的工具，通过sniffer方式抓取数据库的认证信息可有效破解Oracle密码，以下哪些数据是必须获取的？（ABC）

A、AUTH\_SESSKEY B、AUTH\_PASSWORD C、用户名 D、实例名

721、在Oracle 9数据库可以通过配置$Oracle\_HOME\network\admin\sqlnet.ora文件实现数据库层次的基于TCP协议和地址的访问控制。下面说法正确的是：（ABCD）

A、首先需要配置TCP,VALIDNODE\_CHECKING=yes启用节点检查功能

B、其次配置TCP.INVITED\_NODES=192.168.0.12，192.168.0.33将会允许地址是192.168.0网段的12和33的主机访问

C、然后配置TCP.EXCLUDED\_NONES=192.168.0.123将会禁止地址是192.168.0网段的123的主机访问

D、要以上配置生效必须重启lsnrctl监听器

722、在SQL Server 2000中，如果想查询当前数据库服务器软件的版本，可以使用下面哪些方式（ABCD）

A、在查询分析器中通过如下语句查询SELECT ServerPROPERTY(‘productversion’),ServerPROPERTY(‘productlevel’),ServerPROPERTY(‘edition’)

B、在命令行下，用SQL Server自带的管理工具osql连接进入数据库，输入select@@version

C、企业管理器查看服务器属性 D、在SQL Server服务管理器里面查看“关于”

723、在SQL Server 2000中一些无用的存储过程，这些存储过程极容易被攻击者利用，攻击数据库系统。下面的存储过程哪些可以用来执行执行系统命令或修改注册表？（ABC）

A、xp\_cmdshell B、xp\_regwrite C、xp\_regdeletekey D、select \* from master

724、在SQL Server中创建数据库，如下哪些描述是正确的？（ABCD）

A、创建数据库的权限默认授权sysadmin和dbcreator固定服务器角色的成员，但是它仍可以授予其他用户

B、创建数据库的用户将成为该数据库的所有者

C、在一个服务器上，最多可以创建32,767个数据库

D、数据库名称必须遵循标示符规则

725、在对SQL Server 2000的相关文件、目录进行安全配置时，下面可以采用的措施是：（ABCD）

A、删除缺省安装时的例子样本库

B、将存放数据的库文件，配置权限为administrators组、system和启动SQL Server服务的用户账号及DBA组具有完全控制权限

C、对SQL Server安装目录，去除everyone的所有控制权限

D、将数据库数据相关的文件，保存在非系统盘的NTFS独立分区

726、sybase数据库文件系统需要哪些裸设备？（ABCD）

A、master B、proce C、data D、log

727、Oracle支持哪些加密方式？（ABCD）

A、DES B、RC4\_256 C、RC4\_40 D、DES40

728、SQL Server用事件探测器可以帮助排除故障和解决问题，创建跟踪的步骤如下哪些是正确的？（ABCD）

A、从“模板名称”下拉菜单为你创建跟踪选择一个模板

B、“事件探查器”主界面打开后，从“文件”菜单选择“新跟踪”

C、在“跟踪名称”文本框中输入你想要为这个跟踪创建的跟踪名称

D、修改这些默认的选项设置。通过点击“显示全部事件”和“显示全部列”复选框来查看其他的选项。

729、最重要的电磁场干扰源是：（BCD）

A、电源周波干扰 B、雷电电磁脉冲LEMP

C、电网操作过电压SEMP D、静电放电ESD

730、雷电侵入计算机信息系统的途径主要有：（ABD）

A、信息传输通道线侵入 B、电源馈线侵入 C、建筑物 D、地电位反击

731、电信生产其机房作业，是由专门的值机员、机务员来完成，作业内容是：固定电话、无线电话、电报、载波、短波、微波、卫星和电力等电信通信设备，使设备出去良好状态，保证其正常运行。（ABCD）

A、安装 B、值守 C、维护 D、检修

732、对计算机系统有影响的腐蚀性气体大体有如下几种：（ABCD）

A、二氧化硫 B、氢化硫 C、臭氧 D、一氧化碳

733、防火工作的基本措施有：（ABCD）

A、加强对人员的教育管理 B、加强对可燃物的管理

C、加强对物的管理 D、加强对火源、电源的管理

734、会导致电磁泄漏的有（ABCDE）

A、显示器 B、开关电路及接地系统

C、计算机系统的电源线 D、机房内的电话

E、信号处理电

735、火灾自动报警、自动灭火系统部署应注意（ABCD）。

A、避开可能招致电磁干扰的区域或设备 B、具有不间断的专用消防电源

C、留备用电源 D、具有自动和手动两种触发装置

736、计算机场地安全测试包括（ABCD）。

A、温度，湿度，尘埃 B、照度，噪声，电磁场干扰环境场强

C、接地电阻，电压、频率 D、波形失真率，腐蚀性气体的分析方法

737、计算机信息系统设备处于不同雷电活动地区，其雷电电磁场强度有很大差异，根据这一差异，将被防护空间分为下列哪些防护区？（ABCD）

A、直击雷非防护区（LPZOA） B、直击雷防护区（LPZOB）

C、第一防护区（LPZI） D、后续防护区（LPZ2,3...等）

738、静电的危害有（ABCD）。

A、导致磁盘读写错误，损坏磁头，引起计算机误动作 B、造成电路击穿或者毁坏

C、电击，影响工作人员身心健康 D、吸附灰尘

739、灭火的基本方法有（ABCD）。

A、冷却法 B、隔离法 C、窒息法 D、抑制

740、实体安全技术包括（ABD）。

A、环境安全 B、设备安全 C、人员安全 D、媒体安全

741、使用配有计算机的仪器设备时，不应该做的有：（ABCD）

A、更改登机密码和系统设置

B、自行安装软件

C、玩各种电脑游戏

D、将获得的图像、数据等资料存储在未予指定的硬盘分区上

742、硬件设备的使用管理包括（ABCD）。

A、严格按硬件设备的操作使用规程进行操作

B、建立设备使用情况日志，并登记使用过程

C、建立硬件设备故障情况登记表

D、坚持对设备进行例行维护和保养

743、预防静电的措施有（ABCD）。

A、接地 B、不使用或安装产生静电的设备

C、不在产生静电场所穿脱工作服 D、作业人员穿防静电鞋

744、在实验室中引起火灾的通常原因包括：（ABCD）

A、明火 B、电器保养不良

C、仪器设备在不使用时未关闭电源 D、使用易燃物品时粗心大意

745、直击雷：直接击在（ABCD）并产生电效应、热效应和机械力的雷电放电。

A、建筑物 B、构建物 C、地面突进物 D、大地或设备

746、员工区域安全守则包括：（ABCD）

A、非工作时间，员工进入或离开办公区域，应在值班人员处登记

B、外来人员进入办公区域或机房，相关员工必须全程陪同

C、将物品带入/带出公司，要遵守公司相关的规定及流程

D、参加会议时遵守会前、会中、会后的保密流程

747、机房出入控制措施包括：（ABCD）

A、机房接待前台须核查弄清业务系统安全区域的来访者的身份，并记录其进入和离开安全区域的日期与时间

B、机房须告知进入安全区的来访者，该区域的安全要求和紧急情况下的行动步骤

C、可采用强制性控制措施，对来访者的访问行为进行授权和验证

D、要求所有进出机房人员佩带易于辨识的标识

748、为了减小雷电损失，可以采取的措施有（ACD）

A、机房内应设等电位连接网络 B、部署UPS

C、设置安全防护地与屏蔽地

D、根据雷击在不同区域的电磁脉冲强度划分，不同的区域界面进行等电位连接

749、安全要求可以分解为（ABCDE）。

A、可控性 B、保密性 C、可用性 D、完整性 E、不可否认性

750、HASH加密使用复杂的数字算法来实现有效的加密，其算法包括（ABC）

A、MD2 B、MD4 C、MD5 D、Cost256

751、利用密码技术，可以实现网络安全所要求的。（ABCD）

A、数据保密性 B、数据完整性 C、数据可用性 D、身份验证

752、一个密码体系一般分为以下哪几个部分？（ABCD）

A、明文 B、加密密钥和解密密钥

C、密文 D、加密算法和解密算法

753、公钥密码体质的应用主要在于。（AC）

A、数字签名 B、加密 C、密钥管理 D、哈希函数

754、目前基于对称密钥体制的算法主要有。（BC）

A、RSA B、DES C、AES D、DSA

755、使用esp协议时，可以使用的加密运算是。（ABC）

A、DES B、3DES C、AES D、RSA

756、数字签名的作用是。（ACD）

A、确定一个人的身份 B、保密性

C、肯定是该人自己的签字 D、使该人与文件内容发生关系

757、以下属于对称加密算法的是：（ABD）

A、DES B、3DES C、SHA-1 D、RC4 E、MD5

758、在加密过程中，必须用到的三个主要元素是（ABC）

A、所传输的信息（明文） B、加密 钥匙（Encryption Key）

C、加密函数 D、传输信道

759、账号口令管理办法适用于所有和DSMP系统、智能网系统、彩铃平台相关的（ACD）

A、系统管理员 B、操作系统

C、操作维护人员 D、所有上述系统中存在的账号和口令

760、为保证密码安全，我们应采取的正确措施有（ABC）

A、不使用生日做密码 B、不使用少于5为的密码

C、不适应纯数字密码 D、将密码设的非常复杂并保证20位以上

761、公司在使用数据签名技术时，除充分保护私钥的机密性，防止窃取者伪造密钥持有人的签名外，还应注意（ABCD）

A、采取保护公钥完整性的安全措施，例如使用公约证书

B、确定签名算法的类型、属性以及所用密钥长度

C、用于数字签名的密钥应不同于用来加密内容的密钥

D、符合有关数字签名的法律法规，必要时，应在合同或协议中规定使用数字签名的相 关事宜

762、相对于对称加密算法，非对称密钥加密算法（ACD）

A、加密数据的速率较低

B、更适合于现有网络中对所传输数据（明文）的加解密处理

C、安全性更好 D、加密和解密的密钥不同

763、一个典型的PKI应用系统包括（ABCD）实体

A、认证机构CA B、册机构RA C、证书及CRL目录库 D、用户端软件

764、加密的强度主要取决于（ABD）

A、算法的强度 B、密钥的保密性 C、明文的长度 D、密钥的强度

765、一下对于对称密钥加密说法正确的是（BCD）

A、对称加密算法的密钥易于管理 B、加解密双方使用同样的密钥

C、DES算法属于对称加密算法 D、相对于非对称加密算法，加解密处理速度比较快

766、在通信过程中，只采用数字签名可以解决（ABC）等问题

A、数据完整性 B、数据的抵抗赖性 C、数据的篡改 D、数据的保密性

767、对称密钥算法体系包括：（ABCDE）

A、明文(plaintext)：原始消息或数据，作为算法的输入

B、加密算法(encryption algorithm)：加密算法对明文进行各种替换和转换

C、秘密密钥(secret key)：秘密密钥也是算法输入，算法进行的具体替换和转换取决于 这个密钥

D、密文(ciphertext)：这是产生的已被打乱的消息输出。它取决于明文和秘密密钥。对 于一个给定的消息，两个不同的密钥会产生两个不同的密文

、.解密算法(decryption algorithm)：本质上是加密算法的执行。它使用密文和统一密钥 产生原始明文

768、一下对于混合加密方式说法正确的是。（BCD）

A、 使用公开密钥密码体制对要传输的信息（明文）进行加解密处理

B、使用对称加密算法对要传输的信息（明文）进行加解密处理

C、使用公开密钥密码体制对称加密密码体制的密钥进行加密后的通信

D、对称密钥交换的安全信道是通过公开密钥密码体制来保证的

769、电信的网页防篡改技术有（ABC）

A、外挂轮询技术 B、核心内嵌技术

C、时间触发技术 D、安装防病毒软件

770、病毒发展的趋势是？（ABC）

A、 范围更广 B、度更快 C、方式更多

771、病毒自启动方式一般有（ABC）

A、 修改注册表 B、将自身添加为服务

C、将自身添加到启动文件夹 D、修改系统配置文件

772、常见Web攻击方法有一下哪种？（ABCD）

A、SQL Injection B、Cookie欺骗 C、跨站脚本攻击

D、信息泄露漏洞 E、文件腹泻脚本存在的安全隐患

F、 GOOGLE HACKING

773、宏病毒感染一下哪些类型的文件？（ABCDEF）

A、DOC B、EXE C、XLS D、DOT

774、木马传播包括一下哪些途径：（ACD）

A、通过电子邮件的附件传播 B、通过下载文件传播

C、通过网页传播 D、通过聊天工具传播

775、目前最好的防病毒软件能做到的是（ABCD）

A、检查计算机是否感染病毒，消除已感染的任何病毒

B、杜绝病毒对计算的侵害

C、查出计算机已感染的已知病毒，消除其中的一部分

D、检查计算机是否染有已知病毒，并作相应处理

776、通用的DoS攻击手段有哪些？（CD）

A、 SYN Attack B、ICMP Flood C、UDP Flood

D、Ping of Death E、Tear Drop F、Ip Spoofing

777、以下关于蠕虫的描述正确的有：（ABCDEF）

A、 蠕虫具有自动利用网络传播的特点，在传播的同时，造成了带宽的极大浪费，严重的情况可能会造成网络的瘫痪

B、 隐藏式蠕虫的基本特征，通过在主机上隐藏，使得用户不容易发现它的存在

C、蠕虫需要传播受感染的宿主文件来进行复制

D、蠕虫的传染能力主要是针对计算机内的文件系统。

778、以下哪几种扫描检测技术属于被动式的检测技术？（AB）

A、 基于应用的检测技术 B、基于主动的检测技术

C、基于目标的漏洞检测技术 D、基于网络的检测技术

779、以下是检查磁盘与文件是否被病毒感染的有效方法：（BC）

A、 检查磁盘目录中是否有病毒文件 B、用抗病毒软件检查磁盘的各个文件

C、用放大镜检查磁盘编码是否有霉变现象 D、检查文件的长度是否无故变化

780、造成计算机不安全的因素有（BD）等多种。

A、 技术原因 B、自然原因 C、认为原因 D、管理原因

781、嗅探技术有哪些特点？（ABCD）

A、间接性 B、.直接性 C、隐蔽性 D、开放性

782、一个恶意的攻击者必须具备哪几点？（ABC）

A、 方法 B、机会 C、动机 D、运气

783、对于DOS网络攻击，可以采用以下哪些措施来缓解主机系统被攻击进程。（ACD）

A、缩短SYN Timeout时间和设置SYN Cookie B、增加网络带宽

C、在系统之前增加负载均衡设备 D、在防火墙上设置ACL或黑客路由

784、利用Bind/DNS漏洞攻击的分类主要有（ACD）

A、 拒绝服务 B、匿名登录 C、.缓冲区溢出

D、DNS缓存中毒 E、病毒或后门攻击

785、常见Web攻击方法有一下哪种？（ABCD）

A、 SQL Injection B、 Cookie欺骗 C、 跨站脚本攻击 D、信息泄露漏洞

786、黑客所使用的入侵技术主要包括（ABCDE）

A、协议漏洞渗透 B、密码分析还原 C、应用漏洞分析与渗透

D、拒绝服务攻击 E、病毒或后门攻击

787、主动响应，是指基于一个检测到的入侵所采取的措施。对于主动响应来说，其选择的措施可以归入的类别有（ABC）

A、针对入侵者采取措施 B、修正系统

C、收集更详细的信息 D、入侵追踪

788、下面哪些漏洞属于网络服务类安全漏洞：（BC）

A、Windows 2000中文版输入法漏洞 B、IS Web服务存在的IDQ远程溢出漏洞

C、RPC DCOM服务漏洞 D、Web服务asp脚本漏洞

789、系统感染病毒后的现象有哪些？（ABCD）

A、系统错误或系统崩溃 B、系统反应慢，网络拥塞

C、陌生的进程或服务 D、陌生的自启动

**三、判断题：（790-1000）**

790、TCSEC将信息安全风机防护等级一共分为7个安全等级：D、C1、C2、B1、B2、B3、 A。(A)

A、正确 B、错误

791、通用标准v2版（CC）的安全等级是以EAL来表示的。（A）

A、正确 B、错误

792、一个企业的信息安全组织能否顺利开展工作（定期安全评估、日志安全巡检、定期安全审核、应急演练等），主要取决于公司领导对信息安全工作的认识程度和支持力度。（A）

A、正确 B、错误

793、在信息安全领域，CIA通常是指：保密性、完整性和可用性。（A）

A、正确 B、错误

794、信息安全是永远是相对的，并且需要不断持续关注和改进，永远没有一劳永逸的安全

防护措施。（A）

A、正确 B、错误

795、在信息安全领域，CIA通常是指：保密性、完整性和非抵赖性。（B）

A、正确 B、错误

796、网络与信息都是资产，具有不可或缺的重要价值。（A）

A、正确 B、错误

797、信息安全的威胁主体包括内部人员、准内部人员、外部人员、系统自身等方面。（B）

A、正确 B、错误误

798、互联网网络安全事件根据危害和紧急程度分为一般、预警、报警、紧急、重大五种。 （B）

A、正确 B、错误

799、安全审计是从管理和技术两个方面检查公司的安全策略和控制措施的执行情况，发现安全隐患的过程。（A）

A、正确 B、错误

800、网络与信息都是资产，具有不可或缺的重要价值。（A）

A、正确 B、错误

801、计算机系统安全是指应用系统具备访问控制机制，数据不被泄露、丢失、篡改等。（B）

A、正确 B、错误

802、主机加固完成后，一般可以有效保证主机的安全性增强。（A）

A、正确 B、错误

803、黑客在进行信息收集时，通常利用Windows的IPC漏洞可以获得系统用户的列表的信 息。（A）

A、正确 B、错误

804、Solaris系统中一般需要确认ROOT账号只能本地登录，这样有助于安全增强。（A）

A、正确 B、错误

805、HP-UX系统加固中在设置ROOT环境变量不能有相对路径设置。（A）

A、正确 B、错误

806、屏幕保护的木马是需要分大小写。（B）

A、正确 B、错误

807、安全审计就是日志的记录。（B）

A、正确 B、错误误

808、HP-UX系统加固中在设置通用用户环境变量不能有相对路径设置。（A）

A、正确 B、错误

809、AIX系统加固时，对系统配置一般需要自编脚本完成。（A）

A、正确 B、错误

810、Windows NT中用户登录域的口令是以明文方式传输的。（B）

A、正确 B、错误

811、操作系统普通用户账号审批记录应编号、留档。（A）

A、正确 B、错误

812、计算机病毒是计算机系统中自动产生的。（B）

A、正确 B、错误

813、主机系统加固时根据专业安全评估结果，制定相应的系统加固方案，针对不同目标系统，通过打补丁、修改安全配置、增加安全机制等方法，合理进行安全性加强。（A）

A、正确 B、错误

814、4A系统的建设能够减轻账户管理员的维护工作。（A）

A、正确 B、错误

815、4A系统的接入管理可以管理到用户无力访问的接入。（B）

A、正确 B、错误

816、Cisco路由器可以使用enable password命令为特权模式的进入设置强壮的密码。（B）

A、正确 B、错误

817、Cisco设备的AUX端口默认是启用的。（A）

A、正确 B、错误

818、DHCP可以向终端提供IP地址、网关、DNS服务器地址等参数。（A）

A、正确 B、错误误

819、Inbound方向的NAT使用一个外部地址来代表内部地址，用于隐藏外网服务器的实际IP地址。（B）

A、正确 B、错误

820、IPS设备即使不出现故障，它仍然是一个潜在的网络瓶颈，需要强大的网络结构来配合。（A）

A、正确 B、错误

821、IPS的过滤器规则不能自由定义。（B）

A、正确 B、错误

822、IPS的某些功能和防火墙类似。（A）

A、正确 B、错误

823、IPS和IDS都是主动防御系统。（B）

A、正确 B、错误

824、NAT是一种网络地址翻译的技术，它能是的多台没有合法地址的计算机共享一个合法的IP地址访问Internet。（A）

A、正确 B、错误

825、Netscreen的ROOT管理员具有的最高权限，为了避免ROOT管理员密码被窃取后造成威胁，应该限制ROOT只能通过CONSOLE接口访问设备，而不能远程登录。(A)

A、正确 B、错误

826、Netscreen防火墙的外网口应禁止PING测试，内网口可以不限制。（B）

A、正确 B、错误

827、OSI是开放的信息安全的缩写。（B）

A、正确 B、错误

828、OSI七层模型中，传输层数据成为段（Segment），主要是用来建立主机端到端连接，包括TCP和UDP连接。（A）

A、正确 B、错误

829、OSI中会话层不提供机密性服务。（A）

A、正确 B、错误

830、SSH使用TCP 79端口的服务。（B）

A、正确 B、错误

831、TCP/IP模型从下至上分为四层：物理层，数据链路层，网络层和应用层。（B）

A、正确 B、错误

832、TCP/IP模型与OSI参考模型的不同点在于TCP/IP把表示层和会话层都归于应用层，所以TCP/IP模型从下至上分为五层：物理层，数据链路层，网络层，传输层和应用层。 （A）

A、正确 B、错误

833、TCP/IP协议体系结构中，IP层对应OSI/RM模型的网络层。（A）

A、正确 B、错误

834、默认情况下需要关闭Cisco设备的Small TCP/UDP服务。（A）

A、正确 B、错误

835、缺省情况下，防火墙工作模式为路由模式，切换工作模式后可直接进行进一步配置。（B）

A、正确 B、错误

836、入侵检测具有对操作系统的校验管理，判断是否有破坏安全的用户活动。（A）

A、正确 B、错误

837、入侵检测可以处理数据包级的攻击。（B）

A、正确 B、错误

838、入侵检测系统不能弥补由于系统提供信息的质量或完整性的问题。（A）

A、正确 B、错误

839、入侵检测系统能够检测到用户的对主机、数据库的网络操作行为。（B）

A、正确 B、错误

840、入侵检测系统是一种对计算机系统或网络事件进行检测并分析这个入侵事件特征的过程。（A）

A、正确 B、错误

841、统计分析的弱点是需要不断的升级以对付不断出现的黑客攻击手法，不能检测到从未出现过的黑客攻击手段。（B）

A、正确 B、错误

842、统计分析方法首先给系统对象（如用户、文件、目录和设备等）创建一个统计描述，统计正常使用时的一些测量属性（如访问次数、操作失败次数和延时等）。（A）

A、正确 B、错误

843、透明代理服务器在应用层工作，它完全阻断了网络报文的传输通道。因此具有很高的安全性。可以根据协议、地址等属性进行访问控制、隐藏了内部网络结构，因为最终请求是有防火墙发出的。外面的主机不知道防火墙内部的网络结构。解决IP地址紧缺的问题。使用代理服务器只需要给防火墙设置一个公网的IP的地址。（A）

A、正确 B、错误

844、完整性分析的缺点是一般以批处理方式实现，不用于实时响应。（A）

A、正确 B、错误

845、网络安全应具有以下四个方面的特征：保密性、完整性、可用性、可查性。（B）

A、正确 B、错误

846、网络边界的Cisco路由器应关闭CDP服务。（A）

A、正确 B、错误

847、网络边界Cisco设备的CDP协议可以开放。（B）

A、正确 B、错误

848、网络层的防护手段（防火墙，SSL，IDS，加固）可以组织或检测到应用层攻击。（B）

A、正确 B、错误

849、针对不同的攻击行为，IPS只需要一个过滤器就足够了。（B）

A、正确 B、错误

850、主机型IDS其数据采集部分当然位于其所检测的网络上。（B）

A、正确 B、错误

851、状态检测防火墙检测每一个通过的网络包，或者丢弃，或者放行，取决于所建立的一套规则。（B）

A、正确 B、错误

852、IPS虽然能主动防御，但是不能坚挺网络流量。（B）

A、正确 B、错误

853、防火墙安全策略定制越多的拒绝规则，越有利于网络安全。（B）

A、正确 B、错误

854、审计系统进行关联分析时不需要关注日志时间。（B）

A、正确 B、错误

855、垃圾邮件一般包括商业广告、政治邮件、病毒邮件、而已欺诈邮件（网络钓鱼）等几个方面。（A）

A、正确 B、错误

856、防止网络窃听最好的方法就是给网上的信息加密，是的侦听程序无法识别这些信息模式。（A）

A、正确 B、错误

857、侵检测的手机的被容包括系统、网络、数据及用户活动的状态和行为。（A）

A、正确 B、错误

858、模式匹配就是将收集到的信息与已知的网络入侵和系统误用模式数据库进行比较，从而发现违背安全策略的行为。（A）

A、正确 B、错误

859、入侵防御是一种抢先的网络安全方法，可以用于识别潜在威胁并快速做出回应。（A）

A、正确 B、错误

860、VPN的主要特点是通过加密是信息安全的通过Internet传递。（A）

A、正确 B、错误

861、传输层协议使用端口号（Port）来标示和区分上层应用程序，如：Telnet协议用的是23号端口、DNS协议使用69号端口。（B）

A、正确 B、错误

862、如果Web应用对URL访问控制不当，可能造成用户直接在浏览器中输入URL，访问不该访问的页面。（A）

A、正确 B、错误

863、如果Web应用没有对攻击者的输入进行适当的编码和过滤，就用于构造数据库查询或操作系统命令时，可能导致注入漏洞。（A）

A、正确 B、错误

864、HTTP协议定义了Web浏览器向Web服务器发生Web页面请求的格式及Web页面在Internet上传输的方式。（A）

A、正确 B、错误

865、HTTP协议是文本协议，可利用回车换行做边界干扰。（A）

A、正确 B、错误

866、Init<sid>.ora文件是Oracle启动文件，任何参数的配置错误都会造成Oracle不能启动，任何参数的不合理配置都可能造成系统故障。（A）

A、正确 B、错误

867、Mysqldump是采用SQL级别的备份机制，它将数据表导成SQL脚本文件，在不同的MySQL版本之间升级时相对比较合适，这也是最常见的备份方法。（A）

A、正确 B、错误

868、Orabrute是进行远程破解Oracle密码的工具，要猜解的密码可以在password.txt中设置。（A）

A、正确 B、错误

869、Oracle的SYS账户在数据库中具有最高权限，能够做任何事情，包括启动/关闭Oracle数据库。即使SYS被锁定，也已然能够访问数据库。（A）

A、正确 B、错误

870、Oracle的若算法加密机制：两个相同的用户名和密码在两个不同的Oracle数据库机器中，将具有相同的哈希值。（A）

A、正确 B、错误

871、Oracle密码允许包含像“SELECT”，“DELETE”，“CREATE”这类的Oracle/SQL关键字。（B）

A、正确 B、错误

872、Oracle的HTTP的基本验证可选择SYS破解，因为它始终存在和有效。（A）

A、正确 B、错误

873、Oracle默认情况下，口令的传输方式是加密。（B）

A、正确 B、错误

874、Oracle数据库的归档日志不是在线日志的备份。（B）

A、正确 B、错误

875、OSI网络安全体系结构的八类安全机制分别是加密、数字签名、访问控制、数据完整性、鉴别交换、业务流填充、路由控制、公正。（A）

A、正确 B、错误

876、OSI网络安全体系结构的五类安全服务是鉴别、访问控制、保密性、完整性、抗否认。（A）

A、正确 B、错误

877、SMTP没有对邮件加密的功能是导致垃圾邮件泛滥的主要原因。（A）

A、正确 B、错误

878、SQL Server如果设置了不恰当的数据库文件权限，可能导致敏感文件被非法删除或读取，威胁系统安全。（A）

A、正确 B、错误

879、SQL Server数据库应禁止使用除tcp/ip以外的协议，保护数据库通信安全。（A）

A、正确 B、错误

880、SQL Server应该社会自日志审核无法追踪回溯安全事件。（A）

A、正确 B、错误

881、Web服务器一般省缺不允许攻击者访问Web根目录以外的内容，内容资源不可以任意访问。(A)

882、Web攻击面不仅仅是浏览器中可见的内容。（A）

A、正确 B、错误

883、Web应用对网络通讯中包含的敏感信息进行加密，就不会被窃听。（B）

A、正确 B、错误

884、暴力猜解不能对Web应用进行攻击。（B）

A、正确 B、错误

885、在Oracle自身的配置上做限定方法是：修改$Oracle\_HOME\network\admin目录下面的SQLNET..ORA文件，类似设置如下：

Tcp\_validnode\_checking=YES

Tcp\_invited\_nodes=

(192.168.0.1,ip2,ip3•••...)。

( A )

A、正确 B、错误

886、不设置必要的日志审核，就无法追踪回溯安全事件，Oracle中若果要审计记录成功的登陆语句”SQL>audit session whenever successful;”. ( A )

A、正确 B、错误

887、对目标网络进行扫描时发现，某一个主机开放了25和110端口，此主机最有可能是DNS服务器。（B）

A、正确 B、错误

888、防止XSS各种方法都有优劣之处，防范XSS的真正挑战不在于全免，而在于细致。（B）

A、正确 B、错误

889、访问控制、强制登陆、自动安全更新都属于Window2000的安全组件（B）

A、正确 B、错误

890、复杂的系统存在大量的相互引用访问，如果开发者不能有效的进行权限控制，就可能被恶意引用。（A）

A、正确 B、错误

891、攻击者可以通过SQL注入手段获取其他用户的密码。（A）

A、正确 B、错误

892、几乎所有的关系数据库系统和相应的SQL语言都面临SQL注入的潜在威胁。（A)

A、正确 B、错误

893、简单身份验证和安全层（Simple Authentication and Security Layer，SASL）是一种为系统账号提供身份验证和可选安全性服务的框架（B）

A、正确 B、错误

894、默认可通过Web程序来远程管理Oracle10g数据库，端口是8080.（A）

A、正确 B、错误

895、如果sa是空口令，那就意味着攻击者可能侵入系统执行任意操作，威胁系统安全。（A）

A、正确 B、错误

896、如果在SQL Server等领域成功并不意味这该用户已经可以访问SQL Server上的数据库。（A）

A、正确 B、错误

897、如果知道Oracle密码长度，用Rainbow表生成器来破解其密码哈希值是绝对成功的。（A）

A、正确 B、错误

898、所有操作系统、数据库、网络设备，包括一部分业务系统，均需要支持基于账号的访问控制功能。（B）

A、正确 B、错误

899、网络拓扑分析为检查是否有配置错误项泄露内部IP地址，从而推断网站系统拓扑。（A）

A、正确 B、错误

900、为Oracle数据库安全考虑，在对人共同对数据库进行维护时应依赖数据库预定义的传统角色。（B）

A、正确 B、错误

901、为了维护数据库中数据的正确性和一致性，在对关系数据库执行插入、删除和修改操作时必须遵循三类完整性规则：实体完整性规则、引用完整性规则、用户定义的完整性规则。(A)

A、正确 B、错误

902、系统类型鉴别为检查主机系统与开放服务是否存在安全漏点。（B）

A、正确 B、错误

903、系统漏洞扫描为检查目标的操作系统与应用系统信息。（B）

A、正确 B、错误

904、选择远程破解Oracle的最好账户是SYS，因为此账户永远有效。（A）

A、正确 B、错误

905、一封电子邮件可以拆分成对个IP包，每个IP包可以沿不同的路径到达目的地。（A）

A、正确 B、错误

906、一个共享文件夹。将它的NTFS权限设置为sam用户可以修改，共享权限设置为sam用户可以读取，当sam从网络访问这个共享文件夹的时候，他有读取的权限。（A）

A、正确 B、错误

907、用Sqlplus登陆到Oracle数据库，使用slesct username, password form dba\_users命令可查看数据库中的用户名和密码明文。（B）

A、正确 B、错误

908、有的Web应用登陆界面允许攻击者暴力猜解口令，在自动工具与字典表的帮助下，可以迅速找到弱密码用户。（A）

A、正确 B、错误

909、在Oracle所有版本在安装的时候都没有提示修改SYS的默认密码。（B）

A、正确 B、错误

910、在ORacle数据库安装补丁时，不需要关闭所有与数据库有关的服务。（B）

A、正确 B、错误

911、在SQL Server安装SP3补丁时不需要系统中已经安装了SP1或SP2。（B）

A、正确 B、错误

912、在SQL Server中具有sysadmin权限的用户可以通过xp\_cmdshell存储扩展以system的权限执行任意系统命令。（A）

A、正确 B、错误

913、Oracle默认配置下，每个账户如果有30次的失败登陆，此账户将被锁定。（B）

A、正确 B、错误

914、定制开发Web系统的安全度不如标准的产品。（A）

A、正确 B、错误

915、对MySQL注入攻击时，经常用到注释符号#来屏蔽剩下的内置SQL语句。（A）

A、正确 B、错误

916、一个登录名只能进入服务器，但是不能让用户访问服务器中的数据库资源。每个登录名的定义存放在msater数据库的syslogins表中。（A）

A、正确 B、错误

917、Web错误信息可能泄露服务器型号版本、数据库型号、路径、代码。（A）

A、正确 B、错误

918、Oracle的密码哈希值存储在SYS.USER$表中。可以通过像DBA USERS这类的视图来访问。（A）

A、正确 B、错误

919、产品的定制开发是应用安全中最薄弱的一环。（A）

A、正确 B、错误

920、Oracle限制了密码由英文字母，数字，#，下划线（\_），美元字符（$）构成，密码的最大长度为30字符；并不能以”$”,”#”,”\_”或任何数字开头。（A）

A、正确 B、错误

921、网上营业厅对资源控制制的要求包括：应用软件对访问用户进行记录，当发现相同用户二次进行登录和操作，系统将要求二次认证，验证通过后提供服务。（B）

A、正确 B、错误

922、计算机场地可以选择在公共区域人流量比较大的地方。（B）

A、正确 B、错误

923、EMC测试盒约束用户关心的信息信号的电磁发射、TEMPEST只测试盒约束系统和设备的所有电磁发射。（B）

A、正确 B、错误

924、加密传输是一种非常有效并经常使用的方法，也能解决输入和输出端的电磁信息泄露问题。（B）

A、正确 B、错误

925、出现在导线或电器、电子设备上的超过线路或设备本身正常工作电压和电流并对线路或设备可能造成电气损害的电压和电流，称过电压和过电流。（B）

A、正确 B、错误

926、红区：红新号的传输通道或单元电路称为红区，反之为黑区。（A）

A、正确 B、错误

927、机房应设置相应的活在报警和灭火系统。（A）

A、正确 B、错误

928、计算机机房的建设应当符合国家标准和国家有关规定。在计算机机房附近施工，不得危害计算机信息系统的安全。（A）

A、正确 B、错误

929、计算机系统接地包括：直流地、交流工作地、安全保护地、电源零线和防雷保护地。（B）

A、正确 B、错误

930、接地线在穿越墙壁、楼板和地坪时应套钢管或其他非金属的保护套管，钢管应与接地线做电气连通。（A）

A、正确 B、错误

931、提到防雷，大家很容易联想到避雷针。其实我们平常看到的避雷针是用来保护房屋免遭雷电直击即防直击雷的。计算机信息系统的电子设备雷害一般有感应雷击产生，英因此防护的方法完全不一样。（A）

A、正确 B、错误

932、在计算机机房附近施工，不负有维护计算机信息系统安全的责任和义务。（B）

A、正确 B、错误

933、只要手干净就可以直接触摸或者插拔电路组件，不必有进一步的措施。（B）

A、正确 B、错误

934、主管计算机信息系统安全的公安机关和城建及规划部门，应与设施单位进行协调，在不危害用户利益的大前提下，制定措施。合理施工，做好计算机信息系统安全保护工作。（B）

A、正确 B、错误

935、防雷措施是在和计算机连接的所有外线上（包括电源线和通信线）加设专用防雷设备——防雷保安器，同时规范底线，防止雷击时在底线上产生的高电位反击。（A）

A、正确 B、错误

936、对于公司机密信息必须根据公司的相关规定予以适当的标识。（A）

A、正确 B、错误

937、信息网络的物理安全要从环境安全和设备安全两个角度来考虑。（A）

A、正确 B、错误

938、如果在电话、电视会议中涉及讨论工伤机密信息，会议主持人或组织人在会议全过程中一定要确认每一个与会者是经授权参与的。（A）

A、正确 B、错误

939、为防止信息非法泄露，需要销毁存储介质时，应该批准后自行销毁。（B）

A、正确 B、错误

940、将公司的机密信息通过互联网络传送时，必须予以加密。（A）

A、正确 B、错误

941、机密信息纸介质资料废弃应用碎纸机粉碎或焚毁。（A）

A、正确 B、错误

942、有很高使用价值或很高机密程度的重要数据应采用加密等方式进行保密。（A）

A、正确 B、错误

943、“一次一密”属于序列密码的一种。（A）

A、正确 B、错误

944、3DES算法的加密过程就是用一个秘钥对待加密的数据执行三次DES算法的加密操作。（B）

A、正确 B、错误

945、AES加密算法的秘钥长度为128、192或256位。（A）

A、正确 B、错误

946、AES是一种非对称算法。（B）

A、正确 B、错误

947、DES3和RSA是两种不同的安全加密算法，主要是用来对敏感数据进行安全加密。（A）

A、正确 B、错误

948、Diffie-Hellman算法的安全性取决于离散对数计算的困难性，可以实现秘钥交换。（A）

A、正确 B、错误

949、DSS(Digital Signature Standard)是利用了安全散列函数（SHA）提出了一种数字加密技术。（A）

A、正确 B、错误

950、MD5是一种加密算法。（B）

A、正确 B、错误

951、PGP协议缺省的压缩算法是ZIP，压缩后数据由于冗余信息很少，更容易抵御来自分析类型的攻击。（A）

A、正确 B、错误

952、PKI是一个用对称密码算法和技术来实现并提供安全服务的具有通用性的安全基础设施。（B）

A、正确 B、错误

953、RC4是典型的的序列密码算法。（A）

A、正确 B、错误

954、RSA算法作为主要的非对称算法，使用公钥加密的秘闻一定要采用公钥来街。（B）

A、正确 B、错误

955、安全全加密技术分为两大类：对称加密技术和非对称加密技术。两者的主要区别是对称加密算法在加密、解密过程中使用同一个秘钥；而非对称加密算法在加密、解密过程中使用两个不同的秘钥。（A）

A、正确 B、错误

956、常见的公钥密码算法有RSA算法、Diffie-Hellman算法和EIGamal算法。（A）

A、正确 B、错误

957、当通过浏览器一在线方式申请数字证书时，申请证书和下载证书的计算机必须是同一台计算机。（A）

A、正确 B、错误

958、发送方使用AH协议处理数据包，需要对整个IP的数据包计算MAC，包括IP头的所有字段和数据。（B）

A、正确 B、错误

959、分组密码的优点是错误扩展小、速度快、安全程度高。（B）

A、正确 B、错误

960、公共迷药密码体制在秘钥管理上比对称秘钥密码体制更安全。（A）

A、正确 B、错误

961、古典加密主要采用的主要方法是置换，代换。（A）

A、正确 B、错误

962、古典加密主要是对加密算法的保密，现代加密算法是公开的，主要是针对秘钥进行保密。（A）

A、正确 B、错误

963、基于公开秘钥体制（PKI）的数字证书是电子商务安全体系的核心。（A）

A、正确 B、错误

964、口令应在120天至少更换一次。（B）

A、正确 B、错误

965、链路加密方式适用于在广域网系统中应用。（B）

A、正确 B、错误

966、密码保管不善属于操作失误的安全隐患。（B）

A、正确 B、错误

967、日常所见的校园饭卡是利用身份认证的单因素法。（A）

A、正确 B、错误

968、身份认证要求对数据和信息来源进行验证，以确保发信人的身份。（B）

A、正确 B、错误

969、身份认证与权限控制是网络社会的管理基础。（A）

A、正确 B、错误

970、数据在传输过程中用哈希算法保证其完整性后，非法用户无法无法对数据进行任何修改。（B）

A、正确 B、错误

971、数字签名比较的是摘要结果长度是否都是128位。（B）

A、正确 B、错误

972、通信数据与文件加密是同一个概念。（B）

A、正确 B、错误

973、为AES开发的Rijndae1算法的秘钥长度是128位，分组长度也为128位。（B）

A、正确 B、错误

974、为了保证安全性，密码算法应该进行保密。（B）

A、正确 B、错误

975、文件压缩变换是一个单向加密过程。（B）

A、正确 B、错误

976、我的公钥证书不能在网络上公开，否则其他人可能冒充我的身份或伪造我的数字签名。（B）

A、正确 B、错误

977、现代加密算法可以分为对称加密算法和非对称加密。（A）

A、正确 B、错误

978、虚拟专用网VPN的关键技术主要是隧道技术、加解密技术、秘钥管理技术以及使用者与设备身份认证技术。（A）

A、正确 B、错误

979、以当前的技术来说，RSA体制是无条件安全的。（B）

A、正确 B、错误

980、在4A系统的远期建设中，应用系统自身不需要保留系统从账户信息。（B）

A、正确 B、错误

981、在MD5算法中，要先将以初始化的A、B、C、D这四个变量分别复制到a、b、c、d中。（A）

A、正确 B、错误

982、在MD5算法中要用到4个变量，分别表示A、B、C、D，均为32位长。（A）

A、正确 B、错误

983、在PKI中，注册机构RA是必要的组件。（B）

A、正确 B、错误

984、在SSL握手协议过程中，需要服务器发送自己的证书。（A）

A、正确 B、错误

985、在非对称加密过程中，加密和解密使用的是不同的秘钥。（A）

A、正确 B、错误

986、在公钥加密系统中，用公钥加密的密文可以由私钥解密，但用公钥加密的密文，不能用公钥解密。 （B）

A、正确 B、错误

987、在密码学的意义上，只要存在一个方向，比暴力搜索秘钥还要更有效率，就能视为一种“破解”。 （A）

A、正确 B、错误

988、账户管理的Agent不适用于在网络设备中部署。 （A）

A、正确 B、错误

989、整个PKI系统有证书服务器AS、票据许可服务器TGS、客户机和应用服务器四部分组成。 （B）

A、正确 B、错误

990、最基本的认证方式选择证书是数字证书。（B）

A、正确 B、错误

991、最小特权、纵深防御是网络安全原则之一。（A）

A、正确 B、错误

992、数字证书是由权威机构CA发行的一种权威的电子文档，是网络环境中的一种身份证。（A）

A、正确 B、错误

993、数字证书是由权威机构PKI发行的一种权威性的电子文档，是网络环境中的一种身份证。 （B）

A、正确 B、错误

994、信息加密技术是计算机网络安全技术的基础，为实现信息的保密性、完整性、可用性以及抗抵赖性提供了丰富的技术手段。（A）

A、正确 B、错误

995、病毒能隐藏在电脑的CMOS存储器里。（B）

A、正确 B、错误

996、对感染病毒的软盘进行浏览会导致硬盘被感染。（B）

A、正确 B、错误

997、已知某应用程序感染了文件型病毒，则该文件的大小变化情况一般是变小。（B）

A、正确 B、错误

998、重新格式化硬盘可以清楚所有病毒。（B）

A、正确 B、错误

999、专业安全评估服务对目标系统通过工具扫描和人工检查，进行专业安全的技术评定，并根据评估结果提供评估报告。 （A）

A、正确 B、错误

1000、冒充信件回复、假装纯文字ICON、冒充微软雅虎发信、下载电子贺卡同意书、是使用的叫做字典攻击法的方法。（B）

A、正确 B、错误

1. **单项选择题**
2. Chinese Wall 模型的设计宗旨是：（A）。

A、用户只能访问哪些与已经拥有的信息不冲突的信息   
B、用户可以访问所有信息

C、用户可以访问所有已经选择的信息   
D、用户不可以访问哪些没有选择的信息

1. 安全责任分配的基本原则是：（C）。

A、“三分靠技术，七分靠管理” B、“七分靠技术，三分靠管理”

C、“谁主管，谁负责” D、防火墙技术

1. 保证计算机信息运行的安全是计算机安全领域中最重要的环节之一，以下（B）不属于信息运行安全技术的范畴。

A、风险分析 B、审计跟踪技术 C、应急技术 D、防火墙技术

1. 从风险的观点来看，一个具有任务紧急性，核心功能性的计算机应用程序系统的开发和维护项目应该（A）。

A、内部实现 B、外部采购实现 C、合作实现 D、多来源合作实现

1. 从风险分析的观点来看，计算机系统的最主要弱点是（B）。

A、内部计算机处理 B、系统输入输出 C、通讯和网络 D、外部计算机处理

1. 从风险管理的角度，以下哪种方法不可取？（D）

A、接受风险 B、分散风险 C、转移风险 D、拖延风险

1. 当今IT的发展与安全投入，安全意识和安全手段之间形成（B）。

A、安全风险屏障 B、安全风险缺口 C、管理方式的变革 D、管理方式的缺口

1. 当为计算机资产定义保险覆盖率时，下列哪一项应该特别考虑？（D）。

A、已买的软件 B、定做的软件 C、硬件 D、数据

1. 当一个应用系统被攻击并受到了破坏后，系统管理员从新安装和配置了此应用系统，在该系统重新上线前管理员不需查看：（C）

A、访问控制列表 B、系统服务配置情况

1. 审计记录 D、用户账户和权限的设置

10、根据《计算机信息系统国际联网保密管理规定》，涉及国家秘密的计算机信息系统，不得直接或间接地与国际互联网或其它公共信息网络相联接，必须实行（B）。

1. 逻辑隔离 B、物理隔离 C、安装防火墙 D、VLAN 划分

11、根据《信息系统安全等级保护定级指南》，信息系统的安全保护等级由哪两个定级要素决定？（D）

A、威胁、脆弱性 B、系统价值、风险

C、信息安全、系统服务安全 D、受侵害的客体、对客体造成侵害的程度业务

12、公司应明确员工的雇佣条件和考察评价的方法与程序，减少因雇佣不当而产生的安全风险。人员考察的内容不包括（B）。

A、身份考验、来自组织和个人的品格鉴定 B、家庭背景情况调查

C、学历和履历的真实性和完整性 D、学术及专业资格

13、计算机信息的实体安全包括环境安全、设备安全、（B）三个方面。

A运行安全 B、媒体安全 C、信息安全 D、人事安全

14、目前，我国信息安全管理格局是一个多方“齐抓共管”的体制，多头管理现状决定法出多门，《计算机信息系统国际联网保密管理规定》是由下列哪个部门所指定的规章制度？（B）

A、公安部 B、国家保密局

C、信息产业部 D、国家密码管理委员会办公室

15、目前我国颁布实施的信息安全相关标准中，以下哪一个标准属于强制执行的标准？（B）

A、GB/T 18336-2001 信息技术安全性评估准则

B、GB 17859-1999 计算机信息系统安全保护等级划分准则

C、GB/T 9387.2-1995 信息处理系统开放系统互联安全体系结构

D、GA/T 391-2002 计算机信息系统安全等级保护管理要求

16、确保信息没有非授权泄密，即确保信息不泄露给非授权的个人、实体或进程，不为其所用，是指（C）。

A、完整性 B、可用性 C、保密性 D、抗抵赖性

17、如果对于程序变动的手工控制收效甚微，以下哪一种方法将是最有效的？（A）

A、自动软件管理 B、书面化制度 C、书面化方案 D、书面化标准

18、如果将风险管理分为风险评估和风险减缓，那么以下哪个不属于风险减缓的内容？（A）

A、计算风险 B、选择合适的安全措施

C、实现安全措施 D、 接受残余风险

19、软件供应商或是制造商可以在他们自己的产品中或是客户的计算机系统上安装一个“后门”程序。以下哪一项是这种情况面临的最主要风险？（A）

A、软件中止和黑客入侵 B、远程监控和远程维护

C、软件中止和远程监控 D、远程维护和黑客入侵

20、 管理审计指（C）

A、保证数据接收方收到的信息与发送方发送的信息完全一致

B、防止因数据被截获而造成的泄密

C、对用户和程序使用资源的情况进行记录和审查

D、保证信息使用者都可

21、为了保护企业的知识产权和其它资产，当终止与员工的聘用关系时下面哪一项是最好的方法？（A）

A、进行离职谈话，让员工签署保密协议，禁止员工账号，更改密码

B、进行离职谈话，禁止员工账号，更改密码

C、让员工签署跨边界协议

D、列出员工在解聘前需要注意的所有责任

22、为了有效的完成工作，信息系统安全部门员工最需要以下哪一项技能？（D）

A、人际关系技能 B、项目管理技能 C、技术技能 D、沟通技能

23、我国的国家秘密分为几级？（A）

A、3 B、4 C、5 D、6

24、系统管理员属于（C）。

A、决策层 B、管理层

C、执行层 D、既可以划为管理层，又可以划为执行层

25、下列哪一个说法是正确的？（C）

A、风险越大，越不需要保护 B、风险越小，越需要保护

C、风险越大，越需要保护 D、越是中等风险，越需要保护

26、下面哪类访问控制模型是基于安全标签实现的？（B）

A、自主访问控制 B、强制访问控制

C、基于规则的访问控制 D、基于身份的访问控制

27、下面哪项能够提供最佳安全认证功能？（B）

A、这个人拥有什么 B、这个人是什么并且知道什么

C、这个人是什么 D、这个人知道什么

28、下面哪一个是国家推荐性标准？（A）

A、GB/T 18020-1999 应用级防火墙安全技术要求

B、SJ/T 30003-93 电子计算机机房施工及验收规范

C、GA243-2000 计算机病毒防治产品评级准则

D、ISO/IEC 15408-1999 信息技术安全性评估准则

29、下面哪一项关于对违反安全规定的员工进行惩戒的说法是错误的？（C）

A、对安全违规的发现和验证是进行惩戒的重要前提

B、惩戒措施的一个重要意义在于它的威慑性

C、处于公平，进行惩戒时不应考虑员工是否是初犯，是否接受过培训

D、尽管法律诉讼是一种严厉有效的惩戒手段，但使用它时一定要十分慎重

30、下面哪一项最好地描述了风险分析的目的？（C）

A、识别用于保护资产的责任义务和规章制度

B、识别资产以及保护资产所使用的技术控制措施

C、识别资产、脆落性并计算潜在的风险

D、识别同责任义务有直接关系的威胁

31、下面哪一项最好地描述了组织机构的安全策略？（A）

A、定义了访问控制需求的总体指导方针

B、建议了如何符合标准

C、表明管理意图的高层陈述

D、表明所使用的技术控制措施的高层陈述

32、下面哪一种风险对电子商务系统来说是特殊的？（D）

A、服务中断 B、应用程序系统欺骗

C、未授权的信息泄露 D、确认信息发送错误

33、下面有关我国标准化管理和组织机构的说法错误的是？（C）

A、国家标准化管理委员会是统一管理全国标准化工作的主管机构

B、国家标准化技术委员会承担国家标准的制定和修改工作

C、全国信息安全标准化技术委员负责信息安全技术标准的审查、批准、编号和发布

D、全国信息安全标准化技术委员负责统一协调信息安全国家标准年度技术项目

34、项目管理是信息安全工程师基本理论，以下哪项对项目管理的理解是正确的？（A）

A、项目管理的基本要素是质量，进度和成本

B、项目管理的基本要素是范围，人力和沟通

C、项目管理是从项目的执行开始到项目结束的全过程进行计划、组织

D、项目管理是项目的管理者，在有限的资源约束下，运用系统的观点，方法和理论，对项目涉及的技术工作进行有效地管理

35、信息安全的金三角是（C）。

A、可靠性，保密性和完整性 B、多样性，冗余性和模化性

C、保密性，完整性和可用性 D、多样性，保密性和完整性

36、信息安全风险缺口是指（A）。

A、IT的发展与安全投入，安全意识和安全手段的不平衡

B、信息化中，信息不足产生的漏洞

C、计算机网络运行，维护的漏洞

D、计算中心的火灾隐患

37、信息安全风险应该是以下哪些因素的函数？（A）

A、信息资产的价值、面临的威胁以及自身存在的脆弱性等

B、病毒、黑客、漏洞等

C、保密信息如国家密码、商业秘密等

D、网络、系统、应用的复杂的程度

38、信息安全工程师监理的职责包括？（A）

A、质量控制，进度控制，成本控制，合同管理，信息管理和协调

B、质量控制，进度控制，成本控制，合同管理和协调

C、确定安全要求，认可设计方案，监视安全态势，建立保障证据和协调

D、确定安全要求，认可设计方案，监视安全态势和协调

39、信息安全管理最关注的是？（C）

A、外部恶意攻击 B、病毒对PC的影响

C、内部恶意攻击 D、病毒对网络的影响

40、信息分类是信息安全管理工作的重要环节，下面哪一项不是对信息进行分类时需要重点考虑的？（C）

A、信息的价值 B、信息的时效性

C、信息的存储方式 D、法律法规的规定

41、信息网络安全的第三个时代是（A）

A、主机时代，专网时代，多网合一时代 B、主机时代，PC时代，网络时代

C、PC时代，网络时代，信息时代 D、2001年，2002年，2003年

42、一个公司在制定信息安全体系框架时，下面哪一项是首要考虑和制定的？（A）

A、安全策略 B、安全标准 C、操作规程 D、安全基线

43、以下哪个不属于信息安全的三要素之一？（C）

A、机密性 B、完整性 C、抗抵赖性 D、可用性

44、以下哪一项安全目标在当前计算机系统安全建设中是最重要的？（C）

A、目标应该具体 B、目标应该清晰

C、目标应该是可实现的 D、目标应该进行良好的定义

45、以下哪一项计算机安全程序的组成部分是其它组成部分的基础？（A）

A、制度和措施 B、漏洞分析

C、意外事故处理计划 D、采购计划

46、以下哪一项是对信息系统经常不能满足用户需求的最好解释？（C）

A、没有适当的质量管理工具 B、经常变化的用户需求

C、用户参与需求挖掘不够 D、项目管理能力不强

47、以下哪一种人给公司带来了最大的安全风险？（D）

A、临时工 B、咨询人员 C、以前的员工 D、当前的员工

48、以下哪种安全模型未使用针对主客体的访问控制机制？（C）

A、基于角色模型 B、自主访问控制模型

C、信息流模型 D、强制访问控制模型

49、以下哪种措施既可以起到保护的作用还能起到恢复的作用？（C）

A、对参观者进行登记 B、备份

C、实施业务持续性计划 D、口令

50、以下哪种风险被定义为合理的风险？（B）

A、最小的风险 B、可接受风险

C、残余风险 D、总风险

51、以下人员中，谁负有决定信息分类级别的责任？（B）

A、用户 B、数据所有者 C、审计员 D、安全官

52、有三种基本的鉴别的方式：你知道什么，你有什么,以及（C）。

A、你需要什么 B、你看到什么 C、你是什么 D、你做什么

53、在对一个企业进行信息安全体系建设中，下面哪种方法是最佳的？（B）

A、自下而上 B、自上而下 C、上下同时开展 D、以上都不正确

54、在风险分析中，下列不属于软件资产的是（D）

A、计算机操作系统 B、网络操作系统

C、应用软件源代码 D、外来恶意代码

55、在国家标准中，属于强制性标准的是：（B）

A、GB/T XXXX-X-200X B、GB XXXX-200X

C、DBXX/T XXX-200X D、QXXX-XXX-200X

56、在任何情况下，一个组织应对公众和媒体公告其信息系统中发生的信息安全事件？（A）

A、当信息安全事件的负面影响扩展到本组织意外时

B、只要发生了安全事件就应当公告

C、只有公众的什么财产安全受到巨大危害时才公告

D、当信息安全事件平息之后

57、在信息安全策略体系中，下面哪一项属于计算机或信息安全的强制性规则？（A）

A、标准（Standard） B、安全策略（Security policy）

C、方针（Guideline） D、流程(Proecdure)

58、在信息安全管理工作中“符合性”的含义不包括哪一项？（C）

A、对法律法规的符合 B、对安全策略和标准的符合

C、对用户预期服务效果的符合 D、通过审计措施来验证符合情况

59、在许多组织机构中，产生总体安全性问题的主要原因是（A）。

A、缺少安全性管理 B、缺少故障管理

C、缺少风险分析 D、缺少技术控制机制

60、职责分离是信息安全管理的一个基本概念。其关键是权利不能过分集中在某一个人手中。职责分离的目的是确保没有单独的人员（单独进行操作）可以对应用程序系统特征或控制功能进行破坏。当以下哪一类人员访问安全系统软件的时候，会造成对“职责分离”原则的违背？（D）

A、数据安全管理员 B、数据安全分析员

C、系统审核员 D、系统程序员

61、中国电信的岗位描述中都应明确包含安全职责，并形成正式文件记录在案，对于安全职责的描述应包括（D）。

A、落实安全政策的常规职责 B、执行具体安全程序或活动的特定职责

C、保护具体资产的特定职责 D、以上都对

62、终端安全管理目标：规范支撑系统中终端用户的行为，降低来自支撑系统终端的安全威胁，重点解决以下哪些问题？（A）。

A、终端接入和配置管理；终端账号、秘密、漏洞补丁等系统安全管理；桌面及主机设置管理；终端防病毒管理

B、终端账号、秘密、漏洞补丁等系统安全管理；桌面及主机设置管理；终端防病毒管理

C、终端接入和配置管理；桌面及主机设置管理；终端防病毒管理

D、终端接入和配置管理；终端账号、秘密、漏洞补丁等系统安全管理；桌面及主机设置管理

63、著名的橘皮书指的是（A）。

A、可信计算机系统评估标准(TCSEC) B、信息安全技术评估标准（ITSEC）

C、美国联邦标准（FC） D、通用准则（CC）

64、资产的敏感性通常怎样进行划分？（C）

A、绝密、机密、敏感 B、机密、秘密、敏感和公开

C、绝密、机密、秘密、敏感和公开等五类

D、绝密、高度机密、秘密、敏感和公开等五类

65、重要系统关键操作操作日志保存时间至少保存（C）个月。

A、1 B、2 C、3 D、4

66、安全基线达标管理办法规定：BSS系统口令设置应遵循的内控要求是（C）

A、数字+字母 B、数字+字母+符号

C、数字+字母+字母大小写 D、数字+符号

67、不属于安全策略所涉及的方面是（D）。

A、物理安全策略 B、访问控制策略

C、信息加密策略 D、防火墙策略

68、“中华人民共和国保守国家秘密法”第二章规定了国家秘密的范围和密级，国家秘密的密级分为：（C）。

A、“普密”、“商密”两个级别 B、“低级”和“高级”两个级别

C、“绝密”、“机密”、“秘密”三个级别

D、“一密”、“二密”，“三密”、“四密”四个级别

69、对MBOSS系统所有资产每年至少进行（A）次安全漏洞自评估。

A、1 B、2 C、3 D、4

70、下列情形之一的程序，不应当被认定为《中华人民共和国刑法》规定的“计算机病毒等破坏性程序”的是：（A）。

A、能够盗取用户数据或者传播非法信息的

B、能够通过网络、存储介质、文件等媒介，将自身的部分、全部或者变种进行复制、传播，并破坏计算机系统功能、数据或者应用程序的

C、能够在预先设定条件下自动触发，并破坏计算机系统功能、数据或者应用程序的

D、其他专门设计用于破坏计算机系统功能、数据或者应用程序的程序

71、中国电信各省级公司争取在1-3年内实现CTG-MBOSS 系统安全基线“达标”（C）级以上。

A、A级 B、B级 C、C级 D、D级

72、下面对国家秘密定级和范围的描述中，哪项不符合《保守国家秘密法》要求？（C）

A、国家秘密和其密级的具体范围，由国家保密工作部门分别会同外交、公安、国家安全和其他中央有关规定

B、各级国家机关、单位对所产生的秘密事项，应当按照国家秘密及其密级的具体范围的规定确定密级

C、对是否属于国家和属于何种密级不明确的事项，可有各单位自行参考国家要求确定和定级，然后国家保密工作部门备案

D、对是否属于国家和属于何种密级不明确的事项，由国家保密工作部门，省、自治区、直辖市的保密工作部门，省、自治区、直辖市的保密工作部门，省、自治区政府所在地的市和经国务院批准的较大的市的保密工作部门或者国家保密工作部门审定的机关确定。

73、获取支付结算、证劵交易、期货交易等网络金融服务的身份认证信息（B）组以上的可以被《中华人民共和国刑法》认为是非法获取计算机信息系统系统认定的“情节严重”。

A、5 B、10 C、-15 D、20

74、基准达标项满（B）分作为安全基线达标合格的必要条件。

A、50 B、60 C、70 D、80

75、《国家保密法》对违法人员的量刑标准是（A）。

A、国家机关工作人员违法保护国家秘密的规定，故意或者过失泄露国家秘密，情节严重的，处三年以下有期徒刑或者拘役；情节特别严重的，处三年以上七年以下有期徒刑

B、国家机关工作人员违法保护国家秘密的规定，故意或者过失泄露国家秘密，情节严重的，处四年以下有期徒刑或者拘役；情节特别严重的，处四年以上七年以下有期徒刑

C、国家机关工作人员违法保护国家秘密的规定，故意或者过失泄露国家秘密，情节严重的，处五年以下有期徒刑或者拘役；情节特别严重的，处五年以上七年以下有期徒刑

D、-国家机关工作人员违法保护国家秘密的规定，故意或者过失泄露国家秘密，情节严重，处七年以下有期徒刑或者拘役；情节特别严重的，处七年以下有期徒刑

76、$HOME/.netrc文件包含下列哪种命令的自动登录信息？（C）

A、rsh B、ssh C、ftp D、rlogin

77、/etc/ftpuser文件中出现的账户的意义表示（A）。

A、该账户不可登录ftp B、该账户可以登录ftp C、没有关系 D、缺少

78、按TCSEC标准，WinNT的安全级别是（A）。

A、C2 B、B2 C、C3 D、B1

79、Linux系统/etc目录从功能上看相当于Windows的哪个目录？（B）

A、program files B、Windows C、system volume information D、TEMP

80、Linux系统格式化分区用哪个命令？（A）

A、fdisk B、mv C、mount D、df

81、在Unix系统中，当用ls命令列出文件属性时，如果显示-rwxrwxrwx,意思是（A）。

A、前三位rwx表示文件属主的访问权限；中间三位rwx表示文件同组用户的访问权限；后三位rwx表示其他用户的访问权限

B、前三位rwx表示文件同组用户的访问权限；中间三位rwx表示文件属主的访问权限；后三位rwx表示其他用户的访问权限

C、前三位rwx表示文件同域用户的访问权限；中间三位rwx表示文件属主的访问权限；后三位rwx表示其他用户的访问权限

D、前三位rwx表示文件属主的访问权限；中间三位rwx表示文件同组用户的访问权限；后三位rwx表示同域用户的访问权限

82、Linux系统通过（C）命令给其他用户发消息。

A、less B、mesg C、write D、echo to

83、Linux中，向系统中某个特定用户发送信息，用什么命令？（B）

A、wall B、write C、mesg D、net send

84、防止系统对ping请求做出回应，正确的命令是：（C）。

A、echo 0>/proc/sys/net/ipv4/icmp\_ehco\_ignore\_all

B、echo 0>/proc/sys/net/ipv4/tcp\_syncookies

C、echo 1>/proc/sys/net/ipv4/icmp\_echo\_ignore\_all

D、echo 1>/proc/sys/net/ipv4/tcp\_syncookies

85、NT/2K模型符合哪个安全级别？（B）

A、B2 B、C2 C、B1 D、C1

86、Red Flag Linux指定域名服务器位置的文件是（C）。

A、etc/hosts B、etc/networks C、etc/rosolv.conf D、/.profile

87、Solaris操作系统下，下面哪个命令可以修改/n2kuser/.profile文件的属性为所有用户可读、科协、可执行？（D）

A、chmod 744 /n2kuser/.profile B、 chmod 755 /n2kuser/.profile

C、 chmod 766 /n2kuser/.profile D、 chmod 777 /n2kuser/.profile

88、如何配置，使得用户从服务器A访问服务器B而无需输入密码？（D）

A、利用NIS同步用户的用户名和密码

B、在两台服务器上创建并配置/.rhost文件

C、在两台服务器上创建并配置$HOME/.netrc文件

D、在两台服务器上创建并配置/etc/hosts.equiv文件

89、Solaris系统使用什么命令查看已有补丁列表？（C）

A、uname –an B、showrev C、oslevel –r D、swlist –l product ‘PH??’

90、Unix系统中存放每个用户信息的文件是（D）。

A、/sys/passwd B、/sys/password C、/etc/password D、/etc/passwd

91、Unix系统中的账号文件是（A）。

A、/etc/passwd B、/etc/shadow C、/etc/group D、/etc/gshadow

92、Unix系统中如何禁止按Control-Alt-Delete关闭计算机？（B）

A、把系统中“/sys/inittab”文件中的对应一行注释掉

B、把系统中“/sysconf/inittab”文件中的对应一行注释掉

C、把系统中“/sysnet/inittab”文件中的对应一行注释掉

D、把系统中“/sysconf/init”文件中的对应一行注释掉

93、Unix中。可以使用下面哪一个代替Telnet，因为它能完成同样的事情并且更安全？（）

A、S-TELNET B、SSH C、FTP D、RLGON

94、Unix中，默认的共享文件系统在哪个位置？（C）

A、/sbin/ B、/usr/local/ C、/export/ D、/usr/

95、Unix中，哪个目录下运行系统工具，例如sh,cp等？（A）

A、/bin/ B、/lib/ C、/etc/ D、/

96、U盘病毒依赖于哪个文件打到自我运行的目的？（A）

A、autoron.inf B、autoexec.bat C、config.sys D、system.ini

97、Windows nt/2k中的.pwl文件是？（B）

A、路径文件 B、口令文件 C、打印文件 D、列表文件

98、Windows 2000目录服务的基本管理单位是（D）。

A、用户 B、计算机 C、用户组 D、域

99、Windows 2000系统中哪个文件可以查看端口与服务的对应？（D）

A、c:\winnt\system\drivers\etc\services B、c:\winnt\system32\services

C、c:\winnt\system32\config\services D、c:\winnt\system32\drivers\etc\services

100、Windows NT/2000 SAM存放在（D）。

A、WINNT B、WINNT/SYSTEM32

C、WINNT/SYSTEM D、WINNT/SYSTEM32/config

101、 Windows NT/2000中的.pwl文件是？（B）

A、路径文件 B、口令文件 C、打印文件 D、列表文件

102、Windows NT的安全标识（SID）串是由当前时间、计算机名称和另外一个计算机变量共同产生的，这个变量是什么？（C）

A、击键速度 B、用户网络地址 C、处理当前用户模式线程所花费CPU的时间 D、PING的响应时间

103、Windows NT和Windows 2000系统能设置为在几次无效登录后锁定账号，可以防止：（B）。

A、木马 B、暴力破解 C、IP欺骗 D、缓冲区溢出攻击

104、Windows主机推荐使用（A）格式。

A、NTFS B、FAT32 C、FAT D、Linux

105、XP当前的最新补丁是（C）。

A、SP1 B、SP2 C、SP3 D、SP4

106、按TCSEC标准，WinNT的安全级别是（A）。

A、C2 B、B2 C、C3 D、B1

107、当你感觉到你的Win2003运行速度明显减慢，当打开任务管理器后发现CPU使用率达到了100%，你认为你最有可能受到了（D）攻击。

A、缓冲区溢出攻击 B、木马攻击 C、暗门攻击 D、DOS攻击

108、档案权限755，对档案拥有者而言，是什么含义？（A）

A、可读，可执行，可写入 B、可读

C、可读，可执行 D、可写入

109、如何配置，使得用户从服务器A访问服务器B而无需输入密码（D）。

A、利用NIS同步用户的用户名和密码

B、在两台服务器上创建并配置/.rhosts文件

C、在两台服务器上创建并配置$HOME/.netrc文件

D、在两台服务器上创建并配置/et/hosts.equiv文件

110、要求关机后不重新启动，shutdown后面参数应该跟（C）。

A、–k B、–r C、-h D、 –c

111、一般来说，通过web运行http服务的子进程时，我们会选择（D）的用户用户权限方式，这样可以保证系统的安全。

A、root B、httpd C、guest D、nobody

112、以下哪项技术不属于预防病毒技术的范畴？（A）

A、加密可执行程序 B、引导区保护

C、系统监控与读写控制 D、校验文件

113、用户收到了一封可疑的电子邮件，要求用户提供银行账户及密码，这是属于何种攻击手段？（B）

A、缓冲区溢出攻击 B、钓鱼攻击 C、暗门攻击 D、DDos攻击

114、与另一台机器建立IPC$会话连接的命令是（D）。

A、net user [\\192.168.0.1\IPC$](file:///\\192.168.0.1\IPC$)

B、net use [\\192.168.0.1\IPC$](file:///\\192.168.0.1\IPC$) user:Administrator / passwd:aaa

C、net user \192.168.0.1IPC$ D、net use [\\192.168.0.1\IPC$](file:///\\192.168.0.1\IPC$)

115、在NT中，如果config.pol已经禁止了对注册表的访问，那么黑客能够绕过这个限制吗？怎样实现？（B）

A、不可以 B、可以通过时间服务来启动注册表编辑器

C、可以通过在本地计算机删除config.pol文件 D、可以通过poledit命令

116、在NT中，怎样使用注册表编辑器来严格限制对注册表的访问？（C）

A、HKEY\_CURRENT\_CONFIG,连接网络注册、登录密码、插入用户ID

B、HKEY\_CURRENT\_MACHINE,浏览用户的轮廓目录，选择NTUser.dat

C、HKEY\_USERS,浏览用户的轮廓目录，选择NTUser.dat

D、HKEY\_USERS,连接网络注册，登录密码，插入用户ID

117、在Solaris 8下，对于/etc/shadow文件中的一行内容如下“root:3vd4NTwk5UnLC:9038::::::”,以下说法正确的是：（E）。

A、这里的3vd4NTwk5UnLC是可逆的加密后的密码

B、这里的9038是指从1970年1月1日到现在的天数

C、这里的9038是指从1980年1月1日到现在的天数

D、这里的9038是指从1980年1月1日到最后一次修改密码的天数

E-以上都不正确

118、在Solaris 8下，对于/etc/shadow文件中的一行内容如下：root:3vd4NTwk5UnLC:0:1:Super-User:/:”，以下说法正确的是：（A）。

A、是/etc/passwd文件格式 B、是/etc/shadow文件格式

C、既不是/etc/passwd也不是/etc/shadow文件格式

D、这个root用户没有SHELL，不可登录

E、这个用户不可登录，并不是因为没有SHELL

119、在Solaris系统中，终端会话的失败登录尝试记录在下列哪个文件里面?(D)

A、-/etc/default/login B、/etc/nologin

C、/etc/shadow D、var/adm/loginlog

120、在Windows 2000中，以下哪个进程不是基本的系统进程:(D)

A、smss. exe B、csrss. Exe C、winlogon. exe D、-conime.exe

121、在Windows 2000中可以察看开放端口情况的是:(D)。

A、nbtstat B、net C、net show D、netstat

122、在Windows 2003下netstat的哪个参数可以看到打开该端口的PID?(C)（格式到此）

A、a B、n C、o D 、p

123、在使用影子口令文件(shadowedpasswords)的Linux系统中，/etc/passwd文件和/etc/shadow文件的正确权限分别是(C)。

A、rw-r-----,-r-------- B、rw-r--r--,-r--r--r—

C、rw-r--r--,-r-------- Drw-r--rw-,-r-----r--

124、制定数据备份方案时，需要重要考虑的两个因素为适合的备份时间和(B)。

A、备份介质 B、备份的存储位置

C、备份数据量 D、恢复备份的最大允许时间

125、周期性行为，如扫描，会产生哪种处理器负荷?(A)

A、Idle Ioad B、Usage Ioad C、Traffic load D、以上都不对

126、主要由于(D)原因，使Unix易于移植

A、Unix是由机器指令书写的 B、Unix大部分由汇编少部分用C语言编写

C、Unix是用汇编语言编写的 D、Unix小部分由汇编大部分用C语言编写

127、HP-UX系统中，使用(A)命令查看系统版本、硬件配置等信息。

A、uname -a B、ifconfig C、netstat D、ps -ef

128、Linux文件权限一共10位长度，分成四段，第三段表示的内容是(C)。

A、文件类型 B、文件所有者的权限

C、文件所有者所在组的权限 D、其他用户的权限

129、在云计算虚拟化应用中，VXLAN技术处于OS工网络模型中2-3层间，它综合了2层交换的简单性与3层路由的跨域连接性。它是通过在UDP/IP上封装Mac地址而实现这一点的。在简单应用场合，vxLAN可以让虚拟机在数据中心之间的迁移变得更为简单。该技术是哪个公司主推的技术?(C)

A、惠普 B、Juniper C、Cisco与Vmware D、博科Brocade

130、Linux中，什么命令可以控制口令的存活时间了(A)。

A、chage B、passwd C、chmod D、umask

131、Qfabric技术是使用市场上现成的计算和存储网元并利用行业标准的网络接口将它们连接后组建大规模的数据中心，以满足未来云计算的要求。该技术概念是哪个厂家主推的概念?(B)

A、惠普 B、uniper C、Cisco与Vmware D、博科Brocade

132、为了检测Windows系统是否有木马入侵，可以先通过()命令来查看当前的活动连接端口。

A、ipconfig B、netstat -rn C、tracert –d D、netstat -an

133、网络营业厅提供相关服务的可用性应不低于（A）。

A、99.99% B、99.9% C、99% D、98.9%

134、IRF(Intelligent Resilient Framework)是在该厂家所有数据中心交换机中实现的私有技术，是应用在网络设备控制平面的多虚拟技术。该技术属于哪个厂家?(A)

A、惠普 B、Juniper C、Cisco与Vmware D、博科Brocade

135、Windows NT的安全标识符(SID)是由当前时间、计算机名称和另外一个计算机变量共同产生的，这个变量是:(D)。

A、击键速度 B、当前用户名

C、用户网络地址 D、处理当前用户模式线程所花费CPU的时间

136、脆弱性扫描，可由系统管理员自行进行检查，原则上应不少于(B)。

A、每周一次 B、每月一次 C、每季度一次 D、每半年一次

137、下面哪一个情景属于身份验证(Authentication)过程?(A)

A、用户依照系统提示输入用户名和口令

B、用户在网络上共享了自己编写的一份Office文档，并设定哪些用户可以阅读，哪些用户可以修改

C、用户使用加密软件对自己编写的Office文档进行加密，以阻止其他人得到这份拷贝后看到文档中的内容

D、某个人尝试登录到你的计算机中，但是口令输入的不对，系统提示口令错误，并将这次失败的登录过程纪录在系统日志中

138、下面哪一个情景属于授权(Authorization)过程?(B)

A、用户依照系统提示输入用户名和口令

B、用户在网络上共享了自己编写的一份Office文档，并设定哪些用户可以阅读，哪些用户可以修改

C、用户使用加密软件对自己编写的Office文档进行加密，以阻止其他人得到这份拷贝后看到文档中的内容

D、某个人尝试登录到你的计算机中，但是口令输入的不对，系统提示口令错误，并将这次失败的登录过程纪录在系统日志中

139、下列哪一条与操作系统安全配置的原则不符合?(D)

A、关闭没必要的服务 B、不安装多余的组件

C、安装最新的补丁程序 D、开放更多的服务

140、关于DDoS技术，下列哪一项描述是错误的(D)。

A、一些DDoS攻击是利用系统的漏洞进行攻击的

B、黑客攻击前对目标网络进行扫描是发功DDoS攻击的一项主要攻击信息来源

C、对入侵检测系统检测到的信息进行统计分析有利于检测到未知的黑客入侵和更为复杂的DDoS攻击入侵

D、DDoS攻击不对系统或网络造成任何影响

141、关于PPP协议下列说法正确的是:(C)。

A、PPP协议是物理层协议

B、PPP协议是在HDLC协议的基础上发展起来的

C、PPP协议支持的物理层可以是同步电路或异步电路

D、PPP主要由两类协议组成:链路控制协议族CLCP)和网络安全方面的验证协议族(PAP和CHAP)

142、接口被绑定在2层的zone，这个接口的接口模式是（C）。

A、NAT mode B、Route mode

C、-Transparent mode D、NAT或Route mode

143、接入控制方面，路由器对于接口的要求包括：（D）。

A、串口接入 B、局域网方式接入 C、Internet方式接入 D、VPN接入

144、局域网络标准对应OSI模型的哪几层？（C）。

A、上三层 B、只对应网络层 C、下三层 D、只对应物理层

145、拒绝服务不包括以下哪一项？（D）。

A、DDoS B、畸形报文攻击 C、Land攻击 D、ARP攻击

146、抗DDoS防护设备提供的基本安全防护功能不包括（A）。

A、对主机系统漏洞的补丁升级 B、检测DDoS攻击

C、DDoS攻击警告 D、DDoS攻击防护

147、路由器产品提供完备的安全架构以及相应的安全模块，在软、硬件层面设置重重过滤，保护路由器业务安全。其中不对的说法是：（C）。--》缺少D选项

A、路由器产品支持URPF，可以过滤大多数虚假IP泛洪攻击

B、路由器产品支持CAR功能，可以有效限制泛洪攻击

C、路由器产品不支持ACL配置功能，不能定制过滤规则

D、

148、路由器对于接入权限控制，包括：（D）。

A、根据用户账号划分使用权限 B、根据用户接口划分使用权限

C、禁止使用匿名账号 D、以上都是

149、路由器启动时默认开启了一些服务，有些服务在当前局点里并没有作用，对于这些服务：（C）。缺少D选项

A、就让他开着，也耗费不了多少资源 B、就让他开着，不会有业务去访问

C、必须关闭，防止可能的安全隐患 D、

150、设置Cisco设备的管理员账号时，应（C）。

A、多人共用一个账号 B、多人共用多个账号

C、一人对应单独账号 D、一人对应多个账号

151、什么命令关闭路由器的finger服务？（C）

A、disable finger B、no finger C、no finger service D、no service finger

152、什么是IDS？（A）

A、入侵检测系统 B、入侵防御系统 C、网络审计系统 D、主机扫描系统

153、实现资源内的细粒度授权，边界权限定义为：（B）。

A、账户 B、角色 C、权限 D、操作

154、使网络服务器中充斥着大量要求回复的信息，消息带宽，导致网络或系统停止正常服务，这属于什么攻击类型？（A）

A、拒绝服务 B、文件共享 C、BIND漏洞 D、远程过程调用

155、使用TCP 79端口的服务是：（D）。

A、telnet B、SSH C、Web D、Finger

156、使用一对一或者多对多方式的NAT转换，当所有外部IP地址均被使用后，后续的内网用户如需上网，NAT转换设备会执行什么样的动作？（C）

A、挤掉前一个用户，强制进行NAT转换 B、直接进行路由转发

C、不做NAT转换 D、将报文转移到其他NAT转换设备进行地址转换

157、私网地址用于配置本地网络、下列地址中属于私网地址的是？（C）

A、100.0.0.0 B、172.15.0.0 C、192.168.0.0 D、244.0.0.0

158、随着Internet发展的势头和防火墙的更新，防火墙的哪些功能将被取代。（D）

A、使用IP加密技术 B、日志分析工作

C、攻击检测和报警 D、对访问行为实施静态、固定的控制

159、随着安全要求的提高、技术的演进，（D）应逐步实现物理隔离，或者通过采用相当于物理隔离的技术（如MPLSVPN）实现隔离。

A、局域网 B、广域网及局域网 C、终端 D、广域网

160、通过向目标系统发送有缺陷的IP报文，使得目标系统在处理这样的IP包时会出现崩溃，请问这种攻击属于何种攻击？（D）

A、拒绝服务（DoS）攻击 B、扫描窥探攻击

C、系统漏洞攻击 D、畸形报文攻击

161、通信领域一般要求3面隔离，即转发面、控制面、用户面实现物理隔离，或者是逻辑隔离，主要目的是在某一面受到攻击的时候，不能影响其他面。路由器的安全架构在实现上就支持：（D）

A、转发面和控制面物理隔离 B、控制面和用户面逻辑隔离

C、转发面和用户面逻辑隔离 D、以上都支持

162、网管人员常用的各种网络工具包括telnet、ftp、ssh等，分别使用的TCP端口号是（B）。

A、21、22、23 B、23、21、22 C、23、22、21 D、21、23、22

163、网络安全工作的目标包括：（D）。

A、信息机密性 B、信息完整性 C、服务可用性 D、以上都是

164、网络安全在多网合一时代的脆弱性体现在（C）。

A、网络的脆弱性 B、软件的脆弱性 C、管理的脆弱性 D、应用的脆弱性

165、应限制Juniper路由器的SSH（A），以防护通过SSH端口的DoS攻击。

A、并发连接数和1分钟内的尝试连接数 B、并发连接数

C、1分钟内的尝试连接数 D、并发连接数和3分钟内的尝试连接数

166、应用网关防火墙的逻辑位置处在OSI中的哪一层？（C）

A、传输层 B、链路层 C、应用层 D、物理层

167、应用网关防火墙在物理形式上表现为？（B）

A、网关 B、堡垒主机 C、路由 D、交换机

168、用来追踪DDoS流量的命令式：（C）

A、ip source-route B、ip cef C、ip source-track D、ip finger

169、用于保护整个网络IPS系统通常不会部署在什么位置？（D）

A、网络边界 B、网络核心 C、边界防火墙内 D、业务终端上

170、用于实现交换机端口镜像的交换机功能是：（D）

A、PERMIT LIST B、PVLAN C、VTP D、SPAN

171、有关L2TP（Layer 2 Tunneling Protocol）协议说法有误的是（D）。

A、L2TP是由PPTV协议和Cisco公司的L2F组合而成

B、L2TP可用于基于Internet的远程拨号访问

C、为PPP协议的客户建立拨号连接的VPN连接

D、L2TP只能通过TCP/IP连接

172、有关PPTP（Point-to-Point Tunnel Protocol）说法正确的是（C）。

A、PPTP是Netscape提出的 B、微软从NT3.5以后对PPTP开始支持

C、PPTP可用在微软的路由和远程访问服务上 D、它是传输层上的协议

173、有一些应用，如微软Out look或MSN。它们的外观会在转化为基于Web界面的过程中丢失，此时要用到以下哪项技术：（B）

A、Web代理 B、端口转发 C、文件共享 D、网络扩展

174、预防信息篡改的主要方法不包括以下哪一项？（A）

A、使用VPN技术 B、明文加密 C、数据摘要 D、数字签名

175、域名服务系统（DNS）的功能是（A）。

A、完成域名和IP地址之间的转换 B、完成域名和网卡地址之间的转换

C、完成主机名和IP地址之间的转换 D、完成域名和电子邮件地址之间的转换

176、源IP为100.1.1.1，目的IP为100.1.1.255，这个报文属于什么攻击？（B）（假设该网段掩码为255.255.255.0）

A、LAND攻击 B、SMURF攻击 C、FRAGGLE攻击 D、WINNUKE攻击

177、在AH安全协议隧道模式中，新IP头内哪个字段无需进行数据完整性校验？（A）

A、TTL B、源IP地址 C、目的IP地址 D、源IP地址+目的IP地址

178、在C/S环境中，以下哪个是建立一个完整TCP连接的正确顺序？（D）

A、SYN，SYN/ACK，ACK B、Passive Open,Active Open,ACK,ACK

C、SYN,ACK/SYN,ACK D、Active Open/Passive Open,ACK,ACK

179、在L2TP应用场景中，用户的私有地址分配是由以下哪个组建完成？（B）

A、LAC B、LNS C、VPN Client D、用户自行配置

180、在OSI模型中，主要针对远程终端访问，任务包括会话管理、传输同步以及活动管理等以下是哪一层（A）

A、应用层 B、物理层 C、会话层 D、网络层

181、在OSI参考模型中有7个层次，提供了相应的安全服务来加强信息系统的安全性。以下哪一层提供了抗抵赖性？（B）

A、表示层 B、应用层 C、传输层 D、数据链路层

182、在安全策略的重要组成部分中，与IDS相比，IPS的主要优势在哪里？（B）

A、产生日志的数量 B、攻击减少的速度

C、较低的价格 D、假阳性的减少量

183、在安全审计的风险评估阶段，通常是按什么顺序来进行的？（A）

A、侦查阶段、渗透阶段、控制阶段 B、渗透阶段、侦查阶段、控制阶段

C、控制阶段、侦查阶段、渗透阶段 D、侦查阶段、控制阶段、渗透阶段

184、在层的方式当中，哪种参考模型描述了计算机通信服务和协议？（D）

A、IETF 因特网工程工作小组 B、ISO 国际标准组织

C、IANA 因特网地址指派机构 D、OSI 开放系统互联

185、在传输模式IPSec应用情况中，以下哪个区域数据报文可受到加密安全保护？（D）

A、整个数据报文 B、原IP头 C、新IP头 D、传输层及上层数据报文

186、在点到点链路中，OSPF的Hello包发往以下哪个地址？（B）

A、127.0.0.1 B、224.0.0.5 C、233.0.0.1 D、255.255.255.255

187、在建立堡垒主机时，（A）。

A、在堡垒主机上应设置尽可能少的网络服务

B、在堡垒主机上应设置尽可能多的网络服务

C、对必须设置的服务给予尽可能高的权限

D、不论发生任何入侵情况，内部网始终信任堡垒主机

188、在进行Sniffer监听时，系统将本地网络接口卡设置成何种侦听模式？（D）

A、unicast单播模式 B、Broadcast广播模式

C、Multicast组播模式 D、Promiscuous混杂模式

189、在零传输（Zone transfers）中DNS服务使用哪个端口？（A）

A、TCP 53 B、UDP 53 C、UDP 23 D、TCP23

190、在入侵检测的基础上，锁定涉嫌非法使用的用户，并限制和禁止该用户的使用。这种访问安全控制是？（C）

A、入网访问控制 B、权限控制 C、网络检测控制 D、防火墙控制

191、在思科设备上，若要查看所有访问表的内容，可以使用的命令式（B）

A、show all access-lists B、show access-lists

C、show ip interface D、show interface

192、在网络安全中，中断指攻击者破坏网络系统的资源，使之变成无效的或无用的这是对（A）。

A、可用性的攻击 B、保密性的攻击 C、完整性的攻击 D、真实性的攻击

193、在一个局域网环境中，其内在的安全威胁包括主动威胁和被动威胁。以下哪一项属于被动威胁？（C）

A、报文服务拒绝 B、假冒 C、数据流分析 D、报文服务更改

194、在以下OSI七层模型中，synflooding攻击发生在哪层？（C）

A、数据链路层 B、网络层 C、传输层 D、应用层

195、在以下哪类场景中，移动用户不需要安装额外功能（L2TP）的VPDN软件？（B）

A、基于用户发起的L2TP VPN B、基于NAS发起的L2TP VPN

C、基于LNS发起的L2TP VPN D、以上都是

196、账户口令管理中4A的认证管理的英文单词为：（B）

A、Account B、Authentication C、Authorization D、Audit

197、只具有（A）和FIN标志集的数据包是公认的恶意行为迹象。

A、SYN B、date C、head D、标志位

198、主从账户在4A系统的对应关系包含：（D）

A、1 -N B、1 -1 C、N -1 D、以上全是

199、主动方式FTP服务器要使用的端口包括（A）。

A、TCP 21 TCP 20 B、TCP21 TCP大于1024的端口

C、TCP 20、TCP 大于1024端口 D、都不对

200、下列（D）因素不是影响IP电话语音质量的技术因素。

A、时延 B、抖动 C、回波 D、GK性能

201、下列安全协议中使用包括过滤技术，适合用于可信的LAN到LAN之间的VPN（内部VPN）的是（D）。

A、PPTP B、L2TP C、SOCKS v5 D、IPSec

202、下列不是抵御DDoS攻击的方法有（D）。

A、加强骨干网设备监控 B、关闭不必要的服务

C、限制同时打开的Syn半连接数目 D、延长Syn半连接的time out时间

203、下列措施不能增强DNS安全的是（C）。

A、使用最新的BIND工具 B、双反向查找

C、更改DNS的端口号 D、不要让HINFO记录被外界看到

204、下列各种安全协议中使用包过滤技术，适合用于可信的LAN到LAN之间的VPN，即内部网VPN的是（）。

A、PPTP B、L2TP C、SOCKS v5 D、IPSec

205、下列哪个属于可以最好的描述系统和网络的状态分析概念，怎么处理其中的错误才是最合适？（D）

A、回应的比例 B、被动的防御 C、主动的防御 D、都不对

206、下列哪项是私有IP地址？（A）

A、10.5.42.5 B、172.76.42.5 C、172.90.42.5 D、241.16.42.5

207、下列哪一项能够提高网络的可用性？（B）

A、数据冗余 B、链路冗余 C、软件冗余 D、电源冗余

208、下列哪一种攻击方式不属于拒绝服务攻击：（A）。

A、LOphtCrack B、Synflood C、Smurf D、Ping of Death

209、下列哪一项是arp协议的基本功能？（A）

A、通过目标设备的IP地址，查询目标设备的MAC地址，以保证通信的进行

B、对局域网内的其他机器广播路由地址

C、过滤信息，将信息传递个数据链路层 D、将信息传递给网络层

210、最早的计算机网络与传统的通信网络最大的区别是什么？（A）

A、计算机网络采用了分组交换技术 B、计算机网络采用了电路交换技术

C、计算机网络的可靠性大大提高 D、计算机网络带宽和速度大大提高

211、以下哪个属于IPS的功能？（A）

A、检测网络攻击 B、网络流量检测 C、实时异常告警 D、以上都是

212、以下说法错误的是（C）。

A、安全是一个可用性与安全性之间的平衡过程 B、安全的三要素中包含完整性

C、可以做到绝对的安全 D、网络安全是信息安全的子集

213、以下属于4A策略管理模块可以管理的为（C）。

A、访问控制策略 B、信息加密策略 C、密码策略 D、防火墙策略

214、最早研究计算机网络的目的是什么？（B）

A、共享硬盘空间、打印机等设备 B、共享计算资源

C、直接的个人通信 D、大量的数据交换

215、防火墙截取内网主机与外网通信，由防火墙本身完成与外网主机通信，然后把结果传回给内网主机，这种技术称为（C）。

A、内容过滤 B、地址转换 C、透明代理 D、内容中转

216、可以通过哪种安全产品划分网络结构，管理和控制内部和外部通讯（A）。

A、防火墙 B、CA中心 C、加密机 D、防病毒产品

217、网络隔离技术的目标是确保把有害的攻击隔离，在保证网络内部信息不外泄的前提下，完成网络间数据的安全交换。下列隔离技术中，安全性最好的是（D）。

A、多重安全网关 B、防火墙 C、Vlan隔离 D、物理隔离

218、下列哪项不是Tacacs+协议的特性。（A）

A、扩展记账 B、加密整个数据包 C、使用TCP D、支持多协议

219、一个数据包过滤系统被设计成只允许你要求服务的数据包进入，而过滤掉不必要的服务。这属于什么基本原则？（A）

A、最小特权 B、阻塞点 C、失效保护状态 D、防御多样化

220、包过滤防火墙工作的好坏关键在于？（C）

A、防火墙的质量 B、防火墙的功能 C、防火墙的过滤规则设计 D、防火墙的日志

221、对于日常维护工作，连接路由器的协议通常使用：（B）。缺少D选项

A、TELNET，简单，容易配置 B、SSH &SSHv2 加密算法强劲，安全性好

C、TELNET配置16位长的密码，加密传输，十分安全 D、

222、BOTNET是（C）。

A、普通病毒 B、木马程序 C、僵尸网络 D、蠕虫病毒

223、监听的可能性比较低的是（B）数据链路。

A、Ethernet B、电话线 C、有线电视频道 D、无线电

224、当IPS遇到软件/硬件问题时，强制进入直通状态，以避免网络断开的技术机制称为（B）。

A、pass B、bypass C、watchdog D、HA

225、网络环境下的security是指（A）。

A、防黑客入侵，防病毒，窃取和敌对势力攻击

B、网络具有可靠性，可防病毒，窃密和敌对势力攻击

C、网络具有可靠性，容灾性，鲁棒性

D、网络的具有防止敌对势力攻击的能力

226、某一案例中，使用者已将无线AP的SSID广播设置为禁止，并修改了默认SSID值，但仍有未经授权的客户端接入该无线网络，这是因为（D）

A、禁止SSID广播仅在点对点的无线网络中有效

B、未经授权客户端使用了默认SSID接入

C、无线AP开启了DHCP服务

D、封装了SSID的数据包仍然会在无线AP与客户端之间传递

227、为了保护DNS的区域传送（zone transfer），应该配置防火墙以阻止（B）。

1.UDP

2.TCP

3.53

4.52

A、1,3 B、2,3 C、1,4 D、2,4

228、以下不属于代理服务技术优点的是（D）。

A、可以实现身份认证 B、内部地址的屏蔽盒转换功能

C、可以实现访问控制 D、可以防范数据驱动侵袭

229、应控制自互联网发起的会话并发连接数不超出网上营业厅设计容量的（C）。

A、60% B、70% C、80% D、90%

230、TCP协议与UDP协议相比，TCP是（B），UDP是（）。

A、设置起来麻烦；很好设置 B、容易；困难

C、面向连接的；非连接的 D、不可靠的；可靠的

231、交换机转发以太网的数据基于：（B）。

A、交换机端口号 B、MAC地址 C、IP地址 D、数据类别

232、HTTP，FTP，SMTP建立在OSI模型的哪一层？（D）

A、2层-数据链路层 B、3层-网络层 C、4层-传输层 D、7层-应用层

233、网络安全的基本属性是（D）。

A、机密性 B、可用性 C、完整性 D、以上都是

234、网络安全的主要目的是保护一个组织的信息资产的（A）。

A、机密性、完整性、可用性 B、参照性、可用性、机密性、

C、可用性、完整性、参照性 D、完整性、机密性、参照性

235、DBS是采用了数据库技术的计算机系统。DBS是一个集合体，包含数据库、计算机硬件、软件和（C）。

A、系统分析员 B、程序员 C、数据库管理员 D、操作员

236、MySQL -h host -u user -p password命令的含义如下，哪些事正确的？（D）

A、-h后为host为对方主机名或IP地址 B、-u后为数据库用户名

C、-p后为密码 D、以上都对

237、Oracle当连接远程数据库或其它服务时，可以指定网络服务名，Oracle9i支持5中命名方法，请选择错误的选项。（D）

A、本地命名和目录命名 B、Oracle名称（Oracle Names）

C、主机命名和外部命名 D、DNS和内部命名

238、Oracle的数据库监听器（LISTENER）的默认通讯端口是？（A）

A、TCP 1521 B、TCP 1025 C、TCP 1251 D、TCP 1433

239、Oracle默认的用户名密码为（A）。

A、Scote/tiger B、root C、null D、rootroot

240、Oracle数据库中，物理磁盘资源包括哪些（D）。

A、控制文件 B、重做日志文件 C、数据文件 D、以上都是

241、Oracle中启用审计后，查看审计信息的语句是下面哪一个？（C）

A、select \* from SYS.AUDIT$ B、select \* from syslogins

C、select \* from SYS.AUD$ D、AUDIT SESSION

242、SMTP的端口？（A）

A、25 B、23 C、22 D、21

243、SQL Server的登录账户信息保存在哪个数据库中？（C）

A、model B、msdb C、master D、tempdb

244、SQL Sever的默认DBA账号是什么？（B）

A、administrator B、sa C、root D、SYSTEM

245、SQL Sever的默认通讯端口有哪些？（B）

A、TCP 1025 B、TCP 1433 C、UDP 1434 D、TCP 14333 E、TCP 445

246、SQL Sever中可以使用哪个存储过程调用操作系统命令，添加系统账号？（B）

A、xp\_dirtree B、xp\_cmdshell C、xp\_cmdshell D、xpdeletekey

247、SQL Sever中下面哪个存储过程可以执行系统命令？（C）

A、xp\_regread B、xp\_command C、xp\_cmdshell D、sp\_password

248、SQL的全局约束是指基于元祖的检查子句和（C）。

A、非空值约束 B、域约束子句 C、断言 D、外键子句

249、SQL数据库使用以下哪种组件来保存真实的数据？（C）

A、Schemas B、Subschemas C、Tables D、Views

250、SQL语句中，彻底删除一个表的命令是（B）。

A、delete B、drop C、clear D、remore

251、SQL语言可以（B）在宿主语言中使用，也可以独立地交互式使用。

A、-极速 B、-嵌入 C、-混合 D、-并行

252、SSL安全套接字协议所用的端口是（B）。

A、80 B、443 C、1433 D、3389

253、不属于数据库加密方式的是（D）。

A、库外加密 B、库内加密 C、硬件/软件加密 D、专用加密中间件

254、测试数据库一个月程序主要应对的风险是（B）。

A、非授权用户执行“ROLLBACK”命令 B、非授权用户执行“COMMIT”命令

C、非授权用户执行“ROLLRORWARD”命令 D、非授权用户修改数据库中的行

**255、查看Oracle 8i及更高版本数据库的版本信息的命令是（C）。----缺少CD选项**

**A、cd $Oracle\_HOME/orainst B、C-cd $Oracle\_HIME/orainst C、 D、**

256、从安全的角度来看，运行哪一项起到第一道防线的作用？（C）

A、远端服务器 B、WEB服务器 C、防火墙 D、使用安全shell程序

257、从下列数据库分割条件中，选出用于抵御跟踪器攻击和抵御对线性系统攻击的一项。（B）。

A、每个分割区G有g=|G|记录，其中g=0或g>=n，且g为偶数，

B、记录必须成对地加入G或从G中删除

C、查询集虚报口各个分割区，如果查询含有一个以上记录的统计信息是从m各分割区G1，G2，… …Gm中每一个分割区而来的，则统计信息g（G1VG2V… …VGm）是允许发布

D、记录必须不对地加入G或从G中删除

258、单个用户使用的数据库视图的描述为（A）。

A、外模式 B、概念模式 C、内模式 D、存储模式

259、对于IIS日志记录，推荐使用什么文件格式？（D）

A、Microsoft IIS日志文件格式 B、NCSA公用日志文件格式

C、ODBC日志记录格式 D、W3C扩展日志文件格式

**260、对于IIS日志文件的存放目录，下列哪项设置是最好的？（D）----缺少D选型**

**A、%WinDir%\System32\LogFiles B、C:\Inetpub\wwwroot\LogFiles**

**C、C:\LogFiles..)-F:\LogFiles D、**

261、对于IIS日志文件的访问权限，下列哪些设置是正确的？（D）

A、SYSTEM（完全控制）Administrator（完全控制）Users（修改）

B、SYSTEM（完全控制）Administrator（完全控制）Everyone（读取和运行）

C、SYSTEM（完全控制）Administrator（完全控制）Inernet来宾账户（读取和运行） D、SYSTEM（完全控制）Administrator（完全控制）

262、对于数据库的描述一下哪项说法是正确的？（A）

A、数据和一系列规则的集合 B、一种存储数据的软件

C、一种存储数据的硬件 D、是存放人量数据的软件

263、攻击者可能利用不必要的extproc外部程序调用功能获取对系统的控制权，威胁系统安全。关闭Extproc功能需要修改TNSNAMES.ORA和LISTENER.ORA文件删除一下条目，其中有一个错误的请选择出来（A）。

A、sys\_ertproc B、icache\_extproc

C、PLSExtproc D、extproc

264、关系数据库中，实现实体之间的联系是通过表与表之间的（D）。

A、公共索引 B、公共存储

C、公共元组 D、公共属性

265、关系型数据库技术的特征由一下哪些元素确定的？（A）

A、行和列 B、节点和分支

C、Blocks和Arrows D、父类和子类

266、关于WEB应用软件系统安全，说法正确的是（D）？

A、Web应用软件的安全性仅仅与WEB应用软件本身的开发有关

B、系统的安全漏洞属于系统的缺陷，但安全漏洞的检测不属于测试的范畴

C、黑客的攻击主要是利用黑客本身发现的新漏洞

D、以任何违反安全规定的方式使用系统都属于入侵

267、目前数据大集中是我国重要的大型分布式信息系统建设和发展的趋势，数据大集中就是将数据集中存储和管理，为业务信息系统的运行搭建了统一的数据平台，对这种做法认识正确的是（D）？

A、数据库系统庞大会提供管理成本 B、数据库系统庞大会降低管理效率

C、数据的集中会降低风险的可控性 D、数据的集中会造成风险的集中

268、哪一个是PKI体系中用以对证书进行访问的协议（B）？

A、SSL B、LDAP C、CA D、IKE

269、如果一个SQL Server数据库维护人员，需要具有建立测试性的数据库的权限，那么应该指派给他哪个权限（A）？

A、Database Creators B、System Administrators

C、Server Administrators D、Security Adiministrators

270、如果以Apache 为WWW服务器，（C）是最重要的配置文件。

A、access.conf B、srm.cong C、httpd.conf D、mime.types

271、若有多个Oracle数据需要进行集中管理，那么对sysdba的管理最好选择哪种认证方式（B）？

A、系统认证 B、password文件认证方式 C、域认证方式 D、以上三种都可

272、数据库管理系统DBMS主要由哪两种部分组成？（A）

A、文件管理器和查询处理器 B、事务处理器和存储管理器

C、存储管理器和查询处理器 D、文件管理器和存储管理器

273、数据库系统与文件系统的最主要区别是（B）。

A、数据库系统复杂，而文件系统简单

B、文件系统不能解决数据冗余和数据独立性问题，而数据库系统可以解决

C、文件系统只能管理程序文件，而数据库系统能够管理各宗类型的文件

D、文件系统管理的数据量较少，而数据库系统可以管理庞大的数据量

274、为了防止电子邮件中的恶意代码，应该由（A）方式阅读电子邮件。

A、纯文本 B、网页 C、程序 D、会话

275、为了应对日益严重的垃圾邮件问题，人们设计和应用了各种垃圾邮件过滤机制，以下哪一项是耗费计算资源最多的一种垃圾邮件过滤机（D）？

A、SMTP身份认证 B、逆向名字解析 C、黑名单过滤 D、内容过滤

276、为什么要对数据库进行“非规范化”处理（B）？

A、确保数据完整性 B、增加处理效率 C、防止数据重复 D、节省存储空间

277、下列不属于WEB安全性测试的范畴的是（A）？

A、数据库内容安全性 B、客户端内容安全性

C、服务器端内容安全性 D、日志功能

278、下列操作中，哪个不是SQL Server服务管理器功能（A）？

A、执行SQL查询命令 B、停止SQL Server 服务

C、暂停SQL Server服务 D、启动SQL Server服务

279、下列关于IIS的安全配置，哪些是不正确的（C）？

A、将网站内容移动到非系统驱动程序 B、重命名IUSR账户

C、禁用所有WEB服务扩展 D、创建应用程序池

280、下列哪些不是广泛使用http服务器？（D）

A、W3C B、Apache C、IIS D、IE

281、下列哪些属于WEB脚本程序编写不当造成的（C）？

A、IIS5.0 Webdav Ntdll.dll远程缓冲区一处漏洞

B、apache可以通过../../../../../../../etc/passwd方位系统文件

C、登陆页面可以用password=’a’or’a’=’a’绕过

D、数据库中的口令信息明文存放

282、下列哪种方法不能有效的防范SQL进入攻击（C）？

A、对来自客户端的输入进行完备的输入检查

B、把SQL语句替换为存储过程、预编译语句或者使用ADO命令对象

C、使用SiteKey技术

D、关掉数据库服务器或者不使用数据库

283、下列哪种工具不是WEB服务器漏洞扫描工具（B）？

A、Nikto B、Web Dumper C、paros Proxy D、Nessus

284、下列哪种攻击不是针对统计数据库的（D）？

A、小查询集合大查询集攻击 B、中值攻击 C、跟踪攻击 D、资源解析攻击

285、下列哪项中是数据库中涉及安全保密的主要问题（A）？

A、访问控制问题 B、数据的准确性问题

C、数据库的完整性问题 D、数据库的安全性问题

286、下列应用服务器中，不遵循J2EE规范的是（C）？

A、MTS B、WebLogic C、Oracle 9iApplication Server D、WebSpere

287、下面关于IIS报错信息含义的描述正确的是（B）？

A、401-找不到文件 B、403-禁止访问 C、404-权限问题 D、500-系统错误

288、下面关于Oracle进程的描述，哪项是错误的（B）？

A、运行在Windows平台上的Oracle能让每个用户组程序化地打开新的进程，这是一个安全隐患

B、在Windows平台，除了Oracle.exe进程外还有其他的独立进程

C、unix平台上有多个独立运行的进程，包括数据写进程、日志写进程、存档进程、系统监控进程、进程监控进程

D、有一个特殊的内存区域被映射为\*nix平台上的所有进程，此区域时系统全局去

289、下面哪一项是与数据库管理员（DBA）职责不相容的（C）？

A、数据管理 B、信息系统管理 C、系统安全 D、信息系统规划

290、下面选型中不属于数据库安全控制的有（D）。

A、信息流控制 B、推论控制 C、访问控制 D、隐通道控制

291、下面选型中不属于数据库安全模型的是（D）。

A、自主型安全模型 B、强制型安全模型 C、基于角色的模型 D、访问控制矩阵

292、一般来说，通过WEB运行http服务的子进程时，我们会选择（D）的用户权限方式，这样可以保证系统的安全。

A、root B、httpd C、guest D、nobody

293、一下不是数据库的加密技术的是（D）。

A、库外加密 B、库内加密 C、硬件加密 D、固件加密

294、一下对于Oracle文件系统描述错误的是（B）？

A、\*nix下Oracle的可执行文件在$Oracle\_HOME/bin/Oracle,$Oracle\_HOME/bin也应该包含在路径环境变量内

B、Windows下Oracle的可执行文件在%Oracle\_HOME%\bin\Oracle.exe,其他

C、硬件加密 D、固件加密

295、以下几种功能中，哪个是DBMS的控制功能（A）？

A、数据定义 B、数据恢复 C、数据修改 D、数据查询

296、以下哪个安全特征和机制是SQL数据库所特有的（B）？

A、标识和鉴别 B、数据恢复 C、数据修改 D、数据查询

297、以下哪个是数据库管理员（DBA）可以行使的职责（A）？

A、系统容量规划 B、交易管理 C、审计 D、故障承受机制

298、以下哪条命令能利用“SQL注入”漏洞动用XP\_cmdshell存储过程，获得某个子目的清单？（A）

A、http://localhost/script?’:EXEC+master..XP\_cmdshell+’dir’:--

B、http://localhost/script?1’:EXEC+master..XP\_cmdshell+’ dir’:--

C、http://localhost/script?0’:EXEC+master..XP\_cmdshell+’ dir’:--

D、http://localhost/script?1’:EXEC+master..XP\_cmdshell+’ dir’--

299、以下哪条命令能利用“SQL”漏洞动用XP\_cmdshell存储过程，启动或停止某项服务？（B）

A、http://localhost/script?’:EXEC+master..XP\_servicecontrol+’start’ ,+’Server’ ;-

B、http://localhost/script?0’:EXEC+master..XP\_servicecontrol+’start’ ,+’Server’ ;--

C、http://localhost/script?1’:EXEC+master..XP\_servicecontrol+’start’ ,+’Server’ ; --

D、http://localhost/script?0’:EXEC+master..XP\_servicecontrol+’start’ ,+’Server’ --

300、以下哪项不属于访问控制策略的实施方式？（D）

A、子模式法 B、修改查询法 C、集合法 D、验证法

301、以下哪一项是和电子邮件系统无关的？（C）

A、PEM(Privacy enhanced mail) B、PGP(Pretty good privacy)

C、X.500 D、X.400

302、以下哪种方法可以用于对付数据库的统计推论？（C）

A、信息流控制 B、共享资源矩阵 C、查询控制 D、间接存取

303、以下是对层次数据库结构的描述，请选择错误描述的选项。（C）

A、层次数据库结构将数据通过一对多或父节点对子节点的方式组织起来

B、一个层次数据库中，根表或父表位于一个类似于树形结构的最上方，它的字表中包含相关数据

C、它的优点是用户不需要十分熟悉数据库结构

D、层次数据库模型的结构就像是一棵倒转的树

304、以下是对单用户数据库系统的描述，请选择错误描述的选项（C）。

A、单用户数据库系统是一种早期的最简单的数据库系统

B、在单用户系统中，整个数据库系统，包括应用程序、DBMS、数据，都装在一台计算机之间不能共享数据

C、在单用户系统中，由多个用户共用，不同计算机之间能共享数据

D、单用户数据库系统已经不适用于现在的使用，被逐步淘汰了

305、以下是对分布式结构数据库系统的描述，请选择错误描述的选项。（D）

A、分布式结构的数据库系统的数据在逻辑上是一个整体，但物理地分布在计算机网络的不同节点上，每个节点上的主机又带有多个终端用户

B、网络中的每个节点都可以独立的处理数据库中的数据，执行全局应用

C、分布式结构的数据库系统的数据分布存放给数据的处理、管理和维护带来困难

D、分布式结构的数据库系统的数据只在存放在服务器端，其他节点只进行处理和执行

306、以下是对关系数据库结构的描述，请选择错误描述的选项。（D）

A、数据存储的主要载体是表，或相关数据组

B、有一对一、一对多、多对多三种表关系

C、表关联是通过引用完整性定义的，这是通过主码和外码（主键或外键约束条件实现的）

D、缺点是不支持SQL语言

307、以下是对客户/服务器数据库系统的描述，请选择错误描述的选项。（A）

A、客户端的用户将数据进行处理可自行存放到本地，无须传送到服务器处理，从而显著减少了网络上的数据传输量，提高了系统的性能和负载能力

B、主从式数据库系统中的主机和分布式数据库系统中的每个节点都是一个通用计算机，既执行DBMS功能又执行应用程序

C、在网络中把某些节点的计算机专门用于执行DBMS核心功能，这台计算机就成为数据库服务器

D、其他节点上的计算机安装DBMS外围应用开发工具和应用程序，支持用户的应用，称为客户机

308、以下是对面向对象数据库结构的描述，请选择错误描述的选项。（C）

A、它允许用对象的概念来定义与关系数据库交互

B、面向对象数据库中有两个基本的结构：对象和字面量

C、优点是程序员需要掌握与面向对象概念以及关系数据库有关的存储

D、缺点是用户必须理解面向对象概念，目前还没有统一的标准，稳定性还是一个值得关注的焦点

309、以下是对主从式结构 数据库系统的描述，请选择错误描述的选项。（D）

A、主从式结构是指一个主机带多个终端的多用户结构

B、在这种结构中，数据库系统的应用程序、DBMS、数据等都集中存放在主机上

C、所有处理任务都由主机来完成，各个用户通过主机的终端并发地存取数据，能够共享数据源

D、主从式结构的优点是系统性能高，是当终端用户数目增加到一定程度后，数据的存取通道不会形成瓶颈

311、在GRUB的配置文件grub.conf中，“timeout=-1”的含义是（C）。

A、不等待用户选择，直接启动默认的系统

B、在10秒钟内，等待用户选择要启动的系统

C、一直等待用户选择要启动的系统

D、无效

312、在Oracle中，quota可以限制用户在某个表空间上最多可使用多少字节，如果要限制data\_ts表500K，以下哪个是正确的命令？（B）

A、quo 500k in data\_ts B、quota 500K on data\_ts

C、quota data\_ts ,imit 500K D、quota data\_ts on 500K

313、在Oracle中，建表约束包括引用完整性约束、check完整性约束，还有以下三项是正确的，请排除一个错误选项。（D）

A、非空完整性约束 B、唯一完整性约束

C、主码完整性约束 D、数据角色性约束

314、在Oracle中，将scott的缺省表空间改为data2\_ts，下列哪个是正确的？（A）

A、ALTER USER scott DEFAULT TABLESPACE data2\_ts

B、ALTER DEFAULT TABLESPACE data2\_ts USER scott

C、ALTER USER scott TABLESPACE DEFAULT data2\_ts D、ALTER scott USER DEFAULT TABLESPACE data2\_ts

315、在Oracle中，将scott的资源文件改为otherprofile，下列哪个是正确的？（C）

A、ALTER PROFILE USER scott otherprofile

B、ALTER otherprofile USER scottPROFILE

C、ALTER USER scott PROFILE otherprofile

D、ALTER scott USER PROFILE otherprofile

316、在Oracle中，将当前系统所有角色都授予scott，除Payroll外，下列哪个是正确的？（D）

A、ALTER DEFAULT ROLLE USER　　scott ALL EXCEPT Payroll

B、ALTER USER DEFAULT ROLLE ALL EXCEPT Payroll

C、ALTER DEFAULT ROLLE ALL EXCEPT USER scott

D、ALTER USER scott DEFAULT ROLLE ALL EXCEPT Payroll

317、在Oracle中，用ALTER将scott的口令改为hello，下列哪个是正确的？（A）

A、ALTER USER scott IDENTIFIED BY hello

B、ALTER scott USER IDENTIFIED BY hello

C、ALTER USER scott IDENTIFIED AS hello

D、ALTER USER hello IDENTIFIED BY scott

318、在WEB应用软件的基本结构中，客户端的基础是（A）。

A、HTML文档 B、客户端程序

C、HTML协议 D、浏览器

319、在WEB应用软件的系统测试技术中，下面不属于安全性测试内容的是（C）。

A、客户端的内容安全性 B、服务器的内容安全性

C、数据库的内容安全性 D、Cookie安全性

320、在典型的WEB应用站点的层次结构中，“中间件”是在哪里运行的？（C）

A、浏览器客户端 B、web服务器

C、应用服务器 D、数据库服务器

321、在分布式开放系统的环境中，以下哪个选项的数据库访问服务提供允许或禁止访问的能力？（C）

A、对话管理服务 B、事务管理服务

C、资源管理服务 D、控制管理服务

322、主要用于加密机制的协议时（D）。

A、HTTP B、FTP C、TELNETD D、SSL

323、分布式关系型数据库与集中式的关系型数据库相比在以下哪个方面有缺点？（D）

A、自主性 B、可靠性 C、灵活性 D、数据备份

324、下面对Oracle的密码规则描述，哪个是错误的？（D）

A、Oracle密码必须由英文字母，数值，#，下划线(\_)，美元字符（$）构成，密码的最大长度为30字符，并不能以“$”，“#”，“\_”或任何数字卡头；密码不能包含像“SELECT”，“DELETE”，“CREATE”这类的ORACLE/SQL关键字

B、Oracle的若算法加密机制（）两个相同的用户名和密码在两台不同的ORACLE数据库机器中，将具有相同的哈希值。这些哈希值存储在SYS.USER表中，可以通过像DBA\_USE这类的试图来访问

C、Oracle默认配置下，每个中户如果有10此的失败登录，此账户将会被锁定

D、SYS账户在Oracle数据库中有最高权限，能够做任何事情，包括启动/关闭Oracle数据库，如果SYS被锁定，将不能访问数据库

325、无论是哪一种Web服务器，都会受到HTTP协议本身安全问题的困扰，这样的信息系统安全漏洞属于（C）。

A、设计型漏洞 B、开发型漏洞 C、运行型漏洞 D、以上都不是

326、SSL加密的过程包括以下步骤：（1）通过验证以后，所有数据通过密钥进行加密，使用DEC和RC4加密进行加密；（2）随后客户端随机生成一个对称密钥；（3）信息通过HASH加密，或者一次性加密（MD5SHA）进行完整性确认；（4）客户端和服务器协商建立加密通道的特定算法。正确的顺序的是（D）

A、（4）（3）（1）（2） B、（4）（1）（3）（2） C、（4）（2）（3）（1） D、（4）（2）（3）（1）

327、影响WEB系统安全的因素，不包括？（C）

A、复杂应用系统代码量大、开发人员多、难免出现疏忽

B、系统屡次升级、人员频繁变更，导致代码不一致

C、历史遗留系统、试运行系统等对个WEB系统运行于不同的服务器上

D、开发人员未经安全编码培训

328、Oracle通过修改用户密码策略可提高密码强度，以下哪个密码策略参数中文描述是错误的？（A）

A、PASSWORD\_MAX 登录超过有效次数锁定时间

B、FAILED\_LOGIN\_ATTEMPTS 最大错误登录次数

C、PASSWORD\_GRACE\_TIME 密码失效后锁定时间

D、PASSWORD\_LIFE\_TIME 口令有效时间

329、SQL Server服务有一个启动账号，默认账号是属于administrators组，现在为了安全需要创建一个新的服务启动账号，它需要哪些权限既能兼顾安全又能保证启动数据库成功，请排除一个错误的。（D）

A、数据库本地目录的读写权限 B、启动本地服务的权限

C、读取注册表的权限 D、通过API访问Windows Resource

330、作为一台运行IIS 在Internet发布站点的Windows Web服务器，下面哪项服务不是必需的？（B）

A、IIS Admin B、Net Logon

C、Performance Logs and Alerts D、World Wide Web Publishing

331、数据库中超级账户不能被锁定，其中Oracle的是（），mysql的是（），SQLServer的是（C）。

A、sa，root，sys B、admin，root，sa

C、sys，root，sa D、sys，admin，sa

332，Oracle的安全机制，是由（A）、实体权限和角色权限这三级体系结构组成的。

A、系统权限 B、索引权限 C、操作权限 D、命令控制

333、对SQL数据库来说，以下哪个用户输入符号对系统的安全威胁最大， 需要在数据输入时进行数据过滤？（B）

A、-- B、- C、-= D、-+

334、在Web页面中增加验证码功能后，下面说法正确的是（A）。

A、可以增加账号破解等自动化软件的攻击难度 B、可以防止文件包含漏洞 C、可以防止缓冲溢出 D、可以防止 浏览

335、以下破解Oracle密码哈希值的步棸，其中哪个描述是错误的？（B）

A、用Sqlplus直接登录到Oracle数据库，使用select username，password form dba\_users命令查看数据库中的用户名和密码，此时看到的密码是哈希值

B、在Cain的Cracker菜单点击导入用户名和哈希值，可直接显示用户密码明文

C、在Cain的Cracker菜单点解导入用户名和哈希值，只能通过字典破解 D、在Cain的Rainbow生成的表会占用大量的硬盘空间和内存，可是破解速度和效率很高

336、在数据库向因特网开放前，哪个步棸是可以忽略的？（B）

A、安全安装和配置操作系统和数据库系统

B、应用系统应该在内网试运行3个月

C、对应用软件如Web也没、ASP脚本等进行安全性检查

D、网络安全策略已经生效

337、如果不设置必要的日志审核，就无法追踪回朔安全事件，检查是否启用通用查询日志，打开/etcmy.cnf文件，查看是否包含如下设置，选出一个正确的（D）。

A、audit=filename B、sys=filename C、event=filename D、log=filename

338、针对一台对外提供Web服务的Windows服务器，下列关于账户权限控制，哪些项是不合理的？（C）

A、限制匿名账户对Web内容的目录写权限

B、从Everyone组中删除“从网络访问此计算机” 用户权限

C、禁用IUSR-MACHE和IWAN\_MACHINE账户

D、本地登录时必须使用Administrators账户

339、网上营业中间件如果启用了SSl，应采用不低于（C）版本的SSL，采用经国家密码管理局认可的密码算法。

A、2.0 B、2.5 C、3.0 D、3.1

340、SQL Server默认的具有DBA权限的账号是什么？（C）

A、root B、admin C、sa D、system

341、（A）是指电子系统或设备在自己正常工作产生的电磁环境下，电子系统或设备之间的相互之间的相互不影响的电磁特性。

A、电磁兼容性 B、传导干扰 C、电磁干扰 D、辐射干扰

342、（C）是指一切与有用信号无关的、不希望有的或对电器及电子设备产生不良影响的电磁发射。

A、电磁兼容性 B、传导干扰 C、电磁干扰 D、辐射干扰

343、《计算机信息系统雷电电磁脉冲安全防护规范》的标准编号是（B）。

A、GA 163-1997 B、GA 267-2000

C、GA 243-2000 D、GB 17859-1999

344、安装了合格防雷保安器的计算机信息系统，还必须在（C）雷雨季节前对防雷保安器、保护接地装置进行一次年度检查，发现不合格时，应及时修复或更换。

A、第三年 B、第二年 C、每年 D、当年

345、使用IIalon灭火的工作原理是什么？（C）

A、降低温度 B、隔绝氧气和可燃物

C、破坏氧气和可燃物之间的化学反应 D、减少氧气

346、白炽灯、高压汞灯与可燃物、可燃结构之间的距离不应小于（C）cm。

A、30 B、40 C、50 D、60

347、被电击的人能否获救，关键在于（D）。

A、触电的方式 B、人体电阻的大小

C、触电电压的高底 D、能否尽快脱离电源和施行紧急救护

348、布置电子信息系统信号线缆的路由走向时，以下做法错误的是（A）。

A、可以随意弯折 B、转弯是，弯曲半径应大于导线直径的10倍 C、尽量直线、平整 D、尽量减小由线缆自身形成的感应环路面积

349、采取适当的措施，使燃烧因缺乏或隔绝氧气而熄灭，这种方法称作（A）。

A、窒息灭火法 B、隔离灭火法 C、冷却灭火法

350、长期在高频电磁场作用下，操作者会有什么不良反应？（B）

A、呼吸困难 B、神经失常 C、疲劳无力

351、触电事故中，绝大部分是由于（A）导致人身伤亡的。

A、人体接受电流遭到电击 B、烧伤 C、触电休克

352、从业人员发现直接危及人身安全的紧急情况时，例如气体灭火系统开始开启时，应（A）。

A、停止作业，立即撤离危险现场 B、继续作业

C、向上级汇报，等待上级指令

353、从业人员既是安全生产的保护对象，又是实现安全生产的（C）。

A、关键 B、保证 C、基本要素

354、低压验电笔一般适用于交、直流电压未（C）伏以下。

A、220 B、380 C、500

355、电流为（B）毫安是，称为致命电流。

A、50 B、100 C、120 D、150

356、电器的保险丝只能装在（B）上。

A、零线 B、火线 C、底线

357、电器着火是不能用（C）灭火。

A、四氧化碳或1211灭火 B、沙土 C、水

358、对不符合防雷标准、规范防雷工程专业设计方案，以下（B）应当按照审核结论进行修改并重新报批。

A、建设单位 B、防雷工程专业设计单位 C、工程施工单位

359、发现人员触电时，应（B），使之脱离电源。

A、立即用手拉开触电人员 B、用绝缘物体拨开电源或触电者 C、用铁棍拨开电源线

360、凡设在年平均雷电日大于（C）的地区的计算机信息系统，原则上均应装设计算机信息系统防雷保安器，以防止雷电电磁脉冲过电压和过电流侵入计算机信息系统设备。

A、40 B、45 C、5 D、15

361、废电池随处丢弃会造成（B）的污染。

A、白色污染 B、重金属污染 C、酸雨

362、干粉灭火器多长时间检查一次？（A）

A、半年 B、一年 C、三个月 D、两年

363、根据国家相关规定，电压（D）以下不必考虑防止电击的安全？

A、48伏 B、36伏 C、65伏 D、25伏

364、根据作业环境的不同，安全帽的颜色也不同，如在爆炸性作业场所工作宜戴（A）安全帽。

A、红色 B、黄色 C、白色

365、关于空气的正向压力，下面哪项描述是正确的？（B）

A、当门打开时，空气向内流动 B、当门打开，空气向外流动

C、当发生火灾，系统自动切断电源 D、当发生火灾，烟雾向另外一间房间流动

366、国家颁布的《安全色》标准中，表示警告、主要的颜色为（C）。

A、红色 B、蓝色 C、黄色

367、火灾中对人员威胁最大的是（B）。

A、火 B、烟气 C、可燃物

368、机房内电源馈线不得与计算机信号传输线靠近或并排敷设。空间不允许时，两者间距应不少于（B）m。

A、0.1 B、0.6 C、1.2 D、0.3

369、计算机电源系统的所有节点均应镀铅锡处理（B）连接。

A、热压 B、冷压 C、焊锡 D、直接

370、计算机系统接地应采用（A）。

A、专用底线 B、和大楼的钢筋专用网相连

C、大楼的各种金属管道相连 D、没必要

371、采取适当的措施，使燃烧因缺乏或隔绝氧气而熄灭，这种方法称作（A）。

A、窒息灭火法 B、隔离灭火法 C、冷却灭火法

372、计算机系统应选用（A）电缆。

A、铜芯 B、铅芯

C、铁芯 D、没有要求

373、进行腐蚀品的装卸作业应戴（B）手套。

A、帆布 B、橡胶 C、棉布

374、人体在电磁场作用下，由于（C）将使人体受到不同程度的伤害。

A、电流 B、电压 C、棉布

375、身上着火后，下列哪种灭火方法是错误的（C）。

A、就地打滚 B、用厚重衣物覆盖压灭火苗 C、迎风快跑

376、生产经营单位必须为从业人员提供符合国家标准或（C）标准的劳动防护用品。

A、当地 B、本单位 C、行业

377、使用新设备，必须了解、掌握其安全技术特征，采取有效的安全防护措施，并对从业人员进行专门的安全生产。（B）

A、当地 B、本单位 C、行业

378.实验地点相对湿度大于75%时，则此实验环境属于易触电的环境：（A）

A、危险 B、特别危险 C、一般

379、通过人身的安全交流电流规定在(A)以下。

A、10mA B、30mA C、50mA

380、下列不属于对物理层信息窃取的是(D)

A、对存储介质的盗取 B、对监视器的窃听

C、对网络线路的窃听 D、对设备屏蔽电磁干扰

381、新、改、扩建项目的安全设施投资应当纳入(C)。

A、企业成本 B、安措经费 C、建设项目概算

382、液体表面的蒸汽与空气形成可燃气体，遇到点火源时，发生一闪即灭的现象称为(C)

A、爆炸 B、蒸发 C、闪燃

383、防雷保安器：防止(B)破坏计算机信息系统的保安装置，可分为两大类：电源

线防雷保安器（简称电源防雷保安器）和信号传输线防雷保安器（简称通道防雷保安器）。

A、直击雷 B、感应雷 C、雷暴 D、雷电电磁脉冲

384、EMC标准是为了保证(D)正常工作而制走的。

A、网络 B、媒体 C、信息 D、系统和设备

385、以下不符合防静电要求的是(B)。

A、穿合适的防静电衣服和防静电鞋 B、在机房内直接更衣梳理

C、用表面光滑平整的办公家具 D、经常用湿拖布拖地

386、以下哪些属于系统的物理故障？(A)

A、硬件故障与软件故障 B、计算机病毒

C、人为的失误 D、网络故障和设备环境故障

387、用灭火器灭火时，灭火器的喷射口应该对准火焰的(C)。

A、上部 B、中部 C、根部

388、运输、携带、邮寄计算机信息媒体进出靖的，应当如实向(A)申报。

A、海关 B、工商

C、税务 D、边防

389、在计算机机房或其他数据处理环境中，较高的潮湿环境会带来如下哪些弊端？ (B)

A、产生静电 B、计算机部件腐蚀

C、有污染物 D、B+A

390、在空气不流通的狭小地方使用二氧化碳灭火器可能造成的危险是(B)。

A中毒 B缺氧 C爆炸

391、在雷雨天不要走近高压电杆、铁塔、避雷针、远离至少(C)米以外。

A、IO米 B、15米 C、20米

392、在易燃易爆场所穿(C)最危险。

A、布鞋 B、胶鞋 C、带钉鞋

393、在遇到高压电线断落地面时，导线断落点(B)m内，禁止人员进入。

A、IO B、20 C、30

394、数据处理中心的物理环境中，最佳湿度应该保持在什么样的程度？(C)

A、30%-40% B、40%-50% C、45%-60% D、50%-70%

395、计算机信息系统防护，简单概括起来就是：均压、分流、屏蔽和良好接地。所

以防雷保安器必须有合理的(B)。

A、屏蔽配置 B、接地配置

C、分流配置 D、均压配置

396、计算站场地宜采用(A)蓄电池。

A、封闭式 B、半封闭式

C、开启式 D、普通任意的

397、多层的楼房中，最适合做数据中心的位置是(D)。

A、楼 B、地下室

C、顶楼 D、除以上外的任何楼层

398、计算机机房是安装计算机信息系统主体的关键场所，是(A)工作的重点，所以

对计算机机房要加强安全管理。

A、实体安全保护 B、人员管理

C、媒体安全保护 D、设备安全保护

399、区域安全，首先应考虑（B），用来识别来访问的用户的身份，并对其合法性进行验证，主要通过特殊标示符、口令、指纹等来实现。

A、来访者所持物 B、物理访问控制 C、来访者所具有的特征 D、来访者所知信息

400、在计算机房出入口处或值班室，应设置（D）和应急断电装置。

A、 电视 B、电扇 C、报警器 D、应急电话

401、下列（A）灭火器是扑救精密仪器火灾的最佳选择。

A、二氧化碳灭火剂 B、干粉灭火剂 C、泡沫灭火剂

402、电气安全主要包括人身安全、（B）安全。

A、照明 B、设备 C、电器 D、空调

403、（C）基于IDEA算法。

A、S/MIME B、SET C、PGP D、SSL

404、

405、(C)是通过使用公开密钥技术和数字证书等来提供网络信息安全服务的基础平台。

A、公开密钥体制 B、对称加密体制 C、PKI（公开密钥基础设施） D、数字签名

406、(D)是由权威机构CA发行的一种权威性的电子文档，是网络环境中的一种身份证。

A、认证机构 B、密码 C、票据 D、数字证书

407、（D）协议主要用于加密机制。

A、HTTP B、FTP C、TELNET D、SSL

408、（A）原则保证只有发送方与接收方能访问消息内容。

A、保密性 B、鉴别 C、完整性 D、访问控制

409、（D）原则允许某些用户进行特定访问。

A、保密性 B、鉴别 C、完整性 D、访问控制

410、（B）增加明文冗余度。

A、混淆 B、扩散 C、混淆与扩散 D、都不是

411、3DES加密算法的密钥长度是：（A）。

A、168 B、128 C、56 D、256

412、AES密钥长度不能是（D）。

A、128位 B、192位 C、256位 D、512位

413、AES算法是哪种算法？（A）。

A、对称密钥加密 B、非对称密钥加密 C、哈希算法 D、流加密

414、AES属于哪种加密方式？（B）。

A、流加密 B、分组加密 C、异或加密 D、认证加密

415、CA指的是（A）。

A、证书授权 B、加密认证 C、虚拟专用网 D、安全套接层

416、DES经过（A）轮运算后，左右两部分合在一起经过一个末置换，输出一个64位的密文。（A）

A、16 B、8 C、32 D、4

417、DES算法是哪种算法？（A）

A、对称密钥加密 B、非对称密钥加密 C、哈希算法 D、流加密

418、DES属于哪种加密方式？（B）

A、流加密 B、块加密 C、异或加密 D、认证加密

419、DNSSec中并未采用（C）。

A、数字签名技术 B、公钥加密技术 C、地址绑定技术 D、报文摘要技术

420、ECB指的是（D）。

A、密文链接模式 B、密文反馈模式 C、输出反馈模式 D、电码本模式

421、EC-DSA复杂性的程度是（D）。

A、简单 B、最简单 C、困难 D、最困难

422、EFS可以用在什么文件系统下（C）。

A、FAT16 B、FAT32 C、NTFS D、以上都可以

423、IDEA的密钥长度是多少bit？（D）。

A、56 B、64 C、96 D、128

424、Kerberos是80年代中期，麻省理工学院为Athena项目开发的一个认证服务系统，其目标是把认证、记账和（B）的功能扩展到网络环境。

A、访问控制 B、审计 C、授权 D、监控

425、Kerberos是为TCP/IP网络设计的基于（B）的可信第三方鉴别协议，负责在网络上进行仲裁及会话密钥的分配。

A、非对称密钥体系 B、对称密钥体系 C、公钥体系 D、私钥体系

426、Kerberos是一种网络认证协议。它采用的加密算法是（C）。

A、RSA B、PGP C、DES D、MD5

427、Kerberos算法是一个（B）。

A、面向访问的保护系统 B、面向票据的保护系统

C、面向列表的保护系统 D、面向门与锁的保护系统

428、Kerberos提供的最重要的安全服务是？（A）。

A、鉴别 B、机密性 C、完整性 D、可用性

429、MD5产生的散列值是多少位？（C）。

A、56 B、64 C、128 D、160

430、MD5是按每组512位为一组来处理输入的信息，经过一系列变换后，生成一个（B）为散列值。

A、64 B、128 C、256 D、512

431、MD5是以512位分组来处理输入的信息，每一分组又被划分为（A）32位子分组。

A、16个 B、32个 C、64个 D、128个

432、MD5算法将输入信息M按顺序每组（D）长度分组，即：M1，M2，...，Mn-1，Mn。

A、64位 B、128位 C、256位 D、512位

433、PKI（公共密钥基础结构）中应用的加密方式为（B）。

A、对称加密 B、非对称加密 C、HASH加密 D、单向加密

434、PKI的全称是（D）。

A、Private Key Intrusion B、Public Key Intrusion

C、Private Key Infrastructure D、Public Key Infrastructure

435、PKI无法实现（D）。

A、身份认证 B、数据的完整性 C、数据的机密性 D、权限分配

436、RC4是由RIVEST在1987年开发的一种流式的密文，就是实时地把信息加密成一个整体，它在美国一般密钥长度是128位，因为受到美国出口法的限制，向外出口时限制到多少位？（C）。

A、64位 B、56位 C、40位 D、32位

437、RSA公钥加密系统中，他想给她发送一份邮件，并让她知道是他发出，应选用的加密秘钥是（C）。

A、他的公钥 B、她的公钥 C、他的私钥 D、她的私钥

438、RSA使用不方便的最大问题是（A）。

A、产生密钥需要强大的计算能力 B、算法中需要大数

C、算法中需要素数 D、被攻击过很多次

439、RSA算法建立的理论基础是（C）。

A、DES B、替代想组合 C、大数分解和素数检测 D、哈希函数

440、SHA-1产生的散列值是多少位？（D）。

A、56 B、64 C、128 D、160

441、按密钥的使用个数，密码系统可以分为（C）。

A、置换密码系统和易位密码系统 B、分组密码系统和序列密码系统

C、对称密码系统和非对称密码系统 D、密码系统和密码分析系统

442、充分发挥了DES和RSA两种加密体制的优点，妥善解决了密钥传送过程中的安全问题的技术是：（C）。

A、数字签名 B、数字指纹 C、数字信封 D、数字时间戳

443、从技术角度上看数据安全的技术特征主要包含哪几个方面？（B）。

A、数据完整性、数据的方便性、数据的可用性 B、数据的完整性、数据的保密性、数据的可用性 C、数据的稳定性、数据的保密性、数据的可用性 D、数据的方便性、数据的稳定性、数据的完整性

444、单项散列函数的安全性来自于他的（A）。

A、单向性 B、算法复杂性 C、算法的保密性 D、离散性

445、电路网关防火墙工作在OSI协议的哪一层？（A）。

A、传输层 B、链路层 C、应用层 D、物理层

446、电子邮件的机密性与真实性是通过下列哪一项实现的？（A）

A、用发送者的私钥对消息进行签名，用接受者的公钥对消息进行加密

B、用发送者的公钥对消息进行签名，用接受者的私钥对消息进行加密

C、用接受者的私钥对消息进行签名，用发送者的公钥对消息进行加密

D、用接受者的公钥对消息进行签名，用发送者的私钥对消息进行加密

447、端对端加密只需要保证消息都在哪里进行加密？（A）

A、源点和目的地节点 B、经过的每一个节点

C、源点和中间经过的每一个节点 D、所有节点

448、对明文字母重新排列，并不隐藏他们的加密方法属于（C）。

A、置换密码 B、分组密码 C、易位密码 D、序列密码

449、对网络中两个相邻节点之间传输的数据进行加密保护的是（A）。

A、节点加密 B、链路加密 C、端到端加密 D、DES加密

450、发送消息和用发送方私钥加密哈希加密信息将确保消息的：（A）。

A、真实性和完整性 B、真实性和隐私 C、隐私和不可否认性 D。隐私和不可否性

451、高级加密标准AES算法中，加密回合数不可能是（D）。

A、10 B、12 C、14 D、16

452、公钥机制利用一对互相匹配的（B）进行加密，解密。

A、私钥 B、密钥 C、数字签名 D、数字证书

453、公钥加密体制中，没有公开的是（A）。

A、明文 B、密文 C、公钥 D、算法

454、公钥证书提供了一种系统的、可扩展的、统一的（A）。

A、公钥分发方案 B、实现不可否认方案

C、对称密钥分发方案 D、保证数据完整性方案

455、关于CA和数字证书的关系，以下说法不正确的是（B）。

A、数字证书是保证双方之间的通讯安全的垫子信任关系，它由CA签发

B、数字证书一般依靠CA中心的对称密钥机制来实现

C、在电子交易中，数字证书可以用于表明参与方的身份

D、数字证书能以一种不能被假冒的方式证明证书持有人身份

456、关于数字签名说法正确的是（A）。

A、数字签名的加密方法以目前的计算机的运算能力来破解是不现实的

B、采用数字签名，不能够保证信息自签发后到收到为止没有做过任何修改（能保证信息收到后没做个任何修改）

C、采用数字签名，能够保证信息是有签名者自己签名发送的，但由于不是真实的签名，签名者容易否认（签名不容易否认）

D、用户可以采用公钥对信息加以处理，形成数字签名（需使用私钥对信息加以处理）

457、基于私有密钥体制的信息认证方法采用的算法是（D）。

A、素数检测 B、非对称算法 C、RSA算法 D、对称加密算法

458、加密技术不能实现（D）。

A、数据信息的完整性 B、基于密码技术的身份认证 C、机密文件加密 D基于IP头信息的包过滤

459、加密技术不能提供以下哪种安全服务？（D）。

A、鉴别 B、机密性 C、完整性 D可用性

460、加密有对称密钥加密、非对称密钥加密两种，数字签名采用的是（B）。

A、对称密钥加密 B、非对称密钥加密 C、 D

461、假设使用一种加密算法，它的加密方法很简单：将每一个字母加5，即a加密成f。这种算法的密钥就是5，那么它属于（A）。

A、对称加密技术 B、分组加密技术 C、公钥加密技术 D、单项函数密码技术

462、就是通过使用公开密钥技术和数字证书等来提供网络信息安全服务的基础平台。（C）

A、公开密钥体制 B、对称加密体制 C、PKI（公开密钥基础设施） D、数字签名

463、利用非对称密钥体制实现加密通信时，若A要向B发送加密信息，则该加密信息应该使用（B）。

A、A的公钥加密 B、B的公钥加密 C、A的私钥加密 D、B的私钥加密

464、利用物理设备将各类型的无法预测的输入集中起来生成随机数的设备是（A）。

A、随机数生成器 B、伪随机数生成器 C、中央处理 D、非易失存储

465、链路加密要求必须先对链路两端的加密设备进行（C）。

A、异步 B、重传 C、同步 D、备份

466、密码处理依靠使用密钥，密钥是密码系统里的最重要因素。以下哪一个密钥算法在加密数据与解密时使用相同的密钥？（C）

A、对称的公钥算法 B、非对称私钥算法 C、对称密钥算法 D、非对称密钥算法

467、密码分析的目的是什么？（A）

A、确定加密算法的强度 B、增加加密算法的代替功能

C、减少加密算法的换为功能 D、确定所使用的换位

468、请从下列各项中选出不是HASH函数算法的一项。（D）

A、MD5 B、SHA C、HMAC D、MMAC

469、如今，DES加密算法面临的问题是（A）。

A、密钥太短，已经能被现代计算机暴力破解 B、加密算法有漏洞，在数学上已被破解 C、留有后门，可能泄露部分信息 D、算法过于陈旧，已经有更好的替代方案

470、若单项散列函数的输入串有很小的变化，则输出串（A）。

A、可能有很大的变化 B、一定有很大的变化 C、可能有很小的变化 D、一定有很小的变化

471、散列算法可以做哪些事？（C）。

A、碰撞约束 B、入侵检测 C、组合散列 D、随机数生成器

472、身份认证的主要目标包括：确保交易者是交易者本人、避免与超过权限的交易者进行交易和（B）。

A、可信性 B、访问控制 C、完整性 D、保密性

473、数字签名常用的算法有（B）。

A、DES算法 B、RSA算法 C、Hash函数 D、AES算法

474、数字签名和随机数挑战不能防范以下哪种攻击或恶意行为？（D）。

A、伪装欺骗 B、重放攻击 C、抵赖 D、DOS攻击

475、数字签名可以解决（D）。

A、数据被泄露 B、数据被篡改 C、未经授权擅自访问 D、冒名发送数据或发送后抵赖

476、数字签名通常使用（B）方式。

A、公钥密码体系中的私钥 B、公钥密码系统中的私钥对数字摘要进行加密

C、密钥密码体系 D、公钥密码体系中公钥对数字摘要进行加密

477、数字信封是用来解决（C）。

A、公钥分发问题 B、私钥分发问题 C、对称密钥分发问题 D、数据完整性问题

478、数字证书不包括（B）。

A、签名算法 B、证书拥有者的信用等级（信用等级并非由数字证书决定）

C、数字证书的序列号 D、颁发数字证书单位的数字签名

479、数字证书的应用阶段不包括（D）。

A、证书检索 B、证书验证 C、密钥恢复 D、证书撤销

480、下列说法中错误的是（D）。

A、非对称算法也叫公开密钥算法 B、非对称算法的加密密钥和解密密钥是分离的 C、非对称算法不需要对密钥通信进行保密 D、非对称算法典型的有RSA算法、AES算法等

481、下列算法中，哪种不是对称加密算法？（C）

A、AES B、DES C、RSA D、RC5

482、下列算法中属于Hash算法的是（C）。

A、DES B、IDEA C、SHA D、RSA

483、以下对于链路加密哪项是正确的？（B）

A、消息只在源点加密，目的节点解密 B、消息在源点加密，在每一个经过的节点解密并加密 C、消息在所有经过的节点中都是加密的，但只在目的节点解密 D、消息以明文形式在节点之间传输

484、以下各种加密算法中属于单钥制加密算法的是（A）。

A、DES加密算法 B、Caesar替代法 C、Vigenere算法 D、Diffie-Hellman加密算法

485、以下各种加密算法中属于双钥制加密算法的是（D）。

A、DES加密算法 B、Caesar替代法 C、Vigenere算法 D、Diffie-Hellman加密486、以下各种算法中属于古典加密算法的是（B）。

A、DES加密算法 B、Caesar替代法 C、Vigenere算法 D、Diffie-Hellman加密487、以下关于CA认证中心说法正确的是（C）。

A、CA认证时使用对称密钥机制的认证方法 B、CA认证中心支负责签名，不负责证书的产生 C、CA认证中心负责证书的颁发和管理、并依靠证书证明一个用户的身份 D、CA认证中心不用保持中立，可以随便找一个用户来作为CA认证中心

488、以下关于VPN说法正确的是（B）。

A、VPN指的是用户自己租用线路，和公共网络物理上完全隔离的、安全的线路

B、VPN指的是用户通过公用网络建立的临时的、逻辑隔离的、安全的连接

C、VPN不能做到信息认证和身份认证 D、VPN只能提供身份认证、不能提供加密数据的功能

489、以下关于数字签名说法正确的是（D）。

A、数字签名是在所传输的数据后附上一段和传输数据毫无关系的数字信息

B、数字签名能够解决数据的加密传输，即安全传输问题

C、数字签名一般采用对称加密机制 D、数字签名能够解决篡改、伪造等安全性问题

490、以下密码使用方法中正确的是（D）。

A、将密码记录在日记本上以避免忘记 B、任何情况下均不得使用临时性密码

C、密码中的字母不得重复 D、不要使用全部由字母组成的密码

491、以下哪个不包含在证书中？（C）

A、密钥采取的算法 B、公钥及其参数 C、私钥及其参数 D、签发证书的CA名称

492、以下哪个选项不会破坏数据库的完整性？（A）

A、对数据库中的数据执行删除操作 B、用户操作过程中出错

C、操作系统的应用程序错误 D、DBMS或操作系统程序出错

493、以下哪项不属于数据库系统实体安全？（B）

A、环境安全 B、线路安全 C、设备安全 D、媒体安全

494、以下哪一种算法产生最长的密钥？（D）

A、Diffe-Hellman B、DES C、IDEA D、RSA

495、以下认证方式中，最为安全的是（D）。

A、用户名+密码 B、卡+密码 C、用户名+密码+验证码 D、卡+指纹

496、远程访问控制机制是基于一次性口令（one-time password），这种认证方式采用下面哪种认证技术？（B）

A、知道什么 B、拥有什么 C、是谁 D、双因素认证

497、在3DES算法中，密钥最高可达到多少位？（C）

A、96 B、128 C、168 D、200

498、在IPSec中，（C）是两个通信实体经过协调建立起来的一种协定，觉得用来保护数据包安全的IPSec协议、密码算法、密钥等信息。

A、ESP B、SPI C、SA D、SP

499、在IPSec中，IKE提供（B）方法供两台计算机建立。

A、解释域 B、安全关联 C、安全关系 D、选择关系

500、在RIP的MD5认证报文中，经过加密的密钥是放在哪里的？（B）

A、保温的第一个表项里 B、报文的最后一个表项里

C、报文的第二个表项里 D、报文头里

501、在非对称加密算法中，涉及到的密钥个数是？（B）

A、一个 B、两个 C、三个 D、三个以上

502、在高级加密标准AES算法中，区块大小为（A）。

A、128位 B、192位 C、256位 D、512位

503、在给定的密钥体制中，密钥与密码算法可以看成是（A）。

A、前者是可变的，后者是固定的 B、前者是固定的，后者是可变的

C、两者都是可变的 D、两者都是固定的

504、在公钥体制中，不公开的是（B）。

A、公钥 B、私钥 C、公钥和私钥 D、私钥和加密算法

505、在密码学中，需要被交换的原消息被称为什么？（D）

A、密文 B、算法 C、密码 D、明文

506、一般证书采用哪个标准？（D）

A、ISO/IEC 15408 B、ISO/IEC 17799 C、BS 7799 D、X. 509V3

507、一个电子邮件的发送者对数据摘要应用了数字签名。这能确保：（D）

A、信息的数据和时间戳 B、识别发信的计算机

C、对信息内容进行加密 D、对发送者的身份进行识别

508、在数据库中，下列哪些数据不能加密？（A）

A、索引字段 B、存放日期字段

C、存放密码的 D、存放名称字段

509、在一个网络节点中，链路加密仅在以下哪项中提供安全性？（D）

A、数据链路层 B、物理层

C、通信层 D、通信链路

510、在以下隧道协议中，属于三层隧道协议的是（D）。

A、L2F B、PPTP C、L2TP D、IPSec

511、以下哪一项是基于一个大的整数很难分解成两个素数因数？（B）

A、ECC B、RSA C、DES D、D-H

512、以下哪种数据加密技术可以在基础架构层面进行？（A）

A、IPSec B、Secure Sockets Layer

C、Transport Layer Securit D、RSA

513、目前最安全的身份认证机制是（A）。

A、一次口令机制 B、双因素法

C、基于智能卡的用户身价认证 D、身价认证的单因素法

514、当数据库由于各种原因而使其完整性遭到破坏时，必须采取以下哪项措施来恢复数据库？（C）

A、重新安装数据库 B、换一种数据库

C、使用数据库备份 D、将数据库中的数据利用工具导出，并保存

515、PGP加密算法是混合使用（B）算法和IDEA算法，它能够提供数据加密和数字签名服务，主要用于邮件加密软件。

A、DES B、RSA C、IDEA D、AES

516、以下哪些软件是用于加密的软件？（A）

A、PGP B、SHA C、EFS D、DES

517、如果消息接受方要确定发送方身价，则要使用（B）原则。

A、保密性 B、鉴别 C、完整性 D、访问控制

518、对于现代密码破解，（D）是最常的方法。

A、攻破算法 B、监听截获 C、信息猜测 D、暴力破解

519、非对称密码技术的缺点有哪些？（B）

A、密钥持有量减少 B、加/解密速度慢 C、耗用资源较少 D、以上都是

520、CA不能提供下列哪种证书？（D）

A、个人数字证书 B、SSL服务器证书

C、安全电子邮件证书 D、SET服务器证书

521、以下关于混合加密方式说法正确的是（B）。

A、采用公开密钥体制进行通信过程中的加解密处理

B、采用公开密钥体制对对称密钥体制的密钥进行加密后的通信

C、采用对称密钥体制对对称密钥体制的密钥进行加密后的通信

D、采用混合加密方式，利用了对称密钥体制的密钥容易管理和非对称密钥体制的加解密

处理速度快的双重优点

522、果要保证（C）原则，则不能在中途修改消息内容。

A、保密性 B、鉴别 C、完整性 D、访问控制

523、口令是验证用户身份的最常用手段，以下哪一种口令的潜在风险影响范围最大？（D）

A、长期没有修改的口令 B、过短的口令

C、两个人共用的口令 D、设备供应商提供的默认的口令

524.非对称密钥的密码技术具有很多优点，其中不包括：（B）。

A、可提供数字签名、零知识证明等额外服务

B、加密/解密速度快，不需占用较多资源

C、通信双方事先不需要通过保密信道交换密钥

D、密钥持有量大大减少

525．DES是一种block（块）密文的加密算法，是把数据加密成多大的块？（B）

A、32位 B、64位 C、128位 D、256位

526．CA数字证书中不包含的信息有（C）。

A、CA的数字签名 B、证书申请者的个人信息

C、证书申请者的私钥 D、证书申请者的公钥信息

527．以下关于对称密钥加密说法正确的是（C）。

A、加密方和解密可以使用不同的算法 B、加密密钥和解密密钥可以是不同的

C、加密密钥和解密密钥必须是相同的 D、密钥的管理非常简单

528、在为计算机设置使用密码时，下面（D）密码是最安全的。

A、12345678 B、66666666

C、20061001 D、72aB@#41

529、（C）的攻击者发生在Web应用层？

A、25% B、50%

C、75% D、90%

530、“U盘破坏者”病毒（Worm.vhy）采用（B）图标，很容易被用户误点击，点击后就会在后台破坏硬盘数据，致使中毒电脑重新启动的时候完全崩溃。

A、网上邻居 B、我的电脑

C、我的文档 D、收藏夹

531、“冲击波”病毒运行时会将自身复制到Windows目录下，并命名为（C）

A、Gsrss.exe B、msbast.exe

C、msblast.exe D、lsass.exe

532、Code Red 爆发于2001年7月，利用微软的IIS漏洞在Web服务器之间传播。针对这一漏洞，微软早在2001年三月就发布了相关的补丁。如果今天服务器仍然感染Code Red，那么属于哪个阶段的问题？（A）

A、系统管理员维护阶段的失误 B、微软公司软件的设计阶段的失误

C、最终用户使用阶段的失误 D、微软公司软件的实现阶段的失误

533、病毒的传播机制主要有哪些？（D）

A、移动存储 B、电子邮件 C、网络共享 D、以上均是

534、病毒的反静态反汇编技术都有（D）。

A、数据压缩 B、数据加密 C、感染代码 D、以上均是

535、病毒在感染计算机系统时，一般（B）感染系统的。

A、病毒程序都会在屏幕上提示，待操作者确认（允许）后

B、实在操作者不觉察的情况下

C、病毒程序会要求操作者制定存储的磁盘和文件夹后

D、在操作者为病毒制定存储的文件名以后

536、杀毒软件时提示“重新启动计算机后删除文件”其主要原因是（A）

A、文件插入了系统关键进程，杀毒时无法处理

B、文件是病毒文件，无法处理

C、由于病毒的加壳形式不同，杀毒时无法正确处理

D、文件正在运行且无法安全的结束，需要其他处理方法

537、蠕虫的目标选择算法有（D）。

A、随机性扫描 B、基于目标列表的扫描

C、顺序扫描 D、以上均是

538、网络钓鱼是指（A）

A、通过大量发送声来自于银行或其他知名机构的欺骗性垃圾邮件，意图引诱收信人给出敏感信息。

B、网上进行钓鱼活动

C、通过网络组织钓鱼活动，从而获得利益 D、以上都不是

539、不属于常见把入侵主机的信息发送给攻击者的方法是（D）。

A、E-MAIL B、UDP C、ICMP D、连接入侵主机

540、不属于黑客被动攻击的是（A）

A、缓冲区溢出 B、运行恶意软件 C、浏览恶意代码网页 D、打开病毒附件

541、不属于黑客前期收集信息的工具是（D）

A、Nmap B、Xscan C、Nslookup D、LC

542、常见Web攻击方法，不包括？（D）

A、利用服务器配置漏洞 B、恶意代码上传下载

C、构造恶意输入（SQL注入攻击、命令注入攻击、跨站脚本攻击）

D、业务测试

543、常用的抓包软件有（A）。

A、ethereal B、MS office C、fluxay D、netscan

544.网络窃听（Sniffer）可以捕获网络中流过的敏感信息，下列说法错误的是（A）

A、密码加密后，不会被窃听 B、Cookie字段可以被窃听

C、报文和帧可以窃听 D、高级窃听者还可以进行ARPSpoof，中间人攻击

545、除了在代码设计开发阶段预防SQL注入外，对数据库进行加固也能够把攻击者所能造成的损失控制在一定范围内，下列哪项不是数据库加固范围？（C）

A、禁止将任何高权限账号（例如sa,dba等等）用于应用程序数据库访问。更安全的方法是单独为应用创建有限访问账户

B、拒绝用户访问敏感的系统存储过程

C、禁止用户访问的数据库表 D、限制用户所能够访问的数据库表

546、防止用户被冒名所欺骗的方法是（A）。

A、对信息源发放进行身份验证 B、进行数据加密

C、对访问网络的流量进行过滤和保护 D、采用防火墙

547、给电脑设置多道口令，其中进入电脑的第一道口令是（B）。

A、系统口令 B、CMOS口令

C、文件夹口令 D、文档密码

548、攻击者截获并记录了从A到B的数据，然后又从早些时候所截获的数据中提取出信息重新发往B称为（D）。

A、中间人攻击 B、口令猜测器和字典攻击

C、强力攻击 D、回放攻击

549、故意制作、传播计算机病毒，造成计算机信息系统不能正常运行，但如果后果不严重就无罪，可以原谅，这种说法（C）。

A、不对，对这种蓄意破坏行为不能原谅 B、即使不是故意的，后果也不很严重

C、对。我国实行成文法，根据《中华人民共和国刑法》第286条的规定，只有造成严重后果者才有罪

D、无法断定

550、关于80年代Mirros蠕虫危害的描述，哪句话是错误的？（B）

A、占用了大量的计算机处理器的时间，导致拒绝股务

B、窃取用户的机密信息，破坏计算机数据文件

C、该蠕虫利用Unix系统上的漏洞传播

D、大量的流量堵塞了网络，导致网络瘫痪

551、关于黑客注入攻击说法错误的是： (D)

A、它的主要原因是程序对用户的输入缺乏过滤

B、一般情况下防火墙对它无法防范

C、对它进行防范时要关注操作系统的版本和安全补丁

D、注入成功后可以获取部分权限

552、基于主机评估报告对主机进行加固时，第一步是（B）。

A、账号、口令策略修改 B、补丁安装

C、文件系统加固 D、日志审核增强

553、计算机病毒会对下列计算机服务造成威胁，除了（C）。

A、完整性 B、有效性

C、保密性 D、可用性

554、计算机病毒是一段可运行的程序，它一般（C）保存在磁盘中。

A、作为一个文件 B、作为一段数据

C、不作为单独文件 D、作为一段资料

555、什么方式能够从远程绕过防火墙去入侵一个网络？(D)

A、IP services\_ B、Active ports

C、Identified network topology D、Modem banks

556、输入法漏洞通过（D）端口实现的。

A、21 B、23 C、445 D、3389

557、特洛伊木马攻击的威胁类型属于（B）。

A、授权侵犯威胁 B、植入威胁

C、渗入威胁 D、旁路控制威胁

558、通常黑客扫描目标机的445端口是为了(B)。

A、利用NETBIOS SMB服务发起DOS攻击

B、发现并获得目标机上的文件及打印机共享

C、利用SMB服务确认Windows系统版本

D、利用NETBIOS服务确认Windows系统版本

559、网络病毒防范的三个阶段主要是预防范阶段、病毒爆发阶段和哪个阶段？(A)

A、残余风险评估阶段 B、检查阶段

C、入侵检测系统监控阶段 D、网络异常流量临控阶段

560、网络病毒预防范阶段的主要措施是什么？(A)

A、强制补丁、网络异常流量的发现 B、强制补丁、入侵检测系统监控

C、网络异常流量的发现、入侵检测系统的监控阶段 D、缺少D选项

561、下列除了(B)以外，都是防范计算机病毒侵害的有效方法。

A、使用防病毒软件 B、机房保持卫生，经常进行消毒

C、避免外来的磁盘接触系统 D、网络使用防病毒网关设备

562、下列除了(A)以外，都是计算机病毒传

A、通过操作员接触传播 B、通过U盘接触传播

C、通过网络传播 D、通过电子播的途径邮件传播

563、下列措施中，(C)不是减少病毒的传染

和造成的损失的好办法。

A、重要的文件要及时、定期备份，使备份能反映出系统的最新状态

B、外来的文件要经过病毒检测才能使用，不要使用盗版软件

C、不与外界进行任何交流，所有软件都自行开发

D、定期用抗病毒软件对系统进行查毒、杀毒

564、下列哪项是跨站脚本Cross Site Scripting攻击具体事例？（B）

A、搜索用户 B、发帖子，发消息 C、上传附件 D、下载文件

565、下列哪项为信息泄露与错误处理不当Information Leakage and Improper

Error Handlina攻击具体实例？(D)

A、不明邮件中隐藏的html链接 B、发帖子，发消息

C、上传附件 D、错误信息揭示路径

566、下面哪一项是黑客用来实施DDoS攻击的工具？(D)

A、LC5 B、Rootkit C、Icesword D、Trinoo

567、以下哪个工具可以抹去所有NT/2K配置，并将其还原到初始状态？(A)

A、Rollback. exe B、Recover. exe C、Zap. exe D、Reset. exe

568、以下哪个工具通常是系统自带任务管理器的替代？(D)

A、Regmon B、Filemon C、Autoruns D、Process explorer

569、以下哪个针对访问控制的安全措施是最容易使用和管理的？(C)

A、密码 B、加密标志 C、硬件加密 D、加密数据文件

570、以下哪项不是分布式拒绝服务攻击常用的工具？(D)

A、Trinoo B、Trinoo C、TFN D、synkill

571、以下哪项不属于针对数据库的攻击？(D)

A、特权提升 B、强力破解弱口令或默认的用户名及口令

C、SQL注入 D、利用xss漏洞攻击

572、以下哪项工具不适合用来做网络监听？(B)

A、sniffer B、Webscan C、 Windump D、 D-Iris

573、以下哪项是SYN变种攻击经常用到的工具？(B)

A、sessionIE B、synkill C、TFN D、Webscan

574、以下哪一项不是流氓软件的特征？(D)

A、通常通过诱骗或和其他软件捆绑在用户不知情的情况下安装

B、通常添加驱动保护使用户难以卸载

C、通常会启动无用的程序浪费计算机的资源

D、通常会显示下流的言论

575、一个数据仓库中发生了安全性破坏。以下哪一项有助于安全调查的进行？(B)

A、访问路径 B、时戳 C、数据定义 D、数据分类

576、以下哪一项不属于恶意代码？(C)

A、病毒 B、蠕虫 C、宏 D、特洛伊木马

577、以下哪一项不属于计算机病毒的防治策略？(D)

A、防毒能力 B、查毒能力 C、杀毒能力 D、禁毒能力

578、以下哪一项是常见Web站点脆弱性扫描工具？(A)

A、Appscan B、Nmap C、Sniffer D、LC

579、以下哪种方法是防止便携式计算机机密信息泄露的最有效的方法？(A)

A、用所有者的公钥对硬盘进行加密处理 B、激活引导口令（硬件设置口令）

C、利用生物识别设备 D、利用双因子识别技术将臀陆信息写入记事本

580、以下哪种符号在SQL注入攻击中经常用到？(D)

A、$\_ B、1 C、@ D、;

581、以下哪种工具能从网络上检测出网络监听软件(A)

A、sniffdet, , B、purify, , C、Dsniff D、WireShark

582、以下哪种攻击可能导致某些系统在重组IP分片的过程中宕机或者重新启动？(B)

A、分布式拒绝服务攻击 B、Ping of Death

C、NFS攻击 D、DNS缓存毒化攻击

583、下面哪部分不属于入侵的过程？(B)

A、数据采集 B、数据存储 C、数据检测 D、数据分析

584、以下对木马阐述不正确的是(A)。

A、木马可以自我复制和传播

B、有些木马可以查看目标主机的屏幕

C、有些木马可以对目标主机上的文件进行任意揉作

D、木马是一种恶意程序，它们在宿主机器上运行，在用户毫无察觉的情况下，让攻击者获得了远程访问和控制系统的权限。

585、由于攻击者可以借助某种手段，避开DBMS以及应用程序而直接进入系统访问

数据，我们通常采取以下哪种方式来防范？(A)

A、数据库加密

B、修改数据库用户的密码，将之改得更为复杂

C、使用修改查询法，使用户在查询数据库时需要满足更多的条件

D、使用集合法

586、在大多数情况下，病毒侵入计算机系统以后，(D)。

A、病毒程序将立即破坏整个计算机软件系统

B、计算机系统将立即不能执行我们的各项任务

C、病毒程序将迅速损坏计算机的键盘、鼠标等操作部件

D、一般并不立即发作，等到满足某种条件的 时候，才会出来活动捣乱、破坏

587、在确定威胁的可能性时，可以不考虑以下哪项？(D)

A、威胁源 B、潜在弱点

C、现有控制措施 D、攻击所产生的负面影响

588、在以下人为的恶意攻击行为中，属于主动攻击的是(A)。

A、身份假冒 B、数据GG C、数据流分析 D、非法访问

589、下面哪一种攻击方式最常用于破解口 令？(B)

A、哄骗( spoofing) B、字典攻击(dictionary attack)

C、拒绝服务(DoS) D、WinNuk

590、针对DNS服务器发起的查询DoS攻击，属于下列哪种攻击类型？(C)

A、syn flood B、ack flood C、 udpflood D、Connection flood

591、下列哪项不是安全编码中输入验证的控制项？(D)

A、数字型的输入必须是合法的数字

B、字符型的输入中对’进行特殊处理

C、验证所有的输入点，包括Get，Post，Cookie以及其他HTTP头

D、正确使用静态查询语句，如PreDaredStatement

592、以下关于垃圾邮件泛滥原因的描述中，哪些是错误的？(C)

A、早期的SMTP协议没有发件人认证的功能

B、网络上存在大量开放式的邮件中转服务器，导致垃圾邮件的来源难于追查

C、SMTP没有对邮件加密的功能是导致垃圾邮件泛滥的主要原因

D、Internet分布式管理的性质，导致很难控制和管理

593、以下哪种方法是防止便携式计算机机密信息泄露的最有效方法？（A）

A、用所有者的公钥对硬盘进行加密处理 B、激活引导口令（硬件设置口令）

C、利用生物识别设备 D、利用双因子识别技术将登录信息写入记事本

594、以下哪种攻击属于DDoS类攻击？（A）

A、SYN变种攻击 B、smurf攻击 C、arp攻击 D、Fraggle攻击

595、URL访问控制不当不包括（D）

A、Web应用对页面权限控制不严 B、缺乏统一规范的权限控制框架

C、部分页面可以直接从URL中访问 D、使用分散登录认证

596、Web应用的认证与会话处理不当，可能被攻击者利用来伪装其他用户身份。强认证手段不包括如下哪种？（A）

A、静态密码 B、短信挑战 C、指纹认证 D、图片认证

597、Web应用漏洞按类别进行排名，由多到少正确的顺序为？（A）

A、跨站脚本、注入、恶意代码、引用不当

B、注入、跨站脚本、恶意代码、引用不当

C、恶意代码、跨站脚本、注入、引用不当

D、引用不当、跨站脚本、注入、恶意代码

598、从技术角度，以下不是漏洞来源的是（D）

A、软件或协议设计时候的瑕疵 B、软件或协议实现中的弱点

C、软件本身的瑕疵 D、显示卡内存容量过低

599、（C）即攻击者利用网络窃取工具经由网络传输的数据包，通过分析获得重要的信息。

A、身份假冒 B、数据篡改 C、信息窃取 D、越权访问

600、有关密码学分支的定义，下列说法中错误的是（D）

A、密码学是研究信息系统安全保密的科学，由两个相互对立、相互斗争、而且又相辅相成、相互渗透的分支科学所组成的、分别称为密码编码学和密码分析学

B、密码编码学是对密码体制、密码体制的输入输出关系进行分析、以便推出机密变量、包括明文在内的敏感数据

C、密码分析学主要研究加密信息的破译或信息的伪造

D、密码编码学主要研究对信息进行编码，实现信息的隐藏

601、与RSA（Rivest,Shamir,Adleman）算法相比，DDS（Digital Signature Standard）不包括（C）

A、数字签名 B、鉴别机制 C、加密机制 D、数据完整性

602、以下哪项是数据库加密方法中的库外加密的缺点？（A）

A、即使访问一条数据也要对整个数据库解密 B、密钥管理比较复杂

C、加密之后不能完整的查询数据 D、密钥过于简单，容易被破解

603、以下哪项数据中涉及安全保密的最主要问题？（A）

A、访问控制问题 B、数据完整性 C、数据正确性 D、数据安全性

604、以下哪一个最好的描述了数字证书？（A）

A、等同于在网络上证明个人和公司身份的身份证

B、浏览器的一个标准特性，它使得黑客不能得知用户的身份

C、网站要求用户使用用户名和密码登陆的安全机制

D、伴随在线交易证明购买的收据

605、TCP SYN Flood网络攻击时利用了TCP建立连接过程需要（C）次握手的特点而完成对目标进行攻击的。

A、1 B、2 C、3 D、6

二、多项选择题（606-789）

606、COBIT度量过程的三个纬度分别是（ABC）。

A、能力 B、绩效 C、控制度 D、能力成熟度

607、IT系统内网与互联网连接检查手段有哪些？（BCD）

A、工具扫描 B、人员访谈 C、人工检查 D、文档检查

608、公司应该采取以下措施，对第三方访问进行控制。（ABCD）

A、公司应于第三发公司法人签署保密协议，并要求其第三方个人签署保密承诺，此项工作应在第三方获得网络与信息资产的访问权限之前完成

B、实行访问授权管理，未经授权，第三方不得进行任何形式的访问

C、公司应加强第三方访问的过程控制，监督其活动及操作，对其进行适当的安全宣传与培训

D、第三方人员应佩戴易于识别的标志，并在访问公司重要场所时有专人陪同

609、计算机信息系统安全的三个相辅相成，互补互通的有机组成部分是（ABD）

A、安全策略 B、安全法规 C、安全技术 D、安全管理

610、劳动合同中应包含网络与信息安全条款，这些条款规定（ACD）。

A、员工的安全责任和违约罚则

B、安全责任不可延伸至公司场所以外和正常工作时间以外

C、安全责任可延伸至公司场所以外和正常工作时间以外

D、如必要，一些安全责任应在雇佣结束后延续一段特定的时间

611、审核是网络安全工作的核心，下列应用属于主动审核的是：（CD）

A、Windows事件日志记录 B、数据库的事务日志记录

C、防火墙对访问站点的过滤 D、系统对非法链接的拒绝

612、通用准则CC实现的目标有（ABC）

A、成为统一的国际通用安全产品、系统的安全标准

B、在不同国家达成协议，相互承认产品安全等级评估

C、概述IT产品的国际通用性 D、都不是

613、系统用户账号登记表应包括（ABCD）。

A、使用者姓名、部门、职务、联系电话 B、账号权限

C、批准人、开通人 D、开通时间、到期日

614、下列情况哪些是对公司经营管理的影响为“一般”级别的互联网网络安全事件？（ABD）

A、发生未到达“预警”的一般性安全事件

B、出现新的漏洞，尚未发现利用方法或利用迹象

C、有来自境外的网络性能明显下降的报警，并且其技术原因普遍适用于我国互联网 D、出现新的蠕虫/病毒或其它恶意代码，尚未证明可能造成严重危害

615、信息安全的主要原则有（BCD）

A、认证性 B、保密性 C、可用性 D、完整性

**616、针对支撑系统，除业务关联性、对业务网络的影响，资产价值主要体现在（ACD）几个方面。 缺少D选项**

**A、业务收益的影响 B、设备购买成本 C、面向客户的重要程度 D、**

617、IT系统病毒泛滥的主要原因有哪些？（ABCD）

A、主机和终端防病毒软件缺乏统一管理

B、主机和终端防病毒软件没有设置为自动更新或更新周期较长

C、防病毒服务器没有及时更新放病毒库

D、缺乏防病毒应急处理流程和方案

618、IT系统病毒防护评估检查对象包括哪些内容？（ABCD）

A、防病毒服务器 B、重要应用Windows主机

C、Windows终端 D、主机管理员

619、互联网连接防火墙设备的安全策略配置要求包括哪几点（ABCD）。

A、远程登录是否禁止telnet方式 B、最后一条策略是否是拒绝一切流量

C、是否存在允许any to any的策略

D、是否设置了管理IP，设备只能从管理IP登录维护

620、《安全基线标准》在安全管理层面主要围绕哪几部分考评安全基线？（ABC）

A、组织架构管理 B、人员安全管理 C、运维安全管理 D、制度安全管理

621、IT系统维护人员权限原则包括（ACD）。

A、工作相关 B、最大授权 C、最小授权 D、权限制约

622、安全系统加固手册中关于造成系统异常中断的各方面因素，主要包括哪三方面（ABD）

A、人为原因 B、环境原因 C、生产原因 D、设备原因

623、IT系统维护人员权限原则包括（ACD）

A、工作相关 B、最大授权 C、最小授权 D、权限制约

624、计算当前Linux系统中所有用户的数量，可以使用（ABC）命令

A、wc -l /etc/passwd B、wc -l</etc/passwd

C、cat/etc/passwd|wc -l D、cat/etc/passwd>wc -l

625、Solarid系统中，攻击者在系统中增加账户会改变哪些文件？（AB）

A、shadow B、passwd C、inetd,conf D、hosts

626、Syn Flood攻击的现象有以下哪些？（ABC）

A、大量连接处于SYN\_RCVD状态 B、正常网络访问受阻

C、系统资源使用率高

627、UNIX安全审计的主要技术手段有哪些？（ABCDEF）

A、文件完整性审计 B、用户、弱口令审计 C、安全补丁审计

D、端口审计 E、进程审计 F、系统日志审计

628、Unix系统提供备份工具有（ABCD）

A、cp：可以完成把某一目录内容拷贝到另一目录

B、tar：可以创建、把文件添加到或从一个tar档案中解开文件

C、cpio：把文件拷贝进或拷贝出一个cpio档案或tar档案

D、dump：用来恢复整个文件系统或提取单个文件

629、操作系统应利用安全工具提供以下哪些访问控制功能？（ABC）

A、验证用户身份，必要的话，还应进行终端或物理地点识别

B、记录所有系统访问日志

C、必要时，应能限制用户连接时间 D、都不对

630、从哪些地方可以看到遗留痕迹？（ABCD）

A、回收站 B、最近使用过的文件 C、注册表 D、文件最后更改的时间戳631、

632、关于Windows活动目录说法正确的是（ABD）。

A、活动目录是采用分层结构来存储网络对象信息的一种网络管理体系

B、活动目录可以提供存储目录数据和网络用户级管理员使用这些数据的方法

C、利用活动目录来实现域内计算机的分布式管理

D、活动目录与域紧密结合构成与目录林和域目录树，使大型网络中庞大、复杂的网络管理、控制、访问变得简单，使网络管理效率更高

633、建立堡垒主机的一般原则是（AC）。

A、最简化原则 B、复杂化原则 C、预防原则 D、网络隔离原则

634、逻辑空间主要包括哪些部分？（ABDE）

A、TABLESPACES B、SEGMENTS C、DATAFILE

D、EXTENTS E、BLOCK

635、哪些属于Windows日志？（ABCD）

A、AppEvent.Evt B、SecEvent.Evt C、SysEvent.Evt D、W3C扩展日志

636、如何设置listener口令？（ACDE）

A、以Oracle用户运行lsnrctl命令 B、set log\_file

C、change\_password D、set password E、save\_config

637、审计启动其日志有哪两种存放方式？（BD）

A、NONE B、OS C、TRUE D、SYS.AUD$

638、生产服务器通常都是UNIX平台，资产价值最高，不直接连接外部网络，主要的安全需求是（ABD）

A、访问控制 B、账号口令 C、数据过滤 D、权限管理和补丁管理

639、使用md5sum工具对文件签名，以下说法正确的是？（ADE）

A、md5sum对任何签名结果是定长的16字节

B、md5sum对文件签名具有不可抵赖性

C、md5sum是对文件进行加密运算得出签名，不同文件结果几乎不相同

D、md5sum是对文件进行哈希运算得出签名，不同文件结果几乎不相同

E、md5sum对文件签名时，与文件的日期和时间无关

640、为了正确获得口令并对其进行妥善保护，应认真考虑的原则和方法有（ABCD）

A、口令/账号加密 B、定期更换口令

C、限制对口令文件的访问 D、设置复杂的、具有一定位数的口令

641、文件系统是构成Linux基础，Linux中常用文件系统有（ABD）？

A、ext3 B、ext2 C、hfs D、reiserfs

642、下列关于UNIX下日志说法正确的是（AC）

A、wtmp记录每一次用户登录和注销的历史信息

B、acct记录每个用户使用过的命令

C、sulog记录su命令的使用情况

D、acct记录当前登录的每个用户

643、下列哪些操作可以看到自启动项目？（ABD）

A、注册表 B、开始菜单 C、任务管理器 D、msconfig

644、下列哪些命令行可用于查看当前进程？（ABC）

A、Ps -ef B、Strings -f/proc/[0-9]\*/cmdline

C、Ls -al /proc/[0-9]\*/exe D、Cat/etc/inetd.conf

645、下面操作系统中，哪些是UNIX操作系统？（CD）

A、Red-hat Linux B、Novell Netware C、Free BSD D、SCO Unix

646、严格的口令策略应当包含哪些要素（ABC）

A、满足一定的长度，比如8位以上 B、同时包含数字，字母和特殊字符

C、系统强制要求定期更改口令 D、用户可以设置空口令

647、在Solaris 8 下，使用ps -ef命令列出进程中有一行如下“root 1331 0 00:01:00? 0:00 /usr/sbin/inetd -s -t”，以下说法正确的是（ABE）

A、参数-t是trace，记录包括IP和PORT等信息

B、参数-t对于UDP服务无效 C、进程启动的时间不能确定

D、进程已经运行了1分钟 E、进程的父进程号是1

648、在Solaris 8 下，以下说法正确的是：（AB）

A、/etc/rc2.d里S开头的文件在系统缺省安装的缺省级别会自动运行

B、/etc/rc3.d里S开头的文件在系统缺省安装的缺省级别会自动运行

C、/etc/init.d里的文件在系统启动任何级别时会自动运行

D、init 0是进入单用户级别 E、init 6命令会运行所有级别的rc目录下以S开头的文件

649、在Solaris 8 下，以下说法正确的是：（BC）

A、PATH环境变量最后带有“.”，会使当前目录的命令比其他目录的命令有限执行

B、可以修改/etc/inittab里ttymon的参数，使得登录的SHELL在无输入时自动退出

C、在使用/bin/ksh时，可以设置TMOUT值，使得登录的SHELL在无输入时自动退出

D、在/etc/login中，可以设置TIMEOUT值，使得登录的SHELL在无输入时自动退出

E、tar xvf命令的意思是以tar格式解开输入，并且保持文件属性等参数不变

650、在配置Apache访问控制时，Allow和Deny指令可以允许或拒绝来自特定主机名或主机名地址的访问。那么下列哪些配置是不正确的？（AD）

A、Order allow,deny Allow from 192.101.205

B、B、Order deny,allow Deny from all Allow from example

C、C、Order deny,allow Deny from 192.101.205

D、D、Order allow,deny Deny from 192.101.205 Allow from all

651、造成操作系统安全漏洞的原因是（ABC）。

A、不安全的编程语言 B、不安全的编程习惯

C、考虑不周的架构设计 D、人为的恶意破坏

652、针对Linux主机，一般的加固手段包括（ABC）。

A、打补丁 B、关闭不必要的服务 C、限制访问主机 D、切断网络

653、做系统快照，查看端口信息的方式有（AD）。

A、netstat -an B、net share C、net use D、用taskinfo来查看连接情况

654、网厅安全解决方案主要从哪几个方面对网厅安全进行建议和指导？（ABCD）

A、安全管理 B、安全防护 C、安全运维 D、灾备/恢复

655、IT系统软件设计中应当考虑并执行安全审计功能，详细记录访问信息的活动，包括（ABCD）。

A、记录的活动以是否有数据的修改、应用程序的异常关闭、异常删除触发

B、应用系统应当配置单独的审计数据库，审计记录应单独存放，并设置严格的边界访问控制，只有安全管理人员才能够看到审计记录

C、信息系统的审计功能包括：事件日期、时间、发起者信息、类型、描述和结果

D、应用系统的审计进程为后台处理，与应用系统运行同步进行，并且对于审计进程应当涉及相应的守护进程，一旦出现异常停止系统可重新启动审计进程，从而保障审计的“完整性”

656、IPSec的配置步骤包括：（ABCD）

A、防火墙基本配置 B、定义保护数据流和域间规则

C、配置IPSec安全提议 D、配置IKEPeer

657、Juniper路由器在配置SSH访问时应注意如下（ABCD）细节。

A、建立允许访问的SSH-ADDRESSES过滤器

B、确保只允许来自内部接口的授权用户访问

C、针对SSH进行限速以保护路由引擎

D、过滤器应用在loopback接口

658、对于使用RPF反向地址验证，以下说法错误的是：（BCD）。

A、对称路由可以使用 B、非对称路由可以使用

C、有些情况不可以使用，但与对称或非对称路由无关

D、在任何情况下都可以使用

659、防病毒服务升级检查包括如下几项内容？（ABC）

A、检查防病毒服务器病毒库下载是否正常，如果不正常及时联系厂商进行问题解决

B、在防病毒系统每次升级后，记录每次版本变更版本号，定期记录病毒库的版本

C、对重要的服务器，定期抽查防病毒客户端的病毒库升级情况

660、防范DOS攻击的方法主要有（ABCD）。

A、安装Dos检测系统 B、对黑洞路由表里的地址进行过滤

C、及时打好补丁 D、正确配置TCP/IP参数

661、防火墙trust域中的客户机通过nat访问untrust中的服务器的ftp服务，已经允许客户机访问服务器的tcp21端口，但只能登陆到服务器，却无法下载文件，以下解决办法中可能的是：（ABC）

A、修改trust untrust域间双向的默认访问策略为允许

B、FTP工作方式为port模式时，修改untrust trust域间in方向的默认访问策略为允许 C、在trust untrust域间配置中启用detect ftp

D、FTP工作方式为passive模式时，修改untrust trust域间in方向的默认访问策略为允许

662、防火墙不能防止以下哪些攻击？（ABD）

A、内部网络用户的攻击 B、传送已感染病毒的软件和文件

C、外部网络用户的IP地址欺骗 D、数据驱动型的攻击

663、防火墙常见的集中工作模式有（ABC）。

A、路由 B、NAT C、透明 D、旁路

664、防火墙的缺陷主要有（ABCD）。

A、限制有用的网络服务 B、无法防护内部网络用户的攻击

C、不能防备新的网络安全问题 D、不能完全防止传送已感染病毒的软件或文件

665、防火墙的日志管理应遵循如下原则：（BC）

A、本地保存日志 B、本地保存日志并把日志保存到日志服务器上

C、保持时钟的同步 D、在日志服务器保存日志

666、防火墙的特征是（ABCD）。

A、保护脆弱和有缺陷的网络服务 B、加强对网络系统的访问控制

C、加强隐私，隐藏内部网络结构 D、对网络存取和访问进行监控审计

667、防火墙的主要功能有哪些？（ABCD）

A、过滤进、出网络的数据 B、管理进、出网络的访问行为

C、封堵某些禁止的业务，对网络攻击进行检测和报警

D、记录通过防火墙的信息内容和活动

668、防火墙的作用主要有（ABCD）。

A、实现一个公司的安全策略 B、创建一个阻塞点

C、记录Internet活动 D、限制网络暴露

669、防火墙技术，涉及到（ABCD）。

A、计算机网络技术 B、密码技术 C、软件技术 D、安全操作系统

670、防火墙可以部署在下列位置：（ABCD）。

A、安全域边界 B、服务器区域边界

C、可信网络区域和不可信网络区域之间 D、根据网络特点设计方案

671、防火墙配置时应确保（ABCD）服务不开放。

A、Rlogin B、NNTP C、Finger D、NFS

672、启用Cisco设备的访问控制列表，可以起到如下作用（ABC）。

A、过滤恶意和垃圾路由信息 B、控制网络的垃圾信息流

C、控制未授权的远程访问 D、防止DDoS攻击

673、如果Cisco设备的VTY需要远程访问，则需要配置（ABCD）。

A、至少8位含数字、大小写、特写字符的密码 B、远程连接的并发数目

C、访问控制列表 D、超市退出

674、如果需要配置Cisco路由器禁止从网络启动和自动从网络下载初始配置文件，配置命令包括（AB）。

A、no boot network B、no service config C、no boot config D、no service network

675、入侵检测的内容主要包括：（BC）。

A、独占资源、恶意使用 B、试图闯入或成功闯入、冒充其他用户

C、安全审计 D、违反安全策略、合法用户的泄露

676、入侵检测系统包括以下哪些类型？（AC）

A、主机入侵检测系统 B、链路状态入侵检测系统

C、网络入侵检测系统 D、数据包过滤入侵检测系统

677、随着交换机的大量使用，基于网络的入侵检测系统面临着无法接收数据的问题。由于交换机不支持共享媒质的模式，传统的采用一个嗅探器（sniffer）来监听整个子网的办法不再可行。可选择解决的办法有（ABCD）。

A、使用交换机的核心芯片上的一个调试的端口

B、把入侵检测系统放在交换机内部或防火墙等数据流的关键入口

C、采用分解器（tap）

D、使用以透明网桥模式接入的入侵检测系统

678、通常要求把路由器的日志存储在专用日志服务器上，假设把Cisco路由器日志存储在192.168.0.100的syslog服务器上，需要在路由器侧配置的操作时：（ABCD）。

A、使用Router(config)# logging on启用日志：使用Router(config)# logging trap information将记录日志级别设定为“information”

B、使用Routee(config)# logging192.168.0.100将记录日志类型设定为“local6”

C、使用(config)# logging facility local6将日志发送到192.168.0.100

D、使用(config)# logging sourceinterface loopback0设定日志发送源loopback0

679、通过SSL VPN接入企业内部的应用，其优势体现在哪些方面：（ABCD）。

A、应用代理 B、穿越NAT和防火墙设备

C、完善的资源访问控制 D、抵御外部攻击

680、网络地址端口转换（NAPT）与普通地址转换有什么区别？（AD）

A、经过NAPT转换后，对于外网用户，所有报文都来自于同一个IP地址

B、NAT只支持应用层的协议地址转换

C、NAPT只支持网络层的协议地址转换

D、NAT支持网络层的协议地址转换

681、网络攻击的类型包括以下哪几种？（ABCD）

A、窃取口令 B、系统漏洞和后门 C、协议缺陷 D、拒绝服务

682、网络面临的典型威胁包括（ABCD）。

A、未经授权的访问 B、信息在传送过程中被截获、篡改

C、黑客攻击 D、滥用和误用

683、网络蠕虫一般指利用计算机系统漏洞、通过互联网传播扩散的一类病毒程序，该类病毒程序大规模爆发后，会对相关网络造成拒绝服务攻击，为了防止受到网络蠕虫的侵害，应当注意对（ACD）及时进行升级更新。

A、计算机操作系统 B、计算机硬件 C、文字处理软件 D、应用软件

684、下列关于NAT地址转换的说法中哪些事正确的：（ABCD）。

A、地址转换技术可以有效隐藏局域网内的主机，是一种有效的网络安全保护技术

B、地址转换可以按照用户的需要，在局域网内向外提供FTP、WWW、Telnet等服务

C、有些应用层协议在数据中携带IP地址信息，对它们作NAT时还要修改上层数据中的IP地址信息

D、对于某些非TCP、UDP的协议（如ICMP、PPTP），作上层NAT时，会对它们的特征参数（如ICMP的id参数）进行转换。

685、下列哪两项正确描述了由WPA定义的无线安全标准？（BC）

A、使用公开密钥的认证方法 B、当客户端连接的时候都要进行动态密钥交换

C、包含PSK认证 D、定制了一个经常更换的静态的加密密钥来增强安全性

686、下列配置中，可以增强无线AP（access point）安全性的有（ABCD）。

A、禁止SSID广播 B、禁用DHCP服务

C、采用WPA2-PSK加密认证 D、启用MAC地址接入过滤

687、下面可以攻击状态检测的防火墙方法有：（ABD）

A、协议隧道攻击 B、利用FTP-pasv绕过防火墙认证的攻击

C、ip欺骗攻击 D、反弹木马攻击

688、下面什么路由协议不可以为HSRP的扩充：（ABC）

A、SNMP B、CDP C、HTTP D、VRRP

689、下面什么协议有MD5认证：（ABC）

A、BGP B、OSPF C、EIGER D、RIPversion 1

690、下面是网络安全技术的有：（ABC）

A、防火墙 B、防病毒 C、PKI D、UPS

691、选购一个防火墙时应该考虑的因素有：（ABCD）

A、网络受威胁的程度 B、可能受到的潜在损失

C、站点是否有经验丰富的管理员 D、未来扩展的需要

692、一台路由器的安全快照需要保存如下哪些信息？（AB）

A、当前的配置--running-config B、当前的开放端口列表

C、当前的路由表 D、当前的CPU状态

693、以下对于包过滤防火墙的描述正确的有（ACD）。

A、难以防范黑客攻击 B、处理速度非常慢

C、不支持应用层协议 D、不能处理新的安全威胁

694、以下对于代理防火墙的描述正确的有（ABCD）。

A、能够理解应用层上的协议 B、时延较高，吞吐量低

C、能做复杂一些的访问控制，并做精细的认证和审核 D、可伸缩性较差

695、以下关于L2TP VPN配置注意事项的说法中正确的有：（ABC）

A、L2TP的LNS端必须配置虚拟接口模板（Virtual-Template）的IP地址，该虚拟接口模板需要加入域

B、防火墙缺省需要进行隧道的认证。如果不配置认证，需要undo tunnel authentication命令

C、为了使L2TP拨号上来的用户分配的地址不能喝内网用户的地址在同一个网段

D、LNS端不允许配置多个L2TP-Group

1. 以下哪几项关于安全审计和安全审计系统的描述是正确的？（CD）

A、对入侵和攻击行为只能起到威慑作用

B、安全审计不能有助于提高系统的抗抵赖性

C、安全审计是对系统记录和活动的独立审查和检验

D、安全审计系统可提供侦破辅助和取证功能

697、以下哪些属于网络欺骗方式？（ABCD）

A、IP欺骗 B、ARP欺骗 C、DNS欺骗 D、Web欺骗

698、以下哪些是防火墙规范管理需要的？（ABCD）

A、需要配置两个防火墙管理员 B、物理访问防火墙必须严密地控制

C、系统软件、配置数据文件在更改后必须进行备份

D、通过厂商指导发布的硬件和软件的bug和防火墙软件升级版

699、以下硬件安装维护重要安全提示正确的有：（ABCD）

A、不要在雷雨天气进行故障处理 B、保持故障处理区域的干净、干燥

C、上防静电手套或防静电腕带再执行安装和更换操作

D、在使用和操作设备时，需要按照正确的操作流程来操作

700、以下属于DTE(Data Terminal Equipment)数据终端设备的有（AB）

A、路由器 B、PC C、交换机 D、HUB

701、在防火墙的“访问控制”应用中，内网、外网、DMZ三者的访问关系为：（ABD）

A、内网可以访问外网 B、内网可以访问DMZ区

C、DMZ区可以访问内网 D、外网可以访问DMZ区

702、关于GRE校验和验证技术，当本端配置了校验和而对端没有配置校验和时，以下叙述正确的有（BC）。

A、本端对接收报文检查校验和 B、对端对接收报文检查校验和

C、本端对发送报文计算校验和 D、对端对发送报文计算校验和

703、配置PPP链路层协议时，链路层协议状态始终不能转为Up状态的处理建议：（ABCD）

A、PPP链路两端的接口上配置的参数和验证方式都必须一致，LCP检查才能成功

B、如果LCP协商失败，请检查LCP配置协商参数

C、请检查验证方式配置是否正确。因为LCP协商中，包含验证方式的协商。因为LCP协商中，包含验证方式的协商。验证方式协商失败也会导致LCP协商失败

D、接口试图下先执行shutdown命令将接口关闭，再执行undo shutdown命令重启接口

704、对DNSSEC的描述正确的有（AC）。

A、为DNS数据提供来源验证，即保证数据来自正确的名称服务器

B、DNSSEC可防御DNS Query Flood攻击

C、为域名数据提供完整性验证，即保证数据在传输的过程中没有被篡改

D、实施DNSSEC后，只需升级软件系统，对网络、服务器等硬件设备不需考虑

705、MySQL安装程序会给出三种选择，用户可以根据自身的需要选择一种适合的安装方式，以下哪些是正确的？（ABD）

A、Typical（典型安装） B、Compact(最小安装)

C、Full(全部安装) D、Custom(选择安装)

706、MySQL中用DROP语句可删除数据库和数据表，以下哪句是正确的语法？（ABCD）

A、DROP TABLE table\_name1 B、DROP TABLE table\_name1,table\_name2

C、DROP TABLE IF EXISTS table\_name1 D、DROP DATABASE DB name1

707、Oracle 7.2之前的数据库连接用户名和密码在网络传输时是不进行加密的，为了要和旧版本兼容Oracle数据库9.02存在DBLINK\_ENCRYPT\_LOGIN参数用来调节数据库连接时用户名和密码的加密特性，以下说法正确的是：（ACD）。

A、DBLINK\_ENCRYPT\_LOGIN为TRUE时，数据库连接加密用户名和密码

B、DBLINK\_ENCRYPT\_LOGIN时，数据库连接不加密用户名和密码

C、DBLINK\_ENCRYPT\_LOGIN为FALSE时，如果加密的数据库连接失败，会尝试不加密的连接

D、DBLINK\_ENCRYPT\_LOGIN为TRUE时，加密的数据库连接失败，也不会尝试不加密的连接

708、Oracle实例主要由哪两部分组成：（AC）

A、内存 B、Share pool buffer C、后台进程 D、pmon和smon

709、Oracle中如何设置audit trail审计，正确的说法是：（ABD）

A、在init.ora文件中设置“audit\_trail = true”或者“audit\_trail = db”

B、以SYSDBA身份使用AUDIT ALL ON SYS.AUD$ BY ACCESS，语句对audit trail审计

C、Oracle不支持对audit trail的审计

D、在设置audit trail审计前，要保证已经打开Oracle的审计机制

710、SQL Server的登录认证种类有以下哪些？（ACD）

A、Windows认证模式 B、双因子认证模式

C、混合认证模式 D、SQL Server认证

711、SQL Server的取消权限的操作有以下哪些？（ABC）

A、在“详细信息”窗格中右击要授予/拒绝/取消其权限的用户定义的角色

B、单击“属性”命令在“名称”下单击“权限”单击列出全部对象

C、选择在每个对象上授予拒绝或废除的权限，选中标志表示授予权限，X表示拒绝权限，空框表示废除权限，只列出适用于该对象的权限

D、回到“数据库用户属性”对话框中，再点击“确定”按钮，所有的设置就完成了

712、SQL Server中ALTER DATABASE可以提供以下哪些功能选项？（ABCD）

A、更改数据库名称 B、文件组名称 C、数据文件 D、日志文件的逻辑名称

713、SQL Server中关于实例的描述，请选择正确的答案。（ABD）

A、如果安装选择“默认”的实例名称。这时本SQL Server的名称将和Windows 2000服务器的名称相同

B、SQL Server可以在同一台服务器上安装多个实例

C、SQL Server只能在一台服务器上安装一个实例

D、实例各有一套不为其他实例共享的系统及用户数据库，所以各实例的运行是独立的。

714、SQL Server中使用企业管理器从数据库中删除数据或日志文件的步骤如下，正确的步骤是？（ABCD）

A、展开服务器组，然后展开服务器

B、展开“数据库”文件夹，右击要从中删除数据或日志文件的数据库，然后单击“属性”命令

C、若要删除数据文件，单击“常规”选项卡。若要删除日志文件，单击“事务日志”选项卡

D、在“文件名”列户，单击要删除的文件名旁边的箭头，再点DELETE键，文件名旁出现十字光标，表明将删除此文件

715、参数REMOTE\_LOGIN\_PASSWORDFILE在Oracle数据库实例的初始化参数文件中，此参数控制着密码文件的使用及其状态，以下说法正确的是：（ABCD）

A、NONE：只是Oracle系统不使用密码文件，不允许远程管理数据库

B、EXCLUSIVE：指示只有一个数据库实例可以使用密码文件

C、SHARED：指示可有多个数据库实例可以使用密码文件

D、以上说法都正确

716、关于SQL Server 2000中的SQL账号、角色，下面说法正确的是：（ABC）

A、PUBLIC,guest为缺省的账号 B、guest不能从master数据库清除

C、可以通过删除guest账号的角色，从而消弱guest可能带来的安全隐患

D、SQL Server角色的权限是不可以修改的

717、连接MySQL后选择需要的数据库DB\_NAME？以下哪些方法是对的（AC）

A、连接后用USE DB\_NAME选择数据库

B、连接后用SET DB\_NAME选择数据库

C、用mysql -h host -u user -p DB\_NAME连接数据库

D、用mysql -h host -u user -p -T DB\_NAME连接数据库

718、如果数据库不需要远程访问，可以禁止远程tcp/ip连接，以增强安全性。可选择的有效方法：（AC）

A、用防火墙封堵数据库侦听端口避免远程连接 B、禁止tcp/ip协议的使用

C、在mysqld服务器中参数中添加 --skip-networking启动参数来使mysql

D、在/etc/my.cnf下添加remoteConnnect=disable

719、以下哪些MySQL中GRANT语句的权限指定符？（ABCDEF）

A、ALTER B、CREATE C、DELETE

D、UPLOAD E、DROP F、INSERT

720、用THC组织的Oracle的工具，通过sniffer方式抓取数据库的认证信息可有效破解Oracle密码，以下哪些数据是必须获取的？（ABC）

A、AUTH\_SESSKEY B、AUTH\_PASSWORD C、用户名 D、实例名

721、在Oracle 9数据库可以通过配置$Oracle\_HOME\network\admin\sqlnet.ora文件实现数据库层次的基于TCP协议和地址的访问控制。下面说法正确的是：（ABCD）

A、首先需要配置TCP,VALIDNODE\_CHECKING=yes启用节点检查功能

B、其次配置TCP.INVITED\_NODES=192.168.0.12，192.168.0.33将会允许地址是192.168.0网段的12和33的主机访问

C、然后配置TCP.EXCLUDED\_NONES=192.168.0.123将会禁止地址是192.168.0网段的123的主机访问

D、要以上配置生效必须重启lsnrctl监听器

722、在SQL Server 2000中，如果想查询当前数据库服务器软件的版本，可以使用下面哪些方式（ABCD）

A、在查询分析器中通过如下语句查询SELECT ServerPROPERTY(‘productversion’),ServerPROPERTY(‘productlevel’),ServerPROPERTY(‘edition’)

B、在命令行下，用SQL Server自带的管理工具osql连接进入数据库，输入select@@version

C、企业管理器查看服务器属性 D、在SQL Server服务管理器里面查看“关于”

723、在SQL Server 2000中一些无用的存储过程，这些存储过程极容易被攻击者利用，攻击数据库系统。下面的存储过程哪些可以用来执行执行系统命令或修改注册表？（ABC）

A、xp\_cmdshell B、xp\_regwrite C、xp\_regdeletekey D、select \* from master

724、在SQL Server中创建数据库，如下哪些描述是正确的？（ABCD）

A、创建数据库的权限默认授权sysadmin和dbcreator固定服务器角色的成员，但是它仍可以授予其他用户

B、创建数据库的用户将成为该数据库的所有者

C、在一个服务器上，最多可以创建32,767个数据库

D、数据库名称必须遵循标示符规则

725、在对SQL Server 2000的相关文件、目录进行安全配置时，下面可以采用的措施是：（ABCD）

A、删除缺省安装时的例子样本库

B、将存放数据的库文件，配置权限为administrators组、system和启动SQL Server服务的用户账号及DBA组具有完全控制权限

C、对SQL Server安装目录，去除everyone的所有控制权限

D、将数据库数据相关的文件，保存在非系统盘的NTFS独立分区

726、sybase数据库文件系统需要哪些裸设备？（ABCD）

A、master B、proce C、data D、log

727、Oracle支持哪些加密方式？（ABCD）

A、DES B、RC4\_256 C、RC4\_40 D、DES40

728、SQL Server用事件探测器可以帮助排除故障和解决问题，创建跟踪的步骤如下哪些是正确的？（ABCD）

A、从“模板名称”下拉菜单为你创建跟踪选择一个模板

B、“事件探查器”主界面打开后，从“文件”菜单选择“新跟踪”

C、在“跟踪名称”文本框中输入你想要为这个跟踪创建的跟踪名称

D、修改这些默认的选项设置。通过点击“显示全部事件”和“显示全部列”复选框来查看其他的选项。

729、最重要的电磁场干扰源是：（BCD）

A、电源周波干扰 B、雷电电磁脉冲LEMP

C、电网操作过电压SEMP D、静电放电ESD

730、雷电侵入计算机信息系统的途径主要有：（ABD）

A、信息传输通道线侵入 B、电源馈线侵入 C、建筑物 D、地电位反击

731、电信生产其机房作业，是由专门的值机员、机务员来完成，作业内容是：固定电话、无线电话、电报、载波、短波、微波、卫星和电力等电信通信设备，使设备出去良好状态，保证其正常运行。（ABCD）

A、安装 B、值守 C、维护 D、检修

732、对计算机系统有影响的腐蚀性气体大体有如下几种：（ABCD）

A、二氧化硫 B、氢化硫 C、臭氧 D、一氧化碳

733、防火工作的基本措施有：（ABCD）

A、加强对人员的教育管理 B、加强对可燃物的管理

C、加强对物的管理 D、加强对火源、电源的管理

734、会导致电磁泄漏的有（ABCDE）

A、显示器 B、开关电路及接地系统

C、计算机系统的电源线 D、机房内的电话

E、信号处理电

735、火灾自动报警、自动灭火系统部署应注意（ABCD）。

A、避开可能招致电磁干扰的区域或设备 B、具有不间断的专用消防电源

C、留备用电源 D、具有自动和手动两种触发装置

736、计算机场地安全测试包括（ABCD）。

A、温度，湿度，尘埃 B、照度，噪声，电磁场干扰环境场强

C、接地电阻，电压、频率 D、波形失真率，腐蚀性气体的分析方法

737、计算机信息系统设备处于不同雷电活动地区，其雷电电磁场强度有很大差异，根据这一差异，将被防护空间分为下列哪些防护区？（ABCD）

A、直击雷非防护区（LPZOA） B、直击雷防护区（LPZOB）

C、第一防护区（LPZI） D、后续防护区（LPZ2,3...等）

738、静电的危害有（ABCD）。

A、导致磁盘读写错误，损坏磁头，引起计算机误动作 B、造成电路击穿或者毁坏

C、电击，影响工作人员身心健康 D、吸附灰尘

739、灭火的基本方法有（ABCD）。

A、冷却法 B、隔离法 C、窒息法 D、抑制

740、实体安全技术包括（ABD）。

A、环境安全 B、设备安全 C、人员安全 D、媒体安全

741、使用配有计算机的仪器设备时，不应该做的有：（ABCD）

A、更改登机密码和系统设置

B、自行安装软件

C、玩各种电脑游戏

D、将获得的图像、数据等资料存储在未予指定的硬盘分区上

742、硬件设备的使用管理包括（ABCD）。

A、严格按硬件设备的操作使用规程进行操作

B、建立设备使用情况日志，并登记使用过程

C、建立硬件设备故障情况登记表

D、坚持对设备进行例行维护和保养

743、预防静电的措施有（ABCD）。

A、接地 B、不使用或安装产生静电的设备

C、不在产生静电场所穿脱工作服 D、作业人员穿防静电鞋

744、在实验室中引起火灾的通常原因包括：（ABCD）

A、明火 B、电器保养不良

C、仪器设备在不使用时未关闭电源 D、使用易燃物品时粗心大意

745、直击雷：直接击在（ABCD）并产生电效应、热效应和机械力的雷电放电。

A、建筑物 B、构建物 C、地面突进物 D、大地或设备

746、员工区域安全守则包括：（ABCD）

A、非工作时间，员工进入或离开办公区域，应在值班人员处登记

B、外来人员进入办公区域或机房，相关员工必须全程陪同

C、将物品带入/带出公司，要遵守公司相关的规定及流程

D、参加会议时遵守会前、会中、会后的保密流程

747、机房出入控制措施包括：（ABCD）

A、机房接待前台须核查弄清业务系统安全区域的来访者的身份，并记录其进入和离开安全区域的日期与时间

B、机房须告知进入安全区的来访者，该区域的安全要求和紧急情况下的行动步骤

C、可采用强制性控制措施，对来访者的访问行为进行授权和验证

D、要求所有进出机房人员佩带易于辨识的标识

748、为了减小雷电损失，可以采取的措施有（ACD）

A、机房内应设等电位连接网络 B、部署UPS

C、设置安全防护地与屏蔽地

D、根据雷击在不同区域的电磁脉冲强度划分，不同的区域界面进行等电位连接

749、安全要求可以分解为（ABCDE）。

A、可控性 B、保密性 C、可用性 D、完整性 E、不可否认性

750、HASH加密使用复杂的数字算法来实现有效的加密，其算法包括（ABC）

A、MD2 B、MD4 C、MD5 D、Cost256

751、利用密码技术，可以实现网络安全所要求的。（ABCD）

A、数据保密性 B、数据完整性 C、数据可用性 D、身份验证

752、一个密码体系一般分为以下哪几个部分？（ABCD）

A、明文 B、加密密钥和解密密钥

C、密文 D、加密算法和解密算法

753、公钥密码体质的应用主要在于。（AC）

A、数字签名 B、加密 C、密钥管理 D、哈希函数

754、目前基于对称密钥体制的算法主要有。（BC）

A、RSA B、DES C、AES D、DSA

755、使用esp协议时，可以使用的加密运算是。（ABC）

A、DES B、3DES C、AES D、RSA

756、数字签名的作用是。（ACD）

A、确定一个人的身份 B、保密性

C、肯定是该人自己的签字 D、使该人与文件内容发生关系

757、以下属于对称加密算法的是：（ABD）

A、DES B、3DES C、SHA-1 D、RC4 E、MD5

758、在加密过程中，必须用到的三个主要元素是（ABC）

A、所传输的信息（明文） B、加密 钥匙（Encryption Key）

C、加密函数 D、传输信道

759、账号口令管理办法适用于所有和DSMP系统、智能网系统、彩铃平台相关的（ACD）

A、系统管理员 B、操作系统

C、操作维护人员 D、所有上述系统中存在的账号和口令

760、为保证密码安全，我们应采取的正确措施有（ABC）

A、不使用生日做密码 B、不使用少于5为的密码

C、不适应纯数字密码 D、将密码设的非常复杂并保证20位以上

761、公司在使用数据签名技术时，除充分保护私钥的机密性，防止窃取者伪造密钥持有人的签名外，还应注意（ABCD）

A、采取保护公钥完整性的安全措施，例如使用公约证书

B、确定签名算法的类型、属性以及所用密钥长度

C、用于数字签名的密钥应不同于用来加密内容的密钥

D、符合有关数字签名的法律法规，必要时，应在合同或协议中规定使用数字签名的相 关事宜

762、相对于对称加密算法，非对称密钥加密算法（ACD）

A、加密数据的速率较低

B、更适合于现有网络中对所传输数据（明文）的加解密处理

C、安全性更好 D、加密和解密的密钥不同

763、一个典型的PKI应用系统包括（ABCD）实体

A、认证机构CA B、册机构RA C、证书及CRL目录库 D、用户端软件

764、加密的强度主要取决于（ABD）

A、算法的强度 B、密钥的保密性 C、明文的长度 D、密钥的强度

765、一下对于对称密钥加密说法正确的是（BCD）

A、对称加密算法的密钥易于管理 B、加解密双方使用同样的密钥

C、DES算法属于对称加密算法 D、相对于非对称加密算法，加解密处理速度比较快

766、在通信过程中，只采用数字签名可以解决（ABC）等问题

A、数据完整性 B、数据的抵抗赖性 C、数据的篡改 D、数据的保密性

767、对称密钥算法体系包括：（ABCDE）

A、明文(plaintext)：原始消息或数据，作为算法的输入

B、加密算法(encryption algorithm)：加密算法对明文进行各种替换和转换

C、秘密密钥(secret key)：秘密密钥也是算法输入，算法进行的具体替换和转换取决于 这个密钥

D、密文(ciphertext)：这是产生的已被打乱的消息输出。它取决于明文和秘密密钥。对 于一个给定的消息，两个不同的密钥会产生两个不同的密文

、.解密算法(decryption algorithm)：本质上是加密算法的执行。它使用密文和统一密钥 产生原始明文

768、一下对于混合加密方式说法正确的是。（BCD）

A、 使用公开密钥密码体制对要传输的信息（明文）进行加解密处理

B、使用对称加密算法对要传输的信息（明文）进行加解密处理

C、使用公开密钥密码体制对称加密密码体制的密钥进行加密后的通信

D、对称密钥交换的安全信道是通过公开密钥密码体制来保证的

769、电信的网页防篡改技术有（ABC）

A、外挂轮询技术 B、核心内嵌技术

C、时间触发技术 D、安装防病毒软件

770、病毒发展的趋势是？（ABC）

A、 范围更广 B、度更快 C、方式更多

771、病毒自启动方式一般有（ABC）

A、 修改注册表 B、将自身添加为服务

C、将自身添加到启动文件夹 D、修改系统配置文件

772、常见Web攻击方法有一下哪种？（ABCD）

A、SQL Injection B、Cookie欺骗 C、跨站脚本攻击

D、信息泄露漏洞 E、文件腹泻脚本存在的安全隐患

F、 GOOGLE HACKING

773、宏病毒感染一下哪些类型的文件？（ABCDEF）

A、DOC B、EXE C、XLS D、DOT

774、木马传播包括一下哪些途径：（ACD）

A、通过电子邮件的附件传播 B、通过下载文件传播

C、通过网页传播 D、通过聊天工具传播

775、目前最好的防病毒软件能做到的是（ABCD）

A、检查计算机是否感染病毒，消除已感染的任何病毒

B、杜绝病毒对计算的侵害

C、查出计算机已感染的已知病毒，消除其中的一部分

D、检查计算机是否染有已知病毒，并作相应处理

776、通用的DoS攻击手段有哪些？（CD）

A、 SYN Attack B、ICMP Flood C、UDP Flood

D、Ping of Death E、Tear Drop F、Ip Spoofing

777、以下关于蠕虫的描述正确的有：（ABCDEF）

A、 蠕虫具有自动利用网络传播的特点，在传播的同时，造成了带宽的极大浪费，严重的情况可能会造成网络的瘫痪

B、 隐藏式蠕虫的基本特征，通过在主机上隐藏，使得用户不容易发现它的存在

C、蠕虫需要传播受感染的宿主文件来进行复制

D、蠕虫的传染能力主要是针对计算机内的文件系统。

778、以下哪几种扫描检测技术属于被动式的检测技术？（AB）

A、 基于应用的检测技术 B、基于主动的检测技术

C、基于目标的漏洞检测技术 D、基于网络的检测技术

779、以下是检查磁盘与文件是否被病毒感染的有效方法：（BC）

A、 检查磁盘目录中是否有病毒文件 B、用抗病毒软件检查磁盘的各个文件

C、用放大镜检查磁盘编码是否有霉变现象 D、检查文件的长度是否无故变化

780、造成计算机不安全的因素有（BD）等多种。

A、 技术原因 B、自然原因 C、认为原因 D、管理原因

781、嗅探技术有哪些特点？（ABCD）

A、间接性 B、.直接性 C、隐蔽性 D、开放性

782、一个恶意的攻击者必须具备哪几点？（ABC）

A、 方法 B、机会 C、动机 D、运气

783、对于DOS网络攻击，可以采用以下哪些措施来缓解主机系统被攻击进程。（ACD）

A、缩短SYN Timeout时间和设置SYN Cookie B、增加网络带宽

C、在系统之前增加负载均衡设备 D、在防火墙上设置ACL或黑客路由

784、利用Bind/DNS漏洞攻击的分类主要有（ACD）

A、 拒绝服务 B、匿名登录 C、.缓冲区溢出

D、DNS缓存中毒 E、病毒或后门攻击

785、常见Web攻击方法有一下哪种？（ABCD）

A、 SQL Injection B、 Cookie欺骗 C、 跨站脚本攻击 D、信息泄露漏洞

786、黑客所使用的入侵技术主要包括（ABCDE）

A、协议漏洞渗透 B、密码分析还原 C、应用漏洞分析与渗透

D、拒绝服务攻击 E、病毒或后门攻击

787、主动响应，是指基于一个检测到的入侵所采取的措施。对于主动响应来说，其选择的措施可以归入的类别有（ABC）

A、针对入侵者采取措施 B、修正系统

C、收集更详细的信息 D、入侵追踪

788、下面哪些漏洞属于网络服务类安全漏洞：（BC）

A、Windows 2000中文版输入法漏洞 B、IS Web服务存在的IDQ远程溢出漏洞

C、RPC DCOM服务漏洞 D、Web服务asp脚本漏洞

789、系统感染病毒后的现象有哪些？（ABCD）

A、系统错误或系统崩溃 B、系统反应慢，网络拥塞

C、陌生的进程或服务 D、陌生的自启动

**三、判断题：（790-1000）**

790、TCSEC将信息安全风机防护等级一共分为7个安全等级：D、C1、C2、B1、B2、B3、 A。(A)

A、正确 B、错误

791、通用标准v2版（CC）的安全等级是以EAL来表示的。（A）

A、正确 B、错误

792、一个企业的信息安全组织能否顺利开展工作（定期安全评估、日志安全巡检、定期安全审核、应急演练等），主要取决于公司领导对信息安全工作的认识程度和支持力度。（A）

A、正确 B、错误

793、在信息安全领域，CIA通常是指：保密性、完整性和可用性。（A）

A、正确 B、错误

794、信息安全是永远是相对的，并且需要不断持续关注和改进，永远没有一劳永逸的安全

防护措施。（A）

A、正确 B、错误

795、在信息安全领域，CIA通常是指：保密性、完整性和非抵赖性。（B）

A、正确 B、错误

796、网络与信息都是资产，具有不可或缺的重要价值。（A）

A、正确 B、错误

797、信息安全的威胁主体包括内部人员、准内部人员、外部人员、系统自身等方面。（B）

A、正确 B、错误误

798、互联网网络安全事件根据危害和紧急程度分为一般、预警、报警、紧急、重大五种。 （B）

A、正确 B、错误

799、安全审计是从管理和技术两个方面检查公司的安全策略和控制措施的执行情况，发现安全隐患的过程。（A）

A、正确 B、错误

800、网络与信息都是资产，具有不可或缺的重要价值。（A）

A、正确 B、错误

801、计算机系统安全是指应用系统具备访问控制机制，数据不被泄露、丢失、篡改等。（B）

A、正确 B、错误

802、主机加固完成后，一般可以有效保证主机的安全性增强。（A）

A、正确 B、错误

803、黑客在进行信息收集时，通常利用Windows的IPC漏洞可以获得系统用户的列表的信 息。（A）

A、正确 B、错误

804、Solaris系统中一般需要确认ROOT账号只能本地登录，这样有助于安全增强。（A）

A、正确 B、错误

805、HP-UX系统加固中在设置ROOT环境变量不能有相对路径设置。（A）

A、正确 B、错误

806、屏幕保护的木马是需要分大小写。（B）

A、正确 B、错误

807、安全审计就是日志的记录。（B）

A、正确 B、错误误

808、HP-UX系统加固中在设置通用用户环境变量不能有相对路径设置。（A）

A、正确 B、错误

809、AIX系统加固时，对系统配置一般需要自编脚本完成。（A）

A、正确 B、错误

810、Windows NT中用户登录域的口令是以明文方式传输的。（B）

A、正确 B、错误

811、操作系统普通用户账号审批记录应编号、留档。（A）

A、正确 B、错误

812、计算机病毒是计算机系统中自动产生的。（B）

A、正确 B、错误

813、主机系统加固时根据专业安全评估结果，制定相应的系统加固方案，针对不同目标系统，通过打补丁、修改安全配置、增加安全机制等方法，合理进行安全性加强。（A）

A、正确 B、错误

814、4A系统的建设能够减轻账户管理员的维护工作。（A）

A、正确 B、错误

815、4A系统的接入管理可以管理到用户无力访问的接入。（B）

A、正确 B、错误

816、Cisco路由器可以使用enable password命令为特权模式的进入设置强壮的密码。（B）

A、正确 B、错误

817、Cisco设备的AUX端口默认是启用的。（A）

A、正确 B、错误

818、DHCP可以向终端提供IP地址、网关、DNS服务器地址等参数。（A）

A、正确 B、错误误

819、Inbound方向的NAT使用一个外部地址来代表内部地址，用于隐藏外网服务器的实际IP地址。（B）

A、正确 B、错误

820、IPS设备即使不出现故障，它仍然是一个潜在的网络瓶颈，需要强大的网络结构来配合。（A）

A、正确 B、错误

821、IPS的过滤器规则不能自由定义。（B）

A、正确 B、错误

822、IPS的某些功能和防火墙类似。（A）

A、正确 B、错误

823、IPS和IDS都是主动防御系统。（B）

A、正确 B、错误

824、NAT是一种网络地址翻译的技术，它能是的多台没有合法地址的计算机共享一个合法的IP地址访问Internet。（A）

A、正确 B、错误

825、Netscreen的ROOT管理员具有的最高权限，为了避免ROOT管理员密码被窃取后造成威胁，应该限制ROOT只能通过CONSOLE接口访问设备，而不能远程登录。(A)

A、正确 B、错误

826、Netscreen防火墙的外网口应禁止PING测试，内网口可以不限制。（B）

A、正确 B、错误

827、OSI是开放的信息安全的缩写。（B）

A、正确 B、错误

828、OSI七层模型中，传输层数据成为段（Segment），主要是用来建立主机端到端连接，包括TCP和UDP连接。（A）

A、正确 B、错误

829、OSI中会话层不提供机密性服务。（A）

A、正确 B、错误

830、SSH使用TCP 79端口的服务。（B）

A、正确 B、错误

831、TCP/IP模型从下至上分为四层：物理层，数据链路层，网络层和应用层。（B）

A、正确 B、错误

832、TCP/IP模型与OSI参考模型的不同点在于TCP/IP把表示层和会话层都归于应用层，所以TCP/IP模型从下至上分为五层：物理层，数据链路层，网络层，传输层和应用层。 （A）

A、正确 B、错误

833、TCP/IP协议体系结构中，IP层对应OSI/RM模型的网络层。（A）

A、正确 B、错误

834、默认情况下需要关闭Cisco设备的Small TCP/UDP服务。（A）

A、正确 B、错误

835、缺省情况下，防火墙工作模式为路由模式，切换工作模式后可直接进行进一步配置。（B）

A、正确 B、错误

836、入侵检测具有对操作系统的校验管理，判断是否有破坏安全的用户活动。（A）

A、正确 B、错误

837、入侵检测可以处理数据包级的攻击。（B）

A、正确 B、错误

838、入侵检测系统不能弥补由于系统提供信息的质量或完整性的问题。（A）

A、正确 B、错误

839、入侵检测系统能够检测到用户的对主机、数据库的网络操作行为。（B）

A、正确 B、错误

840、入侵检测系统是一种对计算机系统或网络事件进行检测并分析这个入侵事件特征的过程。（A）

A、正确 B、错误

841、统计分析的弱点是需要不断的升级以对付不断出现的黑客攻击手法，不能检测到从未出现过的黑客攻击手段。（B）

A、正确 B、错误

842、统计分析方法首先给系统对象（如用户、文件、目录和设备等）创建一个统计描述，统计正常使用时的一些测量属性（如访问次数、操作失败次数和延时等）。（A）

A、正确 B、错误

843、透明代理服务器在应用层工作，它完全阻断了网络报文的传输通道。因此具有很高的安全性。可以根据协议、地址等属性进行访问控制、隐藏了内部网络结构，因为最终请求是有防火墙发出的。外面的主机不知道防火墙内部的网络结构。解决IP地址紧缺的问题。使用代理服务器只需要给防火墙设置一个公网的IP的地址。（A）

A、正确 B、错误

844、完整性分析的缺点是一般以批处理方式实现，不用于实时响应。（A）

A、正确 B、错误

845、网络安全应具有以下四个方面的特征：保密性、完整性、可用性、可查性。（B）

A、正确 B、错误

846、网络边界的Cisco路由器应关闭CDP服务。（A）

A、正确 B、错误

847、网络边界Cisco设备的CDP协议可以开放。（B）

A、正确 B、错误

848、网络层的防护手段（防火墙，SSL，IDS，加固）可以组织或检测到应用层攻击。（B）

A、正确 B、错误

849、针对不同的攻击行为，IPS只需要一个过滤器就足够了。（B）

A、正确 B、错误

850、主机型IDS其数据采集部分当然位于其所检测的网络上。（B）

A、正确 B、错误

851、状态检测防火墙检测每一个通过的网络包，或者丢弃，或者放行，取决于所建立的一套规则。（B）

A、正确 B、错误

852、IPS虽然能主动防御，但是不能坚挺网络流量。（B）

A、正确 B、错误

853、防火墙安全策略定制越多的拒绝规则，越有利于网络安全。（B）

A、正确 B、错误

854、审计系统进行关联分析时不需要关注日志时间。（B）

A、正确 B、错误

855、垃圾邮件一般包括商业广告、政治邮件、病毒邮件、而已欺诈邮件（网络钓鱼）等几个方面。（A）

A、正确 B、错误

856、防止网络窃听最好的方法就是给网上的信息加密，是的侦听程序无法识别这些信息模式。（A）

A、正确 B、错误

857、侵检测的手机的被容包括系统、网络、数据及用户活动的状态和行为。（A）

A、正确 B、错误

858、模式匹配就是将收集到的信息与已知的网络入侵和系统误用模式数据库进行比较，从而发现违背安全策略的行为。（A）

A、正确 B、错误

859、入侵防御是一种抢先的网络安全方法，可以用于识别潜在威胁并快速做出回应。（A）

A、正确 B、错误

860、VPN的主要特点是通过加密是信息安全的通过Internet传递。（A）

A、正确 B、错误

861、传输层协议使用端口号（Port）来标示和区分上层应用程序，如：Telnet协议用的是23号端口、DNS协议使用69号端口。（B）

A、正确 B、错误

862、如果Web应用对URL访问控制不当，可能造成用户直接在浏览器中输入URL，访问不该访问的页面。（A）

A、正确 B、错误

863、如果Web应用没有对攻击者的输入进行适当的编码和过滤，就用于构造数据库查询或操作系统命令时，可能导致注入漏洞。（A）

A、正确 B、错误

864、HTTP协议定义了Web浏览器向Web服务器发生Web页面请求的格式及Web页面在Internet上传输的方式。（A）

A、正确 B、错误

865、HTTP协议是文本协议，可利用回车换行做边界干扰。（A）

A、正确 B、错误

866、Init<sid>.ora文件是Oracle启动文件，任何参数的配置错误都会造成Oracle不能启动，任何参数的不合理配置都可能造成系统故障。（A）

A、正确 B、错误

867、Mysqldump是采用SQL级别的备份机制，它将数据表导成SQL脚本文件，在不同的MySQL版本之间升级时相对比较合适，这也是最常见的备份方法。（A）

A、正确 B、错误

868、Orabrute是进行远程破解Oracle密码的工具，要猜解的密码可以在password.txt中设置。（A）

A、正确 B、错误

869、Oracle的SYS账户在数据库中具有最高权限，能够做任何事情，包括启动/关闭Oracle数据库。即使SYS被锁定，也已然能够访问数据库。（A）

A、正确 B、错误

870、Oracle的若算法加密机制：两个相同的用户名和密码在两个不同的Oracle数据库机器中，将具有相同的哈希值。（A）

A、正确 B、错误

871、Oracle密码允许包含像“SELECT”，“DELETE”，“CREATE”这类的Oracle/SQL关键字。（B）

A、正确 B、错误

872、Oracle的HTTP的基本验证可选择SYS破解，因为它始终存在和有效。（A）

A、正确 B、错误

873、Oracle默认情况下，口令的传输方式是加密。（B）

A、正确 B、错误

874、Oracle数据库的归档日志不是在线日志的备份。（B）

A、正确 B、错误

875、OSI网络安全体系结构的八类安全机制分别是加密、数字签名、访问控制、数据完整性、鉴别交换、业务流填充、路由控制、公正。（A）

A、正确 B、错误

876、OSI网络安全体系结构的五类安全服务是鉴别、访问控制、保密性、完整性、抗否认。（A）

A、正确 B、错误

877、SMTP没有对邮件加密的功能是导致垃圾邮件泛滥的主要原因。（A）

A、正确 B、错误

878、SQL Server如果设置了不恰当的数据库文件权限，可能导致敏感文件被非法删除或读取，威胁系统安全。（A）

A、正确 B、错误

879、SQL Server数据库应禁止使用除tcp/ip以外的协议，保护数据库通信安全。（A）

A、正确 B、错误

880、SQL Server应该社会自日志审核无法追踪回溯安全事件。（A）

A、正确 B、错误

881、Web服务器一般省缺不允许攻击者访问Web根目录以外的内容，内容资源不可以任意访问。(A)

882、Web攻击面不仅仅是浏览器中可见的内容。（A）

A、正确 B、错误

883、Web应用对网络通讯中包含的敏感信息进行加密，就不会被窃听。（B）

A、正确 B、错误

884、暴力猜解不能对Web应用进行攻击。（B）

A、正确 B、错误

885、在Oracle自身的配置上做限定方法是：修改$Oracle\_HOME\network\admin目录下面的SQLNET..ORA文件，类似设置如下：

Tcp\_validnode\_checking=YES

Tcp\_invited\_nodes=

(192.168.0.1,ip2,ip3•••...)。

( A )

A、正确 B、错误

886、不设置必要的日志审核，就无法追踪回溯安全事件，Oracle中若果要审计记录成功的登陆语句”SQL>audit session whenever successful;”. ( A )

A、正确 B、错误

887、对目标网络进行扫描时发现，某一个主机开放了25和110端口，此主机最有可能是DNS服务器。（B）

A、正确 B、错误

888、防止XSS各种方法都有优劣之处，防范XSS的真正挑战不在于全免，而在于细致。（B）

A、正确 B、错误

889、访问控制、强制登陆、自动安全更新都属于Window2000的安全组件（B）

A、正确 B、错误

890、复杂的系统存在大量的相互引用访问，如果开发者不能有效的进行权限控制，就可能被恶意引用。（A）

A、正确 B、错误

891、攻击者可以通过SQL注入手段获取其他用户的密码。（A）

A、正确 B、错误

892、几乎所有的关系数据库系统和相应的SQL语言都面临SQL注入的潜在威胁。（A)

A、正确 B、错误

893、简单身份验证和安全层（Simple Authentication and Security Layer，SASL）是一种为系统账号提供身份验证和可选安全性服务的框架（B）

A、正确 B、错误

894、默认可通过Web程序来远程管理Oracle10g数据库，端口是8080.（A）

A、正确 B、错误

895、如果sa是空口令，那就意味着攻击者可能侵入系统执行任意操作，威胁系统安全。（A）

A、正确 B、错误

896、如果在SQL Server等领域成功并不意味这该用户已经可以访问SQL Server上的数据库。（A）

A、正确 B、错误

897、如果知道Oracle密码长度，用Rainbow表生成器来破解其密码哈希值是绝对成功的。（A）

A、正确 B、错误

898、所有操作系统、数据库、网络设备，包括一部分业务系统，均需要支持基于账号的访问控制功能。（B）

A、正确 B、错误

899、网络拓扑分析为检查是否有配置错误项泄露内部IP地址，从而推断网站系统拓扑。（A）

A、正确 B、错误

900、为Oracle数据库安全考虑，在对人共同对数据库进行维护时应依赖数据库预定义的传统角色。（B）

A、正确 B、错误

901、为了维护数据库中数据的正确性和一致性，在对关系数据库执行插入、删除和修改操作时必须遵循三类完整性规则：实体完整性规则、引用完整性规则、用户定义的完整性规则。(A)

A、正确 B、错误

902、系统类型鉴别为检查主机系统与开放服务是否存在安全漏点。（B）

A、正确 B、错误

903、系统漏洞扫描为检查目标的操作系统与应用系统信息。（B）

A、正确 B、错误

904、选择远程破解Oracle的最好账户是SYS，因为此账户永远有效。（A）

A、正确 B、错误

905、一封电子邮件可以拆分成对个IP包，每个IP包可以沿不同的路径到达目的地。（A）

A、正确 B、错误

906、一个共享文件夹。将它的NTFS权限设置为sam用户可以修改，共享权限设置为sam用户可以读取，当sam从网络访问这个共享文件夹的时候，他有读取的权限。（A）

A、正确 B、错误

907、用Sqlplus登陆到Oracle数据库，使用slesct username, password form dba\_users命令可查看数据库中的用户名和密码明文。（B）

A、正确 B、错误

908、有的Web应用登陆界面允许攻击者暴力猜解口令，在自动工具与字典表的帮助下，可以迅速找到弱密码用户。（A）

A、正确 B、错误

909、在Oracle所有版本在安装的时候都没有提示修改SYS的默认密码。（B）

A、正确 B、错误

910、在ORacle数据库安装补丁时，不需要关闭所有与数据库有关的服务。（B）

A、正确 B、错误

911、在SQL Server安装SP3补丁时不需要系统中已经安装了SP1或SP2。（B）

A、正确 B、错误

912、在SQL Server中具有sysadmin权限的用户可以通过xp\_cmdshell存储扩展以system的权限执行任意系统命令。（A）

A、正确 B、错误

913、Oracle默认配置下，每个账户如果有30次的失败登陆，此账户将被锁定。（B）

A、正确 B、错误

914、定制开发Web系统的安全度不如标准的产品。（A）

A、正确 B、错误

915、对MySQL注入攻击时，经常用到注释符号#来屏蔽剩下的内置SQL语句。（A）

A、正确 B、错误

916、一个登录名只能进入服务器，但是不能让用户访问服务器中的数据库资源。每个登录名的定义存放在msater数据库的syslogins表中。（A）

A、正确 B、错误

917、Web错误信息可能泄露服务器型号版本、数据库型号、路径、代码。（A）

A、正确 B、错误

918、Oracle的密码哈希值存储在SYS.USER$表中。可以通过像DBA USERS这类的视图来访问。（A）

A、正确 B、错误

919、产品的定制开发是应用安全中最薄弱的一环。（A）

A、正确 B、错误

920、Oracle限制了密码由英文字母，数字，#，下划线（\_），美元字符（$）构成，密码的最大长度为30字符；并不能以”$”,”#”,”\_”或任何数字开头。（A）

A、正确 B、错误

921、网上营业厅对资源控制制的要求包括：应用软件对访问用户进行记录，当发现相同用户二次进行登录和操作，系统将要求二次认证，验证通过后提供服务。（B）

A、正确 B、错误

922、计算机场地可以选择在公共区域人流量比较大的地方。（B）

A、正确 B、错误

923、EMC测试盒约束用户关心的信息信号的电磁发射、TEMPEST只测试盒约束系统和设备的所有电磁发射。（B）

A、正确 B、错误

924、加密传输是一种非常有效并经常使用的方法，也能解决输入和输出端的电磁信息泄露问题。（B）

A、正确 B、错误

925、出现在导线或电器、电子设备上的超过线路或设备本身正常工作电压和电流并对线路或设备可能造成电气损害的电压和电流，称过电压和过电流。（B）

A、正确 B、错误

926、红区：红新号的传输通道或单元电路称为红区，反之为黑区。（A）

A、正确 B、错误

927、机房应设置相应的活在报警和灭火系统。（A）

A、正确 B、错误

928、计算机机房的建设应当符合国家标准和国家有关规定。在计算机机房附近施工，不得危害计算机信息系统的安全。（A）

A、正确 B、错误

929、计算机系统接地包括：直流地、交流工作地、安全保护地、电源零线和防雷保护地。（B）

A、正确 B、错误

930、接地线在穿越墙壁、楼板和地坪时应套钢管或其他非金属的保护套管，钢管应与接地线做电气连通。（A）

A、正确 B、错误

931、提到防雷，大家很容易联想到避雷针。其实我们平常看到的避雷针是用来保护房屋免遭雷电直击即防直击雷的。计算机信息系统的电子设备雷害一般有感应雷击产生，英因此防护的方法完全不一样。（A）

A、正确 B、错误

932、在计算机机房附近施工，不负有维护计算机信息系统安全的责任和义务。（B）

A、正确 B、错误

933、只要手干净就可以直接触摸或者插拔电路组件，不必有进一步的措施。（B）

A、正确 B、错误

934、主管计算机信息系统安全的公安机关和城建及规划部门，应与设施单位进行协调，在不危害用户利益的大前提下，制定措施。合理施工，做好计算机信息系统安全保护工作。（B）

A、正确 B、错误

935、防雷措施是在和计算机连接的所有外线上（包括电源线和通信线）加设专用防雷设备——防雷保安器，同时规范底线，防止雷击时在底线上产生的高电位反击。（A）

A、正确 B、错误

936、对于公司机密信息必须根据公司的相关规定予以适当的标识。（A）

A、正确 B、错误

937、信息网络的物理安全要从环境安全和设备安全两个角度来考虑。（A）

A、正确 B、错误

938、如果在电话、电视会议中涉及讨论工伤机密信息，会议主持人或组织人在会议全过程中一定要确认每一个与会者是经授权参与的。（A）

A、正确 B、错误

939、为防止信息非法泄露，需要销毁存储介质时，应该批准后自行销毁。（B）

A、正确 B、错误

940、将公司的机密信息通过互联网络传送时，必须予以加密。（A）

A、正确 B、错误

941、机密信息纸介质资料废弃应用碎纸机粉碎或焚毁。（A）

A、正确 B、错误

942、有很高使用价值或很高机密程度的重要数据应采用加密等方式进行保密。（A）

A、正确 B、错误

943、“一次一密”属于序列密码的一种。（A）

A、正确 B、错误

944、3DES算法的加密过程就是用一个秘钥对待加密的数据执行三次DES算法的加密操作。（B）

A、正确 B、错误

945、AES加密算法的秘钥长度为128、192或256位。（A）

A、正确 B、错误

946、AES是一种非对称算法。（B）

A、正确 B、错误

947、DES3和RSA是两种不同的安全加密算法，主要是用来对敏感数据进行安全加密。（A）

A、正确 B、错误

948、Diffie-Hellman算法的安全性取决于离散对数计算的困难性，可以实现秘钥交换。（A）

A、正确 B、错误

949、DSS(Digital Signature Standard)是利用了安全散列函数（SHA）提出了一种数字加密技术。（A）

A、正确 B、错误

950、MD5是一种加密算法。（B）

A、正确 B、错误

951、PGP协议缺省的压缩算法是ZIP，压缩后数据由于冗余信息很少，更容易抵御来自分析类型的攻击。（A）

A、正确 B、错误

952、PKI是一个用对称密码算法和技术来实现并提供安全服务的具有通用性的安全基础设施。（B）

A、正确 B、错误

953、RC4是典型的的序列密码算法。（A）

A、正确 B、错误

954、RSA算法作为主要的非对称算法，使用公钥加密的秘闻一定要采用公钥来街。（B）

A、正确 B、错误

955、安全全加密技术分为两大类：对称加密技术和非对称加密技术。两者的主要区别是对称加密算法在加密、解密过程中使用同一个秘钥；而非对称加密算法在加密、解密过程中使用两个不同的秘钥。（A）

A、正确 B、错误

956、常见的公钥密码算法有RSA算法、Diffie-Hellman算法和EIGamal算法。（A）

A、正确 B、错误

957、当通过浏览器一在线方式申请数字证书时，申请证书和下载证书的计算机必须是同一台计算机。（A）

A、正确 B、错误

958、发送方使用AH协议处理数据包，需要对整个IP的数据包计算MAC，包括IP头的所有字段和数据。（B）

A、正确 B、错误

959、分组密码的优点是错误扩展小、速度快、安全程度高。（B）

A、正确 B、错误

960、公共迷药密码体制在秘钥管理上比对称秘钥密码体制更安全。（A）

A、正确 B、错误

961、古典加密主要采用的主要方法是置换，代换。（A）

A、正确 B、错误

962、古典加密主要是对加密算法的保密，现代加密算法是公开的，主要是针对秘钥进行保密。（A）

A、正确 B、错误

963、基于公开秘钥体制（PKI）的数字证书是电子商务安全体系的核心。（A）

A、正确 B、错误

964、口令应在120天至少更换一次。（B）

A、正确 B、错误

965、链路加密方式适用于在广域网系统中应用。（B）

A、正确 B、错误

966、密码保管不善属于操作失误的安全隐患。（B）

A、正确 B、错误

967、日常所见的校园饭卡是利用身份认证的单因素法。（A）

A、正确 B、错误

968、身份认证要求对数据和信息来源进行验证，以确保发信人的身份。（B）

A、正确 B、错误

969、身份认证与权限控制是网络社会的管理基础。（A）

A、正确 B、错误

970、数据在传输过程中用哈希算法保证其完整性后，非法用户无法无法对数据进行任何修改。（B）

A、正确 B、错误

971、数字签名比较的是摘要结果长度是否都是128位。（B）

A、正确 B、错误

972、通信数据与文件加密是同一个概念。（B）

A、正确 B、错误

973、为AES开发的Rijndae1算法的秘钥长度是128位，分组长度也为128位。（B）

A、正确 B、错误

974、为了保证安全性，密码算法应该进行保密。（B）

A、正确 B、错误

975、文件压缩变换是一个单向加密过程。（B）

A、正确 B、错误

976、我的公钥证书不能在网络上公开，否则其他人可能冒充我的身份或伪造我的数字签名。（B）

A、正确 B、错误

977、现代加密算法可以分为对称加密算法和非对称加密。（A）

A、正确 B、错误

978、虚拟专用网VPN的关键技术主要是隧道技术、加解密技术、秘钥管理技术以及使用者与设备身份认证技术。（A）

A、正确 B、错误

979、以当前的技术来说，RSA体制是无条件安全的。（B）

A、正确 B、错误

980、在4A系统的远期建设中，应用系统自身不需要保留系统从账户信息。（B）

A、正确 B、错误

981、在MD5算法中，要先将以初始化的A、B、C、D这四个变量分别复制到a、b、c、d中。（A）

A、正确 B、错误

982、在MD5算法中要用到4个变量，分别表示A、B、C、D，均为32位长。（A）

A、正确 B、错误

983、在PKI中，注册机构RA是必要的组件。（B）

A、正确 B、错误

984、在SSL握手协议过程中，需要服务器发送自己的证书。（A）

A、正确 B、错误

985、在非对称加密过程中，加密和解密使用的是不同的秘钥。（A）

A、正确 B、错误

986、在公钥加密系统中，用公钥加密的密文可以由私钥解密，但用公钥加密的密文，不能用公钥解密。 （B）

A、正确 B、错误

987、在密码学的意义上，只要存在一个方向，比暴力搜索秘钥还要更有效率，就能视为一种“破解”。 （A）

A、正确 B、错误

988、账户管理的Agent不适用于在网络设备中部署。 （A）

A、正确 B、错误

989、整个PKI系统有证书服务器AS、票据许可服务器TGS、客户机和应用服务器四部分组成。 （B）

A、正确 B、错误

990、最基本的认证方式选择证书是数字证书。（B）

A、正确 B、错误

991、最小特权、纵深防御是网络安全原则之一。（A）

A、正确 B、错误

992、数字证书是由权威机构CA发行的一种权威的电子文档，是网络环境中的一种身份证。（A）

A、正确 B、错误

993、数字证书是由权威机构PKI发行的一种权威性的电子文档，是网络环境中的一种身份证。 （B）

A、正确 B、错误

994、信息加密技术是计算机网络安全技术的基础，为实现信息的保密性、完整性、可用性以及抗抵赖性提供了丰富的技术手段。（A）

A、正确 B、错误

995、病毒能隐藏在电脑的CMOS存储器里。（B）

A、正确 B、错误

996、对感染病毒的软盘进行浏览会导致硬盘被感染。（B）

A、正确 B、错误

997、已知某应用程序感染了文件型病毒，则该文件的大小变化情况一般是变小。（B）

A、正确 B、错误

998、重新格式化硬盘可以清楚所有病毒。（B）

A、正确 B、错误

999、专业安全评估服务对目标系统通过工具扫描和人工检查，进行专业安全的技术评定，并根据评估结果提供评估报告。 （A）

A、正确 B、错误

1000、冒充信件回复、假装纯文字ICON、冒充微软雅虎发信、下载电子贺卡同意书、是使用的叫做字典攻击法的方法。（B）

A、正确 B、错误

1. 1单项选择题（1-605）
2. Chinese Wall 模型的设计宗旨是：（A）。

A、用户只能访问哪些与已经拥有的信息不冲突的信息 B、用户可以访问所有信息

C、用户可以访问所有已经选择的信息 D、用户不可以访问哪些没有选择的信息

1. 安全责任分配的基本原则是：（C）。

A、“三分靠技术，七分靠管理” B、“七分靠技术，三分靠管理”

C、“谁主管，谁负责” D、防火墙技术

1. 保证计算机信息运行的安全是计算机安全领域中最重要的环节之一，以下（B）不属于信息运行安全技术的范畴。

A、风险分析 B、审计跟踪技术 C、应急技术 D、防火墙技术

1. 从风险的观点来看，一个具有任务紧急性，核心功能性的计算机应用程序系统的开发和维护项目应该（A）。

A、内部实现 B、外部采购实现 C、合作实现 D、多来源合作实现

1. 从风险分析的观点来看，计算机系统的最主要弱点是（B）。

A、内部计算机处理 B、系统输入输出 C、通讯和网络 D、外部计算机处理

1. 从风险管理的角度，以下哪种方法不可取？（D）

A、接受风险 B、分散风险 C、转移风险 D、拖延风险

1. 当今IT的发展与安全投入，安全意识和安全手段之间形成（B）。

A、安全风险屏障 B、安全风险缺口 C、管理方式的变革 D、管理方式的缺口

1. 当为计算机资产定义保险覆盖率时，下列哪一项应该特别考虑？（D）。

A、已买的软件 B、定做的软件 C、硬件 D、数据

1. 当一个应用系统被攻击并受到了破坏后，系统管理员从新安装和配置了此应用系统，在该系统重新上线前管理员不需查看：（C）

A、访问控制列表 B、系统服务配置情况

1. 审计记录 D、用户账户和权限的设置

10、根据《计算机信息系统国际联网保密管理规定》，涉及国家秘密的计算机信息系统，不得直接或间接地与国际互联网或其它公共信息网络相联接，必须实行（B）。

1. 逻辑隔离 B、物理隔离 C、安装防火墙 D、VLAN 划分

11、根据《信息系统安全等级保护定级指南》，信息系统的安全保护等级由哪两个定级要素决定？（D）

A、威胁、脆弱性 B、系统价值、风险

C、信息安全、系统服务安全 D、受侵害的客体、对客体造成侵害的程度业务

12、公司应明确员工的雇佣条件和考察评价的方法与程序，减少因雇佣不当而产生的安全风险。人员考察的内容不包括（B）。

A、身份考验、来自组织和个人的品格鉴定 B、家庭背景情况调查

C、学历和履历的真实性和完整性 D、学术及专业资格

13、计算机信息的实体安全包括环境安全、设备安全、（B）三个方面。

A运行安全 B、媒体安全 C、信息安全 D、人事安全

14、目前，我国信息安全管理格局是一个多方“齐抓共管”的体制，多头管理现状决定法出多门，《计算机信息系统国际联网保密管理规定》是由下列哪个部门所指定的规章制度？（B）

A、公安部 B、国家保密局

C、信息产业部 D、国家密码管理委员会办公室

15、目前我国颁布实施的信息安全相关标准中，以下哪一个标准属于强制执行的标准？（B）

A、GB/T 18336-2001 信息技术安全性评估准则

B、GB 17859-1999 计算机信息系统安全保护等级划分准则

C、GB/T 9387.2-1995 信息处理系统开放系统互联安全体系结构

D、GA/T 391-2002 计算机信息系统安全等级保护管理要求

16、确保信息没有非授权泄密，即确保信息不泄露给非授权的个人、实体或进程，不为其所用，是指（C）。

A、完整性 B、可用性 C、保密性 D、抗抵赖性

17、如果对于程序变动的手工控制收效甚微，以下哪一种方法将是最有效的？（A）

A、自动软件管理 B、书面化制度 C、书面化方案 D、书面化标准

18、如果将风险管理分为风险评估和风险减缓，那么以下哪个不属于风险减缓的内容？（A）

A、计算风险 B、选择合适的安全措施

C、实现安全措施 D、 接受残余风险

19、软件供应商或是制造商可以在他们自己的产品中或是客户的计算机系统上安装一个“后门”程序。以下哪一项是这种情况面临的最主要风险？（A）

A、软件中止和黑客入侵 B、远程监控和远程维护

C、软件中止和远程监控 D、远程维护和黑客入侵

20、 管理审计指（C）

A、保证数据接收方收到的信息与发送方发送的信息完全一致

B、防止因数据被截获而造成的泄密

C、对用户和程序使用资源的情况进行记录和审查

D、保证信息使用者都可

21、为了保护企业的知识产权和其它资产，当终止与员工的聘用关系时下面哪一项是最好的方法？（A）

A、进行离职谈话，让员工签署保密协议，禁止员工账号，更改密码

B、进行离职谈话，禁止员工账号，更改密码

C、让员工签署跨边界协议

D、列出员工在解聘前需要注意的所有责任

22、为了有效的完成工作，信息系统安全部门员工最需要以下哪一项技能？（D）

A、人际关系技能 B、项目管理技能 C、技术技能 D、沟通技能

23、我国的国家秘密分为几级？（A）

A、3 B、4 C、5 D、6

24、系统管理员属于（C）。

A、决策层 B、管理层

C、执行层 D、既可以划为管理层，又可以划为执行层

25、下列哪一个说法是正确的？（C）

A、风险越大，越不需要保护 B、风险越小，越需要保护

C、风险越大，越需要保护 D、越是中等风险，越需要保护

26、下面哪类访问控制模型是基于安全标签实现的？（B）

A、自主访问控制 B、强制访问控制

C、基于规则的访问控制 D、基于身份的访问控制

27、下面哪项能够提供最佳安全认证功能？（B）

A、这个人拥有什么 B、这个人是什么并且知道什么

C、这个人是什么 D、这个人知道什么

28、下面哪一个是国家推荐性标准？（A）

A、GB/T 18020-1999 应用级防火墙安全技术要求

B、SJ/T 30003-93 电子计算机机房施工及验收规范

C、GA243-2000 计算机病毒防治产品评级准则

D、ISO/IEC 15408-1999 信息技术安全性评估准则

29、下面哪一项关于对违反安全规定的员工进行惩戒的说法是错误的？（C）

A、对安全违规的发现和验证是进行惩戒的重要前提

B、惩戒措施的一个重要意义在于它的威慑性

C、处于公平，进行惩戒时不应考虑员工是否是初犯，是否接受过培训

D、尽管法律诉讼是一种严厉有效的惩戒手段，但使用它时一定要十分慎重

30、下面哪一项最好地描述了风险分析的目的？（C）

A、识别用于保护资产的责任义务和规章制度

B、识别资产以及保护资产所使用的技术控制措施

C、识别资产、脆落性并计算潜在的风险

D、识别同责任义务有直接关系的威胁

31、下面哪一项最好地描述了组织机构的安全策略？（A）

A、定义了访问控制需求的总体指导方针

B、建议了如何符合标准

C、表明管理意图的高层陈述

D、表明所使用的技术控制措施的高层陈述

32、下面哪一种风险对电子商务系统来说是特殊的？（D）

A、服务中断 B、应用程序系统欺骗

C、未授权的信息泄露 D、确认信息发送错误

33、下面有关我国标准化管理和组织机构的说法错误的是？（C）

A、国家标准化管理委员会是统一管理全国标准化工作的主管机构

B、国家标准化技术委员会承担国家标准的制定和修改工作

C、全国信息安全标准化技术委员负责信息安全技术标准的审查、批准、编号和发布

D、全国信息安全标准化技术委员负责统一协调信息安全国家标准年度技术项目

34、项目管理是信息安全工程师基本理论，以下哪项对项目管理的理解是正确的？（A）

A、项目管理的基本要素是质量，进度和成本

B、项目管理的基本要素是范围，人力和沟通

C、项目管理是从项目的执行开始到项目结束的全过程进行计划、组织

D、项目管理是项目的管理者，在有限的资源约束下，运用系统的观点，方法和理论，对项目涉及的技术工作进行有效地管理

35、信息安全的金三角是（C）。

A、可靠性，保密性和完整性 B、多样性，冗余性和模化性

C、保密性，完整性和可用性 D、多样性，保密性和完整性

36、信息安全风险缺口是指（A）。

A、IT的发展与安全投入，安全意识和安全手段的不平衡

B、信息化中，信息不足产生的漏洞

C、计算机网络运行，维护的漏洞

D、计算中心的火灾隐患

37、信息安全风险应该是以下哪些因素的函数？（A）

A、信息资产的价值、面临的威胁以及自身存在的脆弱性等

B、病毒、黑客、漏洞等

C、保密信息如国家密码、商业秘密等

D、网络、系统、应用的复杂的程度

38、信息安全工程师监理的职责包括？（A）

A、质量控制，进度控制，成本控制，合同管理，信息管理和协调

B、质量控制，进度控制，成本控制，合同管理和协调

C、确定安全要求，认可设计方案，监视安全态势，建立保障证据和协调

D、确定安全要求，认可设计方案，监视安全态势和协调

39、信息安全管理最关注的是？（C）

A、外部恶意攻击 B、病毒对PC的影响

C、内部恶意攻击 D、病毒对网络的影响

40、信息分类是信息安全管理工作的重要环节，下面哪一项不是对信息进行分类时需要重点考虑的？（C）

A、信息的价值 B、信息的时效性

C、信息的存储方式 D、法律法规的规定

41、信息网络安全的第三个时代是（A）

A、主机时代，专网时代，多网合一时代 B、主机时代，PC时代，网络时代

C、PC时代，网络时代，信息时代 D、2001年，2002年，2003年

42、一个公司在制定信息安全体系框架时，下面哪一项是首要考虑和制定的？（A）

A、安全策略 B、安全标准 C、操作规程 D、安全基线

43、以下哪个不属于信息安全的三要素之一？（C）

A、机密性 B、完整性 C、抗抵赖性 D、可用性

44、以下哪一项安全目标在当前计算机系统安全建设中是最重要的？（C）

A、目标应该具体 B、目标应该清晰

C、目标应该是可实现的 D、目标应该进行良好的定义

45、以下哪一项计算机安全程序的组成部分是其它组成部分的基础？（A）

A、制度和措施 B、漏洞分析

C、意外事故处理计划 D、采购计划

46、以下哪一项是对信息系统经常不能满足用户需求的最好解释？（C）

A、没有适当的质量管理工具 B、经常变化的用户需求

C、用户参与需求挖掘不够 D、项目管理能力不强

47、以下哪一种人给公司带来了最大的安全风险？（D）

A、临时工 B、咨询人员 C、以前的员工 D、当前的员工

48、以下哪种安全模型未使用针对主客体的访问控制机制？（C）

A、基于角色模型 B、自主访问控制模型

C、信息流模型 D、强制访问控制模型

49、以下哪种措施既可以起到保护的作用还能起到恢复的作用？（C）

A、对参观者进行登记 B、备份

C、实施业务持续性计划 D、口令

50、以下哪种风险被定义为合理的风险？（B）

A、最小的风险 B、可接受风险

C、残余风险 D、总风险

51、以下人员中，谁负有决定信息分类级别的责任？（B）

A、用户 B、数据所有者 C、审计员 D、安全官

52、有三种基本的鉴别的方式：你知道什么，你有什么,以及（C）。

A、你需要什么 B、你看到什么 C、你是什么 D、你做什么

53、在对一个企业进行信息安全体系建设中，下面哪种方法是最佳的？（B）

A、自下而上 B、自上而下 C、上下同时开展 D、以上都不正确

54、在风险分析中，下列不属于软件资产的是（D）

A、计算机操作系统 B、网络操作系统

C、应用软件源代码 D、外来恶意代码

55、在国家标准中，属于强制性标准的是：（B）

A、GB/T XXXX-X-200X B、GB XXXX-200X

C、DBXX/T XXX-200X D、QXXX-XXX-200X

56、在任何情况下，一个组织应对公众和媒体公告其信息系统中发生的信息安全事件？（A）

A、当信息安全事件的负面影响扩展到本组织意外时

B、只要发生了安全事件就应当公告

C、只有公众的什么财产安全受到巨大危害时才公告

D、当信息安全事件平息之后

57、在信息安全策略体系中，下面哪一项属于计算机或信息安全的强制性规则？（A）

A、标准（Standard） B、安全策略（Security policy）

C、方针（Guideline） D、流程(Proecdure)

58、在信息安全管理工作中“符合性”的含义不包括哪一项？（C）

A、对法律法规的符合 B、对安全策略和标准的符合

C、对用户预期服务效果的符合 D、通过审计措施来验证符合情况

59、在许多组织机构中，产生总体安全性问题的主要原因是（A）。

A、缺少安全性管理 B、缺少故障管理

C、缺少风险分析 D、缺少技术控制机制

60、职责分离是信息安全管理的一个基本概念。其关键是权利不能过分集中在某一个人手中。职责分离的目的是确保没有单独的人员（单独进行操作）可以对应用程序系统特征或控制功能进行破坏。当以下哪一类人员访问安全系统软件的时候，会造成对“职责分离”原则的违背？（D）

A、数据安全管理员 B、数据安全分析员

C、系统审核员 D、系统程序员

61、中国电信的岗位描述中都应明确包含安全职责，并形成正式文件记录在案，对于安全职责的描述应包括（D）。

A、落实安全政策的常规职责 B、执行具体安全程序或活动的特定职责

C、保护具体资产的特定职责 D、以上都对

62、终端安全管理目标：规范支撑系统中终端用户的行为，降低来自支撑系统终端的安全威胁，重点解决以下哪些问题？（A）。

A、终端接入和配置管理；终端账号、秘密、漏洞补丁等系统安全管理；桌面及主机设置管理；终端防病毒管理

B、终端账号、秘密、漏洞补丁等系统安全管理；桌面及主机设置管理；终端防病毒管理

C、终端接入和配置管理；桌面及主机设置管理；终端防病毒管理

D、终端接入和配置管理；终端账号、秘密、漏洞补丁等系统安全管理；桌面及主机设置管理

63、著名的橘皮书指的是（A）。

A、可信计算机系统评估标准(TCSEC) B、信息安全技术评估标准（ITSEC）

C、美国联邦标准（FC） D、通用准则（CC）

64、资产的敏感性通常怎样进行划分？（C）

A、绝密、机密、敏感 B、机密、秘密、敏感和公开

C、绝密、机密、秘密、敏感和公开等五类

D、绝密、高度机密、秘密、敏感和公开等五类

65、重要系统关键操作操作日志保存时间至少保存（C）个月。

A、1 B、2 C、3 D、4

66、安全基线达标管理办法规定：BSS系统口令设置应遵循的内控要求是（C）

A、数字+字母 B、数字+字母+符号

C、数字+字母+字母大小写 D、数字+符号

67、不属于安全策略所涉及的方面是（D）。

A、物理安全策略 B、访问控制策略

C、信息加密策略 D、防火墙策略

68、“中华人民共和国保守国家秘密法”第二章规定了国家秘密的范围和密级，国家秘密的密级分为：（C）。

A、“普密”、“商密”两个级别 B、“低级”和“高级”两个级别

C、“绝密”、“机密”、“秘密”三个级别

D、“一密”、“二密”，“三密”、“四密”四个级别

69、对MBOSS系统所有资产每年至少进行（A）次安全漏洞自评估。

A、1 B、2 C、3 D、4

70、下列情形之一的程序，不应当被认定为《中华人民共和国刑法》规定的“计算机病毒等破坏性程序”的是：（A）。

A、能够盗取用户数据或者传播非法信息的

B、能够通过网络、存储介质、文件等媒介，将自身的部分、全部或者变种进行复制、传播，并破坏计算机系统功能、数据或者应用程序的

C、能够在预先设定条件下自动触发，并破坏计算机系统功能、数据或者应用程序的

D、其他专门设计用于破坏计算机系统功能、数据或者应用程序的程序

71、中国电信各省级公司争取在1-3年内实现CTG-MBOSS 系统安全基线“达标”（C）级以上。

A、A级 B、B级 C、C级 D、D级

72、下面对国家秘密定级和范围的描述中，哪项不符合《保守国家秘密法》要求？（C）

A、国家秘密和其密级的具体范围，由国家保密工作部门分别会同外交、公安、国家安全和其他中央有关规定

B、各级国家机关、单位对所产生的秘密事项，应当按照国家秘密及其密级的具体范围的规定确定密级

C、对是否属于国家和属于何种密级不明确的事项，可有各单位自行参考国家要求确定和定级，然后国家保密工作部门备案

D、对是否属于国家和属于何种密级不明确的事项，由国家保密工作部门，省、自治区、直辖市的保密工作部门，省、自治区、直辖市的保密工作部门，省、自治区政府所在地的市和经国务院批准的较大的市的保密工作部门或者国家保密工作部门审定的机关确定。

73、获取支付结算、证劵交易、期货交易等网络金融服务的身份认证信息（B）组以上的可以被《中华人民共和国刑法》认为是非法获取计算机信息系统系统认定的“情节严重”。

A、5 B、10 C、-15 D、20

74、基准达标项满（B）分作为安全基线达标合格的必要条件。

A、50 B、60 C、70 D、80

75、《国家保密法》对违法人员的量刑标准是（A）。

A、国家机关工作人员违法保护国家秘密的规定，故意或者过失泄露国家秘密，情节严重的，处三年以下有期徒刑或者拘役；情节特别严重的，处三年以上七年以下有期徒刑

B、国家机关工作人员违法保护国家秘密的规定，故意或者过失泄露国家秘密，情节严重的，处四年以下有期徒刑或者拘役；情节特别严重的，处四年以上七年以下有期徒刑

C、国家机关工作人员违法保护国家秘密的规定，故意或者过失泄露国家秘密，情节严重的，处五年以下有期徒刑或者拘役；情节特别严重的，处五年以上七年以下有期徒刑

D、-国家机关工作人员违法保护国家秘密的规定，故意或者过失泄露国家秘密，情节严重，处七年以下有期徒刑或者拘役；情节特别严重的，处七年以下有期徒刑

76、$HOME/.netrc文件包含下列哪种命令的自动登录信息？（C）

A、rsh B、ssh C、ftp D、rlogin

77、/etc/ftpuser文件中出现的账户的意义表示（A）。

A、该账户不可登录ftp B、该账户可以登录ftp C、没有关系 D、缺少

78、按TCSEC标准，WinNT的安全级别是（A）。

A、C2 B、B2 C、C3 D、B1

79、Linux系统/etc目录从功能上看相当于Windows的哪个目录？（B）

A、program files B、Windows C、system volume information D、TEMP

80、Linux系统格式化分区用哪个命令？（A）

A、fdisk B、mv C、mount D、df

81、在Unix系统中，当用ls命令列出文件属性时，如果显示-rwxrwxrwx,意思是（A）。

A、前三位rwx表示文件属主的访问权限；中间三位rwx表示文件同组用户的访问权限；后三位rwx表示其他用户的访问权限

B、前三位rwx表示文件同组用户的访问权限；中间三位rwx表示文件属主的访问权限；后三位rwx表示其他用户的访问权限

C、前三位rwx表示文件同域用户的访问权限；中间三位rwx表示文件属主的访问权限；后三位rwx表示其他用户的访问权限

D、前三位rwx表示文件属主的访问权限；中间三位rwx表示文件同组用户的访问权限；后三位rwx表示同域用户的访问权限

82、Linux系统通过（C）命令给其他用户发消息。

A、less B、mesg C、write D、echo to

83、Linux中，向系统中某个特定用户发送信息，用什么命令？（B）

A、wall B、write C、mesg D、net send

84、防止系统对ping请求做出回应，正确的命令是：（C）。

A、echo 0>/proc/sys/net/ipv4/icmp\_ehco\_ignore\_all

B、echo 0>/proc/sys/net/ipv4/tcp\_syncookies

C、echo 1>/proc/sys/net/ipv4/icmp\_echo\_ignore\_all

D、echo 1>/proc/sys/net/ipv4/tcp\_syncookies

85、NT/2K模型符合哪个安全级别？（B）

A、B2 B、C2 C、B1 D、C1

86、Red Flag Linux指定域名服务器位置的文件是（C）。

A、etc/hosts B、etc/networks C、etc/rosolv.conf D、/.profile

87、Solaris操作系统下，下面哪个命令可以修改/n2kuser/.profile文件的属性为所有用户可读、科协、可执行？（D）

A、chmod 744 /n2kuser/.profile B、 chmod 755 /n2kuser/.profile

C、 chmod 766 /n2kuser/.profile D、 chmod 777 /n2kuser/.profile

88、如何配置，使得用户从服务器A访问服务器B而无需输入密码？（D）

A、利用NIS同步用户的用户名和密码

B、在两台服务器上创建并配置/.rhost文件

C、在两台服务器上创建并配置$HOME/.netrc文件

D、在两台服务器上创建并配置/etc/hosts.equiv文件

89、Solaris系统使用什么命令查看已有补丁列表？（C）

A、uname –an B、showrev C、oslevel –r D、swlist –l product ‘PH??’

90、Unix系统中存放每个用户信息的文件是（D）。

A、/sys/passwd B、/sys/password C、/etc/password D、/etc/passwd

91、Unix系统中的账号文件是（A）。

A、/etc/passwd B、/etc/shadow C、/etc/group D、/etc/gshadow

92、Unix系统中如何禁止按Control-Alt-Delete关闭计算机？（B）

A、把系统中“/sys/inittab”文件中的对应一行注释掉

B、把系统中“/sysconf/inittab”文件中的对应一行注释掉

C、把系统中“/sysnet/inittab”文件中的对应一行注释掉

D、把系统中“/sysconf/init”文件中的对应一行注释掉

93、Unix中。可以使用下面哪一个代替Telnet，因为它能完成同样的事情并且更安全？（）

A、S-TELNET B、SSH C、FTP D、RLGON

94、Unix中，默认的共享文件系统在哪个位置？（C）

A、/sbin/ B、/usr/local/ C、/export/ D、/usr/

95、Unix中，哪个目录下运行系统工具，例如sh,cp等？（A）

A、/bin/ B、/lib/ C、/etc/ D、/

96、U盘病毒依赖于哪个文件打到自我运行的目的？（A）

A、autoron.inf B、autoexec.bat C、config.sys D、system.ini

97、Windows nt/2k中的.pwl文件是？（B）

A、路径文件 B、口令文件 C、打印文件 D、列表文件

98、Windows 2000目录服务的基本管理单位是（D）。

A、用户 B、计算机 C、用户组 D、域

99、Windows 2000系统中哪个文件可以查看端口与服务的对应？（D）

A、c:\winnt\system\drivers\etc\services B、c:\winnt\system32\services

C、c:\winnt\system32\config\services D、c:\winnt\system32\drivers\etc\services

100、Windows NT/2000 SAM存放在（D）。

A、WINNT B、WINNT/SYSTEM32

C、WINNT/SYSTEM D、WINNT/SYSTEM32/config

101、 Windows NT/2000中的.pwl文件是？（B）

A、路径文件 B、口令文件 C、打印文件 D、列表文件

102、Windows NT的安全标识（SID）串是由当前时间、计算机名称和另外一个计算机变量共同产生的，这个变量是什么？（C）

A、击键速度 B、用户网络地址 C、处理当前用户模式线程所花费CPU的时间 D、PING的响应时间

103、Windows NT和Windows 2000系统能设置为在几次无效登录后锁定账号，可以防止：（B）。

A、木马 B、暴力破解 C、IP欺骗 D、缓冲区溢出攻击

104、Windows主机推荐使用（A）格式。

A、NTFS B、FAT32 C、FAT D、Linux

105、XP当前的最新补丁是（C）。

A、SP1 B、SP2 C、SP3 D、SP4

106、按TCSEC标准，WinNT的安全级别是（A）。

A、C2 B、B2 C、C3 D、B1

107、当你感觉到你的Win2003运行速度明显减慢，当打开任务管理器后发现CPU使用率达到了100%，你认为你最有可能受到了（D）攻击。

A、缓冲区溢出攻击 B、木马攻击 C、暗门攻击 D、DOS攻击

108、档案权限755，对档案拥有者而言，是什么含义？（A）

A、可读，可执行，可写入 B、可读

C、可读，可执行 D、可写入

109、如何配置，使得用户从服务器A访问服务器B而无需输入密码（D）。

A、利用NIS同步用户的用户名和密码

B、在两台服务器上创建并配置/.rhosts文件

C、在两台服务器上创建并配置$HOME/.netrc文件

D、在两台服务器上创建并配置/et/hosts.equiv文件

110、要求关机后不重新启动，shutdown后面参数应该跟（C）。

A、–k B、–r C、-h D、 –c

111、一般来说，通过web运行http服务的子进程时，我们会选择（D）的用户用户权限方式，这样可以保证系统的安全。

A、root B、httpd C、guest D、nobody

112、以下哪项技术不属于预防病毒技术的范畴？（A）

A、加密可执行程序 B、引导区保护

C、系统监控与读写控制 D、校验文件

113、用户收到了一封可疑的电子邮件，要求用户提供银行账户及密码，这是属于何种攻击手段？（B）

A、缓冲区溢出攻击 B、钓鱼攻击 C、暗门攻击 D、DDos攻击

114、与另一台机器建立IPC$会话连接的命令是（D）。

A、net user [\\192.168.0.1\IPC$](file:///\\192.168.0.1\IPC$)

B、net use [\\192.168.0.1\IPC$](file:///\\192.168.0.1\IPC$) user:Administrator / passwd:aaa

C、net user \192.168.0.1IPC$ D、net use [\\192.168.0.1\IPC$](file:///\\192.168.0.1\IPC$)

115、在NT中，如果config.pol已经禁止了对注册表的访问，那么黑客能够绕过这个限制吗？怎样实现？（B）

A、不可以 B、可以通过时间服务来启动注册表编辑器

C、可以通过在本地计算机删除config.pol文件 D、可以通过poledit命令

116、在NT中，怎样使用注册表编辑器来严格限制对注册表的访问？（C）

A、HKEY\_CURRENT\_CONFIG,连接网络注册、登录密码、插入用户ID

B、HKEY\_CURRENT\_MACHINE,浏览用户的轮廓目录，选择NTUser.dat

C、HKEY\_USERS,浏览用户的轮廓目录，选择NTUser.dat

D、HKEY\_USERS,连接网络注册，登录密码，插入用户ID

117、在Solaris 8下，对于/etc/shadow文件中的一行内容如下“root:3vd4NTwk5UnLC:9038::::::”,以下说法正确的是：（E）。

A、这里的3vd4NTwk5UnLC是可逆的加密后的密码

B、这里的9038是指从1970年1月1日到现在的天数

C、这里的9038是指从1980年1月1日到现在的天数

D、这里的9038是指从1980年1月1日到最后一次修改密码的天数

E-以上都不正确

118、在Solaris 8下，对于/etc/shadow文件中的一行内容如下：root:3vd4NTwk5UnLC:0:1:Super-User:/:”，以下说法正确的是：（A）。

A、是/etc/passwd文件格式 B、是/etc/shadow文件格式

C、既不是/etc/passwd也不是/etc/shadow文件格式

D、这个root用户没有SHELL，不可登录

E、这个用户不可登录，并不是因为没有SHELL

119、在Solaris系统中，终端会话的失败登录尝试记录在下列哪个文件里面?(D)

A、-/etc/default/login B、/etc/nologin

C、/etc/shadow D、var/adm/loginlog

120、在Windows 2000中，以下哪个进程不是基本的系统进程:(D)

A、smss. exe B、csrss. Exe C、winlogon. exe D、-conime.exe

121、在Windows 2000中可以察看开放端口情况的是:(D)。

A、nbtstat B、net C、net show D、netstat

122.、在Windows 2003下netstat的哪个参数可以看到打开该端口的PID?(C)（格式到此）

A、a B、n C、o D 、p

123.、在使用影子口令文件(shadowedpasswords)的Linux系统中，/etc/passwd文件和/etc/shadow文件的正确权限分别是(C)。

A、rw-r-----,-r-------- B、rw-r--r--,-r--r--r—

C、rw-r--r--,-r-------- Drw-r--rw-,-r-----r--

124.、制定数据备份方案时，需要重要考虑的两个因素为适合的备份时间和(B)。

A、备份介质 B、备份的存储位置

C、备份数据量 D、恢复备份的最大允许时间

125.、周期性行为，如扫描，会产生哪种处理器负荷?(A)

A、Idle Ioad B、Usage Ioad C、Traffic load D、以上都不对

126、主要由于(D)原因，使Unix易于移植

A、Unix是由机器指令书写的 B、Unix大部分由汇编少部分用C语言编写

C、Unix是用汇编语言编写的 D、Unix小部分由汇编大部分用C语言编写

127.、HP-UX系统中，使用(A)命令查看系统版本、硬件配置等信息。

A、uname -a B、ifconfig C、netstat D、ps -ef

128.、Linux文件权限一共10位长度，分成四段，第三段表示的内容是(C)。

A、文件类型 B、文件所有者的权限

C、文件所有者所在组的权限 D、其他用户的权限

129、在云计算虚拟化应用中，VXLAN技术处于OS工网络模型中2-3层间，它综合了2层交换的简单性与3层路由的跨域连接性。它是通过在UDP/IP上封装Mac地址而实现这一点的。在简单应用场合，vxLAN可以让虚拟机在数据中心之间的迁移变得更为简单。该技术是哪个公司主推的技术?(C)

A、惠普 B、Juniper C、Cisco与Vmware D、博科Brocade

130.、Linux中，什么命令可以控制口令的存活时间了(A)。

A、chage B、passwd C、chmod D、umask

131.、Qfabric技术是使用市场上现成的计算和存储网元并利用行业标准的网络接口将它们连接后组建大规模的数据中心，以满足未来云计算的要求。该技术概念是哪个厂家主推的概念?(B)

A、惠普 B、uniper C、Cisco与Vmware D、博科Brocade

132、为了检测Windows系统是否有木马入侵，可以先通过()命令来查看当前的活动连接端口。

A、ipconfig B、netstat -rn C、tracert –d D、netstat -an

133、网络营业厅提供相关服务的可用性应不低于（A）。

A、99.99% B、99.9% C、99% D、98.9%

134.、IRF(Intelligent Resilient Framework)是在该厂家所有数据中心交换机中实现的私有技术，是应用在网络设备控制平面的多虚拟技术。该技术属于哪个厂家?(A)

A、惠普 B、Juniper C、Cisco与Vmware D、博科Brocade

135.、Windows NT的安全标识符(SID)是由当前时间、计算机名称和另外一个计算机变量共同产生的，这个变量是:(D)。

A、击键速度 B、当前用户名

C、用户网络地址 D、处理当前用户模式线程所花费CPU的时间

136、脆弱性扫描，可由系统管理员自行进行检查，原则上应不少于(B)。

A、每周一次 B、每月一次 C、每季度一次 D、每半年一次

137、下面哪一个情景属于身份验证(Authentication)过程?(A)

A、用户依照系统提示输入用户名和口令

B、用户在网络上共享了自己编写的一份Office文档，并设定哪些用户可以阅读，哪些用户可以修改

C、用户使用加密软件对自己编写的Office文档进行加密，以阻止其他人得到这份拷贝后看到文档中的内容

D、某个人尝试登录到你的计算机中，但是口令输入的不对，系统提示口令错误，并将这次失败的登录过程纪录在系统日志中

138、下面哪一个情景属于授权(Authorization)过程?(B)

A、用户依照系统提示输入用户名和口令

B、用户在网络上共享了自己编写的一份Office文档，并设定哪些用户可以阅读，哪些用户可以修改

C、用户使用加密软件对自己编写的Office文档进行加密，以阻止其他人得到这份拷贝后看到文档中的内容

D、某个人尝试登录到你的计算机中，但是口令输入的不对，系统提示口令错误，并将这次失败的登录过程纪录在系统日志中

139、下列哪一条与操作系统安全配置的原则不符合?(D)

A、关闭没必要的服务 B、不安装多余的组件

C、安装最新的补丁程序 D、开放更多的服务

140、关于DDoS技术，下列哪一项描述是错误的(D)。

A、一些DDoS攻击是利用系统的漏洞进行攻击的

B、黑客攻击前对目标网络进行扫描是发功DDoS攻击的一项主要攻击信息来源

C、对入侵检测系统检测到的信息进行统计分析有利于检测到未知的黑客入侵和更为复杂的DDoS攻击入侵

D、DDoS攻击不对系统或网络造成任何影响

141、关于PPP协议下列说法正确的是:(C)。

A、PPP协议是物理层协议

B、PPP协议是在HDLC协议的基础上发展起来的

C、PPP协议支持的物理层可以是同步电路或异步电路

D、PPP主要由两类协议组成:链路控制协议族CLCP)和网络安全方面的验证协议族(PAP和CHAP)

142、接口被绑定在2层的zone，这个接口的接口模式是（C）。

A、NAT mode B、Route mode

C、-Transparent mode D、NAT或Route mode

143、接入控制方面，路由器对于接口的要求包括：（D）。

A、串口接入 B、局域网方式接入 C、Internet方式接入 D、VPN接入

144、局域网络标准对应OSI模型的哪几层？（C）。

A、上三层 B、只对应网络层 C、下三层 D、只对应物理层

145、拒绝服务不包括以下哪一项？（D）。

A、DDoS B、畸形报文攻击 C、Land攻击 D、ARP攻击

146、抗DDoS防护设备提供的基本安全防护功能不包括（A）。

A、对主机系统漏洞的补丁升级 B、检测DDoS攻击

C、DDoS攻击警告 D、DDoS攻击防护

147、路由器产品提供完备的安全架构以及相应的安全模块，在软、硬件层面设置重重过滤，保护路由器业务安全。其中不对的说法是：（C）。--》缺少D选项

A、路由器产品支持URPF，可以过滤大多数虚假IP泛洪攻击

B、路由器产品支持CAR功能，可以有效限制泛洪攻击

C、路由器产品不支持ACL配置功能，不能定制过滤规则

D、

148、路由器对于接入权限控制，包括：（D）。

A、根据用户账号划分使用权限 B、根据用户接口划分使用权限

C、禁止使用匿名账号 D、以上都是

149、路由器启动时默认开启了一些服务，有些服务在当前局点里并没有作用，对于这些服务：（C）。缺少D选项

A、就让他开着，也耗费不了多少资源 B、就让他开着，不会有业务去访问

C、必须关闭，防止可能的安全隐患 D、

150、设置Cisco设备的管理员账号时，应（C）。

A、多人共用一个账号 B、多人共用多个账号

C、一人对应单独账号 D、一人对应多个账号

151、什么命令关闭路由器的finger服务？（C）

A、disable finger B、no finger C、no finger service D、no service finger

152、什么是IDS？（A）

A、入侵检测系统 B、入侵防御系统 C、网络审计系统 D、主机扫描系统

153、实现资源内的细粒度授权，边界权限定义为：（B）。

A、账户 B、角色 C、权限 D、操作

154、使网络服务器中充斥着大量要求回复的信息，消息带宽，导致网络或系统停止正常服务，这属于什么攻击类型？（A）

A、拒绝服务 B、文件共享 C、BIND漏洞 D、远程过程调用

155、使用TCP 79端口的服务是：（D）。

A、telnet B、SSH C、Web D、Finger

156、使用一对一或者多对多方式的NAT转换，当所有外部IP地址均被使用后，后续的内网用户如需上网，NAT转换设备会执行什么样的动作？（C）

A、挤掉前一个用户，强制进行NAT转换 B、直接进行路由转发

C、不做NAT转换 D、将报文转移到其他NAT转换设备进行地址转换

157、私网地址用于配置本地网络、下列地址中属于私网地址的是？（C）

A、100.0.0.0 B、172.15.0.0 C、192.168.0.0 D、244.0.0.0

158、随着Internet发展的势头和防火墙的更新，防火墙的哪些功能将被取代。（D）

A、使用IP加密技术 B、日志分析工作

C、攻击检测和报警 D、对访问行为实施静态、固定的控制

159、随着安全要求的提高、技术的演进，（D）应逐步实现物理隔离，或者通过采用相当于物理隔离的技术（如MPLSVPN）实现隔离。

A、局域网 B、广域网及局域网 C、终端 D、广域网

160、通过向目标系统发送有缺陷的IP报文，使得目标系统在处理这样的IP包时会出现崩溃，请问这种攻击属于何种攻击？（D）

A、拒绝服务（DoS）攻击 B、扫描窥探攻击

C、系统漏洞攻击 D、畸形报文攻击

161、通信领域一般要求3面隔离，即转发面、控制面、用户面实现物理隔离，或者是逻辑隔离，主要目的是在某一面受到攻击的时候，不能影响其他面。路由器的安全架构在实现上就支持：（D）

A、转发面和控制面物理隔离 B、控制面和用户面逻辑隔离

C、转发面和用户面逻辑隔离 D、以上都支持

162、网管人员常用的各种网络工具包括telnet、ftp、ssh等，分别使用的TCP端口号是（B）。

A、21、22、23 B、23、21、22 C、23、22、21 D、21、23、22

163、网络安全工作的目标包括：（D）。

A、信息机密性 B、信息完整性 C、服务可用性 D、以上都是

164、网络安全在多网合一时代的脆弱性体现在（C）。

A、网络的脆弱性 B、软件的脆弱性 C、管理的脆弱性 D、应用的脆弱性

165、应限制Juniper路由器的SSH（A），以防护通过SSH端口的DoS攻击。

A、并发连接数和1分钟内的尝试连接数 B、并发连接数

C、1分钟内的尝试连接数 D、并发连接数和3分钟内的尝试连接数

166、应用网关防火墙的逻辑位置处在OSI中的哪一层？（C）

A、传输层 B、链路层 C、应用层 D、物理层

167、应用网关防火墙在物理形式上表现为？（B）

A、网关 B、堡垒主机 C、路由 D、交换机

168、用来追踪DDoS流量的命令式：（C）

A、ip source-route B、ip cef C、ip source-track D、ip finger

169、用于保护整个网络IPS系统通常不会部署在什么位置？（D）

A、网络边界 B、网络核心 C、边界防火墙内 D、业务终端上

170、用于实现交换机端口镜像的交换机功能是：（D）

A、PERMIT LIST B、PVLAN C、VTP D、SPAN

171、有关L2TP（Layer 2 Tunneling Protocol）协议说法有误的是（D）。

A、L2TP是由PPTV协议和Cisco公司的L2F组合而成

B、L2TP可用于基于Internet的远程拨号访问

C、为PPP协议的客户建立拨号连接的VPN连接

D、L2TP只能通过TCP/IP连接

172、有关PPTP（Point-to-Point Tunnel Protocol）说法正确的是（C）。

A、PPTP是Netscape提出的 B、微软从NT3.5以后对PPTP开始支持

C、PPTP可用在微软的路由和远程访问服务上 D、它是传输层上的协议

173、有一些应用，如微软Out look或MSN。它们的外观会在转化为基于Web界面的过程中丢失，此时要用到以下哪项技术：（B）

A、Web代理 B、端口转发 C、文件共享 D、网络扩展

174、预防信息篡改的主要方法不包括以下哪一项？（A）

A、使用VPN技术 B、明文加密 C、数据摘要 D、数字签名

175、域名服务系统（DNS）的功能是（A）。

A、完成域名和IP地址之间的转换 B、完成域名和网卡地址之间的转换

C、完成主机名和IP地址之间的转换 D、完成域名和电子邮件地址之间的转换

176、源IP为100.1.1.1，目的IP为100.1.1.255，这个报文属于什么攻击？（B）（假设该网段掩码为255.255.255.0）

A、LAND攻击 B、SMURF攻击 C、FRAGGLE攻击 D、WINNUKE攻击

177、在AH安全协议隧道模式中，新IP头内哪个字段无需进行数据完整性校验？（A）

A、TTL B、源IP地址 C、目的IP地址 D、源IP地址+目的IP地址

178、在C/S环境中，以下哪个是建立一个完整TCP连接的正确顺序？（D）

A、SYN，SYN/ACK，ACK B、Passive Open,Active Open,ACK,ACK

C、SYN,ACK/SYN,ACK D、Active Open/Passive Open,ACK,ACK

179、在L2TP应用场景中，用户的私有地址分配是由以下哪个组建完成？（B）

A、LAC B、LNS C、VPN Client D、用户自行配置

180、在OSI模型中，主要针对远程终端访问，任务包括会话管理、传输同步以及活动管理等以下是哪一层（A）

A、应用层 B、物理层 C、会话层 D、网络层

181、在OSI参考模型中有7个层次，提供了相应的安全服务来加强信息系统的安全性。以下哪一层提供了抗抵赖性？（B）

A、表示层 B、应用层 C、传输层 D、数据链路层

182、在安全策略的重要组成部分中，与IDS相比，IPS的主要优势在哪里？（B）

A、产生日志的数量 B、攻击减少的速度

C、较低的价格 D、假阳性的减少量

183、在安全审计的风险评估阶段，通常是按什么顺序来进行的？（A）

A、侦查阶段、渗透阶段、控制阶段 B、渗透阶段、侦查阶段、控制阶段

C、控制阶段、侦查阶段、渗透阶段 D、侦查阶段、控制阶段、渗透阶段

184、在层的方式当中，哪种参考模型描述了计算机通信服务和协议？（D）

A、IETF 因特网工程工作小组 B、ISO 国际标准组织

C、IANA 因特网地址指派机构 D、OSI 开放系统互联

185、在传输模式IPSec应用情况中，以下哪个区域数据报文可受到加密安全保护？（D）

A、整个数据报文 B、原IP头 C、新IP头 D、传输层及上层数据报文

186、在点到点链路中，OSPF的Hello包发往以下哪个地址？（B）

A、127.0.0.1 B、224.0.0.5 C、233.0.0.1 D、255.255.255.255

187、在建立堡垒主机时，（A）。

A、在堡垒主机上应设置尽可能少的网络服务

B、在堡垒主机上应设置尽可能多的网络服务

C、对必须设置的服务给予尽可能高的权限

D、不论发生任何入侵情况，内部网始终信任堡垒主机

188、在进行Sniffer监听时，系统将本地网络接口卡设置成何种侦听模式？（D）

A、unicast单播模式 B、Broadcast广播模式

C、Multicast组播模式 D、Promiscuous混杂模式

189、在零传输（Zone transfers）中DNS服务使用哪个端口？（A）

A、TCP 53 B、UDP 53 C、UDP 23 D、TCP23

190、在入侵检测的基础上，锁定涉嫌非法使用的用户，并限制和禁止该用户的使用。这种访问安全控制是？（C）

A、入网访问控制 B、权限控制 C、网络检测控制 D、防火墙控制

191、在思科设备上，若要查看所有访问表的内容，可以使用的命令式（B）

A、show all access-lists B、show access-lists

C、show ip interface D、show interface

192、在网络安全中，中断指攻击者破坏网络系统的资源，使之变成无效的或无用的这是对（A）。

A、可用性的攻击 B、保密性的攻击 C、完整性的攻击 D、真实性的攻击

193、在一个局域网环境中，其内在的安全威胁包括主动威胁和被动威胁。以下哪一项属于被动威胁？（C）

A、报文服务拒绝 B、假冒 C、数据流分析 D、报文服务更改

194、在以下OSI七层模型中，synflooding攻击发生在哪层？（C）

A、数据链路层 B、网络层 C、传输层 D、应用层

195、在以下哪类场景中，移动用户不需要安装额外功能（L2TP）的VPDN软件？（B）

A、基于用户发起的L2TP VPN B、基于NAS发起的L2TP VPN

C、基于LNS发起的L2TP VPN D、以上都是

196、账户口令管理中4A的认证管理的英文单词为：（B）

A、Account B、Authentication C、Authorization D、Audit

197、只具有（A）和FIN标志集的数据包是公认的恶意行为迹象。

A、SYN B、date C、head D、标志位

198、主从账户在4A系统的对应关系包含：（D）

A、1 -N B、1 -1 C、N -1 D、以上全是

199、主动方式FTP服务器要使用的端口包括（A）。

A、TCP 21 TCP 20 B、TCP21 TCP大于1024的端口

C、TCP 20、TCP 大于1024端口 D、都不对

200、下列（D）因素不是影响IP电话语音质量的技术因素。

A、时延 B、抖动 C、回波 D、GK性能

201、下列安全协议中使用包括过滤技术，适合用于可信的LAN到LAN之间的VPN（内部VPN）的是（D）。

A、PPTP B、L2TP C、SOCKS v5 D、IPSec

202、下列不是抵御DDoS攻击的方法有（D）。

A、加强骨干网设备监控 B、关闭不必要的服务

C、限制同时打开的Syn半连接数目 D、延长Syn半连接的time out时间

203、下列措施不能增强DNS安全的是（C）。

A、使用最新的BIND工具 B、双反向查找

C、更改DNS的端口号 D、不要让HINFO记录被外界看到

204、下列各种安全协议中使用包过滤技术，适合用于可信的LAN到LAN之间的VPN，即内部网VPN的是（）。

A、PPTP B、L2TP C、SOCKS v5 D、IPSec

205、下列哪个属于可以最好的描述系统和网络的状态分析概念，怎么处理其中的错误才是最合适？（D）

A、回应的比例 B、被动的防御 C、主动的防御 D、都不对

206、下列哪项是私有IP地址？（A）

A、10.5.42.5 B、172.76.42.5 C、172.90.42.5 D、241.16.42.5

207、下列哪一项能够提高网络的可用性？（B）

A、数据冗余 B、链路冗余 C、软件冗余 D、电源冗余

208、下列哪一种攻击方式不属于拒绝服务攻击：（A）。

A、LOphtCrack B、Synflood C、Smurf D、Ping of Death

209、下列哪一项是arp协议的基本功能？（A）

A、通过目标设备的IP地址，查询目标设备的MAC地址，以保证通信的进行

B、对局域网内的其他机器广播路由地址

C、过滤信息，将信息传递个数据链路层 D、将信息传递给网络层

210、最早的计算机网络与传统的通信网络最大的区别是什么？（A）

A、计算机网络采用了分组交换技术 B、计算机网络采用了电路交换技术

C、计算机网络的可靠性大大提高 D、计算机网络带宽和速度大大提高

211、以下哪个属于IPS的功能？（A）

A、检测网络攻击 B、网络流量检测 C、实时异常告警 D、以上都是

212、以下说法错误的是（C）。

A、安全是一个可用性与安全性之间的平衡过程 B、安全的三要素中包含完整性

C、可以做到绝对的安全 D、网络安全是信息安全的子集

213、以下属于4A策略管理模块可以管理的为（C）。

A、访问控制策略 B、信息加密策略 C、密码策略 D、防火墙策略

214、最早研究计算机网络的目的是什么？（B）

A、共享硬盘空间、打印机等设备 B、共享计算资源

C、直接的个人通信 D、大量的数据交换

215、防火墙截取内网主机与外网通信，由防火墙本身完成与外网主机通信，然后把结果传回给内网主机，这种技术称为（C）。

A、内容过滤 B、地址转换 C、透明代理 D、内容中转

216、可以通过哪种安全产品划分网络结构，管理和控制内部和外部通讯（A）。

A、防火墙 B、CA中心 C、加密机 D、防病毒产品

217、网络隔离技术的目标是确保把有害的攻击隔离，在保证网络内部信息不外泄的前提下，完成网络间数据的安全交换。下列隔离技术中，安全性最好的是（D）。

A、多重安全网关 B、防火墙 C、Vlan隔离 D、物理隔离

218、下列哪项不是Tacacs+协议的特性。（A）

A、扩展记账 B、加密整个数据包 C、使用TCP D、支持多协议

219、一个数据包过滤系统被设计成只允许你要求服务的数据包进入，而过滤掉不必要的服务。这属于什么基本原则？（A）

A、最小特权 B、阻塞点 C、失效保护状态 D、防御多样化

220、包过滤防火墙工作的好坏关键在于？（C）

A、防火墙的质量 B、防火墙的功能 C、防火墙的过滤规则设计 D、防火墙的日志

221、对于日常维护工作，连接路由器的协议通常使用：（B）。缺少D选项

A、TELNET，简单，容易配置 B、SSH &SSHv2 加密算法强劲，安全性好

C、TELNET配置16位长的密码，加密传输，十分安全 D、

222、BOTNET是（C）。

A、普通病毒 B、木马程序 C、僵尸网络 D、蠕虫病毒

223、监听的可能性比较低的是（B）数据链路。

A、Ethernet B、电话线 C、有线电视频道 D、无线电

224、当IPS遇到软件/硬件问题时，强制进入直通状态，以避免网络断开的技术机制称为（B）。

A、pass B、bypass C、watchdog D、HA

225、网络环境下的security是指（A）。

A、防黑客入侵，防病毒，窃取和敌对势力攻击

B、网络具有可靠性，可防病毒，窃密和敌对势力攻击

C、网络具有可靠性，容灾性，鲁棒性

D、网络的具有防止敌对势力攻击的能力

226、某一案例中，使用者已将无线AP的SSID广播设置为禁止，并修改了默认SSID值，但仍有未经授权的客户端接入该无线网络，这是因为（D）

A、禁止SSID广播仅在点对点的无线网络中有效

B、未经授权客户端使用了默认SSID接入

C、无线AP开启了DHCP服务

D、封装了SSID的数据包仍然会在无线AP与客户端之间传递

227、为了保护DNS的区域传送（zone transfer），应该配置防火墙以阻止（B）。

1.UDP

2.TCP

3.53

4.52

A、1,3 B、2,3 C、1,4 D、2,4

228、以下不属于代理服务技术优点的是（D）。

A、可以实现身份认证 B、内部地址的屏蔽盒转换功能

C、可以实现访问控制 D、可以防范数据驱动侵袭

229、应控制自互联网发起的会话并发连接数不超出网上营业厅设计容量的（C）。

A、60% B、70% C、80% D、90%

230、TCP协议与UDP协议相比，TCP是（B），UDP是（）。

A、设置起来麻烦；很好设置 B、容易；困难

C、面向连接的；非连接的 D、不可靠的；可靠的

231、交换机转发以太网的数据基于：（B）。

A、交换机端口号 B、MAC地址 C、IP地址 D、数据类别

232、HTTP，FTP，SMTP建立在OSI模型的哪一层？（D）

A、2层-数据链路层 B、3层-网络层 C、4层-传输层 D、7层-应用层

233、网络安全的基本属性是（D）。

A、机密性 B、可用性 C、完整性 D、以上都是

234、网络安全的主要目的是保护一个组织的信息资产的（A）。

A、机密性、完整性、可用性 B、参照性、可用性、机密性、

C、可用性、完整性、参照性 D、完整性、机密性、参照性

235、DBS是采用了数据库技术的计算机系统。DBS是一个集合体，包含数据库、计算机硬件、软件和（C）。

A、系统分析员 B、程序员 C、数据库管理员 D、操作员

236、MySQL -h host -u user -p password命令的含义如下，哪些事正确的？（D）

A、-h后为host为对方主机名或IP地址 B、-u后为数据库用户名

C、-p后为密码 D、以上都对

237、Oracle当连接远程数据库或其它服务时，可以指定网络服务名，Oracle9i支持5中命名方法，请选择错误的选项。（D）

A、本地命名和目录命名 B、Oracle名称（Oracle Names）

C、主机命名和外部命名 D、DNS和内部命名

238、Oracle的数据库监听器（LISTENER）的默认通讯端口是？（A）

A、TCP 1521 B、TCP 1025 C、TCP 1251 D、TCP 1433

239、Oracle默认的用户名密码为（A）。

A、Scote/tiger B、root C、null D、rootroot

240、Oracle数据库中，物理磁盘资源包括哪些（D）。

A、控制文件 B、重做日志文件 C、数据文件 D、以上都是

241、Oracle中启用审计后，查看审计信息的语句是下面哪一个？（C）

A、select \* from SYS.AUDIT$ B、select \* from syslogins

C、select \* from SYS.AUD$ D、AUDIT SESSION

242、SMTP的端口？（A）

A、25 B、23 C、22 D、21

243、SQL Server的登录账户信息保存在哪个数据库中？（C）

A、model B、msdb C、master D、tempdb

244、SQL Sever的默认DBA账号是什么？（B）

A、administrator B、sa C、root D、SYSTEM

245、SQL Sever的默认通讯端口有哪些？（B）

A、TCP 1025 B、TCP 1433 C、UDP 1434 D、TCP 14333 E、TCP 445

246、SQL Sever中可以使用哪个存储过程调用操作系统命令，添加系统账号？（B）

A、xp\_dirtree B、xp\_cmdshell C、xp\_cmdshell D、xpdeletekey

247、SQL Sever中下面哪个存储过程可以执行系统命令？（C）

A、xp\_regread B、xp\_command C、xp\_cmdshell D、sp\_password

248、SQL的全局约束是指基于元祖的检查子句和（C）。

A、非空值约束 B、域约束子句 C、断言 D、外键子句

249、SQL数据库使用以下哪种组件来保存真实的数据？（C）

A、Schemas B、Subschemas C、Tables D、Views

250、SQL语句中，彻底删除一个表的命令是（B）。

A、delete B、drop C、clear D、remore

251、SQL语言可以（B）在宿主语言中使用，也可以独立地交互式使用。

A、-极速 B、-嵌入 C、-混合 D、-并行

252、SSL安全套接字协议所用的端口是（B）。

A、80 B、443 C、1433 D、3389

253、不属于数据库加密方式的是（D）。

A、库外加密 B、库内加密 C、硬件/软件加密 D、专用加密中间件

254、测试数据库一个月程序主要应对的风险是（B）。

A、非授权用户执行“ROLLBACK”命令 B、非授权用户执行“COMMIT”命令

C、非授权用户执行“ROLLRORWARD”命令 D、非授权用户修改数据库中的行

**255、查看Oracle 8i及更高版本数据库的版本信息的命令是（C）。----缺少CD选项**

**A、cd $Oracle\_HOME/orainst B、C-cd $Oracle\_HIME/orainst C、 D、**

256、从安全的角度来看，运行哪一项起到第一道防线的作用？（C）

A、远端服务器 B、WEB服务器 C、防火墙 D、使用安全shell程序

257、从下列数据库分割条件中，选出用于抵御跟踪器攻击和抵御对线性系统攻击的一项。（B）。

A、每个分割区G有g=|G|记录，其中g=0或g>=n，且g为偶数，

B、记录必须成对地加入G或从G中删除

C、查询集虚报口各个分割区，如果查询含有一个以上记录的统计信息是从m各分割区G1，G2，… …Gm中每一个分割区而来的，则统计信息g（G1VG2V… …VGm）是允许发布

D、记录必须不对地加入G或从G中删除

258、单个用户使用的数据库视图的描述为（A）。

A、外模式 B、概念模式 C、内模式 D、存储模式

259、对于IIS日志记录，推荐使用什么文件格式？（D）

A、Microsoft IIS日志文件格式 B、NCSA公用日志文件格式

C、ODBC日志记录格式 D、W3C扩展日志文件格式

**260、对于IIS日志文件的存放目录，下列哪项设置是最好的？（D）----缺少D选型**

**A、%WinDir%\System32\LogFiles B、C:\Inetpub\wwwroot\LogFiles**

**C、C:\LogFiles..)-F:\LogFiles D、**

261、对于IIS日志文件的访问权限，下列哪些设置是正确的？（D）

A、SYSTEM（完全控制）Administrator（完全控制）Users（修改）

B、SYSTEM（完全控制）Administrator（完全控制）Everyone（读取和运行）

C、SYSTEM（完全控制）Administrator（完全控制）Inernet来宾账户（读取和运行） D、SYSTEM（完全控制）Administrator（完全控制）

262、对于数据库的描述一下哪项说法是正确的？（A）

A、数据和一系列规则的集合 B、一种存储数据的软件

C、一种存储数据的硬件 D、是存放人量数据的软件

263、攻击者可能利用不必要的extproc外部程序调用功能获取对系统的控制权，威胁系统安全。关闭Extproc功能需要修改TNSNAMES.ORA和LISTENER.ORA文件删除一下条目，其中有一个错误的请选择出来（A）。

A、sys\_ertproc B、icache\_extproc

C、PLSExtproc D、extproc

264、关系数据库中，实现实体之间的联系是通过表与表之间的（D）。

A、公共索引 B、公共存储

C、公共元组 D、公共属性

265、关系型数据库技术的特征由一下哪些元素确定的？（A）

A、行和列 B、节点和分支

C、Blocks和Arrows D、父类和子类

266、关于WEB应用软件系统安全，说法正确的是（D）？

A、Web应用软件的安全性仅仅与WEB应用软件本身的开发有关

B、系统的安全漏洞属于系统的缺陷，但安全漏洞的检测不属于测试的范畴

C、黑客的攻击主要是利用黑客本身发现的新漏洞

D、以任何违反安全规定的方式使用系统都属于入侵

267、目前数据大集中是我国重要的大型分布式信息系统建设和发展的趋势，数据大集中就是将数据集中存储和管理，为业务信息系统的运行搭建了统一的数据平台，对这种做法认识正确的是（D）？

A、数据库系统庞大会提供管理成本 B、数据库系统庞大会降低管理效率

C、数据的集中会降低风险的可控性 D、数据的集中会造成风险的集中

268、哪一个是PKI体系中用以对证书进行访问的协议（B）？

A、SSL B、LDAP C、CA D、IKE

269、如果一个SQL Server数据库维护人员，需要具有建立测试性的数据库的权限，那么应该指派给他哪个权限（A）？

A、Database Creators B、System Administrators

C、Server Administrators D、Security Adiministrators

270、如果以Apache 为WWW服务器，（C）是最重要的配置文件。

A、access.conf B、srm.cong C、httpd.conf D、mime.types

271、若有多个Oracle数据需要进行集中管理，那么对sysdba的管理最好选择哪种认证方式（B）？

A、系统认证 B、password文件认证方式 C、域认证方式 D、以上三种都可

272、数据库管理系统DBMS主要由哪两种部分组成？（A）

A、文件管理器和查询处理器 B、事务处理器和存储管理器

C、存储管理器和查询处理器 D、文件管理器和存储管理器

273、数据库系统与文件系统的最主要区别是（B）。

A、数据库系统复杂，而文件系统简单

B、文件系统不能解决数据冗余和数据独立性问题，而数据库系统可以解决

C、文件系统只能管理程序文件，而数据库系统能够管理各宗类型的文件

D、文件系统管理的数据量较少，而数据库系统可以管理庞大的数据量

274、为了防止电子邮件中的恶意代码，应该由（A）方式阅读电子邮件。

A、纯文本 B、网页 C、程序 D、会话

275、为了应对日益严重的垃圾邮件问题，人们设计和应用了各种垃圾邮件过滤机制，以下哪一项是耗费计算资源最多的一种垃圾邮件过滤机（D）？

A、SMTP身份认证 B、逆向名字解析 C、黑名单过滤 D、内容过滤

276、为什么要对数据库进行“非规范化”处理（B）？

A、确保数据完整性 B、增加处理效率 C、防止数据重复 D、节省存储空间

277、下列不属于WEB安全性测试的范畴的是（A）？

A、数据库内容安全性 B、客户端内容安全性

C、服务器端内容安全性 D、日志功能

278、下列操作中，哪个不是SQL Server服务管理器功能（A）？

A、执行SQL查询命令 B、停止SQL Server 服务

C、暂停SQL Server服务 D、启动SQL Server服务

279、下列关于IIS的安全配置，哪些是不正确的（C）？

A、将网站内容移动到非系统驱动程序 B、重命名IUSR账户

C、禁用所有WEB服务扩展 D、创建应用程序池

280、下列哪些不是广泛使用http服务器？（D）

A、W3C B、Apache C、IIS D、IE

281、下列哪些属于WEB脚本程序编写不当造成的（C）？

A、IIS5.0 Webdav Ntdll.dll远程缓冲区一处漏洞

B、apache可以通过../../../../../../../etc/passwd方位系统文件

C、登陆页面可以用password=’a’or’a’=’a’绕过

D、数据库中的口令信息明文存放

282、下列哪种方法不能有效的防范SQL进入攻击（C）？

A、对来自客户端的输入进行完备的输入检查

B、把SQL语句替换为存储过程、预编译语句或者使用ADO命令对象

C、使用SiteKey技术

D、关掉数据库服务器或者不使用数据库

283、下列哪种工具不是WEB服务器漏洞扫描工具（B）？

A、Nikto B、Web Dumper C、paros Proxy D、Nessus

284、下列哪种攻击不是针对统计数据库的（D）？

A、小查询集合大查询集攻击 B、中值攻击 C、跟踪攻击 D、资源解析攻击

285、下列哪项中是数据库中涉及安全保密的主要问题（A）？

A、访问控制问题 B、数据的准确性问题

C、数据库的完整性问题 D、数据库的安全性问题

286、下列应用服务器中，不遵循J2EE规范的是（C）？

A、MTS B、WebLogic C、Oracle 9iApplication Server D、WebSpere

287、下面关于IIS报错信息含义的描述正确的是（B）？

A、401-找不到文件 B、403-禁止访问 C、404-权限问题 D、500-系统错误

288、下面关于Oracle进程的描述，哪项是错误的（B）？

A、运行在Windows平台上的Oracle能让每个用户组程序化地打开新的进程，这是一个安全隐患

B、在Windows平台，除了Oracle.exe进程外还有其他的独立进程

C、unix平台上有多个独立运行的进程，包括数据写进程、日志写进程、存档进程、系统监控进程、进程监控进程

D、有一个特殊的内存区域被映射为\*nix平台上的所有进程，此区域时系统全局去

289、下面哪一项是与数据库管理员（DBA）职责不相容的（C）？

A、数据管理 B、信息系统管理 C、系统安全 D、信息系统规划

290、下面选型中不属于数据库安全控制的有（D）。

A、信息流控制 B、推论控制 C、访问控制 D、隐通道控制

291、下面选型中不属于数据库安全模型的是（D）。

A、自主型安全模型 B、强制型安全模型 C、基于角色的模型 D、访问控制矩阵

292、一般来说，通过WEB运行http服务的子进程时，我们会选择（D）的用户权限方式，这样可以保证系统的安全。

A、root B、httpd C、guest D、nobody

293、一下不是数据库的加密技术的是（D）。

A、库外加密 B、库内加密 C、硬件加密 D、固件加密

294、一下对于Oracle文件系统描述错误的是（B）？

A、\*nix下Oracle的可执行文件在$Oracle\_HOME/bin/Oracle,$Oracle\_HOME/bin也应该包含在路径环境变量内

B、Windows下Oracle的可执行文件在%Oracle\_HOME%\bin\Oracle.exe,其他

C、硬件加密 D、固件加密

295、以下几种功能中，哪个是DBMS的控制功能（A）？

A、数据定义 B、数据恢复 C、数据修改 D、数据查询

296、以下哪个安全特征和机制是SQL数据库所特有的（B）？

A、标识和鉴别 B、数据恢复 C、数据修改 D、数据查询

297、以下哪个是数据库管理员（DBA）可以行使的职责（A）？

A、系统容量规划 B、交易管理 C、审计 D、故障承受机制

298、以下哪条命令能利用“SQL注入”漏洞动用XP\_cmdshell存储过程，获得某个子目的清单？（A）

A、http://localhost/script?’:EXEC+master..XP\_cmdshell+’dir’:--

B、http://localhost/script?1’:EXEC+master..XP\_cmdshell+’ dir’:--

C、http://localhost/script?0’:EXEC+master..XP\_cmdshell+’ dir’:--

D、http://localhost/script?1’:EXEC+master..XP\_cmdshell+’ dir’--

299、以下哪条命令能利用“SQL”漏洞动用XP\_cmdshell存储过程，启动或停止某项服务？（B）

A、http://localhost/script?’:EXEC+master..XP\_servicecontrol+’start’ ,+’Server’ ;-

B、http://localhost/script?0’:EXEC+master..XP\_servicecontrol+’start’ ,+’Server’ ;--

C、http://localhost/script?1’:EXEC+master..XP\_servicecontrol+’start’ ,+’Server’ ; --

D、http://localhost/script?0’:EXEC+master..XP\_servicecontrol+’start’ ,+’Server’ --

300、以下哪项不属于访问控制策略的实施方式？（D）

A、子模式法 B、修改查询法 C、集合法 D、验证法

301、以下哪一项是和电子邮件系统无关的？（）

A、PEM(Privacy enhanced mail) B、PGP(Pretty good privacy)

C、X.500 D、X.400

302、以下哪种方法可以用于对付数据库的统计推论？（C）

A、信息流控制 B、共享资源矩阵 C、查询控制 D、间接存取

303、以下是对层次数据库结构的描述，请选择错误描述的选项。（C）

A、层次数据库结构将数据通过一对多或父节点对子节点的方式组织起来

B、一个层次数据库中，根表或父表位于一个类似于树形结构的最上方，它的字表中包含相关数据

C、它的优点是用户不需要十分熟悉数据库结构

D、层次数据库模型的结构就像是一棵倒转的树

304、以下是对单用户数据库系统的描述，请选择错误描述的选项（C）。

A、单用户数据库系统是一种早期的最简单的数据库系统

B、在单用户系统中，整个数据库系统，包括应用程序、DBMS、数据，都装在一台计算机之间不能共享数据

C、在单用户系统中，由多个用户共用，不同计算机之间能共享数据

D、单用户数据库系统已经不适用于现在的使用，被逐步淘汰了

305、以下是对分布式结构数据库系统的描述，请选择错误描述的选项。（D）

A、分布式结构的数据库系统的数据在逻辑上是一个整体，但物理地分布在计算机网络的不同节点上，每个节点上的主机又带有多个终端用户

B、网络中的每个节点都可以独立的处理数据库中的数据，执行全局应用

C、分布式结构的数据库系统的数据分布存放给数据的处理、管理和维护带来困难

D、分布式结构的数据库系统的数据只在存放在服务器端，其他节点只进行处理和执行

306、以下是对关系数据库结构的描述，请选择错误描述的选项。（D）

A、数据存储的主要载体是表，或相关数据组

B、有一对一、一对多、多对多三种表关系

C、表关联是通过引用完整性定义的，这是通过主码和外码（主键或外键约束条件实现的）

D、缺点是不支持SQL语言

307、以下是对客户/服务器数据库系统的描述，请选择错误描述的选项。（A）

A、客户端的用户将数据进行处理可自行存放到本地，无须传送到服务器处理，从而显著减少了网络上的数据传输量，提高了系统的性能和负载能力

B、主从式数据库系统中的主机和分布式数据库系统中的每个节点都是一个通用计算机，既执行DBMS功能又执行应用程序

C、在网络中把某些节点的计算机专门用于执行DBMS核心功能，这台计算机就成为数据库服务器

D、其他节点上的计算机安装DBMS外围应用开发工具和应用程序，支持用户的应用，称为客户机

308、以下是对面向对象数据库结构的描述，请选择错误描述的选项。（C）

A、它允许用对象的概念来定义与关系数据库交互

B、面向对象数据库中有两个基本的结构：对象和字面量

C、优点是程序员需要掌握与面向对象概念以及关系数据库有关的存储

D、缺点是用户必须理解面向对象概念，目前还没有统一的标准，稳定性还是一个值得关注的焦点

309、以下是对主从式结构 数据库系统的描述，请选择错误描述的选项。（D）

A、主从式结构是指一个主机带多个终端的多用户结构

B、在这种结构中，数据库系统的应用程序、DBMS、数据等都集中存放在主机上

C、所有处理任务都由主机来完成，各个用户通过主机的终端并发地存取数据，能够共享数据源

D、主从式结构的优点是系统性能高，是当终端用户数目增加到一定程度后，数据的存取通道不会形成瓶颈

311、在GRUB的配置文件grub.conf中，“timeout=-1”的含义是（C）。

A、不等待用户选择，直接启动默认的系统

B、在10秒钟内，等待用户选择要启动的系统

C、一直等待用户选择要启动的系统

D、无效

312、在Oracle中，quota可以限制用户在某个表空间上最多可使用多少字节，如果要限制data\_ts表500K，以下哪个是正确的命令？（B）

A、quo 500k in data\_ts B、quota 500K on data\_ts

C、quota data\_ts ,imit 500K D、quota data\_ts on 500K

313、在Oracle中，建表约束包括引用完整性约束、check完整性约束，还有以下三项是正确的，请排除一个错误选项。（D）

A、非空完整性约束 B、唯一完整性约束

C、主码完整性约束 D、数据角色性约束

314、在Oracle中，将scott的缺省表空间改为data2\_ts，下列哪个是正确的？（A）

A、ALTER USER scott DEFAULT TABLESPACE data2\_ts

B、ALTER DEFAULT TABLESPACE data2\_ts USER scott

C、ALTER USER scott TABLESPACE DEFAULT data2\_ts D、ALTER scott USER DEFAULT TABLESPACE data2\_ts

315、在Oracle中，将scott的资源文件改为otherprofile，下列哪个是正确的？（C）

A、ALTER PROFILE USER scott otherprofile

B、ALTER otherprofile USER scottPROFILE

C、ALTER USER scott PROFILE otherprofile

D、ALTER scott USER PROFILE otherprofile

316、在Oracle中，将当前系统所有角色都授予scott，除Payroll外，下列哪个是正确的？（D）

A、ALTER DEFAULT ROLLE USER　　scott ALL EXCEPT Payroll

B、ALTER USER DEFAULT ROLLE ALL EXCEPT Payroll

C、ALTER DEFAULT ROLLE ALL EXCEPT USER scott

D、ALTER USER scott DEFAULT ROLLE ALL EXCEPT Payroll

317、在Oracle中，用ALTER将scott的口令改为hello，下列哪个是正确的？（A）

A、ALTER USER scott IDENTIFIED BY hello

B、ALTER scott USER IDENTIFIED BY hello

C、ALTER USER scott IDENTIFIED AS hello

D、ALTER USER hello IDENTIFIED BY scott

318、在WEB应用软件的基本结构中，客户端的基础是（A）。

A、HTML文档 B、客户端程序

C、HTML协议 D、浏览器

319、在WEB应用软件的系统测试技术中，下面不属于安全性测试内容的是（C）。

A、客户端的内容安全性 B、服务器的内容安全性

C、数据库的内容安全性 D、Cookie安全性

320、在典型的WEB应用站点的层次结构中，“中间件”是在哪里运行的？（C）

A、浏览器客户端 B、web服务器

C、应用服务器 D、数据库服务器

321、在分布式开放系统的环境中，以下哪个选项的数据库访问服务提供允许或禁止访问的能力？（C）

A、对话管理服务 B、事务管理服务

C、资源管理服务 D、控制管理服务

322、主要用于加密机制的协议时（D）。

A、HTTP B、FTP C、TELNETD D、SSL

323、分布式关系型数据库与集中式的关系型数据库相比在以下哪个方面有缺点？（D）

A、自主性 B、可靠性 C、灵活性 D、数据备份

324、下面对Oracle的密码规则描述，哪个是错误的？（D）

A、Oracle密码必须由英文字母，数值，#，下划线(\_)，美元字符（$）构成，密码的最大长度为30字符，并不能以“$”，“#”，“\_”或任何数字卡头；密码不能包含像“SELECT”，“DELETE”，“CREATE”这类的ORACLE/SQL关键字

B、Oracle的若算法加密机制（）两个相同的用户名和密码在两台不同的ORACLE数据库机器中，将具有相同的哈希值。这些哈希值存储在SYS.USER表中，可以通过像DBA\_USE这类的试图来访问

C、Oracle默认配置下，每个中户如果有10此的失败登录，此账户将会被锁定

D、SYS账户在Oracle数据库中有最高权限，能够做任何事情，包括启动/关闭Oracle数据库，如果SYS被锁定，将不能访问数据库

325、无论是哪一种Web服务器，都会受到HTTP协议本身安全问题的困扰，这样的信息系统安全漏洞属于（C）。

A、设计型漏洞 B、开发型漏洞 C、运行型漏洞 D、以上都不是

326、SSL加密的过程包括以下步骤：（1）通过验证以后，所有数据通过密钥进行加密，使用DEC和RC4加密进行加密；（2）随后客户端随机生成一个对称密钥；（3）信息通过HASH加密，或者一次性加密（MD5SHA）进行完整性确认；（4）客户端和服务器协商建立加密通道的特定算法。正确的顺序的是（D）

A、（4）（3）（1）（2） B、（4）（1）（3）（2） C、（4）（2）（3）（1） D、（4）（2）（3）（1）

327、影响WEB系统安全的因素，不包括？（C）

A、复杂应用系统代码量大、开发人员多、难免出现疏忽

B、系统屡次升级、人员频繁变更，导致代码不一致

C、历史遗留系统、试运行系统等对个WEB系统运行于不同的服务器上

D、开发人员未经安全编码培训

328、Oracle通过修改用户密码策略可提高密码强度，以下哪个密码策略参数中文描述是错误的？（A）

A、PASSWORD\_MAX 登录超过有效次数锁定时间

B、FAILED\_LOGIN\_ATTEMPTS 最大错误登录次数

C、PASSWORD\_GRACE\_TIME 密码失效后锁定时间

D、PASSWORD\_LIFE\_TIME 口令有效时间

329、SQL Server服务有一个启动账号，默认账号是属于administrators组，现在为了安全需要创建一个新的服务启动账号，它需要哪些权限既能兼顾安全又能保证启动数据库成功，请排除一个错误的。（D）

A、数据库本地目录的读写权限 B、启动本地服务的权限

C、读取注册表的权限 D、通过API访问Windows Resource

330、作为一台运行IIS 在Internet发布站点的Windows Web服务器，下面哪项服务不是必需的？（B）

A、IIS Admin B、Net Logon

C、Performance Logs and Alerts D、World Wide Web Publishing

331、数据库中超级账户不能被锁定，其中Oracle的是（），mysql的是（），SQLServer的是（C）。

A、sa，root，sys B、admin，root，sa

C、sys，root，sa D、sys，admin，sa

332，Oracle的安全机制，是由（A）、实体权限和角色权限这三级体系结构组成的。

A、系统权限 B、索引权限 C、操作权限 D、命令控制

333、对SQL数据库来说，以下哪个用户输入符号对系统的安全威胁最大， 需要在数据输入时进行数据过滤？（B）

A、-- B、- C、-= D、-+

334、在Web页面中增加验证码功能后，下面说法正确的是（A）。

A、可以增加账号破解等自动化软件的攻击难度 B、可以防止文件包含漏洞 C、可以防止缓冲溢出 D、可以防止 浏览

335、以下破解Oracle密码哈希值的步棸，其中哪个描述是错误的？（B）

A、用Sqlplus直接登录到Oracle数据库，使用select username，password form dba\_users命令查看数据库中的用户名和密码，此时看到的密码是哈希值

B、在Cain的Cracker菜单点击导入用户名和哈希值，可直接显示用户密码明文

C、在Cain的Cracker菜单点解导入用户名和哈希值，只能通过字典破解 D、在Cain的Rainbow生成的表会占用大量的硬盘空间和内存，可是破解速度和效率很高

336、在数据库向因特网开放前，哪个步棸是可以忽略的？（B）

A、安全安装和配置操作系统和数据库系统

B、应用系统应该在内网试运行3个月

C、对应用软件如Web也没、ASP脚本等进行安全性检查

D、网络安全策略已经生效

337、如果不设置必要的日志审核，就无法追踪回朔安全事件，检查是否启用通用查询日志，打开/etcmy.cnf文件，查看是否包含如下设置，选出一个正确的（D）。

A、audit=filename B、sys=filename C、event=filename D、log=filename

338、针对一台对外提供Web服务的Windows服务器，下列关于账户权限控制，哪些项是不合理的？（C）

A、限制匿名账户对Web内容的目录写权限

B、从Everyone组中删除“从网络访问此计算机” 用户权限

C、禁用IUSR-MACHE和IWAN\_MACHINE账户

D、本地登录时必须使用Administrators账户

339、网上营业中间件如果启用了SSl，应采用不低于（C）版本的SSL，采用经国家密码管理局认可的密码算法。

A、2.0 B、2.5 C、3.0 D、3.1

340、SQL Server默认的具有DBA权限的账号是什么？（C）

A、root B、admin C、sa D、system

341、（A）是指电子系统或设备在自己正常工作产生的电磁环境下，电子系统或设备之间的相互之间的相互不影响的电磁特性。

A、电磁兼容性 B、传导干扰 C、电磁干扰 D、辐射干扰

342、（C）是指一切与有用信号无关的、不希望有的或对电器及电子设备产生不良影响的电磁发射。

A、电磁兼容性 B、传导干扰 C、电磁干扰 D、辐射干扰

343、《计算机信息系统雷电电磁脉冲安全防护规范》的标准编号是（B）。

A、GA 163-1997 B、GA 267-2000

C、GA 243-2000 D、GB 17859-1999

344、安装了合格防雷保安器的计算机信息系统，还必须在（C）雷雨季节前对防雷保安器、保护接地装置进行一次年度检查，发现不合格时，应及时修复或更换。

A、第三年 B、第二年 C、每年 D、当年

345、使用IIalon灭火的工作原理是什么？（C）

A、降低温度 B、隔绝氧气和可燃物

C、破坏氧气和可燃物之间的化学反应 D、减少氧气

346、白炽灯、高压汞灯与可燃物、可燃结构之间的距离不应小于（C）cm。

A、30 B、40 C、50 D、60

347、被电击的人能否获救，关键在于（D）。

A、触电的方式 B、人体电阻的大小

C、触电电压的高底 D、能否尽快脱离电源和施行紧急救护

348、布置电子信息系统信号线缆的路由走向时，以下做法错误的是（A）。

A、可以随意弯折 B、转弯是，弯曲半径应大于导线直径的10倍 C、尽量直线、平整 D、尽量减小由线缆自身形成的感应环路面积

349、采取适当的措施，使燃烧因缺乏或隔绝氧气而熄灭，这种方法称作（A）。

A、窒息灭火法 B、隔离灭火法 C、冷却灭火法

350、长期在高频电磁场作用下，操作者会有什么不良反应？（B）

A、呼吸困难 B、神经失常 C、疲劳无力

351、触电事故中，绝大部分是由于（A）导致人身伤亡的。

A、人体接受电流遭到电击 B、烧伤 C、触电休克

352、从业人员发现直接危及人身安全的紧急情况时，例如气体灭火系统开始开启时，应（A）。

A、停止作业，立即撤离危险现场 B、继续作业

C、向上级汇报，等待上级指令

353、从业人员既是安全生产的保护对象，又是实现安全生产的（C）。

A、关键 B、保证 C、基本要素

354、低压验电笔一般适用于交、直流电压未（C）伏以下。

A、220 B、380 C、500

355、电流为（B）毫安是，称为致命电流。

A、50 B、100 C、120 D、150

356、电器的保险丝只能装在（B）上。

A、零线 B、火线 C、底线

357、电器着火是不能用（C）灭火。

A、四氧化碳或1211灭火 B、沙土 C、水

358、对不符合防雷标准、规范防雷工程专业设计方案，以下（B）应当按照审核结论进行修改并重新报批。

A、建设单位 B、防雷工程专业设计单位 C、工程施工单位

359、发现人员触电时，应（B），使之脱离电源。

A、立即用手拉开触电人员 B、用绝缘物体拨开电源或触电者 C、用铁棍拨开电源线

360、凡设在年平均雷电日大于（C）的地区的计算机信息系统，原则上均应装设计算机信息系统防雷保安器，以防止雷电电磁脉冲过电压和过电流侵入计算机信息系统设备。

A、40 B、45 C、5 D、15

361、废电池随处丢弃会造成（B）的污染。

A、白色污染 B、重金属污染 C、酸雨

362、干粉灭火器多长时间检查一次？（A）

A、半年 B、一年 C、三个月 D、两年

363、根据国家相关规定，电压（D）以下不必考虑防止电击的安全？

A、48伏 B、36伏 C、65伏 D、25伏

364、根据作业环境的不同，安全帽的颜色也不同，如在爆炸性作业场所工作宜戴（A）安全帽。

A、红色 B、黄色 C、白色

365、关于空气的正向压力，下面哪项描述是正确的？（B）

A、当门打开时，空气向内流动 B、当门打开，空气向外流动

C、当发生火灾，系统自动切断电源 D、当发生火灾，烟雾向另外一间房间流动

366、国家颁布的《安全色》标准中，表示警告、主要的颜色为（C）。

A、红色 B、蓝色 C、黄色

367、火灾中对人员威胁最大的是（B）。

A、火 B、烟气 C、可燃物

368、机房内电源馈线不得与计算机信号传输线靠近或并排敷设。空间不允许时，两者间距应不少于（B）m。

A、0.1 B、0.6 C、1.2 D、0.3

369、计算机电源系统的所有节点均应镀铅锡处理（B）连接。

A、热压 B、冷压 C、焊锡 D、直接

370、计算机系统接地应采用（A）。

A、专用底线 B、和大楼的钢筋专用网相连

C、大楼的各种金属管道相连 D、没必要

371、采取适当的措施，使燃烧因缺乏或隔绝氧气而熄灭，这种方法称作（A）。

A、窒息灭火法 B、隔离灭火法 C、冷却灭火法

372、计算机系统应选用（A）电缆。

A、铜芯 B、铅芯

C、铁芯 D、没有要求

373、进行腐蚀品的装卸作业应戴（B）手套。

A、帆布 B、橡胶 C、棉布

374、人体在电磁场作用下，由于（C）将使人体受到不同程度的伤害。

A、电流 B、电压 C、棉布

375、身上着火后，下列哪种灭火方法是错误的（C）。

A、就地打滚 B、用厚重衣物覆盖压灭火苗 C、迎风快跑

376、生产经营单位必须为从业人员提供符合国家标准或（C）标准的劳动防护用品。

A、当地 B、本单位 C、行业

377、使用新设备，必须了解、掌握其安全技术特征，采取有效的安全防护措施，并对从业人员进行专门的安全生产。（B）

A、当地 B、本单位 C、行业

378.实验地点相对湿度大于75%时，则此实验环境属于易触电的环境：（A）

A、危险 B、特别危险 C、一般

379、通过人身的安全交流电流规定在(A)以下。

A、10mA B、30mA C、50mA

380、下列不属于对物理层信息窃取的是(D)

A、对存储介质的盗取 B、对监视器的窃听

C、对网络线路的窃听 D、对设备屏蔽电磁干扰

381、新、改、扩建项目的安全设施投资应当纳入(C)。

A、企业成本 B、安措经费 C、建设项目概算

382、液体表面的蒸汽与空气形成可燃气体，遇到点火源时，发生一闪即灭的现象称为(C)

A、爆炸 B、蒸发 C、闪燃

383、防雷保安器：防止(B)破坏计算机信息系统的保安装置，可分为两大类：电源

线防雷保安器（简称电源防雷保安器）和信号传输线防雷保安器（简称通道防雷保安器）。

A、直击雷 B、感应雷 C、雷暴 D、雷电电磁脉冲

384、EMC标准是为了保证(D)正常工作而制走的。

A、网络 B、媒体 C、信息 D、系统和设备

385、以下不符合防静电要求的是(B)。

A、穿合适的防静电衣服和防静电鞋 B、在机房内直接更衣梳理

C、用表面光滑平整的办公家具 D、经常用湿拖布拖地

386、以下哪些属于系统的物理故障？(A)

A、硬件故障与软件故障 B、计算机病毒

C、人为的失误 D、网络故障和设备环境故障

387、用灭火器灭火时，灭火器的喷射口应该对准火焰的(C)。

A、上部 B、中部 C、根部

388、运输、携带、邮寄计算机信息媒体进出靖的，应当如实向(A)申报。

A、海关 B、工商

C、税务 D、边防

389、在计算机机房或其他数据处理环境中，较高的潮湿环境会带来如下哪些弊端？ (B)

A、产生静电 B、计算机部件腐蚀

C、有污染物 D、B+A

390、在空气不流通的狭小地方使用二氧化碳灭火器可能造成的危险是(B)。

A中毒 B缺氧 C爆炸

391、在雷雨天不要走近高压电杆、铁塔、避雷针、远离至少(C)米以外。

A、IO米 B、15米 C、20米

392、在易燃易爆场所穿(C)最危险。

A、布鞋 B、胶鞋 C、带钉鞋

393、在遇到高压电线断落地面时，导线断落点(B)m内，禁止人员进入。

A、IO B、20 C、30

394、数据处理中心的物理环境中，最佳湿度应该保持在什么样的程度？(C)

A、30%-40% B、40%-50% C、45%-60% D、50%-70%

395、计算机信息系统防护，简单概括起来就是：均压、分流、屏蔽和良好接地。所

以防雷保安器必须有合理的(B)。

A、屏蔽配置 B、接地配置

C、分流配置 D、均压配置

396、计算站场地宜采用(A)蓄电池。

A、封闭式 B、半封闭式

C、开启式 D、普通任意的

397、多层的楼房中，最适合做数据中心的位置是(D)。

A、楼 B、地下室

C、顶楼 D、除以上外的任何楼层

398、计算机机房是安装计算机信息系统主体的关键场所，是(A)工作的重点，所以

对计算机机房要加强安全管理。

A、实体安全保护 B、人员管理

C、媒体安全保护 D、设备安全保护

399、区域安全，首先应考虑（B），用来识别来访问的用户的身份，并对其合法性进行验证，主要通过特殊标示符、口令、指纹等来实现。

A、来访者所持物 B、物理访问控制 C、来访者所具有的特征 D、来访者所知信息

400、在计算机房出入口处或值班室，应设置（D）和应急断电装置。

A、 电视 B、电扇 C、报警器 D、应急电话

401、下列（A）灭火器是扑救精密仪器火灾的最佳选择。

A、二氧化碳灭火剂 B、干粉灭火剂 C、泡沫灭火剂

402、电气安全主要包括人身安全、（B）安全。

A、照明 B、设备 C、电器 D、空调

403、（C）基于IDEA算法。

A、S/MIME B、SET C、PGP D、SSL

404、(C）类型的加密，使得不同的文档和信息进行运算以后得到一个唯一的128位编码。

A、对称加密 B、非对称加密 C、哈希加密 D、强壮加密

405、(C)是通过使用公开密钥技术和数字证书等来提供网络信息安全服务的基础平台。

A、公开密钥体制 B、对称加密体制 C、PKI（公开密钥基础设施） D、数字签名

406、(D)是由权威机构CA发行的一种权威性的电子文档，是网络环境中的一种身份证。

A、认证机构 B、密码 C、票据 D、数字证书

407、（D）协议主要用于加密机制。

A、HTTP B、FTP C、TELNET D、SSL

408、（A）原则保证只有发送方与接收方能访问消息内容。

A、保密性 B、鉴别 C、完整性 D、访问控制

409、（D）原则允许某些用户进行特定访问。

A、保密性 B、鉴别 C、完整性 D、访问控制

410、（B）增加明文冗余度。

A、混淆 B、扩散 C、混淆与扩散 D、都不是

411、3DES加密算法的密钥长度是：（A）。

A、168 B、128 C、56 D、256

412、AES密钥长度不能是（D）。

A、128位 B、192位 C、256位 D、512位

413、AES算法是哪种算法？（A）。

A、对称密钥加密 B、非对称密钥加密 C、哈希算法 D、流加密

414、AES属于哪种加密方式？（B）。

A、流加密 B、分组加密 C、异或加密 D、认证加密

415、CA指的是（A）。

A、证书授权 B、加密认证 C、虚拟专用网 D、安全套接层

416、DES经过（A）轮运算后，左右两部分合在一起经过一个末置换，输出一个64位的密文。（A）

A、16 B、8 C、32 D、4

417、DES算法是哪种算法？（A）

A、对称密钥加密 B、非对称密钥加密 C、哈希算法 D、流加密

418、DES属于哪种加密方式？（B）

A、流加密 B、块加密 C、异或加密 D、认证加密

419、DNSSec中并未采用（C）。

A、数字签名技术 B、公钥加密技术 C、地址绑定技术 D、报文摘要技术

420、ECB指的是（D）。

A、密文链接模式 B、密文反馈模式 C、输出反馈模式 D、电码本模式

421、EC-DSA复杂性的程度是（D）。

A、简单 B、最简单 C、困难 D、最困难

422、EFS可以用在什么文件系统下（C）。

A、FAT16 B、FAT32 C、NTFS D、以上都可以

423、IDEA的密钥长度是多少bit？（D）。

A、56 B、64 C、96 D、128

424、Kerberos是80年代中期，麻省理工学院为Athena项目开发的一个认证服务系统，其目标是把认证、记账和（B）的功能扩展到网络环境。

A、访问控制 B、审计 C、授权 D、监控

425、Kerberos是为TCP/IP网络设计的基于（B）的可信第三方鉴别协议，负责在网络上进行仲裁及会话密钥的分配。

A、非对称密钥体系 B、对称密钥体系 C、公钥体系 D、私钥体系

426、Kerberos是一种网络认证协议。它采用的加密算法是（C）。

A、RSA B、PGP C、DES D、MD5

427、Kerberos算法是一个（B）。

A、面向访问的保护系统 B、面向票据的保护系统

C、面向列表的保护系统 D、面向门与锁的保护系统

428、Kerberos提供的最重要的安全服务是？（A）。

A、鉴别 B、机密性 C、完整性 D、可用性

429、MD5产生的散列值是多少位？（C）。

A、56 B、64 C、128 D、160

430、MD5是按每组512位为一组来处理输入的信息，经过一系列变换后，生成一个（B）为散列值。

A、64 B、128 C、256 D、512

431、MD5是以512位分组来处理输入的信息，每一分组又被划分为（A）32位子分组。

A、16个 B、32个 C、64个 D、128个

432、MD5算法将输入信息M按顺序每组（D）长度分组，即：M1，M2，...，Mn-1，Mn。

A、64位 B、128位 C、256位 D、512位

433、PKI（公共密钥基础结构）中应用的加密方式为（B）。

A、对称加密 B、非对称加密 C、HASH加密 D、单向加密

434、PKI的全称是（D）。

A、Private Key Intrusion B、Public Key Intrusion

C、Private Key Infrastructure D、Public Key Infrastructure

435、PKI无法实现（D）。

A、身份认证 B、数据的完整性 C、数据的机密性 D、权限分配

436、RC4是由RIVEST在1987年开发的一种流式的密文，就是实时地把信息加密成一个整体，它在美国一般密钥长度是128位，因为受到美国出口法的限制，向外出口时限制到多少位？（C）。

A、64位 B、56位 C、40位 D、32位

437、RSA公钥加密系统中，他想给她发送一份邮件，并让她知道是他发出，应选用的加密秘钥是（C）。

A、他的公钥 B、她的公钥 C、他的私钥 D、她的私钥

438、RSA使用不方便的最大问题是（A）。

A、产生密钥需要强大的计算能力 B、算法中需要大数

C、算法中需要素数 D、被攻击过很多次

439、RSA算法建立的理论基础是（C）。

A、DES B、替代想组合 C、大数分解和素数检测 D、哈希函数

440、SHA-1产生的散列值是多少位？（D）。

A、56 B、64 C、128 D、160

441、按密钥的使用个数，密码系统可以分为（C）。

A、置换密码系统和易位密码系统 B、分组密码系统和序列密码系统

C、对称密码系统和非对称密码系统 D、密码系统和密码分析系统

442、充分发挥了DES和RSA两种加密体制的优点，妥善解决了密钥传送过程中的安全问题的技术是：（C）。

A、数字签名 B、数字指纹 C、数字信封 D、数字时间戳

443、从技术角度上看数据安全的技术特征主要包含哪几个方面？（B）。

A、数据完整性、数据的方便性、数据的可用性 B、数据的完整性、数据的保密性、数据的可用性 C、数据的稳定性、数据的保密性、数据的可用性 D、数据的方便性、数据的稳定性、数据的完整性

444、单项散列函数的安全性来自于他的（A）。

A、单向性 B、算法复杂性 C、算法的保密性 D、离散性

445、电路网关防火墙工作在OSI协议的哪一层？（A）。

A、传输层 B、链路层 C、应用层 D、物理层

446、电子邮件的机密性与真实性是通过下列哪一项实现的？（A）

A、用发送者的私钥对消息进行签名，用接受者的公钥对消息进行加密

B、用发送者的公钥对消息进行签名，用接受者的私钥对消息进行加密

C、用接受者的私钥对消息进行签名，用发送者的公钥对消息进行加密

D、用接受者的公钥对消息进行签名，用发送者的私钥对消息进行加密

447、端对端加密只需要保证消息都在哪里进行加密？（A）

A、源点和目的地节点 B、经过的每一个节点

C、源点和中间经过的每一个节点 D、所有节点

448、对明文字母重新排列，并不隐藏他们的加密方法属于（C）。

A、置换密码 B、分组密码 C、易位密码 D、序列密码

449、对网络中两个相邻节点之间传输的数据进行加密保护的是（A）。

A、节点加密 B、链路加密 C、端到端加密 D、DES加密

450、发送消息和用发送方私钥加密哈希加密信息将确保消息的：（A）。

A、真实性和完整性 B、真实性和隐私 C、隐私和不可否认性 D。隐私和不可否性

451、高级加密标准AES算法中，加密回合数不可能是（D）。

A、10 B、12 C、14 D、16

452、公钥机制利用一对互相匹配的（B）进行加密，解密。

A、私钥 B、密钥 C、数字签名 D、数字证书

453、公钥加密体制中，没有公开的是（A）。

A、明文 B、密文 C、公钥 D、算法

454、公钥证书提供了一种系统的、可扩展的、统一的（A）。

A、公钥分发方案 B、实现不可否认方案

C、对称密钥分发方案 D、保证数据完整性方案

455、关于CA和数字证书的关系，以下说法不正确的是（B）。

A、数字证书是保证双方之间的通讯安全的垫子信任关系，它由CA签发

B、数字证书一般依靠CA中心的对称密钥机制来实现

C、在电子交易中，数字证书可以用于表明参与方的身份

D、数字证书能以一种不能被假冒的方式证明证书持有人身份

456、关于数字签名说法正确的是（A）。

A、数字签名的加密方法以目前的计算机的运算能力来破解是不现实的

B、采用数字签名，不能够保证信息自签发后到收到为止没有做过任何修改（能保证信息收到后没做个任何修改）

C、采用数字签名，能够保证信息是有签名者自己签名发送的，但由于不是真实的签名，签名者容易否认（签名不容易否认）

D、用户可以采用公钥对信息加以处理，形成数字签名（需使用私钥对信息加以处理）

457、基于私有密钥体制的信息认证方法采用的算法是（D）。

A、素数检测 B、非对称算法 C、RSA算法 D、对称加密算法

458、加密技术不能实现（D）。

A、数据信息的完整性 B、基于密码技术的身份认证 C、机密文件加密 D基于IP头信息的包过滤

459、加密技术不能提供以下哪种安全服务？（D）。

A、鉴别 B、机密性 C、完整性 D可用性

460、加密有对称密钥加密、非对称密钥加密两种，数字签名采用的是（B）。

A、对称密钥加密 B、非对称密钥加密 C、 D

461、假设使用一种加密算法，它的加密方法很简单：将每一个字母加5，即a加密成f。这种算法的密钥就是5，那么它属于（A）。

A、对称加密技术 B、分组加密技术 C、公钥加密技术 D、单项函数密码技术

462、就是通过使用公开密钥技术和数字证书等来提供网络信息安全服务的基础平台。（C）

A、公开密钥体制 B、对称加密体制 C、PKI（公开密钥基础设施） D、数字签名

463、利用非对称密钥体制实现加密通信时，若A要向B发送加密信息，则该加密信息应该使用（B）。

A、A的公钥加密 B、B的公钥加密 C、A的私钥加密 D、B的私钥加密

464、利用物理设备将各类型的无法预测的输入集中起来生成随机数的设备是（A）。

A、随机数生成器 B、伪随机数生成器 C、中央处理 D、非易失存储

465、链路加密要求必须先对链路两端的加密设备进行（C）。

A、异步 B、重传 C、同步 D、备份

466、密码处理依靠使用密钥，密钥是密码系统里的最重要因素。以下哪一个密钥算法在加密数据与解密时使用相同的密钥？（C）

A、对称的公钥算法 B、非对称私钥算法 C、对称密钥算法 D、非对称密钥算法

467、密码分析的目的是什么？（A）

A、确定加密算法的强度 B、增加加密算法的代替功能

C、减少加密算法的换为功能 D、确定所使用的换位

468、请从下列各项中选出不是HASH函数算法的一项。（D）

A、MD5 B、SHA C、HMAC D、MMAC

469、如今，DES加密算法面临的问题是（A）。

A、密钥太短，已经能被现代计算机暴力破解 B、加密算法有漏洞，在数学上已被破解 C、留有后门，可能泄露部分信息 D、算法过于陈旧，已经有更好的替代方案

470、若单项散列函数的输入串有很小的变化，则输出串（A）。

A、可能有很大的变化 B、一定有很大的变化 C、可能有很小的变化 D、一定有很小的变化

471、散列算法可以做哪些事？（C）。

A、碰撞约束 B、入侵检测 C、组合散列 D、随机数生成器

472、身份认证的主要目标包括：确保交易者是交易者本人、避免与超过权限的交易者进行交易和（B）。

A、可信性 B、访问控制 C、完整性 D、保密性

473、数字签名常用的算法有（B）。

A、DES算法 B、RSA算法 C、Hash函数 D、AES算法

474、数字签名和随机数挑战不能防范以下哪种攻击或恶意行为？（D）。

A、伪装欺骗 B、重放攻击 C、抵赖 D、DOS攻击

475、数字签名可以解决（D）。

A、数据被泄露 B、数据被篡改 C、未经授权擅自访问 D、冒名发送数据或发送后抵赖

476、数字签名通常使用（B）方式。

A、公钥密码体系中的私钥 B、公钥密码系统中的私钥对数字摘要进行加密

C、密钥密码体系 D、公钥密码体系中公钥对数字摘要进行加密

477、数字信封是用来解决（C）。

A、公钥分发问题 B、私钥分发问题 C、对称密钥分发问题 D、数据完整性问题

478、数字证书不包括（B）。

A、签名算法 B、证书拥有者的信用等级（信用等级并非由数字证书决定）

C、数字证书的序列号 D、颁发数字证书单位的数字签名

479、数字证书的应用阶段不包括（D）。

A、证书检索 B、证书验证 C、密钥恢复 D、证书撤销

480、下列说法中错误的是（D）。

A、非对称算法也叫公开密钥算法 B、非对称算法的加密密钥和解密密钥是分离的 C、非对称算法不需要对密钥通信进行保密 D、非对称算法典型的有RSA算法、AES算法等

481、下列算法中，哪种不是对称加密算法？（C）

A、AES B、DES C、RSA D、RC5

482、下列算法中属于Hash算法的是（C）。

A、DES B、IDEA C、SHA D、RSA

483、以下对于链路加密哪项是正确的？（B）

A、消息只在源点加密，目的节点解密 B、消息在源点加密，在每一个经过的节点解密并加密 C、消息在所有经过的节点中都是加密的，但只在目的节点解密 D、消息以明文形式在节点之间传输

484、以下各种加密算法中属于单钥制加密算法的是（A）。

A、DES加密算法 B、Caesar替代法 C、Vigenere算法 D、Diffie-Hellman加密算法

485、以下各种加密算法中属于双钥制加密算法的是（D）。

A、DES加密算法 B、Caesar替代法 C、Vigenere算法 D、Diffie-Hellman加密486、以下各种算法中属于古典加密算法的是（B）。

A、DES加密算法 B、Caesar替代法 C、Vigenere算法 D、Diffie-Hellman加密487、以下关于CA认证中心说法正确的是（C）。

A、CA认证时使用对称密钥机制的认证方法 B、CA认证中心支负责签名，不负责证书的产生 C、CA认证中心负责证书的颁发和管理、并依靠证书证明一个用户的身份 D、CA认证中心不用保持中立，可以随便找一个用户来作为CA认证中心

488、以下关于VPN说法正确的是（B）。

A、VPN指的是用户自己租用线路，和公共网络物理上完全隔离的、安全的线路

B、VPN指的是用户通过公用网络建立的临时的、逻辑隔离的、安全的连接

C、VPN不能做到信息认证和身份认证 D、VPN只能提供身份认证、不能提供加密数据的功能

489、以下关于数字签名说法正确的是（D）。

A、数字签名是在所传输的数据后附上一段和传输数据毫无关系的数字信息

B、数字签名能够解决数据的加密传输，即安全传输问题

C、数字签名一般采用对称加密机制 D、数字签名能够解决篡改、伪造等安全性问题

490、以下密码使用方法中正确的是（D）。

A、将密码记录在日记本上以避免忘记 B、任何情况下均不得使用临时性密码

C、密码中的字母不得重复 D、不要使用全部由字母组成的密码

491、以下哪个不包含在证书中？（C）

A、密钥采取的算法 B、公钥及其参数 C、私钥及其参数 D、签发证书的CA名称

492、以下哪个选项不会破坏数据库的完整性？（A）

A、对数据库中的数据执行删除操作 B、用户操作过程中出错

C、操作系统的应用程序错误 D、DBMS或操作系统程序出错

493、以下哪项不属于数据库系统实体安全？（B）

A、环境安全 B、线路安全 C、设备安全 D、媒体安全

494、以下哪一种算法产生最长的密钥？（D）

A、Diffe-Hellman B、DES C、IDEA D、RSA

495、以下认证方式中，最为安全的是（D）。

A、用户名+密码 B、卡+密码 C、用户名+密码+验证码 D、卡+指纹

496、远程访问控制机制是基于一次性口令（one-time password），这种认证方式采用下面哪种认证技术？（B）

A、知道什么 B、拥有什么 C、是谁 D、双因素认证

497、在3DES算法中，密钥最高可达到多少位？（C）

A、96 B、128 C、168 D、200

498、在IPSec中，（C）是两个通信实体经过协调建立起来的一种协定，觉得用来保护数据包安全的IPSec协议、密码算法、密钥等信息。

A、ESP B、SPI C、SA D、SP

499、在IPSec中，IKE提供（B）方法供两台计算机建立。

A、解释域 B、安全关联 C、安全关系 D、选择关系

500、在RIP的MD5认证报文中，经过加密的密钥是放在哪里的？（B）

A、保温的第一个表项里 B、报文的最后一个表项里

C、报文的第二个表项里 D、报文头里

501、在非对称加密算法中，涉及到的密钥个数是？（B）

A、一个 B、两个 C、三个 D、三个以上

502、在高级加密标准AES算法中，区块大小为（A）。

A、128位 B、192位 C、256位 D、512位

503、在给定的密钥体制中，密钥与密码算法可以看成是（A）。

A、前者是可变的，后者是固定的 B、前者是固定的，后者是可变的

C、两者都是可变的 D、两者都是固定的

504、在公钥体制中，不公开的是（B）。

A、公钥 B、私钥 C、公钥和私钥 D、私钥和加密算法

505、在密码学中，需要被交换的原消息被称为什么？（D）

A、密文 B、算法 C、密码 D、明文

506、一般证书采用哪个标准？（D）

A、ISO/IEC 15408 B、ISO/IEC 17799 C、BS 7799 D、X. 509V3

507、一个电子邮件的发送者对数据摘要应用了数字签名。这能确保：（D）

A、信息的数据和时间戳 B、识别发信的计算机

C、对信息内容进行加密 D、对发送者的身份进行识别

508、在数据库中，下列哪些数据不能加密？（A）

A、索引字段 B、存放日期字段

C、存放密码的 D、存放名称字段

509、在一个网络节点中，链路加密仅在以下哪项中提供安全性？（D）

A、数据链路层 B、物理层

C、通信层 D、通信链路

510、在以下隧道协议中，属于三层隧道协议的是（D）。

A、L2F B、PPTP C、L2TP D、IPSec

511、以下哪一项是基于一个大的整数很难分解成两个素数因数？（B）

A、ECC B、RSA C、DES D、D-H

512、以下哪种数据加密技术可以在基础架构层面进行？（A）

A、IPSec B、Secure Sockets Layer

C、Transport Layer Securit D、RSA

513、目前最安全的身份认证机制是（A）。

A、一次口令机制 B、双因素法

C、基于智能卡的用户身价认证 D、身价认证的单因素法

514、当数据库由于各种原因而使其完整性遭到破坏时，必须采取以下哪项措施来恢复数据库？（C）

A、重新安装数据库 B、换一种数据库

C、使用数据库备份 D、将数据库中的数据利用工具导出，并保存

515、PGP加密算法是混合使用（B）算法和IDEA算法，它能够提供数据加密和数字签名服务，主要用于邮件加密软件。

A、DES B、RSA C、IDEA D、AES

516、以下哪些软件是用于加密的软件？（A）

A、PGP B、SHA C、EFS D、DES

517、如果消息接受方要确定发送方身价，则要使用（B）原则。

A、保密性 B、鉴别 C、完整性 D、访问控制

518、对于现代密码破解，（D）是最常的方法。

A、攻破算法 B、监听截获 C、信息猜测 D、暴力破解

519、非对称密码技术的缺点有哪些？（B）

A、密钥持有量减少 B、加/解密速度慢 C、耗用资源较少 D、以上都是

520、CA不能提供下列哪种证书？（D）

A、个人数字证书 B、SSL服务器证书

C、安全电子邮件证书 D、SET服务器证书

521、以下关于混合加密方式说法正确的是（B）。

A、采用公开密钥体制进行通信过程中的加解密处理

B、采用公开密钥体制对对称密钥体制的密钥进行加密后的通信

C、采用对称密钥体制对对称密钥体制的密钥进行加密后的通信

D、采用混合加密方式，利用了对称密钥体制的密钥容易管理和非对称密钥体制的加解密

处理速度快的双重优点

522.、果要保证（C）原则，则不能在中途修改消息内容。

A、保密性 B、鉴别 C、完整性 D、访问控制

523、口令是验证用户身份的最常用手段，以下哪一种口令的潜在风险影响范围最大？（D）

A、长期没有修改的口令 B、过短的口令

C、两个人共用的口令 D、设备供应商提供的默认的口令

524.非对称密钥的密码技术具有很多优点，其中不包括：（B）。

A、可提供数字签名、零知识证明等额外服务

B、加密/解密速度快，不需占用较多资源

C、通信双方事先不需要通过保密信道交换密钥

D、密钥持有量大大减少

525．DES是一种block（块）密文的加密算法，是把数据加密成多大的块？（B）

A、32位 B、64位 C、128位 D、256位

526．CA数字证书中不包含的信息有（C）。

A、CA的数字签名 B、证书申请者的个人信息

C、证书申请者的私钥 D、证书申请者的公钥信息

527．以下关于对称密钥加密说法正确的是（C）。

A、加密方和解密可以使用不同的算法 B、加密密钥和解密密钥可以是不同的

C、加密密钥和解密密钥必须是相同的 D、密钥的管理非常简单

528、在为计算机设置使用密码时，下面（D）密码是最安全的。

A、12345678 B、66666666

C、20061001 D、72aB@#41

529、（C）的攻击者发生在Web应用层？

A、25% B、50%

C、75% D、90%

530、“U盘破坏者”病毒（Worm.vhy）采用（B）图标，很容易被用户误点击，点击后就会在后台破坏硬盘数据，致使中毒电脑重新启动的时候完全崩溃。

A、网上邻居 B、我的电脑

C、我的文档 D、收藏夹

531、“冲击波”病毒运行时会将自身复制到Windows目录下，并命名为（C）

A、Gsrss.exe B、msbast.exe

C、msblast.exe D、lsass.exe

532、Code Red 爆发于2001年7月，利用微软的IIS漏洞在Web服务器之间传播。针对这一漏洞，微软早在2001年三月就发布了相关的补丁。如果今天服务器仍然感染Code Red，那么属于哪个阶段的问题？（A）

A、系统管理员维护阶段的失误 B、微软公司软件的设计阶段的失误

C、最终用户使用阶段的失误 D、微软公司软件的实现阶段的失误

533、病毒的传播机制主要有哪些？（D）

A、移动存储 B、电子邮件 C、网络共享 D、以上均是

534、病毒的反静态反汇编技术都有（D）。

A、数据压缩 B、数据加密 C、感染代码 D、以上均是

535、病毒在感染计算机系统时，一般（B）感染系统的。

A、病毒程序都会在屏幕上提示，待操作者确认（允许）后

B、实在操作者不觉察的情况下

C、病毒程序会要求操作者制定存储的磁盘和文件夹后

D、在操作者为病毒制定存储的文件名以后

536、杀毒软件时提示“重新启动计算机后删除文件”其主要原因是（A）

A、文件插入了系统关键进程，杀毒时无法处理

B、文件是病毒文件，无法处理

C、由于病毒的加壳形式不同，杀毒时无法正确处理

D、文件正在运行且无法安全的结束，需要其他处理方法

537、蠕虫的目标选择算法有（D）。

A、随机性扫描 B、基于目标列表的扫描

C、顺序扫描 D、以上均是

538、网络钓鱼是指（A）

A、通过大量发送声来自于银行或其他知名机构的欺骗性垃圾邮件，意图引诱收信人给出敏感信息。

B、网上进行钓鱼活动

C、通过网络组织钓鱼活动，从而获得利益 D、以上都不是

539、不属于常见把入侵主机的信息发送给攻击者的方法是（D）。

A、E-MAIL B、UDP C、ICMP D、连接入侵主机

540、不属于黑客被动攻击的是（A）

A、缓冲区溢出 B、运行恶意软件 C、浏览恶意代码网页 D、打开病毒附件

541、不属于黑客前期收集信息的工具是（D）

A、Nmap B、Xscan C、Nslookup D、LC

542、常见Web攻击方法，不包括？（D）

A、利用服务器配置漏洞 B、恶意代码上传下载

C、构造恶意输入（SQL注入攻击、命令注入攻击、跨站脚本攻击）

D、业务测试

543、常用的抓包软件有（A）。

A、ethereal B、MS office C、fluxay D、netscan

544.网络窃听（Sniffer）可以捕获网络中流过的敏感信息，下列说法错误的是（A）

A、密码加密后，不会被窃听 B、Cookie字段可以被窃听

C、报文和帧可以窃听 D、高级窃听者还可以进行ARPSpoof，中间人攻击

545、除了在代码设计开发阶段预防SQL注入外，对数据库进行加固也能够把攻击者所能造成的损失控制在一定范围内，下列哪项不是数据库加固范围？（C）

A、禁止将任何高权限账号（例如sa,dba等等）用于应用程序数据库访问。更安全的方法是单独为应用创建有限访问账户

B、拒绝用户访问敏感的系统存储过程

C、禁止用户访问的数据库表 D、限制用户所能够访问的数据库表

546、防止用户被冒名所欺骗的方法是（A）。

A、对信息源发放进行身份验证 B、进行数据加密

C、对访问网络的流量进行过滤和保护 D、采用防火墙

547、给电脑设置多道口令，其中进入电脑的第一道口令是（B）。

A、系统口令 B、CMOS口令

C、文件夹口令 D、文档密码

548、攻击者截获并记录了从A到B的数据，然后又从早些时候所截获的数据中提取出信息重新发往B称为（D）。

A、中间人攻击 B、口令猜测器和字典攻击

C、强力攻击 D、回放攻击

549、故意制作、传播计算机病毒，造成计算机信息系统不能正常运行，但如果后果不严重就无罪，可以原谅，这种说法（C）。

A、不对，对这种蓄意破坏行为不能原谅 B、即使不是故意的，后果也不很严重

C、对。我国实行成文法，根据《中华人民共和国刑法》第286条的规定，只有造成严重后果者才有罪

D、无法断定

550、关于80年代Mirros蠕虫危害的描述，哪句话是错误的？（B）

A、占用了大量的计算机处理器的时间，导致拒绝股务

B、窃取用户的机密信息，破坏计算机数据文件

C、该蠕虫利用Unix系统上的漏洞传播

D、大量的流量堵塞了网络，导致网络瘫痪

551、关于黑客注入攻击说法错误的是： (D)

A、它的主要原因是程序对用户的输入缺乏过滤

B、一般情况下防火墙对它无法防范

C、对它进行防范时要关注操作系统的版本和安全补丁

D、注入成功后可以获取部分权限

552、基于主机评估报告对主机进行加固时，第一步是（B）。

A、账号、口令策略修改 B、补丁安装

C、文件系统加固 D、日志审核增强

553、计算机病毒会对下列计算机服务造成威胁，除了（C）。

A、完整性 B、有效性

C、保密性 D、可用性

554、计算机病毒是一段可运行的程序，它一般（C）保存在磁盘中。

A、作为一个文件 B、作为一段数据

C、不作为单独文件 D、作为一段资料

555、什么方式能够从远程绕过防火墙去入侵一个网络？(D)

A、IP services\_ B、Active ports

C、Identified network topology D、Modem banks

556、输入法漏洞通过（D）端口实现的。

A、21 B、23 C、445 D、3389

557、特洛伊木马攻击的威胁类型属于（B）。

A、授权侵犯威胁 B、植入威胁

C、渗入威胁 D、旁路控制威胁

558、通常黑客扫描目标机的445端口是为了(B)。

A、利用NETBIOS SMB服务发起DOS攻击

B、发现并获得目标机上的文件及打印机共享

C、利用SMB服务确认Windows系统版本

D、利用NETBIOS服务确认Windows系统版本

559、网络病毒防范的三个阶段主要是预防范阶段、病毒爆发阶段和哪个阶段？(A)

A、残余风险评估阶段 B、检查阶段

C、入侵检测系统监控阶段 D、网络异常流量临控阶段

560、网络病毒预防范阶段的主要措施是什么？(A)

A、强制补丁、网络异常流量的发现 B、强制补丁、入侵检测系统监控

C、网络异常流量的发现、入侵检测系统的监控阶段 D、缺少D选项

561、下列除了(B)以外，都是防范计算机病毒侵害的有效方法。

A、使用防病毒软件 B、机房保持卫生，经常进行消毒

C、避免外来的磁盘接触系统 D、网络使用防病毒网关设备

562、下列除了(A)以外，都是计算机病毒传

A、通过操作员接触传播 B、通过U盘接触传播

C、通过网络传播 D、通过电子播的途径邮件传播

563、下列措施中，(C)不是减少病毒的传染

和造成的损失的好办法。

A、重要的文件要及时、定期备份，使备份能反映出系统的最新状态

B、外来的文件要经过病毒检测才能使用，不要使用盗版软件

C、不与外界进行任何交流，所有软件都自行开发

D、定期用抗病毒软件对系统进行查毒、杀毒

564、下列哪项是跨站脚本Cross Site Scripting攻击具体事例？（B）

A、搜索用户 B、发帖子，发消息 C、上传附件 D、下载文件

565、下列哪项为信息泄露与错误处理不当Information Leakage and Improper

Error Handlina攻击具体实例？(D)

A、不明邮件中隐藏的html链接 B、发帖子，发消息

C、上传附件 D、错误信息揭示路径

566、下面哪一项是黑客用来实施DDoS攻击的工具？(D)

A、LC5 B、Rootkit C、Icesword D、Trinoo

567、以下哪个工具可以抹去所有NT/2K配置，并将其还原到初始状态？(A)

A、Rollback. exe B、Recover. exe C、Zap. exe D、Reset. exe

568、以下哪个工具通常是系统自带任务管理器的替代？(D)

A、Regmon B、Filemon C、Autoruns D、Process explorer

569、以下哪个针对访问控制的安全措施是最容易使用和管理的？(C)

A、密码 B、加密标志 C、硬件加密 D、加密数据文件

570、以下哪项不是分布式拒绝服务攻击常用的工具？(D)

A、Trinoo B、Trinoo C、TFN D、synkill

571、以下哪项不属于针对数据库的攻击？(D)

A、特权提升 B、强力破解弱口令或默认的用户名及口令

C、SQL注入 D、利用xss漏洞攻击

572、以下哪项工具不适合用来做网络监听？(B)

A、sniffer B、Webscan C、 Windump D、 D-Iris

573、以下哪项是SYN变种攻击经常用到的工具？(B)

A、sessionIE B、synkill C、TFN D、Webscan

574、以下哪一项不是流氓软件的特征？(D)

A、通常通过诱骗或和其他软件捆绑在用户不知情的情况下安装

B、通常添加驱动保护使用户难以卸载

C、通常会启动无用的程序浪费计算机的资源

D、通常会显示下流的言论

575、一个数据仓库中发生了安全性破坏。以下哪一项有助于安全调查的进行？(B)

A、访问路径 B、时戳 C、数据定义 D、数据分类

576、以下哪一项不属于恶意代码？(C)

A、病毒 B、蠕虫 C、宏 D、特洛伊木马

577、以下哪一项不属于计算机病毒的防治策略？(D)

A、防毒能力 B、查毒能力 C、杀毒能力 D、禁毒能力

578、以下哪一项是常见Web站点脆弱性扫描工具？(A)

A、Appscan B、Nmap C、Sniffer D、LC

579、以下哪种方法是防止便携式计算机机密信息泄露的最有效的方法？(A)

A、用所有者的公钥对硬盘进行加密处理 B、激活引导口令（硬件设置口令）

C、利用生物识别设备 D、利用双因子识别技术将臀陆信息写入记事本

580、以下哪种符号在SQL注入攻击中经常用到？(D)

A、$\_ B、1 C、@ D、;

581、以下哪种工具能从网络上检测出网络监听软件(A)

A、sniffdet, , B、purify, , C、Dsniff D、WireShark

582、以下哪种攻击可能导致某些系统在重组IP分片的过程中宕机或者重新启动？(B)

A、分布式拒绝服务攻击 B、Ping of Death

C、NFS攻击 D、DNS缓存毒化攻击

583、下面哪部分不属于入侵的过程？(B)

A、数据采集 B、数据存储 C、数据检测 D、数据分析

584、以下对木马阐述不正确的是(A)。

A、木马可以自我复制和传播

B、有些木马可以查看目标主机的屏幕

C、有些木马可以对目标主机上的文件进行任意揉作

D、木马是一种恶意程序，它们在宿主机器上运行，在用户毫无察觉的情况下，让攻击者获得了远程访问和控制系统的权限。

585、由于攻击者可以借助某种手段，避开DBMS以及应用程序而直接进入系统访问

数据，我们通常采取以下哪种方式来防范？(A)

A、数据库加密

B、修改数据库用户的密码，将之改得更为复杂

C、使用修改查询法，使用户在查询数据库时需要满足更多的条件

D、使用集合法

586、在大多数情况下，病毒侵入计算机系统以后，(D)。

A、病毒程序将立即破坏整个计算机软件系统

B、计算机系统将立即不能执行我们的各项任务

C、病毒程序将迅速损坏计算机的键盘、鼠标等操作部件

D、一般并不立即发作，等到满足某种条件的 时候，才会出来活动捣乱、破坏

587、在确定威胁的可能性时，可以不考虑以下哪项？(D)

A、威胁源 B、潜在弱点

C、现有控制措施 D、攻击所产生的负面影响

588、在以下人为的恶意攻击行为中，属于主动攻击的是(A)。

A、身份假冒 B、数据GG C、数据流分析 D、非法访问

589、下面哪一种攻击方式最常用于破解口 令？(B)

A、哄骗( spoofing) B、字典攻击(dictionary attack)

C、拒绝服务(DoS) D、WinNuk

590、针对DNS服务器发起的查询DoS攻击，属于下列哪种攻击类型？(C)

A、syn flood B、ack flood C、 udpflood D、Connection flood

591、下列哪项不是安全编码中输入验证的控制项？(D)

A、数字型的输入必须是合法的数字

B、字符型的输入中对’进行特殊处理

C、验证所有的输入点，包括Get，Post，Cookie以及其他HTTP头

D、正确使用静态查询语句，如PreDaredStatement

592、以下关于垃圾邮件泛滥原因的描述中，哪些是错误的？(C)

A、早期的SMTP协议没有发件人认证的功能

B、网络上存在大量开放式的邮件中转服务器，导致垃圾邮件的来源难于追查

C、SMTP没有对邮件加密的功能是导致垃圾邮件泛滥的主要原因

D、Internet分布式管理的性质，导致很难控制和管理

593、以下哪种方法是防止便携式计算机机密信息泄露的最有效方法？（A）

A、用所有者的公钥对硬盘进行加密处理 B、激活引导口令（硬件设置口令）

C、利用生物识别设备 D、利用双因子识别技术将登录信息写入记事本

594、以下哪种攻击属于DDoS类攻击？（A）

A、SYN变种攻击 B、smurf攻击 C、arp攻击 D、Fraggle攻击

595、URL访问控制不当不包括（D）

A、Web应用对页面权限控制不严 B、缺乏统一规范的权限控制框架

C、部分页面可以直接从URL中访问 D、使用分散登录认证

596、Web应用的认证与会话处理不当，可能被攻击者利用来伪装其他用户身份。强认证手段不包括如下哪种？（A）

A、静态密码 B、短信挑战 C、指纹认证 D、图片认证

597、Web应用漏洞按类别进行排名，由多到少正确的顺序为？（A）

A、跨站脚本、注入、恶意代码、引用不当

B、注入、跨站脚本、恶意代码、引用不当

C、恶意代码、跨站脚本、注入、引用不当

D、引用不当、跨站脚本、注入、恶意代码

598、从技术角度，以下不是漏洞来源的是（D）

A、软件或协议设计时候的瑕疵 B、软件或协议实现中的弱点

C、软件本身的瑕疵 D、显示卡内存容量过低

599、（C）即攻击者利用网络窃取工具经由网络传输的数据包，通过分析获得重要的信息。

A、身份假冒 B、数据篡改 C、信息窃取 D、越权访问

600、有关密码学分支的定义，下列说法中错误的是（D）

A、密码学是研究信息系统安全保密的科学，由两个相互对立、相互斗争、而且又相辅相成、相互渗透的分支科学所组成的、分别称为密码编码学和密码分析学

B、密码编码学是对密码体制、密码体制的输入输出关系进行分析、以便推出机密变量、包括明文在内的敏感数据

C、密码分析学主要研究加密信息的破译或信息的伪造

D、密码编码学主要研究对信息进行编码，实现信息的隐藏

601、与RSA（Rivest,Shamir,Adleman）算法相比，DDS（Digital Signature Standard）不包括（C）

A、数字签名 B、鉴别机制 C、加密机制 D、数据完整性

602、以下哪项是数据库加密方法中的库外加密的缺点？（A）

A、即使访问一条数据也要对整个数据库解密 B、密钥管理比较复杂

C、加密之后不能完整的查询数据 D、密钥过于简单，容易被破解

603、以下哪项数据中涉及安全保密的最主要问题？（A）

A、访问控制问题 B、数据完整性 C、数据正确性 D、数据安全性

604、以下哪一个最好的描述了数字证书？（A）

A、等同于在网络上证明个人和公司身份的身份证

B、浏览器的一个标准特性，它使得黑客不能得知用户的身份

C、网站要求用户使用用户名和密码登陆的安全机制

D、伴随在线交易证明购买的收据

605、TCP SYN Flood网络攻击时利用了TCP建立连接过程需要（C）次握手的特点而完成对目标进行攻击的。

A、1 B、2 C、3 D、6

二、多项选择题（606-789）

606、COBIT度量过程的三个纬度分别是（ABC）。

A、能力 B、绩效 C、控制度 D、能力成熟度

607、IT系统内网与互联网连接检查手段有哪些？（BCD）

A、工具扫描 B、人员访谈 C、人工检查 D、文档检查

608、公司应该采取以下措施，对第三方访问进行控制。（ABCD）

A、公司应于第三发公司法人签署保密协议，并要求其第三方个人签署保密承诺，此项工作应在第三方获得网络与信息资产的访问权限之前完成

B、实行访问授权管理，未经授权，第三方不得进行任何形式的访问

C、公司应加强第三方访问的过程控制，监督其活动及操作，对其进行适当的安全宣传与培训

D、第三方人员应佩戴易于识别的标志，并在访问公司重要场所时有专人陪同

609、计算机信息系统安全的三个相辅相成，互补互通的有机组成部分是（ABD）

A、安全策略 B、安全法规 C、安全技术 D、安全管理

610、劳动合同中应包含网络与信息安全条款，这些条款规定（ACD）。

A、员工的安全责任和违约罚则

B、安全责任不可延伸至公司场所以外和正常工作时间以外

C、安全责任可延伸至公司场所以外和正常工作时间以外

D、如必要，一些安全责任应在雇佣结束后延续一段特定的时间

611、审核是网络安全工作的核心，下列应用属于主动审核的是：（CD）

A、Windows事件日志记录 B、数据库的事务日志记录

C、防火墙对访问站点的过滤 D、系统对非法链接的拒绝

612、通用准则CC实现的目标有（ABC）

A、成为统一的国际通用安全产品、系统的安全标准

B、在不同国家达成协议，相互承认产品安全等级评估

C、概述IT产品的国际通用性 D、都不是

613、系统用户账号登记表应包括（ABCD）。

A、使用者姓名、部门、职务、联系电话 B、账号权限

C、批准人、开通人 D、开通时间、到期日

614、下列情况哪些是对公司经营管理的影响为“一般”级别的互联网网络安全事件？（ABD）

A、发生未到达“预警”的一般性安全事件

B、出现新的漏洞，尚未发现利用方法或利用迹象

C、有来自境外的网络性能明显下降的报警，并且其技术原因普遍适用于我国互联网 D、出现新的蠕虫/病毒或其它恶意代码，尚未证明可能造成严重危害

615、信息安全的主要原则有（BCD）

A、认证性 B、保密性 C、可用性 D、完整性

**616、针对支撑系统，除业务关联性、对业务网络的影响，资产价值主要体现在（ACD）几个方面。 缺少D选项**

**A、业务收益的影响 B、设备购买成本 C、面向客户的重要程度 D、**

617、IT系统病毒泛滥的主要原因有哪些？（ABCD）

A、主机和终端防病毒软件缺乏统一管理

B、主机和终端防病毒软件没有设置为自动更新或更新周期较长

C、防病毒服务器没有及时更新放病毒库

D、缺乏防病毒应急处理流程和方案

618、IT系统病毒防护评估检查对象包括哪些内容？（ABCD）

A、防病毒服务器 B、重要应用Windows主机

C、Windows终端 D、主机管理员

619、互联网连接防火墙设备的安全策略配置要求包括哪几点（ABCD）。

A、远程登录是否禁止telnet方式 B、最后一条策略是否是拒绝一切流量

C、是否存在允许any to any的策略

D、是否设置了管理IP，设备只能从管理IP登录维护

620、《安全基线标准》在安全管理层面主要围绕哪几部分考评安全基线？（ABC）

A、组织架构管理 B、人员安全管理 C、运维安全管理 D、制度安全管理

621、IT系统维护人员权限原则包括（ACD）。

A、工作相关 B、最大授权 C、最小授权 D、权限制约

622、安全系统加固手册中关于造成系统异常中断的各方面因素，主要包括哪三方面（ABD）

A、人为原因 B、环境原因 C、生产原因 D、设备原因

623、IT系统维护人员权限原则包括（ACD）

A、工作相关 B、最大授权 C、最小授权 D、权限制约

624、计算当前Linux系统中所有用户的数量，可以使用（ABC）命令

A、wc -l /etc/passwd B、wc -l</etc/passwd

C、cat/etc/passwd|wc -l D、cat/etc/passwd>wc -l

625、Solarid系统中，攻击者在系统中增加账户会改变哪些文件？（AB）

A、shadow B、passwd C、inetd,conf D、hosts

626、Syn Flood攻击的现象有以下哪些？（ABC）

A、大量连接处于SYN\_RCVD状态 B、正常网络访问受阻

C、系统资源使用率高

627、UNIX安全审计的主要技术手段有哪些？（ABCDEF）

A、文件完整性审计 B、用户、弱口令审计 C、安全补丁审计

D、端口审计 E、进程审计 F、系统日志审计

628、Unix系统提供备份工具有（ABCD）

A、cp：可以完成把某一目录内容拷贝到另一目录

B、tar：可以创建、把文件添加到或从一个tar档案中解开文件

C、cpio：把文件拷贝进或拷贝出一个cpio档案或tar档案

D、dump：用来恢复整个文件系统或提取单个文件

629、操作系统应利用安全工具提供以下哪些访问控制功能？（ABC）

A、验证用户身份，必要的话，还应进行终端或物理地点识别

B、记录所有系统访问日志

C、必要时，应能限制用户连接时间 D、都不对

630、从哪些地方可以看到遗留痕迹？（ABCD）

A、回收站 B、最近使用过的文件 C、注册表 D、文件最后更改的时间戳631、

632、关于Windows活动目录说法正确的是（ABD）。

A、活动目录是采用分层结构来存储网络对象信息的一种网络管理体系

B、活动目录可以提供存储目录数据和网络用户级管理员使用这些数据的方法

C、利用活动目录来实现域内计算机的分布式管理

D、活动目录与域紧密结合构成与目录林和域目录树，使大型网络中庞大、复杂的网络管理、控制、访问变得简单，使网络管理效率更高

633、建立堡垒主机的一般原则是（AC）。

A、最简化原则 B、复杂化原则 C、预防原则 D、网络隔离原则

634、逻辑空间主要包括哪些部分？（ABDE）

A、TABLESPACES B、SEGMENTS C、DATAFILE

D、EXTENTS E、BLOCK

635、哪些属于Windows日志？（ABCD）

A、AppEvent.Evt B、SecEvent.Evt C、SysEvent.Evt D、W3C扩展日志

636、如何设置listener口令？（ACDE）

A、以Oracle用户运行lsnrctl命令 B、set log\_file

C、change\_password D、set password E、save\_config

637、审计启动其日志有哪两种存放方式？（BD）

A、NONE B、OS C、TRUE D、SYS.AUD$

638、生产服务器通常都是UNIX平台，资产价值最高，不直接连接外部网络，主要的安全需求是（ABD）

A、访问控制 B、账号口令 C、数据过滤 D、权限管理和补丁管理

639、使用md5sum工具对文件签名，以下说法正确的是？（ADE）

A、md5sum对任何签名结果是定长的16字节

B、md5sum对文件签名具有不可抵赖性

C、md5sum是对文件进行加密运算得出签名，不同文件结果几乎不相同

D、md5sum是对文件进行哈希运算得出签名，不同文件结果几乎不相同

E、md5sum对文件签名时，与文件的日期和时间无关

640、为了正确获得口令并对其进行妥善保护，应认真考虑的原则和方法有（ABCD）

A、口令/账号加密 B、定期更换口令

C、限制对口令文件的访问 D、设置复杂的、具有一定位数的口令

641、文件系统是构成Linux基础，Linux中常用文件系统有（ABD）？

A、ext3 B、ext2 C、hfs D、reiserfs

642、下列关于UNIX下日志说法正确的是（AC）

A、wtmp记录每一次用户登录和注销的历史信息

B、acct记录每个用户使用过的命令

C、sulog记录su命令的使用情况

D、acct记录当前登录的每个用户

643、下列哪些操作可以看到自启动项目？（ABD）

A、注册表 B、开始菜单 C、任务管理器 D、msconfig

644、下列哪些命令行可用于查看当前进程？（ABC）

A、Ps -ef B、Strings -f/proc/[0-9]\*/cmdline

C、Ls -al /proc/[0-9]\*/exe D、Cat/etc/inetd.conf

645、下面操作系统中，哪些是UNIX操作系统？（CD）

A、Red-hat Linux B、Novell Netware C、Free BSD D、SCO Unix

646、严格的口令策略应当包含哪些要素（ABC）

A、满足一定的长度，比如8位以上 B、同时包含数字，字母和特殊字符

C、系统强制要求定期更改口令 D、用户可以设置空口令

647、在Solaris 8 下，使用ps -ef命令列出进程中有一行如下“root 1331 0 00:01:00? 0:00 /usr/sbin/inetd -s -t”，以下说法正确的是（ABE）

A、参数-t是trace，记录包括IP和PORT等信息

B、参数-t对于UDP服务无效 C、进程启动的时间不能确定

D、进程已经运行了1分钟 E、进程的父进程号是1

648、在Solaris 8 下，以下说法正确的是：（AB）

A、/etc/rc2.d里S开头的文件在系统缺省安装的缺省级别会自动运行

B、/etc/rc3.d里S开头的文件在系统缺省安装的缺省级别会自动运行

C、/etc/init.d里的文件在系统启动任何级别时会自动运行

D、init 0是进入单用户级别 E、init 6命令会运行所有级别的rc目录下以S开头的文件

649、在Solaris 8 下，以下说法正确的是：（BC）

A、PATH环境变量最后带有“.”，会使当前目录的命令比其他目录的命令有限执行

B、可以修改/etc/inittab里ttymon的参数，使得登录的SHELL在无输入时自动退出

C、在使用/bin/ksh时，可以设置TMOUT值，使得登录的SHELL在无输入时自动退出

D、在/etc/login中，可以设置TIMEOUT值，使得登录的SHELL在无输入时自动退出

E、tar xvf命令的意思是以tar格式解开输入，并且保持文件属性等参数不变

650、在配置Apache访问控制时，Allow和Deny指令可以允许或拒绝来自特定主机名或主机名地址的访问。那么下列哪些配置是不正确的？（AD）

A、Order allow,deny Allow from 192.101.205

B、B、Order deny,allow Deny from all Allow from example

C、C、Order deny,allow Deny from 192.101.205

D、D、Order allow,deny Deny from 192.101.205 Allow from all

651、造成操作系统安全漏洞的原因是（ABC）。

A、不安全的编程语言 B、不安全的编程习惯

C、考虑不周的架构设计 D、人为的恶意破坏

652、针对Linux主机，一般的加固手段包括（ABC）。

A、打补丁 B、关闭不必要的服务 C、限制访问主机 D、切断网络

653、做系统快照，查看端口信息的方式有（AD）。

A、netstat -an B、net share C、net use D、用taskinfo来查看连接情况

654、网厅安全解决方案主要从哪几个方面对网厅安全进行建议和指导？（ABCD）

A、安全管理 B、安全防护 C、安全运维 D、灾备/恢复

655、IT系统软件设计中应当考虑并执行安全审计功能，详细记录访问信息的活动，包括（ABCD）。

A、记录的活动以是否有数据的修改、应用程序的异常关闭、异常删除触发

B、应用系统应当配置单独的审计数据库，审计记录应单独存放，并设置严格的边界访问控制，只有安全管理人员才能够看到审计记录

C、信息系统的审计功能包括：事件日期、时间、发起者信息、类型、描述和结果

D、应用系统的审计进程为后台处理，与应用系统运行同步进行，并且对于审计进程应当涉及相应的守护进程，一旦出现异常停止系统可重新启动审计进程，从而保障审计的“完整性”

656、IPSec的配置步骤包括：（ABCD）

A、防火墙基本配置 B、定义保护数据流和域间规则

C、配置IPSec安全提议 D、配置IKEPeer

657、Juniper路由器在配置SSH访问时应注意如下（ABCD）细节。

A、建立允许访问的SSH-ADDRESSES过滤器

B、确保只允许来自内部接口的授权用户访问

C、针对SSH进行限速以保护路由引擎

D、过滤器应用在loopback接口

658、对于使用RPF反向地址验证，以下说法错误的是：（BCD）。

A、对称路由可以使用 B、非对称路由可以使用

C、有些情况不可以使用，但与对称或非对称路由无关

D、在任何情况下都可以使用

659、防病毒服务升级检查包括如下几项内容？（ABC）

A、检查防病毒服务器病毒库下载是否正常，如果不正常及时联系厂商进行问题解决

B、在防病毒系统每次升级后，记录每次版本变更版本号，定期记录病毒库的版本

C、对重要的服务器，定期抽查防病毒客户端的病毒库升级情况

660、防范DOS攻击的方法主要有（ABCD）。

A、安装Dos检测系统 B、对黑洞路由表里的地址进行过滤

C、及时打好补丁 D、正确配置TCP/IP参数

661、防火墙trust域中的客户机通过nat访问untrust中的服务器的ftp服务，已经允许客户机访问服务器的tcp21端口，但只能登陆到服务器，却无法下载文件，以下解决办法中可能的是：（ABC）

A、修改trust untrust域间双向的默认访问策略为允许

B、FTP工作方式为port模式时，修改untrust trust域间in方向的默认访问策略为允许 C、在trust untrust域间配置中启用detect ftp

D、FTP工作方式为passive模式时，修改untrust trust域间in方向的默认访问策略为允许

662、防火墙不能防止以下哪些攻击？（ABD）

A、内部网络用户的攻击 B、传送已感染病毒的软件和文件

C、外部网络用户的IP地址欺骗 D、数据驱动型的攻击

663、防火墙常见的集中工作模式有（ABC）。

A、路由 B、NAT C、透明 D、旁路

664、防火墙的缺陷主要有（ABCD）。

A、限制有用的网络服务 B、无法防护内部网络用户的攻击

C、不能防备新的网络安全问题 D、不能完全防止传送已感染病毒的软件或文件

665、防火墙的日志管理应遵循如下原则：（BC）

A、本地保存日志 B、本地保存日志并把日志保存到日志服务器上

C、保持时钟的同步 D、在日志服务器保存日志

666、防火墙的特征是（ABCD）。

A、保护脆弱和有缺陷的网络服务 B、加强对网络系统的访问控制

C、加强隐私，隐藏内部网络结构 D、对网络存取和访问进行监控审计

667、防火墙的主要功能有哪些？（ABCD）

A、过滤进、出网络的数据 B、管理进、出网络的访问行为

C、封堵某些禁止的业务，对网络攻击进行检测和报警

D、记录通过防火墙的信息内容和活动

668、防火墙的作用主要有（ABCD）。

A、实现一个公司的安全策略 B、创建一个阻塞点

C、记录Internet活动 D、限制网络暴露

669、防火墙技术，涉及到（ABCD）。

A、计算机网络技术 B、密码技术 C、软件技术 D、安全操作系统

670、防火墙可以部署在下列位置：（ABCD）。

A、安全域边界 B、服务器区域边界

C、可信网络区域和不可信网络区域之间 D、根据网络特点设计方案

671、防火墙配置时应确保（ABCD）服务不开放。

A、Rlogin B、NNTP C、Finger D、NFS

672、启用Cisco设备的访问控制列表，可以起到如下作用（ABC）。

A、过滤恶意和垃圾路由信息 B、控制网络的垃圾信息流

C、控制未授权的远程访问 D、防止DDoS攻击

673、如果Cisco设备的VTY需要远程访问，则需要配置（ABCD）。

A、至少8位含数字、大小写、特写字符的密码 B、远程连接的并发数目

C、访问控制列表 D、超市退出

674、如果需要配置Cisco路由器禁止从网络启动和自动从网络下载初始配置文件，配置命令包括（AB）。

A、no boot network B、no service config C、no boot config D、no service network

675、入侵检测的内容主要包括：（BC）。

A、独占资源、恶意使用 B、试图闯入或成功闯入、冒充其他用户

C、安全审计 D、违反安全策略、合法用户的泄露

676、入侵检测系统包括以下哪些类型？（AC）

A、主机入侵检测系统 B、链路状态入侵检测系统

C、网络入侵检测系统 D、数据包过滤入侵检测系统

677、随着交换机的大量使用，基于网络的入侵检测系统面临着无法接收数据的问题。由于交换机不支持共享媒质的模式，传统的采用一个嗅探器（sniffer）来监听整个子网的办法不再可行。可选择解决的办法有（ABCD）。

A、使用交换机的核心芯片上的一个调试的端口

B、把入侵检测系统放在交换机内部或防火墙等数据流的关键入口

C、采用分解器（tap）

D、使用以透明网桥模式接入的入侵检测系统

678、通常要求把路由器的日志存储在专用日志服务器上，假设把Cisco路由器日志存储在192.168.0.100的syslog服务器上，需要在路由器侧配置的操作时：（ABCD）。

A、使用Router(config)# logging on启用日志：使用Router(config)# logging trap information将记录日志级别设定为“information”

B、使用Routee(config)# logging192.168.0.100将记录日志类型设定为“local6”

C、使用(config)# logging facility local6将日志发送到192.168.0.100

D、使用(config)# logging sourceinterface loopback0设定日志发送源loopback0

679、通过SSL VPN接入企业内部的应用，其优势体现在哪些方面：（ABCD）。

A、应用代理 B、穿越NAT和防火墙设备

C、完善的资源访问控制 D、抵御外部攻击

680、网络地址端口转换（NAPT）与普通地址转换有什么区别？（AD）

A、经过NAPT转换后，对于外网用户，所有报文都来自于同一个IP地址

B、NAT只支持应用层的协议地址转换

C、NAPT只支持网络层的协议地址转换

D、NAT支持网络层的协议地址转换

681、网络攻击的类型包括以下哪几种？（ABCD）

A、窃取口令 B、系统漏洞和后门 C、协议缺陷 D、拒绝服务

682、网络面临的典型威胁包括（ABCD）。

A、未经授权的访问 B、信息在传送过程中被截获、篡改

C、黑客攻击 D、滥用和误用

683、网络蠕虫一般指利用计算机系统漏洞、通过互联网传播扩散的一类病毒程序，该类病毒程序大规模爆发后，会对相关网络造成拒绝服务攻击，为了防止受到网络蠕虫的侵害，应当注意对（ACD）及时进行升级更新。

A、计算机操作系统 B、计算机硬件 C、文字处理软件 D、应用软件

684、下列关于NAT地址转换的说法中哪些事正确的：（ABCD）。

A、地址转换技术可以有效隐藏局域网内的主机，是一种有效的网络安全保护技术

B、地址转换可以按照用户的需要，在局域网内向外提供FTP、WWW、Telnet等服务

C、有些应用层协议在数据中携带IP地址信息，对它们作NAT时还要修改上层数据中的IP地址信息

D、对于某些非TCP、UDP的协议（如ICMP、PPTP），作上层NAT时，会对它们的特征参数（如ICMP的id参数）进行转换。

685、下列哪两项正确描述了由WPA定义的无线安全标准？（BC）

A、使用公开密钥的认证方法 B、当客户端连接的时候都要进行动态密钥交换

C、包含PSK认证 D、定制了一个经常更换的静态的加密密钥来增强安全性

686、下列配置中，可以增强无线AP（access point）安全性的有（ABCD）。

A、禁止SSID广播 B、禁用DHCP服务

C、采用WPA2-PSK加密认证 D、启用MAC地址接入过滤

687、下面可以攻击状态检测的防火墙方法有：（ABD）

A、协议隧道攻击 B、利用FTP-pasv绕过防火墙认证的攻击

C、ip欺骗攻击 D、反弹木马攻击

688、下面什么路由协议不可以为HSRP的扩充：（ABC）

A、SNMP B、CDP C、HTTP D、VRRP

689、下面什么协议有MD5认证：（ABC）

A、BGP B、OSPF C、EIGER D、RIPversion 1

690、下面是网络安全技术的有：（ABC）

A、防火墙 B、防病毒 C、PKI D、UPS

691、选购一个防火墙时应该考虑的因素有：（ABCD）

A、网络受威胁的程度 B、可能受到的潜在损失

C、站点是否有经验丰富的管理员 D、未来扩展的需要

692、一台路由器的安全快照需要保存如下哪些信息？（AB）

A、当前的配置--running-config B、当前的开放端口列表

C、当前的路由表 D、当前的CPU状态

693、以下对于包过滤防火墙的描述正确的有（ACD）。

A、难以防范黑客攻击 B、处理速度非常慢

C、不支持应用层协议 D、不能处理新的安全威胁

694、以下对于代理防火墙的描述正确的有（ABCD）。

A、能够理解应用层上的协议 B、时延较高，吞吐量低

C、能做复杂一些的访问控制，并做精细的认证和审核 D、可伸缩性较差

695、以下关于L2TP VPN配置注意事项的说法中正确的有：（ABC）

A、L2TP的LNS端必须配置虚拟接口模板（Virtual-Template）的IP地址，该虚拟接口模板需要加入域

B、防火墙缺省需要进行隧道的认证。如果不配置认证，需要undo tunnel authentication命令

C、为了使L2TP拨号上来的用户分配的地址不能喝内网用户的地址在同一个网段

D、LNS端不允许配置多个L2TP-Group

1. 以下哪几项关于安全审计和安全审计系统的描述是正确的？（CD）

A、对入侵和攻击行为只能起到威慑作用

B、安全审计不能有助于提高系统的抗抵赖性

C、安全审计是对系统记录和活动的独立审查和检验

D、安全审计系统可提供侦破辅助和取证功能

697、以下哪些属于网络欺骗方式？（ABCD）

A、IP欺骗 B、ARP欺骗 C、DNS欺骗 D、Web欺骗

698、以下哪些是防火墙规范管理需要的？（ABCD）

A、需要配置两个防火墙管理员 B、物理访问防火墙必须严密地控制

C、系统软件、配置数据文件在更改后必须进行备份

D、通过厂商指导发布的硬件和软件的bug和防火墙软件升级版

699、以下硬件安装维护重要安全提示正确的有：（ABCD）

A、不要在雷雨天气进行故障处理 B、保持故障处理区域的干净、干燥

C、上防静电手套或防静电腕带再执行安装和更换操作

D、在使用和操作设备时，需要按照正确的操作流程来操作

700、以下属于DTE(Data Terminal Equipment)数据终端设备的有（AB）

A、路由器 B、PC C、交换机 D、HUB

701、在防火墙的“访问控制”应用中，内网、外网、DMZ三者的访问关系为：（ABD）

A、内网可以访问外网 B、内网可以访问DMZ区

C、DMZ区可以访问内网 D、外网可以访问DMZ区

702、关于GRE校验和验证技术，当本端配置了校验和而对端没有配置校验和时，以下叙述正确的有（BC）。

A、本端对接收报文检查校验和 B、对端对接收报文检查校验和

C、本端对发送报文计算校验和 D、对端对发送报文计算校验和

703、配置PPP链路层协议时，链路层协议状态始终不能转为Up状态的处理建议：（ABCD）

A、PPP链路两端的接口上配置的参数和验证方式都必须一致，LCP检查才能成功

B、如果LCP协商失败，请检查LCP配置协商参数

C、请检查验证方式配置是否正确。因为LCP协商中，包含验证方式的协商。因为LCP协商中，包含验证方式的协商。验证方式协商失败也会导致LCP协商失败

D、接口试图下先执行shutdown命令将接口关闭，再执行undo shutdown命令重启接口

704、对DNSSEC的描述正确的有（AC）。

A、为DNS数据提供来源验证，即保证数据来自正确的名称服务器

B、DNSSEC可防御DNS Query Flood攻击

C、为域名数据提供完整性验证，即保证数据在传输的过程中没有被篡改

D、实施DNSSEC后，只需升级软件系统，对网络、服务器等硬件设备不需考虑

705、MySQL安装程序会给出三种选择，用户可以根据自身的需要选择一种适合的安装方式，以下哪些是正确的？（ABD）

A、Typical（典型安装） B、Compact(最小安装)

C、Full(全部安装) D、Custom(选择安装)

706、MySQL中用DROP语句可删除数据库和数据表，以下哪句是正确的语法？（ABCD）

A、DROP TABLE table\_name1 B、DROP TABLE table\_name1,table\_name2

C、DROP TABLE IF EXISTS table\_name1 D、DROP DATABASE DB name1

707、Oracle 7.2之前的数据库连接用户名和密码在网络传输时是不进行加密的，为了要和旧版本兼容Oracle数据库9.02存在DBLINK\_ENCRYPT\_LOGIN参数用来调节数据库连接时用户名和密码的加密特性，以下说法正确的是：（ACD）。

A、DBLINK\_ENCRYPT\_LOGIN为TRUE时，数据库连接加密用户名和密码

B、DBLINK\_ENCRYPT\_LOGIN时，数据库连接不加密用户名和密码

C、DBLINK\_ENCRYPT\_LOGIN为FALSE时，如果加密的数据库连接失败，会尝试不加密的连接

D、DBLINK\_ENCRYPT\_LOGIN为TRUE时，加密的数据库连接失败，也不会尝试不加密的连接

708、Oracle实例主要由哪两部分组成：（AC）

A、内存 B、Share pool buffer C、后台进程 D、pmon和smon

709、Oracle中如何设置audit trail审计，正确的说法是：（ABD）

A、在init.ora文件中设置“audit\_trail = true”或者“audit\_trail = db”

B、以SYSDBA身份使用AUDIT ALL ON SYS.AUD$ BY ACCESS，语句对audit trail审计

C、Oracle不支持对audit trail的审计

D、在设置audit trail审计前，要保证已经打开Oracle的审计机制

710、SQL Server的登录认证种类有以下哪些？（ACD）

A、Windows认证模式 B、双因子认证模式

C、混合认证模式 D、SQL Server认证

711、SQL Server的取消权限的操作有以下哪些？（ABC）

A、在“详细信息”窗格中右击要授予/拒绝/取消其权限的用户定义的角色

B、单击“属性”命令在“名称”下单击“权限”单击列出全部对象

C、选择在每个对象上授予拒绝或废除的权限，选中标志表示授予权限，X表示拒绝权限，空框表示废除权限，只列出适用于该对象的权限

D、回到“数据库用户属性”对话框中，再点击“确定”按钮，所有的设置就完成了

712、SQL Server中ALTER DATABASE可以提供以下哪些功能选项？（ABCD）

A、更改数据库名称 B、文件组名称 C、数据文件 D、日志文件的逻辑名称

713、SQL Server中关于实例的描述，请选择正确的答案。（ABD）

A、如果安装选择“默认”的实例名称。这时本SQL Server的名称将和Windows 2000服务器的名称相同

B、SQL Server可以在同一台服务器上安装多个实例

C、SQL Server只能在一台服务器上安装一个实例

D、实例各有一套不为其他实例共享的系统及用户数据库，所以各实例的运行是独立的。

714、SQL Server中使用企业管理器从数据库中删除数据或日志文件的步骤如下，正确的步骤是？（ABCD）

A、展开服务器组，然后展开服务器

B、展开“数据库”文件夹，右击要从中删除数据或日志文件的数据库，然后单击“属性”命令

C、若要删除数据文件，单击“常规”选项卡。若要删除日志文件，单击“事务日志”选项卡

D、在“文件名”列户，单击要删除的文件名旁边的箭头，再点DELETE键，文件名旁出现十字光标，表明将删除此文件

715、参数REMOTE\_LOGIN\_PASSWORDFILE在Oracle数据库实例的初始化参数文件中，此参数控制着密码文件的使用及其状态，以下说法正确的是：（ABCD）

A、NONE：只是Oracle系统不使用密码文件，不允许远程管理数据库

B、EXCLUSIVE：指示只有一个数据库实例可以使用密码文件

C、SHARED：指示可有多个数据库实例可以使用密码文件

D、以上说法都正确

716、关于SQL Server 2000中的SQL账号、角色，下面说法正确的是：（ABC）

A、PUBLIC,guest为缺省的账号 B、guest不能从master数据库清除

C、可以通过删除guest账号的角色，从而消弱guest可能带来的安全隐患

D、SQL Server角色的权限是不可以修改的

717、连接MySQL后选择需要的数据库DB\_NAME？以下哪些方法是对的（AC）

A、连接后用USE DB\_NAME选择数据库

B、连接后用SET DB\_NAME选择数据库

C、用mysql -h host -u user -p DB\_NAME连接数据库

D、用mysql -h host -u user -p -T DB\_NAME连接数据库

718、如果数据库不需要远程访问，可以禁止远程tcp/ip连接，以增强安全性。可选择的有效方法：（AC）

A、用防火墙封堵数据库侦听端口避免远程连接 B、禁止tcp/ip协议的使用

C、在mysqld服务器中参数中添加 --skip-networking启动参数来使mysql

D、在/etc/my.cnf下添加remoteConnnect=disable

719、以下哪些MySQL中GRANT语句的权限指定符？（ABCDEF）

A、ALTER B、CREATE C、DELETE

D、UPLOAD E、DROP F、INSERT

720、用THC组织的Oracle的工具，通过sniffer方式抓取数据库的认证信息可有效破解Oracle密码，以下哪些数据是必须获取的？（ABC）

A、AUTH\_SESSKEY B、AUTH\_PASSWORD C、用户名 D、实例名

721、在Oracle 9数据库可以通过配置$Oracle\_HOME\network\admin\sqlnet.ora文件实现数据库层次的基于TCP协议和地址的访问控制。下面说法正确的是：（ABCD）

A、首先需要配置TCP,VALIDNODE\_CHECKING=yes启用节点检查功能

B、其次配置TCP.INVITED\_NODES=192.168.0.12，192.168.0.33将会允许地址是192.168.0网段的12和33的主机访问

C、然后配置TCP.EXCLUDED\_NONES=192.168.0.123将会禁止地址是192.168.0网段的123的主机访问

D、要以上配置生效必须重启lsnrctl监听器

722、在SQL Server 2000中，如果想查询当前数据库服务器软件的版本，可以使用下面哪些方式（ABCD）

A、在查询分析器中通过如下语句查询SELECT ServerPROPERTY(‘productversion’),ServerPROPERTY(‘productlevel’),ServerPROPERTY(‘edition’)

B、在命令行下，用SQL Server自带的管理工具osql连接进入数据库，输入select@@version

C、企业管理器查看服务器属性 D、在SQL Server服务管理器里面查看“关于”

723、在SQL Server 2000中一些无用的存储过程，这些存储过程极容易被攻击者利用，攻击数据库系统。下面的存储过程哪些可以用来执行执行系统命令或修改注册表？（ABC）

A、xp\_cmdshell B、xp\_regwrite C、xp\_regdeletekey D、select \* from master

724、在SQL Server中创建数据库，如下哪些描述是正确的？（ABCD）

A、创建数据库的权限默认授权sysadmin和dbcreator固定服务器角色的成员，但是它仍可以授予其他用户

B、创建数据库的用户将成为该数据库的所有者

C、在一个服务器上，最多可以创建32,767个数据库

D、数据库名称必须遵循标示符规则

725、在对SQL Server 2000的相关文件、目录进行安全配置时，下面可以采用的措施是：（ABCD）

A、删除缺省安装时的例子样本库

B、将存放数据的库文件，配置权限为administrators组、system和启动SQL Server服务的用户账号及DBA组具有完全控制权限

C、对SQL Server安装目录，去除everyone的所有控制权限

D、将数据库数据相关的文件，保存在非系统盘的NTFS独立分区

726、sybase数据库文件系统需要哪些裸设备？（ABCD）

A、master B、proce C、data D、log

727、Oracle支持哪些加密方式？（ABCD）

A、DES B、RC4\_256 C、RC4\_40 D、DES40

728、SQL Server用事件探测器可以帮助排除故障和解决问题，创建跟踪的步骤如下哪些是正确的？（ABCD）

A、从“模板名称”下拉菜单为你创建跟踪选择一个模板

B、“事件探查器”主界面打开后，从“文件”菜单选择“新跟踪”

C、在“跟踪名称”文本框中输入你想要为这个跟踪创建的跟踪名称

D、修改这些默认的选项设置。通过点击“显示全部事件”和“显示全部列”复选框来查看其他的选项。

729、最重要的电磁场干扰源是：（BCD）

A、电源周波干扰 B、雷电电磁脉冲LEMP

C、电网操作过电压SEMP D、静电放电ESD

730、雷电侵入计算机信息系统的途径主要有：（ABD）

A、信息传输通道线侵入 B、电源馈线侵入 C、建筑物 D、地电位反击

731、电信生产其机房作业，是由专门的值机员、机务员来完成，作业内容是：固定电话、无线电话、电报、载波、短波、微波、卫星和电力等电信通信设备，使设备出去良好状态，保证其正常运行。（ABCD）

A、安装 B、值守 C、维护 D、检修

732、对计算机系统有影响的腐蚀性气体大体有如下几种：（ABCD）

A、二氧化硫 B、氢化硫 C、臭氧 D、一氧化碳

733、防火工作的基本措施有：（ABCD）

A、加强对人员的教育管理 B、加强对可燃物的管理

C、加强对物的管理 D、加强对火源、电源的管理

734、会导致电磁泄漏的有（ABCDE）

A、显示器 B、开关电路及接地系统

C、计算机系统的电源线 D、机房内的电话

E、信号处理电

735、火灾自动报警、自动灭火系统部署应注意（ABCD）。

A、避开可能招致电磁干扰的区域或设备 B、具有不间断的专用消防电源

C、留备用电源 D、具有自动和手动两种触发装置

736、计算机场地安全测试包括（ABCD）。

A、温度，湿度，尘埃 B、照度，噪声，电磁场干扰环境场强

C、接地电阻，电压、频率 D、波形失真率，腐蚀性气体的分析方法

737、计算机信息系统设备处于不同雷电活动地区，其雷电电磁场强度有很大差异，根据这一差异，将被防护空间分为下列哪些防护区？（ABCD）

A、直击雷非防护区（LPZOA） B、直击雷防护区（LPZOB）

C、第一防护区（LPZI） D、后续防护区（LPZ2,3...等）

738、静电的危害有（ABCD）。

A、导致磁盘读写错误，损坏磁头，引起计算机误动作 B、造成电路击穿或者毁坏

C、电击，影响工作人员身心健康 D、吸附灰尘

739、灭火的基本方法有（ABCD）。

A、冷却法 B、隔离法 C、窒息法 D、抑制

740、实体安全技术包括（ABD）。

A、环境安全 B、设备安全 C、人员安全 D、媒体安全

741、使用配有计算机的仪器设备时，不应该做的有：（ABCD）

A、更改登机密码和系统设置

B、自行安装软件

C、玩各种电脑游戏

D、将获得的图像、数据等资料存储在未予指定的硬盘分区上

742、硬件设备的使用管理包括（ABCD）。

A、严格按硬件设备的操作使用规程进行操作

B、建立设备使用情况日志，并登记使用过程

C、建立硬件设备故障情况登记表

D、坚持对设备进行例行维护和保养

743、预防静电的措施有（ABCD）。

A、接地 B、不使用或安装产生静电的设备

C、不在产生静电场所穿脱工作服 D、作业人员穿防静电鞋

744、在实验室中引起火灾的通常原因包括：（ABCD）

A、明火 B、电器保养不良

C、仪器设备在不使用时未关闭电源 D、使用易燃物品时粗心大意

745、直击雷：直接击在（ABCD）并产生电效应、热效应和机械力的雷电放电。

A、建筑物 B、构建物 C、地面突进物 D、大地或设备

746、员工区域安全守则包括：（ABCD）

A、非工作时间，员工进入或离开办公区域，应在值班人员处登记

B、外来人员进入办公区域或机房，相关员工必须全程陪同

C、将物品带入/带出公司，要遵守公司相关的规定及流程

D、参加会议时遵守会前、会中、会后的保密流程

747、机房出入控制措施包括：（ABCD）

A、机房接待前台须核查弄清业务系统安全区域的来访者的身份，并记录其进入和离开安全区域的日期与时间

B、机房须告知进入安全区的来访者，该区域的安全要求和紧急情况下的行动步骤

C、可采用强制性控制措施，对来访者的访问行为进行授权和验证

D、要求所有进出机房人员佩带易于辨识的标识

748、为了减小雷电损失，可以采取的措施有（ACD）

A、机房内应设等电位连接网络 B、部署UPS

C、设置安全防护地与屏蔽地

D、根据雷击在不同区域的电磁脉冲强度划分，不同的区域界面进行等电位连接

749、安全要求可以分解为（ABCDE）。

A、可控性 B、保密性 C、可用性 D、完整性 E、不可否认性

750、HASH加密使用复杂的数字算法来实现有效的加密，其算法包括（ABC）

A、MD2 B、MD4 C、MD5 D、Cost256

751、利用密码技术，可以实现网络安全所要求的。（ABCD）

A、数据保密性 B、数据完整性 C、数据可用性 D、身份验证

752、一个密码体系一般分为以下哪几个部分？（ABCD）

A、明文 B、加密密钥和解密密钥

C、密文 D、加密算法和解密算法

753、公钥密码体质的应用主要在于。（AC）

A、数字签名 B、加密 C、密钥管理 D、哈希函数

754、目前基于对称密钥体制的算法主要有。（BC）

A、RSA B、DES C、AES D、DSA

755、使用esp协议时，可以使用的加密运算是。（ABC）

A、DES B、3DES C、AES D、RSA

756、数字签名的作用是。（ACD）

A、确定一个人的身份 B、保密性

C、肯定是该人自己的签字 D、使该人与文件内容发生关系

757、以下属于对称加密算法的是：（ABD）

A、DES B、3DES C、SHA-1 D、RC4 E、MD5

758、在加密过程中，必须用到的三个主要元素是（ABC）

A、所传输的信息（明文） B、加密 钥匙（Encryption Key）

C、加密函数 D、传输信道

759、账号口令管理办法适用于所有和DSMP系统、智能网系统、彩铃平台相关的（ACD）

A、系统管理员 B、操作系统

C、操作维护人员 D、所有上述系统中存在的账号和口令

760、为保证密码安全，我们应采取的正确措施有（ABC）

A、不使用生日做密码 B、不使用少于5为的密码

C、不适应纯数字密码 D、将密码设的非常复杂并保证20位以上

761、公司在使用数据签名技术时，除充分保护私钥的机密性，防止窃取者伪造密钥持有人的签名外，还应注意（ABCD）

A、采取保护公钥完整性的安全措施，例如使用公约证书

B、确定签名算法的类型、属性以及所用密钥长度

C、用于数字签名的密钥应不同于用来加密内容的密钥

D、符合有关数字签名的法律法规，必要时，应在合同或协议中规定使用数字签名的相 关事宜

762、相对于对称加密算法，非对称密钥加密算法（ACD）

A、加密数据的速率较低

B、更适合于现有网络中对所传输数据（明文）的加解密处理

C、安全性更好 D、加密和解密的密钥不同

763、一个典型的PKI应用系统包括（ABCD）实体

A、认证机构CA B、册机构RA C、证书及CRL目录库 D、用户端软件

764、加密的强度主要取决于（ABD）

A、算法的强度 B、密钥的保密性 C、明文的长度 D、密钥的强度

765、一下对于对称密钥加密说法正确的是（BCD）

A、对称加密算法的密钥易于管理 B、加解密双方使用同样的密钥

C、DES算法属于对称加密算法 D、相对于非对称加密算法，加解密处理速度比较快

766、在通信过程中，只采用数字签名可以解决（ABC）等问题

A、数据完整性 B、数据的抵抗赖性 C、数据的篡改 D、数据的保密性

767、对称密钥算法体系包括：（ABCDE）

A、明文(plaintext)：原始消息或数据，作为算法的输入

B、加密算法(encryption algorithm)：加密算法对明文进行各种替换和转换

C、秘密密钥(secret key)：秘密密钥也是算法输入，算法进行的具体替换和转换取决于 这个密钥

D、密文(ciphertext)：这是产生的已被打乱的消息输出。它取决于明文和秘密密钥。对 于一个给定的消息，两个不同的密钥会产生两个不同的密文

、.解密算法(decryption algorithm)：本质上是加密算法的执行。它使用密文和统一密钥 产生原始明文

768、一下对于混合加密方式说法正确的是。（BCD）

A、 使用公开密钥密码体制对要传输的信息（明文）进行加解密处理

B、使用对称加密算法对要传输的信息（明文）进行加解密处理

C、使用公开密钥密码体制对称加密密码体制的密钥进行加密后的通信

D、对称密钥交换的安全信道是通过公开密钥密码体制来保证的

769、电信的网页防篡改技术有（ABC）

A、外挂轮询技术 B、核心内嵌技术

C、时间触发技术 D、安装防病毒软件

770、病毒发展的趋势是？（ABC）

A、 范围更广 B、度更快 C、方式更多

771、病毒自启动方式一般有（ABC）

A、 修改注册表 B、将自身添加为服务

C、将自身添加到启动文件夹 D、修改系统配置文件

772、常见Web攻击方法有一下哪种？（ABCD）

A、SQL Injection B、Cookie欺骗 C、跨站脚本攻击

D、信息泄露漏洞 E、文件腹泻脚本存在的安全隐患

F、 GOOGLE HACKING

773、宏病毒感染一下哪些类型的文件？（ABCDEF）

A.、DOC B、EXE C、XLS D、DOT

774、木马传播包括一下哪些途径：（ACD）

A.、通过电子邮件的附件传播 B、通过下载文件传播

C、通过网页传播 D、通过聊天工具传播

775、目前最好的防病毒软件能做到的是（ABCD）

A.、检查计算机是否感染病毒，消除已感染的任何病毒

B、杜绝病毒对计算的侵害

C、查出计算机已感染的已知病毒，消除其中的一部分

D、检查计算机是否染有已知病毒，并作相应处理

776、通用的DoS攻击手段有哪些？（CD）

A、 SYN Attack B、ICMP Flood C、UDP Flood

D、Ping of Death E、Tear Drop F、Ip Spoofing

777、以下关于蠕虫的描述正确的有：（ABCDEF）

A、 蠕虫具有自动利用网络传播的特点，在传播的同时，造成了带宽的极大浪费，严重的情况可能会造成网络的瘫痪

B、 隐藏式蠕虫的基本特征，通过在主机上隐藏，使得用户不容易发现它的存在

C、蠕虫需要传播受感染的宿主文件来进行复制

D、蠕虫的传染能力主要是针对计算机内的文件系统。

778、以下哪几种扫描检测技术属于被动式的检测技术？（AB）

A、 基于应用的检测技术 B、基于主动的检测技术

C、基于目标的漏洞检测技术 D、基于网络的检测技术

779、以下是检查磁盘与文件是否被病毒感染的有效方法：（BC）

A、 检查磁盘目录中是否有病毒文件 B、用抗病毒软件检查磁盘的各个文件

C、用放大镜检查磁盘编码是否有霉变现象 D、检查文件的长度是否无故变化

780、造成计算机不安全的因素有（BD）等多种。

A、 技术原因 B、自然原因 C、认为原因 D、管理原因

781、嗅探技术有哪些特点？（ABCD）

A、间接性 B、.直接性 C、隐蔽性 D、开放性

782、一个恶意的攻击者必须具备哪几点？（ABC）

A、 方法 B、机会 C、动机 D、运气

783、对于DOS网络攻击，可以采用以下哪些措施来缓解主机系统被攻击进程。（ACD）

A.、缩短SYN Timeout时间和设置SYN Cookie B、增加网络带宽

C、在系统之前增加负载均衡设备 D、在防火墙上设置ACL或黑客路由

784、利用Bind/DNS漏洞攻击的分类主要有（ACD）

A、 拒绝服务 B、匿名登录 C、.缓冲区溢出

D、DNS缓存中毒 E、病毒或后门攻击

785、常见Web攻击方法有一下哪种？（ABCD）

A、 SQL Injection B、 Cookie欺骗 C、 跨站脚本攻击 D、信息泄露漏洞

786、黑客所使用的入侵技术主要包括（ABCDE）

A.、协议漏洞渗透 B、密码分析还原 C、应用漏洞分析与渗透

D、拒绝服务攻击 E、病毒或后门攻击

787、主动响应，是指基于一个检测到的入侵所采取的措施。对于主动响应来说，其选择的措施可以归入的类别有（ABC）

A、针对入侵者采取措施 B、修正系统

C、收集更详细的信息 D、入侵追踪

788、下面哪些漏洞属于网络服务类安全漏洞：（BC）

A.、Windows 2000中文版输入法漏洞 B、IS Web服务存在的IDQ远程溢出漏洞

C、RPC DCOM服务漏洞 D、Web服务asp脚本漏洞

789、系统感染病毒后的现象有哪些？（ABCD）

A、系统错误或系统崩溃 B、系统反应慢，网络拥塞

C、陌生的进程或服务 D、陌生的自启动

**三、判断题：（790-1000）**

790、TCSEC将信息安全风机防护等级一共分为7个安全等级：D、C1、C2、B1、B2、B3、 A。(A)

A、正确 B、错误

791、通用标准v2版（CC）的安全等级是以EAL来表示的。（A）

A、正确 B、错误

792、一个企业的信息安全组织能否顺利开展工作（定期安全评估、日志安全巡检、定期安全审核、应急演练等），主要取决于公司领导对信息安全工作的认识程度和支持力度。（A）

A、正确 B、错误

793、在信息安全领域，CIA通常是指：保密性、完整性和可用性。（A）

A、正确 B、错误

794、信息安全是永远是相对的，并且需要不断持续关注和改进，永远没有一劳永逸的安全

防护措施。（A）

A、正确 B、错误

795、在信息安全领域，CIA通常是指：保密性、完整性和非抵赖性。（B）

A、正确 B、错误

796、网络与信息都是资产，具有不可或缺的重要价值。（A）

A、正确 B、错误

797、信息安全的威胁主体包括内部人员、准内部人员、外部人员、系统自身等方面。（B）

A、正确 B、错误误

798、互联网网络安全事件根据危害和紧急程度分为一般、预警、报警、紧急、重大五种。 （B）

A、正确 B、错误

799、安全审计是从管理和技术两个方面检查公司的安全策略和控制措施的执行情况，发现安全隐患的过程。（A）

A、正确 B、错误

800、网络与信息都是资产，具有不可或缺的重要价值。（A）

A、正确 B、错误

801、计算机系统安全是指应用系统具备访问控制机制，数据不被泄露、丢失、篡改等。（B）

A、正确 B、错误

802、主机加固完成后，一般可以有效保证主机的安全性增强。（A）

A、正确 B、错误

803、黑客在进行信息收集时，通常利用Windows的IPC漏洞可以获得系统用户的列表的信 息。（A）

A、正确 B、错误

804、Solaris系统中一般需要确认ROOT账号只能本地登录，这样有助于安全增强。（A）

A、正确 B、错误

805、HP-UX系统加固中在设置ROOT环境变量不能有相对路径设置。（A）

A、正确 B、错误

806、屏幕保护的木马是需要分大小写。（B）

A、正确 B、错误

807、安全审计就是日志的记录。（B）

A、正确 B、错误误

808、HP-UX系统加固中在设置通用用户环境变量不能有相对路径设置。（A）

A、正确 B、错误

809、AIX系统加固时，对系统配置一般需要自编脚本完成。（A）

A、正确 B、错误

810、Windows NT中用户登录域的口令是以明文方式传输的。（B）

A、正确 B、错误

811、操作系统普通用户账号审批记录应编号、留档。（A）

A、正确 B、错误

812、计算机病毒是计算机系统中自动产生的。（B）

A、正确 B、错误

813、主机系统加固时根据专业安全评估结果，制定相应的系统加固方案，针对不同目标系统，通过打补丁、修改安全配置、增加安全机制等方法，合理进行安全性加强。（A）

A、正确 B、错误

814、4A系统的建设能够减轻账户管理员的维护工作。（A）

A、正确 B、错误

815、4A系统的接入管理可以管理到用户无力访问的接入。（B）

A、正确 B、错误

816、Cisco路由器可以使用enable password命令为特权模式的进入设置强壮的密码。（B）

A、正确 B、错误

817、Cisco设备的AUX端口默认是启用的。（A）

A、正确 B、错误

818、DHCP可以向终端提供IP地址、网关、DNS服务器地址等参数。（A）

A、正确 B、错误误

819、Inbound方向的NAT使用一个外部地址来代表内部地址，用于隐藏外网服务器的实际IP地址。（B）

A、正确 B、错误

820、IPS设备即使不出现故障，它仍然是一个潜在的网络瓶颈，需要强大的网络结构来配合。（A）

A、正确 B、错误

821、IPS的过滤器规则不能自由定义。（B）

A、正确 B、错误

822、IPS的某些功能和防火墙类似。（A）

A、正确 B、错误

823、IPS和IDS都是主动防御系统。（B）

A、正确 B、错误

824、NAT是一种网络地址翻译的技术，它能是的多台没有合法地址的计算机共享一个合法的IP地址访问Internet。（A）

A、正确 B、错误

825、Netscreen的ROOT管理员具有的最高权限，为了避免ROOT管理员密码被窃取后造成威胁，应该限制ROOT只能通过CONSOLE接口访问设备，而不能远程登录。(A)

A、正确 B、错误

826、Netscreen防火墙的外网口应禁止PING测试，内网口可以不限制。（B）

A、正确 B、错误

827、OSI是开放的信息安全的缩写。（B）

A、正确 B、错误

828、OSI七层模型中，传输层数据成为段（Segment），主要是用来建立主机端到端连接，包括TCP和UDP连接。（A）

A、正确 B、错误

829、OSI中会话层不提供机密性服务。（A）

A、正确 B、错误

830、SSH使用TCP 79端口的服务。（B）

A、正确 B、错误

831、TCP/IP模型从下至上分为四层：物理层，数据链路层，网络层和应用层。（B）

A、正确 B、错误

832、TCP/IP模型与OSI参考模型的不同点在于TCP/IP把表示层和会话层都归于应用层，所以TCP/IP模型从下至上分为五层：物理层，数据链路层，网络层，传输层和应用层。 （A）

A、正确 B、错误

833、TCP/IP协议体系结构中，IP层对应OSI/RM模型的网络层。（A）

A、正确 B、错误

834、默认情况下需要关闭Cisco设备的Small TCP/UDP服务。（A）

A、正确 B、错误

835、缺省情况下，防火墙工作模式为路由模式，切换工作模式后可直接进行进一步配置。（B）

A、正确 B、错误

836、入侵检测具有对操作系统的校验管理，判断是否有破坏安全的用户活动。（A）

A、正确 B、错误

837、入侵检测可以处理数据包级的攻击。（B）

A、正确 B、错误

838、入侵检测系统不能弥补由于系统提供信息的质量或完整性的问题。（A）

A、正确 B、错误

839、入侵检测系统能够检测到用户的对主机、数据库的网络操作行为。（B）

A、正确 B、错误

840、入侵检测系统是一种对计算机系统或网络事件进行检测并分析这个入侵事件特征的过程。（A）

A、正确 B、错误

841、统计分析的弱点是需要不断的升级以对付不断出现的黑客攻击手法，不能检测到从未出现过的黑客攻击手段。（B）

A、正确 B、错误

842、统计分析方法首先给系统对象（如用户、文件、目录和设备等）创建一个统计描述，统计正常使用时的一些测量属性（如访问次数、操作失败次数和延时等）。（A）

A、正确 B、错误

843、透明代理服务器在应用层工作，它完全阻断了网络报文的传输通道。因此具有很高的安全性。可以根据协议、地址等属性进行访问控制、隐藏了内部网络结构，因为最终请求是有防火墙发出的。外面的主机不知道防火墙内部的网络结构。解决IP地址紧缺的问题。使用代理服务器只需要给防火墙设置一个公网的IP的地址。（A）

A、正确 B、错误

844、完整性分析的缺点是一般以批处理方式实现，不用于实时响应。（A）

A、正确 B、错误

845、网络安全应具有以下四个方面的特征：保密性、完整性、可用性、可查性。（B）

A、正确 B、错误

846、网络边界的Cisco路由器应关闭CDP服务。（A）

A、正确 B、错误

847、网络边界Cisco设备的CDP协议可以开放。（B）

A、正确 B、错误

848、网络层的防护手段（防火墙，SSL，IDS，加固）可以组织或检测到应用层攻击。（B）

A、正确 B、错误

849、针对不同的攻击行为，IPS只需要一个过滤器就足够了。（B）

A、正确 B、错误

850、主机型IDS其数据采集部分当然位于其所检测的网络上。（B）

A、正确 B、错误

851、状态检测防火墙检测每一个通过的网络包，或者丢弃，或者放行，取决于所建立的一套规则。（B）

A、正确 B、错误

852、IPS虽然能主动防御，但是不能坚挺网络流量。（B）

A、正确 B、错误

853、防火墙安全策略定制越多的拒绝规则，越有利于网络安全。（B）

A、正确 B、错误

854、审计系统进行关联分析时不需要关注日志时间。（B）

A、正确 B、错误

855、垃圾邮件一般包括商业广告、政治邮件、病毒邮件、而已欺诈邮件（网络钓鱼）等几个方面。（A）

A、正确 B、错误

856、防止网络窃听最好的方法就是给网上的信息加密，是的侦听程序无法识别这些信息模式。（A）

A、正确 B、错误

857、侵检测的手机的被容包括系统、网络、数据及用户活动的状态和行为。（A）

A、正确 B、错误

858、模式匹配就是将收集到的信息与已知的网络入侵和系统误用模式数据库进行比较，从而发现违背安全策略的行为。（A）

A、正确 B、错误

859、入侵防御是一种抢先的网络安全方法，可以用于识别潜在威胁并快速做出回应。（A）

A、正确 B、错误

860、VPN的主要特点是通过加密是信息安全的通过Internet传递。（A）

A、正确 B、错误

861、传输层协议使用端口号（Port）来标示和区分上层应用程序，如：Telnet协议用的是23号端口、DNS协议使用69号端口。（B）

A、正确 B、错误

862、如果Web应用对URL访问控制不当，可能造成用户直接在浏览器中输入URL，访问不该访问的页面。（A）

A、正确 B、错误

863、如果Web应用没有对攻击者的输入进行适当的编码和过滤，就用于构造数据库查询或操作系统命令时，可能导致注入漏洞。（A）

A、正确 B、错误

864、HTTP协议定义了Web浏览器向Web服务器发生Web页面请求的格式及Web页面在Internet上传输的方式。（A）

A、正确 B、错误

865、HTTP协议是文本协议，可利用回车换行做边界干扰。（A）

A、正确 B、错误

866、Init<sid>.ora文件是Oracle启动文件，任何参数的配置错误都会造成Oracle不能启动，任何参数的不合理配置都可能造成系统故障。（A）

A、正确 B、错误

867、Mysqldump是采用SQL级别的备份机制，它将数据表导成SQL脚本文件，在不同的MySQL版本之间升级时相对比较合适，这也是最常见的备份方法。（A）

A、正确 B、错误

868、Orabrute是进行远程破解Oracle密码的工具，要猜解的密码可以在password.txt中设置。（A）

A、正确 B、错误

869、Oracle的SYS账户在数据库中具有最高权限，能够做任何事情，包括启动/关闭Oracle数据库。即使SYS被锁定，也已然能够访问数据库。（A）

A、正确 B、错误

870、Oracle的若算法加密机制：两个相同的用户名和密码在两个不同的Oracle数据库机器中，将具有相同的哈希值。（A）

A、正确 B、错误

871、Oracle密码允许包含像“SELECT”，“DELETE”，“CREATE”这类的Oracle/SQL关键字。（B）

A、正确 B、错误

872、Oracle的HTTP的基本验证可选择SYS破解，因为它始终存在和有效。（A）

A、正确 B、错误

873、Oracle默认情况下，口令的传输方式是加密。（B）

A、正确 B、错误

874、Oracle数据库的归档日志不是在线日志的备份。（B）

A、正确 B、错误

875、OSI网络安全体系结构的八类安全机制分别是加密、数字签名、访问控制、数据完整性、鉴别交换、业务流填充、路由控制、公正。（A）

A、正确 B、错误

876、OSI网络安全体系结构的五类安全服务是鉴别、访问控制、保密性、完整性、抗否认。（A）

A、正确 B、错误

877、SMTP没有对邮件加密的功能是导致垃圾邮件泛滥的主要原因。（A）

A、正确 B、错误

878、SQL Server如果设置了不恰当的数据库文件权限，可能导致敏感文件被非法删除或读取，威胁系统安全。（A）

A、正确 B、错误

879、SQL Server数据库应禁止使用除tcp/ip以外的协议，保护数据库通信安全。（A）

A、正确 B、错误

880、SQL Server应该社会自日志审核无法追踪回溯安全事件。（A）

A、正确 B、错误

881、Web服务器一般省缺不允许攻击者访问Web根目录以外的内容，内容资源不可以任意访问。(A)

882、Web攻击面不仅仅是浏览器中可见的内容。（A）

A、正确 B、错误

883、Web应用对网络通讯中包含的敏感信息进行加密，就不会被窃听。（B）

A、正确 B、错误

884、暴力猜解不能对Web应用进行攻击。（B）

A、正确 B、错误

885、在Oracle自身的配置上做限定方法是：修改$Oracle\_HOME\network\admin目录下面的SQLNET..ORA文件，类似设置如下：

Tcp\_validnode\_checking=YES

Tcp\_invited\_nodes=

(192.168.0.1,ip2,ip3•••...)。

( A )

A、正确 B、错误

886、不设置必要的日志审核，就无法追踪回溯安全事件，Oracle中若果要审计记录成功的登陆语句”SQL>audit session whenever successful;”. ( A )

A、正确 B、错误

887、对目标网络进行扫描时发现，某一个主机开放了25和110端口，此主机最有可能是DNS服务器。（B）

A、正确 B、错误

888、防止XSS各种方法都有优劣之处，防范XSS的真正挑战不在于全免，而在于细致。（B）

A、正确 B、错误

889、访问控制、强制登陆、自动安全更新都属于Window2000的安全组件（B）

A、正确 B、错误

890、复杂的系统存在大量的相互引用访问，如果开发者不能有效的进行权限控制，就可能被恶意引用。（A）

A、正确 B、错误

891、攻击者可以通过SQL注入手段获取其他用户的密码。（A）

A、正确 B、错误

892、几乎所有的关系数据库系统和相应的SQL语言都面临SQL注入的潜在威胁。（A)

A、正确 B、错误

893、简单身份验证和安全层（Simple Authentication and Security Layer，SASL）是一种为系统账号提供身份验证和可选安全性服务的框架（B）

A、正确 B、错误

894、默认可通过Web程序来远程管理Oracle10g数据库，端口是8080.（A）

A、正确 B、错误

895、如果sa是空口令，那就意味着攻击者可能侵入系统执行任意操作，威胁系统安全。（A）

A、正确 B、错误

896、如果在SQL Server等领域成功并不意味这该用户已经可以访问SQL Server上的数据库。（A）

A、正确 B、错误

897、如果知道Oracle密码长度，用Rainbow表生成器来破解其密码哈希值是绝对成功的。（A）

A、正确 B、错误

898、所有操作系统、数据库、网络设备，包括一部分业务系统，均需要支持基于账号的访问控制功能。（B）

A、正确 B、错误

899、网络拓扑分析为检查是否有配置错误项泄露内部IP地址，从而推断网站系统拓扑。（A）

A、正确 B、错误

900、为Oracle数据库安全考虑，在对人共同对数据库进行维护时应依赖数据库预定义的传统角色。（B）

A、正确 B、错误

901、为了维护数据库中数据的正确性和一致性，在对关系数据库执行插入、删除和修改操作时必须遵循三类完整性规则：实体完整性规则、引用完整性规则、用户定义的完整性规则。(A)

A、正确 B、错误

902、系统类型鉴别为检查主机系统与开放服务是否存在安全漏点。（B）

A、正确 B、错误

903、系统漏洞扫描为检查目标的操作系统与应用系统信息。（B）

A、正确 B、错误

904、选择远程破解Oracle的最好账户是SYS，因为此账户永远有效。（A）

A、正确 B、错误

905、一封电子邮件可以拆分成对个IP包，每个IP包可以沿不同的路径到达目的地。（A）

A、正确 B、错误

906、一个共享文件夹。将它的NTFS权限设置为sam用户可以修改，共享权限设置为sam用户可以读取，当sam从网络访问这个共享文件夹的时候，他有读取的权限。（A）

A、正确 B、错误

907、用Sqlplus登陆到Oracle数据库，使用slesct username, password form dba\_users命令可查看数据库中的用户名和密码明文。（B）

A、正确 B、错误

908、有的Web应用登陆界面允许攻击者暴力猜解口令，在自动工具与字典表的帮助下，可以迅速找到弱密码用户。（A）

A、正确 B、错误

909、在Oracle所有版本在安装的时候都没有提示修改SYS的默认密码。（B）

A、正确 B、错误

910、在ORacle数据库安装补丁时，不需要关闭所有与数据库有关的服务。（B）

A、正确 B、错误

911、在SQL Server安装SP3补丁时不需要系统中已经安装了SP1或SP2。（B）

A、正确 B、错误

912、在SQL Server中具有sysadmin权限的用户可以通过xp\_cmdshell存储扩展以system的权限执行任意系统命令。（A）

A、正确 B、错误

913、Oracle默认配置下，每个账户如果有30次的失败登陆，此账户将被锁定。（B）

A、正确 B、错误

914、定制开发Web系统的安全度不如标准的产品。（A）

A、正确 B、错误

915、对MySQL注入攻击时，经常用到注释符号#来屏蔽剩下的内置SQL语句。（A）

A、正确 B、错误

916、一个登录名只能进入服务器，但是不能让用户访问服务器中的数据库资源。每个登录名的定义存放在msater数据库的syslogins表中。（A）

A、正确 B、错误

917、Web错误信息可能泄露服务器型号版本、数据库型号、路径、代码。（A）

A、正确 B、错误

918、Oracle的密码哈希值存储在SYS.USER$表中。可以通过像DBA USERS这类的视图来访问。（A）

A、正确 B、错误

919、产品的定制开发是应用安全中最薄弱的一环。（A）

A、正确 B、错误

920、Oracle限制了密码由英文字母，数字，#，下划线（\_），美元字符（$）构成，密码的最大长度为30字符；并不能以”$”,”#”,”\_”或任何数字开头。（A）

A、正确 B、错误

921、网上营业厅对资源控制制的要求包括：应用软件对访问用户进行记录，当发现相同用户二次进行登录和操作，系统将要求二次认证，验证通过后提供服务。（B）

A、正确 B、错误

922、计算机场地可以选择在公共区域人流量比较大的地方。（B）

A、正确 B、错误

923、EMC测试盒约束用户关心的信息信号的电磁发射、TEMPEST只测试盒约束系统和设备的所有电磁发射。（B）

A、正确 B、错误

924、加密传输是一种非常有效并经常使用的方法，也能解决输入和输出端的电磁信息泄露问题。（B）

A、正确 B、错误

925、出现在导线或电器、电子设备上的超过线路或设备本身正常工作电压和电流并对线路或设备可能造成电气损害的电压和电流，称过电压和过电流。（B）

A、正确 B、错误

926、红区：红新号的传输通道或单元电路称为红区，反之为黑区。（A）

A、正确 B、错误

927、机房应设置相应的活在报警和灭火系统。（A）

A、正确 B、错误

928、计算机机房的建设应当符合国家标准和国家有关规定。在计算机机房附近施工，不得危害计算机信息系统的安全。（A）

A、正确 B、错误

929、计算机系统接地包括：直流地、交流工作地、安全保护地、电源零线和防雷保护地。（B）

A、正确 B、错误

930、接地线在穿越墙壁、楼板和地坪时应套钢管或其他非金属的保护套管，钢管应与接地线做电气连通。（A）

A、正确 B、错误

931、提到防雷，大家很容易联想到避雷针。其实我们平常看到的避雷针是用来保护房屋免遭雷电直击即防直击雷的。计算机信息系统的电子设备雷害一般有感应雷击产生，英因此防护的方法完全不一样。（A）

A、正确 B、错误

932、在计算机机房附近施工，不负有维护计算机信息系统安全的责任和义务。（B）

A、正确 B、错误

933、只要手干净就可以直接触摸或者插拔电路组件，不必有进一步的措施。（B）

A、正确 B、错误

934、主管计算机信息系统安全的公安机关和城建及规划部门，应与设施单位进行协调，在不危害用户利益的大前提下，制定措施。合理施工，做好计算机信息系统安全保护工作。（B）

A、正确 B、错误

935、防雷措施是在和计算机连接的所有外线上（包括电源线和通信线）加设专用防雷设备——防雷保安器，同时规范底线，防止雷击时在底线上产生的高电位反击。（A）

A、正确 B、错误

936、对于公司机密信息必须根据公司的相关规定予以适当的标识。（A）

A、正确 B、错误

937、信息网络的物理安全要从环境安全和设备安全两个角度来考虑。（A）

A、正确 B、错误

938、如果在电话、电视会议中涉及讨论工伤机密信息，会议主持人或组织人在会议全过程中一定要确认每一个与会者是经授权参与的。（A）

A、正确 B、错误

939、为防止信息非法泄露，需要销毁存储介质时，应该批准后自行销毁。（B）

A、正确 B、错误

940、将公司的机密信息通过互联网络传送时，必须予以加密。（A）

A、正确 B、错误

941、机密信息纸介质资料废弃应用碎纸机粉碎或焚毁。（A）

A、正确 B、错误

942、有很高使用价值或很高机密程度的重要数据应采用加密等方式进行保密。（A）

A、正确 B、错误

943、“一次一密”属于序列密码的一种。（A）

A、正确 B、错误

944、3DES算法的加密过程就是用一个秘钥对待加密的数据执行三次DES算法的加密操作。（B）

A、正确 B、错误

945、AES加密算法的秘钥长度为128、192或256位。（A）

A、正确 B、错误

946、AES是一种非对称算法。（B）

A、正确 B、错误

947、DES3和RSA是两种不同的安全加密算法，主要是用来对敏感数据进行安全加密。（A）

A、正确 B、错误

948、Diffie-Hellman算法的安全性取决于离散对数计算的困难性，可以实现秘钥交换。（A）

A、正确 B、错误

949、DSS(Digital Signature Standard)是利用了安全散列函数（SHA）提出了一种数字加密技术。（A）

A、正确 B、错误

950、MD5是一种加密算法。（B）

A、正确 B、错误

951、PGP协议缺省的压缩算法是ZIP，压缩后数据由于冗余信息很少，更容易抵御来自分析类型的攻击。（A）

A、正确 B、错误

952、PKI是一个用对称密码算法和技术来实现并提供安全服务的具有通用性的安全基础设施。（B）

A、正确 B、错误

953、RC4是典型的的序列密码算法。（A）

A、正确 B、错误

954、RSA算法作为主要的非对称算法，使用公钥加密的秘闻一定要采用公钥来街。（B）

A、正确 B、错误

955、安全全加密技术分为两大类：对称加密技术和非对称加密技术。两者的主要区别是对称加密算法在加密、解密过程中使用同一个秘钥；而非对称加密算法在加密、解密过程中使用两个不同的秘钥。（A）

A、正确 B、错误

956、常见的公钥密码算法有RSA算法、Diffie-Hellman算法和EIGamal算法。（A）

A、正确 B、错误

957、当通过浏览器一在线方式申请数字证书时，申请证书和下载证书的计算机必须是同一台计算机。（A）

A、正确 B、错误

958、发送方使用AH协议处理数据包，需要对整个IP的数据包计算MAC，包括IP头的所有字段和数据。（B）

A、正确 B、错误

959、分组密码的优点是错误扩展小、速度快、安全程度高。（B）

A、正确 B、错误

960、公共迷药密码体制在秘钥管理上比对称秘钥密码体制更安全。（A）

A、正确 B、错误

961、古典加密主要采用的主要方法是置换，代换。（A）

A、正确 B、错误

962、古典加密主要是对加密算法的保密，现代加密算法是公开的，主要是针对秘钥进行保密。（A）

A、正确 B、错误

963、基于公开秘钥体制（PKI）的数字证书是电子商务安全体系的核心。（A）

A、正确 B、错误

964、口令应在120天至少更换一次。（B）

A、正确 B、错误

965、链路加密方式适用于在广域网系统中应用。（B）

A、正确 B、错误

966、密码保管不善属于操作失误的安全隐患。（B）

A、正确 B、错误

967、日常所见的校园饭卡是利用身份认证的单因素法。（A）

A、正确 B、错误

968、身份认证要求对数据和信息来源进行验证，以确保发信人的身份。（B）

A、正确 B、错误

969、身份认证与权限控制是网络社会的管理基础。（A）

A、正确 B、错误

970、数据在传输过程中用哈希算法保证其完整性后，非法用户无法无法对数据进行任何修改。（B）

A、正确 B、错误

971、数字签名比较的是摘要结果长度是否都是128位。（B）

A、正确 B、错误

972、通信数据与文件加密是同一个概念。（B）

A、正确 B、错误

973、为AES开发的Rijndae1算法的秘钥长度是128位，分组长度也为128位。（B）

A、正确 B、错误

974、为了保证安全性，密码算法应该进行保密。（B）

A、正确 B、错误

975、文件压缩变换是一个单向加密过程。（B）

A、正确 B、错误

976、我的公钥证书不能在网络上公开，否则其他人可能冒充我的身份或伪造我的数字签名。（B）

A、正确 B、错误

977、现代加密算法可以分为对称加密算法和非对称加密。（A）

A、正确 B、错误

978、虚拟专用网VPN的关键技术主要是隧道技术、加解密技术、秘钥管理技术以及使用者与设备身份认证技术。（A）

A、正确 B、错误

979、以当前的技术来说，RSA体制是无条件安全的。（B）

A、正确 B、错误

980、在4A系统的远期建设中，应用系统自身不需要保留系统从账户信息。（B）

A、正确 B、错误

981、在MD5算法中，要先将以初始化的A、B、C、D这四个变量分别复制到a、b、c、d中。（A）

A、正确 B、错误

982、在MD5算法中要用到4个变量，分别表示A、B、C、D，均为32位长。（A）

A、正确 B、错误

983、在PKI中，注册机构RA是必要的组件。（B）

A、正确 B、错误

984、在SSL握手协议过程中，需要服务器发送自己的证书。（A）

A、正确 B、错误

985、在非对称加密过程中，加密和解密使用的是不同的秘钥。（A）

A、正确 B、错误

986、在公钥加密系统中，用公钥加密的密文可以由私钥解密，但用公钥加密的密文，不能用公钥解密。 （B）

A、正确 B、错误

987、在密码学的意义上，只要存在一个方向，比暴力搜索秘钥还要更有效率，就能视为一种“破解”。 （A）

A、正确 B、错误

988、账户管理的Agent不适用于在网络设备中部署。 （A）

A、正确 B、错误

989、整个PKI系统有证书服务器AS、票据许可服务器TGS、客户机和应用服务器四部分组成。 （B）

A、正确 B、错误

990、最基本的认证方式选择证书是数字证书。（B）

A、正确 B、错误

991、最小特权、纵深防御是网络安全原则之一。（A）

A、正确 B、错误

992、数字证书是由权威机构CA发行的一种权威的电子文档，是网络环境中的一种身份证。（A）

A、正确 B、错误

993、数字证书是由权威机构PKI发行的一种权威性的电子文档，是网络环境中的一种身份证。 （B）

A、正确 B、错误

994、信息加密技术是计算机网络安全技术的基础，为实现信息的保密性、完整性、可用性以及抗抵赖性提供了丰富的技术手段。（A）

A、正确 B、错误

995、病毒能隐藏在电脑的CMOS存储器里。（B）

A、正确 B、错误

996、对感染病毒的软盘进行浏览会导致硬盘被感染。（B）

A、正确 B、错误

997、已知某应用程序感染了文件型病毒，则该文件的大小变化情况一般是变小。（B）

A、正确 B、错误

998、重新格式化硬盘可以清楚所有病毒。（B）

A、正确 B、错误

999、专业安全评估服务对目标系统通过工具扫描和人工检查，进行专业安全的技术评定，并根据评估结果提供评估报告。 （A）

A、正确 B、错误

1000、冒充信件回复、假装纯文字ICON、冒充微软雅虎发信、下载电子贺卡同意书、是使用的叫做字典攻击法的方法。（B）

A、正确 B、错误

连云港专业技术继续教育—网络信息安全总题库及答案

**信息安全技术试题及答案**

**信息安全网络基础：**

一、判断题

1. 信息网络的物理安全要从环境安全和设备安全两个角度来考虑。**√**

2. 计算机场地可以选择在公共区域人流量比较大的地方。**×**

3. 计算机场地可以选择在化工厂生产车间附近。**×**

4. 计算机场地在正常情况下温度保持在 18~28 摄氏度。**√**

5. 机房供电线路和动力、照明用电可以用同一线路。**×**

6. 只要手干净就可以直接触摸或者擦拔电路组件，不必有进一步的措施。**×**

7. 由于传输的内容不同，电力线可以与网络线同槽铺设。**×**

8. 接地线在穿越墙壁、楼板和地坪时应套钢管或其他非金属的保护套管，钢管应与接地线做电气连通. **√**

9. 新添设备时应该先给设备或者部件做上明显标记，最好是明显的无法除去的标记 ,以防更换和方便查找赃物。**√**

10. 机房内的环境对粉尘含量没有要求。**×**

11. 有很高使用价值或很高机密程度的重要数据应采用加密等方法进行保护。**√**

12. 纸介质资料废弃应用碎纸机粉碎或焚毁。**√**

**容灾与数据备份**

一、判断题

1. 灾难恢复和容灾具有不同的含义。**×**

2. 数据备份按数据类型划分可以分成系统数据备份和用户数据备份。**√**

3. 对目前大量的数据备份来说，磁带是应用得最广的介质。**√**

4. 增量备份是备份从上次完全备份后更新的全部数据文件。**×**

5. 容灾等级通用的国际标准 SHARE 78 将容灾分成了六级。**×**

6. 容灾就是数据备份。**×**

7. 数据越重要，容灾等级越高。**√**

8. 容灾项目的实施过程是周而复始的。**√**

9. 如果系统在一段时间内没有出现问题，就可以不用再进行容灾了。**×**

二、单选题

1. 代表了当灾难发生后，数据的恢复程度的指标是 A

A.RPO B.RTO C.NRO D.SDO

2. 代表了当灾难发生后，数据的恢复时间的指标是 B

A.RPO B.RTO C.NRO D.SD0

3. 容灾的目的和实质是 C

A. 数据备份 B.心理安慰 C. 保持信息系统的业务持续性 D.系统的有益补充

4. 容灾项目实施过程的分析阶段，需要进行 D

A. 灾难分析 B. 业务环境分析

C. 当前业务状况分析 D. 以上均正确

5. 目前对于大量数据存储来说，容量大、成本低、技术成熟、广泛使用的介质是一一一。 B

A.磁盘 B. 磁带 c. 光盘 D. 自软盘

6. 下列叙述不属于完全备份机制特点描述的是一一一。 D

A. 每次备份的数据量较大 B. 每次备份所需的时间也就校长

C. 不能进行得太频繁 D. 需要存储空间小

7. 下面不属于容灾内容的是 A

A. 灾难预测 B.灾难演习 C. 风险分析 D.业务影响分析

8、IBM TSM Fastback 是一款什么软件（ D）

A、防病毒产品； B、入侵防护产品； C、上网行为管理产品； D、数据存储备份产品

9、IBM TSM Fastback产品使用的什么技术（a )

A、磁盘快照； B、文件拷贝； C、ISCSI技术； D、磁盘共享

12、IBM TSM Fastback产品DR（远程容灾）功能备份的是什么（ BABC）

A、应用系统； B、本地备份的数据； C、文件系统； D、数据库

三、多选题

1. 信息系统的容灾方案通常要考虑的要点有一一。ABCDE

A. 灾难的类型 B. 恢复时间

C. 恢复程度 D. 实用技术

E 成本

2. 系统数据备份包括的对象有一一一。ABD

A. 配置文件 B.日志文件 C. 用户文档 D.系统设备文件

3. 容灾等级越高，则一一一。ACD

A. 业务恢复时间越短 C. 所需要成本越高 B. 所需人员越多 D. 保护的数据越重要

4、数据安全备份有几种策略（ ABC ）

A、全备份； B、增量备份； C、差异备份； D、手工备份

5、建立Disaster Recovery（容灾系统）的前提是什么（ ABC ）多选

A、自然灾害（地震、火灾，水灾...)； B、人为灾害（错误操作、黑客攻击、病毒发作...)

C、技术风险（设备失效、软件错误、电力失效...）

6、IBM TSM Fastback 可以支持数据库系统包括（ ABC ）多选

A、MS SQL； B、Oracle； C、DB2； D、MY SQL

7、IBM TSM Fastback 可以支持的存储介质包括（ BD ）

A、磁带介质； B、磁盘介质； C、磁带库； D、磁盘柜

**基础安全技术**

系统安全

一、判断题

1. 常见的操作系统包括 DOS 、UNIX 、Linux、Windows 、 Netware 、 Oracle 等。**×**

2. 操作系统在概念上一般分为两部分 : 内核 (Kernel) 以及壳 (SheIl), 有些操作系统 的内核与壳完全分开 ( 如 Microsoft Windows 、 UNIX 、 Linux 等 ); 另一些的内核与壳关系紧 密 ( 如 UNIX 、 Linux 等内核及壳只是操作层次上不同而已。**×**

3. 域帐号的名称在域中必须是唯一的，而且也不能和本地帐号名称相同，否则会引起混乱。**×**

4.Windows 防火墙能帮助阻止计算机病毒和蠕虫进入用户的计算机，但该防火墙不能检测或清除已经感染计算机的病毒和蠕虫**√**

5. 数据库系统是一种封闭的系统，其中的数据无法由多个用户共享。**×**

6. 数据库安全只依靠技术即可保障。**×**

7. 通过采用各种技术和管理手段，可以获得绝对安全的数据库系统。**×**

8. 数据库管理员拥有数据库的一切权限。**√**

9. 完全备份就是对全部数据库数据进行备份。**√**

二、单选题

1.Windows 系统的用户帐号有两种基本类型，分别是全局帐号和 (A)

A. 本地帐号 B. 域帐号 C. 来宾帐号D. 局部帐号

2.Windows 系统安装完后，默认情况下系统将产生两个帐号，分别是管理员帐号和二一。 (C)

A. 本地帐号 B. 域帐号 C. 来宾帐号 D. 局部帐号

3. 计算机网络组织结构中有两种基本结构，分别是域和(b)

A. 用户组 B. 工作组 C. 本地组 D. 全局组

4. 某公司的工作时间是上午 8 点半至 12 点，下午 1 点至 5 点半，每次系统备份需要一(d)

个半小时，下列适合作为系统数据备份的时间是一一一。

A. 上午 8 点 B. 中午 12 点 C. 下午 3 点 D. 凌晨 1 点

5 、.FTP( 文件传输协议 ,File Transfer Protocol, 简称 HP) 服务、 SMTP( 简单邮件传 输协议 ,Simple Mail Transfer Protocol, 简称 SMTP) 服务、 HTTP( 超文本传输协议 ,Hyper Text Transport Protocol, 简称 HTTP) 、 HTIPS( 加密并通过安全端口传输的另一种 HTIm 服 务分别对应的端口是(b)

A.25 21 80 554 B.21 25 80 443 C.21 110 80 554 D.21 25 443 554

三、多选题

1. 操作系统的基本功能有(abcd)

A. 处理器管理 B. 存储管理 C. 文件管理 D. 设备管理

2.Windows 系统中的用户组包括(abc)

A. 全局组 B. 本地组

C. 特殊组 D. 标准组

3.Windows 系统登录流程中使用的系统安全模块有(abc)

A. 安全帐号管理 (Semrity Account Manager, 简称 SAM) 模块

B.Windows 系统的注册 (Winhgon) 模块

C. 本地安全认证 (Local Security Authority, 简称 LSA) 模块

D. 安全引用监控器模块

4. 数据库故障可能有(abcde)

A. 磁盘故障 B. 事务内部的故障

C. 系统故障 D. 介质故障

E. 计算机病毒或恶意攻击

**网络安全**

一、判断题

1. 防火墙是设置在内部网络与外部网络 ( 如互联网 ) 之间，实施访问控制策略的一个或一组系统**√**

2. 软件防火墙就是指个人防火墙。**×**

3. 防火墙必须要提供 VPN 、 NAT 等功能。**×**

4. 即使在企业环境中，个人防火墙作为企业纵深防御的一部分也是十分必要的。**√**

5. 只要使用了防火墙，企业的网络安全就有了绝对的保障。**×**

6. 防火墙规则集应该尽可能的简单 ,- 规则集越简单，错误配置的可能性就越小，系统就越安全。**√**

7. 在一个有多个防火墙存在的环境中，每个连接两个防火墙的计算机或网络都是DMZ 。**√**

8. 所有的漏洞都是可以通过打补丁来弥补的。**×**

9. 通过网络扫描，可以判断目标主机的操作系统类型。**√**

10. 在计算机上安装防病毒软件之后，就不必担心计算机受到病毒攻击。**×**

11. 计算机病毒可能在用户打开 "txt" 文件时被启动。**√**

12. 在安全模式下木马程序不能启动。**×**

13. 大部分恶意网站所携带的病毒就是脚本病毒。**√**

14. 利用互联网传播已经成为了计算机病毒传播的一个发展趋势。**√**

二、单选题

1. 防火墙提供的接入模式不包括一一一。(d)

A. 网关模式 B.透明模式 C. 混合模式 D.旁路接入模式

2. 下面关于 DMZ 区的说法错误的是(c)

A. 通常 DMZ 包含允许来自互联网的通信可进入的设备，如 Web 服务器、 FTP 服务器、 SMTP 服务器和 DNS 服务器等

B. 内部网络可以无限制地访问外部网络以及 DMZ

C.DMZ 可以访问内部网络

D. 有两个 DMZ 的防火墙环境的典型策略是主防火墙采用 NAT 方式工作，而内部防 火墙采用透明模式工作以减少内部网络结构的复杂程度

3. 下面病毒出现的时间最晚的类型是(b)

A. 携带特洛伊术马的病毒 B. 以网络钓鱼为目的的病毒

C. 通过网络传播的蠕虫病毒 D.OEice 文档携带的宏病毒

4. 不能防止计算机感染病毒的措施是(a)

A. 定时备份重要文件

B. 经常更新操作系统

C. 除非确切知道附件内容，否则不要打开电子邮件附件

D. 重要部门的计算机尽量专机专用与外界隔绝

5. 企业在选择防病毒产品时不应该考虑的指标为(d)

A. 产品能够从一个中央位置进行远程安装、升级 '

B. 产品的误报、漏报率较低

C. 产品提供详细的病毒活动记录

D. 产品能够防止企业机密信息通过邮件被传出

6. 病毒传播的途径有(acde)

A. 移动硬盘 B. 内存条

C. 电子邮件 D. 聊天程序

E 网络浏览

7. 可能和计算机病毒有关的现象有(acd)

A. 可执行文件大小改变了

B. 在向写保护的 U 盘复制文件时屏幕上出现 U 盘写保护的提示

C. 系统频繁死机

D. 内存中有来历不明的进程

E. 计算机主板损坏

**应用安全**

一、判断题

1. 运行防病毒软件可以帮助防止遭受网页仿冒欺诈。**√**

2. 由于网络钓鱼通常利用垃圾邮件进行传播，因此，各种反垃圾邮件的技术也都可以用来反网络钓鱼。**√**

3. 网络钓鱼的目标往往是细心选择的一些电子邮件地址。**√**

4. 如果采用正确的用户名和口令成功登录网站，则证明这个网站不是仿冒的。**×**

5. 在来自可信站点的电子邮件中输入个人或财务信息是安全的。**×**

6. 可以采用内容过滤技术来过滤垃圾邮件。**√**

7. 黑名单库的大小和过滤的有效性是内容过滤产品非常重要的指标。**√**

8. 随着应用环境的复杂化和传统安全技术的成熟，整合各种安全模块成为信息安全领域的一个发展趋势**√**

9 启发式技术通过查找通用的非法内容特征，来尝试检测新形式和已知形式的才肤内容。**√**

10. 白名单方案规定邮件接收者只接收自己所信赖的邮件发送者所发送过来的邮件。**√**

11. 实时黑名单是简单黑名单的进一步发展，可以从根本上解决垃圾邮件问题。**×**

二、单选题

1. 以下不会帮助减少收到的垃圾邮件数量的是一一一。(c)

A. 使用垃圾邮件筛选器帮助阻止垃圾邮件 .

B. 共享电子邮件地址或即时消息地址时应小心谨慎

C. 安装入侵检测软件

D. 收到垃圾邮件后向有关部门举报

三、多选题

1. 下列邮件为垃圾邮件的有(ade)

A. 收件人无法拒收的电子邮件

B. 收件人事先预定的广告、电子刊物等具有宣传性质的电子邮件 C. 含有病毒、色情、反动等不良信息或有害信息的邮件

D. 隐藏发件人身份、地址、标题等信息的电子邮件

E. 含有虚假的信息源、发件人、路由等信息的电子邮件

2. 垃圾邮件带来的危害有(abd)

A. 垃圾邮件占用很多互联网资源

B. 垃圾邮件浪费广大用户的时间和精力

C. 垃圾邮件提高了某些公司做广告的效益

D. 垃圾邮件成为病毒传播的主要途径

E. 垃圾邮件迫使企业使用最新的操作系统

3. 网页防篡改技术包括(bd)

A. 网站采用负载平衡技术 B. 防范网站、网页被篡改

C. 访问网页时需要输入用户名和口令 D. 网页被篡改后能够自动恢复

E 采用 HITPS 协议进行网页传输主

4. 网络钓鱼常用的手段有(abcde)

A. 利用垃圾邮件 B. 利用假冒网上银行、网上证券网站

C. 利用虚假的电子商务 D. 利用计算机病毒

E. 利用社会工程学

5. 内容过滤的目的包括(abcde)

A. 阻止不良信息对人们的侵害

B. 规范用户的上网行为，提高工作效率

C. 防止敏感数据的泄漏

D. 遏制垃圾邮件的蔓延

E. 减少病毒对网络的侵害

7. 内容过滤技术的应用领域包括(acde)

A. 防病毒 B.网页防篡改 C. 防火墙 D.入侵检测 E. 反垃圾邮件

|  |  |
| --- | --- |
| 1282 | 信息网络的物理安全要从环境安全和设备安全两个角度来考虑.A |
|  | A 正确 B 错误 |
| 1283 | 计算机场地可以选择在公共区域人流量比较大的地方。b |
|  | A 正确 B 错误 |
| 1284 | 计算机场地可以选择在化工厂生产车间附近。b |
|  | A 正确 B 错误 |
| 1285 | 计算机场地在正常情况下温度保持在18～28摄氏度。b |
|  | A 正确 B 错误 |
| 1286 | 机房供电线路和动力、照明用电可以用同一线路。b |
|  | A 正确 B 错误 |
| 1287 | 只要手干净就可以直接触摸或者擦拔电路组件，不必有进一步的措施。b |
|  | A 正确 B 错误 |
| 1288 | 备用电路板或者元器件、图纸文件必须存放在防静电屏蔽袋内，使用时要远离静电敏感器件a。 |
|  | A 正确 B 错误 |
| 1289 | 屏蔽室是一个导电的金属材料制成的大型六面体，能够抑制和阻挡电磁波在空气中传播。a |
|  | A 正确 B 错误 |
| 1290 | 屏蔽室的拼接、焊接工艺对电磁防护没有影响。b |
|  | A 正确 B 错误 |
| 1291 | 由于传输的内容不同，电力线可以与网络线同槽铺设。b |
|  | A 正确 B 错误 |
| 1292 | 接地线在穿越墙壁、楼板和地坪时应套钢管或其他非金属的保护套管，钢管应与接地线做电气连通。地线做电气连通。a |
|  | A 正确 B 错误 |
| 1293 | 新添设备时应该先给设备或者部件做上明显标记，最好是明显的无法除去的标记，以防更换和方便查找赃物。a |
|  | A 正确 B 错误 |
| 1294 | TEMPEST技术，是指在设计和生产计算机设备时，就对可能产生电磁辐射的元器件、集成电路、连接线、显示器等采取防辐射措施，从而达到减少计算机信息泄露的最终目的。a |
|  | A 正确 B 错误 |
| 1295 | 机房内的环境对粉尘含量没有要求。b |
|  | A 正确 B 错误 |
| 1296 | 防电磁辐射的干扰技术，是指把干扰器发射出来的电磁波和计算机辐射出来的电磁波混合在一起，以掩盖原泄露信息的内容和特征等，使窃密者即使截获这一混合信号也无法提取其中的信息。a |
|  | A 正确 B 错误 |
| 1297 | 有很高使用价值或很高机密程度的重要数据应采用加密等方法进行保护。a |
|  | A 正确 B 错误 |
| 1298 | 纸介质资料废弃应用碎纸机粉碎或焚毁。a |
|  | A 正确 B 错误 |
| 1299 | 以下不符合防静电要求的是\_b\_\_\_。 |
|  | A 穿合适的防静电衣服和防静电鞋 B 在机房内直接更衣梳理 C 用表面光滑平整的办公家具D 经常用湿拖布拖地 |
| 1300 | 布置电子信息系统信号线缆的路由走向时，以下做法错误的是\_\_a\_\_。 |
|  | A 可以随意弯折 B 转弯时，弯曲半径应大于导线直径的10倍C 尽量直线、平整D 尽量减小由线缆自身形成的感应环路面积 |
| 1301 | 对电磁兼容性(Electromagnetic Compatibility，简称EMC)标准的描述正确的是\_\_\_c\_。 |
|  | A 同一个国家的是恒定不变的B 不是强制的 C 各个国家不相同 D 以上均错误 |
| 1302 | 物理安全的管理应做到\_\_\_c\_。 |
|  | A 所有相关人员都必须进行相应的培训，明确个人工作职责B 制定严格的值班和考勤制度，安排人员定期检查各种设备的运行情况 C 在重要场所的进出口安装监视器，并对进出情况进行录像 D 以上均正确 |
| 1303 | 场地安全要考虑的因素有\_\_c\_\_。 |
|  | A 场地选址 B 场地防火 C 场地防水防潮 D 场地温度控制 E 场地电源供应 |
| 1304 | 火灾自动报警、自动灭火系统部署应注意\_\_ascd\_\_。 |
|  | A 避开可能招致电磁干扰的区域或设备 B 具有不间断的专用消防电源 C 留备用电源 D 具有自动和手动两种触发装置 |
| 1305 | 为了减小雷电损失，可以采取的措施有\_\_acd\_\_。 |
|  | A 机房内应设等电位连接网络 B 部署UPS C 设置安全防护地与屏蔽地 D 根据雷击在不同区域的电磁脉冲强度划分，不同的区域界面进行等电位连接 E 信号处理电路 |
| 1306 | 会导致电磁泄露的有\_\_abcde\_\_。 |
|  | A 显示器 B 开关电路及接地系统 C 计算机系统的电源线 D 机房内的电话线 E 信号处理电路 |
| 1307 | 磁介质的报废处理，应采用\_\_cd\_\_。 |
|  | A 直接丢弃B 砸碎丢弃 C 反复多次擦写 D 专用强磁工具清除 |
| 1308 | 静电的危害有\_\_abcd\_\_。 |
|  | A 导致磁盘读写错误，损坏磁头，引起计算机误动作 B 造成电路击穿或者毁坏 C 电击，影响工作人员身心健康 D 吸附灰尘 |
| 1309 | 防止设备电磁辐射可以采用的措施有\_\_b\_\_。 |
|  | A 屏蔽 B 滤波 C 尽量采用低辐射材料和设备 D 内置电磁辐射干扰器 |
| 1310 | 灾难恢复和容灾具有不同的含义。a |
|  | A 正确 B 错误 |
| 1311 | 数据备份按数据类型划分可以分成系统数据备份和用户数据备份。a |
|  | A 正确 B 错误 |
| 1312 | 对目前大量的数据备份来说，磁带是应用得最广的介质。b |
|  | A 正确 B 错误 |
| 1313 | 增量备份是备份从上次进行完全备份后更改的全部数据文件。b |
|  | A 正确 B 错误 |
| 1314 | 容灾等级通用的国际标准SHARE 78将容灾分成了六级。b |
|  | A 正确 B 错误 |
| 1315 | 容灾就是数据备份。b |
|  | A 正确 B 错误 |
| 1316 | 数据越重要，容灾等级越高。a |
|  | A 正确 B 错误 |
| 1317 | 容灾项目的实施过程是周而复始的。a |
|  | A 正确 B 错误 |
| 1318 | 如果系统在一段时间内没有出现问题，就可以不用再进行容灾了。b |
|  | A 正确 B 错误 |
| 1319 | SAN针对海量、面向数据块的数据传输，而NAS则提供文件级的数据访问功能。a |
|  | A 正确 B 错误 |
| 1320 | 廉价磁盘冗余阵列(RAID)，基本思想就是将多只容量较小的、相对廉价的硬盘进行有机组合，使其性能超过一只昂贵的大硬盘。 |
|  | A 正确 B 错误 |
| 1321 | 代表了当灾难发生后，数据的恢复程度的指标是\_\_A\_\_。 |
|  | A RPO B RTOC NROD SDO |
| 1322 | 代表了当灾难发生后，数据的恢复时间的指标是\_\_B\_\_。 |
|  | A RPO B RTO C NROD SDO |
| 1323 | 我国《重要信息系统灾难恢复指南》将灾难恢复分成了\_B\_\_\_级。 |
|  | A 五 B 六 C 七D 八 |
| 1324 | 容灾的目的和实质是\_\_C\_\_。 |
|  | A 数据备份B 心理安慰 C 保持信息系统的业务持续性 D 系统的有益补充 |
| 1325 | 容灾项目实施过程的分析阶段，需要进行\_D\_\_\_。 |
|  | A 灾难分析B 业务环境分析C 当前业务状况分析 D 以上均正确 |
| 1326 | 目前对于大量数据存储来说，容量大、成本低、技术成熟、广泛使用的介质是\_B\_\_\_。 |
|  | A 磁盘 B 磁带 C 光盘D 软盘 |
| 1327 | 下列叙述不属于完全备份机制特点描述的是\_\_D\_\_。 |
|  | A 每次备份的数据量较大B 每次备份所需的时间也就较长C 不能进行得太频繁 D 需要存储空间小 |
| 1328 | 下面不属于容灾内容的是\_\_\_A\_。 |
|  | A 灾难预测 B 灾难演习C 风险分析D 业务影响分析 |
| 1329 | 信息系统的容灾方案通常要考虑的要点有\_ABCDE\_\_\_。 |
|  | A 灾难的类型 B 恢复时间 C 恢复程度 D 实用技术 E 成本 |
| 1330 | 系统数据备份包括的对象有\_\_\_ABD\_。 |
|  | A 配置文件 B 日志文件 C 用户文档 D 系统设备文件 |
| 1331 | 容灾等级越高，则\_\_\_ACD\_。 |
|  | A 业务恢复时间越短 B 所需人员越多 C 所需要成本越高 D 保护的数据越重要 |
| 1332 | 对称密码体制的特征是：加密密钥和解密密钥完全相同，或者一个密钥很容易从另一个密钥中导出。 |
|  | A 正确 B 错误 A |
| 1333 | 公钥密码体制算法用一个密钥进行加密，而用另一个不同但是有关的密钥进行解密。A |
|  | A 正确 B 错误 |
| 1334 | 公钥密码体制有两种基本的模型：一种是加密模型，另一种是认证模型。A |
|  | A 正确 B 错误 |
| 1335 | 对信息的这种防篡改、防删除、防插入的特性称为数据完整性保护。A |
|  | A 正确 B 错误 |
| 1336 | PKI是利用公开密钥技术所构建的、解决网络安全问题的、普遍适用的一种基础设施。A |
|  | A 正确 B 错误 |
| 1337 | PKI系统的基本组件包括\_\_ACDBEF\_\_。 |
|  | A 终端实体 B 认证机构 C 注册机构 D 证书撤销列表发布者 E 证书资料库 f 密钥管理中心 |
| 1338 | 数字证书可以存储的信息包括\_ABCD\_\_\_。 |
|  | A 身份证号码、社会保险号、驾驶证号码 B 组织工商注册号、组织组织机构代码、组织税号 C IP地址 D Email地址 |
| 1339 | PKI提供的核心服务包括\_ABCD\_\_\_。 |
|  | A 认证 B 完整性 C 密钥管理 D 简单机密性 E 非否认 |
| 1340 | 常见的操作系统包括DOS、0S／2、UNIX、XENIX、Linux、Windows、Netware、Oracle等。 |
|  | A 正确 B 错误 |
| 1341 | 操作系统在概念上一般分为两部分：内核(Kernel)以及壳(Shell)，有些操作系统的内核与壳完全分开(如Microsoft Windows、UNIX、Linux等)；另一些的内核与壳关系紧密(如UNIX、Linux等)，内核及壳只是操作层次上不同而已。B |
|  | A 正确 B 错误 |
| 1342 | Windows系统中，系统中的用户帐号可以由任意系统用户建立。用户帐号中包含着用户的名称与密码、用户所属的组、用户的权利和用户的权限等相关数据。B |
|  | A 正确 B 错误 |
| 1343 | Windows系统的用户帐号有两种基本类型：全局帐号(GlobalAccounts)和本地帐号(LocalAccounts)。 |
|  | A 正确 B 错误 A |
| 1344 | 本地用户组中的Users(用户)组成员可以创建用户帐号和本地组，也可以运行应用程序，但是不能安装应用程序，也可以关闭和锁定操作系统。B |
|  | A 正确 B 错误 |
| 1345 | 本地用户组中的Guests(来宾用户)组成员可以登录和运行应用程序，也可以关闭操作系统，但是其功能比Users有更多的限制。A |
|  | A 正确 B 错误 |
| 1346 | 域帐号的名称在域中必须是唯一的，而且也不能和本地帐号名称相同，否则会引起混乱。B |
|  | A 正确 B 错误 |
| 1347 | 全局组是由本域的域用户组成的，不能包含任何组，也不能包含其他域的用户，全局组能在域中任何一台机器上创建。B |
|  | A 正确 B 错误 |
| 1348 | 在默认情况下，内置DomainAdmins全局组是域的Administrators本地组的一个成员，也是域中每台机器Administrator本地组的成员。A |
|  | A 正确 B 错误 |
| 1349 | Windows XP帐号使用密码对访问者进行身份验证，密码是区分大小写的字符串，最多可包含16个字符。密码的有效字符是字母、数字、中文和符号。B |
|  | A 正确 B 错误 |
| 1350 | 如果向某个组分配了权限，则作为该组成员的用户也具有这一权限。例如，如果BackupOperators组有此权限，而Lois又是该组成员，则Lois也有此权限。A |
|  | A 正确 B 错误 |
| 1351 | Windows文件系统中，只有Administrator组和ServerOperation组可以设置和去除共享目录，并且可以设置共享目录的访问权限。B |
|  | A 正确 B 错误 |
| 1352 | 远程访问共享目录中的目录和文件，必须能够同时满足共享的权限设置和文件目录自身的权限设置。用户对共享所获得的最终访问权限将取决于共享的权限设置和目录的本地权限设置中宽松一些的条件。 |
|  | A 正确 B 错误 B |
| 1353 | 对于注册表的访问许可是将访问权限赋予计算机系统的用户组，如Administrator、Users、Creator／Owner组等。A |
|  | A 正确 B 错误 |
| 1354 | 系统日志提供了一个颜色符号来表示问题的严重程度，其中一个中间有字母“!”的黄色圆圈(或三角形)表示信息性问题，一个中间有字母“i”的蓝色圆圈表示一次警告，而中间有“stop”字样(或符号叉)的红色八角形表示严重问题。B |
|  | A 正确 B 错误 |
| 1355 | 光盘作为数据备份的媒介优势在于价格便宜、速度快、容量大。B |
|  | A 正确 B 错误 |
| 1356 | Windows防火墙能帮助阻止计算机病毒和蠕虫进入用户的计算机，但该防火墙不能检测或清除已经感染计算机的病毒和蠕虫。A |
|  | A 正确 B 错误 |
| 1357 | Web站点访问者实际登录的是该Web服务器的安全系统，“匿名”Web访问者都是以IUSR帐号身份登录的。A |
|  | A 正确 B 错误 |
| 1358 | UNIX的开发工作是自由、独立的，完全开放源码，由很多个人和组织协同开发的。UNIX只定义了一个操作系统内核。所有的UNIX发行版本共享相同的内核源，但是，和内核一起的辅助材料则随版本不同有很大不同。 |
|  | A 正确 B 错误 |
| 1359 | 每个UNIX／Linux系统中都只有一个特权用户，就是root帐号。B |
|  | A 正确 B 错误 |
| 1360 | 与Windows系统不一样的是UNIX／Linux操作系统中不存在预置帐号。B |
|  | A 正确 B 错误 |
| 1361 | UNIX／Linux系统中一个用户可以同时属于多个用户组。A |
|  | A 正确 B 错误 |
| 1362 | 标准的UNIX／Linux系统以属主(Owner)、属组(Group)、其他人(World)三个粒度进行控制。特权用户不受这种访问控制的限制。A |
|  | A 正确 B 错误 |
| 1363 | UNIX／Linux系统中，设置文件许可位以使得文件的所有者比其他用户拥有更少的权限是不可能的。 |
|  | A 正确 B 错误 B |
| 1364 | UNIX／Linux系统和Windows系统类似，每一个系统用户都有一个主目录。A |
|  | A 正确 B 错误 |
| 1365 | UNIX／Linux系统加载文件系统的命令是mount，所有用户都能使用这条命令。B |
|  | A 正确 B 错误 |
| 1366 | UNIX／Linux系统中查看进程信息的who命令用于显示登录到系统的用户情况，与w命令不同的是，who命令功能更加强大，who命令是w命令的一个增强版。 B |
|  | A 正确 B 错误 |
| 1367 | Httpd.conf是Web服务器的主配置文件，由管理员进行配置，Srm.conf是Web服务器的资源配置文件，Access.conf是设置访问权限文件。 A |
|  | A 正确 B 错误 |
| 1368 | 一个设置了粘住位的目录中的文件只有在用户拥有目录的写许可，并且用户是文件和目录的所有者的情况下才能被删除。B |
|  | A 正确 B 错误 |
| 1369 | UNIX／Linux系统中的／etc／shadow文件含有全部系统需要知道的关于每个用户的信息(加密后的密码也可能存于／etc／passwd文件中)。B |
|  | A 正确 B 错误 |
| 1370 | 数据库系统是一种封闭的系统，其中的数据无法由多个用户共享。B |
|  | A 正确 B 错误 |
| 1371 | 数据库安全只依靠技术即可保障。B |
|  | A 正确 B 错误 |
| 1372 | 通过采用各种技术和管理手段，可以获得绝对安全的数据库系统。B |
|  | A 正确 B 错误 |
| 1373 | 数据库的强身份认证与强制访问控制是同一概念。B |
|  | A 正确 B 错误 |
| 1374 | 用户对他自己拥有的数据，不需要有指定的授权动作就拥有全权管理和操作的权限。A |
|  | A 正确 B 错误 |
| 1375 | 数据库视图可以通过INSERT或UPDATE语句生成。B |
|  | A 正确 B 错误 |
| 1376 | 数据库加密适宜采用公开密钥密码系统。A |
|  | A 正确 B 错误 |
| 1377 | 数据库加密的时候，可以将关系运算的比较字段加密。B |
|  | A 正确 B 错误 |
| 1378 | 数据库管理员拥有数据库的一切权限。A |
|  | A 正确 B 错误 |
| 1379 | 不需要对数据库应用程序的开发者制定安全策略。B |
|  | A 正确 B 错误 |
| 1380 | 使用登录ID登录SQL Server后，即获得了访问数据库的权限。B |
|  | A 正确 B 错误 |
| 1381 | MS SQL Server与Sybase SQL Server的身份认证机制基本相同。A |
|  | A 正确 B 错误 |
| 1382 | SQL Server不提供字段粒度的访问控制。B |
|  | A 正确 B 错误 |
| 1383 | MySQL不提供字段粒度的访问控制。A |
|  | A 正确 B 错误 |
| 1384 | SQL Server中，权限可以直接授予用户ID。A |
|  | A 正确 B 错误 |
| 1385 | SQL注入攻击不会威胁到操作系统的安全。B |
|  | A 正确 B 错误 |
| 1386 | 事务具有原子性，其中包括的诸多操作要么全做，要么全不做。A |
|  | A 正确 B 错误 |
| 1387 | 完全备份就是对全部数据库数据进行备份。A |
|  | A 正确 B 错误 |
| 1388 | 美国国防部发布的可信计算机系统评估标准(TCSEC)定义了\_\_\_C\_个等级。 |
|  | A 五B 六 C 七 D 八 |
| 1389 | Windows系统的用户帐号有两种基本类型，分别是全局帐号和\_A\_\_\_。 |
|  | A 本地帐号 B 域帐号C 来宾帐号D 局部帐号 |
| 1390 | Windows系统安装完后，默认隋况下系统将产生两个帐号，分别是管理员帐号和\_\_C\_\_。 |
|  | A 本地帐号B 域帐号 C 来宾帐号 D 局部帐号 |
| 1391 | 计算机网络组织结构中有两种基本结构，分别是域和\_\_\_\_。 |
|  | A 用户组 B 工作组 C 本地组D 全局组 |
| 1392 | —般常见的Windows操作系统与Linux系统的管理员密码最大长度分别为\_\_\_\_和\_\_\_\_。 |
|  | A 12 8B 14 10C 12 10 D 14 8 |
| 1393 | 符合复杂性要求的WindowsXP帐号密码的最短长度为\_\_\_\_。 |
|  | A 4 B 6 C 8D 10 |
| 1394 | 设置了强制密码历史后，某用户设置密码kedawu失败，该用户可能的原密码是\_\_\_\_。 |
|  | A kedaB kedaliu C kedawuj D dawu |
| 1395 | 某公司的工作时间是上午8点半至12点，下午1点555点半，每次系统备份需要一个半小时，下列适合作为系统数据备份的时间是\_\_\_\_。 |
|  | A 上午8点B 中午12点C 下午3点 D 凌晨l点 |
| 1396 | Window系统中对所有事件进行审核是不现实的，下面不建议审核的事件是\_\_\_\_。 |
|  | A 用户登录及注销B 用户及用户组管理 C 用户打开关闭应用程序 D 系统重新启动和关机 |
| 1397 | 在正常情况下，Windows 2000中建议关闭的服务是\_\_\_\_。 |
|  | A TCP／IP NetBIOS Helper Service B Logical Disk ManagerC Remote Procedure CallD Security Accounts Manager |
| 1398 | FTP(文件传输协议，File Transfer Protocol，简称FFP)服务、SMTP(简单邮件传输协议，Simple Mail Transfer Protocol，简称SMTP)服务、HTTP(超文本传输协议，Hyper Text Transport Protocol，简称HTTP)、HTTPS(加密并通过安全端口传输的另一种HTTP)服务分别对应的端口是\_\_\_\_。 |
|  | A 25 21 80 554 B 21 25 80 443 C 21 110 80 554D 21 25 443 554 |
| 1399 | 下面不是UNIX／Linux操作系统的密码设置原则的是\_\_\_\_。 |
|  | A 密码最好是英文字母、数字、标点符号、控制字符等的结合B 不要使用英文单词，容易遭到字典攻击C 不要使用自己、家人、宠物的名字 D 一定要选择字符长度为8的字符串作为密码 |
| 1400 | UNIX／Linux操作系统的文件系统是\_\_\_\_结构。 |
|  | A 星型 B 树型 C 网状D 环型 |
| 1401 | 下面说法正确的是\_\_\_\_。 |
|  | A UNIX系统中有两种NFS服务器，分别是基于内核的NFS Daemon和用户空间Daemon，其中安全性能较强的是基于内核的NFSDaemon B UNIX系统中有两种NFS服务器，分别是基于内核的Daemon和用户空间NFSDaemon，其中安全性能较强的是基于内核的NFSDaemonC UNIX系统中现只有一种NFS服务器，就是基于内核的NFSDaemon，原有的用户空间Daemon已经被淘汰，因为NFSDaemon安全性能较好D UNIX系统中现只有一种NFS服务器，就是基于内核的Daemon，原有的用户空间NFSDaemon已经被淘汰，因为Daemon安全性能较好 |
| 1402 | 下面不是UNIX／Linux系统中用来进行文件系统备份和恢复的命令是\_\_\_\_。 |
|  | A tarB cpio C umask D backup |
| 1403 | Backup命令的功能是用于完成UNIX／Linux文件的备份，下面说法不正确的是\_\_\_\_。 |
|  | A Backup—c命令用于进行完整备份B Backup—p命令用于进行增量备份C Backup—f命令备份由file指定的文件 D Backup—d命令当备份设备为磁带时使用此选项 |
| 1404 | UNIX工具(实用程序，utilities)在新建文件的时候，通常使用\_\_\_\_作为缺省许可位，而在新建程序的时候，通常使用\_\_\_\_作为缺省许可位。 |
|  | A 555 666 B 666 777 C 777 888D 888 999 |
| 1405 | 保障UNIX／Linux系统帐号安全最为关键的措施是\_\_\_\_。 |
|  | A 文件／etc／passwd和／etc／group必须有写保护 B 删除／etc／passwd、／etc／groupC 设置足够强度的帐号密码D 使用shadow密码 |
| 1406 | UNIX／Linux系统中，下列命令可以将普通帐号变为root帐号的是\_\_\_\_。 |
|  | A chmod命令B ／bin／passwd命令C chgrp命令 D ／bin／su命令 |
| 1407 | 有编辑／etc／passwd文件能力的攻击者可以通过把UID变为\_\_\_\_就可以成为特权用户。 |
|  | A -1 B 0 C 1D 2 |
| 1408 | 下面不是保护数据库安全涉及到的任务是\_\_\_\_。 |
|  | A 确保数据不能被未经过授权的用户执行存取操作B 防止未经过授权的人员删除和修改数据 C 向数据库系统开发商索要源代码，做代码级检查 D 监视对数据的访问和更改等使用情况 |
| 1409 | 下面不是数据库的基本安全机制的是\_\_\_\_。 |
|  | A 用户认证B 用户授权C 审计功能 D 电磁屏蔽 |
| 1410 | 关于用户角色，下面说法正确的是\_\_\_\_。 |
|  | A SQL Server中，数据访问权限只能赋予角色，而不能直接赋予用户 B 角色与身份认证无关 C 角色与访问控制无关D 角色与用户之间是一对一的映射关系 |
| 1411 | 下面原则是DBMS对于用户的访问存取控制的基本原则的是\_\_\_\_。 |
|  | A 隔离原则 B 多层控制原则C 唯一性原则D 自主原则 |
| 1412 | 下面对于数据库视图的描述正确的是\_\_\_\_。 |
|  | A 数据库视图也是物理存储的表 B 可通过视图访问的数据不作为独特的对象存储，数据库内实际存储的是SELECT语句 C 数据库视图也可以使用UPDATE或DELETE语句生成D 对数据库视图只能查询数据，不能修改数据 |
| 1413 | 有关数据库加密，下面说法不正确的是\_\_\_\_。 |
|  | A 索引字段不能加密B 关系运算的比较字段不能加密 C 字符串字段不能加密 D 表间的连接码字段不能加密 |
| 1414 | 下面不是Oracle数据库提供的审计形式的是\_\_\_\_。 |
|  | A 备份审计 B 语句审计C 特权审计D 模式对象设计 |
| 1415 | 下面不是SQL Server支持的身份认证方式的是\_\_\_\_。 |
|  | A Windows NT集成认证B SQL Server认证C SQL Server混合认证 D 生物认证 |
| 1416 | 下面\_\_\_\_不包含在MySQL数据库系统中。 |
|  | A 数据库管理系统，即DBMS B 密钥管理系统 C 关系型数据库管理系统，即RDBMSD 开放源码数据库 |
| 1417 | 下面不是事务的特性的是\_\_\_\_。 |
|  | A 完整性 B 原子性C 一致性D 隔离性 |
| 1418 | 下面不是Oracle数据库支持的备份形式的是\_\_\_\_。 |
|  | A 冷备份 B 温备份 C 热备份D 逻辑备份 |
| 1419 | 操作系统的基本功能有\_\_\_\_。 |
|  | A 处理器管理 B 存储管理 C 文件管理 D 设备管理 |
| 1420 | 通用操作系统必需的安全性功能有\_\_\_\_。 |
|  | A 用户认证 B 文件和I／0设备的访问控制 C 内部进程间通信的同步 D 作业管理 |
| 1421 | 根据SahzerJ.H、SchroederM.D的要求，设计安全操作系统应遵循的原则有\_\_\_\_。 |
|  | A 最小特权 B 操作系统中保护机制的经济性 C 开放设计 D 特权分离 |
| 1422 | Windows系统中的用户组包括\_\_\_\_。 |
|  | A 全局组 B 本地组 C 特殊组 D 标准组 |
| 1423 | Windows系统登录流程中使用的系统安全模块有\_\_\_\_。 |
|  | A 安全帐号管理(SecurityAccountManager，简称SAM)模块 B Windows系统的注册(WinLogon)模块 C 本地安全认证(10calSecurityAuthority，简称LSA)模块 D 安全引用监控器模块 |
| 1424 | 域内置全局组安全控制非常重要，这些组只出现在域控制器中，包括\_\_\_\_。 |
|  | A DomainAdmins组 B DomainUsers组 C DomainReplicators组 D Domain Guests组 |
| 1425 | Windows系统中的审计日志包括\_\_\_\_。 |
|  | A 系统日志(SystemLog) B 安全日志(SecurityLog) C 应用程序日志(ApplicationsLog) D 用户日志(UserLog) |
| 1426 | 组成UNIX系统结构的层次有\_\_\_\_。 |
|  | A 用户层 B 驱动层 C 硬件层 D 内核层 |
| 1427 | UNIX／Linux系统中的密码控制信息保存在／etc／passwd或／ect／shadow文件中，信息包含的内容有\_\_\_\_。 |
|  | A 最近使用过的密码 B 用户可以再次改变其密码必须经过的最小周期 C 密码最近的改变时间 D 密码有效的最大天数 |
| 1428 | UNIX／Linux系统中的Apcache服务器的主要安全缺陷表现在攻击者可以\_\_\_\_。 |
|  | A 利用HTYP协议进行的拒绝服务攻击 B 发动缓冲区溢出攻击 C 获得root权限 D 利用MDAC组件存在一个漏洞，可以导致攻击者远程执行目标系统的命令 |
| 1429 | 数据库访问控制的粒度可能有\_\_\_\_。 |
|  | A 数据库级 B 表级 C 记录级(行级) D 属性级(字段级) E 字符级 |
| 1430 | 下面标准可用于评估数据库的安全级别的有\_\_\_\_。 |
|  | A TCSEC B ITSEC C CC DBMS.PP D GB 17859——1999 E TDI |
| 1431 | Oracle数据库的审计类型有\_\_\_\_。 |
|  | A 语句审计 B 系统进程审计 C 特权审计 D 模式对象设计 E 外部对象审计 |
| 1432 | SQL Server中的预定义服务器角色有\_\_\_\_。 |
|  | A sysadmin B serveradmin C setupadmin D securityadmin E processadmin |
| 1433 | 可以有效限制SQL注入攻击的措施有\_\_\_\_。 |
|  | A 限制DBMS中sysadmin用户的数量 B 在Web应用程序中，不以管理员帐号连接数据库 C 去掉数据库不需要的函数、存储过程 D 对于输入的字符串型参数，使用转义 E 将数据库服务器与互联网物理隔断 |
| 1434 | 事务的特性有\_\_\_\_。 |
|  | A 原子性(Atomicity) B 一致性(Consistency) C 隔离性(1solation) D 可生存性(Survivability) E 持续性(Durability) |
| 1435 | 数据库故障可能有\_\_\_\_。 |
|  | A 磁盘故障 B 事务内部的故障 C 系统故障 D 介质故障 E 计算机病毒或恶意攻击 |
| 1436 | 防火墙是设置在内部网络与外部网络(如互联网)之间，实施访问控制策略的一个或一组系统。 |
|  | A 正确 B 错误 |
| 1437 | 组成自适应代理网关防火墙的基本要素有两个：自适应代理服务器(Adaptive Proxy Server)与动态包过滤器(DynamicPacketFilter)。 |
|  | A 正确 B 错误 |
| 1438 | 软件防火墙就是指个人防火墙。 |
|  | A 正确 B 错误 |
| 1439 | 网络地址端口转换(NAPT)把内部地址映射到外部网络的一个IP地址的不同端口上。 |
|  | A 正确 B 错误 |
| 1440 | 防火墙提供的透明工作模式，是指防火墙工作在数据链路层，类似于一个网桥。因此，不需要用户对网络的拓扑做出任何调整就可以把防火墙接入网络。 |
|  | A 正确 B 错误 |
| 1441 | 防火墙安全策略一旦设定，就不能在再做任何改变。 |
|  | A 正确 B 错误 |
| 1442 | 对于防火墙的管理可直接通过Telnet进行。 |
|  | A 正确 B 错误 |
| 1443 | 防火墙规则集的内容决定了防火墙的真正功能。 |
|  | A 正确 B 错误 |
| 1444 | 防火墙必须要提供VPN、NAT等功能。 |
|  | A 正确 B 错误 |
| 1445 | 防火墙对用户只能通过用户名和口令进行认证。 |
|  | A 正确 B 错误 |
| 1446 | 即使在企业环境中，个人防火墙作为企业纵深防御的一部分也是十分必要的。 |
|  | A 正确 B 错误 |
| 1447 | 只要使用了防火墙，企业的网络安全就有了绝对的保障。 |
|  | A 正确 B 错误 |
| 1448 | 防火墙规则集应该尽可能的简单，规则集越简单，错误配置的可能性就越小，系统就越安全。 |
|  | A 正确 B 错误 |
| 1449 | iptables可配置具有状态包过滤机制的防火墙。 |
|  | A 正确 B 错误 |
| 1450 | 可以将外部可访问的服务器放置在内部保护网络中。 |
|  | A 正确 B 错误 |
| 1451 | 在一个有多个防火墙存在的环境中，每个连接两个防火墙的计算机或网络都是DMZ。 |
|  | A 正确 B 错误 |
| 1452 | 入侵检测技术是用于检测任何损害或企图损害系统的机密性、完整性或可用性等行为的一种网络安全技术。 |
|  | A 正确 B 错误 |
| 1453 | 主动响应和被动响应是相互对立的，不能同时采用。 |
|  | A 正确 B 错误 |
| 1454 | 异常入侵检测的前提条件是入侵性活动集作为异常活动集的子集，而理想状况是异常活动集与入侵性活动集相等。 |
|  | A 正确 B 错误 |
| 1455 | 针对入侵者采取措施是主动响应中最好的响应措施。 |
|  | A 正确 B 错误 |
| 1456 | 在早期大多数的入侵检测系统中，入侵响应都属于被动响应。 |
|  | A 正确 B 错误 |
| 1457 | 性能“瓶颈”是当前入侵防御系统面临的一个挑战。 |
|  | A 正确 B 错误 |
| 1458 | 漏报率，是指系统把正常行为作为入侵攻击而进行报警的概率。 |
|  | A 正确 B 错误 |
| 1459 | 与入侵检测系统不同，入侵防御系统采用在线(inline)方式运行。 |
|  | A 正确 B 错误 |
| 1460 | 蜜罐技术是一种被动响应措施。 |
|  | A 正确 B 错误 |
| 1461 | 企业应考虑综合使用基于网络的入侵检测系统和基于主机的入侵检测系统来保护企业网络。在进行分阶段部署时，首先部署基于网络的入侵检测系统，因为它通常最容易安装和维护，接下来部署基于主机的入侵检测系统来保护至关重要的服务器。 |
|  | A 正确 B 错误 |
| 1462 | 入侵检测系统可以弥补企业安全防御系统中的安全缺陷和漏洞。 |
|  | A 正确 B 错误 |
| 1463 | 使用误用检测技术的入侵检测系统很难检测到新的攻击行为和原有攻击行为的变种。 |
|  | A 正确 B 错误 |
| 1464 | 在早期用集线器(hub)作为连接设备的网络中使用的基于网络的入侵检测系统在交换网络中不做任何改变，一样可以用来监听整个子网。 |
|  | A 正确 B 错误 |
| 1465 | 可以通过技术手段，一次性弥补所有的安全漏洞。 |
|  | A 正确 B 错误 |
| 1466 | 漏洞只可能存在于操作系统中，数据库等其他软件系统不会存在漏洞。 |
|  | A 正确 B 错误 |
| 1467 | 防火墙中不可能存在漏洞。 |
|  | A 正确 B 错误 |
| 1468 | 基于主机的漏洞扫描不需要有主机的管理员权限。 |
|  | A 正确 B 错误 |
| 1469 | 半连接扫描也需要完成TCP协议的三次握手过程。 |
|  | A 正确 B 错误 |
| 1470 | 使用漏洞库匹配的方法进行扫描，可以发现所有的漏洞。 |
|  | A 正确 B 错误 |
| 1471 | 所有的漏洞都是可以通过打补丁来弥补的。 |
|  | A 正确 B 错误 |
| 1472 | 通过网络扫描，可以判断目标主机的操作系统类型。 |
|  | A 正确 B 错误 |
| 1473 | x-scan能够进行端口扫描。 |
|  | A 正确 B 错误 |
| 1474 | 隔离网闸采用的是物理隔离技术。 |
|  | A 正确 B 错误 |
| 1475 | “安全通道隔离”是一种逻辑隔离。 |
|  | A 正确 B 错误 |
| 1476 | 隔离网闸两端的网络之间不存在物理连接。 |
|  | A 正确 B 错误 |
| 1477 | QQ是与朋友联机聊天的好工具，不必担心病毒。 |
|  | A 正确 B 错误 |
| 1478 | 在计算机上安装防病毒软件之后，就不必担心计算机受到病毒攻击。 |
|  | A 正确 B 错误 |
| 1479 | 计算机病毒可能在用户打开“txt”文件时被启动。 |
|  | A 正确 B 错误 |
| 1480 | 在安全模式下木马程序不能启动。 |
|  | A 正确 B 错误 |
| 1481 | 特征代码技术是检测已知计算机病毒的最简单、代价最小的技术。 |
|  | A 正确 B 错误 |
| 1482 | 家里的计算机没有联网，所以不会感染病毒。 |
|  | A 正确 B 错误 |
| 1483 | 计算机病毒的传播离不开人的参与，遵循一定的准则就可以避免感染病毒。 |
|  | A 正确 B 错误 |
| 1484 | 校验和技术只能检测已知的计算机病毒。 |
|  | A 正确 B 错误 |
| 1485 | 采用Rootkit 技术的病毒可以运行在内核模式中。 |
|  | A 正确 B 错误 |
| 1486 | 企业内部只需在网关和各服务器上安装防病毒软件，客户端不需要安装。 |
|  | A 正确 B 错误 |
| 1487 | 大部分恶意网站所携带的病毒就是脚本病毒。 |
|  | A 正确 B 错误 |
| 1488 | 利用互联网传播已经成为了计算机病毒传播的一个发展趋势。 |
|  | A 正确 B 错误 |
| 1489 | 防火墙是\_\_\_\_在网络环境中的应用。 |
|  | A 字符串匹配 B 访问控制技术 C 入侵检测技术D 防病毒技术 |
| 1490 | iptables中默认的表名是\_\_\_\_。 |
|  | A filter B firewallC natD mangle |
| 1491 | 包过滤防火墙工作在OSI网络参考模型的\_\_\_\_。 |
|  | A 物理层B 数据链路层 C 网络层 D 应用层 |
| 1492 | 通过添加规则，允许通往192.168.0.2的SSH连接通过防火墙的iptables指令是\_\_\_\_。 |
|  | A iptables -F INPUT -d 192.168.0.2 -p tcp--dport 22 -j ACCEPTB iptables -A INPUT -d 192.168.0.2 -p tcp--dport 23 -j ACCEPT C iptables -A FORWARD -d 192.168.0.2 -p tcp--dport22 -j ACCEPT D iptables -A FORWARD -d 192.168.0.2 -p tcp--dport 23 -j ACCEPT |
| 1493 | 防火墙提供的接入模式不包括\_\_\_\_。 |
|  | A 网关模式B 透明模式C 混合模式 D 旁路接入模式 |
| 1494 | 关于包过滤防火墙说法错误的是\_\_\_\_。 |
|  | A 包过滤防火墙通常根据数据包源地址、目的地址、端口号和协议类型等标志设置访问控制列表实施对数据包的过滤B 包过滤防火墙不检查OSI网络参考模型中网络层以上的数据，因此可以很快地执行 C 包过滤防火墙可以有效防止利用应用程序漏洞进行的攻击 D 由于要求逻辑的一致性、封堵端口的有效性和规则集的正确性，给过滤规则的制定和配置带来了复杂性，一般操作人员难以胜任管理，容易出现错误 |
| 1495 | 关于应用代理网关防火墙说法正确的是\_\_\_\_。 |
|  | A 基于软件的应用代理网关工作在OSI网络参考模型的网络层上，它采用应用协议代理服务的工作方式实施安全策略 B 一种服务需要一种代理模块，扩展服务较难 C 和包过滤防火墙相比，应用代理网关防火墙的处理速度更快D 不支持对用户身份进行高级认证机制。一般只能依据包头信息，因此很容易受到“地址欺骗型”攻击 |
| 1496 | 关于NAT说法错误的是\_\_\_\_。 |
|  | A NAT允许一个机构专用Intranet中的主机透明地连接到公共域中的主机，无需内部主机拥有注册的(已经越采越缺乏的)全局互联网地址B 静态NAT是设置起来最简单和最容易实现的一种地址转换方式，内部网络中的每个主机都被永久映射成外部网络中的某个合法的地址C 动态NAT主要应用于拨号和频繁的远程连接，当远程用户连接上之后，动态NAT就会分配给用户一个IP地址，当用户断开时，这个IP地址就会被释放而留待以后使用 D 动态NAT又叫做网络地址端口转换NAPT |
| 1497 | 下面关于防火墙策略说法正确的是\_\_\_\_。 |
|  | A 在创建防火墙策略以前，不需要对企业那些必不可少的应用软件执行风险分析B 防火墙安全策略一旦设定，就不能在再作任何改变 C 防火墙处理人站通信的缺省策略应该是阻止所有的包和连接，除了被指出的允许通过的通信类型和连接 D 防火墙规则集与防火墙平台体系结构无关 |
| 1498 | 下面关于DMZ区的说法错误的是\_\_\_\_。 |
|  | A 通常DMZ包含允许来自互联网的通信可进入的设备，如Web服务器、FTP服务器、SMTP服务器和DNS服务器等B 内部网络可以无限制地访问外部网络以及DMZ C DMZ可以访问内部网络 D 有两个DMZ的防火墙环境的典型策略是主防火墙采用NAT方式工作，而内部防火墙采用透明模式工作以减少内部网络结构的复杂程度 |
| 1499 | 在PDRR模型中，\_\_\_\_是静态防护转化为动态的关键，是动态响应的依据。 |
|  | A 防护 B 检测 C 响应D 恢复 |
| 1500 | 从系统结构上来看，入侵检测系统可以不包括\_\_\_\_。 |
|  | A 数据源B 分析引擎 C 审计 D 响应 |
| 1501 | 通用入侵检测框架(CIDF)模型中，\_\_\_\_的目的是从整个计算环境中获得事件，并向系统的其他部分提供此事件。 |
|  | A 事件产生器 B 事件分析器C 事件数据库D 响应单元 |
| 1502 | 基于网络的入侵检测系统的信息源是\_\_\_\_。 |
|  | A 系统的审计日志B 系统的行为数据C 应用程序的事务日志文件 D 网络中的数据包 |
| 1503 | 误用入侵检测技术的核心问题是\_\_\_\_的建立以及后期的维护和更新。 |
|  | A 异常模型B 规则集处理引擎 C 网络攻击特征库 D 审计日志 |
| 1504 | \_\_\_\_是在蜜罐技术上逐步发展起来的一个新的概念，在其中可以部署一个或者多个蜜罐，来构成一个黑客诱捕网络体系架构。 |
|  | A 蜜网 B 鸟饵C 鸟巢D 玻璃鱼缸 |
| 1505 | 下面关于响应的说法正确的是\_\_\_\_。 |
|  | A 主动响应和被动响应是相互对立的，不能同时采用B 被动响应是入侵检测系统中的唯一响应方式C 入侵检测系统提供的警报方式只能是显示在屏幕上的警告信息或窗口 D 主动响应的方式可以是自动发送邮件给入侵发起方的系统管理员请求协助以识别问题和处理问题 |
| 1506 | 下面说法错误的是\_\_\_\_。 |
|  | A 由于基于主机的入侵检测系统可以监视一个主机上发生的全部事件，它们能够检测基于网络的入侵检测系统不能检测的攻击B 基于主机的入侵检测可以运行在交换网络中 C 基于主机的入侵检测系统可以检测针对网络中所有主机的网络扫描 D 基于应用的入侵检测系统比起基于主机的入侵检测系统更容易受到攻击，因为应用程序日志并不像操作系统审计追踪日志那样被很好地保护 |
| 1507 | 使用漏洞库匹配的扫描方法，能发现\_\_\_\_。 |
|  | A 未知的漏洞 B 已知的漏洞 C 自行设计的软件中的漏洞D 所有漏洞 |
| 1508 | 下面\_\_\_\_不可能存在于基于网络的漏洞扫描器中。 |
|  | A 漏洞数据库模块B 扫描引擎模块C 当前活动的扫描知识库模块 D 阻断规则设置模块 |
| 1509 | 网络隔离技术，根据公认的说法，迄今已经发展了\_\_\_\_个阶段。 |
|  | A 六 B 五 C 四D 三 |
| 1510 | 下面关于隔离网闸的说法，正确的是\_\_\_\_。 |
|  | A 能够发现已知的数据库漏洞B 可以通过协议代理的方法，穿透网闸的安全控制 C 任何时刻，网闸两端的网络之间不存在物理连接 D 在OSI的二层以上发挥作用 |
| 1511 | 关于网闸的工作原理，下面说法错误的是\_\_\_\_. |
|  | A 切断网络之间的通用协议连接B 将数据包进行分解或重组为静态数据；对静态数据进行安全审查，包括网络协议检查和代码扫描等 C 网闸工作在OSI模型的二层以上 D 任何时刻，网闸两端的网络之间不存在物理连接 |
| 1512 | 当您收到您认识的人发来的电子邮件并发现其中有意外附件，您应该\_\_\_\_。 |
|  | A 打开附件，然后将它保存到硬盘B 打开附件，但是如果它有病毒，立即关闭它 C 用防病毒软件扫描以后再打开附件 D 直接删除该邮件 |
| 1513 | 下面病毒出现的时间最晚的类型是\_\_\_\_. |
|  | A 携带特洛伊木马的病毒 B 以网络钓鱼为目的的病毒 C 通过网络传播的蠕虫病毒D Office文档携带的宏病毒 |
| 1514 | 某病毒利用RPCDCOM缓冲区溢出漏洞进行传播，病毒运行后，在％System％文件夹下生成自身的拷贝nvchip4.exe，添加注册表项，使得自身能够在系统启动时自动运行。通过以上描述可以判断这种病毒的类型为\_\_\_\_。 |
|  | A 文件型病毒B 宏病毒 C 网络蠕虫病毒 D 特洛伊木马病毒 |
| 1515 | 采用“进程注入”可以\_\_\_\_。 |
|  | A 隐藏进程B 隐藏网络端口 C 以其他程序的名义连接网络 D 以上都正确 |
| 1516 | 下列关于启发式病毒扫描技术的描述中错误的是\_\_\_\_。 |
|  | A 启发式病毒扫描技术是基于人工智能领域的启发式搜索技术B 启发式病毒扫描技术不依赖于特征代码来识别计算机病毒 C 启发式病毒扫描技术不会产生误报，但可能会产生漏报 D 启发式病毒扫描技术能够发现一些应用了已有机制或行为方式的病毒 |
| 1517 | 不能防止计算机感染病毒的措施是\_\_\_\_\_。 |
|  | A 定时备份重要文件 B 经常更新操作系统C 除非确切知道附件内容，否则不要打开电子邮件附件D 重要部门的计算机尽量专机专用与外界隔绝 |
| 1518 | 企业在选择防病毒产品时不应该考虑的指标为\_\_\_\_。 |
|  | A 产品能够从一个中央位置进行远程安装、升级B 产品的误报、漏报率较低C 产品提供详细的病毒活动记录 D 产品能够防止企业机密信息通过邮件被传出 |
| 1519 | 防火墙通常阻止的数据包包括\_\_\_\_。 |
|  | A 来自未授权的源地址且目的地址为防火墙地址的所有入站数据包(除Email传递等特殊用处的端口外) B 源地址是内部网络地址的所有入站数据包 C 所有ICMP类型的入站数据包 D 来自未授权的源地址，包含SNMP的所有入站数据包 E 包含源路由的所有入站和出站数据包 |
| 1520 | 目前市场上主流防火墙提供的功能包括\_\_\_\_。 |
|  | A 数据包状态检测过滤 B 应用代理 C NAT D VPN E 日志分析和流量统计分析 |
| 1521 | 防火墙的局限性包括\_\_\_\_。 |
|  | A 防火墙不能防御绕过了它的攻击 B 防火墙不能消除来自内部的威胁 C 防火墙不能对用户进行强身份认证 D 防火墙不能阻止病毒感染过的程序和文件进出网络 |
| 1522 | 防火墙的性能的评价方面包括\_\_\_\_。 |
|  | A 并发会话数 B 吞吐量 C 延时 D 平均无故障时间 |
| 1523 | 下面关于防火墙的维护和策略制定说法正确的是\_\_\_\_。 |
|  | A 所有防火墙管理功能应该发生在使用了强认证和加密的安全链路上 B Web界面可以通过SSL加密用户名和密码。非Web的图形界面如果既没有内部加密，也没有SSL，可以使用隧道解决方案，如SSH C 对防火墙策略进行验证的最简单的方法是，获得防火墙配置的拷贝，然后把这些拷贝和根据已定义的策略产生的期望配置进行比较 D 对防火墙策略进行验证的另一种方式通过使用软件对防火墙配置进行实际测试 E 渗透分析可以取代传统的审计程序 |
| 1524 | 蜜罐技术的主要优点有\_\_\_\_。 |
|  | A 蜜罐技术属于被动响应，使用者没有成为刑事诉讼或民事诉讼对象的危险 B 收集数据的真实性，蜜罐不提供任何实际的业务服务，所以搜集到的信息很大可能性都是由于黑客攻击造成的，漏报率和误报率都比较低 C 可以收集新的攻击工具和攻击方法，不像目前的大部分防火墙和入侵检测系统只能根据特征匹配方法来检测已知的攻击 D 不需要强大的资金投入，可以用一些低成本的设备 E 可以及时地阻断网络入侵行为 |
| 1525 | 通用入侵检测框架(CIDF)模型的组件包括\_\_\_\_。 |
|  | A 事件产生器 B 活动轮廓 C 事件分析器 D 事件数据库 E 响应单元 |
| 1526 | 主动响应，是指基于一个检测到的入侵所采取的措施。对于主动响应来说，其选择的措施可以归入的类别有\_\_\_\_。 |
|  | A 针对入侵者采取措施 B 修正系统 C 收集更详细的信息 D 入侵追踪 |
| 1527 | 随着交换机的大量使用，基于网络的入侵检测系统面临着无法接收数据的问题。由于交换机不支持共享媒质的模式，传统的采用一个嗅探器(sniffer)来监听整个子网的办法不再可行。可选择解决的办法有\_\_\_\_。 |
|  | A 不需要修改，交换网络和以前共享媒质模式的网络没有任何区别 B 使用交换机的核心芯片上的一个调试的端口 C 把入侵检测系统放在交换机内部或防火墙等数据流的关键入口、出口处 D 采用分接器(tap) E 使用以透明网桥模式接入的入侵检测系统 |
| 1528 | 入侵防御技术面临的挑战主要包括\_\_\_\_。 |
|  | A 不能对入侵活动和攻击性网络通信进行拦截 B 单点故障 C 性能“瓶颈” D 误报和漏报 |
| 1529 | 网络安全扫描能够\_\_\_\_。 |
|  | A 发现目标主机或网络 B 判断操作系统类型 C 确认开放的端口 D 识别网络的拓扑结构 E 测试系统是否存在安全漏洞 |
| 1530 | 主机型漏洞扫描器可能具备的功能有\_\_\_\_。 |
|  | A 重要资料锁定：利用安全的校验和机制来监控重要的主机资料或程序的完整性 B 弱口令检查：采用结合系统信息、字典和词汇组合等的规则来检查弱口令 C 系统日志和文本文件分析：针对系统日志档案，如UNIX的syslogs及NT的事件日志(EventLog)，以及其他文本文件的内容做分析 D 动态报警：当遇到违反扫描策略或发现已知安全漏洞时，提供及时的告警。告警可以采取多种方式，可以是声音、弹出窗口、电子邮件甚至手机短信等 E 分析报告：产生分析报告，并告诉管理员如何弥补漏洞 |
| 1531 | 下面对于x-scan扫描器的说法，正确的有\_\_\_\_。 |
|  | A 可以进行端口扫描 B 含有攻击模块，可以针对识别到的漏洞自动发起攻击 C 对于一些已知的CGI和RPC漏洞，x-scan给出了相应的漏洞描述以及已有的通过此漏洞进行攻击的工具 D 需要网络中每个主机的管理员权限 E 可以多线程扫描 |
| 1532 | 下面软件产品中，\_\_\_\_是漏洞扫描器。 |
|  | A x-scan B nmap C Internet Scanner D Norton AntiVirusE Snort |
| 1533 | 隔离网闸的三个组成部分是\_\_\_\_。 |
|  | A 漏洞扫描单元B 入侵检测单元 C 内网处理单元 D 外网处理单元 E 专用隔离硬件交换单元 |
| 1534 | 网闸可能应用在\_\_\_\_。 |
|  | A 涉密网与非涉密网之间 B 办公网与业务网之间 C 电子政务的内网与专网之间 D 业务网与互联网之间 E 局域网与互联网之间 |
| 1535 | 下面不是网络端口扫描技术的是\_\_\_\_。 |
|  | A 全连接扫描B 半连接扫描 C 插件扫描 D 特征匹配扫描 E 源码扫描 |
| 1536 | 按照2000年3月公布的《计算机病毒防治管理办法》对计算机病毒的定义，下列属于计算机病毒的有\_\_\_\_。 |
|  | A 某Word文档携带的宏代码，当打开此文档时宏代码会搜索并感染计算机上所有的Word文档 B 某用户收到来自朋友的一封电子邮件，当打开邮件附件时，邮件附件将自身发送给该用户地址簿中前五个邮件地址 C 某员工在公司内部使用的系统中加入一个逻辑炸弹，如果该员工在一年内被解雇则逻辑炸弹就会破坏系统D 黑客入侵了某服务器，并在其上安装了一个后门程序 E 某QQ用户打开了朋友发送来的一个链接后，发现每次有好友上线QQ都会自动发送一个携带该链接的消息 |
| 1537 | 病毒传播的途径有\_\_\_\_。 |
|  | A 移动硬盘 B 内存条 C 电子邮件 D 聊天程序 E 网络浏览 |
| 1538 | 可能和计算机病毒有关的现象有\_\_\_\_。 |
|  | A 可执行文件大小改变了 B 在向写保护的U盘复制文件时屏幕上出现U盘写保护的提示 C 系统频繁死机 D 内存中有来历不明的进程 E 计算机主板损坏 |
| 1539 | 基于规则的方法就是在邮件标题和邮件内容中寻找特定的模式，其优点是规则可以共享，因此它的推广性很强。 |
|  | A 正确 B 错误 |
| 1540 | 反向查询方法可以让接收邮件的互联网服务商确认邮件发送者是否就是如其所言的真实地址。 |
|  | A 正确 B 错误 |
| 1541 | SenderlD可以判断出电子邮件的确切来源，因此，可以降低垃圾邮件以及域名欺骗等行为发生的可能。 |
|  | A 正确 B 错误 |
| 1542 | DKIM(Domain Keys Identified Mail)技术以和DomainKeys相同的方式用DNS发布的公开密钥验证签名，并且利用思科的标题签名技术确保一致性。 |
|  | A 正确 B 错误 |
| 1543 | 运行防病毒软件可以帮助防止遭受网页仿冒欺诈。 |
|  | A 正确 B 错误 |
| 1544 | 由于网络钓鱼通常利用垃圾邮件进行传播，因此，各种反垃圾邮件的技术也都可以用来反网络钓鱼。 |
|  | A 正确 B 错误 |
| 1545 | 网络钓鱼的目标往往是细心选择的一些电子邮件地址。 |
|  | A 正确 B 错误 |
| 1546 | 如果采用正确的用户名和口令成功登录网站，则证明这个网站不是仿冒的。 |
|  | A 正确 B 错误 |
| 1547 | 在来自可信站点的电子邮件中输入个人或财务信息是安全的。 |
|  | A 正确 B 错误 |
| 1548 | 包含收件人个人信息的邮件是可信的。 |
|  | A 正确 B 错误 |
| 1549 | 可以采用内容过滤技术来过滤垃圾邮件。 |
|  | A 正确 B 错误 |
| 1550 | 黑名单库的大小和过滤的有效性是内容过滤产品非常重要的指标。 |
|  | A 正确 B 错误 |
| 1551 | 随着应用环境的复杂化和传统安全技术的成熟，整合各种安全模块成为信息安全领域的一个发展趋势。 |
|  | A 正确 B 错误 |
| 1552 | 启发式技术通过查找通用的非法内容特征，来尝诩蝴IJ新形式和已知形式的非法内容。 |
|  | A 正确 B 错误 |
| 1553 | 白名单方案规定邮件接收者只接收自己所信赖的邮件发送者所发送过来的邮件。 |
|  | A 正确 B 错误 |
| 1554 | 实时黑名单是简单黑名单的进—步发展，可以从根本上解决垃圾邮件问题。 |
|  | A 正确 B 错误 |
| 1555 | 贝叶斯过滤技术具有自适应、自学习的能力，目前已经得到了广泛的应用。 |
|  | A 正确 B 错误 |
| 1556 | 对网页请求参数进行验证，可以防止SQL注入攻击。 |
|  | A 正确 B 错误 |
| 1557 | 以下不会帮助减少收到的垃圾邮件数量的是\_\_\_\_。 |
|  | A 使用垃圾邮件筛选器帮助阻止垃圾邮件B 共享电子邮件地址或即时消息地址时应小心谨慎 C 安装入侵检测软件 D 收到垃圾邮件后向有关部门举报 |
| 1558 | 下列不属于垃圾邮件过滤技术的是\_\_\_\_。 |
|  | A 软件模拟技术 B 贝叶斯过滤技术C 关键字过滤技术D 黑名单技术 |
| 1559 | 下列技术不支持密码验证的是\_\_\_\_。 |
|  | A S／MIMEB PGPC AMTP D SMTP |
| 1560 | 下列行为允许的有\_\_\_\_。 |
|  | A 未经授权利用他人的计算机系统发送互联网电子邮件B 将采用在线自动收集、字母或者数字任意组合等手段获得的他人的互联网电子邮件地址用于出售、共享、交换或者向通过上述方式获得的电子邮件地址发送互联网电子邮件C 未经互联网电子邮件接收者明确伺意，向其发送包含商业广告内容的互联网电子邮件 D 爱选包含商业广告内容的互联网电子邮件时，在互联网电子邮件标题信息前部注明“广告”或者“AD'’字样 |
| 1561 | 下列技术不能使网页被篡改后能够自动恢复的是\_\_\_\_。 |
|  | A 限制管理员的权限 B 轮询检测C 事件触发技术D 核心内嵌技术 |
| 1562 | 以下不可以表示电子邮件可能是欺骗性的是\_\_\_\_。 |
|  | A 它要求您点击电子邮件中的链接并输入您的帐户信息B 传达出一种紧迫感 C 通过姓氏和名字称呼您 D 它要求您验证某些个人信息 |
| 1563 | 如果您认为您已经落入网络钓鱼的圈套，则应采取\_\_\_\_措施。 |
|  | A 向电子邮件地址或网站被伪造的公司报告该情形B 更改帐户的密码C 立即检查财务报表 D 以上全部都是 |
| 1564 | 内容过滤技术的含义不包括\_\_\_\_。 |
|  | A 过滤互联网请求从而阻止用户浏览不适当的内容或站点B 过滤流入的内容从而阻止潜在的攻击进入用户的网络系统C 过滤流出的内容从而阻止敏感数据的泄漏 D 过滤用户的输入从而阻止用户传播非法内容 |
| 1565 | 下列内容过滤技术中在我国没有得到广泛应用的是\_\_\_\_。 |
|  | A 内容分级审查 B 关键字过滤技术C 启发式内容过滤技术D 机器学习技术 |
| 1566 | 会让一个用户的“删除”操作去警告其他许多用户的垃圾邮件过滤技术是\_\_\_\_。 |
|  | A 黑名单B 白名单C 实时黑名单 D 分布式适应性黑名单 |
| 1567 | 不需要经常维护的垃圾邮件过滤技术是\_\_\_\_。 |
|  | A 指纹识别技术 B 简单DNS测试 C 黑名单技术D 关键字过滤 |
| 1568 | 下列关于网络钓鱼的描述不正确的是\_\_\_\_。 |
|  | A 网络钓鱼(Phishing)一词，是“Fishing”和“Phone”的综合体 B 网络钓鱼都是通过欺骗性的电子邮件来进行诈骗活动 C 为了消除越来越多的以网络钓鱼和电子曲6件欺骗的形式进行的身份盗窃和欺诈行为，相关行业成立了一个协会——反网络钓鱼工作小组D 网络钓鱼在很多方面和一般垃圾邮件有所不同，理解这些不同点对设计反网络钓鱼技术至关重要 |
| 1569 | 下面技术中不能防止网络钓鱼攻击的是\_\_\_\_。 |
|  | A 在主页的底部设有一个明显链接，以提醒用户注意有关电子邮件诈骗的问题B 利用数字证书(如 USB KEY)进行登录 C 根据互联网内容分级联盟(ICRA)提供的内容分级标准对网站内容进行分级 D 安装杀毒软件和防火墙、及时升级、打补丁、加强员工安全意识 |
| 1570 | 下列邮件为垃圾邮件的有\_\_\_\_。 |
|  | A 收件人无法拒收的电子邮件 B 收件人事先预定的广告、电子刊物等具有宣传性质的电子邮件 C 含有病毒、色情、反动等不良信息或有害信息的邮件 D 隐藏发件人身份、地址、标题等信息的电子邮件 E 含有虚假的信息源、发件人、路由等信息的电子邮件 |
| 1571 | 垃圾邮件带来的危害有\_\_\_\_。 |
|  | A 垃圾邮件占用很多互联网资源 B 垃圾邮件浪费广大用户的时间和精力 C 垃圾邮件提高了某些公司做广告的效益 D 垃圾邮件成为病毒传播的主要途径 E 垃圾邮件迫使企业使用最新的操作系统 |
| 1572 | 网页防篡改技术包括\_\_\_\_。 |
|  | A 网站采用负载平衡技术 B 防范网站、网页被篡改 C 访问网页时需要输入用户名和口令 D 网页被篡改后能够自动恢复 E 采用HTTPS协议进行网页传输 |
| 1573 | 网络钓鱼常用的手段有\_\_\_\_。 |
|  | A 利用垃圾邮件 B 利用假冒网上银行、网上证券网站 C 利用虚假的电子商务 D 利用计算机病毒 E 利用社会工程学 |
| 1574 | 内容过滤的目的包括\_\_\_\_。 |
|  | A 阻止不良信息对人们的侵害 B 规范用户的上网行为，提高工作效率 C 防止敏感数据的泄漏 D 遏制垃圾邮件的蔓延 E 减少病毒对网络的侵害 |
| 1575 | 下面技术为基于源的内容过滤技术的是\_\_\_\_。 |
|  | A 内容分级审查 B DNS过滤 C IP包过滤 D URL过滤 E 关键字过滤技术 |
| 1576 | 内容过滤技术的应用领域包括\_\_\_\_。 |
|  | A 防病毒 B 网页防篡改 C 防火墙 D 入侵检测 E 反垃圾邮件 |

**专业技术人员考试——信息安全技术（单选）**

**Ａ**

\_\_\_\_是在蜜罐技术上逐步发展起来的一个新的概念，在其中可以部署一个或者多个蜜罐，来构成一个黑客诱捕网络体系架构。**A 蜜网**

Backup命令的功能是用于完成UNIX／Linux文件的备份，下面说法不正确的是\_\_\_\_。**D Backup—d命令当备份设备为磁带时使用此选项**

FTP(文件传输协议，File Transfer Protocol，简称FFP)服务、SMTP(简单邮件传输协议，Simple Mail Transfer Protocol，简称SMTP)服务、HTTP(超文本传输协议，Hyper Text Transport Protocol，简称HTTP)、HTTPS(加密并通过安全端口传输的另一种HTTP)服务分别对应的端口是\_\_\_\_。**B 21 25 80 443**

iptables中默认的表名是\_\_\_\_。**A filter**

UNIX／Linux操作系统的文件系统是\_\_\_\_结构。**B 树型**

UNIX／Linux系统中，下列命令可以将普通帐号变为root帐号的是\_\_\_\_。**D ／bin／su命令**

UNIX工具(实用程序，utilities)在新建文件的时候，通常使用\_\_\_\_作为缺省许可位，而在新建程序的时候，通常使用\_\_\_\_作为缺省许可位。**B 666 777**

Windows系统安装完后，默认隋况下系统将产生两个帐号，分别是管理员帐号和\_\_\_\_。**C 来宾帐号**

Windows系统的用户帐号有两种基本类型，分别是全局帐号和\_\_\_\_。**A 本地帐号**

Window系统中对所有事件进行审核是不现实的，下面不建议审核的事件是\_\_\_\_。**C 用户打开关闭应用程序**

**Ｂ**

包过滤防火墙工作在OSI网络参考模型的\_\_\_\_。**C 网络层**

保障UNIX／Linux系统帐号安全最为关键的措施是\_\_\_\_。A 文件／etc／passwd和／etc／group必须有写保护

不能防止计算机感染病毒的措施是\_\_\_\_\_。**A 定时备份重要文件**

不需要经常维护的垃圾邮件过滤技术是\_\_\_\_。**B 简单DNS测试**

布置电子信息系统信号线缆的路由走向时，以下做法错误的是\_\_\_\_。**A 可以随意弯折**

**Ｃ**

采用“进程注入”可以\_\_\_\_。**C 以其他程序的名义连接网络**

从系统结构上来看，入侵检测系统可以不包括\_\_\_\_。**C 审计**

**D**

代表了当灾难发生后，数据的恢复程度的指标是\_\_\_\_。**A RPO**

代表了当灾难发生后，数据的恢复时间的指标是\_\_\_\_。**B RTO**

当您收到您认识的人发来的电子邮件并发现其中有意外附件，您应该\_\_\_\_。**C 用防病毒软件扫描以后再打开附件**

对电磁兼容性(Electromagnetic Compatibility，简称EMC)标准的描述正确的是\_\_\_\_。**C 各个国家不相同**

**F**

防火墙是\_\_\_\_在网络环境中的应用。**B 访问控制技术**

防火墙提供的接入模式不包括\_\_\_\_。**D 旁路接入模式**

符合复杂性要求的WindowsXP帐号密码的最短长度为\_\_\_\_。**B 6**

**G**

关于NAT说法错误的是\_\_\_\_。**D 动态NAT又叫做网络地址端口转换NAPT**

关于包过滤防火墙说法错误的是\_\_\_\_。**C 包过滤防火墙可以有效防止利用应用程序漏洞进行的攻击**

关于网闸的工作原理，下面说法错误的是\_\_\_\_. **C 网闸工作在OSI模型的二层以上**

关于应用代理网关防火墙说法正确的是\_\_\_\_。**B 一种服务需要一种代理模块，扩展服务较难**

关于用户角色，下面说法正确的是\_\_\_\_。**B 角色与身份认证无关**

**H**

会让一个用户的“删除”操作去警告其他许多用户的垃圾邮件过滤技术是\_\_\_\_。**D 分布式适应性黑名单**

**J**

基于网络的入侵检测系统的信息源是\_\_\_\_。**D 网络中的数据包**

计算机网络组织结构中有两种基本结构，分别是域和\_\_\_\_。**B 工作组**

**M**

美国国防部发布的可信计算机系统评估标准(TCSEC)定义了\_\_\_\_个等级。**C 七**

某病毒利用RPCDCOM缓冲区溢出漏洞进行传播，病毒运行后，在％System％文件夹下生成自身的拷贝nvchip4.exe，添加注册表项，使得自身能够在系统启动时自动运行。通过以上描述可以判断这种病毒的类型为\_\_\_\_。**C 网络蠕虫病毒**

某公司的工作时间是上午8点半至12点，下午1点555点半，每次系统备份需要一个半小时，下列适合作为系统数据备份的时间是\_\_\_\_。**D 凌晨l点**

目前对于大量数据存储来说，容量大、成本低、技术成熟、广泛使用的介质是\_\_\_\_。**B 磁带**

**N**

内容过滤技术的含义不包括\_\_\_\_。**D 过滤用户的输入从而阻止用户传播非法内容**

**Q**

企业在选择防病毒产品时不应该考虑的指标为\_\_\_\_。**D 产品能够防止企业机密信息通过邮件被传出**

**R**

容灾的目的和实质是\_\_\_\_。**C 保持信息系统的业务持续性**

容灾项目实施过程的分析阶段，需要进行\_\_\_\_。**D 以上均正确**

**R**

如果您认为您已经落入网络钓鱼的圈套，则应采取\_\_\_\_措施。**D 以上全部都是**

**S**

设置了强制密码历史后，某用户设置密码kedawu失败，该用户可能的原密码是\_\_\_\_。**C kedawuj**

使用漏洞库匹配的扫描方法，能发现\_\_\_\_。**B 已知的漏洞**

**T**

通过添加规则，允许通往192.168.0.2的SSH连接通过防火墙的iptables指令是\_\_\_\_。**C iptables -A FORWARD -d 192.168.0.2 -p tcp--dport22 -j ACCEPT**

通用入侵检测框架(CIDF)模型中，\_\_\_\_的目的是从整个计算环境中获得事件，并向系统的其他部分提供此事件。**A 事件产生器**

**W**

网络隔离技术，根据公认的说法，迄今已经发展了\_\_\_\_个阶段。**B 五**

我国《重要信息系统灾难恢复指南》将灾难恢复分成了\_\_\_\_级。**B 六**

物理安全的管理应做到\_\_\_\_。**C 在重要场所的进出口安装监视器，并对进出情况进行录像**

误用入侵检测技术的核心问题是\_\_\_\_的建立以及后期的维护和更新。**C 网络攻击特征库**

**X**

下列不属于垃圾邮件过滤技术的是\_\_\_\_。**A 软件模拟技术**

下列关于启发式病毒扫描技术的描述中错误的是\_\_\_\_。**C 启发式病毒扫描技术不会产生误报，但可能会产生漏报**

下列关于网络钓鱼的描述不正确的是\_\_\_\_。**B 网络钓鱼都是通过欺骗性的电子邮件来进行诈骗活动**

下列行为允许的有\_\_\_\_。**D 爱选包含商业广告内容的互联网电子邮件时，在互联网电子邮件标题信息前部注明“广告”或者“AD'’字样**

下列技术不能使网页被篡改后能够自动恢复的是\_\_\_\_。**A 限制管理员的权限**

下列技术不支持密码验证的是\_\_\_\_。**D SMTP**

下列内容过滤技术中在我国没有得到广泛应用的是\_\_\_\_。**A 内容分级审查**

下列叙述不属于完全备份机制特点描述的是\_\_\_\_。**D 需要存储空间小**

下面\_\_\_\_不包含在MySQL数据库系统中。**B 密钥管理系统**

下面\_\_\_\_不可能存在于基于网络的漏洞扫描器中。**D 阻断规则设置模块**

下面病毒出现的时间最晚的类型是\_\_\_\_. **B 以网络钓鱼为目的的病毒**

下面不是Oracle数据库提供的审计形式的是\_\_\_\_。**A 备份审计**

下面不是Oracle数据库支持的备份形式的是\_\_\_\_。**B 温备份**

下面不是SQL Server支持的身份认证方式的是\_\_\_\_。**D 生物认证**

下面不是UNIX／Linux操作系统的密码设置原则的是\_\_\_\_。**D 一定要选择字符长度为8的字符串作为密码**

下面不是UNIX／Linux系统中用来进行文件系统备份和恢复的命令是\_\_\_\_。**C umask**

下面不是保护数据库安全涉及到的任务是\_\_\_\_。**C 向数据库系统开发商索要源代码，做代码级检查**

下面不是事务的特性的是\_\_\_\_。**A 完整性**

下面不是数据库的基本安全机制的是\_\_\_\_。**D 电磁屏蔽**

下面不属于容灾内容的是\_\_\_\_。**A 灾难预测**

下面对于数据库视图的描述正确的是\_\_\_\_。**B 可通过视图访问的数据不作为独特的对象存储，数据库内实际存储的是SELECT语句**

下面关于DMZ区的说法错误的是\_\_\_\_。**C DMZ可以访问内部网络**

下面关于防火墙策略说法正确的是\_\_\_\_。**C 防火墙处理人站通信的缺省策略应该是阻止所有的包和连接，除了被指出的允许通过的通信类型和连接**

下面关于隔离网闸的说法，正确的是\_\_\_\_。**C 任何时刻，网闸两端的网络之间不存在物理连接**

下面关于响应的说法正确的是\_\_\_\_。**D 主动响应的方式可以是自动发送邮件给入侵发起方的系统管理员请求协助以识别问题和处理问题**

下面技术中不能防止网络钓鱼攻击的是\_\_\_\_。**C 根据互联网内容分级联盟(ICRA)提供的内容分级标准对网站内容进行分级**

下面说法错误的是\_\_\_\_。**C 基于主机的入侵检测系统可以检测针对网络中所有主机的网络扫描**

下面说法正确的是\_\_\_\_。**A UNIX系统中有两种NFS服务器，分别是基于内核的NFS Daemon和用户空间Daemon，其中安全性能较强的是基于内核的NFSDaemon**

下面原则是DBMS对于用户的访问存取控制的基本原则的是\_\_\_\_。**A 隔离原则**

一般常见的Windows操作系统与Linux系统的管理员密码最大长度分别为\_\_\_\_和\_\_\_\_。**D 14 8**

**X**

以下不符合防静电要求的是\_\_\_\_。**B 在机房内直接更衣梳理**

以下不会帮助减少收到的垃圾邮件数量的是\_\_\_\_。**C 安装入侵检测软件**

**X**

以下不可以表示电子邮件可能是欺骗性的是\_\_\_\_。**C 通过姓氏和名字称呼您**

有编辑／etc／passwd文件能力的攻击者可以通过把UID变为\_\_\_\_就可以成为特权用户。**B 0**

有关数据库加密，下面说法不正确的是\_\_\_\_。**C 字符串字段不能加密**

在PDRR模型中，\_\_\_\_是静态防护转化为动态的关键，是动态响应的依据。**B 检测**

在正常情况下，Windows 2000中建议关闭的服务是\_\_\_\_。**A TCP／IP NetBIOS Helper Service**

**专业技术人员考试——信息安全技术（多选）**

Oracle数据库的审计类型有\_\_\_\_。**ACD**

PKI提供的核心服务包括\_\_\_\_。**ABCDE**

PKI系统的基本组件包括\_\_\_\_。**ABCDEF**

SQL Server中的预定义服务器角色有\_\_\_\_。**ABCDE**

UNIX／Linux系统中的Apcache服务器的主要安全缺陷表现在攻击者可以\_\_\_\_。**ABC**

UNIX／Linux系统中的密码控制信息保存在／etc／passwd或／ect／shadow文件中，信息包含的内容有\_\_\_\_。**BCD**

Windows系统登录流程中使用的系统安全模块有\_\_\_\_。**ABC**

Windows系统中的审计日志包括\_\_\_\_。**ABC**

Windows系统中的用户组包括\_\_\_\_。**ABC**

按照2000年3月公布的《计算机病毒防治管理办法》对计算机病毒的定义，下列属于计算机病毒的有\_\_\_\_**ABE**。

病毒传播的途径有\_\_\_\_。**ACDE**

操作系统的基本功能有\_\_\_\_。**ABCD**

场地安全要考虑的因素有\_\_\_\_。**ABCDE**

磁介质的报废处理，应采用\_\_\_\_。**CD**

防火墙的局限性包括\_\_\_\_。**ACD**

防火墙的性能的评价方面包括\_\_\_\_。**ABCD**

防火墙通常阻止的数据包包括\_\_\_\_。**ABDE**

防止设备电磁辐射可以采用的措施有\_\_\_\_。**ABCD**

隔离网闸的三个组成部分是\_\_\_\_。**CDE**

根据SahzerJ.H、SchroederM.D的要求，设计安全操作系统应遵循的原则有\_\_\_\_。**ABCD**

会导致电磁泄露的有\_\_\_\_。**ABCDE**

火灾自动报警、自动灭火系统部署应注意\_\_\_\_。**ABCD**

静电的危害有\_\_\_\_。**ABCD**

可能和计算机病毒有关的现象有\_\_\_\_。**ACD**

可以有效限制SQL注入攻击的措施有\_\_\_\_。**ABCDE**

垃圾邮件带来的危害有\_\_\_\_。**ABD**

蜜罐技术的主要优点有\_\_\_\_。**BCD**

目前市场上主流防火墙提供的功能包括\_\_\_\_。**ABCDE**

内容过滤的目的包括\_\_\_\_。**ABCDE**

内容过滤技术的应用领域包括\_\_\_\_。**ACDE**

容灾等级越高，则\_\_\_\_。**ACD**

入侵防御技术面临的挑战主要包括\_\_\_\_。**BCD**

事务的特性有\_\_\_\_。**ABCE**

数据库访问控制的粒度可能有\_\_\_\_。**ABCD**

数据库故障可能有\_\_\_\_。**ABCDE**

数字证书可以存储的信息包括\_\_\_\_。**ABCD**

随着交换机的大量使用，基于网络的入侵检测系统面临着无法接收数据的问题。由于交换机不支持共享媒质的模式，传统的采用一个嗅探器(sniffer)来监听整个子网的办法不再可行。可选择解决的办法有**BCDE**。

通用操作系统必需的安全性功能有\_\_\_\_。**ABCD**

通用入侵检测框架(CIDF)模型的组件包括\_\_\_\_。**ACDE**

网络安全扫描能够\_\_\_\_。**ABCDE**

网络钓鱼常用的手段有\_\_\_\_。**ABCDE**

网页防篡改技术包括\_\_\_\_。**ABD**

网闸可能应用在\_\_\_\_。**ABCDE**

为了减小雷电损失，可以采取的措施有\_\_\_\_。**ACD**

系统数据备份包括的对象有\_\_\_\_。**ABD**

下列邮件为垃圾邮件的有\_\_\_\_。**ACDE**

下面标准可用于评估数据库的安全级别的有\_\_\_\_。**ABCDE**

下面不是网络端口扫描技术的是\_\_\_\_。**CDE**

下面对于x-scan扫描器的说法，正确的有\_\_\_\_。**ACE**

下面关于防火墙的维护和策略制定说法正确的是\_\_\_\_。**ABCD**

下面技术为基于源的内容过滤技术的是\_\_\_\_。**BCD**

下面软件产品中，\_\_\_\_是漏洞扫描器。**ABC**

信息系统的容灾方案通常要考虑的要点有\_\_\_\_。**ABCDE**

域内置全局组安全控制非常重要，这些组只出现在域控制器中，包括\_\_\_\_。**ABD**

主动响应，是指基于一个检测到的入侵所采取的措施。对于主动响应来说，其选择的措施可以归入的类别有\_\_\_\_。**ABC**

主机型漏洞扫描器可能具备的功能有\_\_\_\_。**ABCDE**

组成UNIX系统结构的层次有\_\_\_\_。**ACD**

**专业技术人员考试——信息安全技术（判断）**

“安全通道隔离”是一种逻辑隔离。**Ｘ**

DKIM(Domain Keys Identified Mail)技术以和DomainKeys相同的方式用DNS发布的公开密钥验证签名，并且利用思科的标题签名技术确保一致性。

Httpd.conf是Web服务器的主配置文件，由管理员进行配置，Srm.conf是Web服务器的资源配置文件，Access.conf是设置访问权限文件。

iptables可配置具有状态包过滤机制的防火墙。

MS SQL Server与Sybase SQL Server的身份认证机制基本相同。

MySQL不提供字段粒度的访问控制。

PKI是利用公开密钥技术所构建的、解决网络安全问题的、普遍适用的一种基础设施。

QQ是与朋友联机聊天的好工具，不必担心病毒。**Ｘ**

SAN针对海量、面向数据块的数据传输，而NAS则提供文件级的数据访问功能。

SenderlD可以判断出电子邮件的确切来源，因此，可以降低垃圾邮件以及域名欺骗等行为发生的可能。

SQL Server不提供字段粒度的访问控制。**Ｘ**

SQL Server中，权限可以直接授予用户ID。

SQL注入攻击不会威胁到操作系统的安全。**Ｘ**

TEMPEST技术，是指在设计和生产计算机设备时，就对可能产生电磁辐射的元器件、集成电路、连接线、显示器等采取防辐射措施，从而达到减少计算机信息泄露的最终目的。

UNIX／Linux系统和Windows系统类似，每一个系统用户都有一个主目录。

UNIX／Linux系统加载文件系统的命令是mount，所有用户都能使用这条命令。**Ｘ**

UNIX／Linux系统中，设置文件许可位以使得文件的所有者比其他用户拥有更少的权限是不可能的。**Ｘ**

UNIX／Linux系统中查看进程信息的who命令用于显示登录到系统的用户情况，与w命令不同的是，who命令功能更加强大，who命令是w命令的一个增强版。**Ｘ**

UNIX／Linux系统中的／etc／shadow文件含有全部系统需要知道的关于每个用户的信息(加密后的密码也可能存于／etc／passwd文件中)。**Ｘ**

UNIX／Linux系统中一个用户可以同时属于多个用户组。

UNIX的开发工作是自由、独立的，完全开放源码，由很多个人和组织协同开发的。UNIX只定义了一个操作系统内核。所有的UNIX发行版本共享相同的内核源，但是，和内核一起的辅助材料则随版本不同有很大不同。**Ｘ**

Web站点访问者实际登录的是该Web服务器的安全系统，“匿名”Web访问者都是以IUSR帐号身份登录的。

Windows XP帐号使用密码对访问者进行身份验证，密码是区分大小写的字符串，最多可包含16个字符。密码的有效字符是字母、数字、中文和符号。**Ｘ**

Windows防火墙能帮助阻止计算机病毒和蠕虫进入用户的计算机，但该防火墙不能检测或清除已经感染计算机的病毒和蠕虫。

Windows文件系统中，只有Administrator组和ServerOperation组可以设置和去除共享目录，并且可以设置共享目录的访问权限。**Ｘ**

Windows系统的用户帐号有两种基本类型：全局帐号(GlobalAccounts)和本地帐号(LocalAccounts)。

Windows系统中，系统中的用户帐号可以由任意系统用户建立。用户帐号中包含着用户的名称与密码、用户所属的组、用户的权利和用户的权限等相关数据。**Ｘ**

x-scan能够进行端口扫描。

白名单方案规定邮件接收者只接收自己所信赖的邮件发送者所发送过来的邮件。

半连接扫描也需要完成TCP协议的三次握手过程。**Ｘ**

包含收件人个人信息的邮件是可信的。**Ｘ**

贝叶斯过滤技术具有自适应、自学习的能力，目前已经得到了广泛的应用。

备用电路板或者元器件、图纸文件必须存放在防静电屏蔽袋内，使用时要远离静电敏感器件。

本地用户组中的Guests(来宾用户)组成员可以登录和运行应用程序，也可以关闭操作系统，但是其功能比Users有更多的限制。

本地用户组中的Users(用户)组成员可以创建用户帐号和本地组，也可以运行应用程序，但是不能安装应用程序，也可以关闭和锁定操作系统。**Ｘ**

标准的UNIX／Linux系统以属主(Owner)、属组(Group)、其他人(World)三个粒度进行控制。特权用户不受这种访问控制的限制。

不需要对数据库应用程序的开发者制定安全策略。**Ｘ**

采用Rootkit 技术的病毒可以运行在内核模式中。

操作系统在概念上一般分为两部分：内核(Kernel)以及壳(Shell)，有些操作系统的内核与壳完全分开(如Microsoft Windows、UNIX、Linux等)；另一些的内核与壳关系紧密(如UNIX、Linux等)，内核及壳只是操作层次上不同而已。**Ｘ**

常见的操作系统包括DOS、0S／2、UNIX、XENIX、Linux、Windows、Netware、Oracle等。**Ｘ**

大部分恶意网站所携带的病毒就是脚本病毒。

对称密码体制的特征是：加密密钥和解密密钥完全相同，或者一个密钥很容易从另一个密钥中导出。

对目前大量的数据备份来说，磁带是应用得最广的介质。

对网页请求参数进行验证，可以防止SQL注入攻击。

对信息的这种防篡改、防删除、防插入的特性称为数据完整性保护。

对于防火墙的管理可直接通过Telnet进行。**Ｘ**

对于注册表的访问许可是将访问权限赋予计算机系统的用户组，如Administrator、Users、Creator／Owner组等。

反向查询方法可以让接收邮件的互联网服务商确认邮件发送者是否就是如其所言的真实地址。

防电磁辐射的干扰技术，是指把干扰器发射出来的电磁波和计算机辐射出来的电磁波混合在一起，以掩盖原泄露信息的内容和特征等，使窃密者即使截获这一混合信号也无法提取其中的信息。

防火墙安全策略一旦设定，就不能在再做任何改变。**Ｘ**

防火墙必须要提供VPN、NAT等功能。**Ｘ**

防火墙对用户只能通过用户名和口令进行认证。**Ｘ**

防火墙规则集的内容决定了防火墙的真正功能。

防火墙规则集应该尽可能的简单，规则集越简单，错误配置的可能性就越小，系统就越安全。

防火墙是设置在内部网络与外部网络(如互联网)之间，实施访问控制策略的一个或一组系统。

防火墙提供的透明工作模式，是指防火墙工作在数据链路层，类似于一个网桥。因此，不需要用户对网络的拓扑做出任何调整就可以把防火墙接入网络。

防火墙中不可能存在漏洞。**Ｘ**

隔离网闸采用的是物理隔离技术。

隔离网闸两端的网络之间不存在物理连接。

公钥密码体制算法用一个密钥进行加密，而用另一个不同但是有关的密钥进行解密。

公钥密码体制有两种基本的模型：一种是加密模型，另一种是认证模型。

光盘作为数据备份的媒介优势在于价格便宜、速度快、容量大。**Ｘ**

黑名单库的大小和过滤的有效性是内容过滤产品非常重要的指标。

机房供电线路和动力、照明用电可以用同一线路。**Ｘ**

机房内的环境对粉尘含量没有要求。**Ｘ**

基于规则的方法就是在邮件标题和邮件内容中寻找特定的模式，其优点是规则可以共享，因此它的推广性很强。

基于主机的漏洞扫描不需要有主机的管理员权限。**Ｘ**

即使在企业环境中，个人防火墙作为企业纵深防御的一部分也是十分必要的。**Ｘ**

计算机病毒的传播离不开人的参与，遵循一定的准则就可以避免感染病毒。**Ｘ**

计算机病毒可能在用户打开“txt”文件时被启动。

计算机场地可以选择在公共区域人流量比较大的地方。**Ｘ**

计算机场地可以选择在化工厂生产车间附近。**Ｘ**

计算机场地在正常情况下温度保持在18～28摄氏度。**Ｘ**

家里的计算机没有联网，所以不会感染病毒。**Ｘ**

接地线在穿越墙壁、楼板和地坪时应套钢管或其他非金属的保护套管，钢管应与接地线做电气连通。地线做电气连通。

可以采用内容过滤技术来过滤垃圾邮件。

可以将外部可访问的服务器放置在内部保护网络中。**Ｘ**

可以通过技术手段，一次性弥补所有的安全漏洞。**Ｘ**

利用互联网传播已经成为了计算机病毒传播的一个发展趋势。

廉价磁盘冗余阵列(RAID)，基本思想就是将多只容量较小的、相对廉价的硬盘进行有机组合，使其性能超过一只昂贵的大硬盘。

漏报率，是指系统把正常行为作为入侵攻击而进行报警的概率。**Ｘ**

漏洞只可能存在于操作系统中，数据库等其他软件系统不会存在漏洞。**Ｘ**

每个UNIX／Linux系统中都只有一个特权用户，就是root帐号。**Ｘ**

蜜罐技术是一种被动响应措施。**Ｘ**

屏蔽室的拼接、焊接工艺对电磁防护没有影响。**Ｘ**

屏蔽室是一个导电的金属材料制成的大型六面体，能够抑制和阻挡电磁波在空气中传播。

企业内部只需在网关和各服务器上安装防病毒软件，客户端不需要安装。**Ｘ**

企业应考虑综合使用基于网络的入侵检测系统和基于主机的入侵检测系统来保护企业网络。在进行分阶段部署时，首先部署基于网络的入侵检测系统，因为它通常最容易安装和维护，接下来部署基于主机的入侵检测系统来保护至关重要的服务器。

启发式技术通过查找通用的非法内容特征，来尝诩蝴IJ新形式和已知形式的非法内容。

全局组是由本域的域用户组成的，不能包含任何组，也不能包含其他域的用户，全局组能在域中任何一台机器上创建。**Ｘ**

容灾等级通用的国际标准SHARE 78将容灾分成了六级。**Ｘ**

容灾就是数据备份。**Ｘ**

容灾项目的实施过程是周而复始的。

如果采用正确的用户名和口令成功登录网站，则证明这个网站不是仿冒的。**Ｘ**

如果系统在一段时间内没有出现问题，就可以不用再进行容灾了。**Ｘ**

如果向某个组分配了权限，则作为该组成员的用户也具有这一权限。例如，如果BackupOperators组有此权限，而Lois又是该组成员，则Lois也有此权限。

入侵检测技术是用于检测任何损害或企图损害系统的机密性、完整性或可用性等行为的一种网络安全技术。

入侵检测系统可以弥补企业安全防御系统中的安全缺陷和漏洞。**Ｘ**

软件防火墙就是指个人防火墙。**Ｘ**

实时黑名单是简单黑名单的进—步发展，可以从根本上解决垃圾邮件问题。**Ｘ**

使用登录ID登录SQL Server后，即获得了访问数据库的权限。**Ｘ**

使用漏洞库匹配的方法进行扫描，可以发现所有的漏洞。**Ｘ**

使用误用检测技术的入侵检测系统很难检测到新的攻击行为和原有攻击行为的变种。

事务具有原子性，其中包括的诸多操作要么全做，要么全不做。

数据备份按数据类型划分可以分成系统数据备份和用户数据备份。

数据库安全只依靠技术即可保障。**Ｘ**

数据库的强身份认证与强制访问控制是同一概念。**Ｘ**

数据库管理员拥有数据库的一切权限。

数据库加密的时候，可以将关系运算的比较字段加密。**Ｘ**

数据库加密适宜采用公开密钥密码系统。

数据库视图可以通过INSERT或UPDATE语句生成。**Ｘ**

数据库系统是一种封闭的系统，其中的数据无法由多个用户共享。**Ｘ**

数据越重要，容灾等级越高。

随着应用环境的复杂化和传统安全技术的成熟，整合各种安全模块成为信息安全领域的一个发展趋势。

所有的漏洞都是可以通过打补丁来弥补的。**Ｘ**

特征代码技术是检测已知计算机病毒的最简单、代价最小的技术。

通过采用各种技术和管理手段，可以获得绝对安全的数据库系统。**Ｘ**

通过网络扫描，可以判断目标主机的操作系统类型。

完全备份就是对全部数据库数据进行备份。

网络地址端口转换(NAPT)把内部地址映射到外部网络的一个IP地址的不同端口上。

网络钓鱼的目标往往是细心选择的一些电子邮件地址。

系统日志提供了一个颜色符号来表示问题的严重程度，其中一个中间有字母“!”的黄色圆圈(或三角形)表示信息性问题，一个中间有字母“i”的蓝色圆圈表示一次警告，而中间有“stop”字样(或符号叉)的红色八角形表示严重问题。**Ｘ**

校验和技术只能检测已知的计算机病毒。**Ｘ**

新添设备时应该先给设备或者部件做上明显标记，最好是明显的无法除去的标记，以防更换和方便查找赃物。

信息网络的物理安全要从环境安全和设备安全两个角度来考虑.

性能“瓶颈”是当前入侵防御系统面临的一个挑战。

一个设置了粘住位的目录中的文件只有在用户拥有目录的写许可，并且用户是文件和目录的所有者的情况下才能被删除。**Ｘ**

异常入侵检测的前提条件是入侵性活动集作为异常活动集的子集，而理想状况是异常活动集与入侵性活动集相等。

用户对他自己拥有的数据，不需要有指定的授权动作就拥有全权管理和操作的权限。

由于传输的内容不同，电力线可以与网络线同槽铺设。**Ｘ**

由于网络钓鱼通常利用垃圾邮件进行传播，因此，各种反垃圾邮件的技术也都可以用来反网络钓鱼。

有很高使用价值或很高机密程度的重要数据应采用加密等方法进行保护。

与Windows系统不一样的是UNIX／Linux操作系统中不存在预置帐号。**Ｘ**

与入侵检测系统不同，入侵防御系统采用在线(inline)方式运行。

域帐号的名称在域中必须是唯一的，而且也不能和本地帐号名称相同，否则会引起混乱。**Ｘ**

远程访问共享目录中的目录和文件，必须能够同时满足共享的权限设置和文件目录自身的权限设置。用户对共享所获得的最终访问权限将取决于共享的权限设置和目录的本地权限设置中宽松一些的条件。**Ｘ**

运行防病毒软件可以帮助防止遭受网页仿冒欺诈。

灾难恢复和容灾具有不同的含义。**Ｘ**

在安全模式下木马程序不能启动。**Ｘ**

在计算机上安装防病毒软件之后，就不必担心计算机受到病毒攻击。**Ｘ**

在来自可信站点的电子邮件中输入个人或财务信息是安全的。**Ｘ**

在默认情况下，内置DomainAdmins全局组是域的Administrators本地组的一个成员，也是域中每台机器Administrator本地组的成员。

在一个有多个防火墙存在的环境中，每个连接两个防火墙的计算机或网络都是DMZ。

在早期大多数的入侵检测系统中，入侵响应都属于被动响应。

在早期用集线器(hub)作为连接设备的网络中使用的基于网络的入侵检测系统在交换网络中不做任何改变，一样可以用来监听整个子网。**Ｘ**

增量备份是备份从上次进行完全备份后更改的全部数据文件。**Ｘ**

针对入侵者采取措施是主动响应中最好的响应措施。**Ｘ**

只要使用了防火墙，企业的网络安全就有了绝对的保障。**Ｘ**

只要手干净就可以直接触摸或者擦拔电路组件，不必有进一步的措施。**Ｘ**

纸介质资料废弃应用碎纸机粉碎或焚毁。

主动响应和被动响应是相互对立的，不能同时采用。**Ｘ**

组成自适应代理网关防火墙的基本要素有两个：自适应代理服务器(Adaptive Proxy Server)与动态包过滤器(DynamicPacketFilter)。

**计算机网路**

**网络安全部分**

**一、填空**

**1：**宏病毒是利用( )编写的具有复制传染能力的宏。

**答案：宏命令**

**2：**计算机病毒是有破坏性和不可控制的（ ）。

**答案：计算机程序**

**3：**代理服务的主要缺点是（）。

**答案：降低了服务速度**

**4：**包过滤基于包的（）地址及（）端口

**答案：源，源**

**5：**防火墙工作原理是遵循（）的网络通信安全机制。

**答案：数据过滤**

**6：**实现数字签名的主要方法有（），（）和报文摘要。

**答案：秘密密钥算法，公开密钥算法**

**7：**认证分为（ ）认证和（ ）认证两个方面 。

**答案：信息，用户**

**8：**主要的网络安全的威胁来自（ ）、( )与（ ）三个方面。

**答案：非授权访问，信息泄露，拒绝服务**

**9：**密钥管理的主要办法是引进一个密码分发中心KDC，每个用户与KDC之间有一个共享的（）密钥。

**答案：秘密**

**10：**RSA算法的主要优越性在于（ ）

**答案：安全方便**

**11：**在公开密钥算法提出之前，所以密码系统的（）密钥和（）密钥都有很直接的联系。

**答案：解密，加密**

**12：**操作系统的体系结构的不安全因素主要体现在( )

**答案：创建进程机制**

**13：** SNMP管理模型可分为成三大部分：（ ），（ ）和（ ）。

**答案：被管理系统，网络管理系统，管理协议**

**14：**网络管理任务分为：\_\_\_\_\_\_\_\_\_\_\_\_\_、配置管理、性能管理、故障管理、计费管理、安全管理和其他网络管理功能。

**答案：性能管理**

**15：**网络管理层次结构为：网络平台、网络管理协议、网络管理平台、网络管理工具、网络管理应用软件和（ ）

**答案：网络管理员**

**二、判断**

**1：**在网络管理体系中，除了设备上的代理软件可以主动发出警告外，管理实体也可以向被管理设备进行轮询。( )

**答案：对**

**2：**在使用公共密钥加密技术向对方发送一个数据的时候使用对方用户的公共密钥加密，对方用自己的私人密钥解密数据。( )

**答案：对**

**3：**企业级CA申请证书有2种方法。一种是WEB申请，另一种是在证书管理单元中申请。( )

**答案：对**

**4：**在Windows NT中要审核某个文件夹或打印机的访问，必需启动审核对象的访问。( )

**答案：对**

**5：**根据中国国家计算机安全规范，计算机安全大致可分为三类：实体安全，网络安全和应用安全。( )

**答案：对**

**6：**计费管理的目标是衡量网络的利用率，以便使一个或一组网络用户可以更有规则的地利用网络资源。( )

**答案：对**

**7：**数字证书是电子的凭证，它用来验证在线的个人、组织或计算机的合法身份。( )

**答案：对**

**8：**网络安全主要解决数据保密和认证问题( )

**答案：对**

**9：**网络管理平台和网络管理应用程序是一回事( )

**答案：错**

**10：**防火墙只能对IP地址进行限制和过滤。( )

**答案：错**

**三、选择：**

**1：**你配置UNIX下的Ipchains防火墙，你要添加一条规则到指定的chain后面，你应该使用参数：

A、—A

B、—D

C、—S

D、—INPUT

**答案：A**

**2：**以下关于对称加密算法RC4的说法正确的是：

A、它的密钥长度可以从零到无限大

B、在美国一般密钥长度是128位，向外出口时限制到40位

C、RC4算法弥补了RC5算法的一些漏洞

D、最多可以支持40位的密钥

**答案：B**

**3：**以下不属于win2000中的ipsec过滤行为的是：

A、允许

B、阻塞

C、协商

D、证书

**答案：D**

**4：**你是一个公司的网络管理员，你经常在远程不同的地点管理你的网络（如家里），你公司使用win2000操作系统，你为了方便远程管理，在一台服务器上安装并启用了终端服务。最近，你发现你的服务器有被控制的迹象，经过你的检查，你发现你的服务器上多了一个不熟悉的帐户，你将其删除，但第二天却总是有同样的事发生，你应该如何解决这个问题？

A、停用终端服务

B、添加防火墙规则，除了你自己家里的IP地址，拒绝所有3389的端口连入

C、打安全补丁sp4

D、启用帐户审核事件，然后查其来源，予以追究

**答案：C**

**5：**在Linux下umask的八进制模式位6代表：

A、拒绝访问

B、写入

C、 读取和写入

D、读取、写入和执行

**答案：C**

**6：**Window2000域或默认的身份验证协议是：

A、 HTML

B、 Kerberos V5

C、TCP/IP

D、 Apptalk

**答案：B**

**7：**SSL安全套接字协议所使用的端口是：

A、80

B、443

C、1433

D、3389

**答案：B**

**8：**你有一个共享文件夹，你将它的NTFS权限设置为sam用户可以修改，共享权限设置为sam用户可以读取，当sam从网络访问这个共享文件夹的时候，他有什么样的权限？

A、读取

B、写入

C、修改

D、完全控制

**答案：A**

**9：**以下关于window NT 4.0的服务包的说法正确的是？

A、sp5包含了sp6的所有内容

B、sp6包含了sp5的所有内容

C、sp6不包含sp5的某些内容

D、sp6不包含sp4的某些内容

**答案：C**

**10：**作为一个管理员，把系统资源分为三个级别是有必要的，以下关于级别1的说法正确的是？

A、 对于那些运行至关重要的系统，如，电子商务公司的用户帐号数据库

B、 对于那些必须的但对于日常工作不是至关重要的系统

C、 本地电脑即级别1

D、以上说法均不正确

**答案：A**

**11：**你所使用的系统为UNIX，你通过umask命令求出当前用户的umask值为0023，请问该用户在新建一文件夹，具体有什么样的权限？

A、当前用户读、写和执行，当前组读取和执行，其它用户和组只读

B、当前用户读、写，当前组读取，其它用户和组不能访问

C、当前用户读、写，当前组读取和执行，其它用户和组只读

D、当前用户读、写和执行，当前组读取和写入，其它用户和组只读

**答案：A**

**12：**你所使用的系统为win2000，所有的分区均是NTFS的分区，C区的权限为everyone读取和运行，D区的权限为everyone完全控制，现在你将一名为test的文件夹，由C区移动到D区之后，test文件夹的权限为？

A、everyone读取和运行

B、everyone完全控制

C、everyone读取、运行、写入

D、以上都不对

**答案：B**

**13：**你的window2000开启了远程登陆telnet，但你发现你的window98和unix计算机没有办法远程登陆，只有win2000的系统才能远程登陆，你应该怎么办？

A、重设防火墙规则

B、检查入侵检测系统

C、运用杀毒软件，查杀病毒

D、 将NTLM的值改为0

**答案：D**

**14：**你是一企业网络管理员，你使用的防火墙在UNIX下的IPTABLES，你现在需要通过对防火墙的配置不允许192.168.0.2这台主机登陆到你的服务器，你应该怎么设置防火墙规则？

A、iptables—A input—p tcp—s 192.168.0.2—source—port 23—j DENY

B、iptables—A input—p tcp—s 192.168.0.2—destination—port 23—j DENY

C、iptables—A input—p tcp—d 192.168.0.2—source—port 23—j DENY

D、iptables—A input—p tcp—d 192.168.0.2—destination—port 23—j DENY

**答案：B**

**15：**以下哪个不是属于window2000的漏洞？

A、unicode

B、IIS hacker

C、输入法漏洞

D、单用户登陆

**答案：D**

**16：**下列哪项不属于window2000的安全组件？

A、访问控制

B、强制登陆

C、审计

D、自动安全更新

**答案：D**

**17：**以下关于VPN的说法中的哪一项是正确的？

A、 VPN是虚拟专用网的简称，它只能只好ISP维护和实施

B、 VPN是只能在第二层数据链路层上实现加密

C、IPSEC是也是VPN的一种

D、VPN使用通道技术加密，但没有身份验证功能

**答案：C**

**18：**你想发现到达目标网络需要经过哪些路由器，你应该使用什么命令？

A、ping B、nslookup

C、tracert D、ipconfig

**答案：C**

**19：**小李在使用super scan对目标网络进行扫描时发现，某一个主机开放了25和110端口，此主机最有可能是什么？

A、文件服务器 B、邮件服务器

C、WEB服务器 D、DNS服务器

**答案：B**

**20：**假如你向一台远程主机发送特定的数据包，却不想远程主机响应你的数据包。这时你使用哪一种类型的进攻手段？

A、缓冲区溢出 B、地址欺骗

C、拒绝服务 D、暴力攻击

**答案：A**

**21：**RC4是由RIVEST在1987年开发的，是一种流式的密文，就是实时的把信息加密成一个整体，它在美国一般密钥长度是128位，因为受到美国出口法的限制，向外出口时限制到多少位？

A、64位 B、56位

C、40位 D、32位

**答案：C**

**22：**当你感觉到你的Win2000运行速度明显减慢，当你打开任务管理器后发现CPU的使用率达到了百分之百，你最有可能认为你受到了哪一种攻击。

A、特洛伊木马

B、拒绝服务  
C、欺骗

D、中间人攻击

**答案：B**

**23：**SNMP协议操作命令类型有 ( )

* + - * 1. 读，写，移动，陷阱

B．读，写，修改，陷阱

C．读，写，删除，陷阱

D．读，写，增加，陷阱

**答案：A**

**24：**Windows NT（　）

A.只提供对SNMPv1的支持 B.只提供对SNMPv2的支持

C.同时提供对SNMPv1和SNMPv2的支持 D.两者皆不提供支持

**答案：A**

**25：**下列关于SNMPv1的说法中错误的是（　　　）

A.适合各种规划的数据检索

B.管理信息库的资源有限，不足以完成复杂的管理功能

C.只提供简单的认证机制

D.这完善的陷入机制有可能导制管理信息的丢失

**答案：C**

**26：**Internet的核心传输协议是（　　　）

A.IPX/SPX B.TCP/IP

C.NETBEUI D.SNMP

**答案：A**

**27：**下列网络管理工具中由IBM公司研制开发的是（　）

A. NetView B. SNA

C. SunNet Manager D. OpenView

**答案：A**

**28：**下列叙述 ( ) 是正确的。

A.SNMP 不支持管理站改变管理信息库结构

B.SNMP 管理站不能增加删除管理信息库中的管理对象实例

C.SNMP 管理站不能一次性访问一个子树

D. 以上都正确

**答案：C**

**29：**计算机系统中的信息资源只能被授予权限的用户修改，这是网络安全的 ( ) 。

A. 保密性 B. 数据完整性 C. 可利用性 D. 可靠性

**答案：B**

**30：**互联网中所有端系统和路由器都必须实现 ( ) 协议。

A.SNMP B.SMTP C.TCP D.IP

**答案：C**

**31：**实体认证是通过识别通信对方的身份，防止假冒，可使用的方法是（　）

A.消息认证 B.数字签名

C.消息摘要 D.单向Hash变换

**答案：A**

**32：**假设有一个LAN，每15min轮询所有被管理设备一次，管理报文的处理时间是50ms，网络延迟为1ms，单个轮询需要的时间为0.202s，则管理站最多可支持的设备数是（　）

A.300 B.4500

C.18000 D.150000

**答案：A**

**33：**网络管理软件包括管理专用软件，管理支持软件和（　）

A.用户专用软件 B.用户支持软件

C.用户管理软件 D.用户接口软件

**答案：B**

**34：**ISO定义的系统管理功能域中，测试管理功能属于（　）

A.配置管理 B.故障管理

C.性能管理 D.安全管理

**答案：D**

**35：**下述各功能中，属于性能管理范畴的功能是（ ）

A．网络规划和资源管理功能

B．工作负载监视功能

C．运行日志控制功能

D．测试管理功能

**答案：B**

**36：**防止数据源被假冒，最有效的加密机制是（ ）

A．消息认证 B．消息摘要 C．数字签名 D．替换加密

**答案：C**

**37：**篡改是破坏了数据的（ ）

A．完整性 B．一致性 C．保密性 D．可利用性

**答案：A**

**38：**对一个网络管理员来说，网络管理的目标不是（ ）

A．提高设备的利用率

B．为用户提供更丰富的服务

C．降低整个网络的运行费用

D．提高安全性

**答案：B**

**39：**SNMP协议的直接下层协议是（ ）

A．UDP B．ICMP C．TCP D．IP

**答案：A**

**40：**在Internet网络管理的体系结构中，SNMP协议定义在（ ）

A．链路层 B．网络层 C．传输层 D．应用层

**答案：D**

**四、简答**

**1：**网络管理的五大功能是什么？

**答案：**

**① 性能管理（Performance Management）；**

**② 配置管理（Configuration Management）；**

**③ 记账（计费）管理（Accounting Management）；**

**④ 故障管理（Fault Management）；**

**⑤ 安全管理（Security Management）。**

**2：**网络病毒可以通过哪些网络服务入侵你的计算机？

**答案：**

**在局域网环境下病毒入侵网络的主要途径是通过工作站传播到服务器硬盘，再由服务器的共享目录传播到其它工作站。 用户直接从文件服务器复制已感染的文件到本地并执行它时，病毒就会感染本机器上的其它文件。**

**在因特网环境下，网络病毒也可以通过因特网毫无困难地发送，几乎所有的网络服务都可能有病毒入侵的可能，例如HTTP，FTP，MAIL等服务。**

**3：**简述防火墙的工作原理。

**答案：**

**防火墙（Firewall）是在两个网络之间执行访问控制策略的硬件或软件系统，目的是保护网络不被他人侵扰。本质上，它遵循的是一种数据进行过滤的网络通信安全机制，只允许授权的通信，而禁止非授权的通信。通常，防火墙就是位于内部网或Web站点与因特网之间的一台路由器或计算机。**

**通常，部署防火墙的理由包括：防止入侵者干扰内部网络的正常运行；防止入侵者删除或修改存储再内部网络中的信息；防止入侵者偷窃内部的秘密信息。**

**部署防火墙应该满足以下规则：有进出网络的通信流都应该通过防火墙；所有穿过防火墙的通信流都必须有安全策略和计划的确认和授权。**

**理论上说，防火墙是不会被攻破的。防火墙不是万能的，它不能防范恶意的知情者和不通过它的连接，不能防止内部人员的攻击，也不能防范病毒。**

**五、综合**

**1：**已知明文为RETRIEVE，所对应的64位明文代码为67 5A 69 67 5E 5A 6B 5A（十六进制数，下同）。密钥是FEBRUARY，所对应的64位密钥代码为5B 5A 57 67 6A 56 67 6E。利用DES算法，计算出密文。

**答案：**

**试验证最后得到的密文代码是97 4A FF BF 86 02 2D 1F**

**2：**已知RSA公开密钥密码体制的公开密钥e = 7，n = 55，明文M =10。试求其密文C。

**答案：**

**C=Me(mod n)=107(mod 55)=10**

1. **网络设备**

**一、选择**

**1：**在星型局域网结构中，连接文件服务器与工作站的设备是( )。

A．网卡 B．集线器 C．收发器 D．网关

**答案：B**

**2：**设有下面4条路由：170.18.129.0/24、170.18.130.0/24、170.18.132.0/24和170.18.133.0/24，如果进行路由汇聚，能覆盖这4条路由的地址是( )。

A.170.18.128.0/21 B.170.18.128.0/22 C.170.18.130.0/22 D.170.18.132.0/23

**答案：**

**3：**IP地址中的网络号部分用来识别（ ）。

A．路由器 B.主机 C.网卡 D.网段

**答案：D**

**4：**IP路由器设计的重点是提高接收，处理和转发分组速度，其传统IP路由转发功能主要由( )

A) 软件实现 B) 硬件实现 C)专用ASIC实现 D)操作系统实现

**答案：A**

**5：**在计算机网络中，一方面连接局域网中的计算机，另一方面连接局域网中的传输介质的部件是（  ）。

A．双绞线 B．网卡 C．终结器 D．路由器

**答案：B**

**6：**如果要组建一个快速以太网，那么需要使用以下哪些基本的硬件设备与材料？（ ）

Ⅰ. 100 BASE-T交换机Ⅱ. 100 BASE-T网卡Ⅲ. 双绞线或光缆Ⅳ. 路由器

A)Ⅰ、Ⅱ和Ⅳ B)Ⅰ、Ⅲ和Ⅳ C)Ⅰ、Ⅱ和Ⅲ D)Ⅱ、Ⅲ和Ⅳ

**答案：C**

**7：**针对不同的传输介质，网卡提供了相应的接口。适用于非屏蔽双绞线的网卡应提供（ ）

A)AUI接口 B)光纤F/O接口 C)RJ-45接口 D)BNC接口

**答案：C**

**8：**在交换式局域网中，如果交换机采用直接交换方式，那么帧出错检测任务由( )

结点主机完成 B)交换机完成C)交换机与结点主机共同完成 D)高层协议完成

**答案：A**

**9：**以下哪个地址是Ethernet的物理地址？

A)10.254.1.220 B)00-60-08-00-A6-38C)10-65-08 D)10.0.0.1

**答案：B**

**10：**通过局域网连接到Internet时，计算机上必须有( )。

A)MODEM　　 B)网络适配器　　C)电话　　　　　　 D)USB接口

**答案：B**

**11：**路由器转发分组是根据报文分组的( )

A) 端口号  B) MAC地址 C) IP地址   D) 域名

**答案：C**

**12：**符合802.1标准的网桥是由各网桥自己决定路由选择，局域网上的各站点不负责路由选择，这类网桥被称为( )

A) 第2层交换    B) 网关 C) 源路由网桥 D) 透明网桥

**答案：D**

**13：**实现网络层互连的设备是( )

A) repeater   B) bridge C) router D) gateway

**答案：C**

**14：**按传输介质类型，以太网卡主要分为粗缆网卡、细缆网卡、双绞线网卡与( )

A) RJ-11网卡     B) 光纤网卡 C) CATV网卡  D) ADSL网卡

**答案：B**

**15：**点—点式网络与广播式网络在技术上有重要区别。点—点式网络需要采用分组存储转发与（ ）

A) 路由选择 B) 交换 C) 层次结构 D) 地址分配

**答案：A**

**16：**局域网与广域网、广域网与广域网的互联是通过（ ）网络设备实现的。

A) 服务器   B) 网桥    C) 路由器    D) 交换机

**答案：C**

**17：**主机A运行Unix操作系统，IP地址为202.113.224.35，子网屏蔽码为255.255.255.240；主机B运行Linux操作系统，IP地址为202.113.224.38，子网屏蔽码为255.255.255.240。它们分别连接在同一台局域交换机上，但处于不同的VLAN中。主机A通过ping命令去ping主机B时，发现接收不到正确的响应。请问可能的原因是（ ）：

A) 主机A和主机B的IP地址不同

B) 主机A和主机B处于不同的VLAN中

C) 主机A和主机B使用了不同操作系统

D) 主机A和主机B处于不同的子网中

**答案：B**

**18：**一个校园网与城域网互联，它应该选用的互联设备为( )

A)交换机 B)网桥 C)路由器 D)网关

**答案：C**

**19：**网桥互联的两个局域网可以采用不同的( )

Ⅰ.物理层协议 Ⅱ.数据链路层协议

Ⅲ.网络层协议 Ⅳ.传输层协议

A) Ⅰ和Ⅱ B) Ⅰ、Ⅱ和Ⅲ C) Ⅱ和Ⅲ D) Ⅱ、Ⅲ和Ⅳ

**答案：A**

**20：**局域网交换机首先完整地接收数据帧，并进行差错检测。如果正确，则根据帧目的地址确定输出端口号再转发出去。这种交换方式为( )

A)直接交换 B)改进直接交换 C)存储转发交换 D)查询交换

**答案：C**

**21：**虚拟网络中逻辑工作组的结点组成不受物理位置的限制，逻辑工作组的划分与管理是通过（ ）方式实现的。

A) 硬件方式 B) 存储转发方式 C) 改变接口连接方式 D) 软件方式

**答案：D**

**22：**VLAN在现代组网技术中占有重要地位，同一个VLAN中的两台主机（ ）

A)必须连接在同一交换机上 B)可以跨越多台交换机

C)必须连接在同一集线器上 D)可以跨业多台路由器

**答案：B**

**23：**有一种互连设备工作于网络层，它既可以用于相同（或相似）网络间的互连，也可以用于异构网络间的互连，这种设备是（ ）

A)集线器     B)交换机     C)路由器     D)网关

**答案：C**

**24：**某路由器的路由表如下所示。如果它收到一个目的地址为192.168.10.23的IP数据报，那么它为该数据报选择的下一路由器地址为（ ）

|  |  |
| --- | --- |
| 要达到的网络 | 下一路由器 |
| 192. 168. 1. 0 | 直接投递 |
| 192. 168. 2. 0 | 直接投递 |
| 192. 168. 3. 0 | 192. 168. 1. 35 |
| 0. 0. 0. 0 | 192. 168. 2. 66 |

A) 192.168.10.1  B) 192.168.2.66 C) 192.168.1.35 D) 直接投递

**答案：B**

**25：**某路由器收到了一个IP数据报，在对其首部进行校验后发现该数据报存在错误，路由器最有可能采取的动作是( )

A) 纠正该IP数据报的错误       B) 将该IP数据报返给源主机

C) 抛弃该IP数据报             D) 通知目的主机数据报出错

**答案：C**

**26：**虚拟局域网通常采用交换机端口号、MAC地址、网络层地址或( )

A) 物理网段定义       B) 操作系统定义 C) IP广播组地址定义        D) 网桥定义

**答案：C**

**27：**交换式局域网从根本上改变了“共享介质”的工作方式，它可以通过局域网交换机支持端口之间的多个并发连接。因此，交换式局域网可以增加网络带宽，改善局域网性能与( )

A) 服务质量     B) 网络监控     C) 存储管理     D) 网络拓扑

**答案：A**

**28：**10BASE-T使用标准的RJ-45接插件与3类或5类非屏蔽双绞线连接网卡与集线器。网卡与集线器之间的双绞线长度最大为( )

A) 15米     B) 50米     C) 100米     D) 500米

**答案：C**

**29：**在路由器互联的多个局域网中，通常要求每个局域网的( )

 A.数据链路层协议和物理层协议必须相同

 B.数据链路层协议必须相同，而物理层协议可以不同

 C.数据链路层协议可以不同，而物理层协议必须相同

 D.数据链路层协议和物理层协议都可以不相同

**答案：D**

**30：**传统的交换机作为第二层设备，只能识别并转发（ 1 ）地址，要支持VLAN间的通信只能借助于具有（ 2 ）功能的网络设备。具有这种功能的设备有路由器和三层交换机。当用路由器解决VLAN通信时，路由器得到一个VLAN包后，根据目的IP地址，获得目的MAC地址及相应的（ 3 ），根据（ 4 ）将帧送往目的交换机端口。当用三层交换机解决VLAN通信时，由于交换机具有（ 5 ），交换和路由速度可以达到线速。

（1） A IP B 网络 C 协议 D MAC

（2） A 三层交换 B 通信交换 C 信元交换 D 线路交换

（3）A VLAN ID B 端口 C 虚电路 D 信元

（4）A MAC B IP C VLAN ID D 端口

（5）A 转发 B路由 C 线路交换 D 直通

**答案：DAACB**

**31：**中继器处于（ １ ）；有关智能集线器的说法正确的是（ ２ ）。

（1） A、 物理层      B、数据链路层         C、网络层         D、高层

（2） A、 价格更贵    B、有发现黑客的功能   C、 有内置的智能  D、都不对

**答案：AC**

**32：**连接局域网的两个不同网段应该选用（ 1 ），当有不同网络层地址的两个局域网相连时用（ 2 ）。

（1） A、中继器     B、网桥      C、路由器       D、网关

（2） A、中继器     B、网桥      C、路由器       D、网关

**答案：BC**

**33：**网管员在分析出某网络中部分机器的通信量过大后，决定将他们划分到一个独立的网段上，在路由器上为其分配一个端口进行连接。那么除了为这些机器重新配置IP地址及为路由器配置端口的IP地址之外，还应（ 1 ）。当一个网段上的利用率和冲突都大幅度上升时，解决的办法是（ 2 ）。

（1） A、在路由器中增加每一台所连工作站的MAC地址。

B、在路由表中增加一项此网段的路由表项

C、删除以前这些机器在路由器中的登记信息

D、删除路由表中的所有项

（2） A、延长网络线缆      B、改变传输介质

C、添置中继器        D、为计算机分段，中间通过网桥或路由器连接

**答案：BD**

**34：**路由器是一种常用的网络互连设备，它工作在OSI/RM的（ 1 ）上，在网络中它能够根据网络通信的情况（ 2 ），并识别（ 3 ）。相互分离的网络经路由器互联后（ 4 ）。

（1） A、物理层 B、数据链路层 C、网络层 D、传输层

（2） A、动态选择路由 B、控制数据流量 C、调节数据传输率 D、改变路由结构

（3） A、MAC地址 B、网络地址

C、MAC地址和网络地址 D、MAC地址和网络地址的共同逻辑地址

（4） A、形成了一个更大的物理网络 B、仍然还是原来的网络

C、形成了一个逻辑上单一的网络 D、成为若干个互联的子网

**答案：CABD**

**35：**以太网交换机根据（ ）转发数据包。

A.IP地址 B.MAC地址 C.LLC地址 D.PORT地址

**答案：B**

**二、填空：**

1.交换机转发帧的方式有（ ）、（ ）和（ ）。

**答案：存储转发方式、直通方式、无碎片直通方式**

2.Ethernet交换机实现动态建立和维护端口/MAC地址映射表的方法是( )。

**答案：地址学习**

3.1000BASE-T标准规定网卡与HUB之间的非屏蔽双绞线长度最大为( )m。

**答案：100**

4.IEEE 802.3标准的以太网的物理地址长度为( )bit。

**答案：48**

**5.**所谓最佳路径是指经过的（ ）最少或者（ ）最短。

**答案：节点、传输路径**

**6.**如果一个IP地址为202.93.120.34的主机需要向202.94.120.0网络进行直接广播，那么，它使用的直接广播地址为（ ）。

**答案：202.94.120.255**

**7.**网桥可以在互联的多个局域网之间实现源地址（ ）、地址( )与数据（ ）功能。

**答案：学习、过滤、转发**

**8.**在因特网路由器中，有些路由表项是由网络管理员手工建立的，这些路由表项被称为（ ）路由表项；有一些路由表项是由路由器相互发送路由信息自动形成的，这些路由表项被称为（ ）路由表项。

**答案：静态、动态**

**9.**路由器可以包含一个特殊的路由。如果没有发现到达某一特定网络或特定主机的路由，那么它在转发数据包时使用的路由称为（ ）路由。

**答案：默认**

**10.**有一个虚拟局域网的建立是动态的，它代表了一组IP地址，并由叫做代理的设备对虚拟局域网中的成员进行管理。在这个虚拟局域网中，代理和多个IP结点组成IP( )虚拟局域网。

**答案：广播**

**11.**在下面所示的简单互联网中，路由器2的路由表对应目的网络192.168.4.0的下一跳步IP地址应为( )
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**答案：192.168.3.3**

**12.**下图为一个简单的互联网示意图。其中，路由器Q的路由表中到达网络40.0.0.1的下一跳步IP地址应为（ ）。

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAqYAAAB/CAIAAACyt5cGAAAAAXNSR0IArs4c6QAAAAlwSFlzAAAOxAAADsQBlSsOGwAAlTNJREFUeF7tvQ2QXld559kybaZFJLY7kRJ1giZ0ggitIIdWwIlE7BRy4QzS2pTVa1xI4VOGVJDxEKS4JlhxOY4EGyLBFFhkMW5TMSW5BkqisFeixhTyJMqqM5hRsyNW7Y28tDZy0apIE3XhXqttGnt/z/mfc+659/1Uv2+3vu7VrdZ93/fec895znOe83w/81555ZWO8ighUEKghEAJgRICJQSudAhcc6UPsBxfCYESAiUESgiUECghYBCY98pPSyn/ikOFThvR1NSU/zvd0dHZ0dXVxUf+Tk1OdS2w68qDn7hTh+6vPMaeHet7Q5//ftre4u/sTK6bhygtTIcW6HPoQPW3M5DymA0IhEm3tjUjnW720+9rv9dwgPsLjQj9XFOaTW6bmJzoXtAd0W/i7ET3om699PTp0+enz3PZ093DPcXWpq01bssdYLX6WR5zDwGm200HUyxSwyE0iIs3Iw7uV1b3+NlxLnoX9Rohck/VRIkOQwle4QnXgi4azzBTDQor8ohh9+fx1lPCySnuX7JoydyD6pJ6Y7nlX1LTMQudqaDap587LTrLEmK96ZUQWdYDJHjJErckatP6iYmJ7m57XIcxEGIOHAngV10bmQ9Mg5EElrfotX4KlNoWreNIrD/cH2l61Q6UW/4sIEhxulMgu1lgTiMHkG3tjtvz3dH0FXb9ql0NOKAfU1wqbA+GWmo/YVirNFmixCyhRP1ma9OHTKKIvGNys/H0oEoqctRGiUgZYl88c6nPNfpQ5Z7AmngsvSgQu2ReWir2L5mpKDtSQqCEQAmBEgIlBGYTAqWUP5vQvUhtS99VSzebKvbFdEe+OyeyV+t8gUmX+G5q2Mh01xLT64vvVQFVIW4W9boXCbxX4GslMFUCvDBUJ9l77Eq0OJX69jogSqX5nGQflD3x2WiZSjVGuZZLEf9i4aKz4mneC1bC1Fjj9fCNzENVUKIhGdHAm9QF5k1OFwtml8h7yy3/EpmItnbD6dgzA5tTsEuHz5dede9eWLjHvomat6ilT1a15wniEkqUckXru1PraVRNqXy15VQYlXMtlCS+rWhSr7HaWtMLm1MQ7+xE5keS2nFSQ0DCTESEqWqn95agYMf17OacgaV8UaAb6erOzOdy7ino7StwSSjhPTwCSmQiSiAdnqsIVj9PYRIiUGnL55vU7BiNidm8XfU0pNzyr8RFHEywGlvqDFWQq6rsyskubu4zbide8jrv81JpcC2Az6sNKvyqIqX290frL5+bZNWvxIm6RMZU8IoqMF5my5fvZ97rk7kWH5kykX5EBYVBQWhr5LFRqabK7PrRsbRSM3GJQPMq6UZYtt5TR6Qm8fKpvssWpIW4/FOUqHpdeWcBzrV0CaG1HFJdJXNUbZjlln8lTr7Dfi+vF/xXnSQtAlqQy7Wdpz/562bcsgTFwJ5XEetTob8QC5AI99FTrOh2m7qRX4kzdkmMqUL/KUatVnxHvT4HJVNO6qrQ4mQtVNLrJi1BV73QdnEwpzBf+cmqRV5iV3PyeiUTUF8MaMZMUBE/YvTQ2aRKtVDpvndxlkz51hICJQRKCJQQKCEwxxAopfw5BvicvE62fDnxBZF67JkxPo6OjUb3vf7+/r7X+wj7sZNjo6P2k+L3Vr9tdVXZbvSZ0bETY+ay5zR4y1csz5S6iQzHDYTvj49bDC5Hb28vofxFY7/7afQHo2PjYzLj9Szuodn5XfO5tvDZCrt+GYQ9W9hTITl51zkXynx+6rwmRfbXbB4Djo2fHucG5i6d4qiKB5FAGxOzJqZAAx+I70ZSMDOdPmuGpPOTLjp/kSGDvydv9Zc14dzEOdC1/039swWTst06EEBTCG5IWUjEfCAymALHT46LdDCDOYtPPhgPlAAfuK0+SqD2Y6LVkYgSvl+JyT/6EhpiTJ7rWeCRp+BV0NAueTXMebnlX4mz7BakH5jb/kefHT30nUN8c+TpI+zZfUttp1/zzjVr3rFGtx166hA3jJ0aG1w/qJ8G3jKgn7SeiebXbQ9+6UEulvcv5+/aW9auXrVapDlV5o98f2TPo3u4WS3wlo3v3zjwVmswjRfgtn379w3/43DHT+02UrBs//R2MrHY9aLc/uEfrJEd6EqcwrkdU4WeVtSczZX9fusnt64cWGnT/a61mkQOWLpDhw+NHrO9HJwBB3pf11tpyqWdI4ePjP7QbpuYmlj11lWrb1gdd4hIgsGKkR+OHB05ahM9MUVTq25YJX7Uu3rJjcBl7Dk+epxL4z5Pje389M65hVT5NoMAzBlCwrlzthn39/X3vclLDkZGvn2IKeb7Po4ajD6kBpQAH7itOko4/mDkB4YSYgT7lvQZSsQkYC6pw7mz1gHjM86MizMAo/rf0N/T0wMK8bHoZVKagWY7+17OO4wZyFOW6C7OL5kA13xARbU7Mx9ORyD8Ee68SsTEgtMsRHP3F3Yffcbo6dBDQ9BliLhW1HcPfXfXZ3ZxzdK665N3sVrEBKy9be32B7YLepZdZ7pDHMPQY0NbPr4F4X7zxzbbT5MTB/YfECsNTxB56rXvXDv4nsHNH9/Mps5PGz+08eGHHkZzYBOduIAh4g89OsRGAofBT1CB/jcnQlvqGVBS2tmEgKXEQbvj1ouc9TRN4MmR4SOwa9Bxm6ATo9B0SeFDjwzt/+b+9bet53rvY3u52PnZnVrgnqtzre3+4u49e/doDxh/bnxsbIwGo/7J3usiPCHrtMAewTXYte1T20CYTR/Z5AdN8IhyRk137Hlsz8iIIZX0QPRn118bAq/6vVX2asmdaerAksrPCHME8JSHM97LYQXYcfCJg3d97C44fj7u/NxOZnz33+zmGjKC3uXgdw5yjVzB1Nu8nzRtn9iCoa8MGVZ8affGDRvFLzKDoASieaqw4V38BJEBMUSRkDSQBzbevlHJvnAoNlXiSdNcQtO436duXNCz74l94O3mPzYCZR2OsUtlrkaHCaUtf0YLonyohEAJgRICJQRKCFxuEJhdxX59Kb+Z1B/14NkwuKu+b+cVzP47xX5kh+GFd312l0QoGHO46ZtuuInrgYEBBLhNHzJZavtntyOaIzbd+f47+YiZHxkrNbsiePE96lzEO3jnvV/daxz64UMPP/JwOkdSBuz4zI59X9+HNKCU2nd99K4tf7pForxyrEoa2/Rhe/XG920UJpjQUAjuik1fwZN1CZAMX+YgWFuZHRQw9Gv3Q7u33L2l/y39Muts+tgmJCpNMVLXnq/tkaIVmW/X53cx40IYbxQIghoao8HbzFqElM9cIxRGc5LwwVr49sEjTx3ZfLdJZmh6kCDR2UpGBHujOpcXoVoQ2sjwhHApTUOq8rXEzyTzV8BYiTkzQzBHQyQl2zRFeHZ07P/GfiRpUGL97Qb5zR/ZjH5u2wNGHyAaKO2EIbu+uGvoS0OI45pi1Dlc6DamhilWv5jNLX+yZeXbVqYaBfCBn/Z8dc+uL+ySGejgNw9CeXhvlTjAxIsIMkW3oSSiNoaN+WxjJT7MrpRvFTXcWR3r2JLjOTO8rHxqNtpsV9/msB3zqXGnUcPX90Gg2XQ52e+Hvjo0PjHOObhh0DLeu9vW3LBG/NnxseOcHV3mBRP7C9mF2nKuu2Wd2sRjixO3gHRMqNeGDw9zskqN+nd29L2ujzP16tKK5U6dp0+dhohvvWcr58b3mNYuDfPNGm8UmTOHoL0CX1XFs9KtI/Zm9nvmHSsP58CbBzCOQtA55ZIpWMBNnv/peYypkH6Z7aGzZtblPHyI/Z5J5wD3eNHpk9he7fBBpI4+oO/tW9bHZi/LTv+yfjS6woSc+XZyApQ7cPAA57b7trGpQNnx6uIskPLUaHgFTticDImVznpkImRNB6Sa+n3f3Lfxto1MKITF/C06jWOTXyf7PXdimuHsmOrAEcSmEEc/Vy7r6NNH2bk5Wekgkg6M7uYWcPacplsTt+vTuzh7X9/LDUIe6InJD+zuOpO9XCwFZI0TYyWMqQxJOnKm3jmB2yX+ktnd8ouDn2OO2yFHxKSIfB4FL/GZabl7Wike76em4H857/zwnXsf2YvTE+eq313FImS9ccqCywXMO2f/6/vxes2WzdSU9nj2AJnZ8MbnWNK7JDLREHGW5dEfHuU0MfGHozK2WePnJnCoUcs8Ky9cTpMUH9vz4Bce9Mv12IjNEYW5YoGsloFQNtAkBIxuil12xB03Pc4N79sw/A/DQ18b2v2V3ZwitWPPjXEO3jLot+7Tp3HQ61nYM3+BefVziOFjbzZHUVz0lY/Z+WpwG2KfDr1IrYFL+IGKC0SThF+ecYqBZ43b+YFvHui41lxH5T164PEDU+cSN9VkqFXDQ5oERXmbTY2ycHZ2abKgJFjc2do5mXr4MxYpnBkntw3tHepd0supB7nTPDbOT8GKMRFxuiEFmlOxcTbRxPUQ7rFgPk67Xj50Mr3ohryMdc1tIBJ4JfpgLGOgEnyJCzC6B05UDuIsNYnm1aRwj1JmCGg9t1t+uZhKCJQQKCFQQqCEQAmBiwSBWd7yK9XsUTMzBxK/e7vpm4J9IQYWX/FCAPI0cptUXnDEOE6LWcb8duA7B7B1cXIPchhKME7pA6yurjvWvGtNNOSb7DUxMb97PidfiqeW0L/uNq/n51mvsT8zMXFmAv0BGlq+wZebs3txN5ZXE+9c4t6oe0As4Bvm4vzz5znlf1seFwUCqfXNroP6lBW07Z5tUuwTR0d2Byl4upd0R90snvwSB6NmniFgGOLEQSTq2I+MHOF7BEQNEGkPFBp5eoQTpAJnhF2IhsSU4mji4aDADdcfzAR45qN74MQnAP3woX84FJV29iJ1uzPDsYsCzCvgpbLfpUnscd9BJ8c5enIUJ49zZ85Jz4+kzuyLjAj4sul0LezyK93RYdP8jY6CD+Yz5A7dNj42jqpAdkAV4DbbkLvWnTIfYC5cucoiRUXDMRnQOB4ncjp58HMPYnXiXP0Or9KPNoJI/6tbDK+AqbrAIczylp/2plq6j2yVRhJzgQPIbk+YieLsppxH270HZtzhWX0wgTaGUlyrMKlyopm37DdOpWaGtL5eFPic2MlG/nFk259tg4xysk5YeFrSaOC7u7qJi+XEWwrYbr9vO7o4zoEVRpd3/OUOTsg3y3XgbQOcip/mWan4LGAGg5/zBuB7eAg8cTgJ5KMb8BNSGK6/ZX1cn7MKm7LxSgjkkpZ0dsi7AoMLOzFq2PPusNWKk8fZc5yy78h4z54Nj8hHb8c5O8E2DEZxmnOGU8MKH2DySNojZpRvuCbWjnPi9AT8hHqFHx+cKA3KEkT8PTuK1LmofzEN6DZ+IsmEQsN1pMbgcopbh4BF5QU3LGzk7MpQD04YPkw5Nt3ugA7g7etJbqcLpn/6KKdSOFj8vTugD9wjrLBrvD0ceYEFBMF4l3AJP0FQUYgkVk/ECuZg0/s38ZTX+bucDWIx+Qmm86677+L0ggdY5xwIcpm/W99iWofpJdDC7HrsFy0oQbIX8xhLsHAt3DLhe6Zx+RImPFsq/45YQ9a1qelP6zVdAvCflS6YYT6kxAIsRKmyKrQ9w2iT5A46zjVxrrZ/f9ri7xVAz9rzuU2Q7e7bhgGeL+/9s3v5i56AvyxR/Lkg0PjI2JJ7Uz8PbvmzLVwT348ExuLkeuunLO4f/x0x3XjksqTlto2r170P3Ds8PMw1HrkIi1Zt0+kY6AkW3AwizWPCrEDxKmrUTJ756mc33WwxHUzHvffdCzeGoz4fN39yM/EdStZEch6EKgnueOQhczOJd37Uwj023L4Brzp8+IUwm/9ks7CCHZq4an7C1Z+P7BbMuBRRmz+6GW5AXtbwhaxT/Dx8KoivDpHWSZOBmzdup4oxgRXYt3cfHuDy/4d0KBikOG1zoE28IjGl05iqWE/Lu1OEJQkOQCsUxQPM0QMh+tvCv3sroflswFyzQ7PrxzxO6BeZUGEFFvex02PKvLTxvRtx+kMsgTTxkewO0G2i9rmGw7v3nnshRFwvf9NyaA7iB6/gI/MeM4eCVP0r+pVHRLpJIZX6Zv9pOxCSX/X4cDG3fAkKWq7a6SXkZbt+/emJW4JT/Xn9YVI09viJ4/OvnR+3eWmEYuO53eUKW7ROP+ZHqoI0eEo71zlZOvwa4HtMHs7VBbZ9fs98WAFVz0MBYNKV+4mlFdPssOTYrTe8d4MHWBIeYyuNzdstOTT/tMy1lqVoh2/ZZVDxnSG76tR51qfP6ZZvzVwvI9N2hU3QJTYcXLJjnjJlXBEBReRCk8+eCmfGR+21w08Zu/bg3zzI7CgrHzmXtHJxDuXjhg9tiGF4xHzyixy7yJ6mTT2N8BTfz4vYIXyy51WraZDZV0YXMNM4A0creCPbjLh21jt7gJhXfeSRyLhkSR6vehI/Q1xLaYhb2kBYOyhAxlGOWSD8ko+WTXnaUjPZi1x4JA65uo2ljUZQk668PTvu28FfS5bcMSX3fv1lyx85ZlIHz5pmyGEF8wtbKToGQprcPzVlHKF7CvleiZzhCGEsCAHlGoEkIoP64D86KETSN0OYXBGPzaFi/4qAVzmIEgIlBEoIlBAoIXCZQqBlKV9RPVhNFBdRzWDP1zCJxtk53bu4LWPVFUmRKOG9YBcYc4S/WLyhqkuOGsQylCkMFnT1LurNtJSJAgCBMgqOXGCRUhCIRYyE2CTrm9QMpXBQG6N95hbnGJiW1THVWYtp8EN1AL0iaw3ngLOnleq1zmHVXxLbTSEhRIaiyCJRCeymXppAX8AjqAFNx8C/GDEYcNsQt8tSi/BIsdRH2jmncEpR8TKlEa12Oyh1TEtcUOSE5T/zV+RVfZ68NK8pTF9cQbuyH+tUha6zTOosB5GXwhtTSpjmIJ85dC7pJ5XTV6vSVAghmLPFTkMoaKqwBcQXxZ2CdW07gtuRfGCwgz+qJqsR5TpTWLxGlOpWEvfGZf6bnIo5/1OctxsCgTLqtqDLF6yS0dmBIhK9qLduLw1px5af1jJPkFgJ4JT6WHst8FLwrk0JtjflzQ6/xmv/iMMDzDlemxTU0f62TqdrEjlOtmftEylxFz5pXrMtH5XyxHktObqUQ5F8gy3i3xX4uHO+FYTxBJQmLZ3iVoZsSb608isRafJ8w3h9r7jTs50duCXGrOC5XiUbjxmEXL04brAqHQnHwGqMK1weZBl7Ot0RsXR+p0PpoPPMXlRYF1ctE+mWqoGIoGqHOTLrALH22lY9Rc4jTwNsrMGCyFBYiYoRz9VslGGqvyU07iWcOixFWEHWZmAxa2Ywa2WBXRrPRpmhsjuGIbVStzXZeUegtFSNIASwaz+KdflqNZbG8bO0ixtKfCzPtImMVGm8s8PIiPbyQEPitmU0JOHzfEWxlF8p9LIdNKQ9W36BRktm8iAIRnqxTtlmXBXkgZsWIDDV8Iil1hJJDcK3wdclh1Frni2o9Paqy7bzoLJKMU9MBkmgUvaqVbRrEjsvx9u05btlSeI8DHWpj0yLAyrQApn/tRPH/bvOK0A5VlGqTPKrKPXqylN5K+IZSgbTsha5iEXOoy3/Vq1w69ukzxqGbsmeWhACk3R/XKJXs94oaG4Ajriro8Pmt2WVlyX3t3AUN0gt+aRNrfFaR8bSMd2Jek9bfqTURQbUFRikzfpbfmzcmELiBguCY2WfWgNFC1Cc60dne8tPp8Y2WimDiR85OyG3Ejsccx/3ozhZ0JxU+pfwrbxkKU3wNDCoh2mZ9r3iuisnbMRtpQBlKbB9klOnTYydiYJufMRnRmpRh+qaK235c43u5ftKCJQQKCFQQqCEwEWBQKtSflGZ5uyXkvKxvJK8JUbfpToWr+dvxLNYdC92+lDG0XzsHVdlBZJPjiNcejNBRW31JkEp1kkB5abed97mntW6ajjuJmGV3eakfIGOMH2SomSxD63LsokWjjysQiTpYIqlr2v1OxRalcQf70LS8hFHYWYl/+Hoy4yL90/LCFU2n6kcE1HSsB38RM/v/AwMi9BXR7+W8K5smVwwuC//ByJWOHGf5SanayLvrV5qiwutqjlcakCnIZcjd63DYllDpV2vhkyDFeNjQfuohuUV1PCgwWjWNNzA0UR6IMT9at1u2OAVdUOAgBJwxYi7ZgDbAA55m6DyAYiwa3nq8XpW+ZSGMNtJ/m8IRab7iRWk0Ppgdpya8ioEaXQqdczVrEipbVpFyIzOdKASn59SPD+EFk0ebuBt2vITlTsUUFovJs+05Wnt6jBX0u9VCaLVDYk61HIvPOeSsk2bq5TAjSoeRQpBGlUbjwiRKXgjpKqp+o1qU24Zku1+tUktwzfrrCo311K5b7lnC8EzQnSvBm+CFNZbsUEJbJn5g12f9lOzTv3Hs1/dupV1TWE/yuwtrGMnED/BNm/+nlWdT2PeN2dhTZXAuT44NtcYRw5nuvMqXNkRg63u6jUVpSSYpPquGCOgIvbagjNbRph0xrXkPQlyLcuyU+vwPlyiOeL7K30yAv5wl1E2ptgp6g15GnmciaB7LsF1wluOaj1eaZ2sh+5Xwm8YBxmGyiG255CyXeKcSwalpcdmxOQWbDFVVmV+j5B4I/W7GD6RO9uPAxnkVzT/3jel6hiCR3AdW6HhbXAiVp9l0c6JOi0uFte3dmz5weVSgM5gmjA7VewZzfQ+gT57zLnT57SEPJnOJw+pBLXvSbVtXp4UqfGePUCNQyNIB9Ye5LsiW5GixXlgUXv34YcebuOWb7OsCn5weEyES9CrIwb91wGqrfPg+OqfCqvI531yLB0TbcKfG0ihCEedxmvZ5KSy8tk/otOQ44FK7xAPz2DyBCA4T1DKme9JvzPwu+3b8h2H55d8QltSFKo+ue5mc+wC8YIcZo4j0ZlD0SJ4+1pyKSMaZmqtcDKth5Zu2xB58eKQu7uYGuTqEf0dKyyAKMeXpXaIwmEzW0MdcOMuSrI/p90B8LZZSCapo1ROfOjszkq3/HADuQW1ByMn0P8Y46PInUwWr+NGVrXniTNgzFRIzlPu7VniHdjtuRYh417dqi0/JWpe6zV93lYLBZTSjbOyr1WBwpfJGZMo0VEALRpqSy54YmfQSyUJl5vTdnQVkI0J9pMLP6/heal2LZ1ndw/ivpKFlUdDCJAYX3FxVbRYDR+udoOXlV3wW5G9bWIVead6J7HpYB1yMLloDoUVvALyzTf9b+jnTAmBEFgCnzAkPXL91T06HZOhxLFcyH/QN5Ug2IzgcSU8FPWiIohZhcYmJrSZ8QvUcsZmQ+VkFiD0vqZDOlOV17zAYa82BpY/UjgnTSnxi7WswCIEReeW5ff7C8F56w8HheBwRl5gr9C4hJDNjPFKuyesGlt9blLsQiBteVfzSy9Oq9Ph1dvvAw7425KaDhnYXWvcEA0QkBHcioUttt8n+h75fmbEpM7kxUKvMZWcUx1Jrwl/yWnB7U5j0a6j1S2/Xf0o2ykhUEKghEAJgRICJQRmFQJt2vID+yy1lWeXYIuCXO7ZtwKXnZfpq/o7ZGaCUFIJPkv2NhkRshtCa6aWSeS8VG1QvHa3eW3MAi+o8Q3lumcV6FdM44DO5tqpT9oyKLNgOV2LqYicXV/RtDQuvVn9I3Od44EEB6yTwQw0fmZ8YmrCKvil5djdzZLDvHKoUO5BljzXH494EtGiqBrkAN4sWTOHhG2BzuXeSLB6ZAjTskgHbugoZvqKWtxKIpPXI0YaIt1AxAoz1lBD0pUIAvCqPiVhPQv1rouOuekSMdSJH5mTDi/3+WxL/7Nl2JbmqN3gdLTS4ZlQHsiIms+WcFzI+UnUBEkBExd77BqqR82dlQfD4u4OeRrFj9IoRBVRuk/Fa/9OpTzXmWAsDUIDo9ZBFqt0K2wFVI1s+TXcSaI+SlGP5i8TMqOZ4su5vqeH3ePyneUULC0v+PojRzWXS46WT40iu68YFI8N8v0hfRBemu4ajMk6HOx8nkVo0ybXyuRdtGfJp+bc9zZ/bDPue+Z3raMJvZxVynJcQrw/dbKzlNqX6eFwSUgu5SRlwbq6vSbQeKOrFWFs7IHfEgOnciwU7DGHyoZEQHZfJe7MO2rwpVVurZqcox0FGihGxTspLmUBIzJTih4Gj+6G7nv1cdlCwKfPs39U+gwCqAa66Mt0maSEwgGT8A2KbarEFx9t1PVRIkyB3Z8QcD1uKHFyzAwozm2zSgxOQ3y7iIANQ9O4NCJFNPiQokbuos30/UKk/IQ7jryJOhd9UmKmIf/uBL4FkhcTHzbTy5ndU2likc9IffsZ/TQGPNUTzOz15VPVIJBt9hWm3CuAxuWQPFF8XLX7/ewuAnHh8Wz3y9jsOUxQqWDXvATW7jdm7bXJ0WH2OnjxW3b8X04kU4rr6BZwRcDQ41779qML2fIv/iSXPSghUEKghEAJgRICJQRmCIGZbvkJZ+3NDMHxMlcDIPBZ3k6WhEnMgUjng7lrQ6a6ETr1xU20FKktoxTaZohusaJS+nwAcubLPePWL4UHw3CkomyjEe5SGNzF6UM1Od4A6+Js0Sz6aghp55ROtTVjCvp8TllVcwNvR+M0aJ13Fv2GqseLA/ZL861ywFKejOTQQiMYR14XVdQwSV31S3Nk1XvlkK2NZGSmW34Ka5UbkftSEivfwN1gLrUuYkeSmCvrfo0OiFJ4941YtudStgBdTvgb1LChzwpo0aeaqZkuowEKqdxaULY1OZddRiO4lLuao/JQ8Mkpbfb2/SzQEwVeFn1CBaBUMJgpyLwKOrh6pQSzRWZlpj26DJ6rxR5pUzRXIfmMVzB8PoL3Uh6itPdRTnZDUBS09whuR+cvcMsvuNyLb9J2qC0/4bwEYs2E3HbkASsn2LnA6YKM1WiVRtrhXUjKbb4dGFaljRSw01aZRvfMgeJnlgYUmxWz6DmYBd1c49YaEzvO9tuv4PYr93UT6abOq1KXdwht+64/m44CQnjG5cupFYy1bR/LFYwcDI2M1y5MRrb8zJyvUbfPED73UJSLqGIH2vL2C9zy2/LOspESAiUESgiUECghUEJgziFwIVt+cHeX/kSHipdEi1pRvRaMXioqGsNeTf8/+2xslostBatMQamaQUJnNME6/b9XH7kvS0tbe9EyZqcy2LroTW+pmn2UaO9AqrSWDEFGLlspSt9WHu2CQLDmRpEuashzb2ik1buw7sxGXEDoISTUF30uNYuNZiUqdVLy7pXNDnpF/XFC2Odg02nU/Xq/FzcaKc6dwwepRDhbaTw+2/SWLyW5UqO4aiX+dFpZK0fh0pj4doMrH1GzxJ4qhjs92qWjqA8Cb+FL16orhMAx+uxo7tnENuGtdIGsZLeVq7EtGKd402AhQqtP1t42Oqe0qY8tNJM3W1xRQ2sBKq0+muzfkR33qZDau7WnHY12zMret0lXnIZgXaXJd2eGGUx6YjV2DkF25sh1ha3kcjIdRjLi0Pu8O2YGqsJTTW/57jktNplMopHeM1ZaeAmUweb9T+wnnQUn1QjEMZCfhPPI4SPD/zDclgHUa6QQuOk2G2or2Tnmq6rMeh/KF1Qjl5l3ZHQHuVI5KtZpe5ZqiUk5CHgT+GxCRRqaKm5fTaT3aLZfUgsFslnu+s3CLdmPcsJxVU3h7DGFF9TdhjfX4SPbxGLShXmvvPJK/Z7IjxSfO6saJM1Jd5fVG02c85Vr0HgCKheFgsRs8OtuXacMVg9+6cHNf7yZi233bOPvyA9HDhw8IE9m+cp5LagrGsi1KiqSpev46HF1z1TxC7p8Ap9Yoy9lhaSEd+4bvuWklBk/kcaIbsOFcL3zszuPjhzVcCiT5TOmOXQxrf7UlLptDpNEALmRosNAmRFjP3JOwiEbl92m4be4gdVScUdthIASUozJzzN2CTWGwOjBq5srD3U7tKnHG7pVKjJKOaHu/PCdDz/ysEpN+MRz8S0JBDwhc9/A/MVeCZhZ+iamNSCPRnfwO1ZYffQHo9RWH3jLgNRF5LwkY1f/Mkv51/cme7WURoYeSfI7xgJzSYVlvZTHx55xlbl5xIFLxQDhX8kBp5YZO7YnITwd40vl/bU+PDNK/k51npKv4Ke6uuYda4RymeIqzl3iPcr+lFUErzUddUBXqa5s2EjFDd6d1nkXRvRo0IyioaqWIEsqCzcQngJAWLzMESXOdn/BFU/75GYrJRd+zfLNFZBf+6tyq2FGnDwvDad9c75jSd8SD1g3p2nxdc0vmZXVspDQT6srhsYNmn0Bwabbfa/rQqpQP/VvseyQ6oxv7bnTnj50d9NgvFZv9ZHvrRsxuxy0KKJiVHqFBmsqn1Nax80tUpiG+FONBAnJgWQxuMYBPzsa9Y1piokX9z62d+zEGKkY/UYzOaG6tBzmfh/omBqnA76ovFM2S/Cdf62lL1S6PQBOO2lFLnuXI1C+hWQWtHLtRQndUErE+EiKCcKQSG3UH700BWeOEgp73W0xFaB2sfQpbTpxHUkPGm+gwaNPH+WRNe9cU5y3BNRsZLkckYKY8n5KGnfHhUn5xfeVn0sIlBAoIVBCoIRACYHLBAINpPzMDJ/IlzAjaW0JMTueXZqciD9hyN/4vo3KNQE3feTpI3Ar5FLmI5UHhx4a0iN7v7Z33xP7xOKtv239pg9tQue/7T5TBoyNjSGOqyYxsuCG9204+G0T+0aGR+594F4udty3g78DbxtA2CJRM9e7v7K7q6Nr3W3ruF77rrVwf3CRx485VUFnx6b3b5L4zl9EDUQ3rvft37f1nq2wb5lYgE+ZY8Ss59OJWjZhqbKyB67ljOmOmrpWMKCuI1sUMtI3NAhNDmkocs8mioHs8UYcOoNluseeM4kZGG7csHHV762qNdYonMX3+tzMboCS7+OruYBzTyuR7/hLm989e/cwlTs/t1PKG2pWrrtlHbn9ue7neHO/CmmQNYVZi+IU3P3WT25VOnfuyd4imTUoZrwYEdHbeXsIW3LVe90Io5QzeMvglk9tMRx751oDSMKhq3G7WbUnXKEp3WBrIWiSorqoHpo0nIsmcaxCAjOpOeaccAJHEX80hJhyQy/KV6nIhPuG/Uw0H4BXRICpyYrZ51vW2zy0g0gd++OXpHspk57qGLRsEYl4y4YPbYhzAdhHvu81NBnMCrJp8tKodOQ7q+cUqt1zbUhIBSan4zGx73VeMaBZznRmyhUfqUHQKpkLc8wiEETAVG2g4Ujsi9iSm+dqiWiaRITmb7Nh5ulDNHB4KT+qGF2jXjvYHPWz5RAkY5Pynx2798/vzYK9U3RKUFd+vlly91iXKOmnemKNhxUNSki8htqzRwzeNqg5lWYaRaA+ZuUe3BujOjmn+3Q/RV0jr0Cw5hsRiowIUJjtuSqqBRPcXTJgITYdAHl8Cv281tzjbRg78BkZcdg7MMDj2lJFQNSgjgIV8kglBXBSuaD2lh/UsJobK5ZTKIqTvCa+zAYTSl+gfWVts5tyI3stO+vy/uXay/v6+rb86RZdY9eHNGtf3/vo3p1/vRPor161mo9s5KtvWA2vwHXv4t4N792w9VPW2pGnjlDsjo0f3aB9HD6y/7H92A7skXeu6VnYM7R3iOt939iHJp89Sauo/y39G9+zUUpFbBOD7xo88NQBrlHdY3SwhZ3WdUjgGCl4inA2+k5f/FvJHzzgoy4lfm7lotren6Gjprzi8AOJpWt0QyDiVR/J2miCfNO+lsruL+1mM4ZREzRsdUkzn+hy+cQm7T2tXKUig3/M35AfYJq1hqaYO24GkUCJfd/cp9oSLN3NH98M2qjPvHTPY3u4GD813tffB8uo73d9ftf2+7bv/MJOrtfcsAaEAZ0Eh/3f2A+bKI0u/CUvkv6fY+grQ6gZuehb1rfpI9aU+EIcg9i/x8fHrbV3rqFBcZ88y9vXvWtdSvpzW74rN6UtNmU7ojnD05SqynP1SUfDeUlvLlzX5SDrPBdfHfkDP4qCMrNu37zhzBEpxfhsuce4JZi2qFTPyH3oje7kkwrP+M1PtidtigG9MxIcVO4s89ETo2a5C6bG3Z/fPXLMiCYvVfSQ/SRBxQFHhOvQtw+NT9gUb3zvxpo8tKOhcYkVN8IwWTKIqG9wsViCEGy43vPInrTIEO1YXgpnKMD7LL6UIWPCwJIoHMupjmMm+cYzN/M7xHBUZQQF1dTtwHZZIXBzW35qBUDkw3prZXWCkrxo4pGSn2KJDlDzu/2GV8W4INrrNqxM5R4YL+QHhIehL9nWsOodq6zBiXMyNO/63C7PioWhZeZpWpyc2ny3bTSQu1TWTRX4st0I3GYamPSmATGFoiGUH0uNRzzOfi8is++xfZJYuDYGIg9GGAgRJSo+pPhvhuYE8jnCHmU8h4fplv+q+7fdX9TuA6OXDXbT09NnJ84u6FrQeU3nwtcuXLBgQQ6D3G2TL0zSXCcdcSaC6ZdtfiYnra7tk08+yWq3Smv9/c8+8+zff+/v19y05tG/fZShskn0/krv/Z+6H/7ljj+8g++nfjK18DULMZgBejiDQ4cOMTzAceM7buSenv+ph7d3dnV+/bGvT/zrxLWvvvbWf3frf/rGf7r+rddf95vXXb/q+t1f3H3r+ltX/vZKOAweP3jw4MKfW9j98929v2DG+7Xr1vb9et8d/8sdy960DNwa/5fxzld1Hjt+7Prfvn7xLyze9IFNna/ujIdxf6/J9lGGpsOG2WVw0Pmzl342/dK0sf8vTP2s42dAKYIRuAGxma82J135Fl42IBcmiO7ZSX86s7cYZgJ21x8mRQLZ1EsmdjApNkHce40NpkHHeF3dgzZ5tf19Tdfj+x5/9//87t5/26seTvxkYsFrHJK4j3TmzNkzJuy+YN8v/vnFTPGC1y6wPnCDzvwhrDVw8+eazke+9ggvYn67f66bPfvmd97MLyNPj5z98Vmugf+xo8e23b+NYZ/917O8aO+evT2/0LN48WJA8eWvfBl0uvkPbmY6TvzTiYeGHnr3Le/mnrEfjX3wzg/euOpGNnXe9Rfb/oJu/PIv/fLkTyb/6M4/Mujx76UpXj394vTqt69+/JuPn/rnUx+48wO0wy9n/+UsBzesumEVgH106NFD3z20/DeXL/23S7OhuKFpLcx7ed61ndcCfLjPhQsWgrps9td2XHv+Je8Dy3s5e17bYxNdMddZm43mpd6kNTLfWXasFwxbJKcC2PS06bjGTn6Jcwc0DM8ZWKOOMfUCBc8CQBbR8P8xDBDg5hEkRGc8tqufoC6z8JNJ6CbdUPYxW3vX2BqkNa3WiD/TU/a41uzZ02d5dtu2baDir/36r0Fql/Ut46e/+MxfLPu1ZdCQW2+71TgPN94nv/PkkX88svw3lvMW9olTz536q7/+K+YaDPmDm/4AcsxkSZiBoJ/5lzNQHpsmPAaetZ/oNi2fOnnq2ZPPnv6X06dOnUJ48ESS2Td0mR49PspTkOY9e/YwImCF4pO38woQieED0nn8Az6szZcDMF+2SRBXQTOQFy0Hv15ebmIVt0J93LPA2wM5NuVICl31vc1IZmfXqx3nFNGsEUqAaXHL+N7R7wEitgAAwpChD0avXh0Gyw76L6chaGf+9YzhCRR4wULebFtvAavdogNK1nhnp++ko3tgHVOMAvjE8RNQBsjCioEV8zrmPXfyuS//b19mG2Z1s8eP/PcR3gUlGR0dXbZsmcYNVoz8nyMP7X7ouX9+7uabb+apUz8+BQVYvGgxXin03LDi53sMPX4ycfLZk6d/fHrZG5fxDVPMVnL4qcO8i5s5RZzP/PgMKG20678d65zf+ejXHmXUn/jEJ8CcJ//zk7yu49qOxd2LMwp5jcnb7IC9vZb7GQz0NOQaR0NYKTr+dZK++SXM9LFgtW292haOtRYmpRExaBl1ygZKCJQQKCFQQqCEQAmBSwECFTJfsNBIdWMF45PS5qlCxvc+GkGT0UipglhmHrnu2PSxTVs+vgWzjVSjCFhwygqOh6UaOjMkkwa8NowM1+fOmZ6/d2mvhfs7LRyyHX+xofIXDQ++3Cha7/rkXXxEaTZ2euzhjzysd5nlJihGZHZa+baV9lKnyFXfOFD7U+5dL42aWPuo8UZdZQKh1JvdejXRIXvE1IRp5KJOO9WizGyOi27zeaOjN9Lkvbhzrq11JflomEy1qV7500R3JYirD5Qnju7u6KO8v6iUY5NTAEdZaHjEChmn3vjpiwKopQuN6inQAF09N6Kfx6tj2wPbpOcn3IP5leMu6hxehdmIa3zy161fh9EHAxAfV79tNQNEQ8s1DtL4jsCVc40bB64k6J+Gn7IwUXAJ+VtKVzqAsUmWv613b0UNiPlJPUXtBrbw1176hKn0UUjyl0FjZcCbIeJV1BU7PUzXVJdz1p0OulmZV5Adp7pipuHokW5464pBVFloTUxNw1tsXmQaD8tWmFalrHi1tnJo6Zwh5Dwf5716B5IwEJviji7kFQMCK7FgtQ3AMR8IfGgcGqemokrIMBx/g3tWAT7QEFQI2Gi4FjKcO+NMS+44+M2De75hliBrf6rj9CnTvaO5RZSHkhCXwUdUqSCMHKRRSaKqlPMKcUb4BKDglTsC8uLQI0Nyv6d9MBCPE4EXK1Lf0j7BZ/NHjM4YQjo70e7PmW2R48GHHuya7prqnOKvtZB4LfBRJlsOpZJFNJSbi1fyt2LoUbv1j2AH1F2a+pzBvlED9X6n8aBI7e3unegxKEWcTxXUiOCYBQ04jpJbpFh9ExgyPdQ4kBFbaJ1dohXM9eB7B2WP2/TcJrY2dijZCuUfsOdRwwroA9vTrr/exTXzDsyHvjqkG7BNM4mKJsNiyM4ljyIwDTK46aOb7rrb9iNeiqlaw8e6hEVS5kU6j5Ea7zQQg4+EDq27eZ2sjXRy6G+GlFegb7Ivms8iDHMrNKEhvMt7C3VMQdYEHPMzW5Q3+CbYUm1zCJNNWzkPpmAeKG5I+bmNUwLosZjKPjHwZvOwe/BzDy5/03L16cjIkfW3mA14y91bsKQqTP/4iePrb18PrZdNl9uYchm0zO2u01Ym1yw5TPK65mBWxkbHsMNxvfodq7HUyvIBuUerbybeEKTBfAusmAx4hWYCNyKsLGaYUSqhLmeTdnS/zmEWwY5ueRIB90i+jQA10p3Xb9l+jS3E7TAhBxnSpwab1HIv02Cgcd7eE9o0z4O44Bp3pcodMr/ZD9M2L+J7BNJoSGOZSSnKT+B6br9P8C+aQvUaxXHZJOBZMzKqTZrlZF5anV14b/CRCWWmFJMz9NgQ62fP122tMrlEbMWJAwdYn3ovX3I/S1SPY+9necjfEySBsouZYAjxcbYl9iTbBlxU55pVa0ASzQvLeM/X3J7hok+XrzCU9vQ67tn6uTLo0bUgtqB3gZGblN3UI9Fc1wZEUjcCwDO+sA6KFrbh1DclfSqNqGy0/Wg5m9fnyTEw5+gxs7KbeWh6yqCqUQeMlXHBNjxHtQoRUBpQCjf8ciL8fSjdwMCmD2+SlRTGDg8POqCoTnxQmFDt5czp8MiwOAPoNbGXiChyTGHzBqvFxhEjioAhtoa+wQiCJMJ59nKovOg+6Lflk1sG32MyCeQOJT9Iu+3D2/gIvwvDKuKO6MLjcUuwuWY9ui2/Y0G2ZjVEj1STftf3+27isZVBo+1XQtQZlCJshAzWrMQGSV8QI+fkUSkS8KXVp3ANasmnyCA88Ufw8CiAQf2XRwXIBteul7J5w5yxkJf02rSyQZi3hwvBNd/Ps6fBB64PPXkIYRXyJae/uz52F/u3SD3tMJXD37dty1LjTU4gloA2fAQfkGYP7DdHMeaXeYd91Pc0Trcx7vDRvoeZcL4+sAI46An34EJyQmPlUtXUOAcy44Q6uu0zPoMnx0TzJXHVWjid4rtT4qLHlG8nB8GqQdsVm5PGaS1Mn8cLTwDq6ewZ3DCIlI8F1Lrb1YUEf+iwbdIrn1jJhTisdWvX0VfYcK0oKiGybMQTMQCocFQb0ElAphmFKWPORp6xCQP0zCVRnnqEPaNncU9kXFjwqwe8YyDRnBs/ZKAXPeLO7jc72IX+58auD4mTqsGbLnV6eYVhClwWS+rEuyqPz+Art4WkLkKCnrptmpITto2ZXgQ5JqwBzaBu4y9eESwnH7fa1QW4tLoKyRXsRQXP82odZoLADUm6NA6ir711bQSjnlBPbJUuso251n5vLSAHpzmzHJB1sAYkVRsr1t2x8f0bJZyhKGJBeomnswsxbuWAaXHQDB06fwhar8cRy7xfoVvSHOh1+H7wdlu9+NypVq/dg3X2lPP5d9KnCASLEM9ERXXzsX+g36IJHNz4ie1E4IW/pEHjVIL7UvWpD5gTfy0IKxJEvJ8aDYsYtom4S9dSiLIx96Wz54T8Jvr8tOPclC068yILzKJ97Ozo7/O8Dp1nQgUlQJrzWBTQqx1ycedgjZx7/pxF0Dh+0USCtwx0vSVbKVpBJrhMWwnUhmohPyi91L1CywEmbNXvrlp7i6ElVJXYCvpMlAcf4fP4RmRk97HduGHSJa6hvNCc7iXdMfTZHOicbAd14ktxyTiNwizi7XV02PsGrlq1Sv20HZ3iLs/bI2wehIxDiOS3xQ0MVts81+J4ckdkx2vRjYQlki99luq0Ftzb8n0iVMT2TG4+banMtIKK4R6OZNU/tJTEc4uIAU8UM/Epjwlu6YmGRKfLtBuRdOT0r6m05uAmZSF0A/5Sezm8GlPDq6M0uPuh3eYPTxTYZ3ZwJ+SU66M/PLph0rREUgaA8FzoGhwGn0VhuJn+Q6DU7eF/HJZuybrd1bVyxUqFFPErwhLYKMzkQF4SELi46yN3SXiIy8qTcYcSWqdpNJM9n9+RGYtWupXyOnu+Z7qC9rqX1pTybdq0BxQcv9XZiiP69No4A+JGR2jagfMlyk7UGUCgC4Vccn3g8QMjh0e0HkR/oaFj4wYjFlsUvFhRtvCcCMhChQzFxsEe9nhICT8h7iO1oyoQiNkzNr3P7wFADUZeT0HHuYYrNwC5fA5pkIat4RpYWyDocVtl+OLX7EA36ySPNh4RvFzc+f47aRnXYnIISt8ohIhqzyKv5voRuwq9Q+4RGFlmErO0u2TBLbW7TuNIyQp8MLXb5LmdnzdliQhf1G8bRXBRHrGlGANZaDsFqfGtgdFkaArcEJJuvH2jxCnu51pfQspRAmndjp8Zl3lIL4IDgAuEs+SaSQeXpDNAEwvrAIeucA/b758dUx8OfecQb4eJsdbGx9HYcyHH74cfepj1pkCv+R3z0f9L7Jt37TzExKj/rwSbHw7oVFhqBQRzH807vWu+PSL0AZHy7Hhl+818k1IKL7kSsHT4CDDxmg8oeJJOqk6bTKhWECIyyAMjZeCVpF7jiDggp2iz2UmP2DGFp232kCM4BgQ2WgltgliF1qEq0ZIuVKLCwAqLZZLmBiRf8volXtHl8BNKMrDKiLu50Z0eW/sOo79oWSEgfb19ceNhAxg+bDIc3d5w+4bdf2MID2/EPocIIaMkIiB0QyBlmBgQJZ8cGj4ktbx4CyQNOiatL5gDfWcb0CN++DWULn7NOvNQxtA7lmi2t3xFTMCJnhs3kCL4mlQjuXzatCDzF86f6nZbchrM1ZyCE16ToQm8x589zooDFCJK8yfns7L0Ii0HQamKzFo3b5jWnQAosVPLn23IhtDZseuzu8AK+fBqmxMZ4XVsurD7Nn0cb+iDqmhrtx1khbfdAH/mmjgym+7Dh6AMD37hQXUb9IBw+Q4sMPudRBeGgCc7hgwPRkKcJiZkqkaKgJtIVcs5trs5dQvtL+kyojQ26dTkYeEUUKV03/OLrvyvhEAJgRICJQRKCFzZEJiHjBtFK9lUFHIN525MRyMVzZUNnXqjK4ggIcECfDHSg4w6xSNlgesDNgb+Bh0+Th+0hjod5rFYE+gC5yCVpLmWWIMco+BycaCpTikzLbsXyUq06zPm3kKaBB6UKV2RqbKHmfEekS7kf/DeKJVCW20QwVmPHjM8NFRc0S8GHNUZf7HQoys6/1OvQUUKR2tq93VZYhzUQuKvMbwhL8LL2y8LugRADjR7iA4o+SUByOKLLYm/aPtx7JN+j9vQ4CEKS1cGe45aSC57LIr1712vpUHkD+IqxrnKvD2Vg6v3TcANFCdoTSXZaNSpvOJbCN42cXlyT5bO06l8OLzeJSrqUDh/39zN+Al3xSzL1oV1NAmLD2IW/hA41mRB9q7BSlWkUAu9uuTd7X++HSWnZoGfzHDrPGNMasSUU9ViWNnVcJsIl/RAzKn0fBxE7eKKhV4KPQ0fdzywA/WYEjQBPXTv0rIuX7acjoFLwhPGQtyv+ondF3lOeMJbQJJVb10loR9gYty1MELnk4QaUkZfGmGR8qAmKMr3XOP8gf+XHI/q40zmwxUWjlDRnAzQXy5yNq9EiZ1Z5SJ61J7Zgl0p3giGKFkZnWewoKLmMT2iNlGNoMlgPcpia4ofPL7zSUr0rJ/omKu4s0uedIPrBxkpsxOT5PBREjkXrMFMFyJVWcMtKZ8gBAW+iIBcKNQa5AUyAqb96NSP+MioIWVCHnPrO2nOmzaPn9sJBFC5K/Mb+iGgIc0WQybXuFTLyPegB4/LIw3tIE4DQhiwCN2hrqFjaHfQq2nWUC7e9cd3fffwd7kGJbBI7vu6WR5lpzaQhXnM4Nlo14jTJLOdPnrX6fDsq4hhtSjGafvCAmenLPKYa+IILdS1UYRlfMdVdyH9SISP4rCvcTkJXjBM9QABR2MMOjAm4cFLLhBZgac1TiV2Vgw9KPvlL30ZIwgxvieePWEKPqLtWzg01xxgErSVSNDxH4+fOHGCVHgkKrB43Fe7/A44JBAArRjo5CCilC9PnjxJcgIw9Y7BO8idYMjj7tRGQvw9yGMPOvhYoG0SVVyv70HrZHrRazsIsudcumSpgYtltmLlmt9fc/O7biYI3nRufUZrrh+4nuB7zne/+903/r7riQtivv5t19MxOqnh8NN1v3Xd9b9zPa0R+/vG33jjyt9aed2K69QyYbjLfmPZ29/+9tW/u5qnuI0UDgxhce/ipb9i7+Ijt634zRUcy35zWQQOW8Xy31pOBogWMzGkSR2YYcHcbKWEGqcx2YKdQpA5NEEOl9JpIkuEhUo7YMaUDIf+7hDpiYj9BaOIIVbyA0XMX9ChWHyL0edx4sZfniagGbTv+9W+xb+4mKbYvwmkBrUK4drqKvHNT377SX5a/571wFmv5n7w6tprruW0+Qqdt9/qk6CopnRWyBP/zwlColevXm1pEtxyo1l4x4HfGSDyG4CcOHkCvvl73/secDh27BhdhZnjtqV9S0/96BS5OqC2RF0v+/Vlzz333OTEJBck9ln8y4tZI4ZwS/vI7rCge8HPXvhZ7y/2jv14DIL+9X1ff/yJx5kswrvnv9q2/yP/9cgblxmCKccDK5dcETe+/UbGRVQ3IoEUv9DYOpD3q0bTHf4yaT8jUB8gk0dhasryBPBrGGkagZ3mGklC6P2lW5aeHDHe7x3+HjsQ/OvX93z96H87Ovp/jRJf/vxPnieXQIohbPbKjmDzRd4BdxDLPvbPYxCQp59+GkxAXc8wiUrv/aVe+kAkP121zAcucQIg5ZoFaIkrfjqNm9GT332SPsGTsSPaPS6lgeUwAHVf7mRX1gr1mJDEl9cE3TWWIMReDdkBXFM/Qwxb/EuLly5dCq1QnDrtgwCo3P/wD/8Q1CWS/sSxE49/+3Es68gPMD2LuheRAQIejsna9619HS/ZDg1Dw80MDWqx4i0rIEfMppGCazpvevtNINLS1y8F8Ujt8NR/eergtw5CtE/86MTq318NXWWkbKyjPxrdvHmz5uDZHz179AdH77jjDgbCryNHR266+aZr/821BOUbfALmi95mEKiDMYnK3m8TjlD4rF9hHZVS/gWRu+TmVGZ115LGQBEwrLqUr6dFY+savWIpCFpDYkCkaGPNdfOYC/5Z0OXYMrILhkYZsXLunKkXp7P4Ip0owg1bJrxtlKhMLHDsOXylL0gTGdUkyWgDiNeCTNybmrMX1nxLHv4KWYySRLSYynZoOVscrAr1KqLDQRRSa4lNTaJX5nHpMv7Kccw7QzQx3kzCkzuFe0RdMn7fWbh3fHqHvNN1pGjQZCfjg8X7O81EStxa9H2r4zDMHqm0m4ja0Y9JlmPffsiO59/SULIJN2BvloSKNBbLnwAKWBxkYnlFASjCOJUnlSnGNOslKpcQF8c6j//OT0VuHOYmjOE5VP5UemkhAM78eJAI2nAD0bvI3oh4GnQVCJG0oF9pFtWRvPdr+ie6kRel/AB0bbQxUav5BsbYHMepN0NhIsKYu/S3D6LhoHmJ3XWOzLeA51MfzwSpgIZloYY4/PEmgGnry8FKom3q0CP9ARwVHpR0IHqEpBJqllA5VnhqxKPyupi3mymmNXnPmSndRWYJ8nSMiVD8Nn2z6ZZLJuPqdF5lmgWqvz4zqqBxobeGQAs0GP3y/NS7vpn3/rM+wBiR3X5y35tHPVzaoh55DvFSkMo76xGi0jVf65Qhe8QQ8ZRL9YWoSNVtT9hdll/vYulGVNry62B4+VMJgRICJQRKCJQQuHIgUEr5M53LCilfrJy5tp49F1k5RU/6d6iaquOO6zP4dr9rDVsRwhNsZnRrr8pcX9AYEFgl5RQO+om+kbBjvi/kY4hCv4Rg451dugUENfKle39UV1FXHD3iaSw76xnVtkj5AeYpEFLxOk2oENl5DZOP0XNVQY9ZI0FuKFhGeSrXeGLULEbiNVF0uP4cCW5ZVgNc6N1hQbr50pzV25GZ0x0mFiRRNgglikwZfnpYouGFHk3iHqExCo61YCEXSMZRiAzkG1MgP2SGcBIoIQBp4F4WDI/4ITeS5/x4Y0iqK2eiDmjGrQP5QJJ6wHT6lSxEqhDZXE05V1BmpLqWHJALiqXEu6LOXNSS8u2RaZeQyoFXFb0NeSTihyMqoqq+gl8FGdADpYuk/OaPok4rP1NaWVv+ZIt5eCSFa22iw3RblWqn18HnhujQnZ+20ioaWtRLIfjGhPN+gUQdRu2+2p2148lzWJGPSRZNo2OFert8GZPkpzMudUsK+QLN8fgZYqfj6vbQcw5b8aV86SsyxFo2QcrPvKkaarz0yqRsd/TKijtOactvHs/zd8qEpiMa22TLf8mca6JRPHsMg2swk9vWX/vA0jP8veHnfvzc7t27ifKkBUtNjynUZZCeaY/9c5YlO5jzDV+dfQ7DFfY5cH3tTWvPnD5j2cJfuwD8xpKEPTKucCxzMg6LvlCtgFhSoT45ojHw+4oM2PKTjconUS94P1QdhtxzlG2+cEb9Ngbal6fVbW/lClZJM+CFxO8qQxBfwrXZFF2abqXglkWNbsuCaOBlZEHtpV/TPkplqmzzjE6WaesJ1kGMba15vXhnGme0o33RDuA/79XzstoWLvl8lv3eDcGTlRdcUQY8RV6YMkMm+fCdvwjtYFm86xN3YaW2OepaEPFHAGzGlh/dFOrfPPpPoxi7cTehJoIBHxxxqdcdl2tJ++kPIyJjPH8x9KLztCTzYBSlOqYs/7yA771AuGoOpDGBP49bEnKXo8mgF8gxQCAF+sLuhZnHg3AMo6+LZfLm0ms6uM2yrJ89u7ArQ2DaYVELSTQp0bxqI0pGlyKMnjLyy8Ei4to5FsjEzhxZlQrgU/swsMsTqPK4xut7cR2gke7XmttEZvF198sFpNbJcMyYMjX1rW99izTvwjcwfNGiRapZUH+uC6QrYojNdPQOme74tWW/Zq4SYTr4UZMLltqFywOPtZtCJ+CMx/OXbVK0HK7tutZbtQGjw5NmFlpWHQAokW8/ek05lLD1DimYnGJdUCcltm9br4M2v8JqyGHFlptbZZTJILc/P6mmjEZEJ+U0Y2TZLUDRHBrPXJeo+3D2rE29q8jgOQZnYmeYdIYO+LIjbspoLXNkkSMUoHAOPY2XQ0QVudo48JpvxNT081PPm9uHO0rFfp1FN5OfjNIlCVO1HVYe9ZuG3cPkyUm2Jt0JfthBnp+Wk/xE9j/rqky/ylR19jSnr0/K93l+2UsS7ntOtALmpRXEC3NaDD/NBHaBNBjzO2lGdJ12HZK0GCRTI6LjZy3zKye5/xhCwuHSXoS8KFpcrroufLS3QGrCqWcFeDHgprNxZxydtdCErb0hNNLO0CBExwL0CQZI+XoXrZ7yMbluhA8e/aJGJHHFiFOvsTRWNWlGwkTUGoV3dEDIPmElvyS9CZEiXsVnuZmYCA75nKtx/SqEvFAMr/VIhJWFUDs38gg6j1eu8GM6oQialrWJm5MpjtZovxIdsqWQF4YUgAOobWloRA5JciOtMY+5RuriFdAzAOoeLTodqctLXIyVFy4LBSeu6VH3Q5/B81o4Vmv2NV/p6HSnitVGFw2tUz/RynEeaAh5k7LY8c6sXnlVVK/Vjaa+D8BhfpnrqNGx6XPZJDmAhl/USUY//cQr0iUTb8umwJEOeQPEA4RHc8CphF2RIkX9k9ndnYLBQ74w7zMiL8I6OzQ7wVGG63LLbwpVyptKCJQQKCFQQqCEwOUOgdKWP9MZlApaR8KImSGK8vDu4BdcPaVA41qiM7nb7HslN61xkCt+zzfNpk6YRyqZzbSvNZ9LPfa5CcZz5ZvNhXXNzZZS3hcNmjQvUzVBMIL4cW8i6jCmVb/inQtTT6QN14VUvhqC59kbmaNSz229VN80Y9KOzurZUyEPLn1IhYZKY3xVGGUakQojYjSSCRoXKpsWX5fn5cX1q06GrKFWHiKUcrBhOiHJvxQ+PkBViCcBAj0Btu3jI8dVCCTOmq6jcFZ14Bf0pbCIBuWBDyagXVfKM0tbO31eiRN6lvScO30OVZCyCzOhdNUSKTpljJLscm2dDyqKC+iGS4zh4yyShO1mniebWxAx5WIijDJAhdQjpiLiCMK9wCiE0UXEXo1Ud/ry58HmapKuQ3XeYvZgGafrHI3WQu7RajebHoXM1s4Z3iRIl94g86Ko/Wr6r4SnxG0WkCHF5FqeQ6ki079EQMi78ROYcO+f3avwBOAGPfFpv12pG0Uyg+rEp1gZZYXGLFliZYocAqSOLNLhGdgbengUkCdZWQUikK2aMHEaS+xnJoiHoAMPYXdb7IyWvxf6+cGtTU//z57D2SK6RglFPUFLFIRKalJzaJUqnKozm94WrumGJVdIUsWUtvwGq7Lmz2mEaEVAJNGZVDUmKJzYU3CdCFcLY3WG2KmXTZMJdcMOV+vknhPPnMB4g68T5ihIKkHAGGMU0z/THvvnSJ2BKdF/wDymUujOAmfawr5eqjiv+K0VDGHeS/Po4eT05PzXzFcsOGG1ttqxD71kpjXuoSn2JGxSbPad/4ZH5xNabfqkGEsqc5QCxBtaZ0N6A0Xx6oghtpF5oikBUzXI47t8LLKzYprC9jVd1k+OazroobduOmOqQdJV/papLxpoucBcF0mDWR9jwel0xq0t147zD2hDBoskvtz6g8cG0P7JJK+AZNBP6CXX8162GbFo+A7rWMerDawG865rwTdOQRi7I9ZHIIAJGdpKfiQNlrlb9PMWcGx4mJpdW0Mp+Qcs/eWlpCgAVexFr+oCl7CI89PCVy80x4LOTgKOKUCyeMlihkAPbSAvTWPuNdxz/hkKas94u4bY4rBKmMlBpXPZg6FxSmnAYd9cYz8ZTlI+HBv22QlzuJmaWrRkkZlduwwBzLTsMJbvha48qCByLOURwRiOeavwiDu4wVxehAPOUdde4ZCf9AA0VXAHUfsYdxWtnvKgVWYg1cAmtepTvD1z9sz0C9PMvvpM7XamW43DDTDqWid7zOHDh+mMcmfF1A5mpNe6wD5dEYanAQIBVknRE8k9VRgF+Nb7KyTF7mXlghjGeJ2GHE7Ou2YeGRQ651l8PIhKU9bb02fpPySFKzkHgCQZ5JkX8IptshFW2NJmQlzGiNSmbsMMvi/Q1RdfelHpAeThYS07Tx2+9PkwOjtPnTxl3hLwGRCZzk6AqQwc3GwmoeADpOssEcI1dieR/axQxKHMF0dwdohqiPQa93Z34EQCwnhMxodg2nkDJLjt72syR0Vwi+EpS3IwOQmVZnmqES/l64NNCTyXcsV3WSaQ6MNs7ElqtgwZuRukeg68hnellv0mFEwTs+NfIWxxzFEVFlIe17Wqr6aIFl6h79KnZI6V3RGsSp3SxXxF50l7stHGav2MMkHi3Mv34JNF5aaJsZKYY9/ZRgy+YmQto5Nz32vjAXgz62mS097mortb1Y1t/qPTQMGYlIew0EZ/TVabCAUL3FTqJ++23QikQgAd8VnfE0m07leJ8pFcRlOraG7sTyE6OT5uaY4wsubd4L3YJ99v1QmtZqRXGK6yWckCGhPktSrla9hOdWRCgxsIrwOBfY4HN3aPw0uW5JZDxYyk4ot10uULS9PtpTjgIV77vzo3R9mXPlto/me304xC2722plEsg3zs4Vri9BWXf120EYJlR4KrfkbqmkJr1UPyKhypiPJ1rdJma74iULOsY2lFrpbdcWhWdnGfBsN5LFLoxfJyTlt5iGwV1JhWksNTHpAflclApBWCr+nw3yQRRvoyjrcI9hpvAT1ABsW+0z32e1JYWt+QqkO8viKALHHCUqPMiPvUX1VZqfndiXwcYoUaUuYafQlfJ6Iwu4CvziWdjQu4t4wOzuffxuvIY0QSkXQ/dqnZquYZrCh+nWmVCltYVeSM5c0SYihnkfpVqtMtybtKuEGz8I8fOy5dC8e8V376So7OhpmQFjqGWNg4XVC/PdS82s1VDhCuMK9efeFenO0HKRTynITPqCBCn0a2uGZB01QJHLUl1nISCFepKI7TllLtdPJMKefqYdQ5Il22exKaS8fSLZ9mTVJ3Wz6lO8RLNj5IDOIYFLJ7UsAm+tdo78xwrkKTppar8kyFbUB30mBcvURMkYRSBYV9I7pqess3cuOiy7wDVKy2rP21uYF74FQSzQRqhgzpYpPmX05SLrWODS3BK0PCoP+MzcSBAy5fa66Cp6zaWjp9RhEmLDdRU6NrOPH1t/zpDuVahjR757ugTS3Ki1HP70BBOBx/0yA9A05zdXTSLptwowLTEg8SLza+J+uwogGl0BZ4GyK86ENqJYl7fw4TaoGu7o7OQ15jH3bZwl5VlbGLA6wphad1ERt1IAeKwiiaWRF1B27edp1dUWqyJE7QbddsITqu2Ax1ZUJJ+EKarxzfnH+sqhiQsxAl6n32JzIxk7haOXZyG5JQKOT2joYSvc1GIbGz09UlCtuNJ7mtAM21WeuIGFsgL1UNuFUaqeS8a72pEXHzW23eJGGrqS6zWGtLsi1/9Dj1pdSd0n2vJgaUP5QQKCFQQqCEQAmBKwkCr7r/gfvjeBRvbSF9Lt4UBjnmilc+bTNzYrfD5hGDHetaFzAhyPwj06ysHXod5hasJkU++mUzqtmXzsTiL9z9CjH0hhx3m2losayEXMqKkzbDTIh95waz4IY85Iwovl2GWGyNGMhjHDD3Y/bgEYvLdMakOofiNf0NCeME0Mxw+JouDFHq9rf/87cR08nGTI731FRWp3HgRoAsPcEMhq1OQdXcL6OpaTGCyS02AgOoOHXrVcjkn7O3OWOb7G3+ZnJNY5MLpjuy0A++e5A4Wln3s+4V2MIKLjGa6sEQ8kjz0QJquxaY9V6ToqOREc7uCY1jjDw74U2zNmRsroqBdqYpxqihmTXdmZxs1O49oKhx5Q5DUuDIayZGVNtTzkgvnDE549VdcnGI04pC78zEGRVNEaIKQ4Q8egvGSKU0qB9jXR+XHH6HsTvvCuUkkATsM7E7Az81OejAsaPHSPVvAJEVOc1Inwe1phIzKrjHkAmd12SZJqyJBA/CExkdDdSoY1+Y1CkXE+zcGj61Dzb90aaVv73STJIcjkR4SNadd+9yQejwC8/Tptn+uzILbmO0KWCjm5SCIBPpiY0CtxU6J/O/oxXVp8YF6yuDRZqtwd8cCh8YSYnFIxD9nauN0FJ3CmP110S0Qt+aWRG1UMdhCDZgGreQaz665UZKeTK9Z4bhMNI45Oj6MO9V85b+6lIjTSdPpWZ4X0OhWvEF0QqBxUPGhYDb4w7yqYMIiPHBj35QpQ2qglrEwRZvfhbogOVp4KmpDvJS+D3Cwdzi7BtR5gZrzcHN2qG91IHGuQRpXWdTr3mMMHSIrbXpn00/FnwvhAz8SXeKZHn6YivycEqeta1WKJR+KZpTF2Gqb0nTRqMmz09GW/6r7r//fi1RIU1K/qA4+FZYD8gg4RKYyMHB+yerQ/Wx1lFeLQD8MPHc8VQbt5cFC3DWgGZRr+LFF140sqIOuEO0VRuw5Tl3CUbsI7c5ZR3wen7yefl/Wu4Il3VEyv/hI8OU9zBoQ+Ll8eEO6sdgMhR6jfzjyLyOeVb17icTIqncTHEIXkGb9kij1VhwDFELAOrcv55jk5a5VwP/26/+LSU6GNGt626NmTHq46XIMUPA46n3V3u7ruk69t+PQdmFJSLEBWeZdClW+tHQmsqc2EaYuALFbqy4bsUd77njD9b9QZWtq4KG5jofstMYp4iHi6vJZNsMbFOBnjYCqV9drnXQlD0gplURtLXXYr+kbE+s1cGdZph32GicAZucqwwU15utH9cTqxEiV7vpDuMn5LzjDqVG4YjmAJpivzd3lp93JQHdAR+jHc7GKF7Bue00gzD1ZzyjIO6+jLnpMkcw/cpKJEETKIr9FROpmN0qxLRC82lFg5Ytm3xp8tT/ewpUbNCT5GfPI/J2Rx8KeAXEtP2jyf/A+z9AWaO41eU23WZ8jhzzJPQ2h6mEXWuwEhOyaEBjn4YpdGyfchapKc8lO0xID1sLwQ9Uiy6yKTQgkqJRZ0MTfNw2YC+KBY1cpp3oYJtunObr6fJo2YMuwYsNtqH7Xt150ubKcgMfIGVGG1+7AJ/f4eFhSsgYY+rodp0TRmHxzy8Gq+AjLV2M42vNaZGSOUp1lYdVZRGmAs0poAeVrjZ9cJO5MSqjF2xxZxeZjqyryAPaOINwYg6VmOSoFfTCFFWLXpx8ES9gHuFvzJYDqI3U5xNkNY/MujMyJbaRydEPKDkp1zflPIiFMIZFgb8Rl2Mz7vLq+O8DDyQGwosETLfbLjnEDHneMTKCznfYrym1C1sQWRBxolWpbt2lVNySxIS5MJ/O6U6VvOKY98orr9j/FdYFem8xQp3mc8jvOWe31K5fH+SuWAW3DH1tqON8B/kXZXaizgQD3H7fdlEyzE6qWBBrWsT+4FBK8QN+wp1tbGxMVS83vG9DznzuIpqoYsnf0ROj4yfHZU1UFErmRudMyyNPm4cqNnIAYeXaOjqoCqPgInU1tZLWG1yFhVuJR/BfA4/oQNwnBm8dlLXswOMHMq+x+hapxGBPO1hwFWd14OABPANSP6yqPZSl1isGkjwngnZqzsRUpqqXg7cPAvxaJuHcW9KBV4xCmSlBG3O9cQFR2dGEEa7gVhmfNY1OyENZ8CS1NybGy9SnMvrXQLvBCsts46pCM0wDgntKQ5Y87St/OC8KAocsRihs9pll2vWJPmhOszE2MbqG6BTfIk9Soj1TDyY6LPsrhU3Bh5hIxJqt+vY8itImHlsHnjjA7ZQ7i45aNvBqCCPgyHcvxRmNwkzI3d1SgWz+5GaQJ5ZFyZlCG4IlWGqtP3LaWjDf5jr6VzZaKTmoxpvzdtCCB1b6iIZmJn83ouq23rQPTRjvxVVH7CrOe+oKUA8n6v7mumGkILhYqUwLuEG9YMNM/EtqH3JY5nekfAoK7/mahQTXCsm70D7q1bge496RIylNW7t9kOpZ24BiPm/robzIWzlSxKj0qs63LFcerQL7pdbUB/SI3rU16V4zyBP70HDtVMKhgt5aXjVqdE1nvh2lLb8V9CmfLSFQQqCEQAmBEgKXDQSclF+N+ZIcQ+qMrm5jcFKJJ/KwxsbW9SFEPCWhI7dRtRPek7QMYn/2fm3vge8cwJ+Ta3QJSN7yBB7cMEioT0wrCx+6bu06if50gNoP0rtS+iV1/ucbUtbs+4ZJ+QSEcCelaLim7KzEdy/DdXejEeXVfIOERJjKocMWoML93JnJc+J/G3JYDCSBG69AJtO0p7kX4PuIjpBv6r4n9mVFdZuTXTQLUcAd/eEofSZNJq3xE4U7IztcKYfVwkH6gIsAv/a/oR9wScqv599b6GotwV1ih9OUGF/ZmU/IE2FVd+AabOw54+X6yNNHTo+RTmK8v89cfzd/fHNkoiXQSDpce9vaGIgSWxBYKJEO0LqXWMtUuKcypsWPOGnekCHIQ2hQkIMpr27AWdE/eNtg/MkHxbnOwzijeVJ0E5CktVgfsxbMG3/voOfdyymw4cCIIsqiPQNA+HXzxzbzPWNhCcRKtfZknTnKv1vRH0j5VIZleSqgy4IPm3PgZ5lImqd2OD7A5Mk3IMTStBViU2OxLKCTadHd4/icozyIOF9/JXojI49Vyk8VmsvCLKTaiJxmwt1X+U3u8aTxSkTSnVGS9h9DLGtWaqghkamNN6JpYIgFkbuxAzHIIIW2VRmrfkhzKiujJxOVRtavWnCrMfYmd9AyBXX4Al99qEoEgmmKguFMCe2j6FwZYSRMwPDKI0rMHAPk6u84jbsatEo5/3a3gmLkQjPR4DIip1iXoXpekcCLfJxLfsuo7GpBlRixKN7ZQMOh9sNaUGsWQuUq80ZS5uLy067nVViQHp9u3SXzSqMYfT/qYi3708FvWvQnuzXElFzKeurOD9/JdKLo1sJghxaN2/KpLRCUuNjQ6pOca883DIPZqFBmoizi2sg3FY6VscgdFF1e/qbl1sI9W8QocM2WppAzIRDwwi4w/H0Lc9/z6B6e3f1Fq+g1MjJCBbAYDeJxtOFqdPD1G60LGtSWz9sN0UMUGfaIwfWDuu3hRx7e9CELl7KjuS3fEBGVY1KOL27tLBuLxHWbItY49KJk+sum2c0XPzFlPYt7jMVxua56FvYASQVqW2HmUNJbnSowUmlX01D+Yv/zSlR+Bc+0VrV4ClHOvtmq/yVYywA1fRb0+Lpe5kW5CjDKwBcqqpgZXPXWVdLYcz8Q1q6p6eYvRJC/Vvg8xIviCrDpI66St0K6XViw+nLn+++0Al9OJcvryAMPV+ppjVPxaTg7PrODLV+cKAkHeSPa1LZQItM/u7nWxkwPlRxe3cMbZt1thtjQaJaMMdBhhUesqKqB9Pif5o13zrkAloMG0faTJEdFwcmUl7GPIR1C5BH7B/qX99tCo2OVquOsG4lBpCnIBI6HlrWOssxrzazEgEsaKWthfGz89ISRFN5OnHfkaIHhyLER9RPkh030dDZPvllWHP62Rd3wmr2vt+WT0dwAeWyU4IAQCQZacef+tkQkoEGZFNmkIXErByxUvZmtJYys+L9S6PAi03u7zoCoO/5yB2XxDNshmG+2ntQ8CkYfx0Cw5cPIipkYPzVOV+XNUK8dB2H60L/MGEEMmqDKlj+1Lb/e/uQ6nJGUQiB7mHGzx6Hbd7iURuvV70/9X8XTsH7pNrOvm212RszWbBM0cQ7JIVqpcq1NWxoDwQewQFTTefRSAb9RbOKkoZmB8blxLOOrVgWxKpWuqdx49jQGR25jGTJSMfFGNpOcLhKwm11ElVv+c+M8Hkkx7ZsXbpqWpEDZ7d1nHSBIItvp537JAr/RNgQ9EOnrtd0FIoXVE4qmHK7sVey+EZnmL/Q8iADNbdrLMfYjRkTJGGdyTT87Ch2LFIedgJjjbQ9sMzxzGXViJKimIdproWtqWX/VAZMqOuf7HABO0mpygGbjlKV82uRaXfd0mutD3PItKD+smVhxxPpZ1yIl2Z2DztsmRHoftwekyZEYAj9SyE4dkN1amCFbtd7rbVH2m985Yt/0Cq8CcXt/fftf5XRX4qLeAjwFnAifhqgSb9CaBFuYZTGC7DHSD9205iY+QtHOnTkHaeMaLNrw3g0aArTm4YceBlFl/OMY/cGodD+sOu4UDNHo6EJdNTBNTsFGcM3Ce/iBh7U9bLtnG5wliQoGFoXkIVNT8lRgHiEKpmxwOxO7LxSkUsHQ/JDjnQZPcmBpQt2RLnUgo1xA1odRzxPYEELqnlpv9CzXtMOKkLSAueZY9XtGjMw5JhxR2rYv3JZvXEilLRNKlKZAcB3O7YiOgNo3dfdsv+M6diRF0QJdqgnMvESlkrIUo2IbFjdDJxE3MSqLG9j7jb37vr5PL+1d2mv5oV0LcWUJN5BVjjx1ZGTUWoPsrH3H2tXvWG3XjkDFg+lgD4Dh0yygddMQ5C+SOiPToLhPUJdiVELyDbdnYK85wBo/aEbkJhwhTAfsFY51q2l4Tibaus3WtcQoCdegNDyuIACUDN+ok+Q+GhOfJOOTC4sSJEOiV791NSm6uRY66Yj8a8pUpdynRyptaaB9mMqIz3GFCrxNbXuN4KhCZax3dkG2WO19TKI5xzhtH2jDi5SXRereWNaLbAG7vrhL4J1/7XyEjZ75BoGB33V8XlB4AzEEEsknsJ7gmMBrhMWNUQCBG4DPEL9o6PrsWMSuXGqKNJlVQ/a3Yvh+1pJlUtryG+FI+XsJgRICJQRKCJQQuCIg4LLv1TmCotUU1xPnvLiAPzb/gpCU8xxOmpI0iW3JuKpH96CDxeQpfRTGHnje+CAKVbP+ov9/ZIinkGvFWg7eMrjpY5s2f8TEKfgj3JVpx5iyw4fgm6IihZZ3P7Sb8iG6jWe33m0mXgz5XpHueBxYOfT/+58wXhsGjTvl0g8Di8iY8e/SvTTkp9w94tZNdTFtqSK5pvOCjCx8qEyxm0q3QfY9lPx6UYNExfVxK5ijovu9F+uDJRUbLXqUde80JTBAzjROUt3XdeVtFavFxrryHpZCy30054bgvW+Kd5WgcJNlR3BgZuqR0X0xkukOyzT8U/sdZTKPoHzb+CFz/iA0g6nc84hhAmZ+/kr2vemdN8Esp6PDqGShIuj/v7Sbtwjf7vrYXWjsYfBl6VBPmBf+8s2DX3pQEDDt/VNHTGPv5ADznDg9jrKXaxQGR48d9UoUJ0Ri9U8F5RwM6yBSpfnZKV2EToJbGqcAnktyZX7BovW3rF/zLhOtgEx1PWTzc5lkR+btiCPCXnNid0qmnIBVy2re/OuSOyNJyYQ8hzxGbWLOylDGpvCGVF8lbY2oDcIueQBl2Nr5uZ2gBzKrFjs6f5BBSHLTDTfhyCK/n3iI8mBPhCZIc7Prs7uOfP+IDOTSIZki0LUAPQFn8EDiGqslOiGlHMZwhpgYdSp4Mh18/KA0SaAT+COso2+GWiF4xJu3q4HXoJSk7LWeiKQ4jZQO3PWxWKGIWvN71m2cperNWhP0TTo2HajWEHaV8JUOI7kSDaiEbml4RbNW0RTildcJBMBD7yMFgUWlEahr/QYsKaGDcGo6odvsPppu1HIAn91B0w0mfPfwd6W0YJr2f30/flcaqfLv6jYjI8zap23W0MOve9c6Zlaz4F/kes7WhiH7wS8YJQFb8L9RaJiZHanJFBSueJVBbaStBJJsapAm9a1AtLPNqBrFqAoK+ixVsUoWZYq6C8i+R/WOBfMBitWDYS2FdysAIDsqMAmbECe6LKxcmeIuibUARzEaoXnjFEQMiK+zNaNmvX4YA8nY2Mb3b+QUtfUaLRejYuYDuhS2EDNRjo2Z0tuVqfbdS+0oRKP+cJSJ5Fy5YqUcCFjJpiIOhbaKoFT74QSg0idzAFO5WWU+R84pjAPzHssDXsfS2a5ajXuBJTAJWUurzlaTX2pc1g13MgsgDRSHEycJHNbAadG7NKtuzkrU5Jsu/DbDsAVdIIwHl/NIMD0w8y67XZwsGg9l4K2ueSw+1mlKwoFVA5zMEVYbwggf/NyDnMwUowOwyt1tC9IdKGABOKtd88gBQ4DqzKx0jvUB0zhpjfkyWgk+CF1JZHtslBOjb3TFOv/8eZZrjGQze9jremE1OM3k5lILc9Iag5ILZPUjjzYpCqkD2qs8qjvqD4FgiRlXnRSPB8nNxAguregHSvgMavi2WBK6f+Fz5ZaY486FwHCo0CzMH5woJy2edm4P0UShECcU3+bSIbmhkDZIdwKfaOmw/i/qhss3Rv/Dm6AenrZOd7ARwppr9mHO4upjX47TrVkwTLtnG2dPTw/tqAOW+51szW7ZKvgWKJkbhPOEYL9ns5eXEnZDvUUUUupZDvZL9N4qms6B2duvWQdYccB2VLiD+ZFqgQRXDDZ7dMKGJG4jiQfIzxIAGcDGegjZ9Gz6/jsggPNY0PjLqWqZfBSJS9ujm3FGmn5PxY3JJgK42Ok56QMW2Li0tQVUOeTW4Iy5cbsRGFm5eCmyzXPCnMklZehLQ5wQB/NUcxPExKkIJIdGRzv4YXBi6WP/Flb4bR6Z5KdOzHNf6ikED4zRovngDGRfq16iF60Zsrk0/piWWNSc1mBfX82toepOL9Lh8FZnhIZJXK4+IaeE8wwUTW35rrvWm3CkLIPNgVJti34l9h4wmHdjXePM3AXcbTwiHxMOyPfYqTEMQpy2i7vhaTM2j82JKfWYRkAmAM0p7zDjvFzf4EIIx/eL8OTY3kf39vX3cdo6DFnfaRPHAqAPKefUe8XByBJTBFxKqdXRQJ2FduYuF1z0DTD5WY8TADPBVtG3tI8T4bItO64mWrPo52RRN06OQ38zBDXhxI8dmUb9hBmPHJ/Qt8o6mYWv1DFtXTTPKmI2VTU1kuzia1kVkYNxv40Mj3Du/pzJ6AwQL3FO+XYATA6NSFNvFyfHUC1kvBfRqI53FA9uhskTY1PPT7HS9CCHoCSQwrZHEoaOQQRUnbS12tkFD8Fpe61LJsGJaZBGMgaijvBU+VPC97D3iFmxFaTdQkQkWe0gql6KsAXllfxtmJAvETSDybSkBVNTDJkTyYM+sFI42V22/okJx3N6uOHDlonW0zGQh57YVufKgPopc4CKfhv0kJ/wWeNk0VETVkNA7sfR0jQ0J0Y5UcYY6XAIk4qMclkAV3WbIn08JWWu3+BE9ujv2dW197G9nAAquiSDogQB9b++n9NEQ0eCkdg4YTp5b6S86IrEL3qoVpIat0ZyS1WeE+pDcJsorGWkDjATeXHdres4W58yrZq4mkyJgj71i7uhLcYYkSLF9Ry4yYnYDqhxKLQ94w6YKBXYccYItnNKh8rqJoiMU2s2e0Xc/2Jlh+T1aMU4DT3eNiAKyaBspU9buhfzsL7V9DSabm0KKbfNu9itOI3bDgQBUmP9vLaDk04qQYK2LTgDaQ055A+h4Rjxd3On2YcFMfk7sPV0z2oOulgqjqLjggO1xwD9F7faRILSEGhcSiBrJ+FF9E0jW36kU4HT9J4FgRJBQIWFURZPZ5qbe7t7OXF20PeiWeAlOpa77r6LkwWGqkSkGfECdTSp8VhjnOZCNXwI3OLc+vGtOFiSNoeT123csFEesBxsA8wfRgE7HxpiwCCl9jzUJlygoeIUewUt4MS1FS8M9KKcYvfEgHOYJBr3xSiHSQdwdgL+Wqf8TbSMK/fRuJ6ZOS+mTExIcQS7U6hjkUKsmeuUp4szCuICMQQaTl6KiKyOWVcXuMIbbiwN0/g004Em7+Ht4lu5MIkkcHvGgoQjkjC1KeaJE1Bjx3nwKw9ysrWDABlthYF43rS+oqogEq43nFB2v/WGNdPT22Mq1r4+cZ8W33j4kK3b15l4R+yGhW84DEeA4MQawrVEedhQeAseRMyVpEtX8dbhPDpsWn1t0vjp9L/FhJ6cr2LUHySQMieghBOPv0i2A0k4VU1EQBPc4m0pMx2JXVTwNDkjtW5TwScp5LgHk4EWGiura+Ec8Yhp3zzmuPVo27/i0BzNse3fnXHn0+rWEvabUKdFEkpRgZeWzSY+We4w0LktnBPqLD9zW5XS2Dl1FAd7p02WeylMM4TYL7RADylNxokUYUjgOgAe2nwF0qxmRZztezRJRAG4rRFpAZWn+fZXZRCj7BRoLG8wHsWxs5ymo0LZIFKetMBbRF3F97SIEuq5dn2DD+vx87sI6eRAvw1dRQZDauK0AcaaoskjM++AU80WtjSjIU53op/MXdoZgESWMy4h7IvpVooRkBM0QKGrPd70M6Nj1pQ7UDBHXp/NEr1OJp+ovqjbpNHRxiXMjKfKWl4X9YuwF5AOrU2aZeIkgvKsymJpmrBEI1TE7QDOQGhpKJQqpAXHsBNFeSlTDoU9KNJV0QeUrGYZrNAoN9ryZz5v5ZMlBEoIlBAoIVBCoITAJQSBpv0Bkj6LaRUXdp5/wSBadVhyoIvB/XKhIv4e0ylME9doWRXMymH6NHjwN3ltKkEjiFDzO0xDAN+N8KHbuJ9gErQ04rlok3A+Bdxzvfr9q2OQHiI+DLLe3t3ZjTeWJLYDTx5ANSr53nxSHFfleVWnI/JiOh4MiKfBRSCOwrpNJFisl5wyZYJGAlf4Yi+WuS8rVQIXig6yDsDYSiehaywg27+0XU0p6EUvSv8aENrhRlCvw4laKIOPFICuP8hnGc645AHW0RijFeCGwhyPJxkC0FjiU4M2CButzf6bB1b2r1RcPs2iJpUssu6WdcAZR054Zz5i+wfBDu6323b89Q5mWT44m//Ysj7jxTN/vuGVyUPoh50rH0pLZDWEeK5lLEfRrSBjVA5gnQJ55YuqJDb2orWWd6FKBFGeVbdhpnmrYkZk6egC3LxvY7ougyJXM2uvdMKoJOB6c9H0b5JolYMIU7QlOHIdQOHfFlNU0x1JbgyxSQrI1goyYW7Ce2D4yK7ERQtvzZFnbHXj8Asl8dlPnftq1JNLIhp+ymgFGCWHLBvpWRup6Q+UXSPgJNdo5gc+5gkUbRoFw5VsiaseNOXKq7s1iEGEh7yDRUj2IH0enUd6U38U8S/HvewIs59igomfyk00aQHAIIY5x2i8UcmaIJ5i21hcWmipWmgm8JdlIbzI3FZOOQW18xyka+ae5pCRTkZ1d/WFcIGvz2hUqgVxxmXT0yhW3In7ZDcXePk+euMqODD2XIGU3MYGwfyOjngbBKjC1uODxk8cZ1oFMVTFmz+6WSNiLcgpREogZjAuB7YSLNGWg8sd+l7WautnUKebx9ipsa2f8tYxpRXStJI3AuLj9SjOcClzkk9+k89xp75FpUtViMp+z0+mEcFjOnGzSFXXr7r/vvsbzEg1RUCstzHxPyYw3lBrxNencvWIfIOuagLFmjgBrlXimpyiyhwVFCzByL/povwDJ1ADlFaBwBWtGvhtU4lYgQpXdqLv1/smX5xEu3jjDTdaAQwVOZiaXtq3lDm2Giqu4hDK2+sGrrv+d67Heucrj4EVroIft1HaAW2Yiltc++pr+Xjru25lwqwgiiuLQgv0zff8mg6q3o3932NU/XnxxRcZC3U+rDKbUzAufO1CoMlfVVuxNl2dIV9biiG44hnULvPlH67pGP674amXp3jFze+8OZb0aFi2p96khBIydF6lYigA87eP/u2Nq2+kbywA8Birx9M/eJq6EeY/yBbI4lFpFhVsmLXD9i9Xj0JlRWzhubojRkMp6tPV9eJLL9oEusISNsvTU1TOsFo+qiDnJsKKcPx0clHvImZq2W8sYyJsh3tNtyXkgXr+ep9FNp86TW2oqVemlv7S0g98+AOUAez7tT5qgjHuN/76G+EkQCQQ7/T/OM1E471x8uTJO+64A00siEQ32P6vH7i+71f7aJOP3EnJL3o1b968ZX3Lli5dSraoRb+4iL6dOXtG2LV0yVLq0dHC9CvTVE6yWlPXdH7iE59YsXKFVfsAF1RxKwFvLK1m5XwgoKE+jeoEnvvJOap0WEUfbEmvhaRbyTuKiFQvR+Smj25bYaHT49SsowKKNrDCS2cwt7b6Xpre/6399OeNfW9c8VsrVI/q6eGnf//G31/99tX1KivyvhYwyhetifXoKnsvvA2H1VhzrwNWRovPTli1TEcEHv/fH//7v/v7U/98Cr9dyvH9x53/8XvD3xv78RjywOT/N4kTNZRn3b9bd/jvDt+//f4nv/skiT1vveVWuDpKDVkOhrev5qmDBw5CQMhYde38a7EzPv29pyk58x/u+Q9WQGhycvv/uh1k+NnLPztz+sziX1j8+Lcev/HGG0kKcuJHJw4+efDWd98KZtKrL3/5yxS8WforSymyBW3E6nT9W6+HpGBlo33w59//+39vZMrhg1XZ4R9VnVyBHxWmA+BjPxqzlTI1xaLu/cVeyqKAGxxpJTe6ZLtgqAHD2E/804nrV11vleI46tTDbDRlHp9DeUARtBPHT/B2NkUb0W9fv/J3VppjXb5kJSu61WJ3jmgYKXCQsWo6DhuNXLt6NYb0qpb0gm2EkxN2j/kQqN7jS1NWtidsWyxwrMAf+OAHiKy54/Y7Dv2XQz2/0EO9H5T5S//t0meeeeaNv/FG4Lbw5xYe+2/H4A+Yyq3/YavBuaPjrx74K25e+rqleGMwX/DE11133fB/HYYVePLgk4ODg6wU3vj1x75+5l/P4K21sGdh76+YIanjVR3zfjbv9I9P3//A/biCbv6jzcwgROzLX/nydb953YmTJ9gHj33/2MkfnaQkJvQNv5C/P/z3d37wzt5f6jXdflJhTguCMcYaUXGJGHR+Msnj/KUD3ADdoxLewu6Fi7oXZUZ7iulNZaU+GwXpxeaDpKsvIgtJthO6GB0TxGn6h1wMmxgTfRlT8dioEhnIm82S7ChqQWZO8UQSaMTsqzXjuB0jAyg97XNPGZcnAVe2rsCBmPffG/oUulCZ3sjkgCAzYaeRRGip65TsInQgwqN4UTDLJVIaNjANAXkxc8qtasar2Xruhwh8G6Zrh2+QzCza8J5tfMTShq0Kr1Su7/3UvVFrEueluffM6K48nvgm8jJrtGqLJ1UoWpzW+FZTXbjp9uyqE21tUiTlaODoY86OV3dZzwvZzLufdPe9pGRrIrnNfMKnLSxHfZD0EPsTP8qIKLyqHvEYJiUqw6zbC8zbTmJflNusCadJUt8KPtuxGxE4mE65Ru5Ebsix/C2gk/rAiAg54xIsjal8oZW4E1txlFTmqNQMtvj2CGJd5Ns3figpsWMxFO51Wpjm0hEK2DAEAjr4iUBcZAz12YZzwxpohaKhLIfxIp8qDiUi3/tyXKOjZPbkRSowA8fMtdAPnwaAIDM8jXAb8oOkQ3RFSBTyUceVBEDJWMs9KBotGM/1HApAwKf6iXqS1jzayPA8aTy6h0HIbyOuVI/zusJcGyq6n4TVXonoEIOxK0WpkcQ6s9ZoyrJXuEVH1kLa8ykIOy30WnFu/GQKDAzbDoEhQak/TWFim/0YVrcyr/s1GLEiUaOKmEsjKyIQUUW0IqqB9Wrux72DC4Ue8FEKgN1f2K24DLv+0m6gTdwK1zu/uBPnMIamKd7x6R0ogRQZCxaBGHIiYaKRK+7983v1Fk239D14jFFMTn2DuYT7RBukuCTWMuik2xgm+KPrjKQkGlPtR6bJSEKajX6SeVTZQqnl5hQSKRCsNxU1nEpbvqapPEoIlBAoIVBCoITAFQ6BZqX8WpYhVBxYTFOPzVTKl/QACKsbIYIwJAWdbssVVklKHcCvFXL+SGrP5se1ZtYXrAaOBTYWLEkiK61ApZRv0qRrXMwyyjeYqahOKJpLY159bo22/AKSuJ5InmNEuz+/W9dYkWnWj6IRl10P7xzDW9Bt8A2hJjIxmovpc+PIHFwjUpjjaChGoPmaRaRORLQofPC6VFxW5/mrG2T6UpfMWhYl/gTU9ngel8R3Sy0fh5Mim1cCBWVAdG9Wfd5MFeRa9nZfckLHuj5O+rcgfhdn4fVYbnRpJQJugN+vRBIbnWrOBiRXVeUIE7pdyN1UfVISpp5HVEPZBKzP7uSlGTK3gk7q6uSUqgbgpqCwVY51N6+zegREqM+llB8B4aCdQtiUOoh0zpirxCzp1BvmODjgTC4XDR2pnoB8NRCNqDeK6iLT+iStqbq3hDOaNadrlyZESZCiiqgWSREmRzM/M2VKAtefmFNcSGWKn5CGXCpSjxXohPIBz0ZtKtIep0jODXSblEGS8rP7BYWCbqYRwsirIKo6MIvQT6l/cEcnaQwkRWohLLOZzky6sbq11uKU1bxISocXaGy6fOxxNwqVXY6kz4AfE44FhUEGgUR0jnpi4MZcZB4JSWVhvowbDW9HfPc5ztP05C48T9oOXmSJdIjtcn5IthnF3S3NnO8AZUoaR+68qjJRYMTRCStE7qBdGWxD/QufotsFrOa0kk61rMejPphvmt3ya00PXlSYr+KOLtcJ/+JGWHUBc1+p8w867caN1LojqRxf2DasTrnzlBGwCttV9dCawluSBSaNIodfivrQOnBmPvKL+aRQUGvDoqTIVoF6Ntpr5gYslarp1ifFtenpXeDJpI7j8L5FIdeKoVSNUiI158ahKxSHG9j4H3zowQyFUro2o7mt7+rVKgWfUZfiQ6mtkM0bXlZVlHyNwTYhTFUIVB943krV0uAcFwsTI6ptJDuJdmsK7CJiDgg8axUjycclxX7L+66GJjYaTMaSrShWFi/Orb19vRIeqviQtmlSqsI22nHUK1t0k1OGDHFDnc23FzmnQhdbfHVqvIgMK2zuc+OSSbzxIqQuLZKR5t7eqmIfP5ecMBcrcNDBWoT1AldJuulW2YAvsLXsdpe9K4ZvZiTGJDFjVFtdMzPu2NXwILiRlIuYI2i7l7YLLavOUsEn3+ImAiJJUTFHI71AFIoLoerFBTY2y7e3iaoUenmRBz7LaDmDKYmcBBw5B8oJ9IWD7xnkxA+O/d6UW4k45KhmptaawRvLR6pDQPyctioOBSNESnLhy6HVLR/lFb5IMcFLJt83x3HUn2bprivv4Uvxnu05En4KnLUkDy5fR1EzFl926a3P9sBhDlvxO1+X1+3P9k7cYGTgqs52HbG1sDL9cg2pWjxn0N6Xtqvzl3I7KbFr43wx5MgOphcCReGbfKK3VqHlBI/sFa0217bnzUcVc2QAMiQXfTUqfU7SfCHfm3EkUsK4gvIJWNvWm6ShlGmOeallhmjnEp6Nrs+oTa/VCOk4c3m6Lny/pwutbvkzGkX5UAmBEgIlBEoIlBAoITDXEGh1y/dJsM9acgav4Z8R61F13KmaNKbV1J3t0brn5fVUMeV1VlI+X6H841zjWjJx0UnC61QuSlcS4d781xJvqZl0R605jFJrMkIr7aW8kGq6hrRXYJ1J7y+PZ1iMvqZX8JyYi36nsyPi1ia1UCSYUVqdi+E09w7ZiY0kqmpLvoxNmuvGtxd0Ie2hzE12UlYzFMFB9dLccy3clegzZkupkKcG0c8pbkkt6oRa3fIx8xhmhGTFLcCyyqPS6gvnlPRY17blt7s8TGaLCiGtRbNrSZfbMrsimtLQKud5BOxcQjj/rtZN7CnTEHnHWMaqiK55trhVbqP1eamq1p5914cL7rjDGW2QijK44BYqH6hqp0vK2Hilcf7BNvCIomzTU1mts/YJS62DxXthR/41rYsRwZ6wPhk7O9ujSKwJeilpLciLmsmcrQ++dguRm/drdhakwQy1XOOqVWtVplxhodaPVrd8emDRMi7NSPvdN5hdF6fnrUrpdeuIlbbgVrhn3smGAXAvQXrX+mxfMi34tQrhjsqh1lOENhpdRNGCyNKeuU4Xv9YqaZ5jTbxK9+kEweZSMGoEpEv9d0mf0r3FIqdt7LSQxNI9hvqKVbGldR6RPqs4UObn0cZhtKUpx2DJfc+bkN1lzIrmF5QraTjXh5zawqGEM1WZszZ3LK8abHPjaq5CyidEJWbwbf2NbdjyW+9E2UIJgRICJQRKCJQQKCEw2xBow5ZPQCSCPvoHTqUs9RbNvPlnBiOBiyT5gFpWTVVd82WR9Z5B6/ERpzywci+ucfRsuXS8eWVAK+8pn/UQSNyAY8LIOQBOqojKdOmzIKBEgSPnqF9rhGUASMO5T+Se6N8uXW7DRy/shmAStvo6E75Kb6XGOPOxv7DWi3fTslcFpSHBs6Arnkk3C1a2JrE0ZMWeyRtn8Eyqi50TuGV0Y1atkGnjiT4jcyJp4e1t2PKZKZ/3Sqq20JvWF6TPPu3mkmQLyjBsCj1KObXFjOeQLHNEcI17L4kK/Lv4BtcZLIlL8pEUknOhiwtAiIan2ZjKnHE3av8K/GILC/WSnMmL0ak0t0Hr8KxwqvB8oXyG4Cg4K9/SrvwKouYxSO9igLPWO30hjPzeI1cqBUjHbqdmKZOdXCnCOT5YfTBPaaXT2etAW9w46nSvQJ0K1DI6E8zYqbzV7HveihNyozLlmQ/2tM8uqeHlRuIwSd9U32LdDSTOVGEb4ypc1VdlrgWruIADkFeU/VRNVvO+jvVzhbrUmKQ3oiml7wWDYzWgDLMrpkjZfNWBqkOInpZDXxnSIlEd4VSFELmi1L3L5wctWHRC1VS9bvYQetZbjj7PLledHUnpWIBTdXR22+RU9bTNSY+tDoc7CqOQXValLSl4xURn9wDniDzVtpCIt9Ut7oVnXRUoZcek2dyLNF7HqtpAEoyNeTfr2ESVW5cKm/wdOzGmiiZ6UZp2ujK/da4sTYCLIZ4GHmSIWZ/32XkBxY6FFbH8VXxPMyJHigYZNtJEhYyr2c+8pt1rGgge1VLk8pQIjtBAcxdpRQqkWAjK5nQ6oRvJxAnN1FsaIRcqmX23/ImVe07LTfnpDq3bqAP65X4KOVwr50q3pfWNZmc+m2i1gtTTN0AkVoMZsXTRlSqK2HBDNjHAM+tK8kbAq6rZ8xfOJ6lz9Uzz9QcRq2Zr+wt4VVj7kbWCjyHnd0PS1wTg/C3tkfKbf195ZwmBEgIlBEoIlBAoIXBRINBmKV9Cm4qimjaerNFRyK5jNE1qh5h9y9UENE5qgZXE9gxOIh1KaEO9LybdolxCYv/GEnDg8iw/c2iTPuOln1VNzdfrnIE/arT/oYHY8Zkd539qAKGyLS+qx6/llR9VEMJxiI3HeFFQqcmXJmgg0SHCCn42VwY35cebs7hXAkdymMI71UGL7QavFgS80rd6V3NvyQ1UqBsEIBPgTo9LI2VjCXUcJLHFbJLCgZyOJ+1AksKsMNfDT1lNTyp+3nvfvbxXor9qJsVqoWn1KROAzprijRuiVqzKSBuKPk1O7pzfRp0bUZgs1E1qsOan0o1demww0OL+83o74acv9NzpMKeGWrHqgo1fSl0kY6Uma+CtvnyRMMHQozNBy3SlQJGIaA0tMLqUjOhx/lKC4cjTRza+36rdWEGXpI6DqlpEbLGrSG2Coiu935RDKRgdTnpiXikHz/m85+ZXzliuADHdRt8TVX1FUpmq9Gr02QhFoV5aIpcXzBa+BlIs512JdXX1DanmOwW+bXBgo2qLO98yP5B2rNM2bfl5BIoxi4aLDgoaj81EWgwq6KMyoq9kt4DY7flpOaziBLniRbkv3YuI0YyYGleFp63aXULGlfGT413dRixQmxhjkZY5SjAjR5fdMKM9orJL+iZbG46UUE1ZQNj5aat+Vn13qTWXVSlXOyZ+7hdp9sa8hduoraNZoHhWzCpqnmtUkW+m/1E5hosJ15Tw4SkVLmPGvcHIlV+LZQ/rNVuDXqQ6T/TM6P36++1FOfalWrsRLW2BqJ5K8H7K2Nz4jcNPVdI79J1D1GrK6mpr9TmopkxP1AzHl4uc2eui7eMyxyVscFpQpP22WCZHXnyB+WZ2/TD15h4EM90BfbUtf8kil01Wx7RVMKMQooGXV7hid+LqInGoijZxsXt+YtK3YPB3/bSKndpHw9zRoFq2Enap4OHwVm/xVqGwYae72t6v7j1+4vj2T2+v2p/qXwaeVb9G4ulZ5KQQho03mBcvvtSRn1wj7CocJ1FwQShI6HjrOI82xaFwUS0QVVYoTckIlQW0U/Al7KZwD+uM92ZrBu6N0FJGijj7OYtVO1Zr+7Z8jTbfJ0q1eiCAOvxjtGHA7M36yXwubIf3ho0ct95oejx76xjnyuXHyvQOHaFXqdmYXzX9kSVM5yslxymVjNyJJ8ppy8nzKUnd+7W9amHD+zYIV7R4UrYuZ1JNmOgiw5GoOprBrkvwHr8n5WV9wUS+nxKzYvhvbsU2SpAnsKs1uZWkDJb2YH5FEI+LXwxfDlD5NRnVVOYoIMNbAS0d0bTqqI7imIHWvUjFbWPsOONK1UgoHqJAWbTUxt6k0+2qrh0Ztkp61Prc8qdbYrfT0qWsOEPsAAck/qwesUuZFVeo+QEFj3fb4S7PI47CU4DgmiAFoc1C3YJyMY28EQqHe5rcgipOUpcRKzCq0+QKregc11UBQHN2C/J39GsWr6n2reKqQ5X0iN4YcVpTnrJwM7K7iSva2Do79j62FwzZ8kmz5dPJqO9RgVM9KxRNWcOaM59qmxwYL9kt34YQBEigCkxUClX6GOFAwS2uPr5njzimEIZSoLPax4E+8CI/WQu6zbU8ZY9q7Ouq2V2L7YgqSel7JJMUOfuW12m7t/x8h6I2SSsqRRqu05GLA/DoW4BXqu6uqBityZaqn0utSY/c0uVWm4l0PVSFofdKdexArRsUgqVXFI+CRBjUtsYwOg/E6sSiSVV2O3i9ljFnhg1Ubvk05JXSrkyksEKCWhW9XP3XOkW6lVRnfYIRHd6MUihpL7ZdmkB716Ie7XlFPVt+Zq3ntXRU09ZzbvdFPMN0p/33CsOqCOwKkhpWOBW99SRoeqsAQeXAw53cnO4cqWjo94yAipE8aaQ52F6+GBX4Y/HinsFi4gNz01Cq0+LN8iTWoDBeqe7eEllJEeVahywF9qsDr9+EKrHaOfSpEZtu1wGoRGQ79GukGCbu5xX7kY2DF0SxP3j7IPdnrEBF/0CYyhUhrKuyIVXixqWg2M+vzXSIBi4lwnKH1/u67aY+/+cbcTQk6gzUjhdQO4t0W2tK3t9mOGsooxbMJaHfHntlm3BrPzU0xy+b6n8djHQ/le57jSBU/l5CoIRACYESAiUErggIzK6UnwNRakp3KqNKR7acrrtgKguSU2yzIKZ4E3vCpIs7TmXx6lJjpVagmmQvNV30E6ylGdNthSgs3+cKY3BRcHT3+S+rqYbEDMrad5keRYuGhlHVqyNIot4028SAxZ57Rx7nR4I0w3PeUSNBIVMGOLmcC2vf2eeatVA6TJa2xoekkgQ71cJFwcjF7HEbav++N1lkYHwFLSjETgvBFIPVvBYQ6DEB8NO5c+d6F/fKHUEH6C3JT6iIG4Hddubc8hXL4/eVg5JJWIqQqGFui/TQxPzMwi0Fm65sOqhwnPeGDb+u4GUaYBmSFvg8sr6LBZ12aodyijq5VkXpvOrA+l7XF2XNHA4H/wwQdezUWF9vH7hRaAEDzdjY2MqBlb5vaVids/Hr1cjr558/39tryGO4Md0BGkSvwNgmoEDh37vU3famfukavTXHDS36fkYpH4xlUTCETGmaarkuBbVQbaN4VKZKIe8taM7Fu/Ead5r8zI4T3MM1EeaQG4u8JBp+1qApThKlb04jWA0/RMwzm+ZUoD9d5l6W20GC/2DjzjexwmZny09IXhN9qLil9norLMgGYK3gEtI3ef+UQBS8OwYE9NxU18KudNmImB59+igTtPLNKwfeZn62BVISKfjoiVHoKUtFyxXia9uDklckToIHv33Qvpz2ulxuTp0NuVOk2Vb+qbFo6+3r6zP/kdQnZSbwvdjP1HVgkV7LK95lmpWPfRNu2NDQaGf1rF7qrZbHB71ILJpX38lbO+EaUx6Ua983Z9vLWMwaxl20rLjWo2g10jw2Rj4AHDmFV/w09MjQ2HO25TOhEN/tnzWXqwK/yEdrwdnvxWRs/uhmrtVIqs+He9j9pd36kts23G5eI5s+skkbw7nTpjDsf0s/SLXvG/vstlNj0HRw+K677+Ljqreuutg4MdP31+aMm4nCiDS0IGxYb2oRsYQ6CR9qHTQeb8jW7HTH8OHhoz+wFBEQAYwES/qWEMtjE/TmfhBj9xdsHg0PyRTSZ6zA+veux+TPVAozxZ7u+swu/kJtSNLQ1WPf7/zsTrZzs+4HLocWhDwHv3lwZGREVg/8+RW4H4/RH4weOnyIj+BqdBKEB13zjjVr37U2+jXbWIKrxExna06eky9k6tCTvLZhcRoNM7ML4NCZsoPRfTuJhpBlOa34EKmQzWNyZyxGYz10FqLoHsE3EhuKFpl2c1ft2/KTnkWbaCY91FiZBYhoanK4VWt7qL2di3mytRG3xmp9i2igZc+KIsSFCwXvbf5jo636yMq0ZfPtg+fPn1/3znVr1q7ho1HJRD2A9yY8Ad8PDw+zCJnLrfds5eP629dbK9EdYbrD/DwJ2PvUNgQy2M9Vq4zaDr5nMGMynDKAdcj3bAyk12A4q26w2zbevpF12BZeb04WX7WXpBNaofbIHkh4bWVeAvg9PQ1qSUlGkWSf8mRerHEysZ+OpBsxNYon0OISFGOShJjifxoNunaDQxtpCAoKJ/GIBx8/CPL4iXvvRrg69nUR8T2P7KEpBVONnxrH/X7fN20n7n+Ddw5SNAp7Aw7YIl5EAex/Yv/6WwydNr53o/cGd12Fym/88MY1Nxhagm/bH9gufBt6dKiAKjv+cseRw4bkvPHc8+fw/9dTG95rLMJledRlHy9sRIU4tPThqoS++dYTPAfZ9nxtj0jKdw99F1TZ+smtA28xHo70SqTt2vUF28v3PbaPuAztxKx6pjXj8Do7hr46tOO+Hfx04NsH2Cc2bvBReQ8/8jBfRvUG+HzXR42lYwODk1Aepz2P7uEthE9nMgbO587PGsY0IjbICZrhCRgTPUW6mulNm4fALNxZyx0vxXmJ0dqMozdl/b5ItPCrG9/eEP6tpzJfGUegvMLVISFst0Q7O5IsTLlNUI7qjlFUgIleVNVp3fsToAWMQaHt2P5LW/4sIGPZZAmBEgIlBEoIlBC49CDQspR/6Q2pyR6ZKTS4PSMnbfnUFgl5+7+xH8Er/nTTDTf1LTPJbMs9W9CbrX7baglnmz9uagBJY6jxd31x19BDQ1zDgHPb7i/uPnDwAB+lWIv+2LwCPQHfbPjwBpjosWfG5F7LU0j5Xt/g/LEVgb3nsT27P7fbOuP4O1TBmcWoyXFeQbfV16My0Bb1H3LzjqK8HLOj5i2Lp4pqAMG2QtCUkX7XZ3dt/uRmi+pxiqutd2/FKi8kWfm2lYh0KGy4RthafcPq3Z83da6UqLxIDP7y/uUodVHYCtMIwcJwyzWB17wC8Ut6e3AMzTCowjVYhHJYyIm4T8tRyAB5UONv/pD9hFkXyRIRUyBd9buXrWL/UkbvRAsYzVLYU9CxS7fHDCJeI+VLp7j2lrVY5THlcC19D8SHaygPP8XUC+jeBzcMSj1z75/fi2S5+WP2OFO5b7/pinRIdwWR4RrcADEURzp42+CB7xwohiwlStPBW40ioQeSi0lOWxZiDi9fdyK54NQ5WhpaJAUJGTEakjcARZO/yfgVQUCzhNHes21B19Ur5WcBUZNTWNzRgGG44lzzzjWRiJuiZn7H+tvWc4p2k1wgPaDOnNw2emwU9Ron1JOlgrMVWuioiPYlH6YdP3F2nJONn+m27ITuQMkfbYeKpcZMwIkfB9zA7r/ZDcWvDK2ZJeS4dJtlRdU/W+u65sKXBqe4Q3dPdiocS2+vdpjaEK8o54GB5wEnanwoJlPJAQs4OjrKHoxZhxMt/epVq8ETDn6dOD0xfmacU+gEJrATcA6sGhhcPwh2cfD98WPHaV+vkLpVtR/Z/mkNmi7bELhn0erTU7CqCujSSQcOPnEQlTLntge23XTzTewuq35vFWdrYCufbgwBSxnkDgz2EBPNCJv9pvdtYrqhOZwQB6w/0BlOkyWcRTkrGOgSM8jHpburGyohCgYKoRbmBFejJZ7voWlYdkAM4Ya92rUMt1cI8kwRG3uBkMeaJbQ9j+2miE6L/jUe9yV3RxxCrYv29DgUXvL2QawDwXnQWCg3+x6StUlKe3oSWhHCMK1X75afA2hnB0IPlJdz4E0DkdHD1wkCikzGyf1Gnc8a8bVtHmIaLCusEEQo1liMnYVbV+k/li4sHqK5GZg7Ow48cQBrLofdGbLnss0oL5C2DQ6+QQLj5Da4AbaKHQ/s4LygbBLtxZhLobW5WK5hg7S8qhyLujWtuXRs1RK82JJe0GVJfhwHyUFvMZritMHJLnvvA/dC7pHyJejHQ56AVuxnaVZhBasqx/jYONKeOAO/8ff39fX3yVeAQxwJZlopouLRs7CHEyylG77GD8qAw0dQR2l32X7f9s0f2UydIfEWl8LkXpl9gESE4pyaQYYpdxPOnsVmhjdXyh+McppTvQvc4IClw4nHKEzI5ew9nEgFeOo03BvCOqfREGVUhIINDCgQIx5gndBSfCeeAZyoMOXlF/vD/brGewAFALjBaRkmQpKArEXtVZdzWS+x9XWOtuFhgFUUITQX2ccm/JHb1pnQELN8FW/5brXYGXK6HRk5wslmbTjtFhtLq7+vPzK2SFQWD+PmUs4vasHCvc6btpZTKlmIqbgqJXfTZPP96NgoWYQ5vSv15DlxAOgSRAu08dMg27ydn96+8ws7ceI7OnqUE7EsBhq0HRsugwZnWcqvB4GEbS+GtDlU0WFqm+AvjWoU3Y9URwceP4CWnvUmboC9PzbC5BIDIhqkRpAIjx47ymlO2uFLMIprL7S92edmj5TLVFCuG7wCPkNcgrVFTFFAb6g82gWprBD78GnCzzT6ZF0Gs38ZdhE1cszlLDKCooWdVROH1+TGD200/7Lnz3GiFPTVSRipSyiORM7Zv8z0i6Z/coc5kycyIoxC1AiCV3JYMyoBr9DZBR/AIawb/sdhzv4V/cbIIvAt6DbZBh6CQNDnxjnRJmK4hNuwCpByW6uq02qjy+Tcz+kc05DkdX6Npx2Yw+GLqyul/DkEefmqEgIlBEoIlBAoIXBRIXAVS/lwypKqHV9sfDScdEcXHK7p0MSLuYoaMMXyq6KOGcpS5H5Oz/+626ikgnke0wAnDQ7/wzCMPPwyp+qnRR1aT1ePrs1gf/Y0ATPE2FjCV8L3Q6k3HpE5LcpnlpnZ9c1UbY1yOl5UdLq8Xy6R1wu+iezuR1VVPsiPmAlCkb7r87s4UZjjvkd4FSfogWmAX6XUwW0Tll+YgFPV4C2DEq0Q6/kIMqy7eR0n9xMqjRDGSaUG1PI6uQ27L42oq8juvFTXKANAGxQMnMJY9EzS6656xyrDqGA7xBkQnQGGA/MUK4/ZgYAkaXlvidqMPD2CGobwS06ICY51GGV0onKX8o9j5IeW1AHvS05uw5kX9YDmDvxBIgdPOEEMrDz4gdqJE5IruRTR1RDj1Jgl9nBeyVZn7ynz9OQjyOmJEklkX7cEdSYH6LH1U1sjuZsdkJStXhwISMmE/ejq9dg3nWdwpGS7RY2mClSbPrSJxSOFKmSRyNT9e8153tytvzqEB6xC7VmBLBsltaAdVPpb7rZrdGusLtgHOVoDZYiv0vLw4K6/3iWPXMqiWMT/Ewd5HR8hvix+eQwQ8Y//v+Kn8eumcYzBpADiI/Zgw5d2RGdeHLxr8a0NNYqtQcbjQ7W3VEnVorGEN8o/i93aHKrfYz7POGGYi8ZCZ9A5Nrr57s0gj6ytW/9k65KldifXEPRNH9skPfyuz+0CFZl0eZNA7sm4J089bt700U1yrcfKy7YBguknrrEOyP8fOg6jufa2tdaB0+fuvPtO1PhyCAddsf4qUxsvxQts68e3+rxSl7N1tkWcmsXHAyLJQKMphjjgIUSGRK7hz7CtwBeKCCAq2Jy6Qjts+cw1zptcY4XB0Y8WfIm86Q48AHxKmS6bZXIuCVsw3nMPcf98xNYDecFvlGsM89hxYP64fvjRh+kPuCSf/43v2wjS3vn+O7mmh2BpDMSvB5nWFtoswrxh07NKQxo2Xr97swlVETdEkat3yzfxPdSphHBj5Tr0pG3GZNphsYndZjGQvQQzm2guVjGop3xwoMtY6aiHyzXMO7uycuwgM+E5RZSUN97/cJS0aMqgsuZda9jm9z9mDARpswjUYXmLN+d7fGWVtoUFbJLiZy0jB0QBHx8YAlgEYYtpCC7bumcN12ODGxquqBbXjNqv1UjVt4ebhRVSGiF/Gya8xflduwNqi2TGN2IlmV+lPTGseMcakE1qJL6HtzCa695FOxwTU9YyOBCdQ3kFFlzt8TpM5hs19INq2/fucbvt8BF2Aq12aSBMWHR7AN9bg/WHHF9QXswAAgFh0kxQkBHmTtyeaX2W9aVJlGMiPL40xAjFlgxDXJVnDpnYrT4nrBvenG8y27x6ZzP+1JHV71jtb3McBtewdzCC8UXgKgKMXAXFiMiFk6b4SepGSzCVJphLh9/iKpsBJC+XR+qSiOIgKm+eTcDi/W0dmF+W1blckKnsZwmBEgIlBEoIlBBoDQJXr5Rf6YzqTW4FJWdSA0Mh+JGnLkBesh0qfUulEkwGSswuiV8pMyUOcjPtWA31kA4o1lb3pSwcx4fuwcKm07IKzsOgPGYFAg21CFXfmqQxsd/56NoxySzYcU2WCpK3byMEX1U2KcdavpfIJQzJMn26zE6mKA6yHSKawq64zXxEktK6hnuhXoPdH/rmG4wu2SVGzQI+CfjWcAVeiQgwy5YQLOSBzhVBdjVsVIXBkx0XqCkEi1OvufY6g4APcShpdtjYB70xe+90B5F7qcZIj/Munw427bzDE18ZaxYgNgdNNoxzLsbjXFCfKmAlcFVtI5eER3fM6jJ0fSMZ11W85V/QXJY3lxAoIVBCoIRACYHLFAKBHbmKPfYv05kru11CoIRACYESAiUEZgCB6dKWPwOolY+UECghUEKghEAJgcsQAqWUfxlOWtnlEgIlBEoIlBAoIXCBEMC/pNzyLxBm5e0lBEoIlBAoIVBC4DKEQLnlX4aTVna5hEAJgRICJQRKCMwIAqWUPyOwlQ+VECghUEKghEAJgcsKAkSNllv+ZTVjZWdLCJQQKCFQQqCEwEwhUMblzxRy5XMlBEoIlBAoIVBC4LKAQEitPe+VV165LDpcdrKEQAmBEgIlBEoIlBBoBQKlYr8V6JXPlhAoIVBCoIRACYHLBgL/Px13WG1PjxopAAAAAElFTkSuQmCC)

**答案：20.0.0.6**

**13.**典型的以太网交换机允许一部分端口支持10BASE-T，另一部分端口支持100BASE-T。在采用了（ ）技术时，交换机端口可以同时支持10Mbps/100Mbps。

**答案：自动检测;自适应**

**14.**路由器是构成因特网的关键设备。按照OSI参考模型，它工作于( )层。

**答案：网络层**

**三、判断**

**1.**一个广播域一定是一个冲突域( )

**答案：F**

**2.**交换机是根据待传输的数据帧的源地址来建立端口之间的连接关系的。( )

**答案：F**

**3.**交换机是根据“端口号/MAC地址映射表”建立端口之间的连接关系的。( )

**答案：T**

**4.**IP路由器不仅能够分析出IP数据报中的TCP内容，还可以为该数据报选择最佳路径。

**答案：F**

**5.**VLAN中的一个站点可以和另一个VLAN中的站点直接通信。( )

**答案：F**

**6.**当站点在一个VLAN中广播时，其他VLAN中的站点不能收到。( )

**答案：T**

**7.**当站点从一个VLAN转移到另一个VLAN时，一般不需要物理连接。( )

**答案：T**

**8.**在路由器中，为选择路由而利用的路由表是既可以是人工计算出来输入到路由器的，也可是路由器自动计算出来的。( )

**答案：T**

**9.**网络适配器是逻辑上将计算机与网络连接起来的器件( )

**答案：F**

**10.**可以用交换机端口号、MAC地址、网络层地址定义虚拟局域网( )

**答案：T**

**四、综合**

**1.**简述路由器与网桥的区别。

**答案：**

**网桥工作在OSI参考模型的第2层，路由器工作在第3层；路由器的传输性能不如网桥，但适应范围超过网桥；路由器能抑制广播包，但网桥不能；路由器可以拥有不同的子网，而网桥连接的网络具有相同的子网地址；路由器的安装和配置比网桥复杂。**

2.简述计算生成树的步骤。

**答案：**

**推选"根网桥"；决定非根网桥的"根端口"；决定"指定网桥"和各网络的"指定端口"。**

**3.**简述透明网桥的工作原理。

**答案：**

**学习源地址，过滤本网段帧，转发异网段帧，广播未知帧。**

**4.**观察以下的网络配置图后，回答问题1至问题2。
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**【问题1】**

说明集线器、交换机和路由器工作在OSI的哪个层次上，使用什么样的地址类型。

**【问题2】**

从传输延迟时间的量级来看，路由器和局域网交换机一般为多少微秒？

**【问题3】**

***共有几个广播域，几个冲突域。***

**答案：**

**（1）路由器工作在网络层及以下，网络地址；集线器工作在物理层，无；交换机--数据链路层及以下，MAC地址。**

**（2）路由器一般为几千微妙，交换机为几十微秒。**

**（3）2个广播域，7个冲突域。**

**5.**阅读以下说明，回答问题1至问题4。

**【说明】**

设在某单位路由器上建立了如下的路由表。

|  |  |  |
| --- | --- | --- |
| **目的IP** | **子网掩码** | **转发端口** |
| 128.96.36.0 | 255.255.255.128 | E1 |
| 128.96.36.128 | 255.255.255.128 | E2 |
| 128.96.37.0 | 255.255.255.128 | R2 |
| 128.96.37.128 | 255.255.255.128 | R3 |
| Default | － | R4 |

**【问题1】**

若路由器收到分组的目的IP地址为128.96.37.151，则转发的端口是哪一个，若收到分组的目的IP是128.96.35.151，则转发的端口是哪一个。

**【问题2】**

若该路由器是该单位的与Internet接入路由器，则该单位分得的IP地址是什么。

**【问题3】**

在一个网络中子网数目划分增多时，可供分配给主机的正常IP地址总数目会如何变化。

**【问题4】**

当我们将主机地址设置为192.168.1.2时，则主机访问Internet时需要经过什么样的变化。

**答案：**

**（1）R3、R4**

**（2）128.96.36.0/24**

**（3）减少**

**（4）需要经过网关进行地址转换**

**6.**阅读以下说明，回答问题1至问题5。

【说明】

某公司内部的网络的工作站采用100Base-TX 标准与交换机相连，并经网关设备采用NAT技术共享同一公网IP地址接入互联网，如下图所示。
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**【问题1】**

连接交换机与工作站的传输介质是什么？介质需要做成直通线还是交叉线？最大长度限制为多少？

**【问题2】**

交换机1与交换机2之间相距20米，采用交换机堆叠方式还是交换机级联方式？

**【问题3】**

在工作站A的网络配置中，网关地址是什么？

**【问题4】**

从以下备选答案中选择两种能够充当网关的网络设备。备选答案：A 路由器 B集线器 C代理服务器 D网桥

**【问题5】**

若工作站A访问外部Web 服务器，发往Internet 的IP包经由（1）和（2）处时源IP 地址分别是什么？

**答案：**

**（1）双绞线，直通，100m**

**（2）级联方式**

**（3）192.168.0.254**

**（4）AC**

**（5）192.168.0.34、202.117.112.20**

1. **网络操作系统**

**一、选择**

**1.：**以下那项功能不属于网络操作系统的基本服务？

A. 文件服务 B. 打印服务

C. 邮件服务 D. 目录服务

**答案：C**

**2：**以下那个操作系统基本不支持“即插即用”?

A. Windows ME B. Windows NT 4.0

C. Redhat Linux 7.0 D. Windows XP

**答案：B**

**3：**在UNIX系统中，用于更新文件操作权限的命令是：\_\_\_\_\_\_\_\_\_\_?

A. chown B. chmod C. chwho D. chpms

**答案：B**

**4：**在UNIX系统中，下列的那种文件权限是不存在的？

A. 读（read） B. 写（write） C. 附加（append） D. 执行（execute）

**答案：C**

**5：**在Windows NT网络操作系统中，不同域之间可以建立\_\_\_\_\_\_\_\_\_\_\_关系。

A. 抚养 B. 信任 C. 合作 D. 授权

**答案：B**

**6：**下列那一项不是对等网的优点？

A. 有功能强大的服务器提供服务 B. 实施简单

C. 易于使用、维护 D. 价格便宜

**答案：A**

**7：**下列那一项不是对等网的优点？

A. 有功能强大的服务器提供服务 B. 实施简单

C. 易于使用、维护 D. 价格便宜

**答案：A**

**8：**下列那个不是客户机/服务器模式？

A. 一个无盘工作站访问文件服务器

B. 一个工作站通过打印服务器打印文件

C. 一个工作站访问服务器上的一个数据库

D. 一个终端访问主机上的数据库

**答案：D**

**9：**对等网适合于：

A. 多于100台计算机的大网络 B. 10台左右计算机的局域网

C. 大量服务器少量客户机的网络 D. 以上都不适合

**答案：B**

**10：**在对等网上，PC机能够同时作为：

A. 文件服务器 B. 打印服务器 C. 工作站 D. 以上都可

**答案：D**

**二、填空**

**1：**为了使得相关用户可以列出目录中的文件名，需要给目录赋予\_\_\_\_\_\_\_\_\_的权限。

**答案：读（read）**

**2.**操作系统的安全性包括：\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_。

**答案：登录安全性，资源访问权限控制，服务器安全性**

**3.**大型门户网站，需要构建\_\_\_\_\_\_\_\_\_\_\_\_\_\_来应付大容量的访问。

**答案：服务器集群（cluster）**

**4.**为了在UNIX系统可以为每个用户开辟一个个人网页发布的空间，其默认的目录名是在用户登录主目录下的\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, 在UNIX指令中可以用\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_表示。

**答案：public\_html, ~/public\_html**

**5.**在UNIX中，系统将访问资源的用户划分成三类，分别是：\_\_\_\_\_\_\_\_\_\_, \_\_\_\_\_\_\_\_\_\_\_, \_\_\_\_\_\_\_\_\_\_\_\_。

**答案：资源属主（u），同组者（g），其他（o）**

**6.**在Windows 2000的活动目录中，对用户进行管理的主要逻辑单位包括：\_\_\_\_\_\_\_,\_\_\_\_\_\_,\_\_\_\_\_,\_\_\_\_\_。

**答案：域，组织单元，树，森林**

**7.**在UNIX中对文件进行更名的指令为\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_。

**答案：mv**

**8.**普通的双机备份技术的切换时间为\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_。

**答案：10秒-30秒**

**9.**可以实现MS Windows和UNIX类操作系统互联和资源共享的软件为\_\_\_\_\_\_\_\_\_\_\_\_。

**答案：Samba**

**10.**在对等式网络中，所有的计算机安装的都是同一系统，即是\_\_\_\_\_\_\_\_\_\_\_，又是\_\_\_\_\_\_\_\_，提供\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_两种功能。

**答案：服务器，客户机，客户机/服务器**

**11.**在客户机/ 服务器网络中，网络操作系统实际上由两部分组成，一部分是\_\_\_\_\_\_\_\_\_\_，另一部分是\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_，其中\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_是网络操作系统中主要组成部分，而\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_要简单得多，主要提供用户访问网络的接口。

**答案：服务器软件，客户机软件，服务器软件，客户端**

**12.**在集中式网络中，网络操作系统\_\_\_\_\_\_\_\_\_\_\_\_\_\_，终端\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_。

**答案：仅用于主机，不需要安装系统**

**13.**可以看成简单网络连接的对等网操作系统产品包括：\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_和\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_、\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_。

**答案：Novell的NetWare Lite，Microsoft的Windows for Workgroup，Windows 9**

**14.**网络操作系统有三种类型，它们是\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_。

**答案：集中式、服务器/客户端模式和对等式**

**15.**网络操作系统有三种类型，它们是\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_。

**答案：简单网络连接，分布式计算**

**三、简答**

**1.**请归纳出MS Windows操作系统与UNIX类操作系统的差别。

**答案：**

**1. 操作界面的不同，Windows着重于图形用户界面（ＧＵＩ），ＵＮＩＸ着重于字符用户界面（ＣＵＩ）；**

**2. 对操作命令和文件名的大小写敏感性，Windows无所谓，ＵＮＩＸ敏感；**

**3. 对文件系统的定义方法：Windows按逻辑盘符划分文件系统，ＵＮＩＸ只有一棵倒置的目录树；**

**4. 应用场合：Windows适用于办公环境，作为桌面系统，ＵＮＩＸ适用于服务器主机，作为后台系统；**

**5. 开发厂商：Windows为单一厂商开发，技术封闭，ＵＮＩＸ存在多方开发，并存在行业标准，可以在开放的环境中开发和应用；**

**2.**网络操作系统的容错能力表现在那些方面？

**答案：**

**一方面通过系统硬件备份来提高系统的容错能力，措施如：磁盘镜像、磁盘双工和双机备份；另一方面，在设计理念上，提供系统的容错能力，例如，Windows NT所设计域控制服务器的备份，使得用户注册服务器的服务，不会因为该服务器的失效而导致网络失败。**

**3.**“即插即用”设备使用的必要条件有哪些？

**答案：**

**支持PnP的硬件设备、操作系统、BIOS和该设备的驱动程序。**

**4.**请简述网络操作系统中“目录服务”的概念，并举例说明。

**答案：**

**这是一种以单一逻辑的方式访问可能位于全球范围内的所有网络服务和资源的技术。无论用户在何处，也无论资源位于什么地方，用户只需通过一次登录就可访问网络服务和资源。如Novell 的NetWare提供的NDS(Novell Directory Service)、微软公司Windows 2000中的活动目录(Active Directory)和Sun的NIS+等。**

**5.**网络操作系统有哪些类型？各自应用在什么场合？

**答案：**

**网络操作系统有三种类型：集中式、客户/服务器模式和对等式。其中集中式网络操作多用于大中型主机和金融、运输和社会服务行业；客户/服务器模式大量应用在中小型企事业单位；对等式用于工作组内几台计算机之间仅需提供简单的通信和资源共享。**
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**网络安全**

**选择题**

1. 网络安全是在分布网络环境中对（ ）

A. 信息载体提供安全保护 B. 信息的处理、传输提供安全保护

C. 信息的存储、访问提供安全保护 D. 上面3项都是

1. 对攻击可能性的分析在很大程度上带有（ ）

A. 客观性 B. 主观性 C. 盲目性 D. 以上3项

1. 机密性服务提供信息的保密，机密性服务包括（ ）

A. 文件机密性 B. 信息传输机密性 C. 通信流的机密性 D. 以上3项

1. 网络协议的关键成分是（ ）

A. 硬件、软件与数据 B. 语法、语义、体系结构

C. 语法、定时、层次结构 D. 语法、语义、定时

1. 可以被数据完整性机制防止的攻击方式是（ ）

A. 假冒源地址或用户的地址欺骗攻击

B. 抵赖做过信息的递交行为

C. 数据中途被攻击者窃听获取

D. 数据在途中被攻击者篡改或破坏

1. VPN的加密手段是（ ）

A. 具有加密功能的防火墙

B. 带有加密功能的路由器

C. VPN内的各台主机对各自的信息进行相应的加密

D. 单独的加密设备

1. 通常所说的移动VPN是指（ ）

A. Access VPN B. Intranel VPN C. Extranet VPN D. 以上都不是

8．入侵检测系统的检测分析技术主要有两大类，它们是（ ）

A. 特征检测和模型检测 B. 异常检测和误用检测

C. 异常检测和概率检测 D. 主机检测和网络检测

9．身份鉴别是安全服务中的重要一环，以下关于身份鉴别的叙述不正确的是（ ）

A. 身份鉴别是授权控制的基础

B. 身份鉴别一般不用提供双向认证

C. 目前一跟般采用基于对称密钥或公开密钥加密的方法

D. 数据签名机制是实现身份鉴别的重要机制

10．对动态网络地址转换（NAT），不正确的说法是（ ）

A. 将很多内部地址映射到单个真实地址

B. 外部网络地址和内部地址一对一的映射

C. 最多可有64000个同时的动态NAT连接

D. 每个连接使用一个端口

答案：1.D 2.B 3.D 4.D 5.D 6.C 7.A 8.B 9.B 10.B

1．网络安全的基础属性是（ ）

A. 机密性 B. 可用性 C. 完整性 D. 以上3项都是

2．橘皮书定义了4个安全层次，从D层（最低保护层）到A层（验证性保护层），其中D级的安全保护是最低的，属于D级的系统是不安全的，以下操作系统中属于D级安全的是（ ）

A. 运行非UNIX的Macin tosh机 B. 运行Linnx的PC机

C. UNIX系统 D. XENIX

3．网络安全最终是一个折衷的方案，即安全强度和安全操作代价的折衷除增加安全设施投资外，还应考虑（ ）

A. 用户的方便性 B. 管理的复杂性

C. 对现有系统的影响及对不同平台的支持 D. 上面3项都是

4．下列对访问控制影响不大的是（ ）

A. 主体身份 B. 客体身份 C. 访问类型 D. 主体与客体的类型

5．在开放系统互连环境中，两个N层实体进行通信，它们可能用到的服务是（）

A. N-1层是提供的服务 B. N层是提供的服务

C. N+1层是提供的服务 D. 以上3项都不是

6．路由控制机制用以防范（ ）

A. 路由器被攻击者破坏 B. 非法用户利用欺骗性的路由协议

C. 在网络层次进行分析；防止非法信息通过路由 D. 以上3项都不是

7．IpSee协议中负责对IP数据报加密的部分是（ ）

A. 封装安全负载（ESP） B. 鉴别包头（AH）

C. Internet密钥交换（IKE） D. 以上都不是

8．GRE协议（ ）

A. 既封装、又加密 B. 只封装、不加密

C. 不封装、只加密 D. 不封装、不加密

9．数据保密性安全服务的基础是（ ）

A. 数据完整性机制 B. 数字签名机制 C. 访问控制机制 D. 加密机制

10．包过滤的局限性不包括（ ）

A. 不能进行内容控制 B. 过滤规则制定比较复杂

C. 访问控制机制 D. 不支持实现NAT

答案：1.D 2.A 3.D 4.D 5.A 6.B 7.A 8.B 9.D 10.D

1．密码学的目的是（ ）

A. 研究数据加密 B. 研究数据解密 C. 研究数据保密 D. 研究信息安全

2．从安全属性对各种网络攻击进行分类。阻断攻击是针对（ ）

A. 机密性的攻击 B. 可用性的攻击 C. 完整性的攻击 D. 真实性的攻击

3．Kerberos的设计目标不包括（ ）

A. 认证 B. 授权 C. 记账 D. 加密

4．ISO7408-2从体系结构的观点描述了5种可选的安全服务，以下不属于这5种安全服务的是（ ）

A. 身份鉴别 B. 数据包过滤 C. 授权控制 D. 数据完整性

5．CA属于ISO安全体系结构中定义的（ ）

A. 认证交换机制 B. 通信业务填充机制 C. 路由控制机制 D. 公证机制

6．分组过滤型防火墙原理上是基于（ ）

A. 物理层分析的技术 B. 数据链路层分析的技术

C. 网络层分析的技术 D. 应用层分析的技术

7．属于第二层的VPN隧道协议有（ ）

A. IPSec B. PPIP C. GRE D. 以上皆不是

8．GRE协议的乘客协议是（ ）

A. IP B. IPX C. AppleTalk D. 上述皆可

9．误用检测的优点不包括（ ）

A. 检测准确度高 B. 能够检测出新的网络攻击

C. 便于系统维护 D. 技术相对成熟

10．对非军事区DMZ而言，正确的解释是( )

A. DMZ是一个非真正可信的网络部分

B. DMZ网络访问控制策略决定允许或禁止进入DMZ通信

C. 允许外部用户访问DMZ系统上合适的服务

D. 以上3项都是

答案： 1．C 2. B 3. B 4. B 5. D 6. C 7. B 8. D 9. B 10. D

1．一般而言，Internet防火墙建立在一个网络在（ ）

A. 内部子网之间传送信息的中枢 B. 每个子网的内部

C. 内部网络与外部网络的交叉点 D. 部分内部网络与外部内部的接合处

2．从安全属性对各种网络攻击进行分类，截获攻击是针对（ ）

A. 机密性的攻击 B. 可用性的攻击 C. 完整性的攻击 D. 真实性的攻击

3．数字签名要预先使用单向Hash函数进行处理的原因是（ ）

A. 多一道加密工序使密文更难破译

B. 提高密文的计算速度

C. 缩小签名密文的长度，加快数字签名的验证签名的运算速度

D. 保证密文能正确的还原成明文

4．一个报文的端到端传递内OSZ模型的（ ）

A. 网络层负责处理 B. 传输层负责处理

C. 会话层负责处理 D. 表示层负责处理

5．ISU7498-2描述了8种特定的安全机制，这8种特定的安全机制是为5种特定的安全服务设置的，以下不属于这8种安全机制的是（ ）

A. 安全标记机制 B. 加密机制 C. 数字签名机制 D. 访问控制机制

6．用于实现身份鉴别的安全机制是（ ）

A. 加密机制的数字签名机制 B. 加密机制的访问控制机制

C. 数字签名机制和路由控制机制 D. 访问控制机制的路由控制机制

7．SSL产生会话密钥的方式是（ ）

A. 从密钥管理数据库中请求获得 B. 每一台客户机分配一个密钥的方式

C. 随机由客户机产生并加密后通知服务器 D. 由服务器产生并分配给客户机

8．PPTP客户端使用（ ）

A. TCP协议建立连接 B. UDP协议建立连接

C. L2TP协议建立连接 D. 以上皆不是

9．拒绝服务攻击的后果是（ ）

A. 信息不可用 B. 应用程序不可用 C. 阻止通信 D. 上面几项都是

10．现在防火墙呢中，最常用的技术是（ ）

A. 代理服务器技术 B. 状态检测包过滤技术

C. 应用网关技术 D. NAT技术

答案：1.C 2.A 3.C 4.B 5.A 6.A 7.C 8.A 9.D 10.B

1．计算机病毒程序隐藏在计算机系统的（ ）

A. 内存中 B. 软盘中 C. 存储介质中 D. 网络中

2．可信计算机系统评估准则（Trusted Computer System Evaluation Criteria TCSEC）共分为4大类（ ）

A. 7级 B.8级 C.5级 D.6级

3．对目标的攻击威胁通常通过代理实现，而代理需要的特性包括（ ）

A. 访问目标的能力 B. 对目标发出威胁的动机

C. 有关目标的知识 D. 上面3项都是

4．从安全属性对各种网络攻击进行分类，截获攻击是针对（ ）

A. 机密性的攻击 B. 攻击性的攻击 C. 完整性的攻击 D. 真实性的攻击

5．身份鉴别是安全服务中心的重要一环，以下关于身份鉴别的叙述不正确的是（ ）

A. 身份鉴别是授权控制的基础

B. 身份鉴别一般不用提供双向的认证

C. 目前一般采用基于对称密钥加密或公开密钥加密的方法

D. 数字签名机制是实现身份鉴别的重要机制

6．Web中使用的安全协议有（ ）

A. PEM SSL B. S-HTTP S/MIME

C. SSL S-HTTP D. S/MIME SSL

7．ISO定义的安全体系结构中包含（ ）

A. 4种安全服务 B. 5种安全服务 C. 6种安全服务 D. 7种安全服务

8．传输层保护的网络采用的主要技术是建议在（ ）

A. 可靠的传输服务基础上的安全套接字层SSL协议

B. 不可靠的传输服务基础上的S-HTTP协议

C. 可靠的传输服务基础上的S-HTTP协议

D. 不可靠的传输服务基础上的安全套接字层SSL协议

9．防火墙在网络层中根据数据包中包头信息有选择地实施允许和阻断。这种技术是（ ）

A. 应用网管技术 B. 状态检测技术 C. 包过滤技术 D. 代理服务器技术

10．误用检测的优点不包括（ ）

A. 检测准确度高 B. 能够检测出新的网络攻击

C. 便于系统维护 D. 技术相对成熟的网络攻击

答案：1.C 2.A 3.D 4.A 5.B 6.C 7.B 8.A 9.C 10.B

1. 访问控制需要确定（ ）

A. 用户权限 B. 可给予那些主体访问控制权利

C. 可被用户访问的资源 D. 系统是否遭入侵

1. 威胁是一个可能破坏信息系统环境安全的动作或事件，威胁包括（ ）

A. 目标 B. 代理 C. 事件 D. 上面三项都是

3．完整性服务提供信息的正确性，为了对抗篡改攻击该服务必须和（ ）

A. 机密性服务配合工作 B. 可用性服务配合工作

C. 可审性配合工作 D. 以上三项都是

4．基于通信双方公共拥有的但是不为别人知道的秘密，利用计算机强大的计算能力，以该机密作为加密和密钥认证是（ ）

A. 公钥认证 B. 零知识认证 C. 共享密钥认证 D. 口令认证

5．ISO安全体系结构中的对象认证安全服务使用（ ）

A. 加密机制完成 B. 数字签名机制完成

C. 访问控制机制完成 D. 数据完整性机制完成

6．在ISO/OSI定义的安全体系结构中没有规定（ ）

A. 对象认证服务 B. 访问控制安全服务

C. 数据保密性安全服务 D. 数据可用性安全服务

7．SSL产生绘画密钥的方式是（ ）

A. 从密钥管理数据库中获得

B. 每一台客户机分配一个密钥的方式

C. 随机由客户机产生并加密后通知服务器

D. 由服务器产生并分配给客户机

8．属于第二层的VPN隧道协议有（ ）

A. IPsec B. PPTP Ｃ. GRE　　 Ｄ. 以上皆不是

9．入侵检测系统的检测分析技术主要有两大类它们是（　）

Ａ. 特征检测和模型推理　 Ｂ. 异常检测和误用检测

Ｃ. 异常检测和概率检测 Ｄ. 主机检测和网络检测

10．为了降低风险不建议使用的Ｉｎｔｅｒｎｅｔ服务是（　）

Ａ. Web服务　 B. 外部访问内部系统　　 C. 内部访问internet D. FTP服务

答案：1.B 2.D 3.C 4.C 5.B 6.D 7.C 8.B 9.B 10.D

1. 风险是丢失需要保护的资产的可能性，风险是（ ）

A. 攻击目标和威胁事件 B. 威胁和漏洞 C. 资产和漏洞 D. 上面3项都不是

2．假设使用一和加密算法，它的加密方法很简单，将每一个字母加5，即a加密成f，b加密成g,这种算法的密钥就是5，那么它属于（ ）

A. 对称密码技术 B. 分组密码技术 C. 公钥密码技术 D. 单向函数技术

3．从安全属性对各种网络攻击来进行分类，截获攻击是针对（ ）

A. 对称密码技术 B. 可用性技术 C. 完整性技术 D. 真实性技术

4．下面不属于PKICA公钥基础设施的组成部分是（ ）

A. 证书主体 B. 使用证书的应用和系统 C. 证书权威机构 D. AS

5．数据完整性安全机制可与（ ）

A. 加密机制使用相同方法实现 B. 公证机制使用相同方法实现

C. 数字签名机制使用相同方法实现 D. 访问控制机制使用相同方法实现

6．第二层保护的网络一般可达到点对点间（ ）

A. 较强的身份认证 B. 保密性 C. 连续的通道认证 D. 以上3项都是

7．分组过滤型防火墙原理上是基于（ ）

A. 物理层进行分析的技术 B. 数据链路层进行分析的技术

C. 网络层进行分析的技术 D. 应用层进行分析的技术

8．PPTP客户端使用（ ）

A. TCP协议建立连接 B. UPP协议建立连接

C. LITP协议建立连接 D. 以上皆不对

9．防火墙在网络层中根据数据包中包头信息有选择地实施允许和阻断，这种技术是（ ）

A. 应用网管技术 B. 状态检测技术 C. 包过滤技术 D. 代理服务器技术

10．异常检测的优点不包括（ ）

A. 较少依赖特定的主机操作系统 B. 能够检测出新的网络攻击

C. 对越权访问行为的检测能力较强 D. 技术相当成熟

答案：1.B 2.A 3.A 4.D 5.C 6.D 7.C 8.A 9.C 10.D

1．为了避免访问控制表过于庞大，通常对访问者（ ）

A. 分类组织成组

B. 严格限制数量

C. 按访问时间排序，并删除一些长期没有访问的用户

D. 不作任何限制

2．一个进程是网络安全是在分步网络环境中对（ ）

A. 信息载体提供安全保护 B. 信息的处理传输提供安全保护

C. 信息的存储访问提供保护 D. 上面三项都是

3．ISO定义的安全体系结构中包括（ ）

A. 4 种安全服务 B. 5种安全服务 C. 6种安全服务 D. 7种安全服务

4．CA属于ISO安全体系结构中定义的（ ）

A. 认证交换机制 B. 通信业务填充机制 C. 路由控制机制 D. 公证机制

5．IPSec协议中负责对IP数据加密部分是（ ）

A. 封装安全负载（ESP） B. 鉴别包头（AH）

C. Internet密钥交换（IKE） D. 以上都不是

6．第三层保护的网络与第二层保护的网络相比在通信成本上占有一定优势，它只需要进行（ ）

A. 认证机制保护 B. 完整性保护 C. 访问控制保护 D. 以上都不是

7．传输保护的网络采用的主要技术是建立在（ ）

A. 可靠的传播服务基础上的安全套接字层SSL协议

B. 不可靠的传输服务基础上的S-HTTP协议

C. 不可靠的传输服务基础上的S-HTTP协议

D. 不可靠的传输服务基础上的安全套接字层SSL协议

8．GRE协议（ ）

A. 既封装又加密 B.只封装不加密 C.不封装只加密 D.不封装不加密

9．对动态网络地址转换（NAT）不正确的说法是（ ）

A. 将很多内部地址映射到单个真实地址

B. 外部网络地址和内部地址一对一映射

C. 最多可有64000个同时的动态NAT 连接

D. 每个连接使用一个端口

10．现在防火墙中，最常用的技术是（ ）

A. 代理服务器技术 B. 状态检测包过滤技术 C. 应用网关技术 D. NAT技术

答案：1.A 2.D 3.B 4.D 5.A 6.C 7.A 8.B 9.B 10.B

选择题：

1.计算机网络是地理上分散的多台（ ）遵循约定的通信协议，通过软硬件互联的系统。

A.计算机 B.主从计算机 C.自主计算机 D.数字设备

2.网络安全是分布网络环境中对（ ）提供安全保护。

A.信息载体 B.信息的处理、传输 C.信息的存储、访问 D.上面3项都是

3.网络安全的基本属性是（ ）。

A.机密性 B.可用性 C.完整性 D. 上面3项都是

4.密码学的目的是（ ）。

A.研究数据加密 B.研究数据解密 C.研究数据保密 D.研究信息安全

5.假设使用一种加密算法，它的加密方法很简单：将每一个字母加5，即a加密成f，b加密成g。这种算法的密钥就是5，那么它属于（ ）。

A.对称密码技术 B.分组密码技术 C.公钥密码技术 D.单向函数密码技术

1 - 5 CDDCA

6.访问控制是指确定（ ）以及实施访问权限的过程。

A.用户权限 B.可给予那些主体访问权利 C.可被用户访问的资源 D.系统是否遭受入侵

7.一般而言，Internet防火墙建立在一个网络的（ ）。

A.内部子网之间传送信息的中枢 B.每个子网的内部

C.内部网络与外部网络的交叉点 D.部分内部网络与外部网络的接合处

8.可信计算机系统评估准则（Trusted Computer System Evaluation Criteria，TCSEC）共分为（ ）大类（ ）级。

A.4 7 B.3 7 C.4 5 D.4 6

9.橘皮书定义了4个安全层次，从D层（最低保护层）到A层（验证性保护层），其中D级的安全保护是最低的，属于D级的系统是不安全的，以下操作系统中属于D级安全的是（ ）。

A.运行非UNIX的Macintosh机 B.运行Linux的PC

C.UNIX系统 D.XENIX

10.计算机病毒是计算机系统中一类隐藏在（ ）上蓄意破坏的捣乱程序。

A.内存 B.软盘 C.存储介质 D.网络

6-10 BCAAC

11.对攻击可能性的分析在很大程度上带有（ ）。

A.客观性 B.主观性 C.盲目性 D.上面3项都不是

12.网络安全最终是一个折中的方案，即安全强度和安全操作代价的折中，除增加安全设施投资外，还应考虑（ ）。

A.用户的方便性 B.管理的复杂性 C.对现有系统的影响及对不同平台的支持 D.上面3项

13.从安全属性对各种网络攻击进行分类，阻断攻击是针对（ ）的攻击。

A.机密性 B.可用性 C.完整性 D.真实性

14.从安全属性对各种网络攻击进行分类，截获攻击是针对（ ）的攻击。

A.机密性 B.可用性 C.完整性 D.真实性

15.从攻击方式区分攻击类型，可分为被动攻击和主动攻击，被动攻击难以（ ），然而（ ）这些攻击是可行的，主动攻击难以（ ），然而（ ）然而（ ）这些攻击是可行的。

A.阻止，检测，阻止，检测 B. 检测，阻止，检测，阻止

C.检测，阻止，阻止，检测 D.上面3项都不是

11-15 BDBAC

16.窃听是一种（ ）攻击，攻击者（ ）将自己的系统插入到发送站和接收站之间。截获是一种（ ）攻击，攻击者（ ）将自己的系统插入到发送站和接受站之间。

A.被动，无须，主动，必须 B.主动，必须，被动，无须

C.主动，无须，被动，必须 D.被动，必须，主动，无须

17.威胁是一个可能破坏信息系统环境安全的动作或事件，威胁包括（ ）。

A.目标 B.代理 C.事件 D.以上三项都是

18.对目标的攻击威胁通常通过代理实现，而代理需要的特性包括（ ）。

A.访问目标能力 B.对目标发出威胁的动机 C.有关目标的知识D.上面三项都是

19．拒绝服务攻击的后果是（ ）。

A.信息不可用 B.应用程序不可用 C.系统宕机 D.阻止通信 E.上面几项都是

20.风险是丢失需要保护的（ ）的可能性，风险是（ ）和（ ）的综合结果。

A.资产，攻击目标，威胁事件 B.设备，威胁，漏洞

C.资产，威胁，漏洞 D.上面三项都不对
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21.机密性服务提供信息的保密，机密性服务包括（ ）。

A.文件的机密性 B.信息传输机密性 C.通信流的机密性 D.以上三项都是

22.完整性服务提供信息的正确性。该服务必须和（ ）服务配合工作，才能对抗篡改攻击。

A.机密性 B.可用性 C.可审性 D.以上三项都是

23.数字签名要预先使用单向Hash函数进行处理的原因是（ ）。

A.多一道加密工序使密文更难破译 B. 保证密文能正确地还原成明文

C.缩小签名密文的长度，加快数字签名和验证签名的运算速度 D.提高密文的计算速度

24. Kerberos的设计目标不包括（ ）。

A.认证 B.授权 C.记账 D.加密

25.身份鉴别是安全服务中的重要一环，以下关于身份鉴别的叙述不正确的是（ ）。

A.身份鉴别是授权控制的基础

B.身份鉴别一般不用提供双向的认证

C.目前一般采用基于对称密钥加密或公开密钥加密的方法

D.数字签名机制是实现身份鉴别的重要机制

21-25 DCCBB

26.基于通信双方共同拥有的但不为别人知道的秘密，利用计算机强大的计算能力，以该秘密作为加密和解密的密钥的认证是（ ）。

A.公钥认证 B.零知识认证 C.共享密钥认证 D.口令认证

27. Kerberos在请求访问应用服务器之前，必须（ ）。

A.向Ticket Granting服务器请求应用服务器ticket

B.向认证服务器发送要求获得“证书”的请求

C.请求获得会话密钥

D.直接与应用服务器协商会话密钥

28.下面不属于PKI（公钥基础设施）的组成部分的是（ ）。

A.证书主体 B.使用证书的应用和系统 C.证书权威机构 D.AS

29.下列对访问控制影响不大的是（ ）。

A.主体身份 B.客体身份 C.访问类型 D.主体与客体的类型

30.为了简化管理，通常对访问者（ ），避免访问控制表过于庞大。

A.分类组织成组 B.严格限制数量

C.按访问事件排序，并删除一些长期没有访问的用户 D.不做任何限制

26-30 CADDA

31.下面是几种对TCB的描述，正确的是（ ）

A.来自橘皮书，和固件有关 B.来自橘皮书，由操作系统事实的安全机制

C.来自橘皮书，是系统的保护机制 D.咋安全环境中系统面熟安全机制的级别

32.下面（ ）的存储提供最高安全。

A.内存映射 B.硬件分段 C.虚拟机 D.保护环

33.基准监控器能确保（ ）。

A.只有授权主体可以访问客体 B.信息流从低安全级别到高安全级别

C.CPU不直接访问内存 D.主体不对较低级别的客体操作

34.保护域的正确定义是（ ）

A.可供主体使用的系统资源 B.在安全便边界外的系统资源

C.在TCB内工作的系统资源 D.工作在保护环1到3的系统资源

35.一种抽象机能保证所有的主体有适当的允许权来访问客体，这种确保客体不被不可信的主体损害的安全控制概念是（ ）。

A.安全核 B.TCB C.基准监控器 D.安全域
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36．CPU和OS有多层自保护，他们用保护环机制通过安全控制边界把关键组件分开，下列（ ）组件应放在最外环。

A.应用和程序 B.I/O驱动器和公用程序 C.操作系统OS核 D.OS的其余部分

37.TCB内有几种的类型部件，下列（ ）不在安全边界内。

A.母板上的固件 B.应用程序 C.保护的硬件组件 D.基准监控器和安全核

38.处理器和系统运行在（ ）状态能处理和硬件的直接通信。

A.问题状态 B.等待状态 C.运行状态 D.特权状态

39.ISO7498-2从体系结构的观点描述了5种可选的安全服务，以下不属于这5种安全服务的是（ ）。

A.身份鉴别 B.数据报过滤 C.授权控制 D.数据完整性

40．ISO7498-2描述了8种特定的安全机制，这8种特定的安全机制是为5类特定的安全服务设置的，以下不属于这8种安全机制的是（ ）。

A.安全标记机制 B.加密机制 C.数字签名机制 D.访问控制机制

36-40 ABDBA

41.用于实现身份鉴别的安全机制是（ ）。

A.加密机制和数字签名机制 B.加密机制和访问控制机制

C.数字签名机制和路由控制机制 D.访问控制机制和路由控制机制

42.ISO7498-2从体系结构的观点描述了5种普遍性的安全机制，这5种安全机制不包括（ ）。

A.可信功能 B.安全标号 C.事件检测 D.数据完整性机制

43.在ISO/OSI定义的安全体系结构中，没有规定（ ）。

A.对象认证服务 B.访问控制安全服务 C.数据保密性安全服务

D.数据完整性安全服务 E.数据可用性安全服务

44.（ ）不属于ISO/OSI安全体系结构的安全机制。

A.访业务流量分析机制 B.访问控制机制 C.数字签名机制 D.审计机制 E.公正机制

45.ISO安全体系结构中的对象认证安全服务，使用（ ）完成。

A.加密机制 B.数字签名机制 C.访问控制机制 D.数据完整性机制

41-45 ADEDB

46.CA属于ISO安全体系结构中定义的（ ）。

A.认证交换机制 B.通信业务填充机制 C.路由控制机制 D.公证机制

47.数据保密性安全服务的基础是（ ）。

A.数据完整性机制 B.数字签名机制 C.访问控制机制 D.加密机制

48.路由器控制机制用以防范（ ）。

A.路由器被攻击破坏 B.非法用户利用欺骗性的路由协议，篡改路由信息、窃取敏感数据

C.在网络层面进行分析，防止非法信息通过路由 D.以上皆非

49.数据完整性安全机制可与（ ）使用相同的方法实现。

A.加密机制 B.公正机制 C.数字签名机制 D.访问控制机制

50.可以被数据完整性机制防止的攻击方式（ ）。

A.假冒源地址或用户的地址欺骗攻击 B.抵赖做过信息的递交行为

C.数据中途被攻击者窃听获取 D.数据在途中被攻击者篡改或破坏

46-50 DDBCD

51.分组过滤型防火墙原理上是基于（ ）进行分析的技术。

A.物理层 B.数据链路层 C.网络层 D.应用层

52.对动态网络地址转换NAT，下面说法不正确的是（ ）。

A.将很多内部地址映射到单个真实地址 B.外部网络地址和内部地址一对一的映射

C.最多可有64 000个同时的动态NAT连接 D.一个内部桌面系统最多可同时打开32个连接

53.ISO/IEC网络安全体系结构的安全层提供网络安全的层次解决方案，下面说法不正确的是（ ）。

A.基础设施安全层支持服务安全层 B.服务安全层支持应用安全层

C.安全层的含义和OSI层次安全的含义是完全相同的 D.应用安全层支持服务安全层

54.ISO/IEC网络安全体系结构的安全维包含（ ）个安全度量，用于实施网络安全的某一特定方面的安全控制措施。

A.5 B.7 C.8 D.3

55.通常所说的移动VPN是指（ ）。

A. Access VPN B. Intranet VPN C. Extranet VPN D.以上皆不是
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56.属于第二层的VPN隧道协议有（ ）。

A. IPSec B. PPTP C. GRE D.以上皆不是

57.GRE协议（ ）。

A.既封装，又加密 B.只封装，不加密 C.不封装，只加密 D.不封装，不加密

58.PPTP客户端使用（ ）建立连接。

A. CP协议 B.UDP协议 C. L2TP协议 D.以上皆不是

59.GRE协议的乘客协议是（ ）。

A. IP B. IPX C. Apple Talk D.以上皆可

60.IPSec协议和（ ）VPN隧道协议处于同一层。

A. PPTP B. L2TP C. GRE D.以上皆是

56-60 BBADC

61.AH协议中必须实现的验证算法是（ ）。

A. HMAC-MD5和HMAC-SHA1 B.NULL

C.HMAC-RIPEMD-160 D.以上皆是

62.ESP协议中不是必须实现的验证算法的是（ ）。

A.HMACMD5 B.HMAC-SHA1 C.NULL D.HMAC-RIPEMD-160

63.ESP协议中必须实现的加密算法是（ ）。

A.仅DES-CBC B.仅NULL C.DES-CBC和NULL D.3DES-CBC

64.（ ）协议必须提供验证服务。

A. AH B. ESP C. GRE D.以上皆是

65.IKE协商的第一阶段可以采用（ ）。

A.主模式、快速模式 B.快速模式、积极模式 C.主模式、积极模式 D.新组模式

61-65 ADCAC

66.IKE协议由（ ）协议混合而成。

A.ISAKMP、Oakley、SKEME B. AH、ESP C. L2TP、GRE D.以上皆不是

67.下列协议中，（ ）协议的数据可以收到IPSec的保护。

A. TCP、UDP、IP B. ARP C. RARP D.以上皆可以

68.“会话侦听与劫持技术”属于（ ）技术。

A.密码分析还原 B.协议漏洞渗透 C.应用漏洞分析与渗透 D. DoS攻击

69.网络应用安全平台WebST是（ ）的实现。

A. CA B. AAs C.应用

70.安全威胁可分为外部安全威胁与内部安全威胁两类。由威胁引起的损失可分为直接损失和间接损失两类。根据美国CSI/FBI的统计资料，大部分严重的经济损失来自（ ）内部安全威胁，而（ ）又占总损失的大部分。

A.外部，间接 B.内部，间接 C.内部，直接 D.外部，直接
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71.安全模型的核心组成是（ ）和（ ）。

A.风险评估，安全策略 B.信息分类处理，安全需求

C.风险评估，信息分类处理 D.上面3项都不是

72.（ ）与（ ）能使企业在发生重大破坏事件时保持正常的经营业务的运行。

A. BIA、BCP B. BCP、DRP C. BIA、DRP D.上面3项都是

73.技术安全需求集中在对（ ）的控制上，而技术安全控制的主要目标是保护组织信息资产的（ ）。

A.计算机系统，完整性 B.网络系统，可用性

C.应用程序，机密性 D.上面3项都是

74.计算机系统的鉴别包括（ ）。

A.用户标识认证 B.传输原发点得鉴别 C.内容鉴别及特征检测 D.以上3项都是

75.安全设计是（ ），一个安全基础设施应提供很多安全组件的（ ）使用。

A.一门艺术，各种 B.一门学科，协同 C.一项工程，分别 D.艺术、科学和工程集于一体，协同
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76.安全设施的主要组成是（ ）。

A.网络和平台 B.平台和物理设施 C.物理设施和处理过程 D.上面3项都是

77.安全基础设施的基本目标是保护（ ）。

A.企业的网络 B.企业的资产 C.企业的平台 D.企业的知识财产

78.安全基础设施设计指南应包括（ ）。

A.保证企业安全策略和过程和当前经营业务目标一致

B.开发一个计算机事故响应组CIRT

C.设计基础设施安全服务

D.以上三项都是

79.支撑性基础设施是能提供安全服务的一套相互关联的活动与基础设施，最重要的支撑性基础设施是（ ）。

A. KMI/PKI B.PKI以及检查与响应 C.KMI/PKI以及检查与响应 D.以上3项都不是

80.KMI/PKI支持的服务不包括（ ）。

A.非对称密钥技术及证书管理 B.对称密钥的产生和吩咐

C.访问控制服务 D.目录服务

76-80DBDCC

81.PKI的主要组成不包括（ ）。

A.证书授权CA B.SSL C.注册授权RA D.证书存储库CR

82.PKI管理对象不包括（ ）。

A.ID和口令 B.证书 C.密钥 D.证书撤销列表

83.下列基础设施目录服务的特性（ ）是不正确的。

A.优化的数据恢复 B.定义的名字空间 C.高度的集中性 D.提供对多种应用的访问

84.信息系统安全工程ISSE时由美国国家安全局发布的《信息保障技术框架（IATF）》3.0版本中提出的设计和实施信息系统（ ）。

A.安全工程方法 B.安全工程框架 C.安全工程体系结构 D.安全工程标准

81-84 BACA

网络信息安全技术

一、选择题

1. \_\_\_\_B\_\_\_\_情景属于授权（Authorization）。

a. 用户使用加密软件对自己编写的Office文档进行加密，以阻止其他人得到这份拷贝后看到文档中的内容

b. 用户在网络上共享了自己编写的一份Office文档，并设定哪些用户可以阅读，哪些用户可以修改

c. 某个人尝试登录到你的计算机中，但是口令输入的不对，系统提示口令错误，并将这次失败的登录过程纪录在系统日志中

d. 用户依照系统提示输入用户名和口

2. 入侵检测系统的第一步是：\_\_\_A\_\_\_\_。

a. 信息收集

b. 数据包过滤

c. 数据包检查

d. 信号分析

3. 数据保密性安全服务的基础是\_\_\_C\_\_\_。

a. 数字签名机制

b. 访问控制机制

c. 加密机制

d. 数据完整性机制

4. 下面所列的\_\_B\_\_安全机制不属于信息安全保障体系中的事先保护环节。

a. 防火墙

b. 杀毒软件

c. 数据库加密

d. 数字证书认证

5. 在生成系统帐号时，系统管理员应该分配给合法用户一个\_\_A\_\_，用户在第一次登录时应更改口令。

a. 唯一的口令

b. 登录的位置

c. 系统的规则

d. 使用的说明

6. 在计算机病毒检测手段中，校验和法的优点是\_\_\_\_C\_\_\_\_\_。

a. 不会误

b. 能检测出隐蔽性病毒

c. 能发现未知病毒

d. 能识别病毒名称

7. 为了提高电子设备的防电磁泄漏和抗干扰能力，可采取的主要措施是\_\_\_\_D\_\_\_\_。

a. 对机房进行防静电处理

b. 对机房进行防尘处理

c. 对机房进行防潮处理

d. 对机房或电子设备进行电磁屏蔽处理

8. \_\_\_\_C\_\_\_\_\_不属于ISO/OSI安全体系结构的安全机制。

a. 访问控制机制

b. 通信业务填充机制

c. 审计机制

d. 数字签名机制

9. 对网络层数据包进行过滤和控制的信息安全技术机制是\_C\_\_\_。

a. IDS

b. Sniffer

c. 防火墙

d. IPSec

10. 防火墙通常被比喻为网络安全的大门，但它不能\_\_\_\_B\_\_\_\_\_。

a. 阻止基于IP包头的攻击

b. 阻止病毒入侵

c. 阻止非信任地址的访问

d. 鉴别什么样的数据包可以进出企业内部网

11. 为了防御网络监听，最常用的方法是\_\_\_C\_\_\_。

a. 使用专线传输

b. 无线网

c. 数据加密

d. 采用物理传输（非网络）

12. 应用代理防火墙的主要优点是\_\_A\_\_。

a. 安全控制更细化、更灵活

b. 服务对象更广

c. 安全服务的透明性更好

d. 加密强度更高

13. ISO安全体系结构中的对象认证服务，使用\_\_\_B\_\_\_完成。

a. 访问控制机制

b. 数字签名机制

c. 加密机制

d. 数据完整性机制

14. 下列关于网络防火墙说法错误的是\_\_\_\_D\_\_\_。

a. 网络防火墙不能防止策略配置不当或错误配置引起的安全威胁

b. 网络防火墙不能解决来自内部网络的攻击和安全问题

c. 网络防火墙不能防止本身安全漏洞的威胁

d. 网络防火墙能防止受病毒感染的文件的传输

15. 不属于计算机病毒防治的策略的是\_\_\_C\_\_\_\_。

a. 新购置的计算机软件也要进行病毒检测

b. 及时、可靠升级反病毒产品

c. 整理磁盘

d. 确认您手头常备一张真正"干净"的引导盘

16. \_\_\_B\_\_\_情景属于审计（Audit）。

a. 用户在网络上共享了自己编写的一份Office文档，并设定哪些用户可以阅读，哪些用户可以修改

b. 某个人尝试登录到你的计算机中，但是口令输入的不对，系统提示口令错误，并将这次失败的登录过程纪录在系统日志中

c. 用户依照系统提示输入用户名和口令

d. 用户使用加密软件对自己编写的Office文档进行加密，以阻止其他人得到这份拷贝后看到文档中的内容

17. ISO 7498-2从体系结构观点描述了5种安全服务，以下不属于这5种安全服务的是\_\_\_B\_\_\_\_。

a. 授权控制

b. 数据报过滤

c. 数据完整性

d. 身份鉴别

18. 计算机病毒的危害性表现\_\_\_\_B\_\_\_\_。

a. 不影响计算机的运行速度

b. 影响程序的执行，破坏用户数据与程序

c. 能造成计算机器件永久性失效

d. 不影响计算机的运算结果，不必采取措施

19. 信息的完整性包含有信息来源的完整以及信息内容的完整，下列安全措施中能保证信息来源的完整性是\_\_\_\_C\_\_\_。

a. 认证

b. 加密、访问控制

c. 数字签名、时间戳

d. 预防、检测、跟踪

20. 由计算机及其相关的好配套设备、设施（含网络）构成的，按照一定的应用目标和规则对信息进行采集加工、存储、传输、检索等处理的人机系统是\_\_\_C\_\_\_\_\_。

a. 计算机工作系统

b. 计算机操作系统

c. 计算机信息系统

d. 计算机联机系统

21. 假设使用一种加密算法，它的加密方法很简单：将每一个字母加5，即a加密成f。这种算法的密钥就是5，那么它属于＿B＿＿。

a. 分组密码技术

b. 古典密码技术

c. 对称加密技术

d. 公钥加密技术

22. 以下关于计算机病毒的特征说法正确的是：\_\_\_B\_\_\_\_。

a. 计算机病毒只具有传染性，不具有破坏性

b. 破坏性和传染性是计算机病毒的两大主要特征

c. 计算机病毒具有破坏性，不具有传染

d. 计算机病毒只具有破坏性，没有其他特征

23. 下列计算机病毒检测手段中，主要用于检测已知病毒的是\_\_\_\_B\_\_\_\_。

a. 校验和法

b. 特征代码法

c. 行为监测法

d. 软件模拟法

24. 确保授权用户或者实体对于信息及资源的正常使用不会被异常拒绝，允许其可靠而且及时地访问信息及资源的特性是\_\_A\_\_。

a. 可用性

b. 可靠性

c. 完整性

d. 保密性

25. 在被屏蔽的主机体系中，堡垒主机位于\_\_\_A\_\_\_\_中，所有的外部连接都经过滤路由器到它上面去。

a. 内部网络

b. 周边网络

c. 自由连接

d. 外部网络

26. 社会发展三要素是指：物质、能源和\_\_B\_\_\_。

a. 计算机网络

b. 信息

c. 互联网

d. 数据

27. 网络信息未经授权不能进行改变的特性是\_\_B\_\_。

a. 可用性

b. 完整性

c. 可靠性

d. 保密性

28. 对口令进行安全性管理和使用，最终是为了\_\_A\_\_。

a. 防止攻击者非法获得访问和操作权限

b. 规范用户操作行为

c. 口令不被攻击者非法获得

d. 保证用户帐户的安全性

29. 信息安全问题是一个\_\_\_D\_\_\_问题

a. 硬件

b. 软件

c. 综合

d. 系统

30. 数据在存储过程中发生了非法访问行为，这破坏了信息安全的\_\_C\_\_属性。

a. 完整性

b. 不可否认性

c. 保密性

d. 可用性

31. 防火墙能够\_\_D\_\_。

a. 防范恶意的知情者

b. 防备新的网络安全问题

c. 完全防止传送已被病毒感染的软件和文件

d. 防范通过它的恶意连接

32. 编制或者在计算机程序中插入的破坏计算机功能或者毁坏数据，影响计算机使用，并能自我复制的一组计算机指令或者程序代码是\_\_D\_\_\_\_\_.。

a. 计算机游戏

b. 计算机系统

c. 计算机程序

d. 计算机病毒

33. 以下哪一项不属于入侵检测系统的功能：\_\_\_A\_\_\_\_\_。

a. 过滤非法的数据包

b. 监视网络上的通信数据流

c. 提供安全审计报告

d. 捕捉可疑的网络活动

34. Internet的影响越来越大，人们常把它与报纸、广播、电视等传统媒体相比较，称之为\_\_\_B\_\_\_。

a. 交流媒体

b. 第四媒体

c. 交互媒体

d. 全新媒体

35. 以下哪一项不在证书数据的组成中\_\_D\_\_\_\_\_。

a. 有效使用期限

b. 版本信息

c. 签名算法

d. 版权信息

36. 保证用户和进程完成自己的工作而又没有从事其他操作可能，这样能够使失误出错或蓄意袭击造成的危害降低，这通常被称为\_\_D\_\_。

a. 适度安全原则

b. 分权原则

c. 木桶原则

d. 授权最小化原则

37. \_\_\_C\_\_\_是目前信息处理的主要环境和信息传输的主要载体

a. WAN

b. 信息网络

c. 计算机网络

d. 互联网

38. 定期对系统和数据进行备份，在发生灾难时进行恢复。该机制是为了满足信息安全的\_\_C\_\_属性。

a. 不可否认

b. 完整性

c. 可用性

d. 真实性

39. 针对操作系统安全漏洞的蠕虫病毒根治的技术措施是\_\_A\_\_。

a. 安装安全补丁程序

b. 专用病毒查杀工具

c. 防火墙隔离

d. 部署网络入侵检测系统

40. 机房中的三度不包括\_C\_\_\_\_。

a. 湿度

b. 温度

c. 可控度

d. 洁净度

41. 以下哪一项属于基于主机的入侵检测方式的优势：\_\_\_A\_\_\_\_。

a. 不要求在大量的主机上安装和管理软件

b. 适应交换和加密

c. 具有更好的实时性

d. 监视整个网段的通信

42. 关于双钥密码体制的正确描述是\_\_\_\_A\_\_\_。

a. 双钥密码体制中加解密密钥不相同，从一个很难计算出另一个

b. 双钥密码体制中加密密钥与解密密钥相同，或是实质上等同

c. 双钥密码体制中加解密密钥虽不相同，但是可以从一个推导出另一个

d. 双钥密码体制中加解密密钥是否相同可以根据用户要求决定

43. 统计数据表明，网络和信息系统最大的人为安全威胁来自于\_A\_\_\_。

a. 内部人员

b. 互联网黑客

c. 第三方人

d. 恶意竞争对手

44. 关于审计跟踪技术的描述，\_\_\_B\_\_\_\_是错误的。

a. 操作系统必须能生成、维护和保护审计过程。

b. 所有用户都能开启和关闭审计跟踪服务。

c. 审计过程一般是一个独立的过程，它应与系统其他功能隔离开。

d. 好的审计跟踪系统可以进行实时监控和报警。

45. PKI是\_\_A\_\_。

a. Public Key lnstitute

b. Private Key lnfrastructure

c. Public Key lnfrastructure

d. Private Key lnstitute

46. 计算机病毒的结构不包括\_\_\_\_A\_\_\_\_\_部分。

a. 隐藏部分

b. 激发部分

c. 传染部

d. 引导部分

47. \_\_D\_\_是最常用的公钥密码算法。

a. DSA

b. 椭圆曲线

c. 量子密码

d. RSA

48. 向有限的空间输入超长的字符串是一种\_\_B\_\_\_\_攻击手段。

a. 拒绝服务

b. 缓冲区溢出

c. IP欺骗

d. 网络监

49. 20世纪70年代后期，特别是进入90年代以来，美国、德国、英国、加拿大、澳大利亚、法国等西方发达国家为了解决计算机系统及产品的安全评估问题，纷纷制订并实施了一系列安全标准。如：美国国防部制订的"彩虹"系列标准，其中最具影响力的是"可信计算机系统标准评估准则"（简称TCSEC，\_\_B\_\_\_）

a. 白皮书

b. 桔皮书

c. 黄皮书

d. 黑皮书

50. 包过滤的基本思想是：对所接收的每个数据包进行检查，根据\_\_A\_\_\_\_\_，然后决定转发或者丢弃该包

a. 过滤规则

b. 用户需要

c. 安全策略

d. 数据流向

51. 黑客在程序中设置了后门，这体现了黑客的\_\_\_C\_\_\_\_\_目的。

a. 利用有关资源

b. 窃取信息

c. 非法获取系统的访问权限

d. 篡改数据

52. 使网络服务器中充斥着大量要求回复的信息，消耗带宽，导致网络或系统停止正常服务，这属于\_\_\_C\_\_攻击类型。

a. BIND漏洞

b. 远程过程调用

c. 拒绝服务

d. 文件共享

53. 文件被感染上病毒之后，其基本特征是\_\_\_B\_\_\_\_。

a. 文件长度变短

b. 文件长度加长

c. 文件照常能执行

d. 文件不能被执行

54. 以下方法中，不适用于检测计算机病毒的是\_\_\_D\_\_\_\_

a. 软件模拟法

b. 特征代码法

c. 校验和法

d. 加密

55. 以下哪项技术不属于预防病毒技术的范畴\_\_\_\_A\_\_\_。

a. 加密可执行程序

b. 校验文件

c. 引导区保护

d. 系统监控与读写控制

56. 我国正式公布了电子签名法，数字签名机制用于实现\_\_A\_\_需求。

a. 不可抵赖性

b. 保密性

c. 完整性

d. 可用性

57. 关于A类机房应符合的要求，以下选项不正确的是\_\_\_C\_\_\_\_\_。

a. 供电电源设备的容量应具有一定的余量

b. .计算站应设专用可靠的供电线路

c. 计算机系统应选用铜芯电缆

d. 计算站场地宜采用开放式蓄电池

58. \_\_\_\_D\_\_\_功能属于操作系统中的日志记录功能。

a. 以合理的方式处理错误事件，而不至于影响其他程序的正常运行

b. 保护系统程序和作业，禁止不合要求的对程序和数据的访问

c. 控制用户的作业排序和运行

d. 对计算机用户访问系统和资源的情况进行记录

59. 关于安全审计目的描述错误的是\_\_A\_\_。

a. 实现对安全事件的应急响应

b. 识别和分析未经授权的动作或攻击

c. 将动作归结到为其负责的实体

d. 记录用户活动和系统管理

60. PKI所管理的基本元素是\_B\_\_\_。

a. 用户身份

b. 数字证书

c. 数字签名

d. 密钥

61. 拒绝服务攻击造成的后果是\_\_\_D\_\_\_。

a. 硬盘被格式化

b. 硬件损坏

c. 文件被删除

d. 系统无法提供正常的服务

62. 防火墙最主要被部署在\_B\_\_\_位置。

a. 重要服务器

b. 网络边界

c. 桌面终端

d. 骨干线路

63. 关于防火墙的错误说法是\_\_C\_\_。

a. 防火墙工作在网络层

b. 对IP数据包进行分析和过滤

c. 部署防火墙，就解决了网络安全问题

d. 重要的边界保护机制

64. 能够有效地防御未知的新病毒对信息系统造成破坏的安全措施是\_\_C\_\_。

a. 安装安全补丁程序

b. 专用病毒查杀工具

c. 防火墙隔离

d. 部署网络入侵检测系统

65. \_\_C\_\_\_\_不是计算机病毒所具有的特点。

a. 潜伏性

b. 传染性

c. 可预见性

d. 破坏性

66. 在每天下午5点使用计算机结束时断开终端的连接属于\_\_B\_\_\_\_\_。

a. 网络地址欺骗

b. 外部终端的物理安全

c. 窃听数据

d. 通信线的物理安全

67. PGP（Pretty Good Privacy）是用于\_\_\_A\_\_\_\_传输安全的。

a. 用于邮件的传输安全

b. 用于WEB 服务器的数据安全

c. 用于FTP传输的安全

d. 浏览器传输的安全

68. 我国在1999年发布的国家标准\_\_A\_\_为信息安全等级保护奠定了基础。

a. GB 17859

b. GB 17799

c. GB 15408

d. GB 14430

69. 用户收到了一封可疑的电子邮件，要求用户提供银行账户及密码，这是属于\_C\_\_\_手段。

a. DDOS攻击

b. 暗门攻击

c. 钓鱼攻击

d. 缓存溢出攻击

70. PKI的主要理论基础是\_\_A\_\_。

a. 公钥密码算法

b. 对称密码算法

c. 摘要算法

d. 量子密码

71. 堡垒主机是一种配置了安全防范措施的网络上的计算机，堡垒主机为网络之间的通信提供了一个\_\_\_D\_\_\_\_，也就是说如果没有堡垒主机，网络之间将不能相互访问。

a. 连接点

b. 桥梁

c. 交换接口

d. 阻塞点

72. 可以通过哪种安全产品划分网络结构，管理和控制内部和外部通讯：\_\_\_A\_\_\_。

a. 防火墙

b. 防病毒产品

c. 加密机

d. CA中心

73. 以下关于宏病毒说法正确的是：\_\_A\_\_\_\_。

a. 宏病毒仅向办公自动化程序编制的文档进行传染

b. 宏病毒主要感染软盘、硬盘的引导扇区或主引导扇区

c. CIH病毒属于宏病毒

d. 宏病毒主要感染可执行文件

74. Windows的日志文件很多，但主要是\_\_\_\_C\_\_\_、应用程序日志和安全日志三个

a. 事件日志

b. 用户日志

c. 系统日志

d. 审计日志

75. 文件型病毒传染的对象主要是\_\_\_C\_\_\_。

a. PRG

b. DBF

c. COM和EXE

d. C

76. 一个数据包过滤系统被设计成只允许你要求服务的数据包进入，而过滤掉不必要的服务。这属于\_\_\_A\_\_\_\_\_基本原则。

a. 最小特权

b. 防御多样化

c. 阻塞点

d. 失效保护状态

77. 阈值检验在入侵检测技术中属于\_\_\_A\_\_\_。

a. 量化分析法

b. 免疫学方法

c. 神经网络法

d. 状态转换法

78. 防火墙用于将Internet和内部网络隔离，＿A＿＿。

a. 是网络安全和信息安全的软件和硬件设施

b. 是起抗电磁干扰作用的硬件设施

c. 是防止Internet火灾的硬件设施

d. 是保护线路不受破坏的软件和硬件设施

79. 确保信息在存储、使用、传输过程中不会泄露给非授权的用户或者实体的特性是\_D\_\_\_。

a. 完整性

b. 可用性

c. 可靠性

d. 保密性

80. 信息保障阶段中将信息安全体系归结为四个主要环节，\_\_B\_\_是正确的。

a. 加密、认证、保护、检测

b. 保护、检测、响应、恢复

c. 策略、网络攻防、密码学、备份

d. 策略、保护、响应、恢复

81. 常见的认证技术包括：数字签名、报文认证和\_\_C\_\_\_\_

a. 私钥密钥

b. 公钥密钥

c. 数字水印

d. 签名算法

82. 入侵检测技术可以分为误用检测和\_\_D\_\_两大类。

a. 病毒检测

b. 漏洞检测

c. 详细检测

d. 异常检测

83. \_\_\_\_\_A\_\_\_\_情景属于身份验证（Authentication）过程。

a. 用户依照系统提示输入用户名和口令

b. 用户使用加密软件对自己编写的Office文档进行加密，以阻止其他人得到这份拷贝后看到文档中的内容

c. 某个人尝试登录到你的计算机中，但是口令输入的不对，系统提示口令错误，并将这次失败的登录过程纪录在系统日志中

d. 用户在网络上共享了自己编写的一份Office文档，并设定哪些用户可以阅读，哪些用户可以修改

84. 网上银行系统的一次转账操作过程中发生了转账金额被非法篡改的行为，这破坏了信息安全的\_\_A\_\_属性。

a. 完整性

b. 保密性

c. 不可否认性

d. 可用性

85. 可以被数据完整性机制防止的攻击方式是\_\_\_\_\_C\_\_。

a. 数据中途被攻击者窃听获取

b. 抵赖做过信息的递交行为

c. 数据在途中被攻击者篡改或破坏

d. 假冒源地址或用户的地址欺骗攻击

86. 突破网络系统的第一步是\_\_\_\_C\_\_\_。

a. 源路由选择欺骗

b. 口令破解

c. 各种形式的信息收集

d. 利用TCP/IP协议的攻击

87. OSI 安全体系结构中定义了五大类安全服务，其中，数据机密性服务主要针对的安全威胁是\_\_\_C\_\_\_\_\_。

a. 拒绝服务

b. 服务否认

c. 窃听攻击

d. 硬件故障

88. 等级保护标准GB l7859主要是参考了\_\_A\_\_而提出。

a. 美国TCSEC

b. CC

c. BS 7799

d. 欧洲ITSEC

89. 为保证计算机网络系统的正常运行，对机房内的三度有明确的要求。其三度是指\_\_D\_\_\_\_。

a. 照明度、湿度和洁净度

b. 照明度、温度和湿度

c. 温度、照明度和洁净度

d. 温度、湿度和洁净度

90. 以下哪一项不是入侵检测系统利用的信息：\_\_A\_\_\_。

a. 数据包头信息

b. 系统和网络日志文件

c. 目录和文件中的不期望的改变

d. 程序执行中的不期望行为

91. 入侵检测系统在进行信号分析时，一般通过三种常用的技术手段，以下哪一种不属于通常的三种技术手段\_\_\_A\_\_\_\_\_。

a. 密文分析

b. 模式匹配

c. 统计分

d. 完整性分析

92. \_\_\_\_\_B\_\_\_\_\_没有在通常的访问控制策略之中。

a. 基于角色的访问控制

b. 被动访问控制

c. 强制访问控制

d. 自主访问控制

93. 在以下认证方式中，最常用的认证方式是\_\_\_\_A\_\_\_\_。

a. 基于账户名／口令认证

b. 基于摘要算法认证

c. 基于数据库认证

d. 基于PKI认证

94. ISO 7498-2描述了8种特定的安全机制，以下不属于这8种安全机制的是\_\_\_D\_\_\_。

a. 加密机制

b. 数字签名机制

c. 访问控制机制

d. 安全标记机制

95. 许多黑客攻击都是利用软件实现中的缓冲区溢出的漏洞，对于这一威胁，最可靠的解决方案是\_\_\_\_D\_\_\_。

a. 安装入侵检测系统

b. 安装防火墙

c. 安装防病毒软件

d. 给系统安装最新的补丁

96. 在短时间内向网络中的某台服务器发送大量无效连接请求，导致合法用户暂时无法访问服务器的攻击行为是破坏了\_\_\_B\_\_\_\_\_。

a. 机密性

b. 可用性

c. 可控性

d. 完整性

97. 通过对硬件设备、网络线路、电源、空调等的破坏，使系统无法正常工作，甚至导致程序和数据无法恢复，称之为\_\_\_A\_\_\_\_\_\_\_。

a. 物理破坏

b. 硬件破坏

c. 故意损坏

d. 硬件攻击

98. 公钥密码基础设施PKI解决了信息系统中的\_\_C\_\_问题。

a. 权限管理

b. 安全审计

c. 身份信任

d. 加密

99. 下列四项中不属于计算机病毒特征的是\_\_A\_\_。

a. 免疫性

b. 潜伏性

c. 传染性

d. 破坏性

100. 计算机病毒的核心是\_\_\_\_C\_\_\_\_。

a. 发作模块

b. 表现模块

c. 引导模块

d. 传染模块

101. 安全审计跟踪是\_\_B\_\_。

a. 安全审计系统收集易于安全审计的数据

b. 安全审计系统检测并追踪安全事件的过程

c. 对计算机系统中的某种行为的详尽跟踪和观察

d. 人利用日志信息进行安全事件分析和追溯的过程

102. 安全审计包括：个人职能、事件重建、入侵检测和\_\_D\_\_\_\_。

a. 事件跟踪

b. 安全审核

c. 应用程序跟踪

d. 故障分析

103. 病毒的运行特征和过程是\_\_\_\_C\_\_\_\_。

a. 传播、运行、驻留、激活、破坏

b. 入侵、运行、传播、扫描、窃取

c. 设计、传播、潜伏、触发、破坏

d. 复制、撤退、检查、运行、破坏

104. 通常所说的"病毒"是指\_\_C\_\_\_\_\_。

a. 生物病毒感染

b. 被损坏的程序

c. 特制的具有破坏性的程序

d. 细菌感染

105. 下列行为不属于攻击的是\_\_C\_\_\_\_\_。

a. 发送带病毒和木马的电子邮件

b. 用字典猜解服务器密码

c. 从FTP服务器下载一个10GB的文件

d. 对一段互联网IP进行扫描

106. 针对数据包过滤和应用网关技术存在的缺点而引入的防火墙技术，这是\_\_A\_\_\_防火墙的特点。

a. 代理服务型

b. 应用级网关型

c. 包过滤型

d. 复合型防火墙

107. 中华人民共和国《计算机信息系统安全保护等级划分准则》GB17859-1999中，将计算机安全等级划分为\_\_\_A\_\_\_。

a. 5级

b. 8级

c. 10级

d. 3级

108. CA属于ISO安全体系结构中定义的\_\_\_C\_\_\_\_。

a. 通信业务填充机制

b. 认证交换机制

c. 公证机制

d. 路由控制机制

109. 计算机会将系统中可使用内存减少，这体现了病毒的\_\_\_\_B\_\_\_\_。

a. 传染性

b. 破坏性

c. 潜伏性

d. 隐藏性

110. 关于RSA算法下列说法不正确的是\_\_A\_\_\_\_\_。

a. RSA算法是一种对称加密算法

b. RSA算法可用于某种数字签名方案。

c. RSA算法的运算速度比DES慢。

d. RSA算法的安全性主要基于素因子分解的难度

111. PDRR模型中的D 代表的含义是\_\_\_A\_\_\_\_。

a. 检测

b. 安全

c. 关系

d. 响应

112. \_\_A\_\_最好地描述了数字证书。

a. 等同于在网络上证明个人和公司身份的身份证

b. 浏览器的一标准特性，它使得黑客不能得知用户的身份

c. 伴随在线交易证明购买的收据

d. 网站要求用户使用用户名和密码登陆的安全机制

113. ISO定义的安全体系结构中包含\_\_A\_\_\_种安全服务。

a. 5

b. 6

c. 4

d. 7

114. 黑客攻击过程是：确定目标、\_\_\_\_\_C\_\_\_\_和实施攻击

a. 入侵系统

b. 暴力破解用户口

c. 收集与攻击目标相关信息

d. 准备有关攻击工具

115. 关于用户口令说法错误的是\_B\_\_\_。

a. 口令不能设置为空

b. 复杂口令安全性足够高，不需要定期修改

c. 口令长度越长，安全性越高

d. 口令认证是最常见的认证机制

116. 为了数据传输时不发生数据截获和信息泄密，采取了加密机制。这种做法体现了信息安全的\_\_D\_\_属性。

a. 可靠性

b. 可用性

c. 完整性

d. 保密性

117. 互联网的"无序、无界、\_C\_\_\_"三大基本特征决定了网络信息的不安全。

a. 木马入侵

b. 黑客攻击

c. 匿名

d. 操作系统漏洞

118. 传统的文件型病毒以计算机操作系统作为攻击对象，而现在越来越多的网络蠕虫病毒将攻击范围扩大到了\_\_C\_\_等重要网络资源。

a. 数据包

b. LINUX

c. 网络带宽

d. 防火墙

119. Windows 2003系统能设置为在几次无效登录后锁定帐号，这可以防止\_\_\_A\_\_\_\_\_。

a. 暴力攻击

b. 木马

c. IP欺骗

d. 缓存溢出攻击

120. 入侵检测系统(IDS，Intrusion Detection System)是对\_\_\_C\_\_\_的合理补充，帮助系统对付网络攻击。

a. 路由器

b. 交换机

c. 防火墙

d. 服务器

121. 软件驻留在用户计算机中，侦听目标计算机的操作，并可对目标计算机进行特定操作的黑客攻击手段是\_\_\_\_B\_\_\_\_\_。

a. 暴力破解

b. 木马

c. 拒绝服务

d. 缓冲区溢出

122. 以下哪一种方式是入侵检测系统所通常采用的：\_\_\_A\_\_\_。

a. 基于网络的入侵检测

b. 基于域名的入侵检测

c. 基于IP的入侵检测

d. 基于服务的入侵检测

123. 在各种防火墙结构中，就其本质而言，主要有以下四种：屏蔽路由器、双宿/多宿主机模式、\_\_\_A\_\_\_和屏蔽子网模式

a. 屏蔽主机模式

b. 堡垒主机模式

c. 代理服务器模式

d. 应用级网关模式

124. 用于实现身份鉴别的安全机制是\_\_B\_\_\_\_。

a. 访问控制机制和路由控制机制

b. 加密机制和数字签名机制

c. 加密机制和访问控制机制

d. 数字签名机制和路由控制机制

125. 以下不属于代理服务技术优点的是\_\_\_D\_\_\_\_\_\_

a. 可以实现身份认证

b. 可以实现访问控制

c. 内部地址的屏蔽和转换功能

d. 可以防范数据驱动侵袭

126. 未经授权的方式使用网络资源，称之为\_\_A\_\_\_

a. 非法访问

b. 窃取

c. 非法入侵

d. 冒充

127. 包过滤技术与代理服务技术相比较\_\_\_C\_\_\_\_\_。

a. 包过滤技术安全性较弱、但会对网络性能产生明显影响

b. 代理服务技术安全性高，对应用和用户透明度也很

c. 包过滤技术对应用和用户是绝对透明的

d. 代理服务技术安全性较高、但不会对网络性能产生明显影

128. 下列不属于防火墙核心技术的是\_C\_\_\_。

a. 应用代理技术

b. NAT技术

c. 日志审计

d. (静态／动态)包过滤技术

129. 下列对计算机网络的攻击方式中，属于被动攻击的是\_\_\_\_C\_\_\_。

a. 拒绝服务

b. 物理破坏

c. 口令嗅探

d. 重放

130. 计算机网络安全的目标不包括\_A\_\_\_\_。

a. 免疫性

b. 不可否认性

c. 完整性

d. 保密性

131. 计算机网络是地理上分散的多台\_\_\_A\_\_\_遵循约定的通信协议，通过软硬件互联的系统。

a. 自主计算机

b. 数字设备

c. 主从计算机

d. 计算机

132. 下列有关计算机病毒分类的说法，\_D\_\_\_\_\_是正确的。

a. 没有分类之说

b. 病毒分为十二类

c. 病毒分为操作系统型和文件型

d. 病毒分为外壳型和入侵型

133. 关于入侵检测技术，下列描述错误的是\_\_D\_\_。

a. 入侵检测信息的统计分析有利于检测到未知的入侵和更为复杂的入侵

b. 审计数据或系统日志信息是入侵检测系统的一项主要信息来源

c. 基于网络的入侵检测系统无法检查加密的数据流

d. 入侵检测系统不对系统或网络造成任何影响

134. 防火墙是指\_\_\_D\_\_\_。

a. 一批硬件的总

b. 一个特定软件

c. 一个特定硬件

d. 执行访问控制策略的一组系统

135. 以下关于DOS攻击的描述，正确的是\_\_\_A\_\_\_\_\_。

a. 导致目标系统无法处理正常用户的请求

b. 不需要侵入受攻击的系统

c. 以窃取目标系统上的机密信息为目

d. 如果目标系统没有漏洞，远程攻击就不可能成功

136. 不属于常见的危险密码是\_\_\_D\_\_\_\_。

a. 跟用户名相同的密码

b. 只有4位数的密码

c. 使用生日作为密码

d. 8位的数字+字符+符号的混合型密码

137. 计算机病毒造成的危害是\_\_\_\_B\_\_\_\_。

a. 使计算机系统突然掉电

b. 破坏计算机系统

c. 使磁盘发霉

d. 使计算机内存芯片损坏

138. 数字签名要预先使用单向Hash函数进行处理的原因是＿＿C＿。

a. 保证密文能正确还原成明文

b. 多一道加密工序使密文更难破译

c. 缩小签名密文的长度，加快数字签名和验证签名的运算速度

d. 提高密文的计算速度

139. 使用Windows2000的组策略，可以限制用户对系统的操作权限，该实例是\_\_\_B\_\_的应用。

a. 执行控制列表

b. 访问控制列表

c. 身份验证

d. 数据加密

140. 下列不属于系统安全的技术是\_\_\_A\_\_\_\_。

a. 加密狗

b. 防病毒

c. 防火墙

d. 认证

141. 访问控制一般包括自主访问控制、强制访问控制和\_\_\_\_D\_\_\_\_3种类型：

a. 安全组访问控制

b. 用户访问控制

c. 基于域的访问控制

d. 基于角色的访问控制

142. 根据ISO的信息安全定义，下列选项中\_D\_\_\_是信息安全五个基本属性之一。

a. 可靠性

b. 可审计性

c. 真实性

d. 可用性

143. 身份认证的含义是\_\_A\_\_。

a. 验证一个用户

b. 标识一个用户

c. 授权一个用户

d. 注册一个用户

144. 下面入侵检测技术当中，哪一种是基于模式匹配技术的\_\_\_A\_\_\_。

a. 误用检测

b. 基于统计的检测

c. 异常检测

d. 基于数据挖掘的检测

145. Unix和Windows NT操作系统是符合那个级别的安全标准：\_\_D\_\_\_\_。

a. D级

b. A级

c. B级

d. C级

二、填空题

1. 计算机病毒有\_\_隐蔽性\_\_、潜伏性、传染性和破坏性四个特点。

2. 物理安全技术主要是指对计算机及网络系统的环境、场地、\_\_设备\_\_和人员等采取的安全技术措施。

3. 攻击者可以直接接触到信息与网络系统的硬件、软件和周边环境设备。通过对硬件设备、网络线路、电源、空调等的破坏，使系统无法正常工作，甚至导致程序和数据无法恢复。这种破坏是\_\_物理破坏\_\_\_\_\_\_

4. 防火墙对于的\_\_连入\_连接往往会进行非常严格的过滤，但是对于\_连出\_\_的连接却疏于防范

5. 对网络系统的攻击可分为：\_主动\_攻击和\_被动\_\_攻击两类。

6. 物理安全在整个计算机网络信息系统安全中占有重要地位。它主要包括：\_机房环境安全\_\_、通信线路安全、设备安全和电源安全

7. 密码体制目前分为\_\_对称密钥密码体制\_\_\_\_\_\_\_\_\_和\_\_\_非对称密钥密码\_\_\_\_\_\_体制。

8. ACL的中文含义为\_\_访问控制列表\_\_\_\_\_。

9. IDS的物理实现不同，按检测的监控位置划分，入侵检测系统可分为基于\_\_主机\_、基于\_网络\_和\_分布式系统\_\_。

10. 野蛮攻击包括\_字典攻击\_和穷举攻击

11. 屏蔽子网结构采用了两个包过滤路由器和一个堡垒主机，在内外网络之间建立了一个被隔离的子网，定义为"\_非军事区\_\_"网络，

12. 服务器端每间隔一定时间就发出连接控制端的请求，这个请求一直循环到与控制端成功连接。这种技术称之为\_反弹技术\_。

13. 通过篡改、删除和插入等方式破坏信息的\_完整性\_。

14. \_计算机网络\_\_是目前信息处理的主要环境和信息传输的主要载体

15. 机房安全技术包括计算机机房的安全保卫技术 ，计算机机房的温度、湿度等环境条件保持技术 ，计算机机房的用电安全技术和计算机机房\_安全管理技术\_\_等。

16. \_\_访问控制\_\_的目的是为了限制访问主体对访问客体的访问权限。

17. 物理安全是整个计算机网络系统安全的\_\_前提\_\_\_\_\_

18. 木马通常是利用蠕虫病毒、\_黑客入侵\_\_\_或者使用者的疏忽将服务器程序安装到主机上的。

19. 计算机病毒传染部分的主要作用是将病毒程序进行\_自我复制\_\_\_\_。

20. 认证的目的有三个：\_\_消息完整性认证\_\_\_\_、身份认证和报文的序号性、时间性认证。

21. 计算机系统的CPU、ROM、RAM等关键部件大都采用MOS工艺的大规模集成电路，对\_静电\_\_极为敏感，容易因此而损坏。

22. 密码学是关于\_加密\_和\_解密\_\_变换的一门科学，是保护数据和信息的有力武器。

23. 对于一个真正的黑客，如果想进入一个主机，就会不择手段的\_\_探索\_\_这个主机的信息，

24. 计算机病毒可分为引导型病毒和\_文件型\_\_病毒两类。

25. 如果攻击者组织多个攻击点对一个或多个目标同时发动DoS攻击，就可以极大地提高DoS攻击的威力，这种方式称为DDoS（Distributed Denial of Service，\_\_分布式拒绝服务\_）攻击。

26. 包过滤防火墙中包过滤器一般安装在\_路由器上\_，工作在\_网络层\_\_\_\_\_\_。

27. \_网络安全\_\_是指网络系统的硬件、软件及其系统中的数据受到保护，不受偶然的或者恶意的原因而遭到破坏、更改、泄露，确保系统能连续可靠正常地运行，网络服务不中断。

28. 网络安全涉及的内容既有\_\_技术\_\_方面的问题，也有管理方面的问题。

29. 当一个账号被创建时，Windows系统为它分配一个\_\_SID\_\_\_，并与其他账号信息一起存入SAM数据库。

30. 解密算法D是加密算法E的\_\_逆运算\_\_\_\_\_\_ 。

31. \_\_数字签名\_\_\_\_\_\_可以解决否认、伪造、篡改及冒充等问题。

32. 对计算机网络安全构成威胁的因素可以概括为：偶发因素、自然因素和\_人为因素\_三个方面。

33. 网络安全的目标包括：保密性、完整性、\_可用性\_\_、可控性和不可抵赖性。

34. 密码系统包括以下4个方面：\_明文空间\_\_、密文空间、密钥空间和密码算法。

35. \_Sniffer\_\_\_\_\_\_\_是指能解读、监视、拦截网络数据交换并且阅读数据包的程序或设备。

36. 蠕虫是通过\_计算机网络\_\_进行传播的。

37. 网络安全包括：实体安全、运行安全、\_数据安全\_\_和内容安全

38. 数字水印应"透明"、"\_健壮\_"和"安全"。

39. 在TCP／IP网络中，测试连通性的常用命令是\_\_ping\_。

40. 如果加密密钥和解密密钥\_\_相同\_\_，这种密码体制称为对称密码体制。

41. 网络安全是一个系统性概念，不仅包括网络信息的存储安全，还要涉及信息的产生、传输和\_使用过程\_\_\_\_\_\_中的安全。

42. 防抵赖技术的常用方法是\_\_数字签名\_\_。

43. Windows的日志文件很多，但主要是\_\_系统日志\_\_\_、应用程序日志和安全日志三个。网络安全主要涉及网络安全威胁的主要类型、网络攻击的手段、网络安全机制、网络安全技术以及\_\_信息安全等级标准\_\_等方面内容。

44. 在屏蔽主机结构中，屏蔽路由器使用包过滤技术，它只允许\_\_堡垒主机\_\_与外部通信，

45. 防范计算机病毒主要从管理和\_技术\_两方面着手。

46. 黑客对网络的攻击方式是多种多样的，一般来讲，攻击总是利用"\_系统配置的缺陷\_"，"操作系统的安全漏洞"或"通信协议的安全漏洞"来进行的。

47. GB/T 9387.2-1995定义了5大类 \_安全服务\_\_，提供这些服务的8种\_安全机制\_\_以及相应的开放系统互连的安全管理，并可根据具体系统适当地配置于OSI模型的七层协议中。

48. 从明文到密文的变换过程称为\_加密\_。

49. PKI的核心部分是\_CA\_\_\_ ，它同时也是数字证书的签发机构。

50. \_堡垒主机\_\_是一种配置了安全防范措施的网络上的计算机，

51. 应该说网络节点处的安全和\_\_通信链路\_\_\_\_\_上的安全共同构成了网络系统的安全体系。

52. 信息保障不仅包含安全防护的概念，更重要的是增加了主动和积极的\_\_防御\_\_\_\_观念。

53. 以极大的通信量冲击网络，使得所有可用网络资源都被消耗殆尽，最后导致合法的用户请求就无法通过，这种攻击称之为\_带宽攻击\_\_。

54. 常规密钥密码体制又称为\_\_对称密钥密码体制\_\_，是在公开密钥密码体制以前使用的密码体制。

三、判断题

1. 为使机房内的三度达到规定的要求，空调系统、去湿机、除尘器是必不可少的设备。对

2. 恶意代码包括计算机病毒、蠕虫病毒、特洛伊木马程序、移动代码及间谍软件等。对

3. 安全管理从范畴上讲，涉及物理安全策略、访问控制策略、信息加密策略和网络安全管理策略。对

4. 防火墙既可以是一台路由器、一台计算机，也可以是由多台主机构成的体系。对

5. 在信息保障的概念下，信息安全保障的PDRR模型的内涵已经超出了传统的信息安全保密的范畴。对

6. 漏洞是指任何可以造成破坏系统或信息的弱点。对

7. 用户的密码一般应设置为8位以上。对

8. 公共密钥密码体制在密钥管理上比对称密钥密码体制更为安全。 对

9. 按计算机病毒的传染方式来分类，可分为良性病毒和恶性病毒。对

10. 最小特权、纵深防御是网络安全原则之一。对

11. TCSEC是美国的计算机安全评估机构和安全标准制定机构。对

12. 计算机病毒的传染和破坏主要是动态进行的。对

13. 认证技术是防止不法分子对信息系统进行主动攻击的一种重要技术。对

14. 可用性是指授权用户在需要时能不受其他因素的影响，方便地使用所需信息。 对

15. 国标GB2887－2000将供电方式分为了3类。对

16. 安全审计技术是网络安全的关键技术之一。对

17. 计算机信息系统的安全威胁同时来自内、外两个方面。对

18. 计算机病毒也是一种程序，它在某些条件下激活，起干扰破坏作用，并能传染到其他程序中。对

19. PGP使用的是非对称密钥技术。 对

20. 木马不是病毒。 对

21. 发起大规模的DDoS攻击通常要控制大量的中间网络或系统。对

22. 在设计系统安全策略时要首先评估可能受到的安全威胁。对

23. 计算机数据恢复在实际生活当中可以百分百恢复。错

24. 用杀病毒程序可以清除所有的病毒。错

25. 在计算机系统安全中，人的作用相对于软件，硬件和网络而言，不是很重要。错

26. 统计表明，网络安全威胁主要来自内部网络，而不是Internet。错

27. 电脑运行速度明显变慢一定是中病毒了。错

28. 我的计算机在网络防火墙之内，所以其他用户不可能对我计算机造成威胁。错

29. 蠕虫、特洛伊木马和病毒其实是一回事。错

30. 网络安全应具有以下四个方面的特征：保密性、完整性、可用性、可查性。错

31. 系统安全的责任在于IT技术人员，最终用户不需要了解安全问题。错

32. 格式化过后的计算机，原来的数据就找不回来了。错

33. 密码保管不善属于操作失误的安全隐患。错

34. 只要设置了足够强壮的口令，黑客不可能侵入到计算机中。错

35. 实体安全又称之为运行安全。错

36. 计算机机房的安全等级分为A、B、C、D等四个等级。错

37. 目前入侵检测系统可以及时的阻止黑客的攻击。错

38. "特洛伊木马"（Trojan Horse）程序是黑客进行IP欺骗的病毒程序。错

39. 工作人员的服装和鞋最好用化纤材料制作。错

40. 为了防御网络监听，最常用的方法是采用物理传输。错

41. C类机房必须配备防水设备。错

42. 使用最新版本的网页浏览器软件可以防御黑客攻击。错

43. 在Winodws NT操作系统中每一个对象（如文件，用户等）都具备多个SID。错

44. 病毒攻击是危害最大、影响最广、发展最快的攻击技术。错

45. 只要选择一种最安全的操作系统，整个系统就可以保障安全。错

46. 安全审计就是日志的记录。错

47. 拒绝服务是一种系统安全机制，它保护系统以防黑客对计算机网络的攻击。错

48. 对于一个计算机网络来说，依靠防火墙即可以达到对网络内部和外部的安全防护。错

49. PGP在只能对文件、邮件加密，不能实现身份验证的功能。错

50. 可用性是指信息在整个生命周期内都可由合法拥有者加以安全的控制。错

51. 在使用计算机时，最常见的病毒传播媒介是软盘。错

52. 能够达到C2级别的常见操作系统有： WindowsNT、Windows2000和Windows XP。错

53. 计算机病毒只会破坏磁盘上的数据和文件。错

54. 网络安全服务所需的网络安全机制包括数据真实性机制。错

55. 计算机病毒是计算机系统中自动产生的。错

56. 造成计算机不能正常工作的原因若不是硬件故障，就是计算机病毒。错

信息技术模拟考试题

1、计算机预防病毒感染有效的措施是( D )。

A.定期对计算机重新安装系统

B.不要把U盘和有病毒的U盘放在一起

C.不准往计算机中拷贝软件

D.给计算机安装防病毒的软件，并常更新

2、一个512MB的U盘能存储 B 字节(Byte)的数据量。

A.512×8

B.512×1024×1024

C.512×1024

D.512×1024×8

3、计算机病毒是 (B )。

A.计算机系统自生的

B.一种人为特制的计算机程序

C.主机发生故障时产生的

D.可传染疾病给人体

4、在计算机内部，数据是以 (A )形式加工、处理和传送的。

A.二进制码

B.八进制码

C.十进制码

D.十六进制码

5、下面列出的四种存储器中，断电后正在处理的信息会丢失的存储器是 (A) 。

A.RAM

B.ROM

C.PROM

D.EPROM

6、信息技术的四大基本技术是计算机技术、传感技术、控制技术和 (C) 。

A.生物技术

B.媒体技术

C.通信技术

D.传播技术

7、内存和外存相比，其主要特点是( C )。

A.能存储大量信息

B.能长期保存信息

C.存取速度快

D.能同时存储程序和数据

8、二十世纪末，人类开始进入 ( C )。

A. 电子时代

B. 农业时代

C. 信息时代

D. 工业时代

9、关于信息的说法，以下叙述中正确的是(D)。

A. 收音机就是一种信息

B. 一本书就是信息

C. 一张报纸就是信息

D. 报上登载的足球赛的消息是信息

10、下列不属于信息的是( C　 )。

A.报上登载的举办商品展销会的消息

B.电视中的计算机产品广告

C.计算机

D.各班各科成绩

11、多媒体信息不包括( 　D )。

A.影像、动画

B.文字、图形

C.音频、视频

D.硬盘、网卡

12、信息技术包括计算机技术、传感技术和(　C　 )。

A.编码技术

B.电子技术

C.通信技术

D.显示技术

13、使用大规模和超大规模集成电路作为计算机元件的计算机是( D　 )。

A.第一代计算机

B.第二代计算机

C.第三代计算机

D.第四代计算机

14、计算机系统由哪几部分组成( 　B )。

A.主机和外部设备

B.软件系统和硬件系统

C.主机和软件系统

D.操作系统和硬件系统

15、计算机的软件系统包括( 　B )。

A.程序和数据

B.系统软件与应用软件

C.操作系统与语言处理程序

D.程序、数据与文档

16、微型计算机中，I/O设备的含义是( 　C )。

A .输入设备

B.输出设备

C.输入输出设备

D.控制设备

17、在以下所列设备中,属于计算机输入设备的是( A　 )。

A.键盘

B.打印机

C.显示器

D.绘图仪

18、下列软件属于系统软件的是( 　D ) 。

A.PowerPoint

B.Word2007

C.Excel 2007

D.Windows 2007

19、某单位的人事档案管理程序属于( B　 )。

A.图形处理软件

B.应用软件

C.系统软件

D.字处理软件

20、以下哪一组软件都是应用软件( 　C )。

A.DOS、WINDOWS、WORD、EXCEL、VFP

B.WORD、EXCEL、UNIX、游戏、杀毒软件

C.游戏、POWERPOINT、WORD、EXCEL

D.WORD、DOS、EXCEL、声音编辑软件

1. 信息安全策略的制定和维护中，最重要是要保证其\_\_\_\_和相对稳定性。A

A 明确性 B 细致性 C 标准性 D 开放性

2. \_\_\_\_是企业信息安全的核心。C

A 安全教育 B 安全措施 C 安全管理 D 安全设施

3.编制或者在计算机程序中插入的破坏计算机功能或者毁坏数据，影响计算机使用，并能自我复制的一组计算机指令或者程序代码是\_\_\_\_。A

A 计算机病毒 B 计算机系统 C 计算机游戏 D 计算机程序

4.许多与PKI相关的协议标准(如PKIX、S/MIME、SSL、TLS、IPSec)等都是在\_\_\_\_基础上发展起来的。B

A X.500 B X.509 C X.519 D X.505

5. \_\_\_\_是PKI体系中最基本的元素，PKI系统所有的安全操作都是通过该机制采实现的。2016年三级信息安全技术考试试题及答案2016年三级信息安全技术考试试题及答案。D

A SSL B IARA C RA D 数字证书

6. 基于密码技术的访问控制是防止\_\_\_\_的主要防护手段。A

A 数据传输泄密 B 数据传输丢失 C 数据交换失败 D 数据备份失败

7. 避免对系统非法访问的主要方法是\_\_\_\_。C

A 加强管理 B 身份认证 C 访问控制 D 访问分配权限

8. 对保护数据来说，功能完善、使用灵活的\_\_\_\_必不可少。B

A 系统软件 B 备份软件 C 数据库软件 D 网络软件

9.信息安全PDR模型中，如果满足\_\_\_\_，说明系统是安全的。A

A Pt>Dt+Rt B Dt>Pt+Rt C Dt< font> D Pt< font>

10. 在一个信息安全保障体系中，最重要的核心组成部分为\_\_\_\_。B

A 技术体系 B 安全策略 C 管理体系 D 教育与培训

11. 《计算机信息系统安全保护条例》规定，计算机信息系统的安全保护工作，重点维护国家事务、经济建设、国防建设、尖端科学技术等重要领域的\_\_\_\_的安全。2016年三级信息安全技术考试试题及答案文章2016年三级信息安全技术考试试题及答案出自http://www.gkstk.com/article/wk-46339052596301.html，转载请保留此链接！。C

A 计算机 B 计算机软件系统 C 计算机信息系统 D 计算机操作人员

12. 《计算机信息系统安全保护条例》规定，国家对计算机信息系统安全专用产品的销售实行\_\_\_\_。A

A 许可证制度 B 3C认证 C IS09000认证 D 专卖制度

13. 《互联网上网服务营业场所管理条例》规定，互联网上网服务营业场所经营单位\_\_\_\_。C

A 可以接纳未成年人进入营业场所 B 可以在成年人陪同下，接纳未成年人进入营业场所

C 不得接纳未成年人进入营业场所 D 可以在白天接纳未成年人进入营业场所

14. \_\_\_\_是一种架构在公用通信基础设施上的专用数据通信网络，利用IPSec等网络层安全协议和建立在PKI的加密与签名技术来获得私有性。C

A SET B DDN C VPN D PKIX

15. 《计算机信息系统安全保护条例》规定，运输、携带、邮寄计算机信息媒体进出境的，应当如实向\_\_。B

A 国家安全机关申报 B 海关申报 C 国家质量检验监督局申报 D 公安机关申报

16. 《计算机信息系统安全保护条例》规定，故意输入计算机病毒以及其他有害数据危害计算机信息系统安全的，或者未经许可出售计算机信息系统安全专用产品的，由公安机关处以警告或者对个人处以\_\_\_\_的罚款、对单位处以\_\_\_\_的罚款。A

A 5000元以下 15000元以下 B 5000元 15000元

C 2000元以下 10000元以下 D 2000元 10000元

17. 计算机犯罪，是指行为人通过\_\_\_\_所实施的危害\_\_\_\_安全以及其他严重危害社会的并应当处以刑罚的行为。2016年三级信息安全技术考试试题及答案计算机等级考试题库。A

A 计算机操作 计算机信息系统 B 数据库操作 计算机信息系统

C 计算机操作 应用信息系统 D 数据库操作 管理信息系统

18. 策略应该清晰，无须借助过多的特殊一通用需求文档描述，并且还要有具体的\_\_\_\_。C

A 管理支持 C 实施计划 D 补充内容 B 技术细节

19.系统备份与普通数据备份的不同在于，它不仅备份系统中的数据，还备份系统中安装的应用程序、数据库系统、用户设置、系统参数等信息，以便迅速\_\_\_\_。A

A 恢复整个系统B 恢复所有数据 C 恢复全部程序 D 恢复网络设置

20.在一个企业网中，防火墙应该是\_\_\_\_的一部分，构建防火墙时首先要考虑其保护的范围。D

A 安全技术 B 安全设置 C 局部安全策略 D 全局安全策略

有效管理TCP/IP网络 样题

单选题

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

1:您的一台WINS服务器出现复制故障。您希望检查“计算机管理”控制台中的WINS统计资料。下列各项统计信息中，哪一项所显示的信息是关于WINS服务器在最后一次指定复制间隔到来时所启动的复制过程的？( 2 分)

A:最后一次周期复制。

B:最后一次手动复制。

C:最后一次网络复制更新。

D:以上都不对。

答案:A

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

2:已知目标计算机的IP地址却不知道其MAC地址时，应该通过哪个协议来解决？( 2 分)

A:IP

B:ARP

C:RARP

D:BOOTP

答案:B

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

3:以下哪种协议可以允许用户通过Internet进行相互通信？( 2 分)

A:NetBEUI

B:IPX/SPX

C:TCP/IP

D:AppleTalk

答案:C

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

4:TCP滑动窗口的功能是什么？( 2 分)

A:使得窗口尺寸更大，以便一次可以发送更多的数据，从而更加有效地利用带宽。

B:窗口的尺寸根据每个数据报进行滑动以接收数据，从而更有效地利用带宽。

C:在TCP会话过程中，允许动态协商窗口尺寸的大小，从而更加有效地利用带宽。

D:限制进入的数据，使得分段必须逐个发送，不是有效的带宽的利用方式。

答案:C

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

5:下列对于传输控制协议（TCP）和用户数据报协议（UDP）的陈述哪一个是正确的？( 2 分)

A:由于存在像数据包排序和数据包确认一样的高层处理，所以UDP速度较慢

B:由于发送的数据包不会被确认，而且丢失的数据包不会被要求重新发送，所以TCP是不可靠的

C:如果要求两台主机之间必须建立可靠、安全的通信连接，而且应当保证传输正确的话，通常使用TCP

D:如果不要求实时通信，但是却要求两台主机之间使用安全通路的话，通常使用UDP

答案:C

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

6:如果企业使用ADSL技术接入互联网，那么在请求拨号连接向导中应该选择：( 2 分)

A:使用调制解调器、ISDN适配器或其它设备接入

B:使用虚拟专用网络连接（VPN）

C:使用以太网上的PPP连接

D:以上均不正确

答案:A

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

7:下面有关DNS安装，正确的是：( 2 分)

A:可以安装在Windows2000 Professional上

B:DNS属于Windows2000的网络服务

C:安装好DNS后需要授权

D:DNS服务无法和WINS服务共存

答案:B

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

8:关于TCP/IP连接过程中的第二次握手中，描述最贴切的是：( 2 分)

A:源主机A发给目的的主机序号为1234567，那目的主机回复给源主机的确认序号为1234566。源主机收到目的主机的回复报文并记录下目的的主机序号

B:源主机A发给目的的主机序号为1234567，那目的主机回复给源主机的确认序号为1234568。源主机收到目的主机的回复报文并记录下目的的主机序号

C:源主机A发送给目的主机的序号为1234567，目的主机收到报文后记录该序号

D:源主机A发送给目的主机的序号为1234567，目的主机收到报文后开始建立通讯

答案:B

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

9:你是公司网管，网络中包括一个单独的IP子网，使用DHCP分配IP。你安装了WINS服务以减少名称解析中的广播交通。

过了一些天，用户报告网络太慢了。你调查发现广播没有减少。下一步应如何查看？( 2 分)

A:检查WINS服务器是否有客户机的注册记录

B:检查WINS服务器是否有其他WINS服务器的注册记录

C:检查WINS服务器服务是否开启

D:检查WINS服务器是否存在静态记录

答案:A

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

10:某部分DNS服务运行于一台支持动态更新的Unix服务器上。Windows 2000 Professional和Windows NT 4.0工作站的客户使用一台安装了Windows 2000成员服务器版的DHCP服务器以例获取TCP/IP配置。如果从DHCP客户上发送主机(A)记录和指针(PTR)记录的动态更新信息到DNS服务器，以下哪种方式最容易?( 2 分)

A:根据运行Unix的DNS服务器的IP地址配置每一台DHCP客户机

B:根据DHCP服务器的服务器选项(Server Options)配置运行Unix的DNS服务器的IP地址，并配置DHCP服务器的DNS属性发送来自所有DHCP客户的动态更新信息

C:什么也不用做。主机(A)记录和指针(PTR)记录将被自动更新

D:以上都不对。Unix的DNS服务器不接受Windows DHCP客户的动态更新

答案:B

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

11:下面哪一项没有正确描述TCP/IP协议族？( 2 分)

A:与OSI参考模型的上层进行严格的映射。

B:支持所有标准的物理层和数据链路层协议。

C:通过数据报序列传送信息。

D:在接收端将数据报重新组装成完整的信息。

答案:A

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

12:ICMP测试的目的是什么( 2 分)

A:确定消息是否能到达其目的地，如果不能，则确定可能的原因。

B:保证网络中的所有活动都是受检测的。

C:确定网络是否是根据模型建立的。

D:确定网络是处于控制模型还是用户模型。

答案:A

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

13:使用哪种方法可以将客户机的IP地址由静态设置修改为动态设置？( 2 分)

A:ipconfig/release

B:ipconfig/renew

C:禁用后再启用网卡

D:修改网卡的TCP/IP属性

答案:D

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

14:某台客户机手工静态设置了WINS服务器的地址，但同时在DHCP服务器中，又通过服务器选项、作用域选项和客户保留选项分别指定了不同WINS服务器的地址。在客户机进行名称解析时，会采用哪个配置的WINS服务器的地址？( 2 分)

A:手工静态设置的WINS服务器地址

B:服务器选项指定的WINS服务器地址

C:作用域选项指定的WINS服务器地址

D:客户保留选项指定的WINS服务器地址

答案:A

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

15:在DNS区域中创建邮件交换记录时，需要设置优先级来指明邮件服务器的优先选择顺序。请问，哪个数字表示服务器具有最高的优先级？( 2 分)

A:10

B:9

C:1

D:0

答案:D

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

16:当你使用cache服务器发现网络流量非常大，查看是DNS解析的交通，如何？( 2 分)

A:增大服务器中DNS记录的SOA记录

B:减小服务器中DNS记录的SOA记录

C:增大服务器中DNS记录的PTR记录

D:减小服务器中DNS记录的PTR记录

答案:A

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

17:在OSI模型中表示层的功能由对应TCP/IP层次模型的哪一层完成：( 2 分)

A:应用层

B:传输层

C:网络层

D:物理层

答案:A

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

18:某部门的网络上有若干Windows 2000和Windows NT 4.0服务器。域控制器、DNS服务器和DHCP服务器上个月已全部升级为Windows 2000。为了建立DHCP服务器的容错能力，重新启用了一台已不再使用但仍然在网上的旧的Windows NT 4.0服务器。为了测试DHCP功能，创建了若干虚设的作用域并激活了它们。相信在活动目录中对该DHCP服务器授权之前，它将不会有效。但是在第二天上午，就有大量用户抱怨说不能连接到网络。那么，原因是什么呢?( 2 分)

A:Windows 2000域控制器已自动为Windows NT 4.O DHCP服务器授权

B:Windows NT.4.0 DHCP服务器已自动在活动上当中为自己授权

C:Windows 2000 DHCP服务器已将Windows NT 4.0作为辅助DHCP服务器

D:Windows NT4.0 DHCP服务器不需在活动目录中授权即可开始工作

答案:D

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

19:安装Windows 2000时，TCP/IP网络协议是默认安装的。按照OSI协议，有关该协

议的工作层，下面的哪项描述是正确的？( 2 分)

A:TCP在会话层进行工作，IP在传输层进行工作

B:TCP在传输层进行工作，IP在网络层进行工作

C:TCP在网络层进行工作，IP在传输层进行工作

D:TCP和IP都在传输层进行工作

答案:B

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

20:以下有关DHCP授权，正确的是:( 2 分)

A:没有授权DHCP无法正常工作

B:只有存在AD的情况下才要求授权

C:只有域管理员可以授权

D:授权只是一个法律问题，与技术无关

答案:B

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

21:您的一位同事按照下图对Windows 2000 WINS客户的TCP/IP属性做了配置： 当该客户试图连接网络上的其他计算机时，他可能面临着以下哪种故障（请选择所有正确选项）？( 2 分)

A:他将无法用主机名连接远程网段上的其他计算机。

B:他将无法用主机名连接本网段上的其他计算机。

C:他将无法在网络上运行任何NetBIOS应用程序。

D:以上都不对。

答案:C

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

22:在下列给出的协议中，哪个不是TCP/IP的应用层协议？( 2 分)

A:HTTP

B:FTP

C:TCP

D:POP3

答案:C

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

23:某企业申请了一个NIC已分配的C类网段 206.0.125.0，该企业有三个部门要接入网络，此时管理员欲划分三个可用的子网，每个子网最少有25个可用的节点，在下列的选项中不能正常使用的一组是：( 2 分)

A:有效IP范围：206.0.125.33－206.0.125.62广播地址：206.0.125.63

B:有效IP范围：206.0.125.65－206.0.125.94广播地址：206.0.125.95

C:有效IP范围：206.0.125.163－206.0.125.190广播地址：206.0.125.191

D:有效IP范围：206.0.125.129－206.0.125.158广播地址：206.0.125.159

答案:C

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

24:你是公司网管，公司内包含3个子网。你希望你的DNS服务器允许客户使用主机名浏览同一子网内的Web服务器。所有的Web服务器的主机名相同，不管它在哪个子网里。你要做的工作是？( 2 分)

A:在主DNS上，创建三个A记录指向同一主机名的三个网段的Web服务器

B:在主DNS上，创建1个A记录指向同一主机名的本网段的Web服务器

C:在主DNS上，创建三个A记录指向不同主机名的三个网段的Web服务器

D:在主DNS上，创建1个A记录指向同一主机名的1个网段的Web服务器，另外两个使用CNAME名

答案:A

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

25:DHCP服务器配置了多个地址作用域为多个网络段提供IP地址，同时需要为所有客户机配置DNS服务器选项。如果网络中公用一台DNS服务器，使用以下哪中选项配置最简单？( 2 分)

A:服务器选项

B:作用域选项

C:类选项

D:客户机保留选项

答案:A

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

26:你是公司网管，网络中包括2台Win2k Server和50台windows2000 professional。 你使用DHCP动态分配IP。你配置DNS服务器自动更新DHCP客户端的正向和反向查找区域。你发现在反向查找区域PTR记录涉及15台客户机，而另外35台没有PTK记录。如何解决？( 3 分)

A:配置客户机使他们向DNS注册A记录

B:配置客户机是他们不在DNS服务器上注册域名

C:配置DHCP服务器更新那些不支持动态更新的客户机

D:配置DHCP服务器更新DNS，即使客户机没有提出请求

答案:D

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

27:在企业网络的防火墙上拒绝所有发往外网接口的SYN包，那么，下列说法中正确的是：( 3 分)

A:网络内部将不可以聊OICQ

B:到外网的DNS解析将失效

C:不能让外网的任何主机主动建立连接

D:网络内部的访问将受到限制

答案:C

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

28:你是Win2k网络网管，在单域中有三台Win2k域控制器。主DNS服务器安装在域控制器dc1.contoso.com上，从DNS服务安装在成员服务器srv1.contoso.com和srv2.contoso.com上。你希望提高DNS的容错性能并优化复制和区域传递的管理。你要做的工作是？( 3 分)

A:升级从DNS所在成员控制器为域控制器

B:将成员控制器加入主DNS服务器通知名单中

C:将DNS从成员控制器删除，在域控制器上安装DNS，将当前的zone转换为AD集成zone

D:设置在SOA记录中的TTL为最小值

答案:C

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

29:你是网管，你配置Win2k服务器为网络中的DNS服务器。你创建了Staandard primary forward lookup zone（标准主ZONE）和reverse lookup zone（反向ZONE)。

你发现当使用nslookup命令时，你无法将IP地址解析为主机名。你还发现运行Tracert.exe,你得到如下错误信息：‘Unable to resolve target system name’如何做？( 3 分)

A:为正向查找创建A记录

B:为反向查找创建A记录

C:为正向查找创建PTR记录

D:为反向查找创建PTR记录

答案:D

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

30:在查看路由信息时，“通讯协议”字段列显示为“本地”的路由条目表示的是何种含义？( 3 分)

A:手工添加的静态路由

B:通过路由协议学习到的路由

C:网络接口直连及默认的路由条目

D:路由表范例，无路由用途

答案:C

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

多选题

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

31:从网络上删除WINS服务器后，其拥有的记录通常继续分布于复制WINS环境的其他服务器上。在某些情况下WINS不会删除不在网络上活动的服务器拥有的项目，可能造成这种情况的原因有：( 2 分)

A:由非活动WINS服务器创建的静态映射将继续在网络上的其他活动的WINS服务器之间进行复制

B:WINS服务器会从其他活动的服务器上拉记录

C:在非活动WINS服务器上注册的动态映射不会立即从WINS数据库中删除

D:WINS服务的记录已经失效

答案:AC

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

32:以下为Internet层协议是:( 2 分)

A:IP

B:ARP

C:ICMP

D:IGMP

答案:ABCD

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

33:某网络的一台Windows 2000成员服务器上已安装了DNS服务。在安装服务时，即创建了名为Testdomain.com的正向搜索区。下列哪些资源记录是自动在Testdomain.com区中创建的?( 2 分)

A:SOA

B:NS

C:MX

D:CNAME

答案:AB

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

34:IP路由表能够用来存储下列哪些类型的路由：( 2 分)

A:主机路由

B:网络路由

C:默认路由

D:除此之外的其它类型的路由

答案:ABC

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

35:以下哪种情况下，WINS客户机会向WINS服务器发送名称释放请求？( 2 分)

A:WINS客户机网卡禁用时

B:WINS客户机关闭系统时

C:WINS客户机停止已注册的网络服务时

D:WINS客户机宕机时

答案:BC

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

36:以下哪些为DNS的记录类型?( 3 分)

A:A记录

B:PTR记录

C:Netbios记录

D:SOA记录

答案:ABD

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

37:当一个用户无法使用网络中的DNS服务器解析外部域名时，管理员可以采取哪些办法来查找故障原因：( 3 分)

A:查看DNS服务器的类型是否为主DNS

B:查看DNS服务器能否与公网上的DNS通讯

C:使用路由跟踪命令查看到外部DNS的链路是否存在故障

D:使用nslookup命令查看DNS解析的结果

答案:BC

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

38:在配置DNS和WINS集成查找功能时，需要在哪些计算机上进行相应的配置工作才能实现？( 3 分)

A:DNS服务器

B:WINS服务器

C:客户机

D:域控制器

答案:AC

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

39:以下有关域名解析，正确的是：( 3 分)

A:可以分为正向查询和反向查询

B:可以分为反复查询和第归查询

C:可以分为区域查询和全面查询

D:可以分为即时查询和等待查询

答案:AB

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

40:如果WINS客户端A和非WINS客户端B位于不同的网段，为了使其可以相互解析名称并通讯，应使用哪些方法来解决这个问题：( 3 分)

A:利用静态映射

B:使用WINS代理

C:再建立一个独立的WINS服务器

D:修改WINS客户端的设置

答案:AB

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

判断题

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

41:静态的IP地址和DHCP服务器提供给DHCP客户端的永久租用的IP地址是一种方式。( 2 分)

A:正确

B:错误

答案:B

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

42:出于对网络安全管理的考虑，在Windows 2000中安装了DHCP功能后可以直接使用。( 2 分)

A:正确

B:错误

答案:B

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

43:使用动态IP地址时，网络中必须要有一台以上的DHCP服务器。( 2 分)

A:正确

B:错误

答案:A

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

44:DHCP服务器不一定使用静态IP地址，也就是说DHCP服务器的IP地址是不固定的。( 2 分)

A:正确

B:错误

答案:B

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

45:TCP/IP大致分为4个层次：应用层、传输层、互联网层和网络接口层。( 2 分)

A:正确

B:错误

答案:A

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

信息技术模拟考试题

1、计算机预防病毒感染有效的措施是( D )。

A.定期对计算机重新安装系统

B.不要把U盘和有病毒的U盘放在一起

C.不准往计算机中拷贝软件

D.给计算机安装防病毒的软件，并常更新

2、一个512MB的U盘能存储 B 字节(Byte)的数据量。

A.512×8

B.512×1024×1024

C.512×1024

D.512×1024×8

3、计算机病毒是 (B )。

A.计算机系统自生的

B.一种人为特制的计算机程序

C.主机发生故障时产生的

D.可传染疾病给人体

4、在计算机内部，数据是以 (A )形式加工、处理和传送的。

A.二进制码

B.八进制码

C.十进制码

D.十六进制码

5、下面列出的四种存储器中，断电后正在处理的信息会丢失的存储器是 (A) 。

A.RAM

B.ROM

C.PROM

D.EPROM

6、信息技术的四大基本技术是计算机技术、传感技术、控制技术和 (C) 。

A.生物技术

B.媒体技术

C.通信技术

D.传播技术

7、内存和外存相比，其主要特点是( C )。

A.能存储大量信息

B.能长期保存信息

C.存取速度快

D.能同时存储程序和数据

8、二十世纪末，人类开始进入 ( C )。

A. 电子时代

B. 农业时代

C. 信息时代

D. 工业时代

9、关于信息的说法，以下叙述中正确的是(D)。

A. 收音机就是一种信息

B. 一本书就是信息

C. 一张报纸就是信息

D. 报上登载的足球赛的消息是信息

10、下列不属于信息的是( C　 )。

A.报上登载的举办商品展销会的消息

B.电视中的计算机产品广告

C.计算机

D.各班各科成绩

11、多媒体信息不包括( 　D )。

A.影像、动画

B.文字、图形

C.音频、视频

D.硬盘、网卡

12、信息技术包括计算机技术、传感技术和(　C　 )。

A.编码技术

B.电子技术

C.通信技术

D.显示技术

13、使用大规模和超大规模集成电路作为计算机元件的计算机是( D　 )。

A.第一代计算机

B.第二代计算机

C.第三代计算机

D.第四代计算机

14、计算机系统由哪几部分组成( 　B )。

A.主机和外部设备

B.软件系统和硬件系统

C.主机和软件系统

D.操作系统和硬件系统

15、计算机的软件系统包括( 　B )。

A.程序和数据

B.系统软件与应用软件

C.操作系统与语言处理程序

D.程序、数据与文档

16、微型计算机中，I/O设备的含义是( 　C )。

A .输入设备

B.输出设备

C.输入输出设备

D.控制设备

17、在以下所列设备中,属于计算机输入设备的是( A　 )。

A.键盘

B.打印机

C.显示器

D.绘图仪

18、下列软件属于系统软件的是( 　D ) 。

A.PowerPoint

B.Word2007

C.Excel 2007

D.Windows 2007

19、某单位的人事档案管理程序属于( B　 )。

A.图形处理软件

B.应用软件

C.系统软件

D.字处理软件

20、以下哪一组软件都是应用软件( 　C )。

A.DOS、WINDOWS、WORD、EXCEL、VFP

B.WORD、EXCEL、UNIX、游戏、杀毒软件

C.游戏、POWERPOINT、WORD、EXCEL

D.WORD、DOS、EXCEL、声音编辑软件

1. 信息安全策略的制定和维护中，最重要是要保证其\_\_\_\_和相对稳定性。A

A 明确性 B 细致性 C 标准性 D 开放性

2. \_\_\_\_是企业信息安全的核心。C

A 安全教育 B 安全措施 C 安全管理 D 安全设施

3.编制或者在计算机程序中插入的破坏计算机功能或者毁坏数据，影响计算机使用，并能自我复制的一组计算机指令或者程序代码是\_\_\_\_。A

A 计算机病毒 B 计算机系统 C 计算机游戏 D 计算机程序

4.许多与PKI相关的协议标准(如PKIX、S/MIME、SSL、TLS、IPSec)等都是在\_\_\_\_基础上发展起来的。B

A X.500 B X.509 C X.519 D X.505

5. \_\_\_\_是PKI体系中最基本的元素，PKI系统所有的安全操作都是通过该机制采实现的。2016年三级信息安全技术考试试题及答案2016年三级信息安全技术考试试题及答案。D

A SSL B IARA C RA D 数字证书

6. 基于密码技术的访问控制是防止\_\_\_\_的主要防护手段。A

A 数据传输泄密 B 数据传输丢失 C 数据交换失败 D 数据备份失败

7. 避免对系统非法访问的主要方法是\_\_\_\_。C

A 加强管理 B 身份认证 C 访问控制 D 访问分配权限

8. 对保护数据来说，功能完善、使用灵活的\_\_\_\_必不可少。B

A 系统软件 B 备份软件 C 数据库软件 D 网络软件

9.信息安全PDR模型中，如果满足\_\_\_\_，说明系统是安全的。A

A Pt>Dt+Rt B Dt>Pt+Rt C Dt< font> D Pt< font>

10. 在一个信息安全保障体系中，最重要的核心组成部分为\_\_\_\_。B

A 技术体系 B 安全策略 C 管理体系 D 教育与培训

11. 《计算机信息系统安全保护条例》规定，计算机信息系统的安全保护工作，重点维护国家事务、经济建设、国防建设、尖端科学技术等重要领域的\_\_\_\_的安全。2016年三级信息安全技术考试试题及答案文章2016年三级信息安全技术考试试题及答案出自http://www.gkstk.com/article/wk-46339052596301.html，转载请保留此链接！。C

A 计算机 B 计算机软件系统 C 计算机信息系统 D 计算机操作人员

12. 《计算机信息系统安全保护条例》规定，国家对计算机信息系统安全专用产品的销售实行\_\_\_\_。A

A 许可证制度 B 3C认证 C IS09000认证 D 专卖制度

13. 《互联网上网服务营业场所管理条例》规定，互联网上网服务营业场所经营单位\_\_\_\_。C

A 可以接纳未成年人进入营业场所 B 可以在成年人陪同下，接纳未成年人进入营业场所

C 不得接纳未成年人进入营业场所 D 可以在白天接纳未成年人进入营业场所

14. \_\_\_\_是一种架构在公用通信基础设施上的专用数据通信网络，利用IPSec等网络层安全协议和建立在PKI的加密与签名技术来获得私有性。C

A SET B DDN C VPN D PKIX

15. 《计算机信息系统安全保护条例》规定，运输、携带、邮寄计算机信息媒体进出境的，应当如实向\_\_。B

A 国家安全机关申报 B 海关申报 C 国家质量检验监督局申报 D 公安机关申报

16. 《计算机信息系统安全保护条例》规定，故意输入计算机病毒以及其他有害数据危害计算机信息系统安全的，或者未经许可出售计算机信息系统安全专用产品的，由公安机关处以警告或者对个人处以\_\_\_\_的罚款、对单位处以\_\_\_\_的罚款。A

A 5000元以下 15000元以下 B 5000元 15000元

C 2000元以下 10000元以下 D 2000元 10000元

17. 计算机犯罪，是指行为人通过\_\_\_\_所实施的危害\_\_\_\_安全以及其他严重危害社会的并应当处以刑罚的行为。2016年三级信息安全技术考试试题及答案计算机等级考试题库。A

A 计算机操作 计算机信息系统 B 数据库操作 计算机信息系统

C 计算机操作 应用信息系统 D 数据库操作 管理信息系统

18. 策略应该清晰，无须借助过多的特殊一通用需求文档描述，并且还要有具体的\_\_\_\_。C

A 管理支持 C 实施计划 D 补充内容 B 技术细节

19.系统备份与普通数据备份的不同在于，它不仅备份系统中的数据，还备份系统中安装的应用程序、数据库系统、用户设置、系统参数等信息，以便迅速\_\_\_\_。A

A 恢复整个系统B 恢复所有数据 C 恢复全部程序 D 恢复网络设置

20.在一个企业网中，防火墙应该是\_\_\_\_的一部分，构建防火墙时首先要考虑其保护的范围。D

A 安全技术 B 安全设置 C 局部安全策略 D 全局安全策略

一、单项选择题

1. 非法接收者在截获密文后试图从中分析出明文的过程称为（ A ）

A. 破译 B. 解密 C. 加密 D. 攻击

2. 以下有关软件加密和硬件加密的比较，不正确的是（ B ）

A. 硬件加密对用户是透明的，而软件加密需要在操作系统或软件中写入加密程序

B. 硬件加密的兼容性比软件加密好

C. 硬件加密的安全性比软件加密好

D. 硬件加密的速度比软件加密快

3. 下面有关3DES的数学描述，正确的是（ B ）

A. C=E(E(E(P, K1), K1), K1) B. C=E(D(E(P, K1), K2), K1)

C. C=E(D(E(P, K1), K1), K1) D. C=D(E(D(P, K1), K2), K1)

4. PKI无法实现（ D ）

A. 身份认证 B. 数据的完整性 C. 数据的机密性 D. 权限分配

5. CA的主要功能为（ D ）

A. 确认用户的身份

B. 为用户提供证书的申请、下载、查询、注销和恢复等操作

C. 定义了密码系统的使用方法和原则

D. 负责发放和管理数字证书

6. 数字证书不包含（ B ）

A. 颁发机构的名称 B. 证书持有者的私有密钥信息

C. 证书的有效期 D. CA签发证书时所使用的签名算法

7. “在因特网上没有人知道对方是一个人还是一条狗”这个故事最能说明（ A ）

A. 身份认证的重要性和迫切性 B. 网络上所有的活动都是不可见的

C. 网络应用中存在不严肃性 D. 计算机网络是一个虚拟的世界

8. 以下认证方式中，最为安全的是（ D ）

A. 用户名+密码 B. 卡+密钥 C. 用户名+密码+验证码 D. 卡+指纹

9. 将通过在别人丢弃的废旧硬盘、U盘等介质中获取他人有用信息的行为称为（ D ）

A. 社会工程学 B. 搭线窃听 C. 窥探 D. 垃圾搜索

10. ARP欺骗的实质是（ A ）

A. 提供虚拟的MAC与IP地址的组合 B. 让其他计算机知道自己的存在

C. 窃取用户在网络中传输的数据 D. 扰乱网络的正常运行

11. TCP SYN泛洪攻击的原理是利用了（ A ）

A. TCP三次握手过程 B. TCP面向流的工作机制

C. TCP数据传输中的窗口技术 D. TCP连接终止时的FIN报文

12. DNSSEC中并未采用（ C ）

A. 数字签名技术 B. 公钥加密技术 C. 地址绑定技术 D. 报文摘要技术

13. 当计算机上发现病毒时，最彻底的清除方法为（ A ）

A. 格式化硬盘 B. 用防病毒软件清除病毒

C. 删除感染病毒的文件 D. 删除磁盘上所有的文件

14. 木马与病毒的最大区别是（ B ）

A. 木马不破坏文件，而病毒会破坏文件

B. 木马无法自我复制，而病毒能够自我复制

C. 木马无法使数据丢失，而病毒会使数据丢失

D. 木马不具有潜伏性，而病毒具有潜伏性

15. 经常与黑客软件配合使用的是（ C ）

A. 病毒 B. 蠕虫 C. 木马 D. 间谍软件

16. 目前使用的防杀病毒软件的作用是（ C ）

A. 检查计算机是否感染病毒，并消除已感染的任何病毒

B. 杜绝病毒对计算机的侵害

C. 检查计算机是否感染病毒，并清除部分已感染的病毒

D. 查出已感染的任何病毒，清除部分已感染的病毒

17. 死亡之ping属于（ B ）

A. 冒充攻击 B. 拒绝服务攻击 C. 重放攻击 D. 篡改攻击

18. 泪滴使用了IP数据报中的（ A ）

A. 段位移字段的功能 B. 协议字段的功能

C. 标识字段的功能 D. 生存期字段的功能

19. ICMP泛洪利用了（ C ）

A. ARP命令的功能 B. tracert命令的功能

C. ping命令的功能 D. route命令的功能

20. 将利用虚假IP地址进行ICMP报文传输的攻击方法称为（ D ）

A. ICMP泛洪 B. LAND攻击 C. 死亡之ping D. Smurf攻击

21. 以下哪一种方法无法防范口令攻击（A ）

A. 启用防火墙功能 B. 设置复杂的系统认证口令

C. 关闭不需要的网络服务 D. 修改系统默认的认证名称

22． 以下设备和系统中，不可能集成防火墙功能的是（ A ）

A.集线器 B. 交换机 C. 路由器 D. Windows Server 2003操作系统

23. 对“防火墙本身是免疫的”这句话的正确理解是（ B ）

A. 防火墙本身是不会死机的

B. 防火墙本身具有抗攻击能力

C. 防火墙本身具有对计算机病毒的免疫力

D. 防火墙本身具有清除计算机病毒的能力

24. 以下关于传统防火墙的描述，不正确的是（ A ）

A. 即可防内，也可防外

B. 存在结构限制，无法适应当前有线网络和无线网络并存的需要

C. 工作效率较低，如果硬件配置较低或参数配置不当，防火墙将成形成网络瓶颈

D. 容易出现单点故障

25. 下面对于个人防火墙的描述，不正确的是（ C ）

A. 个人防火墙是为防护接入互联网的单机操作系统而出现的

B. 个人防火墙的功能与企业级防火墙类似，而配置和管理相对简单

C. 所有的单机杀病毒软件都具有个人防火墙的功能

D. 为了满足非专业用户的使用，个人防火墙的配置方法相对简单

26.VPN的应用特点主要表现在两个方面，分别是（ A ）

A. 应用成本低廉和使用安全 B. 便于实现和管理方便

C. 资源丰富和使用便捷 D. 高速和安全

27. 如果要实现用户在家中随时访问单位内部的数字资源，可以通过以下哪一种方式实现（ C ）

A. 外联网VPN B. 内联网VPN C. 远程接入VPN D. 专线接入

28. 在以下隧道协议中，属于三层隧道协议的是（ D ）

A. L2F B. PPTP C. L2TP D. IPSec

29.以下哪一种方法中，无法防范蠕虫的入侵。（ B ）

A. 及时安装操作系统和应用软件补丁程序

B. 将可疑邮件的附件下载等文件夹中，然后再双击打开

C. 设置文件夹选项，显示文件名的扩展名

D. 不要打开扩展名为VBS、SHS、PIF等邮件附件

30. 以下哪一种现象，一般不可能是中木马后引起的（ B ）

A. 计算机的反应速度下降，计算机自动被关机或是重启

B. 计算机启动时速度变慢，硬盘不断发出“咯吱，咯吱”的声音

C. 在没有操作计算机时，而硬盘灯却闪个不停

D. 在浏览网页时网页会自动关闭，软驱或光驱会在无盘的情况下读个不停

31.下面有关DES的描述，不正确的是 （A）

A. 是由IBM、Sun等公司共同提出的 B. 其结构完全遵循Feistel密码结构

C. 其算法是完全公开的 D. 是目前应用最为广泛的一种分组密码算法

32． “信息安全”中的“信息”是指 （C）

A、以电子形式存在的数据 B、计算机网络

C、信息本身、信息处理过程、信息处理设施和信息处理都

D、软硬件平台

33. 下面不属于身份认证方法的是（ C）

A. 口令认证 B. 智能卡认证 C. 姓名认证 D. 指纹认证

34. 数字证书不包含 （ B）

A. 颁发机构的名称 B. 证书持有者的私有密钥信息

C. 证书的有效期 D. CA签发证书时所使用的签名算法

35. 套接字层（Socket Layer）位于（B ）

A. 网络层与传输层之间 B. 传输层与应用层之间

C. 应用层 D. 传输层

36. 下面有关SSL的描述，不正确的是（ D）

A. 目前大部分Web浏览器都内置了SSL协议

B. SSL协议分为SSL握手协议和SSL记录协议两部分

C. SSL协议中的数据压缩功能是可选的

D. TLS在功能和结构上与SSL完全相同

37. 在基于IEEE 802.1x与Radius组成的认证系统中，Radius服务器的功能不包括（ D ）

A. 验证用户身份的合法性 B. 授权用户访问网络资源

C. 对用户进行审计 D. 对客户端的MAC地址进行绑定

38. 在生物特征认证中，不适宜于作为认证特征的是（ D ）

A. 指纹 B. 虹膜 C. 脸像 D. 体重

39. 防止重放攻击最有效的方法是（ B ）

A. 对用户账户和密码进行加密 B. 使用“一次一密”加密方式

C. 经常修改用户账户名称和密码 D. 使用复杂的账户名称和密码

40. 计算机病毒的危害性表现在（ B ）

A. 能造成计算机部分配置永久性失效 B. 影响程序的执行或破坏用户数据与程序

C. 不影响计算机的运行速度 D. 不影响计算机的运算结果

41. 下面有关计算机病毒的说法，描述正确的是（ C ）

A. 计算机病毒是一个MIS程序

B. 计算机病毒是对人体有害的传染性疾病

C. 计算机病毒是一个能够通过自身传染，起破坏作用的计算机程序

D. 计算机病毒是一段程序，只会影响计算机系统，但不会影响计算机网络

42 计算机病毒具有（ A ）

A. 传播性、潜伏性、破坏性 B. 传播性、破坏性、易读性

C. 潜伏性、破坏性、易读性 D. 传播性、潜伏性、安全性

43. 目前使用的防杀病毒软件的作用是（C ）

A. 检查计算机是否感染病毒，并消除已感染的任何病毒

B. 杜绝病毒对计算机的侵害

C. 检查计算机是否感染病毒，并清除部分已感染的病毒

D. 查出已感染的任何病毒，清除部分已感染的病毒

44 在DDoS攻击中，通过非法入侵并被控制，但并不向被攻击者直接发起攻击的计算机称为（ B）

A. 攻击者 B. 主控端 C. 代理服务器 D. 被攻击者

45. 对利用软件缺陷进行的网络攻击，最有效的防范方法是（ A ）

A. 及时更新补丁程序 B. 安装防病毒软件并及时更新病毒库

C. 安装防火墙 D. 安装漏洞扫描软件

46. 在IDS中，将收集到的信息与数据库中已有的记录进行比较，从而发现违背安全策略的行为，这类操作方法称为（ A ）

A. 模式匹配 B. 统计分析 C. 完整性分析 D. 不确定

47. IPS能够实时检查和阻止入侵的原理在于IPS拥有众多的（ C ）

A. 主机传感器 B. 网络传感器 C. 过滤器 D. 管理控制台

48. 将利用虚假IP地址进行ICMP报文传输的攻击方法称为（ D ）

A. ICMP泛洪 B. LAND攻击 C. 死亡之ping D. Smurf攻击

49. 以下哪一种方法无法防范口令攻击（ A ）

A. 启用防火墙功能 B. 设置复杂的系统认证口令

C. 关闭不需要的网络服务 D. 修改系统默认的认证名称

50. 在分布式防火墙系统组成中不包括（ D ）

A. 网络防火墙 B. 主机防火墙 C. 中心管理服务器 D. 传统防火墙

51 下面对于个人防火墙未来的发展方向，描述不准确的是（ D ）

A. 与xDSL Modem、无线AP等网络设备集成

B. 与防病毒软件集成，并实现与防病毒软件之间的安全联动

C. 将个人防火墙作为企业防火墙的有机组成部分

D. 与集线器等物理层设备集成

52. 在以下各项功能中，不可能集成在防火墙上的是（ D ）

A. 网络地址转换（NAT） B. 虚拟专用网（VPN）

C. 入侵检测和入侵防御 D. 过滤内部网络中设备的MAC地址

53. 当某一服务器需要同时为内网用户和外网用户提供安全可靠的服务时，该服务器一般要置于防火墙的（ C ）

A. 内部 B. 外部 C. DMZ区 D. 都可以

54. 以下关于状态检测防火墙的描述，不正确的是（ D ）

A. 所检查的数据包称为状态包，多个数据包之间存在一些关联

B. 能够自动打开和关闭防火墙上的通信端口

C. 其状态检测表由规则表和连接状态表两部分组成

D. 在每一次操作中，必须首先检测规则表，然后再检测连接状态表

55. 在以下的认证方式中，最不安全的是（ A ）

A. PAP B. CHAP C. MS-CHAP D. SPAP

56. 以下有关VPN的描述，不正确的是（ C）

A. 使用费用低廉 B. 为数据传输提供了机密性和完整性

C. 未改变原有网络的安全边界 D. 易于扩展

57. 目前计算机网络中广泛使用的加密方式为（ C ）

A. 链路加密 B. 节点对节点加密 C. 端对端加密 D. 以上都是

58. 以下有关软件加密和硬件加密的比较，不正确的是（ B ）

A. 硬件加密对用户是透明的，而软件加密需要在操作系统或软件中写入加密程序

B. 硬件加密的兼容性比软件加密好

C. 硬件加密的安全性比软件加密好

D. 硬件加密的速度比软件加密快

59 对于一个组织，保障其信息安全并不能为其带来直接的经济效益，相反还会付出较大的成本，那么组织为什么需要信息安全？ （ D ）

A. 有多余的经费 B. 全社会都在重视信息安全，我们也应该关注

C. 上级或领导的要求 D. 组织自身业务需要和法律法规要求

二、填空题

1. 根据密码算法对明文处理方式的标准不同，可以将密码系统分为 序列密码 和分组密码。

2. PKI的技术基础包括 公开密钥体制 和 加密机制 两部分。

3. 零知识身份认证分为 交互式和 非交互式两种类型。

4 DNS同时调用了TCP和UDP的53端口，其中 udp53 端口用于DNS客户端与DNS服务器端的通信，而 TCP53端口用于DNS区域之间的数据复制。

5. 与病毒相比，蠕虫的最大特点是消耗 计算机内存和 网络带宽。

6. 在网络入侵中，将自己伪装成合法用户来攻击系统的行为称为冒充；复制合法用户发出的数据，然后进行重发，以欺骗接收者的行为称为 重放；中止或干扰服务器为合法用户提供服务的行为称为 服务拒绝。

7. 在LAND攻击中，LAND攻击报文的 源IP地址和 目的IP地址是相同的。

8. 防火墙将网络分割为两部分，即将网络分成两个不同的安全域。对于接入Internet的局域网，其中 局域网属于可信赖的安全域，而 Internet属于不可信赖的非安全域。

9. 防火墙一般分为路由模式和透明模式两类。当用防火墙连接同一网段的不同设备时，可采用 透明模式防火墙；而用防火墙连接两个完全不同的网络时，则需要使用

路由模式防火墙。

10 VPN系统中的身份认证技术包括 用户身份认证和 信息认证两种类型。

11用公钥加密数据，然后用私钥解密数据的过程称为 加密 ；利用私钥加密数据，然后用公钥解密数据的过程称为 数字签名 。

12 在PKI/PMI系统中，一个合法用户只拥有一个唯一的 公钥证书 ，但可能会同时拥有多个不同的 属性证书 。

13 计算机网络安全领域的3A是指认证、 授权 和 审计 。

14 SSL是一种综合利用 对称加密 和 非对称加密 技术进行安全通信的工业标准。

15 扫描技术主要分为 主机扫描安全和 网络安全扫描 两种类型。

16. 在IDS的报警中，可以分为错误报警和正确的报警两种类型。其中错误报警中，将IDS工作于正常状态下产生的报警称为 误报 ；而将IDS对已知的入侵活动未产生报警的现象称为 漏报 。

17. 状态检测防火墙是在传统包过滤防火墙的基础上发展而来的，所以将传统的包过滤防火墙称为 静态包过滤 防火墙，而将状态检测防火墙称为 动态包过滤 防火墙。

18. VPN是利用Internet等 公共网络 的基础设施，通过 隧道 技术，为用户提供一条与专网相同的安全通道。公共网络 隧道

19. VPN系统中的三种典型技术分别是 隧道技术、 身份认证技术 、 和加密技术。

20. 目前身份认证技术可分为PKI和非PKI两种类型，其中在VPN的用户身份认证中一般采用 非PKI 认证方式，而信息认证中采用 PKI 认证方式。

三、判断题

1． 链路加密方式适用于在广域网系统中应用。（ N ）

2. “一次一密”属于序列密码中的一种。（ Y ）

3. 当通过浏览器以在线方式申请数字证书时，申请证书和下载证书的计算机必须是同一台计算机。（ Y ）

4. PKI和PMI在应用中必须进行绑定，而不能在物理上分开。（ N ）

5.在网络身份认证中采用审计的目的是对所有用户的行为进行记录，以便于进行核查。（ Y）

6. 由于在TCP协议的传输过程中，传输层需要将从应用层接收到的数据以字节为组成单元划分成多个字节段，然后每个字节段单独进行路由传输，所以TCP是面向字节流的可靠的传输方式。（Y ）

7. ARP缓存只能保存主动查询获得的IP和MAC的对应关系，而不会保存以广播形式接收到的IP和MAC的对应关系。（ N ）

8.计算机病毒只会破坏计算机的操作系统，而对其他网络设备不起作用。（ N ）

9. 脚本文件和ActiveX控件都可以嵌入在HTML文件中执行。（Y ）

10. 要实现DDoS攻击，攻击者必须能够控制大量的计算机为其服务。（ Y ）

11．Feistel是密码设计的一个结构，而非一个具体的密码产品。（ Y ）

12. 暴力破解与字典攻击属于同类网络攻击方式，其中暴力破解中所采用的字典要比字典攻击中使用的字典的范围要大。（ Y ）

13. DHCP服务器只能给客户端提供IP地址和网关地址，而不能提供DNS服务器的IP地址。（ N ）

14. 间谍软件能够修改计算机上的配置文件。（ N ）

15. 蠕虫既可以在互联网上传播，也可以在局域网上传播。而且由于局域网本身的特性，蠕虫在局域网上传播速度更快，危害更大。（ Y ）

16. 与IDS相比，IPS具有深层防御的功能。（ Y ）

17. 当硬件配置相同时，代理防火墙对网络运行性能的影响要比包过滤防火墙小。（N）

18. 在传统的包过滤、代理和状态检测3类防火墙中，只有状态检测防火墙可以在一定程度上检测并防止内部用户的恶意破坏。（ Y ）

19. 防火墙一般采用“所有未被允许的就是禁止的”和“所有未被禁止的就是允许的”两个基本准则，其中前者的安全性要比后者高。（ Y ）

20. 在利用VPN连接两个LAN时，LAN中必须使用TCP/IP协议。（ N ）

四、名词解释

1、DNS缓存中毒

答：DNS为了提高查询效率，采用了缓存机制，把用户查询过的最新记录存放在缓存中，并设置生存周期（Time To Live，TTL）。在记录没有超过TTL之前，DNS缓存中的记录一旦被客户端查询，DNS服务器（包括各级名字服务器）将把缓存区中的记录直接返回给客户端，而不需要进行逐级查询，提高了查询速率。DNS缓存中毒利用了DNS缓存机制，在DNS服务器的缓存中存入大量错误的数据记录主动供用户查询。由于缓存中大量错误的记录是攻击者伪造的，而伪造者可能会根据不同的意图伪造不同的记录。由于DNS服务器之间会进行记录的同步复制，所以在TTL内，缓存中毒的DNS服务器有可能将错误的记录发送给其他的DNS服务器，导致更多的DNS服务器中毒。

2．机密性、完整性、可用性、可控性

答：机密性是确保信息不暴露给未经授权的人或应用进程；完整性是指只有得到允许的人或应用进程才能修改数据，并且能够判别出数据是否已被更改；可用性是指只有得到授权的用户在需要时才可以访问数据，即使在网络被攻击时也不能阻碍授权用户对网络的使用；可控性是指能够对授权范围内的信息流向和行为方式进行控制

3．PMI

答：PMI（授权管理基础设施）是在PKI发展的过程中为了将用户权限的管理与其公钥的管理分离，由IETF提出的一种标准。PMI的最终目标就是提供一种有效的体系结构来管理用户的属性。PMI以资源管理为核心，对资源的访问控制权统一交由授权机构统一处理。同PKI相比，两者主要区别在于PKI证明用户是谁，而PMI证明这个用户有什么权限、能干什么。PMI需要PKI为其提供身份认证。PMI实际提出了一个新的信息保护基础设施，能够与PKI紧密地集成，并系统地建立起对认可用户的特定授权，对权限管理进行系统的定义和描述，完整地提供授权服务所需过程。

4．防火墙

答：防火墙是指设置在不同网络（如可信赖的企业内部局域网和不可信赖的公共网络）之间或网络安全域之间的一系列部件的组合，通过监测、限制、更改进入不同网络或不同安全域的数据流，尽可能地对外部屏蔽网络内部的信息、结构和运行状况，以防止发生不可预测的、潜在破坏性的入侵，实现网络的安全保护。

5．VPN

答：VPN（虚拟专用网）是利用Internet等公共网络的基础设施，通过隧道技术，为用户提供一条与专用网络具有相同通信功能的安全数据通道，实现不同网络之间以及用户与网络之间的相互连接。从VPN的定义来看，其中“虚拟”是指用户不需要建立自己专用的物理线路，而是利用Internet等公共网络资源和设备建立一条逻辑上的专用数据通道，并实现与专用数据通道相同的通信功能；“专用网络”是指这一虚拟出来的网络并不是任何连接在公共网络上的用户都能够使用的，而是只有经过授权的用户才可以使用。同时，该通道内传输的数据经过了加密和认证，从而保证了传输内容的完整性和机密性。

6．对称加密与非对称加密

答：在一个加密系统中，加密和解密使用同一个密钥，这种加密方式称为对称加密，也称为单密钥加密（2分）。如果系统采用的是双密钥体系，存在两个相互关联的密码，其中一个用于加密，另一个用于解密，这种加密方法称为非对称加密，也称为公钥加密。（2分）

7． PKI

答：PKI（公钥基础设施）是利用密码学中的公钥概念和加密技术为网上通信提供的符合标准的一整套安全基础平台。PKI能为各种不同安全需求的用户提供各种不同的网上安全服务所需要的密钥和证书，这些安全服务主要包括身份识别与鉴别（认证）、数据保密性、数据完整性、不可否认性及时间戳服务等，从而达到保证网上传递信息的安全、真实、完整和不可抵赖的目的（2分）。PKI的技术基础之一是公开密钥体制（1分）；PKI的技术基础之二是加密机制（1分）

8． DNSSEC

答：DNSSEC（域名系统安全扩展）是在原有的域名系统（DNS）上通过公钥技术，对DNS中的信息进行数字签名，从而提供DNS的安全认证和信息完整性检验（2分）。发送方首先使用Hash函数对要发送的DNS信息进行计算，得到固定长度的“信息摘要”，然后对“信息摘要”用私钥进行加密，此过程实现了对“信息摘要”的数字签名；最后将要发送的DNS信息、该DNS信息的“信息摘要”以及该“信息摘要”的数字签名，一起发送出来（1分）。接收方首先采用公钥系统中的对应公钥对接收到的“信息摘要”的数字签名进行解密，得到解密后的“信息摘要”；接着用与发送方相同的Hash函数对接收到的DNS信息进行运算，得到运算后的“信息摘要”；最后，对解密后的 “信息摘要”和运算后的“信息摘要”进行比较，如果两者的值相同，就可以确认接收到的DNS信息是完整的，即是由正确的DNS服务器得到的响应

9． DoS攻击

答：DoS（拒绝服务）攻击是一种实现简单但又很有效的攻击方式。DoS攻击的目的就是让被攻击主机拒绝用户的正常服务访问，破坏系统的正常运行，最终使用户的部分Internet连接和网络系统失效（2分）。最基本的DoS攻击就是利用合理的服务请求来占用过多的服务资源，从而使合法用户无法得到服务。（2分）

10．蜜罐

答：是一种计算机网络中专门为吸引并“诱骗”哪些试图入侵他人计算机系统的人而设计的陷阱系统，设置蜜罐的目的主要是用于被侦听,被攻击，从而研究网络安全的相关技术和方法。

11．DDoS攻击

答：分布式拒绝服务（Distributed Denial of Service，DDoS）攻击指借助于客户/服务器技术，将多个计算机联合起来作为攻击平台，对一个或多个目标发动DoS攻击，从而成倍地提高拒绝服务攻击的威力。

五、简答题

1．简述ARP欺骗的实现原理及主要防范方法

答：由于ARP协议在设计中存在的主动发送ARP报文的漏洞，使得主机可以发送虚假的ARP请求报文或响应报文，报文中的源IP地址和源MAC地址均可以进行伪造（2分）。在局域网中，即可以伪造成某一台主机（如服务器）的IP地址和MAC地址的组合，也可以伪造成网关的IP地址和MAC地址的组合，ARP即可以针对主机，也可以针对交换机等网络设备（2分），等等。

目前，绝大部分ARP欺骗是为了扰乱局域网中合法主机中保存的ARP表，使得网络中的合法主机无法正常通信或通信不正常，如表示为计算机无法上网或上网时断时续等。（2分）

针对主机的ARP欺骗的解决方法：主机中静态ARP缓存表中的记录是永久性的，用户可以使用TCP/IP工具来创建和修改，如Windows操作系统自带的ARP工具，利用“arp -s 网关IP地址 网关MAC地址”将本机中ARP缓存表中网关的记录类型设置为静态（static）。（2分）

针对交换机的ARP欺骗的解决方法：在交换机上防范ARP欺骗的方法与在计算机上防范ARP欺骗的方法基本相同，还是使用将下连设备的MAC地址与交换机端口进行一一绑定的方法来实现。

2． 如下图所示，简述包过滤防火墙的工作原理及应用特点。

答：包过滤（Packet Filter）是在网络层中根据事先设置的安全访问策略（过滤规则），检查每一个数据包的源IP地址、目的IP地址以及IP分组头部的其他各种标志信息（如协议、服务类型等），确定是否允许该数据包通过防火墙（2分）。

包过滤防火墙中的安全访问策略（过滤规则）是网络管理员事先设置好的，主要通过对进入防火墙的数据包的源IP地址、目的IP地址、协议及端口进行设置，决定是否允许数据包通过防火墙。（2分）

如图所示，当网络管理员在防火墙上设置了过滤规则后，在防火墙中会形成一个过滤规则表。当数据包进入防火墙时，防火墙会将IP分组的头部信息与过滤规则表进行逐条比对，根据比对结果决定是否允许数据包通过。（2分）

包过滤防火墙主要特点：过滤规则表需要事先进行人工设置，规则表中的条目根据用户的安全要求来定；防火墙在进行检查时，首先从过滤规则表中的第1个条目开始逐条进行，所以过滤规则表中条目的先后顺序非常重要；由于包过滤防火墙工作在OSI参考模型的网络层和传输层，所以包过滤防火墙对通过的数据包的速度影响不大，实现成本较低。但包过滤防火墙无法识别基于应用层的恶意入侵。另外，包过滤防火墙不能识别IP地址的欺骗，内部非授权的用户可以通过伪装成为合法IP地址的使用者来访问外部网络，同样外部被限制的主机也可以通过使用合法的IP地址来欺骗防火墙进入内部网络。（4分）

3． 根据实际应用，以个人防火墙为主，简述防火墙的主要功能及应用特点

答：防火墙是指设置在不同网络（如可信赖的企业内部局域网和不可信赖的公共网络）之间或网络安全域之间的一系列部件的组合，通过监测、限制、更改进入不同网络或不同安全域的数据流，尽可能地对外部屏蔽网络内部的信息、结构和运行状况，以防止发生不可预测的、潜在破坏性的入侵，实现网络的安全保护。

个人防火墙是一套安装在个人计算机上的软件系统，它能够监视计算机的通信状况，一旦发现有对计算机产生危险的通信就会报警通知管理员或立即中断网络连接，以此实现对个人计算机上重要数据的安全保护。

个人防火墙是在企业防火墙的基础上发展起来，个人防火墙采用的技术也与企业防火墙基本相同，但在规则的设置、防火墙的管理等方面进行了简化，使非专业的普通用户能够容易地安装和使用。

为了防止安全威胁对个人计算机产生的破坏，个人防火墙产品应提供以下的主要功能。防止Internet上用户的攻击、阻断木马及其他恶意软件的攻击、为移动计算机提供安全保护、与其他安全产品进行集成。

4．简述L2TP协议操作过程

6． 如图所示，描述DDoS攻击的实现方法。

答：DDoS攻击是利用一批受控制的主机向一台主机发起攻击，其攻击的强度和造成的威胁要比DoS攻击严重得多，当然其破坏性也要强得多。（2分）

在整个DDoS攻击过程中，共有四部分组成：攻击者、主控端、代理服务器和被攻击者，其中每一个组成在攻击中扮演的角色不同。

（1） 攻击者。攻击者是指在整个DDoS攻击中的主控台，它负责向主控端发送攻击命令。与DoS攻击略有不同，DDoS攻击中的攻击者对计算机的配置和网络带宽的要求并不高，只要能够向主控端正常发送攻击命令即可。（2分）

（2） 主控端。主控端是攻击者非法侵入并控制的一些主机，通过这些主机再分别控制大量的代理服务器。攻击者首先需要入侵主控端，在获得对主控端的写入权限后，在主控端主机上安装特定的程序，该程序能够接受攻击者发来的特殊指令，并且可以把这些命令发送到代理服务器上。 （2分）

（3） 代理服务器。代理服务器同样也是攻击者侵入并控制的一批主机，同时攻击者也需要在入侵这些主机并获得对这些主机的写入权限后，在上面安装并运行攻击器程序，接受和运行主控端发来的命令。代理服务器是攻击的直接执行者，真正向被攻击主机发送攻击。（2分）

（4）被攻击者。是DDoS攻击的直接受害者，目前多为一些大型企业的网站或数据库系统。（2分）

7．简述IPSec隧道处理流程

8．简述GRE隧道处理流程

9、设 选择 ，利用RSA密钥算法，对26个字母中的第12个字母（L）加密，请问公开密钥与私有密钥分别是什么？加密后的密文字母是什么？（要求有计算过程）

10、试分析下列公钥密码分配体制可能受到的攻击，就如何改进可使该密钥分配具有保密和认证功能。

① A向B发送自己产生的公钥和A的身份；

② B收到消息后，产生会话密钥Ks，用公钥加 密后传送给A；

③ A用私钥解密后得到Ks

福师《TCP/IP协议原理与编程》在线作业一

一、单选题（共 40 道试题，共 80 分。）

[V](http://learn.open.com.cn/StudentCenter/OnLineJob/DoHomework.aspx?CourseExerciseID=225607&key=f7ebdcb43be9086b&SubmitCount=3)

1. 下列不属于通信子网层次的是（）。
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满分：2 分

2. 以下哪个IP地址可以在Internet上使用（）。
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满分：2 分

3. IP地址为172.16.101.20，子网掩码为255.255.255.0，则该IP地址中，网络地址占前（）位。
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满分：2 分

4. 关于网络协议，下列（）选项是正确的。
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满分：2 分

5. 下面哪一项没有正确描述TCP/IP协议族？
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满分：2 分

6. 以下哪种协议可以允许用户通过Internet进行相互通信？
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满分：2 分

7. 下面协议是动态路由协议的是（）。
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满分：2 分

8. 为了保证连接的可靠建立，TCP通常采用（）。
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![](data:image/x-wmf;base64,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)C. 自动重发机制
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满分：2 分

9. 当你使用cache服务器发现网络流量非常大，查看是DNS解析的交通，如何？
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满分：2 分

10. Intranet技术主要由一系列的组件和技术构成，Intranet的网络协议核心是（）。
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满分：2 分

11. TCP/IP协议中，在本地机上对远程机进行文件读取操作所采用的协议是（）。
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满分：2 分

12. 在OSI参考模型的各层次中，（）的数据传送单位是报文。
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满分：2 分

13. 你是公司网管，网络中包括一个单独的IP子网，使用DHCP分配IP。你安装了WINS服务以减少名称解析中的广播交通。过了一些天，用户报告网络太慢了。你调查发现广播没有减少。下一步应如何查看？
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满分：2 分

14. IP头部中，"目的IP地址"字段的长度是（）。
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满分：2 分

15. TCP/IP协议是Internet中计算机之间通信所必须共同遵循的一种（）。
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满分：2 分

16. 以下有关DHCP授权，正确的是:
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![](data:image/x-wmf;base64,183GmgAAAAAAABsAFQBgAAAAAAB/VwEACQAAA8gBAAABACMBAAAAAAQAAAADAQgABQAAAAsCAAAAAAUAAAAMAhUAGwADAAAAHgAHAAAA/AIAAP///wAAAAQAAAAtAQAACQAAAB0GIQDwABUAGwAAAAAABAAAAC0BAAAJAAAAHQYhAPAAFQAMAAAADwAFAAAACwIAAAAABQAAAAwCFQAbAAUAAAABAv///wAFAAAALgEAAAAABQAAAAIBAQAAAAQAAAAtAQAACQAAAB0GIQDwAA0ADQAEAAEAPQAAAEAJxgCIAAAAAAANAA0ABAABACgAAAANAAAADQAAAAEAAQAAAAAANAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAA////AP/4AAD4eAAA4BgAAMAIAADACAAAgAAAAIAAAACAAAAAgAAAAMAIAADACAAA4BgAAPh4AAAjAQAAQAmGAO4AAAAAAA0ADQAEAAEAKAAAAA0AAAANAAAAAQAYAAAAAAAIAgAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAD///////////////8AAAAAAAAAAAAAAAAAAAAAAAAAAAAA////////4+Pj4+Pj4+Pj4+Pj////////AAAAAAAAAAAAAAAAAKCgoOPj4+Pj4////////////////+Pj4+Pj4////wAAAAAAAAAAAACgoKBpaWn////////////////////////j4+P///8AAAAAAAAAoKCgaWlp////////////////////////////////4+Pj////AAAAAKCgoGlpaf///////////////////////////////+Pj4////wAAAACgoKBpaWn////////////////////////////////j4+P///8AAAAAoKCgaWlp////////////////////////////////4+Pj////AAAAAAAAAKCgoGlpaf///////////////////////+Pj4////wAAAAAAAAAAAACgoKBpaWlpaWn///////////////9paWlpaWn///8AAAAAAAAAAAAAAAAAoKCgoKCgaWlpaWlpaWlpaWlpoKCgoKCgAAAAAAAAAAAAAAAAAAAAAAAAAAAAAKCgoKCgoKCgoKCgoAAAAAAAAAAAAAAAAAAEAAAAJwH//wMAAAAAAA==)C. 只有域管理员可以授权

![](data:image/x-wmf;base64,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)D. 授权只是一个法律问题，与技术无关

满分：2 分

17. 传输数据时，FTP服务器和FTP客户机之间建立了（）连接。
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满分：2 分

18. 接收端发现有差错时，设法通知发送端重发，直到正确的码字收到为止，这种差错控制方法称为（）
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满分：2 分

19. "TimeToLive"字段的最大值是（）。

![](data:image/x-wmf;base64,183GmgAAAAAAABsAFQBgAAAAAAB/VwEACQAAA8gBAAABACMBAAAAAAQAAAADAQgABQAAAAsCAAAAAAUAAAAMAhUAGwADAAAAHgAHAAAA/AIAAP///wAAAAQAAAAtAQAACQAAAB0GIQDwABUAGwAAAAAABAAAAC0BAAAJAAAAHQYhAPAAFQAMAAAADwAFAAAACwIAAAAABQAAAAwCFQAbAAUAAAABAv///wAFAAAALgEAAAAABQAAAAIBAQAAAAQAAAAtAQAACQAAAB0GIQDwAA0ADQAEAAEAPQAAAEAJxgCIAAAAAAANAA0ABAABACgAAAANAAAADQAAAAEAAQAAAAAANAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAA////AP/4AAD4eAAA4BgAAMAIAADACAAAgAAAAIAAAACAAAAAgAAAAMAIAADACAAA4BgAAPh4AAAjAQAAQAmGAO4AAAAAAA0ADQAEAAEAKAAAAA0AAAANAAAAAQAYAAAAAAAIAgAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAD///////////////8AAAAAAAAAAAAAAAAAAAAAAAAAAAAA////////4+Pj4+Pj4+Pj4+Pj////////AAAAAAAAAAAAAAAAAKCgoOPj4+Pj4////////////////+Pj4+Pj4////wAAAAAAAAAAAACgoKBpaWn////////////////////////j4+P///8AAAAAAAAAoKCgaWlp////////////////////////////////4+Pj////AAAAAKCgoGlpaf///////////////////////////////+Pj4////wAAAACgoKBpaWn////////////////////////////////j4+P///8AAAAAoKCgaWlp////////////////////////////////4+Pj////AAAAAAAAAKCgoGlpaf///////////////////////+Pj4////wAAAAAAAAAAAACgoKBpaWlpaWn///////////////9paWlpaWn///8AAAAAAAAAAAAAAAAAoKCgoKCgaWlpaWlpaWlpaWlpoKCgoKCgAAAAAAAAAAAAAAAAAAAAAAAAAAAAAKCgoKCgoKCgoKCgoAAAAAAAAAAAAAAAAAAEAAAAJwH//wMAAAAAAA==)A. 127

![](data:image/x-wmf;base64,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)B. 128

![](data:image/x-wmf;base64,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)C. 255

![](data:image/x-wmf;base64,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)D. 256

满分：2 分

20. 标明WWW中超链接的定位信息的是（）。
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满分：2 分

21. 关于ARP的说法错误的是（）。
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满分：2 分

22. C类IP地址中，每个网络最多有主机数是（）。
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满分：2 分

23. 网络层协议的主要用途是什么？（）。
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满分：2 分

24. 已知目标计算机的IP地址却不知道其MAC地址时，应该通过哪个协议来解决？
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满分：2 分

25. 域名服务器上存放有internet主机的()。
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满分：2 分

26. 浏览器和WWW服务器之间传输网页使用的协议是（）。
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满分：2 分

27. 关于PPP协议, 下列哪一句（或几句）话是错误的？
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满分：2 分

28. 下列说法错误的是（）。
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满分：2 分

29. 在DNS区域中创建邮件交换记录时，需要设置优先级来指明邮件服务器的优先选择顺序。请问，哪个数字表示服务器具有最高的优先级？
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满分：2 分

30. 一个网络中的计算机要与其他计算机直接通信，必须有什么？（）。
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满分：2 分

31. FTP是TCP/IP协议簇的()协议。
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满分：2 分

32. 哪类IP地址是用作多播地址（）。
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满分：2 分

33. IP头部中，"总长"字段指的是（）。

![](data:image/x-wmf;base64,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)A. 数据长度

![](data:image/x-wmf;base64,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)B. 头部长度+选项长度

![](data:image/x-wmf;base64,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)C. 头部长度+数据长度

![](data:image/x-wmf;base64,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)D. 选项长度

满分：2 分

34. 安装Windows 2003时，TCP/IP网络协议是默认安装的。按照OSI协议，有关该协议的工作层，下面的哪项描述是正确的？
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满分：2 分

35. 在通常情况下,下列哪一种说法是错误的（）。
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满分：2 分

36. 哪类IP地址是用作多播地址（）发展而来的。
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满分：2 分

37. ping命令就是利用（）协议来测试网络的连通性。
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满分：2 分

38. ICMP测试的目的是什么

![](data:image/x-wmf;base64,183GmgAAAAAAABsAFQBgAAAAAAB/VwEACQAAA7sBAAABACMBAAAAAAQAAAADAQgABQAAAAsCAAAAAAUAAAAMAhUAGwADAAAAHgAHAAAA/AIAAP///wAAAAQAAAAtAQAACQAAAB0GIQDwABUAGwAAAAAABQAAAAsCAAAAAAUAAAAMAhUAGwAFAAAAAQL///8ABQAAAC4BAAAAAAUAAAACAQEAAAAEAAAALQEAAAkAAAAdBiEA8AANAA0ABAABAD0AAABACcYAiAAAAAAADQANAAQAAQAoAAAADQAAAA0AAAABAAEAAAAAADQAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAP///wD/+AAA+HgAAOAYAADACAAAwAgAAIAAAACAAAAAgAAAAIAAAADACAAAwAgAAOAYAAD4eAAAIwEAAEAJhgDuAAAAAAANAA0ABAABACgAAAANAAAADQAAAAEAGAAAAAAACAIAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAA////////////////AAAAAAAAAAAAAAAAAAAAAAAAAAAAAP///////+Pj4+Pj4+Pj4+Pj4////////wAAAAAAAAAAAAAAAACgoKDj4+Pj4+P////////////////j4+Pj4+P///8AAAAAAAAAAAAAoKCgaWlp////////////////////////4+Pj////AAAAAAAAAKCgoGlpaf///////////wAAAAAAAP///////////+Pj4////wAAAACgoKBpaWn///////8AAAAAAAAAAAAAAAD////////j4+P///8AAAAAoKCgaWlp////////AAAAAAAAAAAAAAAA////////4+Pj////AAAAAKCgoGlpaf///////////wAAAAAAAP///////////+Pj4////wAAAAAAAACgoKBpaWn////////////////////////j4+P///8AAAAAAAAAAAAAoKCgaWlpaWlp////////////////aWlpaWlp////AAAAAAAAAAAAAAAAAKCgoKCgoGlpaWlpaWlpaWlpaaCgoKCgoAAAAAAAAAAAAAAAAAAAAAAAAAAAAACgoKCgoKCgoKCgoKAAAAAAAAAAAAAAAAAABAAAACcB//8DAAAAAAA=)A. 确定消息是否能到达其目的地，如果不能，则确定可能的原因。

![](data:image/x-wmf;base64,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)B. 保证网络中的所有活动都是受检测的。

![](data:image/x-wmf;base64,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)C. 确定网络是否是根据模型建立的。
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满分：2 分

39. 停-等协议的主要缺点是（）。
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满分：2 分

40. 下列哪个协议不是TCP/IP的应用层协议?（）
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满分：2 分

**二、判断题（共 5 道试题，共 10 分。）**

[**V**](http://learn.open.com.cn/StudentCenter/OnLineJob/DoHomework.aspx?CourseExerciseID=225607&key=f7ebdcb43be9086b&SubmitCount=3&SectionIndex=2)

1. OSI参考模型并不是一个具体的计算机设备或网络，而是一个逻辑结构。
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满分：2 分

2. 路由器要有路由协议处理功能，决定信息传递的最佳路径。
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满分：2 分

3. 静态的IP地址和DHCP服务器提供给DHCP客户端的永久租用的IP地址是一种方式。
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满分：2 分

4. 网络层的主要任务是寻址，以保证发送信息能到达目的地。
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满分：2 分

5. 电子邮件在Internet上的传送则是通过SMTP实现的。
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满分：2 分

**三、多选题（共 5 道试题，共 10 分。）**

[**V**](http://learn.open.com.cn/StudentCenter/OnLineJob/DoHomework.aspx?CourseExerciseID=225607&key=f7ebdcb43be9086b&SubmitCount=3&S&SectionIndex=3)

1. IP路由表能够用来存储下列哪些类型的路由：
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满分：2 分

2. 在配置DNS和WINS集成查找功能时，需要在哪些计算机上进行相应的配置工作才能实现？
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![](data:image/x-wmf;base64,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)B. WINS服务器

![](data:image/x-wmf;base64,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)C. 客户机

![](data:image/x-wmf;base64,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)D. 域控制器

满分：2 分

3. 以下为Internet层协议是:

![](data:image/x-wmf;base64,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)A. IP

![](data:image/x-wmf;base64,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)B. ARP

![](data:image/x-wmf;base64,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)C. ICMP

![](data:image/x-wmf;base64,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)D. IGMP

满分：2 分

4. 以下哪种情况下，WINS客户机会向WINS服务器发送名称释放请求？

![](data:image/x-wmf;base64,183GmgAAAAAAABsAFQBgAAAAAAB/VwEACQAAA34BAAABACMBAAAAAAQAAAADAQgABQAAAAsCAAAAAAUAAAAMAhUAGwADAAAAHgAHAAAA/AIAAP///wAAAAQAAAAtAQAACQAAAB0GIQDwABUAGwAAAAAABAAAAC0BAAAJAAAAHQYhAPAAFQAMAAAADwAFAAAACwIAAAAABQAAAAwCFQAbAAUAAAABAv///wAFAAAALgEAAAAABQAAAAIBAQAAACMBAABACSAAzAAAAAAADQANAAQAAQAoAAAADQAAAA0AAAABABgAAAAAAAgCAAAAAAAAAAAAAAAAAAAAAAAA////////////////////////////////////////////////////AKCgoOPj4+Pj4+Pj4+Pj4+Pj4+Pj4+Pj4+Pj4+Pj4+Pj4+Pj4////wCgoKBpaWn////////////////////////////////////j4+P///8AoKCgaWlp////////////////////////////////////4+Pj////AKCgoGlpaf///////////////////////////////////+Pj4////wCgoKBpaWn////////////////////////////////////j4+P///8AoKCgaWlp////////////////////////////////////4+Pj////AKCgoGlpaf///////////////////////////////////+Pj4////wCgoKBpaWn////////////////////////////////////j4+P///8AoKCgaWlp////////////////////////////////////4+Pj////AKCgoGlpaf///////////////////////////////////+Pj4////wCgoKBpaWlpaWlpaWlpaWlpaWlpaWlpaWlpaWlpaWlpaWnj4+P///8AoKCgoKCgoKCgoKCgoKCgoKCgoKCgoKCgoKCgoKCgoKCgoKCg////AAQAAAAnAf//AwAAAAAA)A. WINS客户机网卡禁用时

![](data:image/x-wmf;base64,183GmgAAAAAAABsAFQBgAAAAAAB/VwEACQAAA3EBAAABACMBAAAAAAQAAAADAQgABQAAAAsCAAAAAAUAAAAMAhUAGwADAAAAHgAHAAAA/AIAAP///wAAAAQAAAAtAQAACQAAAB0GIQDwABUAGwAAAAAABQAAAAsCAAAAAAUAAAAMAhUAGwAFAAAAAQL///8ABQAAAC4BAAAAAAUAAAACAQEAAAAjAQAAQAkgAMwAAAAAAA0ADQAEAAEAKAAAAA0AAAANAAAAAQAYAAAAAAAIAgAAAAAAAAAAAAAAAAAAAAAAAP///////////////////////////////////////////////////wCgoKDj4+Pj4+Pj4+Pj4+Pj4+Pj4+Pj4+Pj4+Pj4+Pj4+Pj4+P///8AoKCgaWlp////////////////////////////////////4+Pj////AKCgoGlpaf///////////wAAAP///////////////////+Pj4////wCgoKBpaWn///////8AAAAAAAAAAAD////////////////j4+P///8AoKCgaWlp////AAAAAAAAAAAAAAAAAAAA////////////4+Pj////AKCgoGlpaf///wAAAAAAAP///wAAAAAAAAAAAP///////+Pj4////wCgoKBpaWn///8AAAD///////////8AAAAAAAAAAAD////j4+P///8AoKCgaWlp////////////////////////AAAAAAAA////4+Pj////AKCgoGlpaf///////////////////////////wAAAP///+Pj4////wCgoKBpaWn////////////////////////////////////j4+P///8AoKCgaWlpaWlpaWlpaWlpaWlpaWlpaWlpaWlpaWlpaWlp4+Pj////AKCgoKCgoKCgoKCgoKCgoKCgoKCgoKCgoKCgoKCgoKCgoKCgoP///wAEAAAAJwH//wMAAAAAAA==)B. WINS客户机关闭系统时

![](data:image/x-wmf;base64,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)C. WINS客户机停止已注册的网络服务时

![](data:image/x-wmf;base64,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)D. WINS客户机宕机时

满分：2 分

5. 某网络的一台Windows 2000成员服务器上已安装了DNS服务。在安装服务时，即创建了名为Testdomain.com的正向搜索区。下列哪些资源记录是自动在Testdomain.com区中创建的?

![](data:image/x-wmf;base64,183GmgAAAAAAABsAFQBgAAAAAAB/VwEACQAAA3EBAAABACMBAAAAAAQAAAADAQgABQAAAAsCAAAAAAUAAAAMAhUAGwADAAAAHgAHAAAA/AIAAP///wAAAAQAAAAtAQAACQAAAB0GIQDwABUAGwAAAAAABQAAAAsCAAAAAAUAAAAMAhUAGwAFAAAAAQL///8ABQAAAC4BAAAAAAUAAAACAQEAAAAjAQAAQAkgAMwAAAAAAA0ADQAEAAEAKAAAAA0AAAANAAAAAQAYAAAAAAAIAgAAAAAAAAAAAAAAAAAAAAAAAP///////////////////////////////////////////////////wCgoKDj4+Pj4+Pj4+Pj4+Pj4+Pj4+Pj4+Pj4+Pj4+Pj4+Pj4+P///8AoKCgaWlp////////////////////////////////////4+Pj////AKCgoGlpaf///////////wAAAP///////////////////+Pj4////wCgoKBpaWn///////8AAAAAAAAAAAD////////////////j4+P///8AoKCgaWlp////AAAAAAAAAAAAAAAAAAAA////////////4+Pj////AKCgoGlpaf///wAAAAAAAP///wAAAAAAAAAAAP///////+Pj4////wCgoKBpaWn///8AAAD///////////8AAAAAAAAAAAD////j4+P///8AoKCgaWlp////////////////////////AAAAAAAA////4+Pj////AKCgoGlpaf///////////////////////////wAAAP///+Pj4////wCgoKBpaWn////////////////////////////////////j4+P///8AoKCgaWlpaWlpaWlpaWlpaWlpaWlpaWlpaWlpaWlpaWlp4+Pj////AKCgoKCgoKCgoKCgoKCgoKCgoKCgoKCgoKCgoKCgoKCgoKCgoP///wAEAAAAJwH//wMAAAAAAA==)A. SOA
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![](data:image/x-wmf;base64,183GmgAAAAAAABsAFQBgAAAAAAB/VwEACQAAA34BAAABACMBAAAAAAQAAAADAQgABQAAAAsCAAAAAAUAAAAMAhUAGwADAAAAHgAHAAAA/AIAAP///wAAAAQAAAAtAQAACQAAAB0GIQDwABUAGwAAAAAABAAAAC0BAAAJAAAAHQYhAPAAFQAMAAAADwAFAAAACwIAAAAABQAAAAwCFQAbAAUAAAABAv///wAFAAAALgEAAAAABQAAAAIBAQAAACMBAABACSAAzAAAAAAADQANAAQAAQAoAAAADQAAAA0AAAABABgAAAAAAAgCAAAAAAAAAAAAAAAAAAAAAAAA////////////////////////////////////////////////////AKCgoOPj4+Pj4+Pj4+Pj4+Pj4+Pj4+Pj4+Pj4+Pj4+Pj4+Pj4////wCgoKBpaWn////////////////////////////////////j4+P///8AoKCgaWlp////////////////////////////////////4+Pj////AKCgoGlpaf///////////////////////////////////+Pj4////wCgoKBpaWn////////////////////////////////////j4+P///8AoKCgaWlp////////////////////////////////////4+Pj////AKCgoGlpaf///////////////////////////////////+Pj4////wCgoKBpaWn////////////////////////////////////j4+P///8AoKCgaWlp////////////////////////////////////4+Pj////AKCgoGlpaf///////////////////////////////////+Pj4////wCgoKBpaWlpaWlpaWlpaWlpaWlpaWlpaWlpaWlpaWlpaWnj4+P///8AoKCgoKCgoKCgoKCgoKCgoKCgoKCgoKCgoKCgoKCgoKCgoKCg////AAQAAAAnAf//AwAAAAAA)C. MX
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满分：2 分

信息安全技术试题及答案

信息安全网络基础：

一、判断题

1. 信息网络的物理安全要从环境安全和设备安全两个角度来考虑。√

2. 计算机场地可以选择在公共区域人流量比较大的地方。×

3. 计算机场地可以选择在化工厂生产车间附近。×

4. 计算机场地在正常情况下温度保持在 18~28 摄氏度。√

5. 机房供电线路和动力、照明用电可以用同一线路。×

6. 只要手干净就可以直接触摸或者擦拔电路组件，不必有进一步的措施。×

7. 由于传输的内容不同，电力线可以与网络线同槽铺设。×

8. 接地线在穿越墙壁、楼板和地坪时应套钢管或其他非金属的保护套管，钢管应与接地线做电气连通. √

9. 新添设备时应该先给设备或者部件做上明显标记，最好是明显的无法除去的标记 ,以防更换和方便查找赃物。√

10. 机房内的环境对粉尘含量没有要求。×

11. 有很高使用价值或很高机密程度的重要数据应采用加密等方法进行保护。√

12. 纸介质资料废弃应用碎纸机粉碎或焚毁。√

容灾与数据备份

一、判断题

1. 灾难恢复和容灾具有不同的含义。×

2. 数据备份按数据类型划分可以分成系统数据备份和用户数据备份。√

3. 对目前大量的数据备份来说，磁带是应用得最广的介质。√

4. 增量备份是备份从上次完全备份后更新的全部数据文件。×

5. 容灾等级通用的国际标准 SHARE 78 将容灾分成了六级。×

6. 容灾就是数据备份。×

7. 数据越重要，容灾等级越高。√

8. 容灾项目的实施过程是周而复始的。√

9. 如果系统在一段时间内没有出现问题，就可以不用再进行容灾了。×

二、单选题

1. 代表了当灾难发生后，数据的恢复程度的指标是

A.RPO B.RTO C.NRO D.SDO

2. 代表了当灾难发生后，数据的恢复时间的指标是

A.RPO B.RTO C.NRO D.SD0

3. 容灾的目的和实质是

A. 数据备份 B.心理安慰 C. 保持信息系统的业务持续性 D.系统的有益补充

4. 容灾项目实施过程的分析阶段，需要进行

A. 灾难分析 B. 业务环境分析

C. 当前业务状况分析 D. 以上均正确

5. 目前对于大量数据存储来说，容量大、成本低、技术成熟、广泛使用的介质是一一一。

A.磁盘 B. 磁带 c. 光盘 D. 自软盘

6. 下列叙述不属于完全备份机制特点描述的是一一一。

A. 每次备份的数据量较大 B. 每次备份所需的时间也就校长

C. 不能进行得太频繁 D. 需要存储空间小

7. 下面不属于容灾内容的是

A. 灾难预测 B.灾难演习 C. 风险分析 D.业务影响分析

8、IBM TSM Fastback 是一款什么软件（ ）

A、防病毒产品； B、入侵防护产品； C、上网行为管理产品； D、数据存储备份产品

9、IBM TSM Fastback产品使用的什么技术（ )

A、磁盘快照； B、文件拷贝； C、ISCSI技术； D、磁盘共享

12、IBM TSM Fastback产品DR（远程容灾）功能备份的是什么（ ）

A、应用系统； B、本地备份的数据； C、文件系统； D、数据库

三、多选题

1. 信息系统的容灾方案通常要考虑的要点有一一。

A. 灾难的类型 B. 恢复时间

C. 恢复程度 D. 实用技术

E 成本

2. 系统数据备份包括的对象有一一一。

A. 配置文件 B.日志文件 C. 用户文档 D.系统设备文件

3. 容灾等级越高，则一一一。

A. 业务恢复时间越短 C. 所需要成本越高 B. 所需人员越多 D. 保护的数据越重要

4、数据安全备份有几种策略（ ）

A、全备份； B、增量备份； C、差异备份； D、手工备份

5、建立Disaster Recovery（容灾系统）的前提是什么（ ）多选

A、自然灾害（地震、火灾，水灾...)； B、人为灾害（错误操作、黑客攻击、病毒发作...)

C、技术风险（设备失效、软件错误、电力失效...）

6、IBM TSM Fastback 可以支持数据库系统包括（ ）多选

A、MS SQL； B、Oracle； C、DB2； D、MY SQL

7、IBM TSM Fastback 可以支持的存储介质包括（ ）

A、磁带介质； B、磁盘介质； C、磁带库； D、磁盘柜

基础安全技术

系统安全

一、判断题

1. 常见的操作系统包括 DOS 、UNIX 、Linux、Windows 、 Netware 、 Oracle 等。×

2. 操作系统在概念上一般分为两部分 : 内核 (Kernel) 以及壳 (SheIl), 有些操作系统 的内核与壳完全分开 ( 如 Microsoft Windows 、 UNIX 、 Linux 等 ); 另一些的内核与壳关系紧 密 ( 如 UNIX 、 Linux 等内核及壳只是操作层次上不同而已。×

3. 域帐号的名称在域中必须是唯一的，而且也不能和本地帐号名称相同，否则会引起混乱。×

4.Windows 防火墙能帮助阻止计算机病毒和蠕虫进入用户的计算机，但该防火墙不能检测或清除已经感染计算机的病毒和蠕虫√

5. 数据库系统是一种封闭的系统，其中的数据无法由多个用户共享。×

6. 数据库安全只依靠技术即可保障。×

7. 通过采用各种技术和管理手段，可以获得绝对安全的数据库系统。×

8. 数据库管理员拥有数据库的一切权限。√

9. 完全备份就是对全部数据库数据进行备份。√

二、单选题

1.Windows 系统的用户帐号有两种基本类型，分别是全局帐号和

A. 本地帐号 B. 域帐号 C. 来宾帐号D. 局部帐号

2.Windows 系统安装完后，默认情况下系统将产生两个帐号，分别是管理员帐号和二一。

A. 本地帐号 B. 域帐号 C. 来宾帐号 D. 局部帐号

3. 计算机网络组织结构中有两种基本结构，分别是域和

A. 用户组 B. 工作组 C. 本地组 D. 全局组

4. 某公司的工作时间是上午 8 点半至 12 点，下午 1 点至 5 点半，每次系统备份需要一

个半小时，下列适合作为系统数据备份的时间是一一一。

A. 上午 8 点 B. 中午 12 点 C. 下午 3 点 D. 凌晨 1 点

5 、.FTP( 文件传输协议 ,File Transfer Protocol, 简称 HP) 服务、 SMTP( 简单邮件传 输协议 ,Simple Mail Transfer Protocol, 简称 SMTP) 服务、 HTTP( 超文本传输协议 ,Hyper Text Transport Protocol, 简称 HTTP) 、 HTIPS( 加密并通过安全端口传输的另一种 HTIm 服 务分别对应的端口是

A.25 21 80 554 B.21 25 80 443 C.21 110 80 554 D.21 25 443 554

三、多选题

1. 操作系统的基本功能有

A. 处理器管理 B. 存储管理 C. 文件管理 D. 设备管理

2.Windows 系统中的用户组包括

A. 全局组 B. 本地组

C. 特殊组 D. 标准组

3.Windows 系统登录流程中使用的系统安全模块有

A. 安全帐号管理 (Semrity Account Manager, 简称 SAM) 模块

B.Windows 系统的注册 (Winhgon) 模块

C. 本地安全认证 (Local Security Authority, 简称 LSA) 模块

D. 安全引用监控器模块

4. 数据库故障可能有

A. 磁盘故障 B. 事务内部的故障

C. 系统故障 D. 介质故障

E. 计算机病毒或恶意攻击

网络安全

一、判断题

1. 防火墙是设置在内部网络与外部网络 ( 如互联网 ) 之间，实施访问控制策略的一个或一组系统√

2. 软件防火墙就是指个人防火墙。×

3. 防火墙必须要提供 VPN 、 NAT 等功能。×

4. 即使在企业环境中，个人防火墙作为企业纵深防御的一部分也是十分必要的。√

5. 只要使用了防火墙，企业的网络安全就有了绝对的保障。×

6. 防火墙规则集应该尽可能的简单 ,- 规则集越简单，错误配置的可能性就越小，系统就越安全。√

7. 在一个有多个防火墙存在的环境中，每个连接两个防火墙的计算机或网络都是DMZ 。√

8. 所有的漏洞都是可以通过打补丁来弥补的。×

9. 通过网络扫描，可以判断目标主机的操作系统类型。√

10. 在计算机上安装防病毒软件之后，就不必担心计算机受到病毒攻击。×

11. 计算机病毒可能在用户打开 "txt" 文件时被启动。√

12. 在安全模式下木马程序不能启动。×

13. 大部分恶意网站所携带的病毒就是脚本病毒。√

14. 利用互联网传播已经成为了计算机病毒传播的一个发展趋势。√

二、单选题

1. 防火墙提供的接入模式不包括一一一。

A. 网关模式 B.透明模式 C. 混合模式 D.旁路接入模式

2. 下面关于 DMZ 区的说法错误的是

A. 通常 DMZ 包含允许来自互联网的通信可进入的设备，如 Web 服务器、 FTP 服务器、 SMTP 服务器和 DNS 服务器等

B. 内部网络可以无限制地访问外部网络以及 DMZ

C.DMZ 可以访问内部网络

D. 有两个 DMZ 的防火墙环境的典型策略是主防火墙采用 NAT 方式工作，而内部防 火墙采用透明模式工作以减少内部网络结构的复杂程度

3. 下面病毒出现的时间最晚的类型是

A. 携带特洛伊术马的病毒 B. 以网络钓鱼为目的的病毒

C. 通过网络传播的蠕虫病毒 D.OEice 文档携带的宏病毒

4. 不能防止计算机感染病毒的措施是

A. 定时备份重要文件

B. 经常更新操作系统

C. 除非确切知道附件内容，否则不要打开电子邮件附件

D. 重要部门的计算机尽量专机专用与外界隔绝

5. 企业在选择防病毒产品时不应该考虑的指标为

A. 产品能够从一个中央位置进行远程安装、升级 '

B. 产品的误报、漏报率较低

C. 产品提供详细的病毒活动记录

D. 产品能够防止企业机密信息通过邮件被传出

6. 病毒传播的途径有

A. 移动硬盘 B. 内存条

C. 电子邮件 D. 聊天程序

E 网络浏览

7. 可能和计算机病毒有关的现象有

A. 可执行文件大小改变了

B. 在向写保护的 U 盘复制文件时屏幕上出现 U 盘写保护的提示

C. 系统频繁死机

D. 内存中有来历不明的进程

E. 计算机主板损坏

应用安全

一、判断题

1. 运行防病毒软件可以帮助防止遭受网页仿冒欺诈。√

2. 由于网络钓鱼通常利用垃圾邮件进行传播，因此，各种反垃圾邮件的技术也都可以用来反网络钓鱼。√

3. 网络钓鱼的目标往往是细心选择的一些电子邮件地址。√

4. 如果采用正确的用户名和口令成功登录网站，则证明这个网站不是仿冒的。×

5. 在来自可信站点的电子邮件中输入个人或财务信息是安全的。×

6. 可以采用内容过滤技术来过滤垃圾邮件。√

7. 黑名单库的大小和过滤的有效性是内容过滤产品非常重要的指标。√

8. 随着应用环境的复杂化和传统安全技术的成熟，整合各种安全模块成为信息安全领域的一个发展趋势√

9 启发式技术通过查找通用的非法内容特征，来尝试检测新形式和已知形式的才肤内容。√

10. 白名单方案规定邮件接收者只接收自己所信赖的邮件发送者所发送过来的邮件。√

11. 实时黑名单是简单黑名单的进一步发展，可以从根本上解决垃圾邮件问题。×

二、单选题

1. 以下不会帮助减少收到的垃圾邮件数量的是一一一。

A. 使用垃圾邮件筛选器帮助阻止垃圾邮件 .

B. 共享电子邮件地址或即时消息地址时应小心谨慎

C. 安装入侵检测软件

D. 收到垃圾邮件后向有关部门举报

三、多选题

1. 下列邮件为垃圾邮件的有

A. 收件人无法拒收的电子邮件

B. 收件人事先预定的广告、电子刊物等具有宣传性质的电子邮件 C. 含有病毒、色情、反动等不良信息或有害信息的邮件

D. 隐藏发件人身份、地址、标题等信息的电子邮件

E. 含有虚假的信息源、发件人、路由等信息的电子邮件

2. 垃圾邮件带来的危害有

A. 垃圾邮件占用很多互联网资源

B. 垃圾邮件浪费广大用户的时间和精力

C. 垃圾邮件提高了某些公司做广告的效益

D. 垃圾邮件成为病毒传播的主要途径

E. 垃圾邮件迫使企业使用最新的操作系统

3. 网页防篡改技术包括

A. 网站采用负载平衡技术 B. 防范网站、网页被篡改

C. 访问网页时需要输入用户名和口令 D. 网页被篡改后能够自动恢复

E 采用 HITPS 协议进行网页传输主

4. 网络钓鱼常用的手段有

A. 利用垃圾邮件 B. 利用假冒网上银行、网上证券网站

C. 利用虚假的电子商务 D. 利用计算机病毒

E. 利用社会工程学

5. 内容过滤的目的包括

A. 阻止不良信息对人们的侵害

B. 规范用户的上网行为，提高工作效率

C. 防止敏感数据的泄漏

D. 遏制垃圾邮件的蔓延

E. 减少病毒对网络的侵害

7. 内容过滤技术的应用领域包括

A. 防病毒 B.网页防篡改 C. 防火墙 D.入侵检测 E. 反垃圾邮件

信息安全技术教程试题

1282 信息网络的物理安全要从环境安全和设备安全两个角度来考虑.

A 正确 B 错误

1283 计算机场地可以选择在公共区域人流量比较大的地方。

A 正确 B 错误

1284 计算机场地可以选择在化工厂生产车间附近。

A 正确 B 错误

1285 计算机场地在正常情况下温度保持在18～28摄氏度。

A 正确 B 错误

1286 机房供电线路和动力、照明用电可以用同一线路。

A 正确 B 错误

1287 只要手干净就可以直接触摸或者擦拔电路组件，不必有进一步的措施。

A 正确 B 错误

1288 备用电路板或者元器件、图纸文件必须存放在防静电屏蔽袋内，使用时要远离静电敏感器件。

A 正确 B 错误

1289 屏蔽室是一个导电的金属材料制成的大型六面体，能够抑制和阻挡电磁波在空气中传播。

A 正确 B 错误

1290 屏蔽室的拼接、焊接工艺对电磁防护没有影响。

A 正确 B 错误

1291 由于传输的内容不同，电力线可以与网络线同槽铺设。

A 正确 B 错误

1292 接地线在穿越墙壁、楼板和地坪时应套钢管或其他非金属的保护套管，钢管应与接地线做电气连通。地线做电气连通。

A 正确 B 错误

1293 新添设备时应该先给设备或者部件做上明显标记，最好是明显的无法除去的标记，以防更换和方便查找赃物。

A 正确 B 错误

1294 TEMPEST技术，是指在设计和生产计算机设备时，就对可能产生电磁辐射的元器件、集成电路、连接线、显示器等采取防辐射措施，从而达到减少计算机信息泄露的最终目的。

A 正确 B 错误

1295 机房内的环境对粉尘含量没有要求。

A 正确 B 错误

1296 防电磁辐射的干扰技术，是指把干扰器发射出来的电磁波和计算机辐射出来的电磁波混合在一起，以掩盖原泄露信息的内容和特征等，使窃密者即使截获这一混合信号也无法提取其中的信息。

A 正确 B 错误

1297 有很高使用价值或很高机密程度的重要数据应采用加密等方法进行保护。

A 正确 B 错误

1298 纸介质资料废弃应用碎纸机粉碎或焚毁。

A 正确 B 错误

1299 以下不符合防静电要求的是\_\_\_\_。

A 穿合适的防静电衣服和防静电鞋 B 在机房内直接更衣梳理 C 用表面光滑平整的办公家具D 经常用湿拖布拖地

1300 布置电子信息系统信号线缆的路由走向时，以下做法错误的是\_\_\_\_。

A 可以随意弯折 B 转弯时，弯曲半径应大于导线直径的10倍C 尽量直线、平整D 尽量减小由线缆自身形成的感应环路面积

1301 对电磁兼容性(Electromagnetic Compatibility，简称EMC)标准的描述正确的是\_\_\_\_。

A 同一个国家的是恒定不变的B 不是强制的 C 各个国家不相同 D 以上均错误

1302 物理安全的管理应做到\_\_\_\_。

A 所有相关人员都必须进行相应的培训，明确个人工作职责B 制定严格的值班和考勤制度，安排人员定期检查各种设备的运行情况 C 在重要场所的进出口安装监视器，并对进出情况进行录像 D 以上均正确

1303 场地安全要考虑的因素有\_\_\_\_。

A 场地选址 B 场地防火 C 场地防水防潮 D 场地温度控制 E 场地电源供应

1304 火灾自动报警、自动灭火系统部署应注意\_\_\_\_。

A 避开可能招致电磁干扰的区域或设备 B 具有不间断的专用消防电源 C 留备用电源 D 具有自动和手动两种触发装置

1305 为了减小雷电损失，可以采取的措施有\_\_\_\_。

A 机房内应设等电位连接网络 B 部署UPS C 设置安全防护地与屏蔽地 D 根据雷击在不同区域的电磁脉冲强度划分，不同的区域界面进行等电位连接 E 信号处理电路

1306 会导致电磁泄露的有\_\_\_\_。

A 显示器 B 开关电路及接地系统 C 计算机系统的电源线 D 机房内的电话线 E 信号处理电路

1307 磁介质的报废处理，应采用\_\_\_\_。

A 直接丢弃B 砸碎丢弃 C 反复多次擦写 D 专用强磁工具清除

1308 静电的危害有\_\_\_\_。

A 导致磁盘读写错误，损坏磁头，引起计算机误动作 B 造成电路击穿或者毁坏 C 电击，影响工作人员身心健康 D 吸附灰尘

1309 防止设备电磁辐射可以采用的措施有\_\_\_\_。

A 屏蔽 B 滤波 C 尽量采用低辐射材料和设备 D 内置电磁辐射干扰器

1310 灾难恢复和容灾具有不同的含义。

A 正确 B 错误

1311 数据备份按数据类型划分可以分成系统数据备份和用户数据备份。

A 正确 B 错误

1312 对目前大量的数据备份来说，磁带是应用得最广的介质。

A 正确 B 错误

1313 增量备份是备份从上次进行完全备份后更改的全部数据文件。

A 正确 B 错误

1314 容灾等级通用的国际标准SHARE 78将容灾分成了六级。

A 正确 B 错误

1315 容灾就是数据备份。

A 正确 B 错误

1316 数据越重要，容灾等级越高。

A 正确 B 错误

1317 容灾项目的实施过程是周而复始的。

A 正确 B 错误

1318 如果系统在一段时间内没有出现问题，就可以不用再进行容灾了。

A 正确 B 错误

1319 SAN针对海量、面向数据块的数据传输，而NAS则提供文件级的数据访问功能。

A 正确 B 错误

1320 廉价磁盘冗余阵列(RAID)，基本思想就是将多只容量较小的、相对廉价的硬盘进行有机组合，使其性能超过一只昂贵的大硬盘。

A 正确 B 错误

1321 代表了当灾难发生后，数据的恢复程度的指标是\_\_\_\_。

A RPO B RTOC NROD SDO

1322 代表了当灾难发生后，数据的恢复时间的指标是\_\_\_\_。

A RPO B RTO C NROD SDO

1323 我国《重要信息系统灾难恢复指南》将灾难恢复分成了\_\_\_\_级。

A 五 B 六 C 七D 八

1324 容灾的目的和实质是\_\_\_\_。

A 数据备份B 心理安慰 C 保持信息系统的业务持续性 D 系统的有益补充

1325 容灾项目实施过程的分析阶段，需要进行\_\_\_\_。

A 灾难分析B 业务环境分析C 当前业务状况分析 D 以上均正确

1326 目前对于大量数据存储来说，容量大、成本低、技术成熟、广泛使用的介质是\_\_\_\_。

A 磁盘 B 磁带 C 光盘D 软盘

1327 下列叙述不属于完全备份机制特点描述的是\_\_\_\_。

A 每次备份的数据量较大B 每次备份所需的时间也就较长C 不能进行得太频繁 D 需要存储空间小

1328 下面不属于容灾内容的是\_\_\_\_。

A 灾难预测 B 灾难演习C 风险分析D 业务影响分析

1329 信息系统的容灾方案通常要考虑的要点有\_\_\_\_。

A 灾难的类型 B 恢复时间 C 恢复程度 D 实用技术 E 成本

1330 系统数据备份包括的对象有\_\_\_\_。

A 配置文件 B 日志文件 C 用户文档 D 系统设备文件

1331 容灾等级越高，则\_\_\_\_。

A 业务恢复时间越短 B 所需人员越多 C 所需要成本越高 D 保护的数据越重要

1332 对称密码体制的特征是：加密密钥和解密密钥完全相同，或者一个密钥很容易从另一个密钥中导出。

A 正确 B 错误

1333 公钥密码体制算法用一个密钥进行加密，而用另一个不同但是有关的密钥进行解密。

A 正确 B 错误

1334 公钥密码体制有两种基本的模型：一种是加密模型，另一种是认证模型。

A 正确 B 错误

1335 对信息的这种防篡改、防删除、防插入的特性称为数据完整性保护。

A 正确 B 错误

1336 PKI是利用公开密钥技术所构建的、解决网络安全问题的、普遍适用的一种基础设施。

A 正确 B 错误

1337 PKI系统的基本组件包括\_\_\_\_。

A 终端实体 B 认证机构 C 注册机构 D 证书撤销列表发布者 E 证书资料库 f 密钥管理中心

1338 数字证书可以存储的信息包括\_\_\_\_。

A 身份证号码、社会保险号、驾驶证号码 B 组织工商注册号、组织组织机构代码、组织税号 C IP地址 D Email地址

1339 PKI提供的核心服务包括\_\_\_\_。

A 认证 B 完整性 C 密钥管理 D 简单机密性 E 非否认

1340 常见的操作系统包括DOS、0S／2、UNIX、XENIX、Linux、Windows、Netware、Oracle等。

A 正确 B 错误

1341 操作系统在概念上一般分为两部分：内核(Kernel)以及壳(Shell)，有些操作系统的内核与壳完全分开(如Microsoft Windows、UNIX、Linux等)；另一些的内核与壳关系紧密(如UNIX、Linux等)，内核及壳只是操作层次上不同而已。

A 正确 B 错误

1342 Windows系统中，系统中的用户帐号可以由任意系统用户建立。用户帐号中包含着用户的名称与密码、用户所属的组、用户的权利和用户的权限等相关数据。

A 正确 B 错误

1343 Windows系统的用户帐号有两种基本类型：全局帐号(GlobalAccounts)和本地帐号(LocalAccounts)。

A 正确 B 错误

1344 本地用户组中的Users(用户)组成员可以创建用户帐号和本地组，也可以运行应用程序，但是不能安装应用程序，也可以关闭和锁定操作系统。

A 正确 B 错误

1345 本地用户组中的Guests(来宾用户)组成员可以登录和运行应用程序，也可以关闭操作系统，但是其功能比Users有更多的限制。

A 正确 B 错误

1346 域帐号的名称在域中必须是唯一的，而且也不能和本地帐号名称相同，否则会引起混乱。

A 正确 B 错误

1347 全局组是由本域的域用户组成的，不能包含任何组，也不能包含其他域的用户，全局组能在域中任何一台机器上创建。

A 正确 B 错误

1348 在默认情况下，内置DomainAdmins全局组是域的Administrators本地组的一个成员，也是域中每台机器Administrator本地组的成员。

A 正确 B 错误

1349 Windows XP帐号使用密码对访问者进行身份验证，密码是区分大小写的字符串，最多可包含16个字符。密码的有效字符是字母、数字、中文和符号。

A 正确 B 错误

1350 如果向某个组分配了权限，则作为该组成员的用户也具有这一权限。例如，如果BackupOperators组有此权限，而Lois又是该组成员，则Lois也有此权限。

A 正确 B 错误

1351 Windows文件系统中，只有Administrator组和ServerOperation组可以设置和去除共享目录，并且可以设置共享目录的访问权限。

A 正确 B 错误

1352 远程访问共享目录中的目录和文件，必须能够同时满足共享的权限设置和文件目录自身的权限设置。用户对共享所获得的最终访问权限将取决于共享的权限设置和目录的本地权限设置中宽松一些的条件。

A 正确 B 错误

1353 对于注册表的访问许可是将访问权限赋予计算机系统的用户组，如Administrator、Users、Creator／Owner组等。

A 正确 B 错误

1354 系统日志提供了一个颜色符号来表示问题的严重程度，其中一个中间有字母“!”的黄色圆圈(或三角形)表示信息性问题，一个中间有字母“i”的蓝色圆圈表示一次警告，而中间有“stop”字样(或符号叉)的红色八角形表示严重问题。

A 正确 B 错误

1355 光盘作为数据备份的媒介优势在于价格便宜、速度快、容量大。

A 正确 B 错误

1356 Windows防火墙能帮助阻止计算机病毒和蠕虫进入用户的计算机，但该防火墙不能检测或清除已经感染计算机的病毒和蠕虫。

A 正确 B 错误

1357 Web站点访问者实际登录的是该Web服务器的安全系统，“匿名”Web访问者都是以IUSR帐号身份登录的。

A 正确 B 错误

1358 UNIX的开发工作是自由、独立的，完全开放源码，由很多个人和组织协同开发的。UNIX只定义了一个操作系统内核。所有的UNIX发行版本共享相同的内核源，但是，和内核一起的辅助材料则随版本不同有很大不同。

A 正确 B 错误

1359 每个UNIX／Linux系统中都只有一个特权用户，就是root帐号。

A 正确 B 错误

1360 与Windows系统不一样的是UNIX／Linux操作系统中不存在预置帐号。

A 正确 B 错误

1361 UNIX／Linux系统中一个用户可以同时属于多个用户组。

A 正确 B 错误

1362 标准的UNIX／Linux系统以属主(Owner)、属组(Group)、其他人(World)三个粒度进行控制。特权用户不受这种访问控制的限制。

A 正确 B 错误

1363 UNIX／Linux系统中，设置文件许可位以使得文件的所有者比其他用户拥有更少的权限是不可能的。

A 正确 B 错误

1364 UNIX／Linux系统和Windows系统类似，每一个系统用户都有一个主目录。

A 正确 B 错误

1365 UNIX／Linux系统加载文件系统的命令是mount，所有用户都能使用这条命令。

A 正确 B 错误

1366 UNIX／Linux系统中查看进程信息的who命令用于显示登录到系统的用户情况，与w命令不同的是，who命令功能更加强大，who命令是w命令的一个增强版。

A 正确 B 错误

1367 Httpd.conf是Web服务器的主配置文件，由管理员进行配置，Srm.conf是Web服务器的资源配置文件，Access.conf是设置访问权限文件。

A 正确 B 错误

1368 一个设置了粘住位的目录中的文件只有在用户拥有目录的写许可，并且用户是文件和目录的所有者的情况下才能被删除。

A 正确 B 错误

1369 UNIX／Linux系统中的／etc／shadow文件含有全部系统需要知道的关于每个用户的信息(加密后的密码也可能存于／etc／passwd文件中)。

A 正确 B 错误

1370 数据库系统是一种封闭的系统，其中的数据无法由多个用户共享。

A 正确 B 错误

1371 数据库安全只依靠技术即可保障。

A 正确 B 错误

1372 通过采用各种技术和管理手段，可以获得绝对安全的数据库系统。

A 正确 B 错误

1373 数据库的强身份认证与强制访问控制是同一概念。

A 正确 B 错误

1374 用户对他自己拥有的数据，不需要有指定的授权动作就拥有全权管理和操作的权限。

A 正确 B 错误

1375 数据库视图可以通过INSERT或UPDATE语句生成。

A 正确 B 错误

1376 数据库加密适宜采用公开密钥密码系统。

A 正确 B 错误

1377 数据库加密的时候，可以将关系运算的比较字段加密。

A 正确 B 错误

1378 数据库管理员拥有数据库的一切权限。

A 正确 B 错误

1379 不需要对数据库应用程序的开发者制定安全策略。

A 正确 B 错误

1380 使用登录ID登录SQL Server后，即获得了访问数据库的权限。

A 正确 B 错误

1381 MS SQL Server与Sybase SQL Server的身份认证机制基本相同。

A 正确 B 错误

1382 SQL Server不提供字段粒度的访问控制。

A 正确 B 错误

1383 MySQL不提供字段粒度的访问控制。

A 正确 B 错误

1384 SQL Server中，权限可以直接授予用户ID。

A 正确 B 错误

1385 SQL注入攻击不会威胁到操作系统的安全。

A 正确 B 错误

1386 事务具有原子性，其中包括的诸多操作要么全做，要么全不做。

A 正确 B 错误

1387 完全备份就是对全部数据库数据进行备份。

A 正确 B 错误

1388 美国国防部发布的可信计算机系统评估标准(TCSEC)定义了\_\_\_\_个等级。

A 五B 六 C 七 D 八

1389 Windows系统的用户帐号有两种基本类型，分别是全局帐号和\_\_\_\_。

A 本地帐号 B 域帐号C 来宾帐号D 局部帐号

1390 Windows系统安装完后，默认隋况下系统将产生两个帐号，分别是管理员帐号和\_\_\_\_。

A 本地帐号B 域帐号 C 来宾帐号 D 局部帐号

1391 计算机网络组织结构中有两种基本结构，分别是域和\_\_\_\_。

A 用户组 B 工作组 C 本地组D 全局组

1392 —般常见的Windows操作系统与Linux系统的管理员密码最大长度分别为\_\_\_\_和\_\_\_\_。

A 12 8B 14 10C 12 10 D 14 8

1393 符合复杂性要求的WindowsXP帐号密码的最短长度为\_\_\_\_。

A 4 B 6 C 8D 10

1394 设置了强制密码历史后，某用户设置密码kedawu失败，该用户可能的原密码是\_\_\_\_。

A kedaB kedaliu C kedawuj D dawu

1395 某公司的工作时间是上午8点半至12点，下午1点555点半，每次系统备份需要一个半小时，下列适合作为系统数据备份的时间是\_\_\_\_。

A 上午8点B 中午12点C 下午3点 D 凌晨l点

1396 Window系统中对所有事件进行审核是不现实的，下面不建议审核的事件是\_\_\_\_。

A 用户登录及注销B 用户及用户组管理 C 用户打开关闭应用程序 D 系统重新启动和关机

1397 在正常情况下，Windows 2000中建议关闭的服务是\_\_\_\_。

A TCP／IP NetBIOS Helper Service B Logical Disk ManagerC Remote Procedure CallD Security Accounts Manager

1398 FTP(文件传输协议，File Transfer Protocol，简称FFP)服务、SMTP(简单邮件传输协议，Simple Mail Transfer Protocol，简称SMTP)服务、HTTP(超文本传输协议，Hyper Text Transport Protocol，简称HTTP)、HTTPS(加密并通过安全端口传输的另一种HTTP)服务分别对应的端口是\_\_\_\_。

A 25 21 80 554 B 21 25 80 443 C 21 110 80 554D 21 25 443 554

1399 下面不是UNIX／Linux操作系统的密码设置原则的是\_\_\_\_。

A 密码最好是英文字母、数字、标点符号、控制字符等的结合B 不要使用英文单词，容易遭到字典攻击C 不要使用自己、家人、宠物的名字 D 一定要选择字符长度为8的字符串作为密码

1400 UNIX／Linux操作系统的文件系统是\_\_\_\_结构。

A 星型 B 树型 C 网状D 环型

1401 下面说法正确的是\_\_\_\_。

A UNIX系统中有两种NFS服务器，分别是基于内核的NFS Daemon和用户空间Daemon，其中安全性能较强的是基于内核的NFSDaemon B UNIX系统中有两种NFS服务器，分别是基于内核的Daemon和用户空间NFSDaemon，其中安全性能较强的是基于内核的NFSDaemonC UNIX系统中现只有一种NFS服务器，就是基于内核的NFSDaemon，原有的用户空间Daemon已经被淘汰，因为NFSDaemon安全性能较好D UNIX系统中现只有一种NFS服务器，就是基于内核的Daemon，原有的用户空间NFSDaemon已经被淘汰，因为Daemon安全性能较好

1402 下面不是UNIX／Linux系统中用来进行文件系统备份和恢复的命令是\_\_\_\_。

A tarB cpio C umask D backup

1403 Backup命令的功能是用于完成UNIX／Linux文件的备份，下面说法不正确的是\_\_\_\_。

A Backup—c命令用于进行完整备份B Backup—p命令用于进行增量备份C Backup—f命令备份由file指定的文件D Backup—d命令当备份设备为磁带时使用此选项

1404 UNIX工具(实用程序，utilities)在新建文件的时候，通常使用\_\_\_\_作为缺省许可位，而在新建程序的时候，通常使用\_\_\_\_作为缺省许可位。

A 555 666 B 666 777 C 777 888D 888 999

1405 保障UNIX／Linux系统帐号安全最为关键的措施是\_\_\_\_。

A 文件／etc／passwd和／etc／group必须有写保护 B 删除／etc／passwd、／etc／groupC 设置足够强度的帐号密码D 使用shadow密码

1406 UNIX／Linux系统中，下列命令可以将普通帐号变为root帐号的是\_\_\_\_。

A chmod命令B ／bin／passwd命令C chgrp命令 D ／bin／su命令

1407 有编辑／etc／passwd文件能力的攻击者可以通过把UID变为\_\_\_\_就可以成为特权用户。

A -1 B 0 C 1D 2

1408 下面不是保护数据库安全涉及到的任务是\_\_\_\_。

A 确保数据不能被未经过授权的用户执行存取操作B 防止未经过授权的人员删除和修改数据 C 向数据库系统开发商索要源代码，做代码级检查 D 监视对数据的访问和更改等使用情况

1409 下面不是数据库的基本安全机制的是\_\_\_\_。

A 用户认证B 用户授权C 审计功能 D 电磁屏蔽

1410 关于用户角色，下面说法正确的是\_\_\_\_。

A SQL Server中，数据访问权限只能赋予角色，而不能直接赋予用户 B 角色与身份认证无关 C 角色与访问控制无关D 角色与用户之间是一对一的映射关系

1411 下面原则是DBMS对于用户的访问存取控制的基本原则的是\_\_\_\_。

A 隔离原则 B 多层控制原则C 唯一性原则D 自主原则

1412 下面对于数据库视图的描述正确的是\_\_\_\_。

A 数据库视图也是物理存储的表 B 可通过视图访问的数据不作为独特的对象存储，数据库内实际存储的是SELECT语句 C 数据库视图也可以使用UPDATE或DELETE语句生成D 对数据库视图只能查询数据，不能修改数据

1413 有关数据库加密，下面说法不正确的是\_\_\_\_。

A 索引字段不能加密B 关系运算的比较字段不能加密 C 字符串字段不能加密 D 表间的连接码字段不能加密

1414 下面不是Oracle数据库提供的审计形式的是\_\_\_\_。

A 备份审计 B 语句审计C 特权审计D 模式对象设计

1415 下面不是SQL Server支持的身份认证方式的是\_\_\_\_。

A Windows NT集成认证B SQL Server认证C SQL Server混合认证 D 生物认证

1416 下面\_\_\_\_不包含在MySQL数据库系统中。

A 数据库管理系统，即DBMS B 密钥管理系统 C 关系型数据库管理系统，即RDBMSD 开放源码数据库

1417 下面不是事务的特性的是\_\_\_\_。

A 完整性 B 原子性C 一致性D 隔离性

1418 下面不是Oracle数据库支持的备份形式的是\_\_\_\_。

A 冷备份 B 温备份 C 热备份D 逻辑备份

1419 操作系统的基本功能有\_\_\_\_。

A 处理器管理 B 存储管理 C 文件管理 D 设备管理

1420 通用操作系统必需的安全性功能有\_\_\_\_。

A 用户认证 B 文件和I／0设备的访问控制 C 内部进程间通信的同步 D 作业管理

1421 根据SahzerJ.H、SchroederM.D的要求，设计安全操作系统应遵循的原则有\_\_\_\_。

A 最小特权 B 操作系统中保护机制的经济性 C 开放设计 D 特权分离

1422 Windows系统中的用户组包括\_\_\_\_。

A 全局组 B 本地组 C 特殊组 D 标准组

1423 Windows系统登录流程中使用的系统安全模块有\_\_\_\_。

A 安全帐号管理(SecurityAccountManager，简称SAM)模块 B Windows系统的注册(WinLogon)模块 C 本地安全认证(10calSecurityAuthority，简称LSA)模块 D 安全引用监控器模块

1424 域内置全局组安全控制非常重要，这些组只出现在域控制器中，包括\_\_\_\_。

A DomainAdmins组 B DomainUsers组 C DomainReplicators组 D Domain Guests组

1425 Windows系统中的审计日志包括\_\_\_\_。

A 系统日志(SystemLog) B 安全日志(SecurityLog) C 应用程序日志(ApplicationsLog) D 用户日志(UserLog)

1426 组成UNIX系统结构的层次有\_\_\_\_。

A 用户层 B 驱动层 C 硬件层 D 内核层

1427 UNIX／Linux系统中的密码控制信息保存在／etc／passwd或／ect／shadow文件中，信息包含的内容有\_\_\_\_。

A 最近使用过的密码 B 用户可以再次改变其密码必须经过的最小周期 C 密码最近的改变时间 D 密码有效的最大天数

1428 UNIX／Linux系统中的Apcache服务器的主要安全缺陷表现在攻击者可以\_\_\_\_。

A 利用HTYP协议进行的拒绝服务攻击 B 发动缓冲区溢出攻击 C 获得root权限 D 利用MDAC组件存在一个漏洞，可以导致攻击者远程执行目标系统的命令

1429 数据库访问控制的粒度可能有\_\_\_\_。

A 数据库级 B 表级 C 记录级(行级) D 属性级(字段级) E 字符级

1430 下面标准可用于评估数据库的安全级别的有\_\_\_\_。

A TCSEC B ITSEC C CC DBMS.PP D GB 17859——1999 E TDI

1431 Oracle数据库的审计类型有\_\_\_\_。

A 语句审计 B 系统进程审计 C 特权审计 D 模式对象设计 E 外部对象审计

1432 SQL Server中的预定义服务器角色有\_\_\_\_。

A sysadmin B serveradmin C setupadmin D securityadmin E processadmin

1433 可以有效限制SQL注入攻击的措施有\_\_\_\_。

A 限制DBMS中sysadmin用户的数量 B 在Web应用程序中，不以管理员帐号连接数据库 C 去掉数据库不需要的函数、存储过程 D 对于输入的字符串型参数，使用转义 E 将数据库服务器与互联网物理隔断

1434 事务的特性有\_\_\_\_。

A 原子性(Atomicity) B 一致性(Consistency) C 隔离性(1solation) D 可生存性(Survivability) E 持续性(Durability)

1435 数据库故障可能有\_\_\_\_。

A 磁盘故障 B 事务内部的故障 C 系统故障 D 介质故障 E 计算机病毒或恶意攻击

1436 防火墙是设置在内部网络与外部网络(如互联网)之间，实施访问控制策略的一个或一组系统。

A 正确 B 错误

1437 组成自适应代理网关防火墙的基本要素有两个：自适应代理服务器(Adaptive Proxy Server)与动态包过滤器(DynamicPacketFilter)。

A 正确 B 错误

1438 软件防火墙就是指个人防火墙。

A 正确 B 错误

1439 网络地址端口转换(NAPT)把内部地址映射到外部网络的一个IP地址的不同端口上。

A 正确 B 错误

1440 防火墙提供的透明工作模式，是指防火墙工作在数据链路层，类似于一个网桥。因此，不需要用户对网络的拓扑做出任何调整就可以把防火墙接入网络。

A 正确 B 错误

1441 防火墙安全策略一旦设定，就不能在再做任何改变。

A 正确 B 错误

1442 对于防火墙的管理可直接通过Telnet进行。

A 正确 B 错误

1443 防火墙规则集的内容决定了防火墙的真正功能。

A 正确 B 错误

1444 防火墙必须要提供VPN、NAT等功能。

A 正确 B 错误

1445 防火墙对用户只能通过用户名和口令进行认证。

A 正确 B 错误

1446 即使在企业环境中，个人防火墙作为企业纵深防御的一部分也是十分必要的。

A 正确 B 错误

1447 只要使用了防火墙，企业的网络安全就有了绝对的保障。

A 正确 B 错误

1448 防火墙规则集应该尽可能的简单，规则集越简单，错误配置的可能性就越小，系统就越安全。

A 正确 B 错误

1449 iptables可配置具有状态包过滤机制的防火墙。

A 正确 B 错误

1450 可以将外部可访问的服务器放置在内部保护网络中。

A 正确 B 错误

1451 在一个有多个防火墙存在的环境中，每个连接两个防火墙的计算机或网络都是DMZ。

A 正确 B 错误

1452 入侵检测技术是用于检测任何损害或企图损害系统的机密性、完整性或可用性等行为的一种网络安全技术。

A 正确 B 错误

1453 主动响应和被动响应是相互对立的，不能同时采用。

A 正确 B 错误

1454 异常入侵检测的前提条件是入侵性活动集作为异常活动集的子集，而理想状况是异常活动集与入侵性活动集相等。

A 正确 B 错误

1455 针对入侵者采取措施是主动响应中最好的响应措施。

A 正确 B 错误

1456 在早期大多数的入侵检测系统中，入侵响应都属于被动响应。

A 正确 B 错误

1457 性能“瓶颈”是当前入侵防御系统面临的一个挑战。

A 正确 B 错误

1458 漏报率，是指系统把正常行为作为入侵攻击而进行报警的概率。

A 正确 B 错误

1459 与入侵检测系统不同，入侵防御系统采用在线(inline)方式运行。

A 正确 B 错误

1460 蜜罐技术是一种被动响应措施。

A 正确 B 错误

1461 企业应考虑综合使用基于网络的入侵检测系统和基于主机的入侵检测系统来保护企业网络。在进行分阶段部署时，首先部署基于网络的入侵检测系统，因为它通常最容易安装和维护，接下来部署基于主机的入侵检测系统来保护至关重要的服务器。

A 正确 B 错误

1462 入侵检测系统可以弥补企业安全防御系统中的安全缺陷和漏洞。

A 正确 B 错误

1463 使用误用检测技术的入侵检测系统很难检测到新的攻击行为和原有攻击行为的变种。

A 正确 B 错误

1464 在早期用集线器(hub)作为连接设备的网络中使用的基于网络的入侵检测系统在交换网络中不做任何改变，一样可以用来监听整个子网。

A 正确 B 错误

1465 可以通过技术手段，一次性弥补所有的安全漏洞。

A 正确 B 错误

1466 漏洞只可能存在于操作系统中，数据库等其他软件系统不会存在漏洞。

A 正确 B 错误

1467 防火墙中不可能存在漏洞。

A 正确 B 错误

1468 基于主机的漏洞扫描不需要有主机的管理员权限。

A 正确 B 错误

1469 半连接扫描也需要完成TCP协议的三次握手过程。

A 正确 B 错误

1470 使用漏洞库匹配的方法进行扫描，可以发现所有的漏洞。

A 正确 B 错误

1471 所有的漏洞都是可以通过打补丁来弥补的。

A 正确 B 错误

1472 通过网络扫描，可以判断目标主机的操作系统类型。

A 正确 B 错误

1473 x-scan能够进行端口扫描。

A 正确 B 错误

1474 隔离网闸采用的是物理隔离技术。

A 正确 B 错误

1475 “安全通道隔离”是一种逻辑隔离。

A 正确 B 错误

1476 隔离网闸两端的网络之间不存在物理连接。

A 正确 B 错误

1477 QQ是与朋友联机聊天的好工具，不必担心病毒。

A 正确 B 错误

1478 在计算机上安装防病毒软件之后，就不必担心计算机受到病毒攻击。

A 正确 B 错误

1479 计算机病毒可能在用户打开“txt”文件时被启动。

A 正确 B 错误

1480 在安全模式下木马程序不能启动。

A 正确 B 错误

1481 特征代码技术是检测已知计算机病毒的最简单、代价最小的技术。

A 正确 B 错误

1482 家里的计算机没有联网，所以不会感染病毒。

A 正确 B 错误

1483 计算机病毒的传播离不开人的参与，遵循一定的准则就可以避免感染病毒。

A 正确 B 错误

1484 校验和技术只能检测已知的计算机病毒。

A 正确 B 错误

1485 采用Rootkit 技术的病毒可以运行在内核模式中。

A 正确 B 错误

1486 企业内部只需在网关和各服务器上安装防病毒软件，客户端不需要安装。

A 正确 B 错误

1487 大部分恶意网站所携带的病毒就是脚本病毒。

A 正确 B 错误

1488 利用互联网传播已经成为了计算机病毒传播的一个发展趋势。

A 正确 B 错误

1489 防火墙是\_\_\_\_在网络环境中的应用。

A 字符串匹配 B 访问控制技术 C 入侵检测技术D 防病毒技术

1490 iptables中默认的表名是\_\_\_\_。

A filter B firewallC natD mangle

1491 包过滤防火墙工作在OSI网络参考模型的\_\_\_\_。

A 物理层B 数据链路层 C 网络层 D 应用层

1492 通过添加规则，允许通往192.168.0.2的SSH连接通过防火墙的iptables指令是\_\_\_\_。

A iptables -F INPUT -d 192.168.0.2 -p tcp--dport 22 -j ACCEPTB iptables -A INPUT -d 192.168.0.2 -p tcp--dport 23 -j ACCEPT C iptables -A FORWARD -d 192.168.0.2 -p tcp--dport22 -j ACCEPT D iptables -A FORWARD -d 192.168.0.2 -p tcp--dport 23 -j ACCEPT

1493 防火墙提供的接入模式不包括\_\_\_\_。

A 网关模式B 透明模式C 混合模式 D 旁路接入模式

1494 关于包过滤防火墙说法错误的是\_\_\_\_。

A 包过滤防火墙通常根据数据包源地址、目的地址、端口号和协议类型等标志设置访问控制列表实施对数据包的过滤B 包过滤防火墙不检查OSI网络参考模型中网络层以上的数据，因此可以很快地执行 C 包过滤防火墙可以有效防止利用应用程序漏洞进行的攻击 D 由于要求逻辑的一致性、封堵端口的有效性和规则集的正确性，给过滤规则的制定和配置带来了复杂性，一般操作人员难以胜任管理，容易出现错误

1495 关于应用代理网关防火墙说法正确的是\_\_\_\_。

A 基于软件的应用代理网关工作在OSI网络参考模型的网络层上，它采用应用协议代理服务的工作方式实施安全策略B 一种服务需要一种代理模块，扩展服务较难 C 和包过滤防火墙相比，应用代理网关防火墙的处理速度更快D 不支持对用户身份进行高级认证机制。一般只能依据包头信息，因此很容易受到“地址欺骗型”攻击

1496 关于NAT说法错误的是\_\_\_\_。

A NAT允许一个机构专用Intranet中的主机透明地连接到公共域中的主机，无需内部主机拥有注册的(已经越采越缺乏的)全局互联网地址B 静态NAT是设置起来最简单和最容易实现的一种地址转换方式，内部网络中的每个主机都被永久映射成外部网络中的某个合法的地址C 动态NAT主要应用于拨号和频繁的远程连接，当远程用户连接上之后，动态NAT就会分配给用户一个IP地址，当用户断开时，这个IP地址就会被释放而留待以后使用 D 动态NAT又叫做网络地址端口转换NAPT

1497 下面关于防火墙策略说法正确的是\_\_\_\_。

A 在创建防火墙策略以前，不需要对企业那些必不可少的应用软件执行风险分析B 防火墙安全策略一旦设定，就不能在再作任何改变 C 防火墙处理人站通信的缺省策略应该是阻止所有的包和连接，除了被指出的允许通过的通信类型和连接 D 防火墙规则集与防火墙平台体系结构无关

1498 下面关于DMZ区的说法错误的是\_\_\_\_。

A 通常DMZ包含允许来自互联网的通信可进入的设备，如Web服务器、FTP服务器、SMTP服务器和DNS服务器等B 内部网络可以无限制地访问外部网络以及DMZ C DMZ可以访问内部网络 D 有两个DMZ的防火墙环境的典型策略是主防火墙采用NAT方式工作，而内部防火墙采用透明模式工作以减少内部网络结构的复杂程度

1499 在PDRR模型中，\_\_\_\_是静态防护转化为动态的关键，是动态响应的依据。

A 防护 B 检测 C 响应D 恢复

1500 从系统结构上来看，入侵检测系统可以不包括\_\_\_\_。

A 数据源B 分析引擎 C 审计 D 响应

1501 通用入侵检测框架(CIDF)模型中，\_\_\_\_的目的是从整个计算环境中获得事件，并向系统的其他部分提供此事件。

A 事件产生器 B 事件分析器C 事件数据库D 响应单元

1502 基于网络的入侵检测系统的信息源是\_\_\_\_。

A 系统的审计日志B 系统的行为数据C 应用程序的事务日志文件 D 网络中的数据包

1503 误用入侵检测技术的核心问题是\_\_\_\_的建立以及后期的维护和更新。

A 异常模型B 规则集处理引擎 C 网络攻击特征库 D 审计日志

1504 \_\_\_\_是在蜜罐技术上逐步发展起来的一个新的概念，在其中可以部署一个或者多个蜜罐，来构成一个黑客诱捕网络体系架构。

A 蜜网 B 鸟饵C 鸟巢D 玻璃鱼缸

1505 下面关于响应的说法正确的是\_\_\_\_。

A 主动响应和被动响应是相互对立的，不能同时采用B 被动响应是入侵检测系统中的唯一响应方式C 入侵检测系统提供的警报方式只能是显示在屏幕上的警告信息或窗口 D 主动响应的方式可以是自动发送邮件给入侵发起方的系统管理员请求协助以识别问题和处理问题

1506 下面说法错误的是\_\_\_\_。

A 由于基于主机的入侵检测系统可以监视一个主机上发生的全部事件，它们能够检测基于网络的入侵检测系统不能检测的攻击B 基于主机的入侵检测可以运行在交换网络中 C 基于主机的入侵检测系统可以检测针对网络中所有主机的网络扫描 D 基于应用的入侵检测系统比起基于主机的入侵检测系统更容易受到攻击，因为应用程序日志并不像操作系统审计追踪日志那样被很好地保护

1507 使用漏洞库匹配的扫描方法，能发现\_\_\_\_。

A 未知的漏洞 B 已知的漏洞 C 自行设计的软件中的漏洞D 所有漏洞

1508 下面\_\_\_\_不可能存在于基于网络的漏洞扫描器中。

A 漏洞数据库模块B 扫描引擎模块C 当前活动的扫描知识库模块 D 阻断规则设置模块

1509 网络隔离技术，根据公认的说法，迄今已经发展了\_\_\_\_个阶段。

A 六 B 五 C 四D 三

1510 下面关于隔离网闸的说法，正确的是\_\_\_\_。

A 能够发现已知的数据库漏洞B 可以通过协议代理的方法，穿透网闸的安全控制 C 任何时刻，网闸两端的网络之间不存在物理连接 D 在OSI的二层以上发挥作用

1511 关于网闸的工作原理，下面说法错误的是\_\_\_\_.

A 切断网络之间的通用协议连接B 将数据包进行分解或重组为静态数据；对静态数据进行安全审查，包括网络协议检查和代码扫描等 C 网闸工作在OSI模型的二层以上 D 任何时刻，网闸两端的网络之间不存在物理连接

1512 当您收到您认识的人发来的电子邮件并发现其中有意外附件，您应该\_\_\_\_。

A 打开附件，然后将它保存到硬盘B 打开附件，但是如果它有病毒，立即关闭它 C 用防病毒软件扫描以后再打开附件D 直接删除该邮件

1513 下面病毒出现的时间最晚的类型是\_\_\_\_.

A 携带特洛伊木马的病毒 B 以网络钓鱼为目的的病毒 C 通过网络传播的蠕虫病毒D Office文档携带的宏病毒

1514 某病毒利用RPCDCOM缓冲区溢出漏洞进行传播，病毒运行后，在％System％文件夹下生成自身的拷贝nvchip4.exe，添加注册表项，使得自身能够在系统启动时自动运行。通过以上描述可以判断这种病毒的类型为\_\_\_\_。

A 文件型病毒B 宏病毒 C 网络蠕虫病毒 D 特洛伊木马病毒

1515 采用“进程注入”可以\_\_\_\_。

A 隐藏进程B 隐藏网络端口 C 以其他程序的名义连接网络 D 以上都正确

1516 下列关于启发式病毒扫描技术的描述中错误的是\_\_\_\_。

A 启发式病毒扫描技术是基于人工智能领域的启发式搜索技术B 启发式病毒扫描技术不依赖于特征代码来识别计算机病毒 C 启发式病毒扫描技术不会产生误报，但可能会产生漏报 D 启发式病毒扫描技术能够发现一些应用了已有机制或行为方式的病毒

1517 不能防止计算机感染病毒的措施是\_\_\_\_\_。

A 定时备份重要文件 B 经常更新操作系统C 除非确切知道附件内容，否则不要打开电子邮件附件D 重要部门的计算机尽量专机专用与外界隔绝

1518 企业在选择防病毒产品时不应该考虑的指标为\_\_\_\_。

A 产品能够从一个中央位置进行远程安装、升级B 产品的误报、漏报率较低C 产品提供详细的病毒活动记录 D 产品能够防止企业机密信息通过邮件被传出

1519 防火墙通常阻止的数据包包括\_\_\_\_。

A 来自未授权的源地址且目的地址为防火墙地址的所有入站数据包(除Email传递等特殊用处的端口外) B 源地址是内部网络地址的所有入站数据包 C 所有ICMP类型的入站数据包 D 来自未授权的源地址，包含SNMP的所有入站数据包E 包含源路由的所有入站和出站数据包

1520 目前市场上主流防火墙提供的功能包括\_\_\_\_。

A 数据包状态检测过滤 B 应用代理 C NAT D VPN E 日志分析和流量统计分析

1521 防火墙的局限性包括\_\_\_\_。

A 防火墙不能防御绕过了它的攻击 B 防火墙不能消除来自内部的威胁 C 防火墙不能对用户进行强身份认证 D 防火墙不能阻止病毒感染过的程序和文件进出网络

1522 防火墙的性能的评价方面包括\_\_\_\_。

A 并发会话数 B 吞吐量 C 延时 D 平均无故障时间

1523 下面关于防火墙的维护和策略制定说法正确的是\_\_\_\_。

A 所有防火墙管理功能应该发生在使用了强认证和加密的安全链路上 B Web界面可以通过SSL加密用户名和密码。非Web的图形界面如果既没有内部加密，也没有SSL，可以使用隧道解决方案，如SSH C 对防火墙策略进行验证的最简单的方法是，获得防火墙配置的拷贝，然后把这些拷贝和根据已定义的策略产生的期望配置进行比较 D 对防火墙策略进行验证的另一种方式通过使用软件对防火墙配置进行实际测试 E 渗透分析可以取代传统的审计程序

1524 蜜罐技术的主要优点有\_\_\_\_。

A 蜜罐技术属于被动响应，使用者没有成为刑事诉讼或民事诉讼对象的危险 B 收集数据的真实性，蜜罐不提供任何实际的业务服务，所以搜集到的信息很大可能性都是由于黑客攻击造成的，漏报率和误报率都比较低 C 可以收集新的攻击工具和攻击方法，不像目前的大部分防火墙和入侵检测系统只能根据特征匹配方法来检测已知的攻击 D 不需要强大的资金投入，可以用一些低成本的设备 E 可以及时地阻断网络入侵行为

1525 通用入侵检测框架(CIDF)模型的组件包括\_\_\_\_。

A 事件产生器 B 活动轮廓 C 事件分析器 D 事件数据库 E 响应单元

1526 主动响应，是指基于一个检测到的入侵所采取的措施。对于主动响应来说，其选择的措施可以归入的类别有\_\_\_\_。

A 针对入侵者采取措施 B 修正系统 C 收集更详细的信息 D 入侵追踪

1527 随着交换机的大量使用，基于网络的入侵检测系统面临着无法接收数据的问题。由于交换机不支持共享媒质的模式，传统的采用一个嗅探器(sniffer)来监听整个子网的办法不再可行。可选择解决的办法有\_\_\_\_。

A 不需要修改，交换网络和以前共享媒质模式的网络没有任何区别 B 使用交换机的核心芯片上的一个调试的端口 C 把入侵检测系统放在交换机内部或防火墙等数据流的关键入口、出口处 D 采用分接器(tap) E 使用以透明网桥模式接入的入侵检测系统

1528 入侵防御技术面临的挑战主要包括\_\_\_\_。

A 不能对入侵活动和攻击性网络通信进行拦截 B 单点故障 C 性能“瓶颈” D 误报和漏报

1529 网络安全扫描能够\_\_\_\_。

A 发现目标主机或网络 B 判断操作系统类型 C 确认开放的端口 D 识别网络的拓扑结构 E 测试系统是否存在安全漏洞

1530 主机型漏洞扫描器可能具备的功能有\_\_\_\_。

A 重要资料锁定：利用安全的校验和机制来监控重要的主机资料或程序的完整性 B 弱口令检查：采用结合系统信息、字典和词汇组合等的规则来检查弱口令 C 系统日志和文本文件分析：针对系统日志档案，如UNIX的syslogs及NT的事件日志(EventLog)，以及其他文本文件的内容做分析 D 动态报警：当遇到违反扫描策略或发现已知安全漏洞时，提供及时的告警。告警可以采取多种方式，可以是声音、弹出窗口、电子邮件甚至手机短信等 E 分析报告：产生分析报告，并告诉管理员如何弥补漏洞

1531 下面对于x-scan扫描器的说法，正确的有\_\_\_\_。

A 可以进行端口扫描 B 含有攻击模块，可以针对识别到的漏洞自动发起攻击 C 对于一些已知的CGI和RPC漏洞，x-scan给出了相应的漏洞描述以及已有的通过此漏洞进行攻击的工具 D 需要网络中每个主机的管理员权限 E 可以多线程扫描

1532 下面软件产品中，\_\_\_\_是漏洞扫描器。

A x-scan B nmap C Internet Scanner D Norton AntiVirusE Snort

1533 隔离网闸的三个组成部分是\_\_\_\_。

A 漏洞扫描单元B 入侵检测单元 C 内网处理单元 D 外网处理单元 E 专用隔离硬件交换单元

1534 网闸可能应用在\_\_\_\_。

A 涉密网与非涉密网之间 B 办公网与业务网之间 C 电子政务的内网与专网之间 D 业务网与互联网之间 E 局域网与互联网之间

1535 下面不是网络端口扫描技术的是\_\_\_\_。

A 全连接扫描B 半连接扫描 C 插件扫描 D 特征匹配扫描 E 源码扫描

1536 按照2000年3月公布的《计算机病毒防治管理办法》对计算机病毒的定义，下列属于计算机病毒的有\_\_\_\_。

A 某Word文档携带的宏代码，当打开此文档时宏代码会搜索并感染计算机上所有的Word文档 B 某用户收到来自朋友的一封电子邮件，当打开邮件附件时，邮件附件将自身发送给该用户地址簿中前五个邮件地址 C 某员工在公司内部使用的系统中加入一个逻辑炸弹，如果该员工在一年内被解雇则逻辑炸弹就会破坏系统D 黑客入侵了某服务器，并在其上安装了一个后门程序 E 某QQ用户打开了朋友发送来的一个链接后，发现每次有好友上线QQ都会自动发送一个携带该链接的消息

1537 病毒传播的途径有\_\_\_\_。

A 移动硬盘 B 内存条 C 电子邮件 D 聊天程序 E 网络浏览

1538 可能和计算机病毒有关的现象有\_\_\_\_。

A 可执行文件大小改变了 B 在向写保护的U盘复制文件时屏幕上出现U盘写保护的提示 C 系统频繁死机 D 内存中有来历不明的进程 E 计算机主板损坏

1539 基于规则的方法就是在邮件标题和邮件内容中寻找特定的模式，其优点是规则可以共享，因此它的推广性很强。

A 正确 B 错误

1540 反向查询方法可以让接收邮件的互联网服务商确认邮件发送者是否就是如其所言的真实地址。

A 正确 B 错误

1541 SenderlD可以判断出电子邮件的确切来源，因此，可以降低垃圾邮件以及域名欺骗等行为发生的可能。

A 正确 B 错误

1542 DKIM(Domain Keys Identified Mail)技术以和DomainKeys相同的方式用DNS发布的公开密钥验证签名，并且利用思科的标题签名技术确保一致性。

A 正确 B 错误

1543 运行防病毒软件可以帮助防止遭受网页仿冒欺诈。

A 正确 B 错误

1544 由于网络钓鱼通常利用垃圾邮件进行传播，因此，各种反垃圾邮件的技术也都可以用来反网络钓鱼。

A 正确 B 错误

1545 网络钓鱼的目标往往是细心选择的一些电子邮件地址。

A 正确 B 错误

1546 如果采用正确的用户名和口令成功登录网站，则证明这个网站不是仿冒的。

A 正确 B 错误

1547 在来自可信站点的电子邮件中输入个人或财务信息是安全的。

A 正确 B 错误

1548 包含收件人个人信息的邮件是可信的。

A 正确 B 错误

1549 可以采用内容过滤技术来过滤垃圾邮件。

A 正确 B 错误

1550 黑名单库的大小和过滤的有效性是内容过滤产品非常重要的指标。

A 正确 B 错误

1551 随着应用环境的复杂化和传统安全技术的成熟，整合各种安全模块成为信息安全领域的一个发展趋势。

A 正确 B 错误

1552 启发式技术通过查找通用的非法内容特征，来尝诩蝴IJ新形式和已知形式的非法内容。

A 正确 B 错误

1553 白名单方案规定邮件接收者只接收自己所信赖的邮件发送者所发送过来的邮件。

A 正确 B 错误

1554 实时黑名单是简单黑名单的进—步发展，可以从根本上解决垃圾邮件问题。

A 正确 B 错误

1555 贝叶斯过滤技术具有自适应、自学习的能力，目前已经得到了广泛的应用。

A 正确 B 错误

1556 对网页请求参数进行验证，可以防止SQL注入攻击。

A 正确 B 错误

1557 以下不会帮助减少收到的垃圾邮件数量的是\_\_\_\_。

A 使用垃圾邮件筛选器帮助阻止垃圾邮件B 共享电子邮件地址或即时消息地址时应小心谨慎 C 安装入侵检测软件 D 收到垃圾邮件后向有关部门举报

1558 下列不属于垃圾邮件过滤技术的是\_\_\_\_。

A 软件模拟技术 B 贝叶斯过滤技术C 关键字过滤技术D 黑名单技术

1559 下列技术不支持密码验证的是\_\_\_\_。

A S／MIMEB PGPC AMTP D SMTP

1560 下列行为允许的有\_\_\_\_。

A 未经授权利用他人的计算机系统发送互联网电子邮件B 将采用在线自动收集、字母或者数字任意组合等手段获得的他人的互联网电子邮件地址用于出售、共享、交换或者向通过上述方式获得的电子邮件地址发送互联网电子邮件C 未经互联网电子邮件接收者明确伺意，向其发送包含商业广告内容的互联网电子邮件 D 爱选包含商业广告内容的互联网电子邮件时，在互联网电子邮件标题信息前部注明“广告”或者“AD'’字样

1561 下列技术不能使网页被篡改后能够自动恢复的是\_\_\_\_。

A 限制管理员的权限 B 轮询检测C 事件触发技术D 核心内嵌技术

1562 以下不可以表示电子邮件可能是欺骗性的是\_\_\_\_。

A 它要求您点击电子邮件中的链接并输入您的帐户信息B 传达出一种紧迫感 C 通过姓氏和名字称呼您 D 它要求您验证某些个人信息

1563 如果您认为您已经落入网络钓鱼的圈套，则应采取\_\_\_\_措施。

A 向电子邮件地址或网站被伪造的公司报告该情形B 更改帐户的密码C 立即检查财务报表 D 以上全部都是

1564 内容过滤技术的含义不包括\_\_\_\_。

A 过滤互联网请求从而阻止用户浏览不适当的内容或站点B 过滤流入的内容从而阻止潜在的攻击进入用户的网络系统C 过滤流出的内容从而阻止敏感数据的泄漏 D 过滤用户的输入从而阻止用户传播非法内容

1565 下列内容过滤技术中在我国没有得到广泛应用的是\_\_\_\_。

A 内容分级审查 B 关键字过滤技术C 启发式内容过滤技术D 机器学习技术

1566 会让一个用户的“删除”操作去警告其他许多用户的垃圾邮件过滤技术是\_\_\_\_。

A 黑名单B 白名单C 实时黑名单 D 分布式适应性黑名单

1567 不需要经常维护的垃圾邮件过滤技术是\_\_\_\_。

A 指纹识别技术 B 简单DNS测试 C 黑名单技术D 关键字过滤

1568 下列关于网络钓鱼的描述不正确的是\_\_\_\_。

A 网络钓鱼(Phishing)一词，是“Fishing”和“Phone”的综合体 B 网络钓鱼都是通过欺骗性的电子邮件来进行诈骗活动C 为了消除越来越多的以网络钓鱼和电子曲6件欺骗的形式进行的身份盗窃和欺诈行为，相关行业成立了一个协会——反网络钓鱼工作小组D 网络钓鱼在很多方面和一般垃圾邮件有所不同，理解这些不同点对设计反网络钓鱼技术至关重要

1569 下面技术中不能防止网络钓鱼攻击的是\_\_\_\_。

A 在主页的底部设有一个明显链接，以提醒用户注意有关电子邮件诈骗的问题B 利用数字证书(如 USB KEY)进行登录C 根据互联网内容分级联盟(ICRA)提供的内容分级标准对网站内容进行分级 D 安装杀毒软件和防火墙、及时升级、打补丁、加强员工安全意识

1570 下列邮件为垃圾邮件的有\_\_\_\_。

A 收件人无法拒收的电子邮件 B 收件人事先预定的广告、电子刊物等具有宣传性质的电子邮件 C 含有病毒、色情、反动等不良信息或有害信息的邮件 D 隐藏发件人身份、地址、标题等信息的电子邮件 E 含有虚假的信息源、发件人、路由等信息的电子邮件

1571 垃圾邮件带来的危害有\_\_\_\_。

A 垃圾邮件占用很多互联网资源 B 垃圾邮件浪费广大用户的时间和精力 C 垃圾邮件提高了某些公司做广告的效益D 垃圾邮件成为病毒传播的主要途径 E 垃圾邮件迫使企业使用最新的操作系统

1572 网页防篡改技术包括\_\_\_\_。

A 网站采用负载平衡技术 B 防范网站、网页被篡改 C 访问网页时需要输入用户名和口令 D 网页被篡改后能够自动恢复 E 采用HTTPS协议进行网页传输

1573 网络钓鱼常用的手段有\_\_\_\_。

A 利用垃圾邮件 B 利用假冒网上银行、网上证券网站 C 利用虚假的电子商务 D 利用计算机病毒 E 利用社会工程学

1574 内容过滤的目的包括\_\_\_\_。

A 阻止不良信息对人们的侵害 B 规范用户的上网行为，提高工作效率 C 防止敏感数据的泄漏 D 遏制垃圾邮件的蔓延E 减少病毒对网络的侵害

1575 下面技术为基于源的内容过滤技术的是\_\_\_\_。

A 内容分级审查 B DNS过滤 C IP包过滤 D URL过滤 E 关键字过滤技术

1576 内容过滤技术的应用领域包括\_\_\_\_。

A 防病毒 B 网页防篡改 C 防火墙 D 入侵检测 E 反垃圾邮件

1．以下厂商为电子商务提供信息产品硬件的是\_\_\_C\_\_\_\_

A. AOL

B．YAHOO

C．IBM

D．MICROSOFT

2．把明文变成密文的过程，叫作\_\_A\_\_\_\_\_

A.加密

B．密文

C．解密

D．加密算法

3．以下加密法中属于双钥密码体制的是\_\_D\_\_\_\_\_

A．DES

B．AES

C．IDEA

D．ECC

4．MD-4散列算法，输入消息可为任意长，按\_\_\_A\_\_\_\_比特分组。

A．512

B．64

C．32

D．128

5．SHA算法中，输入的消息长度小于264比特，输出压缩值为\_\_\_\_C\_\_\_比特。

A．120

B．140

C．160

D．264

6.计算机病毒最重要的特征是\_\_\_B\_\_\_\_

A．隐蔽性

B．传染性

C．潜伏性

D．表现性

7．主要用于防火墙的VPN系统，与互联网密钥交换IKE有关的框架协议是\_\_A\_\_\_\_\_

A．IPSec

B．L2F

C．PPTP

D．GRE

8．Access VPN又称为\_\_\_A\_\_\_\_

A．VPDN

B．XDSL

C．ISDN

D．SVPN

9．以下不是接入控制的功能的是\_\_\_\_B\_\_\_

A．阻止非法用户进入系统

B．组织非合法人浏览信息

C．允许合法用户人进入系统

D．使合法人按其权限进行各种信息活动

10.在通行字的控制措施中，限制通行字至少为\_\_\_B\_\_\_\_字节以上。

A．3～6

B．6～8

C．3～8

D．4～6

11.用数字办法确认、鉴定、认证网络上参与信息交流者或服务器的身份是指\_\_\_B\_\_\_\_

A．接入控制

B．数字认证

C．数字签名

D．防火墙

12．关于密钥的安全保护下列说法不正确的是\_\_\_\_A\_\_\_

A．私钥送给CA

B．公钥送给CA

C．密钥加密后存人计算机的文件中

D．定期更换密钥

13. \_\_\_D\_\_\_\_在CA体系中提供目录浏览服务。

A．安全服务器

B．CA服务器

C．注册机构RA

D．LDAP服务器

14. Internet上很多软件的签名认证都来自\_\_\_D\_\_\_\_公司。

A．Baltimore

B．Entrust

C．Sun

D．VeriSign

15.目前发展很快的安全电子邮件协议是\_\_\_C\_\_\_\_ ，这是一个允许发送加密和有签名邮件的

协议。\_\_\_\_\_\_\_

A．IPSec

B．SMTP

C．S/MIME

D．TCP/1P

16.实现源的不可否认业务中，第三方既看不到原数据，又节省了通信资源的是\_\_\_C\_\_\_\_

A.源的数字签字

B．可信赖第三方的数字签字

C．可信赖第三方对消息的杂凑值进行签字

D．可信赖第三方的持证

17. SET的含义是\_\_\_B\_\_\_\_

A．安全电子支付协议

B．安全数据交换协议

C．安全电子邮件协议

D．安全套接层协议

18. 对SET软件建立了一套测试的准则。\_\_A\_\_\_\_\_

A．SETCo

B．SSL

C．SET Toolkit

D．电子钱包

19．CFCA认证系统的第二层为\_\_\_B\_\_\_\_

A．根CA

B．政策CA

C．运营CA

D．审批CA

20. SHECA提供了\_\_\_\_A\_\_\_种证书系统。

A．2

B．4

C．5

D．7

1. 信息安全受到的威胁有人为因素的威胁和非人为因素威胁，非人为因素的威胁包括　自然灾害　　　、　　系统故障　　、　技术缺陷　　。

2. 广义的信息安全是指网络系统的　　硬件　　、　软件　　及其系统中的信息受到保护。它包括系统连续、可靠、正常地运行，　网络服务　　　不中断，系统中的信息不因偶然的或恶意的原因而遭到　破坏　　　、　　更改　　和　　泄露　　　。

3. 密码学是一门关于　信息加密　　和　　密文破译　　的科学，包括　密码编码学　　　和 密码分析学 两门分支。

4. 信息隐藏技术的4个主要分支是　隐写术　　　、　隐通道　　、　匿名通信　　和　版权标识　　。

1. 信息安全的狭义解释

指信息内容的安全，包括信息的保密性、真实性和完整性。

2. 密码系统

指用于加密和解密的系统。

3. 数字水印

在数字化的信息载体中嵌入不明显的记号隐藏起来，被嵌入的信息包括作品的版权所有者、发行者、购买者、作者的序列号、日期和有特殊意义的文本等。60

4. 消息认证码MAC

MAC就是带密钥的消息摘要函数或称为一种带密钥的数字指纹，它与普通的摘要函数是有本质区别的。

1. 简述数字签名的基本原理?

数字签名包含两个过程：签名过程和验证过程。由于从公开密钥不能推算出私有密钥，因此公开密钥不会损害私有密钥的安全性；公开密钥无需保密，可以公开传播，而私有密钥必须保密。因此若某人用其私有密钥加密消息，并且用其公开密钥正确解密，就可肯定该消息是某人签名的。因为其他人的公开密钥不可能正确解密该加密过的消息，其他人也不可能拥有该人的私有密钥而制造出该加密过的消息，这就是数字签名的原理。

2. 数据备份的种类有哪些？常用的方法有哪些？？

数据备份按照备份时所备份数据的特点可以分为三种：完全备份、增量备份和系统备份。根据数据备份所使用的存储介质种类可以将数据备份方法分成如下若干种：软盘备份、磁带备份、可移动存储备份、可移动硬盘备份、本机多硬盘备份和网络备份。

3. 简述密码策略和帐户策略？

账户策略定义在计算机上，然而却可以影响用户账户与计算机或域交互作用的方式。账户策略在安全区域有如下内容的属性。

（1）密码策略：对于域或本地用户账户，决定密码的设置，如强制性和期限。

（2）账户锁定策略：对于域或本地用户账户，决定系统锁定账户的时间以及锁定哪个账户。

（3）Kerberos策略：对于域用户账户，决定于Kerberos有关的设置，如账户有效期和强制性。

密码策略包含6个策略，及密码必须符合复杂性要求、密码长度最小值、密码最长存留期、密码最短存留期、强制密码历史、为域中所有用户使用可还原的加密来存储密码。

4. 简述Web安全目标及技术？。

Web安全目标是保护Web服务器及其数据的安全、保护Web服务器和用户之间传递信息的安全、保护终端用户计算机及其他人连入Internet的设备的安全。Web安全技术主要包括Web服务器安全技术、Web应用服务安全技术和Web浏览器安全技术。

5. 例举几种常见的攻击实施技术。

社会工程学攻击、口令攻击、漏洞攻击、欺骗攻击、拒绝服务攻击等。

一 判断题

第二章 物理内存

1、信息网络的物理安全要从环境和设备两个角度来考虑（对）

2、计算机场地可以选择在公共区域人流量比较大的地方（错）

3、计算机场地可以选择在化工生产车间附件（错）

4、计算机场地在正常情况下温度保持在职18至此28摄氏度。（对）

5、机房供电线路和动力、照明用电可以用同一线路（错）

6、只要手干净就可以直接触摸或者擦拨电路组件，不必有进一步的措施（错）

7、备用电路板或者元器件、图纸文件必须存放在防静电屏蔽袋内，使用时要远离静电敏感器件。（对）

8、屏蔽室是一个导电的金属材料制成的大型六面体，能够抑制和阻挡电磁波在空气中传播。（对）

9、屏蔽室的拼接、焊接工艺对电磁防护没有影响。（错）

10、由于传输的内容不同，电力结可以与网络线同槽铺设。（错）

11、接地线在穿越墙壁、楼板和地坪时应套钢管或其他非金属的保护套管，钢管应与接地线做电气连通。（对）

12、新添设备时应该先给设备或者部件做上明显标记，最好是明显的无法除去的标记，以防更换和方便查找赃物。（对）

13、TEMPEST技术，是指在设计和生产计算机设备时，就对可能产生电磁辐射的元器件、集成电路、连接线、显示器等采取防辐射措施，从而达到减少计算机信息泄露的最终目的。（对）

14、机房内的环境对粉尘含量没有要要求。（错）

15、防电磁辐射的干扰技术，是指把干扰器发射出来的电磁波和计算机辐射出来的电磁波混合在一起，以掩盖原泄露信息的内容和特征等，使窃密者即使截获这一混合信号也无法提取其中的信息。（对）

16、有很高使用价值或很高机密程度的重要数据应采用加密等方法进行保护。（对）

17、纸介资料废弃应用碎纸机粉碎或焚毁。（对）

第三章 容灾与数据备份

1、灾难恢复和容灾具有不同的含义。（错）

2、数据备份按数据类型划分可以分成系统数据备份和用户数据备份。（对）

3、对目前大量的数据备份来说，磁带是应用得最广的介质。（对）

4、增量备份是备份从上次进行完全备份后更改的全部数据文件。（错）

5、容灾等级通用的国际标准SHARE 78将容灾分成了六级。（错）

6、容灾就是数据备份。（错）

7、数据越重要，容灾等级越高。（对）

8、容灾项目的实施过程是周而复始的。（对）

9、如果系统在一段时间内没有出现问题，就可以不用再进行容灾了（错）

10、SAN针对海量、面向数据块的数据传输，而NAS则提供文件级的数据访问功能。（对）

11、廉价磁盘冗余陈列（RAID），基本思想就是将多只容量较小的、相对廉价的硬盘进行有机结合，使其性能超过一只昂贵的大硬盘。（对）

第四章 基础安全技术

1、对称密码体制的特征是：加密密钥和解密密钥完全相同，或者一个密钥很容易从另一个密钥中导出。（对）

2、公钥密码体制算法用一个密钥进行加密，而用另一个不同但是有关的密钥进行解密。（对）

3、公钥密码体制有两种基本的模型：一种是加密模型，另一种是认证模型。（对）

4、对信息的这种防篡改、防删除、防插入的特性为数据完整性保护。（对）

5、PKI是利用公开密钥技术所构建的、解决网络安全问题的、普遍适用的一种基础设施。（对）

第五章 系统安全

1、常见的操作系统包括DOS、OS/2、UNLX、XENIX、Linux、Windows、Netware、Ora-cle等。（错）

2、操作系统在概念上一般分为两部份：内核（Kernel）以及壳（Shell），有些操作系统的内核与壳完全分开（如Microsoft Windiws、UNIX、Linux等）；另一些的内核与壳关系紧密（如UNIX、Linus等），内核及壳只是操作层次上不同面已。（错）

3、Windows系统中，系统中的用户帐号可以由任意系统用户建立。用户帐号中包含着用户的名称与密码、用户所属的组、用户的权利和用户的权限等相关数据。（借）

4、Windows系统的用户帐号有两种基本类型：全局帐号（Global Accounts）和本地帐号（Llcal Accounts）。（对）

5、本地用户组中的Users（用户）组成员可以创建用户帐号和本地组，也可以运行应用程序，但是不能安装应用程序，也可以关闭和锁定操作系统（错）

6、本地用户中的Guests（来宾用户）组成员可以登录和运行应用程序，也可以关闭操作系统，但是其功能比Users有更多的限制。（对）

7、域帐号的名称在域中必须是唯一的，而且也不能和本地帐号名称相同，否则会引起混乱。（错）

8、全局组是由本域用户组成的，不能包含任何组，也不能包含其他的用户，全局组能在域中任何一台机器上创建。（错）

9、在默认情况下，内置Domain Admins全局组是域的Administrators 本地组的一个成员，也是域中每台机器Administrator本地组的成员。（对）

10、Windows XP帐号使用密码对访问者进行身份验证，密码是区分大小写的字符串，最多可包含16个字符。密码的有效字符是字母、数字、中文和符号。（错）

11、如果向某个组分配了权限，则作为该组成员的用户也具有这一权限。例如，如果Backup Operators 组有此权限，而Lois也有此权限。（对）

12、Windows 文件系统中，只有Administrator 组和Server Operation组可以设置和去除共享目录，并且可以设置共享目录的访问权限。（错）

13、远程访问共享目录中的目录和文件，必须能够同时满足共享的权限设置和文件目录自身的权限设置。用户对共享所获得的最终访问权限将取决于共享的权限设置和目录的本地权限设置中宽松一些的条件。（错）

14、对于注册表的访问许可是将访问权限赋予计算机系统的用户组，如Administrator、Users、Creator/Owner组等。（对）

15、系统日志提供了一个颜色符号来表示问题的严重程度，其中一个中间有字母“！”的黄色圆圈（或三角形）表示信息性问题，一个中间有字母“i”的蓝色圆圈表示一次警告，而中间有“stop”字样（或符号叉）的红色八角形表示严重问题。（错）

16、光盘作为数据备份的媒介优势在于价格便宜、速度快、容量大。（错）

17、Windows防火墙能帮助阻止计算机病毒和蠕虫进入用户的计算机，但该防火墙不能检测或清除已经感染计算机的病毒和蠕虫。（对）

18、Web站点访问者实际登录的是该Web服务器的安全系统，“匿名”Web访问者都是以IUSR帐号身份登录的。（对）

19、UNIX的开发工作是自由、独立的，完全开放源码，由很多个人和组织协同开发的。UNIX只定义了人个操作系统内核。所有的UNIX发行版本共享相同的内核源，但是，和内核一起的辅助材料则随版本不同有很大不同。（错）

20、每个UNIX/Linux系统中都只有一个特权用户，就是root帐号。（错）

21、与Winsows系统不一样的是UNIS/Linux操作系统中不存在预置帐号。（错）

22、UNIX/Linux系统中一个用户可以同时属于多个用户组（对）

23、标准的UNIX/Linux系统以属主（Owner）、（Group）、（World）三个粒度进行控制。特权用户不受这种访问控制的限制。（对）

24、UNIX/Linux系统中，设置文件许可位以使得文件所有者比其他用户拥有更少的权限是不可能的。（错）

25、UNIX/Linux系统和Windows系统类似，每一个系统用户都有一个主目录。（对）

26、UNIX/Linux系统加载文件系统的命令是mount,所有用户都能使用这条命令。（错）

27、UNIX/Linux系统中查看进程信息的who命令用于显示全登录到系统的用户情况，与w命令不同的是，who命令功能更加强大，who命令是w命令的一个增强版。（错）

28、Httpd.conf是Web服务器的主配文件，由管理员进行配置，Srm.conf是Web服务器的资源配置文件，Access.conf是设置访问权限文件。（对）

29、一个设置了粘住位的目录中的文件只有在用户拥有目录的写许可，并且用户是文件和目录的所有者的情况下才能删除。（错）

30、UNIX/Linux系统中的/etc/passwd文件含有全部系统需要知道的关于每个用户的信息（加密后的密码也可能存地/etc/passwd文件中）。（错）

31、数据库系统是一种封闭的系统，其中的数据无法由多个用户共享。（错）

32、数据库安全只依靠技术即可保障。（错）

33、通过采用各种技术和管理手段，可以获得绝对安全的数据库系统。（错）

34、数据库的强身份认证与强制访问控制是同一概念。（错）

35、用户对他自己拥有的数据，不需要有指定的授权动作就拥有全权管理和操作的权限。（对）

36、数据库视图可以通过INSERT或UPDATE语句生成。（错）

37、数据库加密适宜采用公开密钥密码系统。（对）

38、数据库加密的时候，可以将关系运算的比较字段加密。（错）

39、数据库管理员拥有数据库的一切权限。（对）

40、不需要对数据库应用程序的开发者制定安全策略。（错）

41、使用ID登录SQL Server后，即可获得了访问数据库的权限。（错）

42、MS SQL Server与Sybase Server的身份认证机制基本相同。（对）

43、SQL Server不提供字段粒度的访问控制。（错）

44、MySQL不提供字段粒度的访问控制。（对）

45、SQL Server中，权限可以直接授予用户ID。（对）

46、SQL注入攻击不会威胁到操作系统的安全。（错）

47、事务具有原子性，其中包括的诸多操作要么全做，要么全不做。（对）

48、完全备份就是对全部数据进行备份。（对）

第六章 网络安全

1、防火墙是设置在内部网络与外部网络（如互联网）之间，实施访问控制策略的一个或一个系统。（对）

2、组成自适应代理网关防火墙的基本要素有两个：自适应代理服务器（Adaptive Proxy server）与动态包过滤器（Dynamic Packet Filter）。（对）

3、软件防火墙就是指个人防火墙。（错）

4、网络地址端口转换（NAPT）把内部地址映射到外部网络的一个IP地址的不同端口上。（对）

5、防火墙提供的透明工作模式，是指防火墙工作在数据链路层，类似于一个网桥。因此，不需要用户对网络的拓朴做出任何调整就可以把防火墙接入网络。（对）

6、防火墙安全策略一旦设定，就不能再做任何改变。（错）

7、对于防火墙的管理可直接通过Telnet进行。（错）

8、防火墙规则集的内容决定了防火墙的真正功能。（对）

9、防火墙必须要提供VPN、NAT等功能。（错）

10、防火墙对用户只能通过用户和口令进行认证。（错）

11、即使在企业环境中，个人防火墙作为企业纵深防御的一部份也是十分必要的。（对）

12、只要使用了防火墙，企业的网络安全就有了绝对保障。（错）

13、防火墙规则集应该尽可能的简单，规则集越简单，错误配置的可能性就越小，系统就越安全。（对）

14、iptable可配置具有状态包过滤机制的防火墙。（对）

15、可以将外部可访问的服务器放置在内部保护网络中。（错）

16、在一个有多个防火墙存在的环境中，每个连接两个防火墙的计算机或网络都是DMZ。（对）

17、入侵检测技术是用于检测任何损害或企图损害系统的机密性、完整性或可用性等行为的一种网络安全技术（对）

18、主动响应和被动响应是相互对立的，不能同时采用。（错）

19、异常入侵检测的前提条件是入侵性活动集作为异常活动集的子集，而理想状况是异常活动集与入侵性活动集相等。（对）

20、针对入侵者采取措施是主动响应中最好的响应措施。（错）

21、在早期大多数的入侵检测系统中，入侵响应都属于被动响应。（对）

22、性能“瓶颈”是当前入侵防御系统面临的一个挑战。（对）

23、漏报率，是指系统把正常行为作为入侵攻击而进行报警的概率。（错）

24、与入侵检测系统不同，入侵防御系统采用在线（inline）方式运行。（对）

25、蜜罐技术是种被动响应措施。（错）

26、企业应考虑综合使用基于网络的入侵检测系统和基于主机的入侵检测系统来保护企业网络。在进行分阶段部署时，首先部署基于网络的入侵检测系统，因为它通常最容易安装和维护，接下来部署基于主机的入侵检测系统来保护至关重要的服务器。（对）

27、入侵检测系统可以弥补企业安全防御系统中安全缺陷和漏洞。（错）

28、使用误用检测技术的入侵检测系统很难检测到新的攻击行为和原有攻击行为的变种。（对）

29、在早期用集线路（hub）作为连接设备的网络中使用的基于网络的入侵检测系统，在交换网络中不做任何改变，一样可以用来监听整个网络。（错）

30、可以通过技术手段，一次性弥补所有的安全漏洞。（错）

31、漏洞只可能存在于操作系统中，数据库等其他软件系统还会存在漏洞。（错）

32、防火墙中不可能存在漏洞（错）

33、基于主机的漏洞扫描不需要有主机的管理员权限。（错）

34、半连接扫描也需要完成TCP协议的三次握手过程。（错）

35、使用漏洞库匹配的方法进行扫描，可以发现所有的漏洞。（错）

36、所有的漏洞都是可以通过打补丁来弥补的。（错）

37、通过网络扫描，可以判断目标主机的操作系统类型。（对）

38、x-scan能够进行端口扫描。（对）

39、隔离网闸采用的是物理隔离技术。（对）

40、“安全通道隔离”是一种逻辑隔离。（错）

41、隔离网闸两端的网络之间不存在物理连接。（对）

42、QQ是与朋友联机聊天的好工具，不必担心病毒。（错）

43、在计算机上安装防病毒软件之后，就不必担心计算机受到病毒攻击。（错）

44、计算机病毒可能在用户打开“txt”文件时被启动。（对）

45、在安全模式下木马程序不能启动。（错）

46、特征代码技术是检测已知计算机病毒的最简单、代价最小的技术。（对）

47、家里的计算机没有联网，所以不会感染病毒。（错）

48、计算机病毒的传播离不开人的参与，遵循一定的准则就可以避免感染病毒。（错）

49、校验和技术只能检测已知的计算机病毒。（错）

50、采用Rootkit技术的病毒可以运行在内核模式中。（对）

51、企业内部只需在网关和各服务器上安装防病毒软件，客户端不需要安装。（错）

52、大部分恶习意网站所携带的病毒就是脚本病毒。（对）

53、利用互联网传播已经成为了计算机病毒传播的一个发展趋势。（对）

第七章 应用安全

1、基于规则的方法就是在邮件标题和邮件内容中寻找特定的模式，其优点是规则可以共享，因此它的推广性很强。（对）

2、反向查询方法可以让接收邮件的互联网报务商确认邮件发送者是否就是如其所言的真实地址。（对）

3、SenderID可以判断出电子邮件的确切来源，因此，可以降低垃圾邮件以及域名欺骗等行为发生的可能。（对）

4、DKIM （DomainKeys Identifed Mail）技术以和DomainKeys 相同的方式用DNS发布的公开密钥验证签名，并且利用思科的标题签名技术确保一致性。（对）

5、运行防病毒软件可以帮助防止遭受网页仿冒欺诈。（对）

6、由于网络钓鱼通常利用垃圾邮件进行传播，因此，各种反垃圾邮件的技术也都可以用来反网络钓鱼。（对）

7、网络钓鱼的目标往往是细心选择的一些电子邮件地址。（对）

8、如果采用正确的用户名和口令成功登录网站，则证明这个网站不是仿冒的。（错）

9、在来自可信站点的电子邮件中输入个人或财务信息就是安全的。（错）

10、包含收件人个人信息的邮件是可信的。（错）

11、可以采用内容过滤技术来过滤垃圾邮件。（对）

12、黑名单库的大小和过滤的有效性是内容过滤产品非常重要的指标。（对）

13、随着应用环境的复杂化和传统安全技术的成熟，整合各种安全模式成为信息安全领域的一个发展趋势。（对）

14、启发式技术通过查找通用的非法内容特征，来尝试检测新形式和已知形式的非法内容。（对）

15、白名单方案规定邮件接收者只接收自己所信赖的邮件发送者所发送过来的邮件。（对）

16、实时黑名单是简单黑名单的进一步发展，可以从根本上解决垃圾邮件问题。（错）

17、贝叶斯过滤技术具有自适应、学习的能力，目前已经得到了广泛的应用。（对）

18、对网页请求参数进行验证，可以防止SQL注入攻击。（对）

二 单选题

第二章 物理安全

1、以下不符合防静电要求的是

B、在机房内直接更衣梳理

2、布置电子信息系统信号线缆的路由走向时，以下做错误的是

A、 可以随意弯曲

3、对电磁兼容性（Elecrtomagnetic Compatibility , 简称EMC）标准的描述正确的是

C、各个国家不相同

4、物理安全的管理应做到

D、以上均正确

第三章 容灾与数据备份

1、代表了当灾难发生后，数据的恢复程度指标是A。

A、RPO

2、代表了当灾难发生后，数据的恢复时间的指标是B。

B、RTO

3、我国《重要信息系统灾难恢复指南》将灾难恢复分成了六级

B、六级

4、下图是SAN存储类型的结构图。

B、SAN

5、容灾的目的和实质是C。

C、保持信息系统的业务持续性

6、容灾项目实施过程的分析阶段，需要进行D。

D、以上均正确

7、目前对于大量数据存储来说，容量大、成本低、技术成熟、广泛使用的介质是B。

B、磁带

8、下列叙述不属于完全备份机制特点描述的是D。

D、需要存储空间小

9、下面不属于容灾内容的是A。

A、灾难预测

X 1.《互联网上网服务营业场所管理条例》规定，可以在居民住宅楼（院）内设立互联网上网服务营业场所。

对 2.未经许可，任何组织和个人不得擅自设立互联网上网服务营业场所和从事互联网上网服务经营活动。

X 3.《互联网上网服务营业场所管理条例》规定，对文化行政部门经审查不符合条件的，或者公安机关经审核不合格的，以口头通知的形式向申请人说明理由。

X 4.《互联网上网服务营业场所管理条例》规定，申请人取得《网络文化经营许可证》后即可开业。

X 5.当互联网上网服务营业场所经营单位终止经营活动时，可以出租、出借或者以其他方式转让《网络文化经营许可证》。

对 6.互联网上网服务营业场所经营单位不的涂改《网络文化经营许可证》。

对 7.互联网上网服务营业场所经营单位变更营业场所地址应当经原审核机关同意。

X 8.互联网上网服务营业场所经营单位对营业场所进行改建、扩建，不用再经原审核机关同意。

X 9.互联网上网服务营业场所经营单位变更计算机数量，不用再经原审核机关同意。

对 10.互联网上网服务营业场所经营单位和上网消费者不得利用互联网上网服务营业场所制作、下载、复制、查阅、发布、传播或者以其他方式使用我国法律、法规中所明确禁止的有害信息的内容。

对 11.互联网上网服务营业场所经营单位必须以固定网络地址的方式接入互联网。

对 12.互联网上网服务营业场所经营单位提供上网消费者使用的计算机必须通过局域网的方式接入互联网。

X 13.互联网上网服务营业场所经营单位为了吸引消费者可以经营非网络游戏。

X 14.互联网上网服务营业场所经营单位和上网消费者只可以在场所内通过网络游戏进行赌博或者变相赌博。

对 15.互联网上网服务营业场所经营单位发现上网消费者有违法行为时，应当立即予以制止并向文化行政部门、公安机关举报。

对 16.互联网上网服务营业场所经营单位不得接纳未成年人进入营业场所。

X 17.互联网上网服务营业场所经营单位只有在节假日时才可以接纳未成年人进入营业场所。

X 18.互联网上网服务营业场所经营单位只有在法定监护人的陪同下才能接纳未成年人进入营业场所。

X 19.互联网上网服务营业场所经营单位对上网消费者的登记内容和上网记录备份。在保存期内对不需要的内容可以由经营单位修改或者删除。

对 20.互联网上网服务营业场所经营单位对上网消费者的登记内容和上网记录备份。在文化行政部门、公安机关依法查询时予以提供。

对 21.互联网上网服务营业场所经营单位应当依法履行信息安全职责，不得擅自停止实施安全技术措施。

X 22.文化等有关主管部门的工作人员在不影响工作的前提下，可以从事或者变相从事互联网上网服务经营活动。

X 23.文化等有关主管部门的工作人员在不属于自己管辖的区域内，可以参与或者变相参与互联网上网服务经营活动。

X 24.互联网上网服务营业场所经营单位违反《互联网上网服务营业场所管理条例》规定，被吊销《网络文化经营许可证》的，其法定代表人或者主要负责人可以在近期重新担任互联网上网服务营业场所经营单位的法定代表人或者主要负责人。

X 25.单位、个人可以擅自挪用、拆除、停用消防设施、器材。

对 26.单位、个人不得埋压、圈占消火栓，不得占用防火间距，不得堵塞消防通道。

对 27.禁止接纳未成年人进入网吧等互联网上网服务营业场所是经营单位的禁止行为之一。

对 28.建立并落实互联网上网服务营业场所信息安全管理制度是信息安全管理的基础和前提，是互联网上网服务营业场所安全管理的保障。

对 29.互联网上网服务营业场所实行上网登记制度对维护国家的信息网络安全、打击计算机犯罪有着重大的意义。

对 30.互联网上网服务营业场所场内巡查与情况报告制度是为维护互联网上网服务营业场所安全、信息网络安全及在巡查中发现违法犯罪行为时及时予以制止和报告而制定的安全管理制度。

对 31.实名登记子系统，是指互联网上网服务营业场所经营单位根据上网消费者出示的有效证件中的相关信息进行如实记录的安全管理系统。

对 32.互联网上网服务营业场所安全管理子系统是以记录并留存计算机信息系统运行日志信息为主，并集过滤封堵非法网站、通知汇报等管理功能于一体的安全管理系统。

对 33.互联网上网服务营业场所作为提供上网服务的公共场所，落实计算机防毒的技术措施是非常必要的。

X 34.互联网上网服务营业场所是作为提供上网服务的营利场所，没必要落实计算机防毒的技术措施。

对 35.行政处罚，是指法定的行政机关或其他主体依法追究公民、法人或者其他组织违反行政管理秩序行为的行政法律责任而实施的法律制裁。

对 36.行政处罚决定程序中的一般程序下列基本步骤：立案、调查取证、提出行政处罚意见、说明理由和告之权利、当事人陈述和申辩、听证、作出处罚决定并制作处罚决定书、送达。

对 37.电信部门负责对互联网上网服务营业场所经营单位的信息网络安全的监督管理。

对 38.火灾预防是消防工作的重点，也是基础。

对 39.消防安全责任由单位的主要负责人对本单位的消防安全工作负责。

X 40.违反治安管理处罚法所引起的责任是一种法律责任。

对 41.18周岁以上属于完全责任年龄时期，需要对自己的行为严格控制。

对 42.公共秩序，是指在社会生活中，由法律、法规和机关、团体、企业、事业单位的规章制度等组成的规范。

对 43.扰乱公共秩序的行为，是指故意扰乱公共秩序，尚不够刑事处罚，依据治安管理处罚法应当给予治安管理处罚的行为。

对 44.公安机关对于不履行治安法规所确定的义务或者危及社会治安秩序，情节轻微，尚不够刑事处罚的行为，依照治安管理法规的规定实施治安行政处罚。

对 45.消防行政处罚是国家特定消防行政机关依法惩戒违反行政管理秩序的个人、组织的一种行政行为。

对 46.消防监督检查人员在进行监督检查时，应当着制式警服，并出示《公安消防监督检查证》。

X 47.学校、图书馆等单位内部附设的为特定对象获取资料、信息提供上网服务的场所属于互联网上网服务营业场所。

对 48.《互联网上网服务营业场所管理条例》规定设立互联网上网服务营业场所经营单位，应当采用企业的组织形式。
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三、多选题

1.公安机关负责对互联网上网服务营业场所经营单位的\_ACD\_的监督管理。

A.网络安全 B.计算机硬件设备安全

C.治安安全 D.消防安全

2.设立互联网上网服务营业场所经营单位，至少要具备下列条件：\_ABCD\_\_。

A.有与其经营活动相关的并符合国家规定的消防安全条件的营业场所。

B.有健全、完善的信息网络安全管理制度和安全技术措施

C.有固定的网络地址和与其经营活动相适应的计算机上等装置及附属设备

D.有与其经营活动相适应并取得从业资格的安全管理人员、经营管理人员、专业技术人员

3.设立互联网上网服务营业场所经营单位，应当向县级以上地方人民政府文化行政部门提出申请，并至少提交下列文件：\_\_ABCD\_\_。

A.名称预先核准通知书和章程 B.法定代表人或者主要负责人的身份证明材料

C.资金信用证明 D.营业场所产权证明或者租赁异香书

4.《互联网上网服务营业场所管理条例》规定，申请人完成筹建后，持同意筹建的批准文件到同级公安机关摄取\_\_B\_\_\_和\_\_D\_\_\_审核。

A.电脑安全 B信息网络安全 C.电力安全 D.消防安全

5.互联网上网服务营业场所经营单位变更名称、住所、法定代表人或者主要负责人、注册资本、网络地址或者终止经营活动的，应当依法到\_ABD\_办理相关手续。

A.工商行政管理部门 B.公安机关

C.通信管理部门 D.文化行政部门

6.互联网上网服务营业场所经营单位和上网消费者不得进行\_BCD\_危害信息网络安全的活动。

A.在BBS上留言或利用QQ聊天

B.故意制作或者传播计算机病毒以及其他破坏性程序

C.非法侵入计算机信息系统或者破坏计算机信息系统功能、数据和应用程序

D.进行法律、行政法规禁止的其他活动

7.互联网上网服务营业场所经营单位应当在营业场所的显著位置悬挂\_\_BD\_\_\_。

A.网络游戏许可证 B.工商营业执照

C.计费系统使用证 D.《网络文化经营许可证》

8.《互联网上网服务营业场所管理条例》规定，互联网上网服务营业场所经营单位应当依法履行消防安全职责，并遵守\_ABCD\_规定。

A.禁止明火照明和吸烟并悬挂禁止吸烟标志

B.禁止带入和存放易燃、易爆物品

C.不得安装固定的封闭门窗栅栏

D.营业期间禁止封堵或者锁闭门窗、安全疏散通道和安全出口

9.互联网上网服务营业场所经营单位违反《互联网上网服务营业场所管理条例》规定，涂改、出租、出借或者以其他方式转让《网络文化经营许可证》，尚不够刑事处罚的，应接受\_BCD\_处罚。

A.没收计算机及各种上网设备

B.吊销《网络文化经营许可证》，没收非法所得

C.违法经营额5000元以上的，并处违法金额2倍以上5倍以下的罚款

D.违法经营额不足5000元的，并处5000元以上10000元以下的罚款

10.互联网上网服务营业场所经营单位违反《互联网上网服务营业场所管理条例》规定，利用营业场所制作、下载、复制、查阅、发布、传播或者以其他方式使用含有《互联网上网服务营业场所管理条例》规定禁止含有的内容的信息，尚不够刑事处罚的，应该受\_\_ABCD\_\_处罚。

A.公安机关给予警告，没收违法所得

B.违法金额1万元以上的，并处违法金额2倍以上5倍以下的罚款

C.违法金额不足1万元的，并处1万元以上2万元以下的罚款

D.情节严重的，责令停业整顿，直至吊销《网络文化经营许可证》

11.互联网上网服务营业场所经营单位违反《互联网上网服务营业场所管理条例》规定，有下列\_\_ABCD\_\_行为，情节严重的，责令停业整顿，直至吊销《网络文化经营许可证》。

A.接纳未成年人进入营业场所的

B.经营非网络游戏的

C.擅自停止实施经营管理技术措施的

D.未悬挂《网络文化经营许可证》或者未成年人禁入标志的

12.互联网上网服务营业场所经营单位违反《互联网上网服务营业场所管理条例》规定，有下列\_ACD\_\_行为，情节严重的，责令停业整顿，直至吊销《网络文化经营许可证》。

A.利用明火照明 B.喝酒、打扑克牌

C.发现吸烟不予制止 D.未悬挂禁止吸烟标志

13.互联网上网服务营业场所经营单位违反《互联网上网服务营业场所管理条例》规定，有下列\_\_ACD\_\_行为，情节严重的，责令停业整顿，直至吊销《网络文化经营许可证》。

A.允许带入或者存放易燃、易爆物品

B.上网游戏或聊天

C.在营业场所安装固定的封闭门窗栅栏

D.营业期间封堵或者锁闭门窗、安全疏散通道或者安全出口

14.互联网上网服务营业场所经营单位违反《互联网上网服务营业场所管理条例》规定，有下列\_\_ACD\_\_\_行为，由公安机关给予警告，可以并处15000元以下罚款。

A.允许带入或者存放易燃、易爆物品

B.擅自出售QQ帐号

C.在营业场所安装固定的封闭门窗栅栏

D.营业期间封堵或者锁闭门窗、安全疏散通道或者安全出口

15.互联网上网服务营业场所经营单位违反《互联网上网服务营业场所管理条例》规定，有下列\_\_ACD\_\_\_行为，由公安机关给予警告，可以并处15000元以下罚款。

A.利用明火照明 B.喝酒、打扑克牌

C.发现吸烟不予制止 D.未悬挂禁止吸烟标志

16.对违反国家规定，侵入国家事务、国防建设、尖端科学技术领域的计算机信息系统的，处\_CD\_\_。

A.5年以下有期徒刑 B.拘留

C.3年以下有期徒刑 D.拘役

17.多次发送淫秽、侮辱、恐吓或者其他信息，干扰他人正常生活，情节较重的，处\_\_BC\_\_。

A.5日以上15日以下拘留 B.可以并处500元以下罚款

C.5日以上10日以下拘留 D.可以并处1000元以下罚款

18.公然侮辱他人或者捏造事实诽谤他人，情节较重的，处\_AB\_\_。

A.5日以上10日以下拘留 B.可以并处500元以下罚款

C.5日以上15日以下拘留 D.可以并处1000元以下罚款

19.写恐吓信或者以其他方法威胁他人人身安全，情节较重的，处\_AD\_\_。

A.5日以上10日以下拘留 B.可以并处1000元以下罚款

C.10日以上15日以下拘留 D.可以并处500元以下罚款

20.下列\_AD\_行为，情节较重的，可以处5日以上10日以下拘留可以并处500元以下罚款。

A.偷窥、偷拍、窃听、散布他人隐私的

B.未经他人允许向其发送邮件的

C.利用手机向他人发送短信息的

D.捏造事实诬告陷害他人，企图使他人受到刑事追究或者受到治安管理处罚的

21.制作、运输、复制、出售、出租淫秽的书刊、图片、影片、音像制品等淫秽物品或者利用计算机信息网络、电话以及其他通讯工具传播淫秽信息的，处\_CD\_\_。

A.15日以上20日以下拘留 B.可以并处1000元以下罚款

C.10日以上15日以下拘留 D.可以并处3000元以下罚款

22.违反治安管理行为的处罚包含下列三种：\_\_ABD\_\_\_\_。

A.警告 B.罚款 C.劳教 D.行政拘留

23.机关、团体、企业、事业单位应当履行下列\_ABCD\_\_消防安全职责。

A.制定消防安全制度、消防安全操作规程

B.实行防火安全责任制，确定本单位和所属各部门、岗位的消防安全责任人

C.按照国家有关规定配置消防设施和器材、设置消防安全标志，并定期组织检验、维修，确保消防设施和器材完好、有效。

D.保障疏散通道、安全出口畅通，并设置符合国家规定的消防安全疏散标志

24.互联网上网服务营业场所有下列\_\_BCD\_\_行为，责令限期改正；逾期不改正的，责令停产停业，可以并处罚款，并对其直接负责的主管人员和其他直接责任人员处罚款。

A.允许未成年人进入场所的

B.对火灾隐患不及时消除的

C.不按照国家相关规定，配置消防设施和器材的

D.不能保障疏散通道、安全出口畅通的

25.违反消防法的规定，有下列\_ABC\_\_行为，处警告或者罚款。

A.指使或者强令他人违法消防安全规定，冒险作业，尚未造成严重后果的

B.埋压、圈占消火栓或者占用防火间距、堵塞消防通道的，或者损坏和擅自挪用、拆除、停用消防设施、器材的

C.有重大火灾隐患，经公安消防机构通知逾期不改正的

D.其他

26.计算机病毒，是指编制或者在计算机程序中插入的\_B\_或者\_C\_\_，影响计算机上使用，并能自我复制的一组计算机指令或者程序代码。

A.危害操作人员健康 B.破坏计算机功能

C.毁坏数据 D.破坏机房环境安全

27.下列行为中，\_\_ABCD\_\_是《计算机信息网络国际联网安全保护管理办法》所不允许利用国际联网进行的活动。

A.危害国家安全的行为

B.泄露国家秘密的行为

C.侵犯国家的、社会的、集体的利益的行为

D.侵犯公民的合法权益的行为

28.任何单位和个人不得利用国际联网制作、复制、查阅和传播下列信息：\_\_ABCD\_\_。

A.煽动抗拒、破坏宪法和法律、行政法规实施的；煽动颠覆国家政权，推翻社会主义制度的

B.煽动分裂国家、破坏国家统一的；煽动民族仇恨、民族歧视，破坏民族团结的

C.捏造或者歪曲事实、散布谣言，扰乱社会秩序的；公然侮辱他人或者捏造事实诽谤他人的

D.宣扬封建迷信、淫秽、色情、赌博、暴力、凶杀、恐怖，教唆犯罪的；其他违反宪法和法律、行政法规的

29.下列哪些是互联网提供的功能：\_ABCD\_\_。

A.E-mail B.bbs C.FTP D.www

30.互联网上网服务营业场所存在的主要安全问题是：\_BCD\_。

A.上网消费者过于集中的问题 B.消防安全问题

C.信息网络安全问题 D.治安问题

31.互联网上网服务营业场所的安全管理应该包括以下\_\_ABCD\_\_层次的管理。

A.政府职能部门应依法对互联网上网服务营业场所行使有效的监督、检查和管理

B互联网上网服务营业场所经营单位及从业人员加强法律法规意识，严格守法经营

C.上网消费者必须严格遵守国家的有关法律、法规的规定，文明上网

D.建立广泛的社会监督机制及长效管理体制

32.互联网上网服务营业场所经营单位的禁止行为包括：\_ABCD\_\_。

A.禁止利用互联网上网服务营业场所制作、下载、复制、查阅、发布、传播国家法律、法规所禁止的有害信息的行为；禁止利用互联网上网服务营业场所侵犯用户的通信自由、通信秘密等涉及个人隐私的行为

B.禁止擅自停止实施安全技术措施的行为；禁止在互联网上网服务营业场所从事破坏网络安全的各种行为

C.禁止在互联网上网服务营业场所内使用盗版产品等侵犯知识产权的行为；禁止利用互联网上网服务营业场所进行赌博和变相赌博行为

D.禁止接纳未成年人进入互联网上网服务营业场所的行为

33.互联网上网服务营业场所经营单位承担的责任应该包括：\_\_ABCD\_\_\_。

A.维护场所安全的责任 B.维护国家安全的责任

C.维护社会秩序的责任 D.提高自身素质、加强行业自律、宣讲文明上网

34.互联网上网服务营业场所经营单位的责任具体体现在\_ABCD\_\_。

A.接受公安机关的监督、检查和指导；建立并落实各项互联网上网服务营业场所安全管理制度

B.配备相应的网络安全管理技术人员；采取必要的安全技术保护措施

C.正确引导上网消费者的上网行为；发现有网络和其他违法犯罪行为的要及时制止并向主管部门举报

D.禁止接纳未成年人进入互联网上网服务营业场所；法律、法规中对经营单位规定的其他责任

35.互联网上网服务营业场所的安全管理制度，应该包括哪些基本制度：\_ABCD\_\_。

A.审核登记制度 B.场内巡查与情况报告制度

C.上网登记制度 D.信息安全培训制度

36.巡查人员在巡查过程中要做到\_\_ABCD\_\_\_。

A.正确引导上网人员的上网行为，积极鼓励、宣传健康、文明的网络行为

B.给上网人员提供各种相关的技术支持和帮助

C.发现各种违法犯罪行为要给予制止并及时向公安机关举报

D.东西各种安全隐患要及时加以排除，疏导上网人员撤离现场并向公安等有关主管部门报告

37.目前在互联网上网服务营业场所中实施的安全技术措施主要针对的是\_BD\_\_。

A.信息安全管理系统 B.有害信息防治

C.入侵检测 D.计算机病毒防治

38.以下\_\_ABCD\_\_是我国行政处罚规定的行政处罚所包含的种类

A.警告 B.罚款 C.没收违法所得、没收非法财物 D.行政拘留

39.对违反行政管理秩序的公民、法人或者其他组织，将要作出\_\_BCD\_\_的行政处罚之前，行政处罚机关应制作《违法行为处理通知书》，并送达当事人。

A.警告 B.较大数额罚款 C.责令停产停业 D.暂扣或者吊销许可证

40.《互联网上网服务营业场所管理条例》第24条规定，互联网上网服务营业场所经营单位应当依法履行信息网络安全、治安和消防安全职责，并遵守下列规定：ABCDE\_。

A.禁止明火照明和吸烟并悬挂禁止吸烟标志

B.禁止带入和存放易燃、易爆物品

C.不得安装固定的封闭门窗栅栏

D.营业期间禁止封堵或者锁闭门窗、安全疏散通道和安全出口

E.不得擅自停止实施安全技术措施

41.电气线路引起火灾的主要原因是\_ABCD\_\_。

A.超负荷 B.短路或者接触不良

C.断路造成相间电压不平衡 D.电脑、空调、电取暖器自身故障

42.互联网上网服务营业场所经营单位违反《互联网上网服务营业场所管理条例》的规定，有下列\_\_ABCDE\_\_\_行为之一的，由公安机关给予警告，可以并处15000元以下的罚款；情节严重的，责令停业整顿，直至由文化行政部门吊销《网络文化经营许可证》。

A.利用明火照明或者发现吸烟不予制止，或者未悬挂禁止吸烟标志的

B.允许带入和存放易燃、易爆物品的

C.在营业场所安装固定的封闭门窗栅栏的

D.营业期间封堵或者锁闭门窗、安全疏散通道和安全出口的

E.擅自停止实施安全技术措施的

43.互联网上网服务营业场所（网吧）需接受\_ABCE\_\_的监管。

A.公安机关 B.文化行政部门 C.工商行政管理部门

D.交通部门 E.电信部门

44.治安管理处罚法处罚的种类主要分为\_ABCD\_\_\_。

A.警告 B.罚款 C.行政拘留 D.吊销公安机关发放的许可证

45.违反治安管理的行为和处罚主要分为\_ABCD\_\_\_。

A.扰乱公共秩序的行为和处罚 B.妨害公共安全的行为和处罚

C.侵犯人身权利、财产权利的行为和处罚 D.妨害社会管理的行为和处罚

46.营业性场所有下列行为之一的，责令限期改正；逾期不改正的责令停产停业，可以并处罚款，并对其直接负责的主管人员和其他责任人员处罚款：\_ACD\_\_。

A.对火灾隐患不及时消除的

B.未设置业余消防人员

C.不按照国家有关规定、配置消防设施和器材的

D.不能保障疏散通道、安全出口畅通的

47.物质燃烧应具备三个必要条件：\_\_ABD\_。

A.可燃物 B.助燃物 C.空气 D.点火源

48.基本灭火方法有\_ABC\_\_\_。

A.隔离法 B.窒息灭火法 C.冷却灭火法 D.抑制灭火法

49.在治安管理处罚法中规定了以下违反治安管理的行为和罚责：\_ABCD\_\_\_。

A.扰乱公共秩序的行为和罚责 B.妨害公共安全的行为和罚责

C.侵犯人身权利、财产权利的行为和罚责 D.妨害社会管理的行为和罚责

50.根据现行消防法规规定，消防行政处罚主要包括\_ABC\_\_、没收产品和违法所得、吊销许可证、责令停产停业（责令停止施工、责令停止使用）。

A.警告 B.罚款 C.行政拘留 D.训诫

51.互联网上网服务营业场所经营单位，应当履行下列义务：\_ABCD\_\_.

A.落实网络信息安全管理措施；制止、举报利用其营业场所从事法律、行政法规明令禁止的行为

B.在核准的经营范围内提供服务；在营业场所的显著位置悬挂《网络文化经营许可证》和营业执照

C.记录有关上网信息，记录备份保存时间不得少于60日，并在有关部门依法查询时予以提供；不得擅自出租、转让营业场所或者接入线路

D.不得经营含有色情、赌博、暴力、愚昧迷信等不健康内容的电脑游戏；不得接纳未成年人进入营业场所

52.互联网上网服务营业场所经营单位和上网消费者不得进行下列危害信息网络安全的活动：\_ABCD\_。

A.非法侵入计算机信息系统或者破坏计算机信息系统功能、数据和应用程序

B.故意制作或者传播计算机病毒以及其他破坏性程序

C.行政法规禁止的其他行为

D.法律禁止的其他行为

53.互联网上网服务营业场所经营单位和上网消费者不得利用互联网上网服务营业场所制作、下载、复制、查阅、发布、传播或者以其他方式使用含有下列内容的信息：\_\_ABCD\_\_\_。

A.反对宪法确定的基本原则的；危害国家统一、主权和领土完整的；泄露国家秘密，危害国家安全或者损害国家荣誉和利益的

B.煽动民族仇恨、民族歧视，破坏民族团结，或者侵害民族风俗、习惯的

C.破坏国家宗教政策，宣扬邪教、迷信的；散布谣言，扰乱社会秩序，破坏社会稳定的；宣传淫秽、赌博、暴力或者教唆犯罪的

D.侮辱或者诽谤他人，侵害他人合法权益的；含有法律、行政法规禁止的其他内容的

信息安全试题（1/共3）

单项选择题（每小题2分，共20分）

1．信息安全的基本属性是＿＿＿。

A. 保密性 B.完整性

C. 可用性、可控性、可靠性 D. A，B，C都是

2．假设使用一种加密算法，它的加密方法很简单：将每一个字母加5，即a加密成f。这种算法的密钥就是5，那么它属于＿＿＿。

A. 对称加密技术 B. 分组密码技术

C. 公钥加密技术 D. 单向函数密码技术

3．密码学的目的是＿＿＿。

A. 研究数据加密 B. 研究数据解密

C. 研究数据保密 D. 研究信息安全

4．A方有一对密钥（KA公开，KA秘密），B方有一对密钥（KB公开，KB秘密），A方向B方发送数字签名M，对信息M加密为：M’= KB公开（KA秘密（M））。B方收到密文的解密方案是＿＿＿。

A. KB公开（KA秘密（M’）） B. KA公开（KA公开（M’））

C. KA公开（KB秘密（M’）） D. KB秘密（KA秘密（M’））

5．数字签名要预先使用单向Hash函数进行处理的原因是＿＿＿。

A. 多一道加密工序使密文更难破译

B. 提高密文的计算速度

C. 缩小签名密文的长度，加快数字签名和验证签名的运算速度

D. 保证密文能正确还原成明文

6．身份鉴别是安全服务中的重要一环，以下关于身份鉴别叙述不正确的是＿＿。

A. 身份鉴别是授权控制的基础

B. 身份鉴别一般不用提供双向的认证

C. 目前一般采用基于对称密钥加密或公开密钥加密的方法

D. 数字签名机制是实现身份鉴别的重要机制

7．防火墙用于将Internet和内部网络隔离＿＿＿。

A. 是防止Internet火灾的硬件设施

B. 是网络安全和信息安全的软件和硬件设施

C. 是保护线路不受破坏的软件和硬件设施

D. 是起抗电磁干扰作用的硬件设施

8．PKI支持的服务不包括＿＿＿。

A. 非对称密钥技术及证书管理 B. 目录服务

C. 对称密钥的产生和分发 D. 访问控制服务

9．设哈希函数H有128个可能的输出(即输出长度为128位)，如果H的k个随机输入中至少有两个产生相同输出的概率大于0.5，则k约等于＿＿。

A．2128 B．264

C．232 D．2256

10．Bell-LaPadula模型的出发点是维护系统的＿＿＿，而Biba模型与Bell-LaPadula模型完全对立，它修正了Bell-LaPadula模型所忽略的信息的＿＿＿问题。它们存在共同的缺点：直接绑定主体与客体，授权工作困难。

A．保密性 可用性 B．可用性 保密性

C．保密性 完整性 D．完整性 保密性

填空题（每空1分，共20分）

1．ISO 7498-2确定了五大类安全服务，即鉴别、访问控制、数据保密性、数据完整性和不可否认。同时，ISO 7498-2也确定了八类安全机制，即加密机制、数据签名机制、访问控制机制、数据完整性机制、认证交换、业务填充机制、路由控制机制和公证机制。

2．古典密码包括 代替密码和置换密码两种，对称密码体制和非对称密码体制都属于现代密码体制。传统的密码系统主要存在两个缺点：一是 密钥管理与分配问题 ；二是 认证问题 。在实际应用中，对称密码算法与非对称密码算法总是结合起来的，对称密码算法用于加密，而非对称算法用于保护对称算法的密钥。

3．根据使用密码体制的不同可将数字签名分为 基于对称密码体制的数字签名 和 基于公钥密码体制的数字签名 ，根据其实现目的的不同，一般又可将其分为 直接数字签名 和 可仲裁数字签名 。

4. DES算法密钥是64位，其中密钥有效位是56位。RSA算法的安全是基于分解两个大素数的积的困难。

5．密钥管理的主要内容包括密钥的生成、分配、使用、存储、备份、恢复和销毁。密钥生成形式有两种：一种是由中心集中生成，另一种是由个人分散生成。

6．认证技术包括站点认证、报文认证和身份认证，而身份认证的方法主要有口令、磁卡和智能卡、生理特征识别、零知识证明。

7．NAT的实现方式有三种，分别是静态转换、动态转换、端口多路复用。

8．数字签名是笔迹签名的模拟，是一种包括防止源点或终点否认的认证技术。

计算题（每小题8分，共24分）

用置换矩阵Ek=〔![](data:image/x-wmf;base64,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)〕对明文Now we are having a test加密，并给出其解密矩阵及求出可能的解密矩阵总数。

解：设明文长度L=5，最后一段不足5则加字母x，经过置换后，得到的密文为 Wnewo haaer gvani ttxse

其解密矩阵为

Dk=〔![](data:image/x-wmf;base64,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)〕

L=5时可能的解密矩阵总数为 5！= 120

DES的密码组件之一是S盒。根据S盒表计算S3(101101)的值,并说明S函数在DES算法中的作用。

解：令101101的第1位和最后1位表示的二进制数为i，则i=(11)2=(3)10

令101101的中间4位表示的二进制数为j，则j=(0110)2=(6)10

查S3盒的第3行第6列的交叉处即为8，从而输出为1000

S函数的作用是将6位的输入变为4位的输出

3．求963和657的最大公约数(963, 657)，并表示成963，657的线性组合。

解：运用广义欧几里得除法，有

963=1\*657+306

657=2\*306+45

306=6\*45+36

45=1\*36+9

36=4\*9+0

（根据给出的最后一个定理）则(963, 657)=9

从广义欧几里得除法逐次消去r(n-1),r(n-2), …,r(3),r(2)，即

9=45-1\*36

=45-（306-6\*45）

=7\*45-306

=7\*（657-2\*306）-306

=7\*657-3\*306

=7\*657-3\*（963-657）

=22\*657-15\*963

所以此线性组合为 9=22\*657-15\*963

问答题（每小题7分，共21分）

1．S拥有所有用户的公开密钥,用户A使用协议

A → S：A || B || Ra

S → A: S || Ss(S || A || Ra || Kb)

其中Ss( )表示S利用私有密钥签名

向S申请B的公开密钥Kb。上述协议存在问题吗？若存在，请说明此问题；若不存在，请给出理由。

答：存在。

由于S没有把公钥和公钥持有人捆绑在一起，A就无法确定它所收到的公钥是不是B的，即B的公钥有可能被伪造。如果攻击者截获A发给S的信息，并将协议改成

A → S：A || C || Ra

S收到消息后，则又会按协议

S → A: S || Ss(S || A || Ra || Kc)

将Kc发送给A，A收到信息后会认为他收到的是Kb ，而实际上收到的是Kc ，但是A会把它当作Kb ，因为他无法确认。

请你利用认证技术设计两套系统，一套用于实现商品的真伪查询，另一套用于防止电脑彩票伪造问题。

答：(1)系统产生一随机数并存储此数，然后对其加密，再将密文贴在商品上。当客户购买到此件商品并拨打电话查询时，系统将客户输入的编码(即密文)解密，并将所得的明文与存储在系统中的明文比较，若匹配则提示客户商品是真货，并从系统中删了此明文；若不匹配则提示客户商品是假货。

(2)首先，系统给彩票编好码，习惯称之为条形码；然后，将条形码通过MD5运算，得到相应的消息摘要；接着，对消息摘要进行加密，得到相应密文；最后，系统将条形码与密文绑定在一起并存储，若需要查询时只要查看条形码与密文是否相关联即可。这样，即可实现电脑彩票防伪，因为伪造者是无法伪造密文的。

3．防火墙的实现技术有哪两类？防火墙存在的局限性又有哪些？

答：防火墙的实现从层次上可以分为两类：数据包过滤和应用层网关，前者工作在网络层，而后者工作在应用层。

防火墙存在的局限性主要有以下七个方面

(1) 网络上有些攻击可以绕过防火墙（如拨号）。

(2) 防火墙不能防范来自内部网络的攻击。

(3) 防火墙不能对被病毒感染的程序和文件的传输提供保护。

(4) 防火墙不能防范全新的网络威胁。

(5) 当使用端到端的加密时，防火墙的作用会受到很大的限制。

(6) 防火墙对用户不完全透明，可能带来传输延迟、瓶颈以及单点失效等问题。

(7) 防火墙不能防止数据驱动式攻击。有些表面无害的数据通过电子邮件或其他方式发送到主机上，一旦被执行就形成攻击（附件）。

分析题（15分）

1．下图表示的是P2DR2动态安全模型，请从信息安全安全角度分析此模型？

![](data:image/png;base64,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)

答：(主要理解一下黑体字部分，然后按照这个思路自由发挥)

P2DR2动态安全模型研究的是基于企业网对象、依时间及策略特征的（Policy， Protection， Detection，Response，Restore）动态安全模型结构，由策略、防护、检测、响应和恢复等要素构成，是一种基于闭环控制、主动防御的动态安全模型。通过区域网络的路由及安全策略分析与制定，在网络内部及边界建立实时检测、监测和审计机制，采取实时、快速动态响应安全手段，应用多样性系统灾难备份恢复、关键系统冗余设计等方法，构造多层次、全方位和立体的区域网络安全环境。

一个良好的网络安全模型应在充分了解网络系统安全需求的基础上，通过安全模型表达安全体系架构，通常具备以下性质：精确、无歧义；简单和抽象；具有一般性；充分体现安全策略。

P2DR2模型的时间域分析

P2DR2模型可通过数学模型，作进一步理论分析。作为一个防御保护体系，当网络遭遇入侵攻击时，系统每一步的安全分析与举措均需花费时间。设Pt为设置各种保护后的防护时间，Dt为从入侵开始到系统能够检测到入侵所花费的时间，Rt为发现入侵后将系统调整到正常状态的响应时间，则可得到如下安全要求：

Pt >( Dt + Rt)              （1）

由此针对于需要保护的安全目标，如果满足公式（1），即防护时间大于检测时间加上响应时间，也就是在入侵者危害安全目标之前，这种入侵行为就能够被检测到并及时处理。同样，我们假设Et为系统暴露给入侵者的时间，则有

Et=Dt+Rt （如果Pt=0）       （2）

公式（2）成立的前提是假设防护时间为0，这种假设对Web Server这样的系统可以成立。

通过上面两个公式的分析，实际上给出了一个全新的安全定义：及时的检测和响应就是安全，及时的检测和恢复就是安全。不仅于此，这样的定义为解决安全问题给出了明确的提示：提高系统的防护时间Pt、降低检测时间Dt和响应时间Rt，是加强网络安全的有效途径。

图1为P2DR2 安全模型的体系结构。在P2DR2动态安全模型中，采用的加密、访问控制等安全技术都是静态防御技术，这些技术本身也易受攻击或存在问题。那么攻击者可能绕过了静态安全防御技术，进入系统，实施攻击。模型认可风险的存在，绝对安全与绝对可靠的网络系统是不现实的，理想效果是期待网络攻击者穿越防御层的机会逐层递减，穿越第5层的概率趋于零。
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图2 P2DR2 安全模型体系结构

P2DR2模型的策略域分析

网络系统是由参与信息交互的各类实体元素构成，可以是独立计算机、局域网络或大规模分布式网络系统。实体集合可包括网络通信实体集、通信业务类型集和通信交互时间集。

通信实体集的内涵表示发起网络通信的主体，如：进程、任务文件等资源；对于网络系统，表示各类通信设备、服务器以及参与通信的用户。网络的信息交互的业务类型存在多样性，根据数据服务类型、业务类型，可以划分为数据信息、图片业务、声音业务；根据IP数据在安全网关的数据转换服务，业务类型可以划分为普通的分组；根据TCP/IP协议传输协议，业务类型可以划分为 ICMP、TCP、UDP分组。信息安全系统根据不同安全服务需求，使用不同分类法则。通信交互时间集则包含了通信事件发生的时间区域集。

安全策略是信息安全系统的核心。大规模信息系统安全必须依赖统一的安全策略管理、动态维护和管理各类安全服务。安全策略根据各类实体的安全需求，划分信任域，制定各类安全服务的策略。

在信任域内的实体元素，存在两种安全策略属性，即信任域内的实体元素所共同具有的有限安全策略属性集合,实体自身具有的、不违反Sa的特殊安全策略属性Spi 。由此我们不难看出，S=Sa+ΣSpi.

安全策略不仅制定了实体元素的安全等级，而且规定了各类安全服务互动的机制。每个信任域或实体元素根据安全策略分别实现身份验证、访问控制、安全通信、安全分析、安全恢复和响应的机制选择。

信息安全试题（2/共3）

名词解释

信息安全：建立在网络基础上的现代信息系统，其安全定义较为明确，那就是：保护信息系统的硬件软件及其相关数据，使之不因偶然或是恶意侵犯而遭受破坏，更改及泄露，保证信息系统能够连续正常可靠的运行。

VPN：一般是指建筑在因特网上能够自我管理的专用网络，是一条穿过混乱的公共网络的安全稳定的隧道。通过对网络数据的封包和加密传输，在一个公用网络建立一个临时的，安全的连接，从而实现早公共网络上传输私有数据达到私有网络的级别。

数字证书：是指各实体（持卡人、个人、商户、企业、网关、银行等）在网上信息交流及交易活动中的身份证明。

选择题

1.、加密算法分为（对称密码体制和非对称密码体制）

2。、口令破解的最好方法是（B）

A暴力破解 B组合破解 C字典攻击 D生日攻击

3、杂凑码最好的攻击方式是（D）

A 穷举攻击 B中途相遇 C字典攻击 D生日攻击

4、可以被数据完整性机制防止的攻击方式是（D）

A假冒\*\*\* B抵赖\*\*\*\* C数据中途窃取 D数据中途篡改

5、会话侦听与劫持技术属于（B）技术

A密码分析还原 B协议漏洞渗透 C应用漏洞分析与渗透 D DOS攻击

6、PKI的主要组成不包括（B）

A CA B SSL C RA D CR

7，恶意代码是（指没有作用却会带来危险的代码D）

A 病毒\*\*\* B 广告\*\*\* C间谍\*\* D 都是

8，社会工程学常被黑客用于（踩点阶段信息收集A）

A 口令获取 B ARP C TCP D DDOS

9，windows中强制终止进程的命令是（C）

A Tasklist B Netsat C Taskkill D Netshare

10，现代病毒木马融合了（D）新技术

A 进程注入 B注册表隐藏 C漏洞扫描 D都是

11，网络蜜罐技术使用于（.迷惑入侵者，保护服务器诱捕网络罪犯 ）

12，利用三次握手攻击的攻击方式是（DOS\DDOS\DRDOS）

13，溢出攻击的核心是（A）

A 修改堆栈记录中进程的返回地址 B利用Shellcode C 提升用户进程权限 D 捕捉程序漏洞

14，在被屏蔽的主机体系中，堡垒主机位于（A）中，所有的外部连接都经过滤路由器到它上面去。

A 内部网络 B周边网络 C外部网络 D自由连接

15，外部数据包经过过滤路由只能阻止（D）唯一的ip欺骗

A 内部主机伪装成外部主机IP B内部主机伪装成内部主机IP

C外部主机伪装成外部主机IP D外部主机伪装成内部主机IP

17，ICMP数据包的过滤主要基于（D）

A目标端口 B 源端口 C消息源代码 D协议prot

18，网络安全的特征包含保密性，完整性（D）四个方面

A可用性和可靠性 B 可用性和合法性 C可用性和有效性 D可用性和可控性

三，简答题

1，信息安全有哪些常见的威胁？信息安全的实现有哪些主要技术措施？

答：常见威胁有非授权访问、信息泄露、破坏数据完整性，拒绝服务攻击，恶意代码。信息安全的实现可以通过物理安全技术，系统安全技术，网络安全技术，应用安全技术，数据加密技术，认证授权技术，访问控制技术，审计跟踪技术，防病毒技术，灾难恢复和备份技术

2，什么是密码分析，其攻击类型有哪些？DES算法中S盒的作用是什么？

答：密码分析是指研究在不知道密钥的情况下来恢复明文的科学。攻击类型有只有密文的攻击，已知明文的攻击，选择明文的攻击，适应性选择明文攻击，选择密文的攻击，选择密钥的攻击，橡皮管密码攻击。S盒是DES算法的核心。其功能是把6bit数据变为4bit数据。

3，试画图说明kerberos认证原理
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4，用户A需要通过计算机网络安全地将一份机密文件传送给用户B，请问如何实现？

如果这份机密文件数据量非常大，B希望A今后对该份机密文件无法抵赖，请问如何实

现，试画图说明。

答：（1）假定通信双方分别为Alice和Bob

加密方Alice将商定的密钥秘密地传递给解密方Bob 。

Alice 用商定的密钥加密她的消息，然后传送给Bob。

Bob用Alice传来的密钥解密Alice的消息。
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(2)假定通信双方分别为Alice和Bob

Alice和Bob选用一个公开密钥密码系统

Bob将他的公开密钥传送给Alice

(2)假定通信双方分别为Alice和Bob

Alice和Bob选用一个公开密钥密码系统

Bob将他的公开密钥传送给Alice

Alice用Bob的公开密钥加密她的消息，然后传送给Bob

Bob用他的私人密钥解密Alice的消息。
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5，防火墙有哪些体系结构？其中堡垒主机的作用是什么？

检测计算机病毒的方法主要有哪些？

答：防火墙的体系结构有屏蔽路由器（Screening Router）和屏蔽主机（Screening Host），双宿主网关（Dual Homed Gateway），堡垒主机（Bastion Host），屏蔽子网（Screened Subnet）防火墙

检测计算机病毒的方法主要有外观检测，特征代码法，系统数据对比法，实时监控法，软件模拟法，检测常规内存数

6，试说明黑客攻击的一般流程及其技术和方法
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信息安全试题（3/共3）

1、关于密码学的讨论中，下列（ D ）观点是不正确的。

A、密码学是研究与信息安全相关的方面如机密性、完整性、实体鉴别、抗否认等的综

合技术

B、密码学的两大分支是密码编码学和密码分析学

C、密码并不是提供安全的单一的手段，而是一组技术

D、密码学中存在一次一密的密码体制，它是绝对安全的

2、在以下古典密码体制中，属于置换密码的是（ B）。

A、移位密码 B、倒序密码

C、仿射密码 D、PlayFair密码

3、一个完整的密码体制，不包括以下（ C   ）要素。

A、明文空间 B、密文空间

C、数字签名 D、密钥空间

4、关于DES算法，除了（C ）以外，下列描述DES算法子密钥产生过程是正确的。

A、首先将 DES 算法所接受的输入密钥 K（64 位），去除奇偶校验位，得到56位密钥（即经过PC-1置换，得到56位密钥）

B、在计算第i轮迭代所需的子密钥时，首先进行循环左移，循环左移的位数取决于i的值，这些经过循环移位的值作为下一次循环左移的输入

C、在计算第i轮迭代所需的子密钥时，首先进行循环左移，每轮循环左移的位数都相同，这些经过循环移位的值作为下一次循环左移的输入

D、然后将每轮循环移位后的值经PC-2置换，所得到的置换结果即为第i轮所需的子密钥Ki

5、2000年10月2日，NIST正式宣布将（ B ）候选算法作为高级数据加密标准，该算法是由两位比利时密码学者提出的。

A、MARS B、Rijndael

C、Twofish D、Bluefish

6、根据所依据的数学难题，除了（ A ）以外，公钥密码体制可以分为以下几类。

A、模幂运算问题 B、大整数因子分解问题

C、离散对数问题 D、椭圆曲线离散对数问题

7、密码学中的杂凑函数（Hash函数）按照是否使用密钥分为两大类：带密钥的杂凑函数和不带密钥的杂凑函数，下面（ C ）是带密钥的杂凑函数。

A、MD4 B、SHA-1

C、whirlpool D、MD5

8、完整的数字签名过程（包括从发送方发送消息到接收方安全的接收到消息）包括（C ）和验证过程。

A、加密 B、解密

C、签名 D、保密传输

9、除了（ D ）以外，下列都属于公钥的分配方法。

A、公用目录表 B、公钥管理机构

C、公钥证书 D、秘密传输

10、密码学在信息安全中的应用是多样的，以下（ A ）不属于密码学的具体应用。

A、生成种种网络协议 B、消息认证，确保信息完整性

C、加密技术，保护传输信息 D、进行身份认证

|  |  |
| --- | --- |
| 得分 | 评卷人 |
|  |  |

二、填空题（每空1分，共20分）

1、信息安全中所面临的威胁攻击是多种多样的，一般将这些攻击分为两大类（主动攻击）和被动攻击。其中被动攻击又分为（消息内容的泄露）和（进行业务流分析）。

2、密码技术的分类有很多种，根据加密和解密所使用的密钥是否相同，可以将加密算法分为：对称密码体制和（非对称密码体制），其中对称密码体制又可分为两类，按字符逐位加密的（序列密码）和按固定数据块大小加密的（分组密码）。

3、密码分析是研究密码体制的破译问题，根据密码分析者所获得的数据资源，可以将密码分析（攻击）分为：（惟密文分析）、已知明文分析（攻击）、（选择明文分析）和选择密文分析（攻击）。

4、古典密码学体制对现代密码学的研究和学习具有十分重要的意义，实现古典密码体制的两种基本方法（代换）和（置换）仍是构造现代对称分组密码的核心方式。

5、（DES）是美国国家标准局公布的第一个数据加密标准，它的分组长度为（64）位，密钥长度为（64（56））位。

6、1976年，美国两位密码学者Diffe和Hellman在该年度的美国计算机会议上提交了一篇论文，提出了（公钥密码体制）的新思想，它为解决传统密码中的诸多难题提出了一种新思路。

7、Elgamal算法的安全性是基于（离散对数问题），它的最大特点就是在加密过程中引入了一个随机数，使得加密结果具有（不确定性），并且它的密文长度是明文长度的（两）倍。该算法的变体常用来进行数据签名。

8、密码系统的安全性取决于用户对于密钥的保护，实际应用中的密钥种类有很多，从密钥管理的角度可以分（初始密钥）、（会话密钥）、密钥加密密钥和（主密钥）。

|  |  |
| --- | --- |
| 得分 | 评卷人 |
|  |  |

三、简述题（每小题8分，共40分）

古典密码体制中代换密码有哪几种，各有什么特点？

描述说明DES算法的加解密过程（也可以画图说明）。

以DES为例，画出分组密码的密码分组链接（CBC）模式的加密解密示意图，假设加密时明文一个比特错误，对密文造成什么影响，对接收方解密会造成什么影响？

4、简述公钥密码体制的基本思想以及其相对于传统密码体制的优势。

简述数字签名的基本原理及过程。

四、计算题（每题10分，共20分）

计算通过不可约多项式X8+X4+X3+X+1构造的GF（28）上，元素（83）H的乘法逆元。

RSA算法中，选择p=7,q=17,e=13,计算其公钥与私钥，并采用快速模乘（反复平方乘）方法，加密明文m=（19）10。

答：在古典密码学中，有四种类型的代替密码：

①简单代替密码（或单表代替密码）（1分），它将明文字母表中的每个字母用密文字母表中的相应字母来代替，明密文表字母存在惟一的一一对应关系，然后通过明密文对照表来进行加解密，容易受到频率统计分析攻击，例如：恺撒密码、仿射密码等（1分）。②多名码代替密码（1分），将明文中的每个字母按一定规律映射到一系列密文字母，这一系列密文字母称为同音字母，它的密文的相关分布会接近于平的，能够较好挫败频率分析，较简单代替密码难破译（1分）。③多字母代替密码（1分），通过一次加密一组字母来使密码分析更加困难，例如Playfair密码（1分）。④多表代替密码（1分），使用从明文字母到密文字母的多个映射，每个映射像简单代替密码中的一一对应，比简单代替密码更安全一些，例如，维吉尼亚密码等（1分）。

答：DES算法是一个分组加密算法，它以64位分组（0.5分）对数据进行加密，其

初始密钥也是64位，它的加密过程可以描述如下：①64位密钥经子密钥产生算法产生出16个子密钥：K1，K2，…K16，分别供第一次，第二次， …，第十六次加密迭代使用（1分）。②64位明文经初始置换IP（0.5分），将数据打乱重排并分成左右两半。左边为L0，右边为R0： X=L0R0=IP(x)。③16轮（0.5分）轮变换，每轮（第i轮）操作如下：在轮子密钥Ki的控制下，由轮函数f对当前轮输入数据的右半部分Ri-1进行加密：第一步，将Ri-1经过E盒置换扩展成48位（0.5分），第二步，将Ri-1与48位的轮子密钥Ki逐比特异或（0.5分），第三步，对Ri-1进行S盒压缩代换，将其压缩为32位（0.5分），第四步，对Ri-1进行P盒置换（0.5分）。然后，将Ri-1与当前轮输入的左半部分Li-1进行逐比特异或，将该运算结果作为当前轮（第i轮）右半部份的输出Ri=Li-1⊕f(Ri-1,Ki)（0.5分）；将本轮输入的右半部分数据作为本轮输出的左半部分数据：Li=Ri-1（0.5分）。④16轮变换结束后，交换输出数据的左右两部分：X=R16L16（1分）。⑤经过逆初始变换IP-1输出密文（0.5分）。对于DES算法来说，其解密过程与加密过程是同一过程，只不过使用子密钥的顺序相反（1分）。

3、答：因为计算机数据自身的特殊性以及不同场合对于数据加密速度及效率的不同需求，再采用分组对称密码进行数据加密时往往要选择相应的工作模式，密文链接模式（CBC）就是其中的一种。①以DES分组密码为例，CBC模式的加密示意图如下（2分）：
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②以DES分组密码为例，CBC模式的解密示意图如下（2分）：
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③加密时明文的一个比特错误，会导致该组加密密文发生变化，然后这个错误反馈值会作为下一次DES加密的输入值，再经过DES加密变换。会导致后面的密文都受到影响（2分）。④对于接收方来说，加密明文的一个比特错误，只会影响对应明文块所产生的密文的正常解密，其他数据块可以正常准确地解密（2分）。

4、答：①公钥密码体制的基本思想是把密钥分成两个部分：公开密钥和私有密钥（简称公钥和私钥），公钥可以向外公布，私钥则是保密的（1分）；密钥中的任何一个可以用来加密，另一个可以用来解密（1分）；公钥和私钥必须配对使用，否则不能打开加密文件（1分）；已知密码算法和密钥中的一个，求解另一个在计算上是不可行的（1分）。②相对于传统密码体制来说，公钥密码体制中的公钥可被记录在一个公共数据库里或以某种可信的方式公开发放，而私有密钥由持有者妥善地秘密保存。这样，任何人都可以通过某种公开的途径获得一个用户的公开密要，然后进行保密通信，而解密者只能是知道私钥的密钥持有者（1分），该体制简化了密钥的分配与分发（1分）；同时因为公钥密码体制密钥的非对称性以及私钥只能由持有者一个人私人持有的特性（1分），使得公钥密码体制不仅能像传统密码体制那样用于消息加密，实现秘密通信，还可以广泛应用于数字签名、认证等领域（1分）。

5、答：数字签名与加密不同，它的主要目的是保证数据的完整性和真实性，一般包括两部分：签名算法和验证算法，通常由公钥密码算法和杂凑函数（Hash算法）结合实现。假设发送方A要向接收方B发送一消息M，并对该消息进行数字签名，其具体的原理和过程如下：①发送方A采用杂凑函数生成要发送消息M的消息摘要：Hash（M）（2分）；②发送方A采用自己的私钥Pra对消息M的消息摘要加密，实现签名：EPRa(Hash(M))，并将签名与消息M并联形成最终要发送的消息：M|| EPRa(Hash(M)),然后发送该消息（2分）；③接收方B接收到消息后，采用发送方A的公钥Pua解密签名，恢复原始消息的摘要：Hash(M)=DPUa(EPRa(Hash(M)))（2分）；④接收方B采用杂凑函数，重新计算消息M的消息摘要：H’ash(M)，并与从发送方A接收到的消息摘要进行比较,若相等，则说明消息确实是发送方A发送的，并且消息的内容没有被修改过（2分）。数字签名技术对网络安全通信及各种电子交易系统的成功有重要的作用。

1、解：①将元素（83）H转换为二进制数据为（10000011）2（0.5分）；

②将二进制数据（10000011）2转换为给定有限域上的多项式：X7+X+1（0.5分）；

③利用欧几里得扩展算法求解以上多项式在指定有限域上的逆多项式（每步（行）2分））：

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| Q（X） | A1（X） | A2（X） | A3（X） | B1(X) | B2（X） | B3(X) |
| —— | 1 | 0 | X8+X4+X3+X+1 | 0 | 1 | X7+X+1 |
| X | 0 | 1 | X7+X+1 | 1 | X | X4+X3+X2+1 |
| X3+X2+1 | 1 | X | X4+X3+X2+1 | X3+X2+1 | X4+X3+X+1 | X |
| X3+X2+X | X3+X2+1 | X4+X3+X+1 | X | X6+X2+X+1 | X7 | 1 |

由以上计算可知，在给定有限域中X7+X+1的逆多项式为X7；

④将多项式X7用二进制数据表示为：（10000000）2（0.5分）；

⑤将二进制数据（10000000）2转换为十六进制（80）H（0.5分）；

⑥元素（83）H在给定有限域上的乘法逆元为（80）H。

解：①密钥的生成：

模数n=p×q=7×17=119，φ(n)=（p-1）×（q-1）=6×16=96（0.5分）；

因为加密指数e和私密钥d满足：ed mod φ(n) =1,所以d=e-1 mod φ(n) ,私钥d的计算过程如下（1分）：

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| Q | A1 | A2 | A3 | B1 | B2 | B3 |
| —— | 1 | 0 | 96 | 0 | 1 | 13 |
| 7 | 0 | 1 | 13 | 1 | -7 | 5 |
| 2 | 1 | -7 | 5 | -2 | 15 | 3 |
| 1 | -2 | 15 | 3 | 3 | -22 | 2 |
| 1 | 3 | -22 | 2 | -5 | 37 | 1 |

由以上计算可知私密钥d=37。

公钥为（e,n）=(13,119),私钥为的d=37（0.5分）。

②使用以上密钥对，采用反复平方乘方法加密明文m=（19）10，计算过程如下：

采用RSA算法加密明文，密文c=me mod n=1913 mod 119

将加密指数e=13用二进制表示：（1101）2，则有（每步（计算行）2分）：

|  |  |  |
| --- | --- | --- |
| k | bi | d |
| 3 | 1 | ((12 mod 119) ×19)mod119 = 19 |
| 2 | 1 | ((192 mod 119) ×19) mod 119 = 76 |
| 1 | 0 | (76)2 mod 119 = 64 |
| 0 | 1 | ((64)2 mod 119) ×19) mod 119 = 117 |

由以上计算可知，密文为（117）10。

第一部分　判断题(共65题)

1、信息网络的物理安全要从环境安全和设备安全两个角度来考虑。

参考答案：对

2、由于传输的不同，电力线可以与网络线同槽铺设。

参考答案：错

3、机房供电线路和电力、照明用电可以用同一线路。

参考答案：错

4、有很高使用价值或很高机密程度的重要数据应采用加密等方法进行保护。

参考答案：对

5、数据备份按数据类型划分可以分成系统数据备份和用户数据备份。

参考答案：对

6、如果系统在一段时间内没有出现问题，就可以不用再进行容灾了。

参考答案：错

7、增量备份是备份从上次进行完全备份后更改的全部数据文件。

参考答案：错

8、公钥密码体制算法用一个密钥进行加密，而用另一个不同但是有关的密钥进行解密。

参考答案：对

9、对信息的这种防篡改、防删除、防插入的特性称为数据完整性保护。

参考答案：对

10、PKI是利用公开密钥技术所构建的、解决网络安全问题的、普遍适用的一种基础设施。

参考答案：对

11、操作系统在概念上一般分为两部分：内核（Kernel）以及壳（Shell），有些操作系统的内核与壳完全分开（如Microsoft Windows、UNIX、Linux等）；另一些的内核与壳关系紧密（如UNIX、Linux等），内核及壳只是操作层次上不同而已。

参考答案：错

12、如果向某个组分配了权限，则作为该组成员的用户也具有这一权限。例如，如果Backup Operators组有此权限，而Lois又是该组成员，则Lois也有此权限。

参考答案：对

13、Web站点访问者实际登录的是该Web服务器的安全系统，“匿名”Web访问者都是以IUSR帐号身份登录的。

参考答案：对

14、每个UNIX/Linux系统中都只有一个特权用户，就是root帐号。

参考答案：错

15、SQL注入攻击不会威胁到操作系统的安全。

参考答案：错

16、不需要对数据库应用程序的开发者制定安全策略。

参考答案：错

17、防火墙安全策略一旦设定，就不能再做任何改变。

参考答案：错

18、只要使用了防火墙，企业的网络安全就有了绝对的保障。

参考答案：错

19、半连接扫描也需要完成TCP协议的三次握手过程。

参考答案：错

20、防火墙是设置在内部网络与外部网络（如互联网）之间、或不同内部网络之间，实施访问控制策略的一个或一组系统。

参考答案：对

21、防火墙规则集应该尽可能的简单，规则集越简单，错误配置的可能性就越小，系统就越安全

参考答案：对

22、与入侵检测系统不同，入侵防御系统采用在线（inline）方式运行。

参考答案：对

23、企业内部只需要在网关和各服务器上安装防病毒软件，客户端不需要安装。

参考答案：错

24、运行防病毒软件可以帮助防止遭受网页仿冒欺诈。

参考答案：对

25、包含收件人个人信息的邮件是可信的。

参考答案：错

26、如果采用正确的用户名和口令成功登录网站，则证明这个网站不是仿冒的。

参考答案：错

27、网络边界保护中主要采用防火墙系统，为了保证其有效发挥作用，应当避免在内网和外网之间存在不经过防火墙控制的其他通信连接。

参考答案：对

28、根据ISO13335标准，信息是通过在数据上施加某些约定而赋予这些数据的特殊含义。

参考答案：错

29、在我国严重的网络犯罪行为也不需要接受刑法的相关处罚。

参考答案：错

30、安全管理的合规性，主要是指在有章可循的基础上，确保信息安全工作符合国家法律、法规、行业标准、机构内部的方针和规定。

参考答案：对

31、从事国际联网经营活动和非经营活动的介入单位在不符合条件时，其国际联网经营许可证由发证机关吊销。

参考答案：错

32、公安部、国家安全部、国家保密局、国务院是计算机信息系统安全保护工作的主管部门。

参考答案：错

33、任何单位和个人不得自行建立或者使用其他信道进行国际联网。

参考答案：对

34、经营国际联网业务的单位，有违法行为的，公安机关可以吊销其经营许可证或者取消其联网资格。

参考答案：错

35、已经联网的用户有对计算机信息信息网络中存储、处理或者传输的数据和应用程序进行删除、修改或者增加的权利。

参考答案：错

36、互联单位、接入单位及使用计算机信息网络国际联网的法人和其他组织当发现本网络中有危害国家利益的内容的地址、目录时，应当按照规定把它删除。

参考答案：对

37、过滤王控制台必须和同步代理软件安装在同一电脑上

参考答案：对

38、临时卡必须每次刷卡都输入姓名证件号码

参考答案：对

39、过滤王管理中心地址是:221.136.69.81

参考答案：对

40、上网卡密码不可以修改

参考答案：对

第二部分　单项选择题(共118题)

1、下列（ ）行为，情节较重的，处以5日以上10日以下的拘留。

A、未经允许重装系统

B、故意卸载应用程序

C、在互联网上长时间聊天的

D、故意制作、传播计算机病毒等破坏性程序，影响计算机信息系统正常运行

参考答案：D

2、公然侮辱他人或者捏造事实诽谤他人的，处（ ）。

A、5日以下拘留或者500元以下罚款

B、10日以上拘留或者500元以下罚款

C、5日以下拘留或者1000元以下罚款

D、10日以上拘留或者1000以下罚款

参考答案：A

3、违反国家规定，对计算机信息系统功能进行删除、修改、增加、干扰，造成计算机信息系统不能正常运行的，处（ ）日以下拘留。

A、5

B、15

C、20

D、30

参考答案：A

4、计算机信息系统，是指由（ ）及其相关的和配套的设备、设施（含网络）构成的，按照一定的应用目标和规则对信息进行采集、加工、储存、传输、检索等处理的人机系统。

A、计算机硬件

B、计算机

C、计算机软件

D、计算机网络

参考答案： B

5、过滤王连接公安中心端的地址是（）

A、221.136.69.81

B、221.136.69.82

C、221.136.69.137

D、221.136.69.137

参考答案：A

6、过滤王日志是存放在Winfgate目录下的哪个文件夹下的（）

A、sys

B、log

C、date

D、日志

参考答案： B

7、过滤王用户上网日志是存放在哪个文件夹下的（）

A、access\_log

B、alert\_log

C、sys\_log

D、user\_log

参考答案：A

8、过滤王服务端上网日志需保存（）天以上

A、7

B、15

C、30

D、60

参考答案：D

9、下列哪类证件不得作为有效身份证件登记上网（）

A、驾驶证

B、户口本

C、护照

D、暂住证

参考答案： B

10、下列哪一个日志文件的大小是正常的()

A、1KB

B、20KB

C、7,023KB

D、123,158KB

参考答案：D

11、过滤王上网的用户日志是存放在哪个文件夹下的（）

A、access\_log

B、alert\_log

C、sys\_log

D、user\_log

参考答案：D

12、代表了当灾难发生后，数据的恢复程度的指标是\_\_\_\_\_\_\_。

A、PRO

B、RTO

C、NRO

D、SDO

参考答案：A

13、代表了当灾难发生后，数据的恢复时间的指标是\_\_\_\_\_\_\_。

A、RPO

B、RTO

C、NRO

D、SDO

参考答案： B

14、目前对于大量数据存储来说，容量大、成本低、技术成熟、广泛使用的介质是\_\_\_\_\_\_\_。

A、磁盘

B、磁带

C、光盘

D、软盘

参考答案： B

15、下列叙述不属于完全备份机制特点描述的是\_\_\_\_\_\_\_。

A、每次备份的数据量较大

B、每次备份所需的时间也就较大

C、不能进行得太频繁

D、需要存储空间小

参考答案：D

16、我国《重要信息系统灾难恢复指南》将灾难恢复分成了\_\_\_\_\_\_\_级。

A、五

B、六

C、七

D、八

参考答案： B

17、容灾项目实施过程的分析阶段，需要\_\_\_\_\_\_\_进行。

A、灾难分析

B、业务环境分析

C、当前业务状况分析

D、以上均正确

参考答案：D

18、下面不属于容灾内容的是\_\_\_\_\_\_\_。

A、灾难预测

B、灾难演习

C、风险分析

D、业务影响分析

参考答案：A

19、容灾的目的和实质是\_\_\_\_\_\_\_。

A、数据备份

B、心理安慰

C、保质信息系统的业务持续性

D、系统的有益补充

参考答案：C

20、Windows系统的用户帐号有两种基本类型，分别是全局帐号和\_\_\_\_\_\_\_。

A、本地帐号

B、域帐号

C、来宾帐号

D、局部帐号

参考答案：A

21、有编辑/etc/passwd文件能力的攻击者可以通过把UID变为\_\_\_\_\_\_\_就可以成为特权用户。

A、-1

B、0

C、1

D、2

参考答案： B

22、下面对于数据库视图的描述正确的是\_\_\_\_\_\_\_。

A、数据库视图也是物理存储的表

B、可通过视图访问的数据不作为独特的对象存储，数据库内实际存储的是SELECT语句

C、数据库视图也可以使用UPDATE或DELETE语句生成

D、对数据库视图只能查询数据，不能修改数据

参考答案： B

23、在正常情况下，Windows 2000中建议关闭的服务是\_\_\_\_\_\_\_。

A、TCP/IP NetBIOS Helper Service

B、Logical Disk Manager

C、Remote Procedure Call

D、Security Accounts Manager

参考答案：A

24、保障UNIX/Linux系统帐号安全最为关键的措施是\_\_\_\_\_\_\_。

A、文件/etc/passwd和/etc/group必须有写保护

B、删除/etc/passwd、/etc/group

C、设置足够强度的帐号密码

D、使用shadow密码

参考答案：A

25、下面不是SQL Server支持的身份认证方式的是\_\_\_\_\_\_\_。

A、Windows NT集成认证

B、SQL Server认证

C、SQL Server混合认证

D、生物认证

参考答案：D

26、下面不是Oracle数据库支持的备份形式的是\_\_\_\_\_\_\_。

A、冷备份

B、温备份

C、热备份

D、逻辑备份

参考答案： B

27、Windows系统安装完后，默认情况下系统将产生两个帐号，分别是管理员帐号和\_\_\_\_\_\_\_。

A、本地帐号

B、域帐号

C、来宾帐号

D、局部帐号

参考答案：C

28、某公司的工作时间是上午8点半至12点，下午1点至5点半，每次系统备份需要一个半小时，下列适合作为系统数据备份的时间是\_\_\_\_\_\_\_。

A、上午8点

B、中午12点

C、下午3点

D、凌晨1点

参考答案：D

29、下面不是UNIX/Linux操作系统的密码设置原则的是\_\_\_\_\_\_\_。

A、密码最好是英文字母、数字、标点符号、控制字符等的结合

B、不要使用英文单词，容易遭到字典攻击

C、不要使用自己、家人、宠物的名字

D、一定要选择字符长度为8的字符串作为密码

参考答案：D

30、UNIX/Linux系统中，下列命令可以将普通帐号变为root帐号的是\_\_\_\_\_\_\_。

A、chmod命令

B、/bin/passwd命令

C、chgrp命令

D、/bin/su命令

参考答案：D

31、下面不是保护数据库安全涉及到的任务是\_\_\_\_\_\_\_。

A、确保数据不能被未经过授权的用户执行存取操作

B、防止未经过授权的人员删除和修改数据

C、向数据库系统开发商索要源代码，做代码级检查

D、监视对数据的访问和更改等使用情况

参考答案：C

32、有关数据库加密，下面说法不正确的是\_\_\_\_\_\_\_。

A、索引字段不能加密

B、关系运算的比较字段不能加密

C、字符串字段不能加密

D、表间的连接码字段不能加密

参考答案：C

33、下面不是事务的特性的是\_\_\_\_\_\_\_。

A、完整性

B、原子性

C、一致性

D、隔离性

参考答案：A

34、关于NAT说法错误的是\_\_\_\_\_\_\_

A、NAT允许一个机构专用Intranet中的主机透明地连接到公共域中的主机，无需每台内部主机都拥有注册的（已经越来越缺乏的）全局互联网地址

B、静态NAT是设置起来最简单和最容易实现的一种地址转换方式，内部网络中的每个主机都被永久映射成外部网络中的某个合法地址

C、动态NAT主要应用于拨号和频繁的远程连接，当远程用户连接上之后，动态NAT就会分配给用户一个IP地址，当用户断开时，这个IP地址就会被释放而留待以后使用

D、动态NAT又叫网络地址端口转换NAPT

参考答案：D

35、通用入侵检测框架(CIDF)模型中,\_\_\_\_\_\_\_的目的是从整个计算环境中获得事件,并向系统的其他部分提供此事件。

A、事件产生器

B、事件分析器

C、事件数据库

D、响应单元

参考答案：A

36、基于网络的入侵检测系统的信息源是\_\_\_\_\_\_\_。

A、系统的审计日志

B、事件分析器

C、应用程序的事务日志文件

D、网络中的数据包

参考答案：D

37、误用入侵检测技术的核心问题是\_\_\_\_\_\_\_的建立以及后期的维护和更新。

A、异常模型

B、规则集处理引擎

C、网络攻击特征库

D、审计日志

参考答案：C

38、下面说法错误的是\_\_\_\_\_\_\_。

A、由于基于主机的入侵检测系统可以监视一个主机上发生的全部事件，它们能够检测基于网络的入侵检测系统不能检测的攻击

B、基于主机的入侵检测系统可以运行在交换网络中

C、基于主机的入侵检测系统可以检测针对网络中所有主机的网络扫描

D、基于应用的入侵检测系统比起基于主机的入侵检测系统更容易受到攻击，因为应用程序日志并不像操作系统审计追踪日志那样被很好地保护

参考答案：C

39、网络隔离技术，根据公认的说法，迄今已经发展了\_\_\_\_\_\_\_个阶段。

A、六

B、五

C、四

D、三

参考答案： B

40、当您收到您认识的人发来的电子邮件并发现其中有附件，您应该\_\_\_\_\_\_\_。

A、打开附件，然后将它保存到硬盘

B、打开附件，但是如果它有病毒，立即关闭它

C、用防病毒软件扫描以后再打开附件

D、直接删除该邮件

参考答案：C

41、不能防止计算机感染病毒的措施是\_\_\_\_\_\_\_。

A、定时备份重要文件

B、经常更新操作系统

C、除非确切知道附件内容，否则不要打开电子邮件附件

D、重要部门的计算机尽量专机专用，与外界隔绝

参考答案：A

42、下面关于DMZ区的说法错误的是\_\_\_\_\_\_\_

A、通常DMZ包含允许来自互联网的通信可进入的设备，如Web服务器、FTP服务器、SMTP服务器和DNS服务器等

B、内部网络可以无限制地访问外部网络DMZ区

C、DMZ可以访问内部网络

D、有两个DMZ的防火墙环境的典型策略是主防火墙采用NAT方式工作，而内部防火墙采用透明模式工作以减少内部网络结构的复杂程度

参考答案：C

43、使用漏洞库匹配的扫描方法，能发现\_\_\_\_\_\_\_。

A、未知的漏洞

B、已知的漏洞

C、自行设计的软件中的漏洞

D、所有的漏洞

参考答案： B

44、下面关于隔离网闸的说法，正确的是\_\_\_\_\_\_\_

A、能够发现已知的数据库漏洞

B、可以通过协议代理的方法，穿透网闸的安全控制

C、任何时刻，网闸两端的网络之间不存在物理连接

D、在OSI的二层以上发挥作用

参考答案：C

45、某病毒利用RPCDCOM缓冲区溢出漏洞进行传播，病毒运行后，在%System%文件夹下生成自身的拷贝nvchip4.exe，添加注册表项，使得自身能够在系统启动时自动运行。通过以上描述可以判断这种病毒的类型为\_\_\_\_\_\_\_。

A、文件型病毒

B、宏病毒

C、网络蠕虫病毒

D、特洛伊木马病毒

参考答案：C

46、包过滤防火墙工作在OSI网络参考模型的\_\_\_\_\_\_\_

A、物理层

B、数据链路层

C、网络层

D、应用层

参考答案：C

47、防火墙提供的接入模式不包括\_\_\_\_\_\_\_

A、网关模式

B、透明模式

C、混合模式

D、旁路接入模式

参考答案：D

48、下列技术不支持密码验证的是：

A、S/MIME

B、PGP

C、AMTP

D、SMTP

参考答案：D

49、下列不属于垃圾邮件过滤技术的是：

A、软件模拟技术

B、贝叶斯过滤技术

C、关键字过滤技术

D、黑名单技术

参考答案：A

50、下列技术不能使网页被篡改后能够自动恢复的是：

A、限制管理员的权限

B、轮询检测

C、事件触发技术

D、核心内嵌技术

参考答案：A

51、如果您认为您已经落入网络钓鱼的圈套，则应采取（ ）措施。

A、向电子邮件地址或网站被伪造的公司报告该情形

B、更改帐户的密码

C、立即检查财务报表

D、以上全部都是

参考答案：D

52、下面技术中不能防止网络钓鱼攻击的是：

A、在主页的底部设有一个明显链接，以提醒用户注意有关电子邮件诈骗的问题

B、利用数字证书（如USB KEY）进行登录

C、根据互联网内容分级联盟（ICRA）提供的内容分级标准对网站内容进行分级

D、安装杀毒软件和防火墙、及时升级、打补丁、加强员工安全意识

参考答案：C

53、以下不会帮助减少收到的垃圾邮件数量的是：

A、使用垃圾邮件筛选器帮助阻止垃圾邮件

B、共享电子邮件地址或即时消息地址时应小心谨慎

C、安装入侵检测软件

D、收到垃圾邮件后向有关部门举报

参考答案：C

54、内容过滤技术的含义不包括:

A、过滤互联网请求从而阻止用户浏览不适当的内容和站点

B、过滤流入的内容从而阻止潜在的攻击进入用户的网络系统

C、过滤流出的内容从而阻止敏感数据的泄露

D、过滤用户的输入从而阻止用户传播非法内容

参考答案：D

55、下列内容过滤技术中在我国没有得到广泛应用的是:

A、内容分级审查

B、关键字过滤技术

C、启发式内容过滤技术

D、机器学习技术

参考答案：A

56、会让一个用户的“删除”操作去警告其他许多用户的垃圾邮件过滤技术是：

A、黑名单

B、白名单

C、实时黑名单

D、分布式适应性黑名单

参考答案：D

57、不需要经常维护的垃圾邮件过滤技术是：

A、指纹识别技术

B、简单DNS测试

C、黑名单技术

D、关键字过滤

参考答案： B

58、《计算机信息系统安全保护条例》规定，故意输入计算机病毒以及其他有害数据危害计算机信息系统安全的，或者未经许可出售计算机信息系统安全专用产品，由公安机关处以警告或者对个人处以( )的罚款、对单位处以（ ）的罚款

A、5000元以下 15000元以下

B、5000元 15000元

C、2000元以下 10000元以下

D、2000元 10000元

参考答案：A

59、PDR模型是第一个从时间关系描述一个信息系统是否安全的模型，PDR模型中的P，D，R代表分别代表（ ）。

A、保护 检测 响应

B、策略 检测 响应

C、策略 检测 恢复

D、保护 检测 恢复

参考答案：A

60、根据权限管理的原则，一个计算机操作员不应当具备访问（ ）的权限。

A、操作指南文档

B、计算机控制台

C、应用程序源代码

D、安全指南

参考答案：C

61、双机热备是一种典型的事先预防和保护措施，用于保证关键设备和服务的（ ）属性。

A、保密性

B、可用性

C、完整性

D、第三方人员

参考答案： B

62、（ ）手段可以有效应对较大范围的安全事件的不良影响，保证关键服务和数据的可用性。

A、定期备份

B、异地备份

C、人工备份

D、本地备份

参考答案： B

63、相对于现有杀毒软件在终端系统中提供保护不同，（ ）在内外边界处提供更加主动和积极的病毒保护。

A、防火墙

B、病毒网关

C、IPS

D、IDS

参考答案： B

64、《信息系统安全等级保护基本要求》中对不同级别的信息系统应具备的基本安全保护能力进行了要求，共划分为（ ）级。

A、4

B、5

C、6

D、7

参考答案：A

65、统计数据表明，网络和信息系统最大的人为安全威胁来自于（ ）

A、恶意竞争对手

B、内部人员

C、互联网黑客

D、第三方人员

参考答案： B

66、1999年，我国发布第一个信息安全等级保护的国家标准GB17859-1999，提出将信息系统的安全等级划分为（ ）个等级。

A、7

B、8

C、4

D、5

参考答案：D

67、互联网服务提供者和联网使用单位落实的记录留存技术措施，应当具有至少保存（ ）天记录备份的功能。

A、10

B、30

C、60

D、90

参考答案：C

68、定期对系统和数据进行备份，在发生灾难时进行恢复。该机制时为了满足信息安全的（ ）属性。

A、真实性

B、完整性

C、不可否认性

D、可用性

参考答案：D

69、公安部网络违法案件举报网站的网址是（ ）

A、www.netpolice.cn

B、www.gongan.cn

C、http://www.cyberpolice.cn

D、www.110.cn

参考答案：C

70、信息安全经历了三个发展阶段，以下（ ）不属于这个阶段。

A、通信保密阶段

B、加密机阶段

C、信息安全阶段

D、安全保障阶段

参考答案： B

71、信息安全在通信保密阶段对信息安全的关注局限在（ ）安全属性。

A、不可否认性

B、可用性

C、保密性

D、完整性

参考答案：C

72、信息安全管理领域权威的标准是（ ）。

A、ISO15408

B、ISO17799/ISO27001

C、ISO9001

D、ISO14001

参考答案： B

73、在PPDRR安全模式中，（ ）是属于安全事件发生后补救措施。

A、保护

B、恢复

C、响应

D、检测

参考答案： B

74、根据风险管理的看法，资产( )价值，( )脆弱性，被安全威胁( )，( )风险。

A、存在 利用 导致 具有

B、具有 存在 利用 导致

C、导致 存在 具有 利用

D、利用 导致 存在 具有

参考答案： B

75、互联网站链接境外新闻网站，登载境外新闻媒体和互联网站发布的新闻，必须另行报（ ）批准。

A、国务院新闻办公室

B、文化部

C、教育部

D、信息产业部

参考答案：A

76、（ ）在紧急情况下，可以就涉及计算机信息系统安全的特定事项发布专项

A、公安部

B、国家安全部

C、中科院

D、司法部

参考答案：A

77、《中华人民共和国治安管理处罚法》规定，利用计算机信息网络传播淫秽信息的，处（ ）以下拘留，可以并处三千元以下罚款；情节较轻的，处五日以下拘留或者五百元以下罚款。

A、五日以下

B、五日以上十日以下

C、十日以上十五日

D、十五日

参考答案：C

78、互联单位主管部门对经营性接入单位实行（ ）制度。

A、月检

B、半年检

C、年检

D、周检

参考答案：C

79、计算机信息系统是指由指由（ ）及其相关的和配套的设备、设施（含网络）构成的，按照一定的应用目标和规则对信息进行采集、加工、存储、传输、检索等处理系统。

A、计算机硬件

B、计算机

C、计算机软件

D、计算机网络

参考答案： B

80、我国计算机信息系统实行（ ）保护。

A、责任制

B、主任值班制

C、安全等级

D、专职人员资格

参考答案：C

81、故意制作、传播计算机病毒等破坏性程序，影响计算机系统正常运行，（ ）的，应依法处5年以下有期徒刑或者拘役。

A、后果严重

B、产生危害

C、造成系统失常

D、信息丢失

参考答案：A

82、中华人民共和国进内的计算机信息网络进行国际联网，应当依照（ ）办理。

A、《中华人民共和国计算机信息系统安全保护条例》

B、《中华人民共和国计算机信息网络国际联网暂行规定实施办法》

C、《中华人民共和国计算机互联网国际联网管理办法》

D、《中国互联网络域名注册暂行管理办法》

参考答案： B

83、违反《计算机信息系统安全保护条例》的规定，构成（ ）的，依照《治安管理处罚法》的有关规定处罚。

A、犯罪

B、违反《刑法》

C、违反治安管理行为

D、违反计算机安全行为

参考答案：C

84、涉及国家事务、经济建设、国防建设、尖端科技等重要领域的单位的计算机信息网络与（ ），应当采取相应的安全保护措施。

A、任何单位

B、外单位

C、国内联网

D、国际联网

参考答案：D

85、电子公告服务提供者应当记录在电子公告服务系统中发布的信息内容及其发布时间、互联网地址或者域名。记录备份应当保存（ ）日。

A、90

B、60

C、30

D、10

参考答案： B

86、涉及国家秘密的计算机信息系统，（ ）地与国际互联网或者其他公共信息网络相连，必须实行物理隔离。

A、不得直接或者间接

B、不得直接

C、不得间接

D、不得直接和间接

参考答案：A

87、国际联网采用（ ）制定的技术标准、安全标准、资费政策，以利于提高服务质量和水平。

A、企业统一

B、单位统一

C、国家统一

D、省统一

参考答案：C

88、企业计算机信息网络和其他通过专线进行国际联网的计算机信息网络，只限于（ ）使用。

A、企业

B、外部

C、内部

D、专人

参考答案：C

89、（ ）违反计算机信息系统安全保护条例的规定，给国家、集体或者他人财产造成损失的，应当依法承担民事责任。

A、计算机操作人员

B、计算机管理人员

C、任何组织或者个人

D、除从事国家安全的专业人员以外的任何人

参考答案：C

90、互联单位应当自网络正式联通之日起（ ）内，到所在地的省、自治区、直辖市人民政府公安机关指定的受理机关办理备案手续。

A、15

B、30

C、45

D、60

参考答案： B

91、《计算机信息网络国际联网安全保护管理办法》规定，未建立安全保护管理制度的，采取安全技术保护措施，由公安机关（ ），给予（ ），还可（ ）；在规定的限期内未改正的，对单位的主管负责人员和其他直接责任人员可（ ）

A、责令限期改正 警告 没收违法所得 并处罚款

B、通报批评 警告 没收违法所得 并处罚款

C、通报批评 拘留 没收违法所得 并处罚款

D、责令限期改正 警告 没收违法所得 并处拘留

参考答案：A

92、根据《互联网电子公告服务管理规定》规定，（ ）发现电子公告服务系统中出现明显属于该办法第九条所列的禁止信息内容之一的，应当立即删除，保存有关记录，并向国家有关机关报告。

A、电子公告用户

B、电子公告浏览者

C、互联单位

D、电子公告服务提供者

参考答案：D

93、过滤王软件最多监控多少客户端?

A、100

B、200

C、300

D、400

参考答案：C

94、备份过滤王数据是备份哪些内容?

A、过滤控制台目录

B、过滤核心目录

C、核心目录下的ACCERS目录

D、核心目录下的几个目录

参考答案： B

95、安装过滤王核心的逻辑盘要留至少多少空闲空间?

A、1G

B、2G

C、3G

D、15G

参考答案：D

第三部分　多项选择题(共38题)

1、下列（ ）行为，情节较重的，可以处5日以上10日以下拘留，可以并处500元以下罚款。

A、偷窥、偷拍、窃听、散布他人隐私的

B、未经他人允许向其发送邮件的

C、利用手机向他人发送短信息的

D、捏造事实诬告陷害他人，企图使他人受到刑事追究或者受到治安管理处罚的

参考答案：A D

2、下列哪些是互联网提供的功能。（ ）

A、E-mail

B、BBS

C、FTP

D、WWW

参考答案：A B C D

2、对违反行政管理秩序的公民、法人或者其他组织，将要作出（ ）的行政处罚之前，行政处罚机关应制作《违法行为处理通知书》，并送达当事人。

A、警告

B、较大数额罚款

C、责令停产停业

D、暂扣或者吊销许可证

参考答案： B C D

4、系统数据备份包括对象有\_\_\_\_\_\_\_。

A、配置文件

B、日志文件

C、用户文档

D、系统设备文件

参考答案：A B D

5、PKI提供的核心服务包括：

A、认证

B、完整性

C、密钥管理

D、简单机密性

E、非否认

参考答案：A B C D E

6、域内置全局组安全控制非常重要，这些组只出现在域控制器中，包括\_\_\_\_\_\_\_。

A、Domain Admins组

B、Domain Users组

C、Domain Replicators组

D、Domain Guests组

参考答案：A B D

7、UNIX/Linux系统中的Apache服务器的主要安全缺陷表现在攻击者可以\_\_\_\_\_\_\_。

A、利用HTTP协议进行的拒绝服务攻击

B、发动缓冲区溢出攻击

C、获得root权限

D、利用MDAC组件存在一个漏洞，可以导致攻击者远程执行目标系统的命令

参考答案：A B C

8、Windows系统登录流程中使用的系统安全模块有\_\_\_\_\_\_\_。

A、安全帐号管理（Security Account Manager，简称SAM）模块

B、Windows系统的注册（WinLogon）模块

C、本地安全认证（Local Security Authority，简称LSA）模块

D、安全引用监控器模块

参考答案：A B C

9、SQL Server中的预定义服务器角色有\_\_\_\_\_\_\_。

A、sysadmin

B、serveradmin

C、setupadmin

D、securityadmin

E、processadmin

参考答案：A B C D E

10、可以有效限制SQL注入攻击的措施有\_\_\_\_\_\_\_。

A、限制DBMS中sysadmin用户的数量

B、在Web应用程序中，不以管理员帐号连接数据库

C、去掉数据库不需要的函数、存储过程

D、对于输入的字符串型参数，使用转义

E、将数据库服务器与互联网物理隔断

参考答案： B C D E

11、防火墙的局限性包括\_\_\_\_\_\_\_

A、防火墙不能防御绕过了它的攻击

B、防火墙不能消除来自内部的威胁

C、防火墙不能对用户进行强身份认证

D、防火墙不能阻止病毒感染过的程序和文件进出网络

参考答案：A B D

12、网络安全扫描能够\_\_\_\_\_\_\_

A、发现目标主机或网络

B、判断操作系统类型

C、确认开放的端口

D、识别网络的拓扑结构

E、测试系统是否存在安全漏洞

参考答案：A B C D E

13、入侵防御技术面临的挑战主要包括\_\_\_\_\_\_\_

A、不能对入侵活动和攻击性网络通信进行拦截

B、单点故障

C、性能“瓶颈”

D、误报和漏报

参考答案： B C D

14、病毒传播的途径有\_\_\_\_\_\_\_

A、移动硬盘

B、内存条

C、电子邮件

D、聊天程序

E、网络浏览

参考答案：A C D E

15、下列邮件为垃圾邮件的有：

A、收件人无法拒收的电子邮件

B、收件人事先预定的广告、电子刊物等具有宣传性质的电子邮件

C、含有病毒、色情、反动等不良信息或有害信息的电子邮件

D、隐藏发件人身份、地址、标题等信息的电子邮件

E、含有虚假的信息源、发件人、路由等信息的电子邮件

参考答案：A C D E

16、内容过滤的目的包括：

A、阻止不良信息对人们的侵害

B、规范用户的上网行为，提高工作效率

C、防止敏感数据的泄露

D、遏制垃圾邮件的蔓延

E、减少病毒对网络的侵害

参考答案：A B C D E

17、所有进入网络和信息系统工作的人员，必须签订保密协议，具体协议保密协议的人员范围包括：（ ）

A、网络使用者

B、正式雇员

C、离职雇员

D、第三方人员

参考答案： B C D

18、我国信息网络重点单位一共分为12类，下列属于信息网络重点单位包括（ ）

A、党政机关

B、金融机构、邮电、广电部门、能源单位、交通运输单位

C、所有工程建设单位、互联网管理中心和重要网站

D、尖端科研单位、社会应急服务部门、重要物资储备单位

参考答案：A B C D

19、信息系统安全等级保护的核心是对信息系统分等级、按标准进行建设、管理和监督。信息系统安全等级保护实施过程中应遵循以下基本原则有（ ）

A、自主保护原则

B、重点保护原则

C、同步建设原则

D、动态调整原则

参考答案：A B C D

20、计算机病毒具有以下特点（ ）

A、传染性

B、隐蔽性

C、潜伏性

D、可预见性

E、破坏性

参考答案：A B C E

21、公安机关对计算机信息系统安全保护工作行使下列监督职权：（ ）

A、监督、检查、指导计算机信息系统安全保护工作

B、查处危害计算机信息系统安全的违法犯罪案件

C、履行计算机信息系统安全保护工作的其他监督职责

D、就涉及计算机信息系统安全的特定事项发布专项通令

参考答案：A B C D

22、违反《计算机信息系统安全保护条例》的规定，有下列行为之一的，由公安机关处以警告或者停机整顿：（ ）

A、违反计算机信息系统安全等级保护制度，危害计算机信息系统安全的

B、违反计算机信息系统国际联网备案制度的

C、按照规定时间报告计算机信息系统中发生的案件的

D、接到公安机关要求改进安全状况的通知后，在限期内拒不改进的

参考答案：A B D

23、任何单位和个人不得利用国际联网制作、复制、查阅和传播下列信息的，由公安机关给予警告，有违法所得的，没收违法所得，对个人可以并处五千元以下的罚款，对单位可以并处一万五千元以下的罚款，情节严重的，并可以给予六个月以内停止联网、停机整顿的处罚，必要时可以建议原发证、审批机构吊销经营许可证或者取消联网资格；构成违反治安管理行为的，依照治安管理处罚法的规定处罚；构成犯罪的，依法追究刑事责任： （ ）

A、捏造或者歪曲事实，散布谣言，扰乱社会秩序的

B、煽动抗拒、破坏宪法和法律、行政法规实施的

C、公然侮辱他人或者捏造事实诽谤他人的

D、表示对国家机关不满的

参考答案：A B C

24、任何人不得在电子公告服务系统中发布含有下列内容之一的信息： （ ）

A、反对宪法所确定的基本原则的、危害国家安全，泄露国家秘密，颠覆国家政权，破坏国家统一的

B、损害国家荣誉和利益的；煽动民族仇恨、民族歧视，破坏民族团结的

C、破坏国家宗教政策，宣扬邪教和封建迷信的

D、散布谣言、淫秽、色情、赌博、暴力、凶杀、恐怖或者教唆犯罪的

参考答案：A B C D

25、互联单位、接入单位及使用计算机信息网络国际联网的法人和其他组织应当履行下列安全保护职责 （ ）

A、负责本网络的安全保护管理工作，建立健全落实安全保护管理制度

B、负责对本网络用户的安全教育和培训

C、对委托发布信息的单位和个人进行登记，并对所提供的信息内容进行审核

D、发现计算机案件应当保留有关原始记录，并在二十四小时内向当地公安机关报告

参考答案：A B C D

26、为了保障互联网的运行安全，对有下列行为之一，构成犯罪的，依照刑法有关规定追究刑事责任：（ ）

A、侵入国家事务、国防建设、尖端科学技术领域的计算机信息系统

B、故意制作、传播计算机病毒等破坏性程序，攻击计算机系统及通信网络，致使计算机系统及通信网络遭受损害

C、违反国家规定，擅自中断计算机网络或者通信服务，造成计算机网络或者通信系统不能正常运行

D、非法截获、篡改、删除他人电子邮件或者其他数据资料，侵犯公民通信自由和通信秘密

参考答案：A B C D

27、安装过滤王核心需要哪些数据

A、网吧代码

B、管理中心地址

C、序列号

D、计算机名

参考答案：A B C

28、目前使用的过滤王核心的版本是多少?

A、5.0.00.141

B、5.0.00.142

C、5.0.00.143

D、5.0.00.146

参考答案：A B C D

29、过滤王可以过滤哪些类型的网站

A、赌博

B、邪教

C、暴力

D、色情

参考答案：A B C D

第四部分　填空题(共25题)

1、对发现人员身份信息录入有误的会员卡要及时\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_，重新做新卡。

参考答案：注销

2、发行会员卡时必须严格核对\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_后正确录入保存

参考答案：上网人员身份信息

3、与安装过滤王核心电脑相连接的交换机上，必须具有\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

参考答案：镜像端口

4、物理安全是指物理介质层次上对\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_的网络信息的安全保护，是网络信息安全的最基本保障。

参考答案：存储和传输

5、容灾就是减少灾难事件发生的可能性以及限制灾难对\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_所造成的影响的一整套行为。

参考答案：关键业务流程

6、数据备份是目的是为了\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_在崩溃时能够快速地恢复数据。

参考答案：系统数据

7、\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_是PKI系统安全的核心。

参考答案：CA

8、公钥密码体制有两种基本模型：一种是加密模型；另一种是\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_模型。

参考答案：认证

9、著名的DES数据加密标准是\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_加密系统

参考答案：对称

10、数据库恢复技术中，建立冗余数据最常用的技术有两种：第一种是数据备份，第二种是\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_。

参考答案：日志文件

11、数据库访问控制的粒度可分为4个层次，分别是数据库级、\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_、记录级（行级）和属性级（字段级）。

参考答案：表级

12、\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_是在密罐技术上逐步发展起来的一个新的概念，在其中可以部署一个或者多个密罐，来构成一个黑客诱捕网络体系架构。

参考答案：密网

13、在PDRR模型中，\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_是静态防护转化为动态的关键，是动态相应的依据。

参考答案：检测

14、ISO 17799/ISO 27001最初是由\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_提出的国家标准。

参考答案：英国

15、凡是违反国家法律、危害计算机信息系统安全以及利用计算机信息系统实施的违法犯罪活动，统称计算机案件，计算机案件主要分为\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_两类。

参考答案：刑事案件和行政案件

16、一个完整的信息安全保障体系，应当包括\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_五个主要环节，这就是PPDRR模型的内容。

参考答案：安全策略、保护、检测、响应、恢复

17、\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_是国家授权对信息安全和网络安全进行监控和管理的职能机构，各单位、组织都应当密切配合。

参考答案：公安部

18、GB 17859-1999的全称是\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_是建立计算机信息系统安全等级保护制度，实施安全等级管理的基础性标准。

参考答案：计算机信息系统安全保护等级划分准则

19、从事国际联网业务的单位和个人应当接受\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_的安全监督、检查和指导，如实向公安机关提供有关安全保护的信息、资料及数据文件，协助公安机关查处通过国际联网的计算机信息网络的违法犯罪行为。

参考答案：公安机关

20、任何单位发现有违反规定的有害信息的，应当保留原始纪录后及时删除，并在\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_小时内向当地公安机关报告；发现计算机犯罪案件，应立即向公安网监部门报案，并保护好现场。

参考答案：24

21、违反国家规定，对计算机信息系统功能进行\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_,造成计算机信息系统不能正常运行，后果严重的，处五年以下有期徒刑或者拘役；后果特别严重的，处五年以上有期徒刑。

参考答案：删除、修改、增加、干扰

22、\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_不得利用国际联网危害国家安全、泄露国家秘密，不得侵犯国家的、社会的、集体的利益和公民的合法权益，不得从事违法犯罪活动。

参考答案：任何单位和个人

23、《计算机信息网络国际联网安全保护管理办法》规定了备案制度与罚则，\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_均为备案对象。

参考答案：接入服务单位、数据中心、信息服务单位、联网单位

24、\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_,是指互联网上一切可能对现存法律秩序和其他公序良俗造成破坏或者威胁的数据、新闻和知识等信息。

参考答案：互联网上的有害信息

25、过滤王自动保存最近\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_天的上网记录

参考答案：60

1.通常为保证信息处理对象的认证性采用的手段是\_\_\_C\_\_\_\_\_\_\_

A.信息加密和解密 B.信息隐匿

C.数字签名和身份认证技术 D.数字水印

2.关于Diffie-Hellman算法描述正确的是\_\_\_\_B\_\_\_\_\_\_

A.它是一个安全的接入控制协议 B.它是一个安全的密钥分配协议

C.中间人看不到任何交换的信息 D.它是由第三方来保证安全的

3.以下哪一项不在证书数据的组成中? \_\_\_\_\_D\_\_\_\_\_

A.版本信息 B.有效使用期限

C.签名算法 D.版权信息

4．关于双联签名描述正确的是\_\_\_\_D\_\_\_\_\_\_

A．一个用户对同一消息做两次签名 B．两个用户分别对同一消息签名

C．对两个有联系的消息分别签名 D．对两个有联系的消息同时签名

5．Kerberos中最重要的问题是它严重依赖于\_\_\_\_C\_\_\_\_\_\_

A．服务器 B．口令

C．时钟 D．密钥

6．网络安全的最后一道防线是\_\_\_\_A\_\_\_\_\_\_

A．数据加密 B．访问控制

C．接入控制 D．身份识别

7．关于加密桥技术实现的描述正确的是\_\_\_\_A\_\_\_\_\_\_

A．与密码设备无关，与密码算法无关 B．与密码设备有关，与密码算法无关

C．与密码设备无关，与密码算法有关 D．与密码设备有关，与密码算法有关

8．身份认证中的证书由\_\_\_\_A\_\_\_\_\_\_

A．政府机构发行 B．银行发行

C．企业团体或行业协会发行 D．认证授权机构发行

9．称为访问控制保护级别的是\_\_\_\_C\_\_\_\_\_\_

A．C1 B．B1

C．C2 D．B2

10．DES的解密和加密使用相同的算法，只是将什么的使用次序反过来? \_\_\_\_C\_\_\_\_\_\_

A．密码 B．密文

C．子密钥 D．密钥

11．PKI的性能中，信息通信安全通信的关键是\_\_\_\_\_C\_\_\_\_\_

A．透明性 B．易用性

C．互操作性 D．跨平台性

12．下列属于良性病毒的是\_\_\_\_D\_\_\_\_\_

A．黑色星期五病毒 B．火炬病毒

C．米开朗基罗病毒 D．扬基病毒

13．目前发展很快的基于PKI的安全电子邮件协议是\_\_\_\_A\_\_\_\_\_\_

A．S／MIME B．POP

C．SMTP D．IMAP

14．建立计算机及其网络设备的物理环境，必须要满足《建筑与建筑群综合布线系统工程设计规范》的要求，计算机机房的室温应保持在\_\_\_A\_\_\_\_\_\_\_

A．10℃至25℃之间 B．15℃至30℃之间

C．8℃至20℃之间 D．10℃至28℃之间

15．SSL握手协议的主要步骤有\_\_\_\_B\_\_\_\_\_\_

A．三个 B．四个

C．五个 D．六个

16．SET安全协议要达到的目标主要有\_\_\_\_C\_\_\_\_\_\_

A．三个 B．四个

C．五个 D．六个

17．下面不属于SET交易成员的是\_\_\_\_\_B\_\_\_\_\_

A．持卡人 B．电子钱包

C．支付网关 D．发卡银行

18．使用加密软件加密数据时，往往使用数据库系统自带的加密方法加密数据，实施

\_\_\_\_\_A\_\_\_\_\_

A．DAC B．DCA

C．MAC D．CAM

19．CTCA指的是\_\_\_\_B\_\_\_\_\_\_

A．中国金融认证中心 B．中国电信认证中心

C．中国技术认证中心 D．中国移动认证中心

20．下列选项中不属于SHECA证书管理器的操作范围的是\_\_\_\_\_C\_\_\_\_\_

A．对根证书的操作 B．对个人证书的操作

C．对服务器证书的操作 D．对他人证书的操作

1. Windows系统安全模型由 登录流程 、 本地安全授权　、　安全账号管理器和　安全引用监视器　组合而成。  
2. 注册表是按照　　子树　、　项　、子项和　值　　组成的分层结构。实际上注册表只有两个子树: 　 HKEY\_LOCAL\_MACHINE　　和　HKEY\_USERS　　，但为了便于检索，用注册表编辑器打开注册表时，展现为五个子树，这些子树的总体组成了Windows中所有的系统配置。

3. 在Windows 2000 网络中有两种主要的帐号类型:　　域用户账号　　和　　本地用户账号　　。

5. E-mail系统主要由　　邮件分发代理　、邮件传输代理、邮件用户代理及　邮件工作站　　组成。

6. 电子邮件安全技术主要包括　　身份证认证技术、　加密签名技术、　协议过滤技术、　防火墙技术和　　邮件病毒过滤技术　。

1. 信息安全的狭义解释

信息安全在不同的应用环境下有不同的解释。针对网络中的一个运行系统而言，信息安全就是指信息处理和传输的安全。它包括硬件系统的安全可靠运行、操作系统和应用软件的安全、数据库系统的安全、电磁信息泄露的防护等。狭义的信息安全，就是指信息内容的安全，包括信息的保密性、真实性和完整性。P5

2. 密码系统

密码系统指用于加密和解密的系统。加密时，系统输入明文和加密密钥，加密变换后，输出密文；解密时，系统输入密文和解密密钥，解密变换后，输出明文。一个密码系统由信源、加密变换、解密变换、信宿和攻击者组成。密码系统强调密码方案的实际应用，通常应当是一个包含软、硬件的系统。P19

3. 数字水印

数字水印类似于信息隐藏，是在数字化的信息载体中嵌入不明显的记号隐藏起来，被嵌入的信息包括作品的版权所有者、发行者、购买者、作者的序列号、日期和有特殊意义的文本等，但目的不是为了隐藏或传递这些信息，而是在发现盗版或发生知识产权纠纷时，用来证明数字作品的来源、版本、原作者、拥有者、发行人以及合法使用人等。数字水印是数字化的多媒体作品版权保护的关键技术之一，也是信息隐藏的重要分支。P60

4. 消息认证码MAC

通常表示为MAC=Ck(M)，其中：M是长度可变的消息；K是收、发双方共享的密钥；函数值Ck(M)是定长的认证码，也称为密码校验和。MAC是带密钥的消息摘要函数，即一种带密钥的数字指纹，它与不带密钥的数字指纹是又本质区别的。P73

1. 常见的网络踩点方法有哪些？常见的网络扫描技术有哪些?

P335-1

方法：域名相关信息的查询、公司性质的了解、对主页进行分析、对目标IP地址范围进行查询和网络勘察等。

技术：端口扫描、共享目录扫描、系统用户扫描和漏洞扫描。

2. 简述欺骗攻击的种类及其原理？？

P336-5

DNS欺骗：域名解析过程中，假设当提交给某个域名服务器的域名解析请求的数据包截获，然后按截获者的意图将一个虚假的IP地址作为应答信息返回给请求者。

Web欺骗：攻击者通过伪造某个WWW站点的影像拷贝，使改影像Web的入口进入攻击者的Web服务器，并经过攻击者计算机的过滤作用，从而达到攻击者监控受攻击者的任何活动以获取有用的信息为目的。

IP欺骗：在服务器不存在任何漏洞的情况下，通过利用TCP/IP协议本身存在的一些缺陷进行攻击的方法。

电子邮件欺骗：攻击者佯称自己为系统管理员，给用户发送邮件要求用户修改口令或在貌似正常的附件中加载病毒或其他木马程序。

ARP欺骗：利用主机从网上接收到的任何ARP应答都会更新自己的地址映射表，而不管是否是真实的缺陷实施的攻击形式。

3. 简述拒绝服务攻击的原理和种类？。

P336-3

拒绝服务攻击广义上可以指任何导致用户的服务器不能正常提供服务的攻击。DoS攻击具有各种各样的攻击模式，是分别针对各种不同的服务而产生的。它对目标系统进行的攻击可以分为以下三类：消耗稀少的、有限的并且无法再生的系统资源；破坏或者更改系统的配置信息；对网络部件和设施进行物理破坏和修改。

4. 例举几种常见的攻击实施技术。

P335-2

社会工程学攻击、口令攻击、漏洞攻击、欺骗攻击、拒绝服务攻击等。

5. 简述TCP/IP协议的封装过程？

P131 图9-1-2

试述RAID 0、RAID 1、RAID 3、RAID 5方案。

（1）RAID0：无冗余、无校验的磁盘阵列。RAID0至少使用两个磁盘驱动器，并将数据分成从512字节到数兆节的若干块（数据条带），这些数据块被交替写到磁盘中。RAID0不适用于对可靠性要求高的关键任务环境，但却非常适合于对性能要求较高的视频或图像编辑。

（2）RAID1：镜像磁盘阵列。每一个磁盘驱动器都有一个镜像磁盘驱动器，镜像磁盘驱动器随时保持与原磁盘驱动器的内容一致。RAID1具有较高的安全性，但只有一半的磁盘空间被用来存储数据。为了实时保护镜像磁盘数据的一致性，RAID1磁盘控制器的负载相当大，在此性能上没有提高。RAID1主要用于在对数据安全性要求很高，而且要求能够快速恢复损坏的数据的场合。

（3）RAID3：带奇偶校验码的并行传送。RAID3使用一个专门的磁盘存放所有的校验数据，而在剩余的磁盘中创建带区集分散数据的读写操作。RAID3适合用于数据密集型环境或单一用户环境，尤其有益于要访问较长的连续记录，例如数据库和Web服务器等。

（4）RAID5：无独立校验盘的奇偶校验磁盘阵列。RAID5把校验块分散到所有的数据盘中。RAID5使用了一种特殊的算法，可以计算出任何一个带区校验块的存放位置，这样就可以确保任何对校验块进行的读写操作都会在所有的RAID磁盘中进行均衡，从而消除了产生瓶颈的可能。RAID5能提供较完美的性能，因而也是被广泛应用的一种磁盘阵列方案。它适合于I/O密集、高读/写比率的应用程序，如事务处理等。为了具有RAID5级的冗余度，我们至少需要三个磁盘组成的磁盘阵列。RAID5可以通过磁盘阵列控制器硬件实现，也可以通过某些网络操作系统软件实现。P108

信息安全技术教程习题及答案

第一章 概述

一、判断题

1. 信息网络的物理安全要从环境安全和设备安全两个角度来考虑。√

2. 计算机场地可以选择在公共区域人流量比较大的地方。×

3. 计算机场地可以选择在化工厂生产车间附近。×

4. 计算机场地在正常情况下温度保持在 18~28 摄氏度。√

5. 机房供电线路和动力、照明用电可以用同一线路。×

6. 只要手干净就可以直接触摸或者擦拔电路组件，不必有进一步的措施。×

7. 备用电路板或者元器件、图纸文件必须存放在防静电屏蔽袋内，使用时要远离静电敏感器件。√

8. 屏蔽室是一个导电的金属材料制成的大型六面体，能够抑制和阻挡电磁波在空气中传播。√

9. 屏蔽室的拼接、焊接工艺对电磁防护没有影响。×

10. 由于传输的内容不同，电力线可以与网络线同槽铺设。×

11. 接地线在穿越墙壁、楼板和地坪时应套钢管或其他非金属的保护套管，钢管应与接地线做电气连通. √

12. 新添设备时应该先给设备或者部件做上明显标记，最好是明显的无法除去的标记 ,以防更换和方便查找赃物。√

13.TEMPEST 技术，是指在设计和生产计算机设备时，就对可能产生电磁辐射的元器 件、集成电路、连接线、显示器等采取防辐射措施于从而达到减少计算机信息泄露的最终目的。√

14. 机房内的环境对粉尘含量没有要求。×

15. 防电磁辐射的干扰技术，是指把干扰器发射出来的电磁波和计算机辐射出来的电磁波混合在一起，以掩盖原泄露信息的内容和特征等，使窃密者即使截获这一混合信号也无法提取其中的信息。√

16. 有很高使用价值或很高机密程度的重要数据应采用加密等方法进行保护。√

17. 纸介质资料废弃应用碎纸机粉碎或焚毁。√

二、单选题

1. 以下不符合防静电要求的是

A. 穿合适的防静电衣服和防静电鞋 B. 在机房内直接更衣梳理 C. 用表面光滑平整的办公家具

D. 经常用湿拖布拖地

2. 布置电子信息系统信号线缆的路由走向时，以下做法错误的是

A. 可以随意弯折 B. 转弯时，弯曲半径应大于导线直径的 10 倍

C. 尽量直线、平整 D. 尽量减小由线缆自身形成的感应环路面积

3. 对电磁兼容性 (Electromagnetic Compatibility, 简称 EMC) 标准的描述正确的是

A. 同一个国家的是恒定不变的 B. 不是强制的 C. 各个国家不相同 D. 以上均错误

4. 物理安全的管理应做到

A. 所有相关人员都必须进行相应的培训，明确个人工作职责

B. 制定严格的值班和考勤制度，安排人员定期检查各种设备的运行情况

C. 在重要场所的迸出口安装监视器，并对进出情况进行录像

D. 以上均正确

三、多选题

1. 场地安全要考虑的因素有

A. 场地选址 B. 场地防火 C. 场地防水防潮 D. 场地温度控制 E. 场地电源供应

2. 火灾自动报警、自动灭火系统部署应注意

A. 避开可能招致电磁干扰的区域或设备 B. 具有不间断的专用消防电源

C. 留备用电源 D. 具有自动和子动两种触发装置

3. 为了减小雷电损失，可以采取的措施有

A. 机房内应设等电位连接网络 B. 部署 UPS

C. 设置安全防护地与屏蔽地

D. 根据雷击在不同区域的电磁脉冲强度划分，不同的区域界面进行等电位连接 E. 信号处理电路

4. 会导致电磁泄露的有

A. 显示器 B. 开关电路及接地系统 C. 计算机系统的电源线 D. 机房内的电话线 E. 信号处理电路

5. 磁介质的报废处理，应采用

A. 直接丢弃 B.砸碎丢弃 C. 反复多次擦写 D.内置电磁辐射干扰器

6. 静电的危害有

A. 导致磁盘读写错误，损坏磁头，引起计算机误动作

B. 造成电路击穿或者毁坏

C. 电击，影响工作人员身心健康

D. 吸附灰尘

7. 防止设备电磁辐射可以采用的措施有

A. 屏蔽机 B. 滤波

C. 尽量采用低辐射材料和设备、D.内置电磁辐射干扰器

四、问答题

1. 物理安全包含哪些内容 ?

2. 解释环境安全与设备安全的联系与不同。

第三章

容灾与数据备份

一、判断题

1. 灾难恢复和容灾具有不同的含义。×

2. 数据备份按数据类型划分可以分成系统数据备份和用户数据备份。√

3. 对目前大量的数据备份来说，磁带是应用得最泞的介质。√

4. 增量备份是备份从上 J 知韭行完全备份后更拔的全部数据文件。×

5. 容灾等级通用的国际标准 SHARE 78 将容灾分成了六级。×

6. 容灾就是数据备份。×

7. 数据越重要，容灾等级越高。√

8. 容灾项目的实施过程是周而复始的。√

9. 如果系统在一段时间内没有出现问题，就可以不用再进行容灾了。×

10.SAN 针对海量、面向数据块的数据传输，而 NAS 则提供文件级的数据访问功能。√

11. 廉价磁盘冗余阵列 (RAID), 基本思想就是将多只容量较小的、相对廉价的硬盘进行有机组合，使其性能超过一只昂贵的大硬盘。√

二、单选题

1. 代表了当灾难发生后，数据的恢复程度的指标是

A.RPO B.RTO C.NRO D.SDO

2. 代表了当灾难发生后，数据的恢复时间的指标是

A.RPO B.RTO C.NRO D.SD0

3. 我国《重要信息系统灾难恢复指南》将灾难恢复分成了级

A. 五 B. 六 C. 七 D. 八

4. 下图是一一一存储类型的结构图。

A.NAS B.SAN C.以上都不是

5. 容灾的目的和实质是

A. 数据备份 B.心理安慰 C. 保持信息系统的业务持续性 D.系统的有益补充

6. 容灾项目实施过程的分析阶段，需要进行

A. 灾难分析 B. 业务环境分析

C. 当前业务状况分析 D. 以上均正确

7. 目前对于大量数据存储来说，容量大、成本低、技术成熟、广泛使用的介质是一一一。

A.磁盘 B. 磁带 c. 光盘 D. 自软盘

8. 下列叙述不属于完全备份机制特点描述的是一一一。

A. 每次备份的数据量较大 B. 每次备份所需的时间也就校长

C. 不能进行得太频繁 D. 需要存储空间小

9. 下面不属于容灾内容的是

A. 灾难预测 B.灾难演习 C. 风险分析 D.业务影响分析

三、多选题

1. 信息系统的容灾方案通常要考虑的要点有一一。

A. 灾难的类型 B. 恢复时间

C. 恢复程度 D. 实用技术

E 成本

2. 系统数据备份包括的对象有一一一。

A. 配置文件 B.日志文件 C. 用户文档 D.系统设备文件

3. 容灾等级越高，则一一一。

A. 业务恢复时间越短 C. 所需要成本越高 B. 所需人员越多 D. 保护的数据越重要

四、问答题

1. 容灾的含义是什么 ? 容灾过程包括哪些内容 ?

2. 容灾与备份之间是什么关系 ?

3. 容灾等级通用的国际标准 SHARE 78 将容灾划分成几个层次 ? 简单概述各层次的特

点。

4. 设计一个以星期为周期的备份策略，并举例描述在其中某一天发生 ' 灾难如何恢复。

第四章

基础安全技术

一、判断题

1. 对称密码体制的特征是 : 加密密钥末日解密密钥完全相同，或者一个密钥很容易从另一个密钥中导出√

2. 公钥密码体制算法用一个密钥进行加密，而用另一个不同但是有关的密钥进行解密。√

3. 公钥密码体制有两种基本的模型 : 一种是加密模型，另一种是认证模型。√

4. 对信息的这种防篡改、防删除、防插入的特性称为数据完整性 ' 保护。√

5.P 阻是利用公开密钥技术所构建的、解决网络安全问题的、普遍适用的一种基础设施。√

二、多选题

1.PKI 系统的基本组件包括斗 -一。

A. 终端实体 B.认证机构 C. 注册机构 D证书撤销列表发布者 E. 证书资料库 F.密钥管理中心

2. 数字证书可以存储的信息包括

A. 身份证号码、社会保险号、驾驶证号码

B. 组织工商注册号、组织组织机构代码、组织税号

C.IP 地址

D.Email 地址

3.PKI 提供的核心服务包括

A. 认证 B. 完整性 C. 密钥管理 D. 简单机密性 E. 非否认

第五章

系统安全

一、判断题

1. 常见的操作系统包括 DOS 、 OS/2 、τ UNIX 、 XENIX 、 LinukWindows 、 Netware 、 Oracle 等。×

2. 操作系统在概念上一般分为两部分 : 内核 (Kernel) 以及壳 (SheIl), 有些操作系统 的内核与壳完全分开 ( 如 MicrosoftWindows 、 UNIX 、 Linux 等 ); 另一些的内核与壳关系紧 密 ( 如 UNIX 、 Linux 等λ内核及壳只是操作层次上不同而已。×

3.Windows 系统中，系统中的用户帐号可以由任意系统用户建立。用户帐号中包含着用户的名称与密码、用户所属的组、用户的权利和用户的权限等相关数据。×

4.Windows 系统的用户帐号有两种基本类型 : 全局帐号 (Global Accounts) 和本地帐号(heal Accounts) √

5. 本地用户组中的 Users ( 用户 ) 组成员可以创建用户帐号和本地组，也可以运行应用程序，但是不能安装应用程序，也可以关闭和锁定操作系统。×

6. 本地用户组中的 Guests-( 来宾用户 ) 组成员可以登录和运行应用程序，也可以关闭操作系统，但是其功能比 Users 有更多的限制。√

7. 域帐号的名称在域中必须是唯一的，而且也不能和本地帐号名称相同，否则会引起混乱。×

8. 全局组是由本域的域用户组成的，不能包含任何组，也不能包含其他域的用户，全局组能在域中任何一台机器上创建。×

9. 在默认情况下，内置 Domain Admins 全局组是域的 Administrators 本地组的一个成员 ,也是域中每台机器 Administrator 本地组的成员 o√

10.Windows XP 帐号使用密码对访问者进行身份验证，密码是区分大小写的字符串，最多可包含 16 个字符。密码的有效字符是字母、数字、中文和符号。×

11. 如果向某个组分配了权限，则作为该组成员的用户也具有这一权阪 OA 例如，如果Backup Operators 组有此权限，而 his 又是该组成员，则 his 也有此权限。√

12.Windows 文件系统中，只有 Administrator 组和 Sewer Operation 组可以设置和去除共享目录，并且可以设置共享目录的访问权限。×

13. 远程访问共享目录中的目录和文件，必须能够同时满足共享的权限设置和文件目录

自身的权限设置。用户对共享所获得的最终访问权限将取决于共享的权限设置和目录的本地 权限设置中宽松一些的条件。×

14. 对于注册表的访问许可是将访问权限赋予计算机系统的用户组，如 Administrator 、Users 、 Creator/Owner 组等。√

15. 系统日志提供了一个颜色符号来表示问题的严重程疫，其中一个中间有字母 "!" 的黄色圆圈 ( 或三角形 ) 表示信息性问题，一个中间有字母 "i" 的蓝色圆圈表示一次警 告，而中间有 "stop" 字样 ( 或符号叉 ) 的红色八角形表示严重问题。×

16. 光盘作为数据备份的媒介优势在于价格便宜、速度快、容量大。×

17.Windows 防火墙能帮助阻止计算机病毒和蠕虫进入用户的计算机，但该防火墙不能检测或清除已经感染计算机的病毒和蠕虫√

18.Web 站点访问者实际登录的是该 Web 服务器的安全系统 ," 匿名 "Web 访问者都是以 IUSR 帐号身份登录的。√

19.UNIX 的开发工作是自由、独立的，完全开放源、码，由很多个人和组织协同开发的。 UNIX 只定义了个操作系统内核。所有的 UNIX 发行版本共享相同的内核源，但是，和内 核一起的辅助材料则随版本不同有很大不同。×

20. 每个 UNIX/Linux 系统中都只有一个特权用户，就是 root 帐号。×

21. 与 Windows 系统不一样的是 UNIXAAinux 操作系统中不存在预置帐号。×

22.UNIX/IAinux 系统中一个用户可以同时属于多个用户组。√

23. 标准的 UNIX/Limk 系统以属主 (Omer) 、属组 (Group) 、其他人 (World) 三个粒度进行控制。特权用户不受这种访问控制的限制。√

24.UNIX/Linux 系统中，设置文件许可位以使得文件的所有者比其他用户拥有更少的权限是不可能的。×

25.UNIX/Linux 系统和 Windows 系统类似，每一个系统用户都有一个主目录。√

26.UNIX/Linux 系统加载文件系统的命令是 mount, 所有用户都能使用这条命令。×

27.UNIXAm1x 系统中查看进程信息的 who 命令用于显示登录到系统的用户情况，与 w命令不同的是 ,who 命令功能更加强大 ,who 命令是 w 命令的一个增强版。×

28.Httpd.conf 是 Web 服务器的主配置文件，由管理员进行配置 ,Sm.cod 是 Web 服务器的资源配置文件 ,Access-cod 是设置访问权限文件。√

29. 一个设置了粘住位的目录中的文件只有在用户拥有目录的写许可，并且用户是文件和目录的所有者的情况下才能被删除。×

30.UNIX/ImIX 系统中的 /etdshadow 文件含有全部系统需要知道的关于每个用户的信息( 加密后的密码也可能存于 /etdpasswd 文件中 ) 。×

31. 数据库系统是一种封闭的系统，其中的数据无法由多个用户共享。×

32. 数据库安全只依靠技术即可保障。×

33. 通过采用各种技术和管理手段，可以获得绝对安全的数据库系统。×

34. 数据库的强身份认证与强制访问控制是同一概念。×

35. 用户对他自己拥有的数据，不需要有指定的授权动作就拥有全权管理和操作的权限。√

36. 数据库视图可以通过 INSERT 或 UPDATE 语句生成。×

37. 数据库加密适宜采用公开密钥密码系统。√

38. 数据库加密的时候，可以将关系运算的比较字段加密。×

39. 数据库管理员拥有数据库的一切权限。√

40. 不需要对数据库应用程序的开发者制定安全策略。×

41. 使用登录 ID 登录 SQL Sewer 后，即获得了访问数据库的权限。×

42.MS SQL Sewer 与 Sybase SQL Semr 的身份认证机制基本相同。√

43.SQL Sewer 不提供字段粒度的访问控制。×

44.MySQL 不提供字段粒度的访问控制。√

45.SQL Sewer 中，权限可以直接授予用户 ID√

46.SQL 注入攻击不会威胁到操作系统的安全。×

47. 事务具有原子性，其中包括的诸多操作要么全做，要么全不做。√

48. 完全备份就是对全部数据库数据进行备份。√

二、单选题

1. 美国国防部发布的可信计算机系统评估标准〈 TCSEC) 定义了个等级。

A. 五 B. 六龟 C. 七 D. 八

2.Windows 系统的用户帐号有两种基本类型，分别是全局帐号和

A. 本地帐号 B. 域帐号 C. 来宾帐号D. 局部帐号

3.Windows 系统安装完后，默认情况下系统将产生两个帐号，分别是管理员帐号和二一。

A. 本地帐号 B. 域帐号 C. 来宾帐号 D. 局部帐号

4. 计算机网络组织结构中有两种基本结构，分别是域和

A. 用户组 B. 工作组 C. 本地组 D. 全局组

5. 一般常见的 WIMNs 操作系统与 Iinux 系统的管理员密码最大长度分别为一一一和一一一。

A. 12 8 B.14 10 、 C.12 10 D.14 8

6. 符合复杂性要求的 Wihdows XP 帐号密码的最短长度为一一一。

A.4 B.6 C.8 D.10

7. 设置了强制密码历史后，某用户设置密码 kedawu 失败，该用户可能的原密码是一一一。

A.keda B.kedaliu C.kedawuj D.dawu

8. 某公司的工作时间是上午 8 点半至 12 点，下午 1 点至 5 点半，每次系统备份需要一

个半小时，下列适合作为系统数据备份的时间是一一一。

A. 上午 8 点 B. 中午 12 点 C. 下午 3 点 D. 凌晨 1 点

9.Window 系统中对所有事件进行审核是不现实的，下面不建议审核的事件是一一一。

A. 用户登录及注销 B. 用户及用户组管理 C. 用户打开关闭应用程序 D. 系统重新启动和关机

10. 在正常情况下 ,Windows 2000 中建议关闭的服务是一一一。

A.TCP/IP NetBIOS Helper Service B. Logical Disk Manager

C.Remote Procedure Call D.Security Accounts Manager

11.FTP( 文件传输协议 ,File Transfer Protocol, 简称 HP) 服务、 SMTP( 简单邮件传 输协议 ,Simple Mail Transfer Protocol, 简称 SMTP) 服务、 HTTP( 超文本传输协议 ,Hyper Text Transport Protocol, 简称 HTTP) 、 HTIPS( 加密并通过安全端口传输的另一种 HTIm 服 务分别对应的端口是

A.25 21 80 554 B.21 25 80 443 C.21 110 80 554 D.21 25 443 554

12. 下面不是 UNIX/L 垃 111x 操作系统的密码设置原则的是

A. 密码最好是英文字母、数字、标点符号、控制字符等的结合

B. 不要使用英文单词，容易遭到字典攻击

C. 不要使用自己、家人、宠物的名字

D. 一定要选择字符长度为 8 的字符串作为密码

13.UNIX/Linux 操作系统的文件系统是结构。

A. 星型 B. 树型 C. 网状 D.环型

14. 下面说法正确的是

A.UNIX 系统中有两种 NFS 服务器，分别是基于内核的 NFS Daemon 和用户空间 Daemon, 其中安全性能较强的是基于内核的 NFS Daemon

B.UNIX 系统中有两种 NFS 服务器，分别是基于内核的 Daemon 和用户空间 NFS Dae- mon, 其中安全性能较强的是基于内核的 NFS Daemon资

C.UNIX 系统中现只有一种 NFS 服务器，就是基于内核的 NFS Daemon, 原有的用户 空间 Daemon 已经被淘汰，因为 NFS Daemon 安全性能较好

D.UNIX 系统中现只有一种 lYFS 服务器，就是基于内核的 Daemon, 原有的用户空间 NFS Daemon 已经被淘汰，因为 Daemon 安全性能较好

15. 下面不是 UNIX/Linux 系统中用来进行文件系统备份和恢复的命令是

A.tar B.cpio C.umask D.backup

16.Backup 命令的功能是用于完成 UNIX/Linux 文件的备份，下面说法不正确的是 A.Backup E-C 命令用于进行完整备份

B.Backup-p 命令用于进行增量备份

C.Backup-f 命令备份由 file 指定的文件

D.Backup-d 命令当备份设备为磁带时使用此选项

17.UNIX 工具 ( 实用程序 ,utilities) 在新建文件的时候，通常使用 可位，而在新建程序的时候，通常使用作为缺省许可位。

A.555 666 B.666 777 C.777 888 D.888 999

18. 保障 UNIX/Linux 系统帐号安全最为关键的措施是

A. 文件 /etc/passwd 和 /etc/group 必须有写保护

B. 删除〈 etc/passwd 、 /etc/gmp

C. 设置足够强度的帐号密码

D. 使用 shadow 密码

19.UNIX/Linux 系统中，下列命令可以将普通帐号变为 mot 帐号的是

A.chmod 命令 B./bin/passwd 命令 C.chgrp 命令 D./bin/su命令

20. 有编辑 /etdpasswd 文件能力的攻击者可以通过把 UID 变为一一一就可以成为特权用户。

A.-1 B.O C.1 D.2

21. 下面不是保护数据库安全涉及到的任务是 O 品

A. 确保数据不能被未经过授权的用户执行存取操作

B. 防止未经过授权的人员删除和修改数据

C. 向数据库系统开发商索要源代码，做代码级检查

D. 监视对数据的访问和更改等使用情况

22. 下面不是数据库的基本安全机制的是

A. 用户认证 B. 用户授权

C. 审计功能 D. 电磁屏蔽

23. 关于用户角色，下面说法正确的是

A.SQL Sewer 中，数据访问权限只能赋予角色，而不能直接赋予用户

B. 角色与身份认证无关

C. 角色与访问控制无关

D. 角色与用户之间是一对一的映射关系

24. 下面原则是 DBMS 对于用户的访问存取控制的基本原则的是

A. 隔离原则 B. 多层控制原则

C. 唯一性原则 J D. 自主原则

25. 下面对于数据库视图的描述正确的是

A. 数据库视图也是物理存储的表

B. 可通过视图访问的数据不作为独特的对象存储，数据库内实际存储的是 SELECT语句

C. 数据库视图也可以使用 UPDATE 或 DELETE 语句生成

D. 对数据库视图只能查询数据，不能修改数据

26. 有关数据库加密，下面说法不正确的是一一一

A. 索引字段不能加密

B. 关系运算的比较字段不能加密

C. 字符串字段不能加密

D. 表间的连接码字段不能加密

27. 下面不是 Oracle 数据库提供的审计形式的是

A. 备份审计 B. 语句审计

C. 特权审计 D. 模式对象设计

28. 下面不是 SQL Sewer 支持的身份认证方式的是一一。

A.Windows NT 集成认证 B.SQL Sewer 认证

C.SQL Sewer 混合认证 D. 生物认证

29. 下面一一一不包含在 MySQL 数据库系统中。＼

A. 数据库管理系统，即 DBMS B. 密钥管理系统

C. 关系型数据库管理系统，即 RDBMS D. 开放源码数据库

30. 下面不是事务的特性的是

A. 完整性 B. 原子性

C. 一致性 D. 隔离性

31. 下面不是 Oracle 数据库支持的备份形式的是 4O

A. 冷备份 B. 温备份

C. 热备份 D. 逻辑备份

三、多选题

1. 操作系统的基本功能有

A. 处理器管理 B. 存储管理 C. 文件管理 D. 设备管理

2. 通用操作系统必需的安全性功能有

A. 用户认证 B. 文件和 I/0 设备的访问控制 C. 内部进程间通信的同步 D. 作业管理

3. 根据 blued-H 、 SchroedeI · M.D 的要求，设计安全操作系统应遵循的原则有

A. 最小特权 B. 操作系统中保护机制的经济性

C. 开放设计、 D. 特权分离

4.Windows 系统中的用户组包括

A. 全局组 B. 本地组

C. 特殊组 D. 标准组

5.Windows 系统登录流程中使用的系统安全模块有

A. 安全帐号管理 (Semrity Account Manager, 简称 SAM) 模块

B.Windows 系统的注册 (Winhgon) 模块

C. 本地安全认证 (Local Security Authority, 简称 LSA) 模块

D. 安全引用监控器模块

6. 域内置全局组安全控制非常重要，这些组只出现在域控制器中，包括一一 -O

A 电 Domain Admins 组 B.Domain Users 组

C.Domain Replicators 组 D.Domain Guests 组

7.Windows 系统中的审计日志包括

A. 系统日志 (SystemLog) B.安全日志(SecurityLog)

C. 应用程序日志 (App1icationshg) D.用户日志(UserLog)

8, 组成 UNIX 系统结构的层次有

A. 用户层 B. 驱动层

C. 硬件层 D. 内核层

9.UNIX/linux 系统中的密码控叫制信息保存在 /etc/passwd 或 /ect/st 时 ow 文件中，信息包

含的内容有

A. 最近使用过的密码

B. 用户可以再次改变其密码必须经过的最小周期

C.已密码最近的改变时间

D 哇密码有效的最大天数

10.UNIX/Linux 系统中的 Apcache 服务器的主要安全缺陷表现在攻击者可以一一一。

A. 利用 HTTP 协议进行的拒绝服务攻击

B. 发动缓冲区溢出攻击

C .获得 root 权限

D. 利用 MDAC 组件存在一个漏洞，可以导致攻击者远程执行目标系统的命令

11. 数据库访问控制的粒度可能有一一一

A. 数据库级 B. 表级 C. 记录级 ( 行级 ) D. 属性级 E. 字符级

12. 下面标准可用于评估数据库的安全级别的有

A.TCSEC. · B.IFTSEC

C.CC DBMS.PP D.GB17859-1999

E.TDI

13.Oracle 数据库的审计类型有

A. 语句审计 B.系统进程审计 C. 特权审计 D.模式对象审计 E. 外部对象审计

14.SQL Se 凹 er 中的预定义服务器角色有一一一一。

A.sysadmin B.serveradmm C.setupadmin D.securityadmin E.processadmin

15. 可以有效限制 SQL 注入攻击的措施有

A. 限制 DBWIS 中 sysadmiIL 用户的数量

B. 在 Web 应用程序中，不以管理员帐号连接数据库

C. 去掉数据库不需要的函数、存储过程

D. 对于输入的字符串型参数，使用转义

E. 将数据库服务器与互联网物理隔断

16. 事务的特性有

A. 原子性 (Atomicity) B. 一致性 (ConsistemL)

C. 隔离性 (Isolation) D. 可生存性 (Survivability)

E 持续性 (Durability)

17. 数据库故障可能有

A. 磁盘故障 B. 事务内部的故障

C. 系统故障 D. 介质故障

E. 计算机病毒或恶意攻击

四、问答题

1. 简要叙述 Windows 系统的用户登录流程。

2. 什么是本地用户组 ? 什么是域用户组 ? 它们之间是什么关系 2

3. 保障 IIS 安全的主要方式有哪几种 ? 分别简要说明。

4.Linux 系统的安全性与 Windows 系统的安全性相比较是否有优势 ? 如果有，为什么会有

这种优势 ?

5. 一般 UNIX/Linux 系统的密码文件存放在 /etc/passwd 文件中，文件中的条目格式为 user name:encrypted password:1mr ID:group ID:ID string:hom directory:login shell, 其中各字

段分别代表了什么含义 ?

6.Linux 系统提供了哪些查看进程信息的系统调用 ? 分别简单说明它们命令的功能。

7. 试解释 SQL 注入攻击的原理，以及对数据库可能产生的不利影响。

8. 对比 Oracle 数据库和 MS SQL Sewer 数据库的身份认证机制的异同。 9. 试解释数据库恢复的两种实现技术，并分别说明它们的用途。

第六章

网络安全

一、判断题

1. 防火墙是设置在内部网络与外部网络 ( 如互联网 ) 之间，实施访问控制策略的一个或一组系统√

2. 组成自适应代理网关防火墙的基本要素有两个 : 自适应代理服务器 (Adaptive Proxysewer) 与动态包过滤器 (Dynamic Packet Filter) 。√

3. 软件防火墙就是指个人防火墙。×

4. 网络地址端口转换 (NMT) 把内部地址映射到外部网络的一个 IE 地址的不同端口上√

5. 防火墙提供的透明工作模式，是指防火墙工作在数据链路层，类似于一个网桥。因此，不需要用户对网络的拓扑做出任何调整就可以把防火墙接入网络。√

6. 防火墙安全策略一旦设定，就不能在再做任何改变。×

7. 对于防火墙的管理可直接通过 Telmt 进行。×

8. 防火墙规则集的内容决定了防火墙的真正功能。√

9. 防火墙必须要提供 VPN 、 NAT 等功能。×

10. 防火墙对用户只能通过用户名和口令进行认证。×

11. 即使在企业环境中，个人防火墙作为企业纵深防御的一部分也是十分必要的。√

12. 只要使用了防火墙，企业的网络安全就有了绝对的保障。×

13. 防火墙规则集应该尽可能的简单 ,- 规则集越简单，错误配置的可能性就越小，系统就越安全。√

14.iptables 可配置具有状态包过滤机制的防火墙。√

15. 可以将外部可访问的服务器放置在内部保护网络中。×

16. 在一个有多个防火墙存在的环境中，每个连接两个防火墙的计算机或网络都是DMZ 。√

17. 入侵检测技术是用于检测任何损害或企图损害系统的机密性、完整性或可用性等行为的一种网络安全技术。√

18. 主动响应和被动响应是相互对立的，不能同时采用。×

19. 异常入侵检测的前提条件是入侵性活动集作为异常活动集的子集，而理想状况是异常活动集与入侵性活动集相等。√

20. 针对入侵者采取措施是主动响应中最好的响应措施。×

21. 在早期大多数的入侵检测系统中，入侵响应都属于被动响应。√

22. 性能 " 瓶颈 " 是当前入侵防御系统面临的一个挑战。√

23. 漏报率，是指系统把正常行为作为入侵攻击而进行报警的概率。×

24. 与入侵检测系统不同，入侵防御系统采用在线 Online) 方式运行。√

25. 蜜罐技术是一种被动响应措施。×

26. 企业应考虑综合使用基于网络的入侵检测系统和基于主机的入侵检测系统来保护企业网络。在进行分阶段部署时，首先部署基于网络的入侵检测系统，因为它通常最容易安装 和维护，接下来部署基于主机的入侵检测系统来保护至关重要的服务器。√

27. 入侵检测系统可以弥补企业安全防御系统中的安全缺陷和漏洞。×

28. 使用误用检测技术的入侵检测系统很难检测到新的攻击行为和原有攻击行为的变种。√

29. 在早期用集线器 (hub) 作为连接设备的网络中使用的基于网络的入侵检测系统 ,在交换网络中不做任何改变，一样可以用来监昕整个子网。×

30. 可以通过技术手段，一次性弥补所有的安全漏洞。×

31. 漏洞只可能存在于操作系统中，数据库等其他软件系统不会存在漏洞。×

32. 防火墙中不可能存在漏洞。×

33. 基于主机的漏洞扫描不需要有主机的管理员权限。×

34. 半连接扫描也需要完成 TCP 协议的三次握手过程。×

35. 使用漏洞库匹配的方法进行扫描，可以发现所有的漏洞。×

36. 所有的漏洞都是可以通过打补丁来弥补的。×

37. 通过网络扫描，可以判断目标主机的操作系统类型。√

38.x-scan 能够进行端口扫描。√

39. 隔离网闸采用的是物理隔离技术。√

40." 安全通道隔离 " 是一种逻辑隔离。×

41. 隔离网闸两端的网络之间不存在物理连接。√

42.QQ 是与朋友联机聊天的好工具，不必担心病毒。×

43. 在计算机上安装防病毒软件之后，就不必担心计算机受到病毒攻击。×

44. 计算机病毒可能在用户打开 "txt" 文件时被启动。√

45. 在安全模式下木马程序不能启动。×

46. 特征代码技术是检测已知计算机病毒的最简单、代价最小的技术。√

47. 家里的计算机没有联网，所以不会感染病毒。×

48. 计算机病毒的传播离不开人的参与，遵循一定的准则就可以避免感染病毒。×

49. 校验和技术只能检测已知的计算机病毒。×

50. 采用 Rootkit 技术的病毒可以运行在内核模式中。√

51. 企业内部只需在网关和各服务器上安装防病毒软件，客户端不需要安装×

52. 大部分恶意网站所携带的病毒就是脚本病毒。√

53. 利用互联网传播已经成为了计算机病毒传播的一个发展趋势。√

二、单选题

1. 防火墙是在网络环境中的应用。

A. 字符串匹配 B. 访问控制技术 C. 入侵检测技术 D. 防病毒技术

2.iptables中默认的表名是一一一。

A.filter B.firewall C.nat D.mangle

3. 包过滤防火墙工作在 OSI 网络参考模型的

A. 物理层 B. 数据链路层

C. 网络层 D. 应用层

4. 通过添加规则，允许通往 192.168.0.2 的 SSH 连接通过防火墙的 iptables 指令是一一一。

A.iptables -F INPUTE –d 192.168.0.2 -p tcp -- dport 22 -j ACCEPT

B.iptables -A INPUT -d 192.168.0.2 -p tcp –dport 23-j ACCEPT

C.iptables -A FORWARD –d 192.168.0.2 -p tcp—dport 22 -j ACCEPT

D.iptables -A FORWARD –d 192.168.0.2 -p tcp—dport 23 -j ACCEPT

5. 防火墙提供的接入模式不包括一一一。

A. 网关模式 B.透明模式 C. 混合模式 D.旁路接入模式

6. 关于包过滤防火墙说法错误的是

A. 包过滤防火墙通常根据数据包源地址、

访问控制列表实施对数据包的过滤

B. 包过滤防火墙不检查 OSI 网络参考模型中网络层以上的数据，因此可以很快地执行

C. 包过滤防火墙可以有效防止利用应用程序漏洞进行的攻击

D. 由于要求逻辑的一致性、封堵端口的有效性和规则集的正确性，给过滤规则的制

定和配置带来了复杂性，一般操作人员难以胜任管理，容易出现错误

7. 关于应用代理网关防火墙说法正确的是

A. 基于软件的应用代理网关工作在θ SI 网络参考模型的网络层上，它采用应用协议

代理服务的工作方式实施安全策略

B. 一种服务需要一种代理模块，扩展服务较难

C. 和包过滤防火墙相比，应用代理网关防火墙的处理速度更快

D. 不支持对用户身份进行高级认证机制 O 一般只能依据包头信息，因此很容易受到" 地址欺骗型 " 攻击

8. 关于 NAT 说法错误的是

A.NAT 允许一个机构专用 Intramt 中的主机透明地连接到公共域中的主机，元需内 部主机拥有注册的 ( 已经越来越缺乏的 ) 全局互联网地址

B. 静态 NAT 是设置起来最简单和最容易实现的一种地址转换方式，内部网络中的每个主机都被永久映射成外部网络中的某个合法的地址

C. 动态 NKT 主要应用于拨号和频繁的远程连接、当远程用户连接上之后，动态 NAT 就会分配给用户一个 IP 地址，当用户断开时，这个 IP 地址就会被释放而留待以后使用

D. 动态 NAT 又叫做网络地址端口转换 NAPT

9. 下面关于防火墙策略说法正确的是

A. 在创建防火墙策略以前，不需要对企业那些必不可少的应用软件执行风险分析 B. 防火墙安全策略一旦设定，就不能在再作任何改变

C. 防火墙处理入站通信的缺省策略应该是阻止所有的包和连接，除了被指出的允许 通过的通信类型和连接

D. 防火墙规则集与防火墙平台体系结构无关

10. 下面关于 DMZ 区的说法错误的是

A. 通常 DMZ 包含允许来自互联网的通信可进入的设备，如 Web 服务器、 FTP 服务器、 SMTP 服务器和 DNS 服务器等

B. 内部网络可以无限制地访问外部网络以及 DMZ

C.DMZ 可以访问内部网络

D. 有两个 DMZ 的防火墙环境的典型策略是主防火墙采用 NAT 方式工作，而内部防 火墙采用透明模式工作以减少内部网络结构的复杂程度

11. 在 PDRR 模型中，一一一一是静态防护转化为动态的关键，是动态响应的依据。

A. 防护 B. 检测 C. 响应 D. 恢复

12. 从系统结构上来看，入侵检测系统可以不包括

A. 数据源 B. 分析引擎 C. 审计 D. 响应

13. 通用入侵检测框架 (CIDF) 模型中，一一一的目的是从整个计算环境中获得事件 ,并向系统的其他部分提供此事件。

A. 事件产生器 B.事件分析器 C. 事件数据库 D.响应单元

14. 基于网络的入侵检测系统的信息源是

A. 系统的审计日志 B. 系统的行为数据

C. 应用程序的事务日志文件 D. 网络中的数据包

15. 误用入侵检测技术的核心问题是一一一的建立以及后期的维护和更新。

A. 异常模型 B. 规则集处理引擎去

C. 网络攻击特征库 D. 审计日志

16. 一一一是在蜜罐技术上逐步发展起来的一个新的概念，在其中可以部署一个或者多个蜜罐，来构成一个黑客诱捕网络体系架构。

A. 蜜网 B. 鸟饵 C.鸟巢 D.玻璃鱼缸

17. 下面关于响应的说法正确的是

A. 主动响应和被动响应是相互对立的，不能同时采用

B. 被动响应是入侵检测系统中的唯一响应方式

C. 入侵检测系统提供的警报方式只能是显示在屏幕上的警告信息或窗口

D. 主动响应的方式可以是自动发送邮件给入侵发起方的系统管理员请求协助以识别问题和处理问题

18. 下面说法错误的是

A. 由于基于主机的入侵检测系统可以监视一个主机上发生的全部事件，它们能够检

测基于网络的入侵检测系统不能检测的攻击

B. 基于主机的入侵检测可以运行在交换网络中

C. 基于主机的入侵检测系统可以检测针对网络中所有主机的网络扫描

D. 基于应用的入侵检测系统比起基于主机的入侵检测系统更容易受到攻击，因为应 用程序日志并不像操作系统审计追踪日志那样被很好地保护

19. 使用漏洞库匹配的扫描方法，能发现

A. 未知的漏洞 B. 已知的漏洞

C. 自行设计的软件中的漏洞 D. 所有漏洞

20. 下面不可能存在于基于网络的漏洞扫描器中。

A. 漏洞数据库模块 B. 扫描引擎模块

C. 当前活功的扫描知识库模块 D. 阻断规则设置模块

21. 网络隔离技术，根据公认的说法，迄今已经发展了个阶段。

A. 六 B. 五 C. 四 D.三

22. 下面关于隔离网闸的说法，正确的是

A. 能够发现已知的数据库漏洞

B. 可以通过协议代理的方法，穿透网闸的安全控制

C. 任何时刻，网闸两端的网络之间不存在物理连接

D. 在 OSI 的二层以上发挥作用

23. 关于网闸的工作原理，下面说法错误的是

A. 切断网络之间的通用协议连接

B. 将数据包进行分解或重组为静态数据 ; 对静态数据进行安全审查，包括网络协议检查和代码扫描等

C. 网闸工作在 OSI 模型的二层以上

D. 任何时刻，网闸两端的网络之间不存在物理连接品

24. 当您收到您认识的人发来的电子邮件并发现其中有意外附件，您应该

A. 打开附件，然后将它保存到硬盘

B. 打开附件，但是如果它有病毒，立即关闭它

C. 用防病毒软件扫描以后再打开附件

D. 直接删除该邮件

25. 下面病毒出现的时间最晚的类型是

A. 携带特洛伊术马的病毒 B. 以网络钓鱼为目的的病毒

C. 通过网络传播的蠕虫病毒 D.OEice 文档携带的宏病毒

26. 某病毒利用 RPCDCOM 缓冲区溢出漏洞选行传播，病毒运行后，在 %System% 文件 夹下生成自身的拷贝 nvcl 呻牛 .exe, 添加注册表项，使得自身能够在系统启动时自动运行。通 过以上描述可以判断这种病毒的类型为 O S

A. 文件型病毒 B. 宏病毒

C. 网络蠕虫病毒 D. 特洛伊木马病毒

27. 采用 " 进程注入 "; 可以

A. 隐藏进程 B. 隐藏网络端口

C. 以其他程序的名义连接网络 D. 以上都正确

28. 下列关于启发式病毒扫描技术的描述中错误的是

A. 启发式病毒扫描技术是基于人工智能领域的启发式搜索技术

B. 启发式病毒扫描技术不依赖于特征代码来识别计算机病毒

C. 启发式病毒扫描技术不会产生误报，但可能会产生漏报

D. 启发式病毒扫描技术能够发现一些应用了已有机制或行为方式的病毒

29. 不能防止计算飞机感染病毒的措施是 u

A. 定时备份重要文件

B. 经常更新操作系统

C. 除非确切知道附件内容，否则不要打开电子邮件附件

D. 重要部门的计算机尽量专机专用与外界隔绝

30. 企业在选择防病毒产品时不应该考虑的指标为 I

A. 产品能够从一个中央位置进行远程安装、升级 '

B. 产品的误报、漏报率较低

C. 产品提供详细的病毒活动记录

D. 产品能够防止企业机密信息通过邮件被传出

三、多选题

1. 防火墙通常阻止的数据包包括

A. 来自未授权的源地址且目的地址为防火墙地址的所有入站数据包 { 除 Email 传递等特殊用处的端口外 )

B. 源地址是内部网络地址的所有人站数据包

C. 所有 ICMP 类型的入站数据包如

D. 来自未授权的源地址，包含 SNMP 的所有入站数据包

E. 包含源路由的所有入站和出站数据包

2. 目前市场上主流防火墙提供的功能包括

A. 数据包状态检测过滤 B. 应用代理

C.NAT D.VPN E. 日志分析和流量统计分析

3. 防火墙的局限性包括

A. 防火墙不能防御绕过了它的攻击

B. 防火墙不能消除来自内部的威胁

C. 防火墙不能对用户进行强身份认证

D. 防火墙不能阻止病毒感染过的程序和文件迸出网络

4. 防火墙的性能的评价方面包括

A. 并发会话数 B. 吞吐量

C. 延时 D. 平均无故障时间

5. 下面关于防火墙的维护和策略制定说法正确的是

A. 所有防火墙管理功能应该发生在使用了强认证和加密的安全链路上

B.Web 界面可以通过 SSL 加密用户名和密码。非 Web 的图形界面如果既没有内部加

密，也没有 SSL, 可以使用隧道解决方案，如 SSH

C. 对防火墙策略进行验证的最简单的方法是，获得防火墙配置的拷贝，然后把这些

拷贝和根据已定义的策略产生的期望配置进行比较

D. 对防火墙策略进行验证的另一种方式通过使用软件对防火墙配置进行实际测试

E. 渗墙分析可以取代传统的审计程序

6. 蜜罐技术的主要优点有一一一

A. 蜜罐技术属于被动响应，使用者没有成为刑事诉讼或民事诉讼对象的危险

B. 收集数据的真实性，蜜罐不提供任何实际的业务服务，所以搜集到的信息很大可

能性都是由于黑客攻击造成的，漏报率和误报率都比较低

c. 可以收集新的攻击工具和攻击方法，不像目前的大部分防火墙和入授检测系统只

能根据特征匹配方法来检测已知的攻击

D. 不需要强大的资金投入，可以用一些低成本的设备

E. 可以及时地阻断网络入侵行为

7. 通用入侵检测框架 (CIDF) 模型的组件包括

A. 事件产生器 B. 活动轮廓

C. 事件分析器 D. 事件数据库

E. 响应单元

8. 主动响应，是指基于一个检测到的入侵所采取的措施。对于主动响应来说，其选择

的措施可以归入的类别有

A. 针对入侵者采取措施 B. 修正系统

C. 收集更详细的信息 D. 入侵追踪

9. 随着交换机的大量使用，基于网络的入侵检测系统面临着无法接收数据的问题。由 于交换机不支持共享媒质的模式，传统的采用一个嗅探器 (snibr) 来监听整个子网的办法 不再可行。可选择解决的办法有

A. 不需要修改，交换网络和以前共享媒质模式的网络没有任何区别

B. 使用交换机的核心芯片上的一个调试的端口

C. 把入侵检测系统放在交换机内部或防火墙等数据流的关键入口、出口处

D. 采用分接器 (tap)

E. 使用以透明网桥模式接入的入侵检测系统

10. 入侵防御技术面临的挑战主要包括一一一

A. 不能对入侵活动和攻击性网络通信进行拦截 B.单点故障

C. 性能 " 瓶颈 " D.误报和漏报

11. 网络安全扫描能够一一一。

A. 发现目标主机或网络 B.判断操作系统类型

C. 确认开放的端口 D.识别网络和拓扑结构

E. 测试系统是否存在安全漏洞

12. 主机型漏洞扫描器可能具备的功能有一一一。

A. 重要资料锁定 : 利用安全的校验和机制来监控重要的主机资料或程序的完整性

B. 弱口令检查 : 采用结合系统信息、字典和词汇组合等的规则来检查弱口令

C. 系统日志和文本文件分析 : 针对系统日志档案，如 UNIX 的 syslogs 及 NT 的事件 日志 (Event Log), 以及其他文本文件的内容做分析

D. 动态报警 : 当遇到违反扫描策略或发现已知安全漏洞时，提供及时的告警。告警 可以采取多种方式，可以是声音、弹出窗口、电子邮件甚至手机短信等

E. 分析报告 : 产生分析报告，并告诉管理员如何弥补漏洞

13. 下面对于 x-scan 扫描器的说法，正确的有一一 -O

A. 可以进行端目扫描

B. 含有攻击模块，可以针对识别到的漏洞自动发起攻击

C. 对于一些已知的 CGI 和 RPC 漏洞 ,x-scan 给出了相应的漏洞描述以及已有的通过此漏洞进行攻击的工具

D. 需要网络中每个主机的管理员权限也

E. 可以多线程扫描

14. 下面软件产品中，一一一是漏洞扫描器。

A.X-scan B.nmap C.Internet Scanner D.norton AntiVirus E.Snort

15. 隔离网闸的三个组成部分是一一一。

A. 漏洞扫描单元 B.入侵检测单元

C. 内网处理单元 D.外网处理单元

E. 专用隔离硬件交换单元

16. 网闸可能应用在一一一 -

A. 涉密网与非涉密网之间 B.办公网与业务网之间

C. 电子政务的内网与专网之间 D.业务网与互联网之间

E. 局域网与互联网之间

17. 下面不是网络端口扫描技术的是

A. 全连接扫描 B.半连接扫描

C. 插件扫描 D.特征匹配扫描

E. 源码扫描

18. 按照 2000 年 3 月公布的《计算机病毒防治管理办法》对计算机病毒的定义，下列属于计算机病毒的有

A. 某 Word 文档携带的宏代码，当打开此文档时宏代码会搜索并感染计算机上所有 的 Word 文档

B. 某用户收到来自朋友的一封电子邮件，当打开邮件附件时，邮件附件将自身发送 给该用户地址簿中前五个邮件地址

C. 某员工在公司内部使用的系统中加入一个逻辑炸弹，如果该员工在一年内被解雇 则逻辑炸弹就会破坏系统

D. 黑客人侵了某服务器，并在其上安装了一个后门程序

E. 某 QQ 用户打开了朋友发送来的一个链接后，发现每次有好友上线 QQ 都会自动 发送一个携带该链接的消息

19. 病毒传播的途径有

A. 移动硬盘 B. 内存条

C. 电子邮件 D. 聊天程序

E 网络浏览

20. 可能和计算机病毒有关的现象有

A. 可执行文件大小改变了

B. 在向写保护的 U 盘复制文件时屏幕上出现 U 盘写保护的提示

C. 系统频繁死机

D. 内存中有来历不明的进程

E. 计算机主板损坏

四、问答题

1. 简述防火墙策略的创建步骤。

2. 简述内部网络、外部网络和 DMZ 之间的关系。

3. 简述防火墙环境构建准则。

4. 入侵检测技术可分为哪两类 ? 各自的优缺点分别是什么 ?

5. 基于网络的入侵检测系统在网络中的部署位置有哪些 ? 各自的优点是什么 ? 6. 简述 IDS 和 IPS 的关系。

7. 简述基于网络的漏洞扫描器原理。

8. 简述基于网络的漏洞扫描器的不足之处。

9. 简述网络隔离技术原理。

10. 计算机病毒有哪些特征 ?

11. 简述文件型病毒和网络蠕虫病毒的区别。
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12. 请比较计算机病毒扫描技术中的特征代码技术和校验和技术。

第七章

应用安全

一、判断题

1. 基于规则的方法就是在邮件标题和邮件内容中寻找特定的模式，其优点是规则可以共享，因此它的推广性很强。√

2. 反向查询方法可以让接收邮件的互联网服务商确认邮件发送者是否就是如其所言的真实地址。√

3.SenderID 可以判断出电子邮件的确切来源￠因此，可以降低垃圾邮件以及域名欺骗等行为发生的可能。√

4.DKIM(Domainkeys Identified Mail) 技术以和 Domainkeys 相同的方式用 DNS 发布的 公开密钥验证签名，并且利用思科的标题签名技术确保一致 J 性。√

5. 运行防病毒软件可以帮助防止遭受网页仿冒欺诈。√

6. 由于网络钓鱼通常利用垃圾邮件进行传播，因此，各种反垃圾邮件的技术也都可以用来反网络钓鱼。√

7. 网络钓鱼的目标往往是细心选择的一些电子邮件地址。√

8. 如果采用正确的用户名和口令成功登录网站，则证明这个网站不是仿冒的。×

9. 在来自可信站点的电子邮件中输入个人或财务信息是安全的。×

10. 包含收件人个人信息的邮件是可信的。

11. 可以采用内容过滤技术来过滤垃圾邮件。√

12. 黑名单库的大小和过滤的有效性是内容过滤产品非常重要的指标。√

13. 随着应用环境的复杂化和传统安全技术的成熟，整合各种安全模块成为信息安全领域的一个发展趋势√

14 启发式技术通过查找通用的非法内容特征，来尝试检测新形式和已知形式的才肤内容。√

15. 白名单方案规定邮件接收者只接收自己所信赖的邮件发送者所发送过来的邮件。√

16. 实时黑名单是简单黑名单的进一步发展，可以从根本上解决垃圾邮件问题。×

17. 贝叶斯过滤技术具有自适应、自学习的能力，目前已经得到了广泛的应用。√

18. 对网页请求参数进行验证，可以防止 SQL 注入攻击。√

二、单选题

1. 以下不会帮助减少收到的垃圾邮件数量的是一一一。

A. 使用垃圾邮件筛选器帮助阻止垃圾邮件 .

B. 共享电子邮件地址或即时消息地址时应小心谨慎

C. 安装入侵检测软件

D. 收到垃圾邮件后向有关部门举报

2. 下列不属于垃圾邮件过滤技术的是

A. 软件模拟技术 B.贝叶斯过滤技术

C. 关键字过滤技术 D.黑名单技术

3. 下列技术不支持密码验证的是

A.S/MIME B.PGP

C.AMTP D.SMTP

4. 下列行为允许的有

A. 未经授权利用他人的计算机系统发送互联网电子邮件

B. 将采用在线自动收集、字母或者数字任意组合等手段获得的他人的互联网电子邮 件地址用于出售、共享、交换或者向通过上述方式获得的电子邮件地址发送互联 网电子邮件

C. 未经互联网电子邮件接收者明确同意，向其发送包含商业广告内容的互联网电子 邮件

D. 发送包含商业广告内容的互联网电子邮件时，在互联网电子邮件标题信息前部注 明 " 广告 " 或者 "AD" 字样

5. 下列技术不能使网页被篡改后能够自动恢复的是

A. 限制管理员的权限 B. 轮询检测

C. 事件触发技术 D. 核心内嵌技术

6. 以下不可以表示电子邮件可能是欺骗性的是

A. 它要求您点击电子邮件中的链接并输入您的帐户信息

B. 传达出一种紧迫感

C. 通过姓氏和名字称呼您

D. 它要求您验证某些个人信息

7. 如果您认为您已经落入网络钓鱼的圈套，则应采取措施。

A. 向电子邮件地址或网站被伪造的公司报告该情形

B. 更改帐户的密码

C. 立即检查财务报表

D. 以上全部都是

8. 内容过滤技术的含义不包括

A. 过滤互联网请求从而阻止用户浏览不适当的内容或站点

B. 过滤流入的内容从而阻止潜在的攻击进入用户的网络系统

C. 过滤流出的内容从而阻止敏感数据的泄漏

D. 过滤用户的输入从而阻止用户传播非法内容

9. 下列内容过滤技术中在我国没有得到广泛应用的是

A. 内容分级审查 B. 关键字过滤技术

C. 启发式内容过滤技术 D. 机器学习技术

10. 会让一个用户的 " 删除 " 操作去警告其他许多用户的垃圾邮件过滤技术是一一一。

A. 黑名单 B. 白名单

C. 实时黑名单 D. 分布式适应性黑名单

11. 不需要经常维护的垃圾邮件过滤技术是一一一一。

A. 指纹识别技术 B. 简单 DNS 测试

C. 黑名单技术 D. 关键字过滤

12. 下列关于网络钓鱼的描述不正确的是一一一。

A. 网络钓鱼 (Phishing) 一词，是 "Fishing" 和 "Phone" 的综合体

B. 网络钓鱼都是通过欺骗性的电子邮件来进行诈骗活动

C. 为了消除越来越多的以网络钓鱼和电子邮件欺骗的形式进行的身份盗窃和欺诈行

为，相关行业成立了一个协会一一反网络钓鱼工作小组

D. 网络钓鱼在很多方面和一般垃圾邮件有所不同，理解这些不同点对设计反网络钓 鱼技术至关重要

13. 下面技术中不能防止网络钓鱼攻击的是一一 -J

A. 在主页的底部设有一个明显链接，以提醒用户注意有关电子邮件诈骗的问题

B. 利用数字证书 ( 如 USB KEY) 进行登录

C. 根据互联网内容分级联盟 (ICRA) 提供的内容分级标准对网站内容进行分级

D. 安装杀毒软件和防火墙、及时升级、打补丁、加强员工安全意识

三、多选题

1. 下列邮件为垃圾邮件的有

A. 收件人无法拒收的电子邮件

B. 收件人事先预定的广告、电子刊物等具有宣传性质的电子邮件 C. 含有病毒、色情、反动等不良信息或有害信息的邮件

D. 隐藏发件人身份、地址、标题等信息的电子邮件

E. 含有虚假的信息源、发件人、路由等信息的电子邮件

2. 垃圾邮件带来的危害有

A. 垃圾邮件占用很多互联网资源

B. 垃圾邮件浪费广大用户的时间和精力

C. 垃圾邮件提高了某些公司做广告的效益

D. 垃圾邮件成为病毒传播的主要途径

E. 垃圾邮件迫使企业使用最新的操作系统

3. 网页防篡改技术包括

A. 网站采用负载平衡技术 B. 防范网站、网页被篡改

C. 访问网页时需要输入用户名和口令 D. 网页被篡改后能够自动恢复

E 采用 HITPS 协议进行网页传输主

4. 网络钓鱼常用的手段有

A. 利用垃圾邮件 B. 利用假冒网上银行、网上证券网站

C. 利用虚假的电子商务 D. 利用计算机病毒

E. 利用社会工程学

5. 内容过滤的目的包括

A. 阻止不良信息对人们的侵害

B. 规范用户的上网行为，提高工作效率

C. 防止敏感数据的泄漏

D. 遏制垃圾邮件的蔓延

E. 减少病毒对网络的侵害

6. 下面技术为基于源的内容过滤技术的是

A. 内容分级审查 B.DNS 过滤

C.IP 包过滤 D.URL 过滤

E. 关键字过滤技术

7. 内容过滤技术的应用领域包括

A. 防病毒 B.网页防篡改 C. 防火墙 D.入侵检测 E. 反垃圾邮件

四、问答题

1. 什么是垃圾邮件 ?

2. 简述网络钓鱼攻击和一般垃圾邮件之间的区别。 3. 什么是内容过滤技术 ?

一、选择题

1. 计算机网络是地理上分散的多台（C）遵循约定的通信协议，通过软硬件互联的系统。

A. 计算机 B. 主从计算机

C. 自主计算机 D. 数字设备

2. 密码学的目的是（C）。

A. 研究数据加密 B. 研究数据解密

C. 研究数据保密 D. 研究信息安全

3. 假设使用一种加密算法，它的加密方法很简单：将每一个字母加5，即a加密成f。这种算法的密钥就是5，那么它属于（A）。

A. 对称加密技术 B. 分组密码技术

C. 公钥加密技术 D. 单向函数密码技术

4. 网络安全最终是一个折衷的方案，即安全强度和安全操作代价的折衷，除增加安全设施投资外，还应考虑（D）。

A. 用户的方便性 B. 管理的复杂性

C. 对现有系统的影响及对不同平台的支持

D. 上面3项都是

5．A方有一对密钥（KA公开，KA秘密），B方有一对密钥（KB公开，KB秘密），A方向B方发送

数字签名M，对信息M加密为：M’= KB公开（KA秘密（M））。B方收到密文的解密方案是

（C）。

A. KB公开（KA秘密（M’）） B. KA公开（KA公开（M’））

C. KA公开（KB秘密（M’）） D. KB秘密（KA秘密（M’））

6. “公开密钥密码体制”的含义是（C）。

A. 将所有密钥公开 B. 将私有密钥公开，公开密钥保密

C. 将公开密钥公开，私有密钥保密 D. 两个密钥相同

二、填空题

密码系统包括以下4个方面：明文空间、密文空间、密钥空间和密码算法。

解密算法D是加密算法E的 逆运算 。

常规密钥密码体制又称为 对称密钥密码体制 ，是在公开密钥密码体制以前使用的密码体制。

如果加密密钥和解密密钥 相同 ，这种密码体制称为对称密码体制。

DES算法密钥是 64 位，其中密钥有效位是 56 位。

RSA算法的安全是基于 分解两个大素数的积 的困难。

公开密钥加密算法的用途主要包括两个方面：密钥分配、数字签名。

消息认证是 验证信息的完整性 ，即验证数据在传送和存储过程中是否被篡改、重放或延迟等。

MAC函数类似于加密，它于加密的区别是MAC函数 不 可逆。

10．Hash函数是可接受 变长 数据输入，并生成 定长 数据输出的函数。

三、问答题

1．简述主动攻击与被动攻击的特点，并列举主动攻击与被动攻击现象。

主动攻击是攻击者通过网络线路将虚假信息或计算机病毒传入信息系统内部，破坏信息的真实性、完整性及系统服务的可用性，即通过中断、伪造、篡改和重排信息内容造成信息破坏，使系统无法正常运行。被动攻击是攻击者非常截获、窃取通信线路中的信息，使信息保密性遭到破坏，信息泄露而无法察觉，给用户带来巨大的损失。

2．简述对称密钥密码体制的原理和特点。

对称密钥密码体制，对于大多数算法，解密算法是加密算法的逆运算，加密密钥和解密密钥相同，同属一类的加密体制。它保密强度高但开放性差，要求发送者和接收者在安全通信之前，需要有可靠的密钥信道传递密钥，而此密钥也必须妥善保管。

3．具有N个节点的网络如果使用公开密钥密码算法，每个节点的密钥有多少？网络中的密钥共有多少？

每个节点的密钥是2个，网络中的密钥共有2N个。

对称密码算法存在哪些问题？

适用于封闭系统，其中的用户是彼此相关并相互信任的，所要防范的是系统外攻击。随

着开放网络环境的安全问题日益突出，而传统的对称密码遇到很多困难：密钥使用一段时间后需要更换，而密钥传送需要可靠的通道；在通信网络中，若所有用户使用相同密钥，则失去保密意义；若使用不同密钥N个人之间就需要N(N-1)/2个密钥，密钥管理困难。无法满足不相识的人之间私人谈话的保密性要求。对称密钥至少是两人共享，不带有个人的特征，因此不能进行数字签名。

IDEA是对称加密算法还是非对称加密算法？加密密钥是多少位？

IDEA是一种对称密钥算法，加密密钥是128位。

什么是序列密码和分组密码？

序列密码是一种对明文中的单个位（有时对字节）运算的算法。分组密码是把明文信息

分割成块结构，逐块予以加密和解密。块的长度由算法设计者预先确定。

简述公开密钥密码机制的原理和特点？

公开密钥密码体制是使用具有两个密钥的编码解码算法，加密和解密的能力是分开的；

这两个密钥一个保密，另一个公开。根据应用的需要，发送方可以使用接收方的公开密钥加密消息，或使用发送方的私有密钥签名消息，或两个都使用，以完成某种类型的密码编码解码功能。

什么是MD5？

MD消息摘要算法是由Rivest提出，是当前最为普遍的Hash算法，MD5是第5个版本，

该算法以一个任意长度的消息作为输入，生成128位的消息摘要作为输出，输入消息是按512位的分组处理的。

安全问题概述

一、选择题

1. 信息安全的基本属性是（D）。

A. 机密性 B. 可用性

C. 完整性 D. 上面3项都是

2. “会话侦听和劫持技术”是属于（B）的技术。

A. 密码分析还原 B. 协议漏洞渗透

C. 应用漏洞分析与渗透 D. DOS攻击

3. 对攻击可能性的分析在很大程度上带有（B）。

A. 客观性 B. 主观性

C. 盲目性 D. 上面3项都不是

4. 从安全属性对各种网络攻击进行分类，阻断攻击是针对（B）的攻击。

A. 机密性 B. 可用性 C. 完整性 D. 真实性

5. 从安全属性对各种网络攻击进行分类，截获攻击是针对（A）的攻击。

A. 机密性 B. 可用性 C. 完整性 D. 真实性

6. 从攻击方式区分攻击类型，可分为被动攻击和主动攻击。被动攻击难以（C），然而（C）这些攻击是可行的；主动攻击难以（C），然而（C）这些攻击是可行的。

A. 阻止,检测,阻止,检测 B. 检测,阻止,检测,阻止

C. 检测,阻止,阻止,检测 D. 上面3项都不是

7. 窃听是一种（A）攻击，攻击者（A）将自己的系统插入到发送站和接收站之间。截获是一种（A）攻击，攻击者（A）将自己的系统插入到发送站和接受站之间。

A. 被动,无须,主动,必须 B. 主动,必须,被动,无须

C. 主动,无须,被动,必须 D. 被动,必须,主动,无须

8. 拒绝服务攻击的后果是（E）。

A. 信息不可用 B. 应用程序不可用

C. 系统宕机 D. 阻止通信 E. 上面几项都是

9. 机密性服务提供信息的保密，机密性服务包括（D）。

A. 文件机密性 B. 信息传输机密性

C. 通信流的机密性 D. 以上3项都是

10．最新的研究和统计表明，安全攻击主要来自（B）。

A. 接入网 B. 企业内部网 C. 公用IP网 D. 个人网

11．攻击者用传输数据来冲击网络接口，使服务器过于繁忙以至于不能应答请求的攻击方

式是（A）。

A. 拒绝服务攻击 B. 地址欺骗攻击

C. 会话劫持 D. 信号包探测程序攻击

12．攻击者截获并记录了从A到B的数据，然后又从早些时候所截获的数据中提取出信息

重新发往B称为（D）。

A. 中间人攻击 B. 口令猜测器和字典攻击

C. 强力攻击 D. 回放攻击

二、问答题

请解释5种“窃取机密攻击”方式的含义。

1）网络踩点（Footprinting）

攻击者事先汇集目标的信息，通常采用Whois、Finger、Nslookup、Ping等工具获得目标的一些信息，如域名、IP地址、网络拓扑结构、相关的用户信息等，这往往是黑客入侵所做的第一步工作。

2）扫描攻击（Scanning）

这里的扫描主要指端口扫描，通常采用Nmap等各种端口扫描工具，可以获得目标计算

机的一些有用信息，比如机器上打开了哪些端口，这样就知道开设了哪些网络服务。黑客

就可以利用这些服务的漏洞，进行进一步的入侵。这往往是黑客入侵所做的第二步工作。

3）协议栈指纹（Stack Fingerprinting）鉴别（也称操作系统探测）

黑客对目标主机发出探测包，由于不同OS厂商的IP协议栈实现之间存在许多细微差别，

因此每种OS都有其独特的响应方法，黑客经常能够确定目标主机所运行的OS。这往往也可

以看作是扫描阶段的一部分工作。

4）信息流嗅探（Sniffering）

通过在共享局域网中将某主机网卡设置成混杂（Promiscuous）模式，或在各种局域网

中某主机使用ARP欺骗，该主机就会接收所有经过的数据包。基于这样的原理，黑客可以

使用一个嗅探器（软件或硬件）对网络信息流进行监视，从而收集到帐号和口令等信息。

这是黑客入侵的第三步工作。

5）会话劫持（Session Hijacking）

所谓会话劫持，就是在一次正常的通信过程中，黑客作为第三方参与到其中，或者是

在数据流里注射额外的信息，或者是将双方的通信模式暗中改变，即从直接联系变成交由

黑客中转。这种攻击方式可认为是黑客入侵的第四步工作——真正的攻击中的一种。

请解释5种“非法访问”攻击方式的含义。

1）口令破解

攻击者可以通过获取口令文件然后运用口令破解工具进行字典攻击或暴力攻击来获得

口令，也可通过猜测或窃听等方式获取口令，从而进入系统进行非法访问，选择安全的口

令非常重要。这也是黑客入侵中真正攻击方式的一种。

2) IP欺骗

攻击者可通过伪装成被信任源IP地址等方式来骗取目标主机的信任，这主要针对Linux

UNIX下建立起IP地址信任关系的主机实施欺骗。这也是黑客入侵中真正攻击方式的一种。

3) DNS欺骗

当DNS服务器向另一个DNS服务器发送某个解析请求（由域名解析出IP地址）时，因

为不进行身份验证，这样黑客就可以冒充被请求方，向请求方返回一个被篡改了的应答（IP

地址），将用户引向黑客设定的主机。这也是黑客入侵中真正攻击方式的一种。

4) 重放（Replay）攻击

在消息没有时间戳的情况下，攻击者利用身份认证机制中的漏洞先把别人有用的消息

记录下来，过一段时间后再发送出去。

5) 特洛伊木马（Trojan Horse）

把一个能帮助黑客完成某一特定动作的程序依附在某一合法用户的正常程序中，而一

旦用户触发正常程序，黑客代码同时被激活，这些代码往往能完成黑客早已指定的任务（如

监听某个不常用端口，假冒登录界面获取帐号和口令等）。

请解释下列网络信息安全的要素：
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安全体系结构与模型

一、选择题

1. 网络安全是在分布网络环境中对（D）提供安全保护。

A. 信息载体 B. 信息的处理、传输

C. 信息的存储、访问 D. 上面3项都是

2. ISO 7498-2从体系结构观点描述了5种安全服务，以下不属于这5种安全服务的是（B）。

A. 身份鉴别 B. 数据报过滤

C. 授权控制 D. 数据完整性

3. ISO 7498-2描述了8种特定的安全机制，以下不属于这8种安全机制的是（A）。

A. 安全标记机制 B. 加密机制

C. 数字签名机制 D. 访问控制机制

4. 用于实现身份鉴别的安全机制是（A）。

A. 加密机制和数字签名机制

B. 加密机制和访问控制机制

C. 数字签名机制和路由控制机制

D. 访问控制机制和路由控制机制

5. 在ISO/OSI定义的安全体系结构中，没有规定（E）。

A. 对象认证服务 B.数据保密性安全服务

C. 访问控制安全服务 D. 数据完整性安全服务

E. 数据可用性安全服务

6. ISO定义的安全体系结构中包含（B）种安全服务。

A. 4 B. 5 C. 6 D. 7

7. （D）不属于ISO/OSI安全体系结构的安全机制。

A. 通信业务填充机制 B. 访问控制机制

C. 数字签名机制 D. 审计机制 E. 公证机制

8. ISO安全体系结构中的对象认证服务，使用（B）完成。

A. 加密机制 B. 数字签名机制

C. 访问控制机制 D. 数据完整性机制

9. CA属于ISO安全体系结构中定义的（D）。

A. 认证交换机制 B. 通信业务填充机制

C. 路由控制机制 D. 公证机制

10. 数据保密性安全服务的基础是（D）。

A. 数据完整性机制 B. 数字签名机制

C. 访问控制机制 D. 加密机制

11. 可以被数据完整性机制防止的攻击方式是（D）。

A. 假冒源地址或用户的地址欺骗攻击

B. 抵赖做过信息的递交行为

C. 数据中途被攻击者窃听获取

D. 数据在途中被攻击者篡改或破坏

二、填空题

GB/T 9387.2-1995定义了5大类 安全服务 ，提供这些服务的8种 安全机制 以及相应的开放系统互连的安全管理，并可根据具体系统适当地配置于OSI模型的七层协议中。

P2DR的含义是：策略、保护、探测、反应。

三、问答题

列举并解释ISO/OSI中定义的5种标准的安全服务。

（1）鉴别

用于鉴别实体的身份和对身份的证实，包括对等实体鉴别和数据原发鉴别两种。

（2）访问控制

提供对越权使用资源的防御措施。

（3）数据机密性

针对信息泄露而采取的防御措施。分为连接机密性、无连接机密性、选择字段机密性、通信业务流机密性四种。

（4）数据完整性

防止非法篡改信息，如修改、复制、插入和删除等。分为带恢复的连接完整性、无恢复的连接完整性、选择字段的连接完整性、无连接完整性、选择字段无连接完整性五种。

（5）抗否认

是针对对方否认的防范措施，用来证实发生过的操作。包括有数据原发证明的抗否认和有交付证明的抗否认两种。

8．TCP/IP协议的网络安全体系结构的基础框架是什么？

由于OSI参考模型与TCP/IP参考模型之间存在对应关系，因此可根据GB/T 9387.2-1995的安全体系框架，将各种安全机制和安全服务映射到TCP/IP的协议集中，从而形成一个基于TCP/IP协议层次的网络安全体系结构。

密钥分配与管理

一、填空题

1．密钥管理的主要内容包括密钥的 生成、分配、使用、存储、备份、恢复和销毁。

2. 密钥生成形式有两种：一种是由 中心集中 生成，另一种是由 个人分散 生成。

密钥的分配是指产生并使使用者获得 密钥 的过程。

密钥分配中心的英文缩写是 KDC 。

二、问答题

1. 常规加密密钥的分配有几种方案，请对比一下它们的优缺点。

1. 集中式密钥分配方案

由一个中心节点或者由一组节点组成层次结构负责密钥的产生并分配给通信的双方，在这种方式下，用户不需要保存大量的会话密钥，只需要保存同中心节点的加密密钥，用于安全传送由中心节点产生的即将用于与第三方通信的会话密钥。这种方式缺点是通信量大，同时需要较好的鉴别功能以鉴别中心节点和通信方。目前这方面主流技术是密钥分配中心KDC技术。我们假定每个通信方与密钥分配中心KDC之间都共享一个惟一的主密钥，并且这个惟一的主密钥是通过其他安全的途径传递。

2. 分散式密钥分配方案

使用密钥分配中心进行密钥的分配要求密钥分配中心是可信任的并且应该保护它免于被破坏。如果密钥分配中心被第三方破坏，那么所有依靠该密钥分配中心分配会话密钥进行通信的所有通信方将不能进行正常的安全通信。如果密钥分配中心被第三方控制，那么所有依靠该密钥分配中心分配会话密钥进行进信的所有通信方之间的通信信息将被第三方窃听到

4. 密钥的产生需要注意哪些问题?

算法的安全性依赖于密钥，如果用一个弱的密钥产生方法，那么整个系统都将是弱的。DES有56位的密钥，正常情况下任何一个56位的数据串都能成为密钥，所以共有256种可能的密钥。在某些实现中，仅允许用ASCII码的密钥，并强制每一字节的最高位为零。有的实现甚至将大写字母转换成小写字母。这些密钥产生程序都使得DES的攻击难度比正常情况下低几千倍。因此，对于任何一种加密方法，其密钥产生方法都不容忽视。

大部分密钥生成算法采用随机过程或者伪随机过程来生成密钥。随机过程一般采用一个随机数发生器，它的输出是一个不确定的值。伪随机过程一般采用噪声源技术，通过噪声源的功能产生二进制的随机序列或与之对应的随机数。

5．KDC在密钥分配过程中充当何种角色？

KDC在密钥分配过程中充当可信任的第三方。KDC保存有每个用户和KDC之间共享的唯一密钥，以便进行分配。在密钥分配过程中，KDC按照需要生成各对端用户之间的会话密钥，并由用户和KDC共享的密钥进行加密，通过安全协议将会话密钥安全地传送给需要进行通信的双方。

数字签名与鉴别协议

一、选择题

1. 数字签名要预先使用单向Hash函数进行处理的原因是（C）。

A. 多一道加密工序使密文更难破译

B. 提高密文的计算速度

C. 缩小签名密文的长度，加快数字签名和验证签名的运算速度

D. 保证密文能正确还原成明文

二、填空题

数字签名 是笔迹签名的模拟，是一种包括防止源点或终点否认的认证技术。

三、问答题

1. 数字签名有什么作用？

当通信双方发生了下列情况时，数字签名技术必须能够解决引发的争端：

否认，发送方不承认自己发送过某一报文。

伪造，接收方自己伪造一份报文，并声称它来自发送方。

冒充，网络上的某个用户冒充另一个用户接收或发送报文。

篡改，接收方对收到的信息进行篡改。

2. 请说明数字签名的主要流程。

数字签名通过如下的流程进行：

(1) 采用散列算法对原始报文进行运算，得到一个固定长度的数字串，称为报文摘要(Message Digest)，不同的报文所得到的报文摘要各异，但对相同的报文它的报文摘要却是惟一的。在数学上保证，只要改动报文中任何一位，重新计算出的报文摘要值就会与原先的值不相符，这样就保证了报文的不可更改性。

(2) 发送方用目己的私有密钥对摘要进行加密来形成数字签名。

(3) 这个数字签名将作为报文的附件和报文一起发送给接收方。

(4) 接收方首先对接收到的原始报文用同样的算法计算出新的报文摘要，再用发送方的公开密钥对报文附件的数字签名进行解密，比较两个报文摘要，如果值相同，接收方就能确认该数字签名是发送方的，否则就认为收到的报文是伪造的或者中途被篡改。

3. 数字证书的原理是什么？

数字证书采用公开密钥体制（例如RSA）。每个用户设定一仅为本人所知的私有密钥，用它进行解密和签名；同时设定一公开密钥，为一组用户所共享，用于加密和验证签名。

采用数字证书，能够确认以下两点：

(1) 保证信息是由签名者自己签名发送的，签名者不能否认或难以否认。

(2) 保证信息自签发后到收到为止未曾做过任何修改，签发的信息是真实信息。

身份认证

一、选择题

1. Kerberos的设计目标不包括（B）。

A. 认证 B.授权 C.记账 D.审计

2. 身份鉴别是安全服务中的重要一环，以下关于身份鉴别叙述不正确的是（B）。

A. 身份鉴别是授权控制的基础

B. 身份鉴别一般不用提供双向的认证

C. 目前一般采用基于对称密钥加密或公开密钥加密的方法

D. 数字签名机制是实现身份鉴别的重要机制

3. 基于通信双方共同拥有的但是不为别人知道的秘密，利用计算机强大的计算能力，以该秘密作为加密和解密的密钥的认证是（C）。

A. 公钥认证 B. 零知识认证

C. 共享密钥认证 D. 口令认证

5．（C）是一个对称DES加密系统，它使用一个集中式的专钥密码功能，系统的核心是KDC。

A. TACACS B. RADIUS C. Kerberos D. PKI

二、填空题

身份认证是 验证信息发送者是真的 ，而不是冒充的，包括信源、信宿等的认证和识别。

三、问答题

解释身份认证的基本概念。

身份认证是指用户必须提供他是谁的证明，这种证实客户的真实身份与其所声称的身份是否相符的过程是为了限制非法用户访问网络资源，它是其他安全机制的基础。

身份认证是安全系统中的第一道关卡，识别身份后，由访问监视器根据用户的身份和授权数据库决定是否能够访问某个资源。一旦身份认证系统被攻破，系统的所有安全措施将形同虚设，黑客攻击的目标往往就是身份认证系统。

2. 单机状态下验证用户身份的三种因素是什么？

（1）用户所知道的东西：如口令、密码。

（2）用户所拥有的东西：如智能卡、身份证。

（3）用户所具有的生物特征：如指纹、声音、视网膜扫描、DNA等。

3. 有哪两种主要的存储口令的方式，各是如何实现口令验证的？

1. 直接明文存储口令

有很大风险，只要得到了存储口令的数据库，就可以得到全体人员的口令。比如攻击者可以设法得到一个低优先级的帐号和口令，进入系统后得到明文存储口令的文件，这样他就可以得到全体人员的口令。

2. Hash散列存储口令

散列函数的目的是为文件、报文或其他分组数据产生“指纹”。对于每一个用户，系统存储帐号和散列值对在一个口令文件中，当用户登录时，用户输入口令x，系统计算F(x)，然后与口令文件中相应的散列值进行比对，成功即允许登录。

5. 使用口令进行身份认证的优缺点？

优点在于黑客即使得到了口令文件，通过散列值想要计算出原始口令在计算上也是不可能的，这就相对增加了安全性。

严重的安全问题（单因素的认证），安全性仅依赖于口令，而且用户往往选择容易记忆、

容易被猜测的口令（安全系统最薄弱的突破口），口令文件也可被进行离线的字典式攻击。

6. 利用智能卡进行的双因素的认证方式的原理是什么？

智能卡具有硬件加密功能，有较高的安全性。每个用户持有一张智能卡，智能卡存储用户个性化的秘密信息，同时在验证服务器中也存放该秘密信息。进行认证时，用户输入PIN（个人身份识别码），智能卡认证PIN，成功后，即可读出智能卡中的秘密信息，进而利用该秘密信息与主机之间进行认证。

双因素的认证方式（PIN+智能卡），即使PIN或智能卡被窃取，用户仍不会被冒充。智能卡提供硬件保护措施和加密算法，可以利用这些功能加强安全性能。

7. 有哪些生物特征可以作为身份认证的依据，这种认证的过程是怎样的？

以人体唯一的、可靠的、稳定的生物特征（如指纹、虹膜、脸部、掌纹等）为依据，采用计算机强大的计算功能和网络技术进行图象处理和模式识别。该技术具有很好的安全性、可靠性和有效性。

所有的工作有4个步骤：抓图、抽取特征、比较和匹配。生物捕捉系统捕捉到生物特征的样品，唯一的特征将会被提取并且被转化成数字符号，这些符号被存成那个人的特征摸板，人们同识别系统交互进行身份认证，以确定匹配或不匹配

授权与访问控制

一、选择题

1. 访问控制是指确定（A）以及实施访问权限的过程。

A. 用户权限 B. 可给予哪些主体访问权利

C. 可被用户访问的资源 D. 系统是否遭受入侵

2. 下列对访问控制影响不大的是（D）。

A. 主体身份 B. 客体身份

C. 访问类型 D. 主体与客体的类型

3. 为了简化管理，通常对访问者（A），以避免访问控制表过于庞大。

A. 分类组织成组 B. 严格限制数量

C. 按访问时间排序，删除长期没有访问的用户

D. 不作任何限制

二、填空题

访问控制 的目的是为了限制访问主体对访问客体的访问权限。

三、问答题

解释访问控制的基本概念。

访问控制是建立在身份认证基础上的，通过限制对关键资源的访问，防止非法用户的侵入或因为合法用户的不慎操作而造成的破坏。

访问控制的目的：限制主体对访问客体的访问权限（安全访问策略），从而使计算机系统在合法范围内使用。

2. 访问控制有几种常用的实现方法？它们各有什么特点？

1 访问控制矩阵

行表示客体（各种资源），列表示主体（通常为用户），行和列的交叉点表示某个主体对某个客体的访问权限。通常一个文件的Own权限表示可以授予（Authorize）或撤消（Revoke）其他用户对该文件的访问控制权限。

2 访问能力表

实际的系统中虽然可能有很多的主体与客体，但两者之间的权限关系可能并不多。为了减轻系统的开销与浪费，我们可以从主体（行）出发，表达矩阵某一行的信息，这就是访问能力表（Capabilities）。

只有当一个主体对某个客体拥有访问的能力时，它才能访问这个客体。但是要从访问能力表获得对某一特定客体有特定权限的所有主体就比较困难。在一个安全系统中，正是客体本身需要得到可靠的保护，访问控制服务也应该能够控制可访问某一客体的主体集合，于是出现了以客体为出发点的实现方式——ACL。

3 访问控制表

也可以从客体（列）出发，表达矩阵某一列的信息，这就是访问控制表（Access Control

List）。它可以对某一特定资源指定任意一个用户的访问权限，还可以将有相同权限的用户分组，并授予组的访问权。

4 授权关系表

授权关系表（Authorization Relations）的每一行表示了主体和客体的一个授权关系。对表按客体进行排序，可以得到访问控制表的优势；对表按主体进行排序，可以得到访问能力表的优势。适合采用关系数据库来实现。

3. 访问控制表ACL有什么优缺点？

ACL的优点：表述直观、易于理解，比较容易查出对某一特定资源拥有访问权限的所有用户，有效地实施授权管理。

ACL应用到规模大的企业内部网时，有问题：

（1）网络资源很多，ACL需要设定大量的表项，而且修改起来比较困难，实现整个组织

范围内一致的控制政策也比较困难。

（2）单纯使用ACL，不易实现最小权限原则及复杂的安全政策。

4. 有哪几种访问控制策略？

三种不同的访问控制策略：自主访问控制（DAC）、强制访问控制（MAC）和基于角色的访问控制（RBAC），前两种属于传统的访问控制策略，而RBAC是90年代后期出现的，有很大的优势，所以发展很快。

每种策略并非是绝对互斥的，我们可以把几种策略综合起来应用从而获得更好、更安全的系统保护——多重的访问控制策略。

PKI技术

一、选择题

1. PKI支持的服务不包括（D）。

A. 非对称密钥技术及证书管理 B. 目录服务

C. 对称密钥的产生和分发 D. 访问控制服务

2. PKI的主要组成不包括（B）。

A. 证书授权CA B. SSL

C. 注册授权RA D. 证书存储库CR

3. PKI管理对象不包括（A）。

A. ID和口令 B. 证书

C. 密钥 D. 证书撤消

4. 下面不属于PKI组成部分的是（D）。

A. 证书主体 B. 使用证书的应用和系统

C. 证书权威机构 D. AS

PKI能够执行的功能是（A）和（C）。

A. 鉴别计算机消息的始发者 B. 确认计算机的物理位置

C. 保守消息的机密 D. 确认用户具有的安全性特权

二、问答题

1. 为什么说在PKI中采用公钥技术的关键是如何确认某个人真正的公钥？如何确认？

信息的可认证性是信息安全的一个重要方面。认证的目的有两个：一个是验证信息发送者的真实性，确认他没有被冒充；另一个是验证信息的完整性，确认被验证的信息在传递或存储过程中没有被篡改、重组或延迟。

在认证体制中，通常存在一个可信的第三方，用于仲裁、颁发证书和管理某些机密信息。公钥密码技术可以提供网络中信息安全的全面解决方案。采用公钥技术的关键是如何确认某个人真正的公钥。在PKI中，为了确保用户及他所持有密钥的正确性，公开密钥系统需要一个值得信赖而且独立的第三方机构充当认证中心(CA)，来确认声称拥有公开密钥的人的真正身份。

要确认一个公共密钥，CA首先制作一张“数字证书”，它包含用户身份的部分信息及用户所持有的公开密钥，然后CA利用本身的私钥为数字证书加上数字签名。

任何想发放自己公钥的用户，可以去认证中心(CA)申请自己的证书。CA中心在认证该人的真实身份后，颁发包含用户公钥的数字证书，它包含用户的真实身份、并证实用户公钥的有效期和作用范围(用于交换密钥还是数字签名)。其他用户只要能验证证书是真实的，并且信任颁发证书的CA，就可以确认用户的公钥。

2. 什么是数字证书？现有的数字证书由谁颁发，遵循什么标准，有什么特点？

数字证书是一个经证书认证中心(CA)数字签名的包含公开密钥拥有者信息以及公开密钥的文件。认证中心(CA)作为权威的、可信赖的、公正的第三方机构，专门负责为各种认证需求提供数字证书服务。认证中心颁发的数字证书均遵循X.509 V3标准。X.509标准在编排公共密钥密码格式方面已被广为接受。X.509证书已应用于许多网络安全，其中包括IPSec(IP安全)、SSL、SET、S/MIME。

3. X.509规范中是如何定义实体A信任实体B的？在PKI中信任又是什么具体含义？

X.509规范中给出了适用于我们目标的定义：

当实体A假定实体B严格地按A所期望的那样行动，则A信任B。在PKI中，我们可以把这个定

义具体化为：如果一个用户假定CA可以把任一公钥绑定到某个实体上，则他信任该CA。

5. 简述认证机构的严格层次结构模型的性质？

层次结构中的所有实体都信任惟一的根CA。在认证机构的严格层次结构中，每个实体(包括中介CA和终端实体)都必须拥有根CA的公钥，该公钥的安装是在这个模型中为随后进行的所有通信进行证书处理的基础，因此，它必须通过一种安全（带外）的方式来完成。

值得注意的是，在一个多层的严格层次结构中．终端实体直接被其上层的CA认证(也就是颁发证书)，但是它们的信任锚是另一个不同的CA (根CA)。

6. Web信任模型有哪些安全隐患？

Web模型在方便性和简单互操作性方面有明显的优势，但是也存在许多安全隐患。例如，因为浏览器的用户自动地信任预安装的所有公钥，所以即使这些根CA中有一个是“坏的”(例如，该CA从没有认真核实被认证的实体)，安全性将被完全破坏。

另外一个潜在的安全隐患是没有实用的机制来撤消嵌入到浏览器中的根密钥。如果发现一个根密钥是“坏的”(就像前而所讨论的那样)或者与根的公钥相应的私钥被泄密了，要使全世界数百万个浏览器都自动地废止该密钥的使用是不可能的。

7. 以用户为中心的信任模型是怎样实现信任关系的？哪个实际系统是使用这种模型的？

PGP最能说明以用户为中心的信任模型，在PGP中，一个用户通过担当CA（签署其他实体的公钥）并使其公钥被其他人所认证来建立（或参加）所谓的信任网（Web of Trust）。

例如，当A1ice收到一个据称属于Bob的证书时，她将发现这个证书是由她不认识的David签署的，但是David的证书是由她认识并且信任的Catherine签署的。在这种情况下，Alice可以决定信任Bob的密钥（即信任从Catherine到David再到Bob的密钥链），也可以决定不信任Bob的密钥（认为“未知的”Bob与“已知的”Catherine之间的“距离大远”）。

因为要依赖于用户自身的行为和决策能力，因此以用户为中心的模型在技术水平较高和利害关系高度一致的群体中是可行的，但是在一般的群体（它的许多用户有极少或者没有安全及PKI的概念）中是不现实的。

10. 构造证书库的最佳方法是什么？

证书库是证书的集中存放地，是网上的一种公共信息库，用户可以从此处获得其他用户的证书和公钥。构造证书库的最佳方法是采用支持LDAP协议的目录系统，用户或相关的应用通过LDAP来访问证书库。系统必须确保证书库的完整性，防止伪造、篡改证书。

11. 掌握证书管理有哪3个阶段组成，每个阶段包括哪些具体内容？

1 证书管理

（1）初始化阶段

1. 终端实体注册

终端实体注册是单个用户或进程的身份被建立和验证的过程。注册过程能够通过不同的方法来实现，图示说明了一个实体初始化包括一个RA和一个CA的可能的方案（注意RA部件根本不存在的其他可能方案也是可用的）。终端实体注册是在线执行的，是用注册表格的交换来说明的。注册过程一般要求包括将一个或更多的共享秘密赋给终端实体以便后来在初始化过程中CA确认那个个体。

2. 密钥对产生

密钥资料可以在终端实体注册过程之前或直接响应终端实体注册过程时产生。在RA中或在CA中产生密钥资料是可能的。每个终端实体多个密钥可以被用做支持分离的和截然不同的服务。例如，一个密钥对可以被用作支持不可否认性服务而另一个密钥对可以被用作支持机密性或密钥管理功能（双密钥对模型）。

3. 证书创建和密钥/证书分发

无论密钥在哪里产生，证书创建的职责都将单独地落在被授权的CA上。如果公钥是被终端实体而不是CA所产生的，那么该公钥必须被安全地传送到CA以便其能够被放入证书。

一旦密钥资料和相关的证书已经被产生，它们必须被适当分发。请求证书和从可信实体（即CA）取回证书（以及相关的密钥，如果适用的话）的必要条件是要求一个安全协议机制。

4. 证书分发

如果私钥和相应的公钥证书已经被分发，那么有一种或多种传送给另一个实体的方法：

• 带外分发；

• 在一个公众的资料库或数据库中公布，以使查询和在线检索简便；

• 带内协议分发，例如，包括带有安全E-mail报文的适用的验证证书。

被用做数字签名目的的证书可以仅需要分发给它们的所有者，被用做机密性目的的证书对于发信方必须是容易获得的。

5. 密钥备份和托管

一定比例的加密密钥将因为许多原因（忘记密码、磁盘被破坏、失常的智能卡或雇员被解雇）使这些密钥的所有者无法访问，这就需要事先进行密钥备份。

密钥托管是指把一个秘密的密钥或私钥交由第三方保管，这样做的问题是哪些密钥应委托保管以及谁是可以信任的第三方（政府？）。

（2）颁布阶段

1. 证书检索

证书检索与访问一个终端实体证书的能力有关。检索一个终端实体证书的需求可能被两个不同的使用要求所驱动。

• 加密发给其他实体的数据的需求；

• 验证一个从另一个实体收到的数字签名的需求。

2. 证书验证

证书验证与评估一个给定证书的合法性和证书颁发者的可信赖性有关。证书验证是在基于那个证书被准许加密操作之前进行的。

3. 密钥恢复

密钥管理生命周期包括从远程备份设施（如可信密钥恢复中心或CA）中恢复私有加密密钥的能力。 密钥的恢复能使PKI管理员和终端用户的负担减至最小，这个过程必须尽可能最大程度自动化。

4. 密钥更新

当证书被颁发时，其被赋与一个固定的生存期。当证书“接近”过期时，必须颁发一个新的公/私钥和相关证书，这被称为密钥更新。应该允许一个合理的转变时间使依托方取得新证书，从而避免与过期证书所有有关的服务中断。这个过程是自动的，并对终端用户完全透明。

（3）取消阶段

1. 证书过期

证书在颁布时被赋与一个固定的生存期，在其被建立的有效期结束后，证书将会过期。当一个证书过期后，与该证书有关的终端实体可能发生三件事：

• 没有活动：终端实体不在参加PKI；

• 证书恢复：相同的公钥被加入新有效期的新证书（当与最初证书的颁布有关的环境没有变化时使用，并且它仍然认为是可靠的）；

• 证书更新：一个新的公/私钥对被产生，并且一个新的证书被颁发。

2. 证书撤消

在证书自然过期之前对给定证书的即时取消（可疑的密钥损害、作业状态的变化或者雇佣终止等）。

一个终端用户个人可以亲自初始化自己的证书撤消（例如由于相应私有密钥的可疑损害）。RA可以代表终端用户被用做初始化证书撤消。经授权的管理者也可以有能力撤消终端实体的证书。

3. 密钥历史

由于机密性加密密钥最后要过期，因此可靠安全地存储用做解密的私有密钥是必须的，这被称作密钥历史，否则无法恢复。

4. 密钥档案

可靠地保存已经过期的用于验证数字签名的公钥，以便对历史文档的数字签名进行验证。

12. 什么是X.500目录服务？

X.500是一种CCITT针对已经被ISO接受的目录服务系统的建议，它定义了一个机构如何在一个企业的全局范围内共享名字和与它们相关的对象。

一个完整的X.500系统称为一个“目录”，X.500是层次性的，其中的管理性域(机构、分支、部门和工作组)可以提供这些域内的用户和资源的信息。它被认为是实现一个目录服务的最好途径。

X.500目录服务是一种用于开发一个单位内部人员目录的标准方法，这个目录可以成为全球目录的一部分，任何人都可以查询这个单位中人员的信息。这个目录有一个树型结构：国家，单位(或组织)，部门和个人。一个知名和最大的X.500目录是用于管理域名注册的InterNIC。

X.500目录服务可以向需要访问网络任何地方资源的电子函件系统和应用，或需要知道在网络上的实体名字和地点的管理系统提供信息。这个目录是一个目录信息数据库(DIB)。

13. 什么是X.509方案，它是如何实现数字签名的？

X.509是一种行业标准或者行业解决方案——X.509公共密钥证书，在X.509方案中，默认的加密体制是公钥密码体制。

为进行身份认证，X.509标准及公共密钥加密系统提供了数字签名的方案。用户可生成一段信息及其摘要(指纹)。用户用专用密钥对摘要加密以形成签名，接收者用发送者的公共密钥对签名解密，并将之与收到的信息“指纹”进行比较，以确定其真实性。

15. X.500和LDAP有什么联系和区别？

LDAP协议基于X.500标准，但是比较简单，并且可以根据需要定制，LDAP支持TCP/IP。在企业范围内实现LDAP可以让运行在几乎所有计算机平台上的所有的应用程序从LDAP目录中获取信息（电子邮件地址、邮件路由信息、人力资源数据、公用密钥、联系人列表）。

16. 实施PKI的过程中产生了哪些问题，如何解决？

首先是实施的问题，PKI定义了严格的操作协议和信任层次关系。任何向CA申请数字证书的人必须经过线下(offline)的身份验证(通常由RA完成)，这种身份验证工作很难扩展到整个Internet范围，因此，现今构建的PKI系统都局限在一定范围内，这造成了PKI系统扩展问题。

由于不同PKI系统都定义了各自的信任策略，在进行互相认证的时候，为了避免由于信任策略不同而产生的问题，普遍的做法是忽略信任策略。这样，本质上是管理Internet上的信任关系的PKI就仅仅起到身份验证的作用了。

提出用PMI解决。

17．什么是证书链？根CA证书由谁签发？

由于一个公钥用户拥有的可信证书管理中心数量有限，要与大量不同管理域的用户建立安全通信需要CA建立信任关系，这样就要构造一个证书链。证书链是最常用的用于验证实体它的公钥之间的绑定的方法。一个证书链一般是从根CA证书开始，前一个证书主体是后一个证书的签发者。也就是说，该主题对后一个证书进行了签名。而根CA证书是由根自己签发的。

18．叙述基于X.509数字证书在PKI中的作用。

X.509数字证书是各实体在网络中的身份证明，它证书了实体所声明的身份与其公钥的匹配关系。从公钥管理的机制讲，数字证书是非对称密码体制中密钥管理的媒介。即在非对称密码体制中，公钥的分发、传送是通过数字证书来实现的。通过数字证书，可以提供身份的认证与识别，完整性、保密性和不可否认等安全服务。

电子邮件的安全

一、问答题

1. 电子邮件存在哪些安全性问题？

1）垃圾邮件包括广告邮件、骚扰邮件、连锁邮件、反动邮件等。垃圾邮件会增加网络负荷，影响网络传输速度，占用邮件服务器的空间。

2）诈骗邮件通常指那些带有恶意的欺诈性邮件。利用电子邮件的快速、便宜，发信人能迅速让大量受害者上当。

3）邮件炸弹指在短时间内向同一信箱发送大量电子邮件的行为，信箱不能承受时就会崩溃。

4）通过电子邮件传播的病毒通常用VBScript编写，且大多数采用附件的形式夹带在电子邮件中。当收信人打开附件后，病毒会查询他的通讯簿，给其上所有或部分人发信，并将自身放入附件中，以此方式继续传播扩散。

端到端的安全电子邮件技术，能够保证邮件从发出到接收的整个过程中的哪三种安全性？

端到端的安全电子邮件技术，保证邮件从被发出到被接收的整个过程中，内容保密、无法修改、并且不可否认。目前的Internet上，有两套成型的端到端安全电子邮件标准：PGP和S/MIME。它一般只对信体进行加密和签名， 而信头则由于邮件传输中寻址和路由的需要，必须保证原封不动。

为什么PGP在加密明文之前先压缩它？

PGP内核使用Pkzip算法来压缩加密前的明文。一方面对电子邮件而言，压缩后加密再经过7位编码密文有可能比明文更短，这就节省了网络传输的时间。另一方面，经过压缩的明文，实际上相当于多经过了一次变换，信息更加杂乱无章，能更强地抵御攻击。

在服务器端和用户端各有哪些方式防范垃圾邮件？

在服务器端，应该设置发信人身份认证，以防止自己的邮件服务器被选做垃圾邮件的传递者。现在包括不少国内知名电子邮件提供者在内的诸多邮件服务器被国外的拒绝垃圾邮件组织列为垃圾邮件来源。结果是：所有来自该服务器的邮件全部被拒收!

在用户端，防范垃圾邮件有如下方式：

1）不随便公开自己的电子邮件地址，防止其被收入垃圾邮件的发送地址列表。因为有很多软件可以自动收集这些新闻组文章或者论坛中出现过的电子邮件地址。一旦被收入这些

垃圾邮件的地址列表中，一些不怀好意的收集者将出售这些电子邮件地址牟利，然后，很不幸地，这个地址将可能源源不断地收到各种垃圾邮件。

2）尽量采用转发的方式收信，避免直接使用ISP提供的信箱。申请一个转发信箱地址，结合垃圾邮件过滤，然后再转发到自己的真实信箱。实践证明，这的确是一个非常有效的方法。只有结合使用地址过滤和字符串特征过滤才能取得最好的过滤效果。

不要回复垃圾邮件，这是一个诱人进一步上当的花招。

Web与电子商务的安全

一、选择题

1. SSL产生会话密钥的方式是（C）。

A. 从密钥管理数据库中请求获得

B. 每一台客户机分配一个密钥的方式

C. 随机由客户机产生并加密后通知服务器

D. 由服务器产生并分配给客户机

2. （C）属于Web中使用的安全协议。

A. PEM、SSL B. S-HTTP、S/MIME

C. SSL、S-HTTP D. S/MIME、SSL

3. 传输层保护的网络采用的主要技术是建立在（A）基础上的（A）。

A. 可靠的传输服务，安全套接字层SSL协议

B. 不可靠的传输服务，S-HTTP协议

C. 可靠的传输服务， S-HTTP协议

D. 不可靠的传输服务，安全套接字层SSL协议

二、问答题

9、什么是SET电子钱包？

SET交易发生的先决条件是，每个持卡人(客户)必须拥有一个惟一的电子(数字)证书，且由客户确定口令，并用这个口令对数字证书、私钥、信用卡号码及其他信息进行加密存储，这些与符合SET协议的软件一起组成了一个SET电子钱包。

10、简述一个成功的SET交易的标准流程。

(1) 客户在网上商店选中商品并决定使用电子钱包付款，商家服务器上的POS软件发报文给客户的浏览器要求电子钱包付款。

(2) 电子钱包提示客户输入口令后与商家服务器交换“握手”消息，确认客户、商家均为合法，初始化支付请求和支付响应。

(3) 客户的电子钱包形成一个包含购买订单、支付命令(内含加密了的客户信用卡号码)的报文发送给商家。

(4) 商家POS软件生成授权请求报文(内含客户的支付命令)，发给收单银行的支付网关。

(5) 支付网关在确认客户信用卡没有超过透支额度的情况下，向商家发送一个授权响应报文。

(6) 商家向客户的电子钱包发送一个购买响应报文，交易结束，客户等待商家送货上

防火墙技术

一、选择题

1. 一般而言，Internet防火墙建立在一个网络的（C）。

A. 内部子网之间传送信息的中枢

B. 每个子网的内部

C. 内部网络与外部网络的交叉点

D. 部分内部网络与外部网络的结合处

2. 包过滤型防火墙原理上是基于（C）进行分析的技术。

A. 物理层 B. 数据链路层

C. 网络层 D. 应用层

3. 为了降低风险，不建议使用的Internet服务是（D）。

A. Web服务 B. 外部访问内部系统

C. 内部访问Internet D. FTP服务

4. 对非军事DMZ而言，正确的解释是（D）。

A. DMZ是一个真正可信的网络部分

B. DMZ网络访问控制策略决定允许或禁止进入DMZ通信

C. 允许外部用户访问DMZ系统上合适的服务

D. 以上3项都是

5. 对动态网络地址交换（NAT），不正确的说法是（B）。

A. 将很多内部地址映射到单个真实地址

B. 外部网络地址和内部地址一对一的映射

C. 最多可有64000个同时的动态NAT连接

D. 每个连接使用一个端口

以下（D）不是包过滤防火墙主要过滤的信息？

A. 源IP地址 B. 目的IP地址 C. TCP源端口和目的端口 D. 时间

防火墙用于将Internet和内部网络隔离，（B）。

A. 是防止Internet火灾的硬件设施

B. 是网络安全和信息安全的软件和硬件设施

C. 是保护线路不受破坏的软件和硬件设施

D. 是起抗电磁干扰作用的硬件设施

二、填空题

防火墙是位于两个 网络之间 ，一端是 内部网络 ，另一端是 外部网络 。

防火墙系统的体系结构分为 双宿主机体系结构 、屏蔽主机体系结构 、屏蔽子网体系结构。

三、问答题

1. 什么是防火墙，为什么需要有防火墙？

防火墙是一种装置，它是由软件/硬件设备组合而成，通常处于企业的内部局域网与Internet之间，限制Internet用户对内部网络的访问以及管理内部用户访问Internet的权限。换言之，一个防火墙在一个被认为是安全和可信的内部网络和一个被认为是不那么安全和可信的外部网络(通常是Internet)之间提供一个封锁工具。

如果没有防火墙，则整个内部网络的安全性完全依赖于每个主机，因此，所有的主机都必须达到一致的高度安全水平，这在实际操作时非常困难。而防火墙被设计为只运行专用的访问控制软件的设备，没有其他的服务，因此也就意味着相对少一些缺陷和安全漏洞，这就使得安全管理变得更为方便，易于控制，也会使内部网络更加安全。

防火墙所遵循的原则是在保证网络畅通的情况下，尽可能保证内部网络的安全。它是一种被动的技术，是一种静态安全部件。

2. 防火墙应满足的基本条件是什么？

作为网络间实施网间访问控制的一组组件的集合，防火墙应满足的基本条件如下：

(1) 内部网络和外部网络之间的所有数据流必须经过防火墙。

(2) 只有符合安全策略的数据流才能通过防火墙。

(3) 防火墙自身具有高可靠性，应对渗透(Penetration)免疫，即它本身是不可被侵入的。

3. 列举防火墙的几个基本功能？

(1) 隔离不同的网络，限制安全问题的扩散，对安全集中管理，简化了安全管理的复杂程度。

(2) 防火墙可以方便地记录网络上的各种非法活动，监视网络的安全性，遇到紧急情况报警。

(3) 防火墙可以作为部署NAT的地点，利用NAT技术，将有限的IP地址动态或静态地与内部的IP地址对应起来，用来缓解地址空间短缺的问题或者隐藏内部网络的结构。

(4) 防火墙是审计和记录Internet使用费用的一个最佳地点。

(5) 防火墙也可以作为IPSec的平台。

(6) 内容控制功能。根据数据内容进行控制，比如防火墙可以从电子邮件中过滤掉垃圾邮件，可以过滤掉内部用户访问外部服务的图片信息。只有代理服务器和先进的过滤才能实现。

防火墙有哪些局限性？

(1) 网络上有些攻击可以绕过防火墙（如拨号）。

(2) 防火墙不能防范来自内部网络的攻击。

(3) 防火墙不能对被病毒感染的程序和文件的传输提供保护。

(4) 防火墙不能防范全新的网络威胁。

(5) 当使用端到端的加密时，防火墙的作用会受到很大的限制。

(6) 防火墙对用户不完全透明，可能带来传输延迟、瓶颈以及单点失效等问题。

(7) 防火墙不能防止数据驱动式攻击。有些表面无害的数据通过电子邮件或其他方式发送到主机上，一旦被执行就形成攻击（附件）。

包过滤防火墙的过滤原理是什么？

包过滤防火墙也称分组过滤路由器，又叫网络层防火墙，因为它是工作在网络层。路由器便是一个网络层防火墙，因为包过滤是路由器的固有属性。它一般是通过检查单个包的地址、协议、端口等信息来决定是否允许此数据包通过，有静态和动态两种过滤方式。

这种防火墙可以提供内部信息以说明所通过的连接状态和一些数据流的内容，把判断的信息同规则表进行比较，在规则表中定义了各种规则来表明是否同意或拒绝包的通过。包过滤防火墙检查每一条规则直至发现包中的信息与某规则相符。如果没有一条规则能符合，防火墙就会使用默认规则（丢弃该包）。在制定数据包过滤规则时，一定要注意数据包是双向的。

状态检测防火墙的原理是什么，相对包过滤防火墙有什么优点？

状态检测又称动态包过滤，所以状态检测防火墙又称动态防火墙，最早由CheckPoint提出。

状态检测是一种相当于4、5层的过滤技术，既提供了比包过滤防火墙更高的安全性和更灵活的处理，也避免了应用层网关的速度降低问题。要实现状态检测防火墙，最重要的是实现连接的跟踪功能，并且根据需要可动态地在过滤规则中增加或更新条目。防火墙应当包含关于包最近已经通过它的“状态信息”，以决定是否让来自Internet的包通过或丢弃。

应用层网关的工作过程是什么？它有什么优缺点？

主要工作在应用层，又称为应用层防火墙。它检查进出的数据包，通过自身复制传递数据，防止在受信主机与非受信主机间直接建立联系。应用层网关能够理解应用层上的协议，能够做复杂的访问控制，并做精细的注册和审核。

基本工作过程是：当客户机需要使用服务器上的数据时，首先将数据请求发给代理服务器，代理服务器再根据这一请求向服务器索取数据，然后再由代理服务器将数据传输给客户机。

常用的应用层网关已有相应的代理服务软件，如HTTP、SMTP、FTP、Telnet等，但是对于新开发的应用，尚没有相应的代理服务，它们将通过网络层防火墙和一般的代理服务。

应用层网关有较好的访问控制能力，是目前最安全的防火墙技术。能够提供内容过滤、用户认证、页面缓存和NAT等功能。但实现麻烦，有的应用层网关缺乏“透明度”。应用层网关每一种协议需要相应的代理软件，使用时工作量大，效率明显不如网络层防火墙。

代理服务器有什么优缺点？

代理服务技术的优点是：隐蔽内部网络拓扑信息；网关理解应用协议，可以实施更细粒度的访问控制；较强的数据流监控和报告功能。（主机认证和用户认证）缺点是对每一类应用都需要一个专门的代理，灵活性不够；每一种网络应用服务的安全问题各不相同，分析困难，因此实现困难。速度慢。

静态包过滤和动态包过滤有什么不同？

静态包过滤在遇到利用动态端口的协议时会发生困难，如FTP，防火墙事先无法知道哪些端口需要打开，就需要将所有可能用到的端口打开，会给安全带来不必要的隐患。

而状态检测通过检查应用程序信息(如FTP的PORT和PASV命令)，来判断此端口是否需要临时打开，而当传输结束时，端口又马上恢复为关闭状态。

VPN技术

一、选择题

1. 通常所说的移动VPN是指（A）。

A. Access VPN B. Intranet VPN

C. Extranet VPN D. 以上皆不是

2. 属于第二层的VPN隧道协议有（B）。

A. IPSec B. PPTP C.GRE D. 以上皆不是

3. GRE协议的乘客协议是（D）。

A. IP B. IPX C. AppleTalk D. 上述皆可

4. VPN的加密手段为（C）。

A. 具有加密功能的防火墙

B. 具有加密功能的路由器

C. VPN内的各台主机对各自的信息进行相应的加密

D. 单独的加密设备

6. 将公司与外部供应商、客户及其他利益相关群体相连接的是（B）。

A. 内联网VPN B. 外联网VPN C. 远程接入VPN D. 无线VPN

7. PPTP、L2TP和L2F隧道协议属于（B）协议。

A. 第一层隧道 B. 第二层隧道 C. 第三层隧道 D. 第四层隧道

8．不属于隧道协议的是（C）。

A. PPTP B. L2TP C. TCP/IP D. IPSec

不属于VPN的核心技术是（C）。

A. 隧道技术 B. 身份认证 C. 日志记录 D. 访问控制

10．目前，VPN使用了（A）技术保证了通信的安全性。

隧道协议、身份认证和数据加密

身份认证、数据加密

隧道协议、身份认证

隧道协议、数据加密

（A）通过一个拥有与专用网络相同策略的共享基础设施，提供对企业内部网或外部

网的远程访问。

A. Access VPN B. Intranet VPN C. Extranet VPN D. Internet VPN

13．L2TP隧道在两端的VPN服务器之间采用（A）来验证对方的身份。

A. 口令握手协议CHAP B. SSL

C. Kerberos D. 数字证书

二、问答题

1. 解释VPN的基本概念。

VPN是Virtual Private Network的缩写，是将物理分布在不同地点的网络通过公用骨干网，尤其是Internet连接而成的逻辑上的虚拟子网。

Virtual是针对传统的企业“专用网络”而言的。VPN则是利用公共网络资源和设备建立一个逻辑上的专用通道，尽管没有自己的专用线路，但它却可以提供和专用网络同样的功能。

Private表示VPN是被特定企业或用户私有的，公共网络上只有经过授权的用户才可以使用。在该通道内传输的数据经过了加密和认证，保证了传输内容的完整性和机密性。

2．简述VPN使用了哪些主要技术。

1）隧道（封装）技术是目前实现不同VPN用户业务区分的基本方式。一个VPN可抽象为一个没有自环的连通图，每个顶点代表一个VPN端点（用户数据进入或离开VPN的设备端口），相邻顶点之间的边表示连结这两对应端点的逻辑通道，即隧道。

隧道以叠加在IP主干网上的方式运行。需安全传输的数据分组经一定的封装处理，从信源的一个VPN端点进入VPN，经相关隧道穿越VPN（物理上穿越不安全的互联网），到达信宿的另一个VPN端点，再经过相应解封装处理，便得到原始数据。（不仅指定传送的路径，在中转节点也不会解析原始数据）

2）当用户数据需要跨越多个运营商的网络时，在连接两个独立网络的节点该用户的数据分组需要被解封装和再次封装，可能会造成数据泄露，这就需要用到加密技术和密钥管理技术。目前主要的密钥交换和管理标准有SKIP和ISAKMP（安全联盟和密钥管理协议）。

3）对于支持远程接入或动态建立隧道的VPN，在隧道建立之前需要确认访问者身份，是否可以建立要求的隧道，若可以，系统还需根据访问者身份实施资源访问控制。这需要访问者与设备的身份认证技术和访问控制技术。

安全扫描技术

一、问答题

1. 简述常见的黑客攻击过程。

1 目标探测和信息攫取

先确定攻击日标并收集目标系统的相关信息。一般先大量收集网上主机的信息，然后根据各系统的安全性强弱确定最后的目标。

1) 踩点（Footprinting）

黑客必须尽可能收集目标系统安全状况的各种信息。Whois数据库查询可以获得很多关于目标系统的注册信息，DNS查询(用Windows/UNIX上提供的nslookup命令客户端)也可令黑客获得关于目标系统域名、IP地址、DNS务器、邮件服务器等有用信息。此外还可以用traceroute工具获得一些网络拓扑和路由信息。

2) 扫描（Scanning）

在扫描阶段，我们将使用各种工具和技巧(如Ping扫射、端口扫描以及操作系统检测等)确定哪些系统存活着、它们在监听哪些端口(以此来判断它们在提供哪些服务)，甚至更进一步地获知它们运行的是什么操作系统。

3) 查点（Enumeration）

从系统中抽取有效账号或导出资源名的过程称为查点，这些信息很可能成为目标系统的祸根。比如说，一旦查点查出一个有效用户名或共享资源，攻击者猜出对应的密码或利用与资源共享协议关联的某些脆弱点通常就只是一个时间问题了。查点技巧差不多都是特定于操作系统的，因此要求使用前面步骤汇集的信息。

2 获得访问权（Gaining Access）

通过密码窃听、共享文件的野蛮攻击、攫取密码文件并破解或缓冲区溢出攻击等来获得系统的访问权限。

3 特权提升（Escalating Privilege）

在获得一般账户后，黑客经常会试图获得更高的权限，比如获得系统管理员权限。通常可以采用密码破解(如用L0phtcrack破解NT的SAM文件)、利用已知的漏洞或脆弱点等技术。

4 窃取（Stealing）

对敏感数据进行篡改、添加、删除及复制（如Windows系统的注册表、UNIX的rhost文件等）。

5 掩盖踪迹（Covering Tracks）

此时最重要就隐藏自己踪迹，以防被管理员发觉，比如清除日志记录、使用rootkits等工具。

6 创建后门（Creating Bookdoor）

在系统的不同部分布置陷阱和后门，以便入侵者在以后仍能从容获得特权访问。

入侵检测与安全审计

一、填空题

1．IDS的物理实现不同，按检测的监控位置划分，入侵检测系统可分为基于 主机的入侵检测系统、基于 网络的入侵检测系统 和 分布式入侵检测系统。

二、问答题

1. 什么是IDS，它有哪些基本功能？

入侵检测系统IDS，它从计算机网络系统中的若干关键点收集信息，并分析这些信息，检查网络中是否有违反安全策略的行为和遭到袭击的迹象。入侵检测被认为是防火墙之后的第二道安全闸门。

1）监测并分析用户和系统的活动，查找非法用户和合法用户的越权操作；

2）核查系统配置和漏洞并提示管理员修补漏洞；

3）评估系统关键资源和数据文件的完整性；

4）识别已知的攻击行为，统计分析异常行为；

5）操作系统日志管理，并识别违反安全策略的用户活动等。

网络病毒防范

一、选择题

1. 计算机病毒是计算机系统中一类隐藏在（C）上蓄意破坏的捣乱程序。

A. 内存 B. 软盘 C. 存储介质 D. 网络

二、填空题

1．计算机病毒的5个特征是：主动传染性、破坏性、寄生性（隐蔽性）、潜伏性、多态性。

2．恶意代码的基本形式还有 后门、逻辑炸弹、特洛伊木马、蠕虫、细菌。

蠕虫是通过 网络 进行传播的。

4．计算机病毒的工作机制有潜伏机制、传染机制、表现机制。

三、问答题

了解基本的计算机病毒防范措施。

计算机病毒防范，是指通过建立合理的计算机病毒防范体系和制度，及时发现计算机病毒侵入，并采取有效的手段阻止计算机病毒的传播和破坏，恢复受影响的计算机系统和数据。

计算机病毒利用读写文件能进行感染，利用驻留内存、截取中断向量等方式能进行传染和破坏。预防计算机病毒就是要监视、跟踪系统内类似的操作，提供对系统的保护，最大限度地避免各种计算机病毒的传染破坏。

9．什么是病毒的特征代码？它有什么作用？

病毒的特征代码是病毒程序编制者用来识别自己编写程序的唯一代码串。因此检测病毒程序可利用病毒的特征代码来检测病毒，以防止病毒程序感染。

10．什么是网络蠕虫？它的传播途径是什么？

网络蠕虫是一种可以通过网络（永久连接网络或拨号网络）进行自身复制的病毒程序。一旦在系统中激活，蠕虫可以表现得象计算机病毒或细菌。可以向系统注入特洛伊木马程序，或者进行任何次数的破坏或毁灭行动。普通计算机病毒需要在计算机的硬件或文件系统中繁殖，而典型的蠕虫程序会在内存中维持一个活动副本。蠕虫是一个独立运行的程序，自身不改变其他的程序，但可以携带一个改变其他程序功能的病毒。

综合习题

一、选择题

1. 计算机网络是地理上分散的多台（C）遵循约定的通信协议，通过软硬件互联的系统。

A. 计算机 B. 主从计算机

C. 自主计算机 D. 数字设备

2. 密码学的目的是（C）。

A. 研究数据加密 B. 研究数据解密

C. 研究数据保密 D. 研究信息安全

3. 假设使用一种加密算法，它的加密方法很简单：将每一个字母加5，即a加密成f。这种算法的密钥就是5，那么它属于（A）。

A. 对称加密技术 B. 分组密码技术

C. 公钥加密技术 D. 单向函数密码技术

4. 网络安全最终是一个折衷的方案，即安全强度和安全操作代价的折衷，除增加安全设施投资外，还应考虑（D）。

A. 用户的方便性 B. 管理的复杂性

C. 对现有系统的影响及对不同平台的支持

D. 上面3项都是

5．A方有一对密钥（KA公开，KA秘密），B方有一对密钥（KB公开，KB秘密），A方向B方发送

数字签名M，对信息M加密为：M’= KB公开（KA秘密（M））。B方收到密文的解密方案是

（C）。

A. KB公开（KA秘密（M’）） B. KA公开（KA公开（M’））

C. KA公开（KB秘密（M’）） D. KB秘密（KA秘密（M’））

6. “公开密钥密码体制”的含义是（C）。

A. 将所有密钥公开 B. 将私有密钥公开，公开密钥保密

C. 将公开密钥公开，私有密钥保密 D. 两个密钥相同

二、填空题

密码系统包括以下4个方面：明文空间、密文空间、密钥空间和密码算法。

解密算法D是加密算法E的 逆运算 。

常规密钥密码体制又称为 对称密钥密码体制 ，是在公开密钥密码体制以前使用的密码体制。

如果加密密钥和解密密钥 相同 ，这种密码体制称为对称密码体制。

DES算法密钥是 64 位，其中密钥有效位是 56 位。

RSA算法的安全是基于 分解两个大素数的积 的困难。

公开密钥加密算法的用途主要包括两个方面：密钥分配、数字签名。

消息认证是 验证信息的完整性 ，即验证数据在传送和存储过程中是否被篡改、重放或延迟等。

MAC函数类似于加密，它于加密的区别是MAC函数 不 可逆。

10．Hash函数是可接受 变长 数据输入，并生成 定长 数据输出的函数。

三、问答题

1．简述主动攻击与被动攻击的特点，并列举主动攻击与被动攻击现象。

主动攻击是攻击者通过网络线路将虚假信息或计算机病毒传入信息系统内部，破坏信息的真实性、完整性及系统服务的可用性，即通过中断、伪造、篡改和重排信息内容造成信息破坏，使系统无法正常运行。被动攻击是攻击者非常截获、窃取通信线路中的信息，使信息保密性遭到破坏，信息泄露而无法察觉，给用户带来巨大的损失。

2．简述对称密钥密码体制的原理和特点。

对称密钥密码体制，对于大多数算法，解密算法是加密算法的逆运算，加密密钥和解密密钥相同，同属一类的加密体制。它保密强度高但开放性差，要求发送者和接收者在安全通信之前，需要有可靠的密钥信道传递密钥，而此密钥也必须妥善保管。

3．具有N个节点的网络如果使用公开密钥密码算法，每个节点的密钥有多少？网络中的密钥共有多少？

每个节点的密钥是2个，网络中的密钥共有2N个。

对称密码算法存在哪些问题？

适用于封闭系统，其中的用户是彼此相关并相互信任的，所要防范的是系统外攻击。随

着开放网络环境的安全问题日益突出，而传统的对称密码遇到很多困难：密钥使用一段时间后需要更换，而密钥传送需要可靠的通道；在通信网络中，若所有用户使用相同密钥，则失去保密意义；若使用不同密钥N个人之间就需要N(N-1)/2个密钥，密钥管理困难。无法满足不相识的人之间私人谈话的保密性要求。对称密钥至少是两人共享，不带有个人的特征，因此不能进行数字签名。

IDEA是对称加密算法还是非对称加密算法？加密密钥是多少位？

IDEA是一种对称密钥算法，加密密钥是128位。

什么是序列密码和分组密码？

序列密码是一种对明文中的单个位（有时对字节）运算的算法。分组密码是把明文信息

分割成块结构，逐块予以加密和解密。块的长度由算法设计者预先确定。

简述公开密钥密码机制的原理和特点？

公开密钥密码体制是使用具有两个密钥的编码解码算法，加密和解密的能力是分开的；

这两个密钥一个保密，另一个公开。根据应用的需要，发送方可以使用接收方的公开密钥加密消息，或使用发送方的私有密钥签名消息，或两个都使用，以完成某种类型的密码编码解码功能。

什么是MD5？

MD消息摘要算法是由Rivest提出，是当前最为普遍的Hash算法，MD5是第5个版本，

该算法以一个任意长度的消息作为输入，生成128位的消息摘要作为输出，输入消息是按512位的分组处理的。

安全问题概述

一、选择题

1. 信息安全的基本属性是（D）。

A. 机密性 B. 可用性

C. 完整性 D. 上面3项都是

2. “会话侦听和劫持技术”是属于（B）的技术。

A. 密码分析还原 B. 协议漏洞渗透

C. 应用漏洞分析与渗透 D. DOS攻击

3. 对攻击可能性的分析在很大程度上带有（B）。

A. 客观性 B. 主观性

C. 盲目性 D. 上面3项都不是

4. 从安全属性对各种网络攻击进行分类，阻断攻击是针对（B）的攻击。

A. 机密性 B. 可用性 C. 完整性 D. 真实性

5. 从安全属性对各种网络攻击进行分类，截获攻击是针对（A）的攻击。

A. 机密性 B. 可用性 C. 完整性 D. 真实性

6. 从攻击方式区分攻击类型，可分为被动攻击和主动攻击。被动攻击难以（C），然而（C）这些攻击是可行的；主动攻击难以（C），然而（C）这些攻击是可行的。

A. 阻止,检测,阻止,检测 B. 检测,阻止,检测,阻止

C. 检测,阻止,阻止,检测 D. 上面3项都不是

7. 窃听是一种（A）攻击，攻击者（A）将自己的系统插入到发送站和接收站之间。截获是一种（A）攻击，攻击者（A）将自己的系统插入到发送站和接受站之间。

A. 被动,无须,主动,必须 B. 主动,必须,被动,无须

C. 主动,无须,被动,必须 D. 被动,必须,主动,无须

8. 拒绝服务攻击的后果是（E）。

A. 信息不可用 B. 应用程序不可用

C. 系统宕机 D. 阻止通信 E. 上面几项都是

9. 机密性服务提供信息的保密，机密性服务包括（D）。

A. 文件机密性 B. 信息传输机密性

C. 通信流的机密性 D. 以上3项都是

10．最新的研究和统计表明，安全攻击主要来自（B）。

A. 接入网 B. 企业内部网 C. 公用IP网 D. 个人网

11．攻击者用传输数据来冲击网络接口，使服务器过于繁忙以至于不能应答请求的攻击方

式是（A）。

A. 拒绝服务攻击 B. 地址欺骗攻击

C. 会话劫持 D. 信号包探测程序攻击

12．攻击者截获并记录了从A到B的数据，然后又从早些时候所截获的数据中提取出信息

重新发往B称为（D）。

A. 中间人攻击 B. 口令猜测器和字典攻击

C. 强力攻击 D. 回放攻击

二、问答题

请解释5种“窃取机密攻击”方式的含义。

1）网络踩点（Footprinting）

攻击者事先汇集目标的信息，通常采用Whois、Finger、Nslookup、Ping等工具获得目标的一些信息，如域名、IP地址、网络拓扑结构、相关的用户信息等，这往往是黑客入侵所做的第一步工作。

2）扫描攻击（Scanning）

这里的扫描主要指端口扫描，通常采用Nmap等各种端口扫描工具，可以获得目标计算

机的一些有用信息，比如机器上打开了哪些端口，这样就知道开设了哪些网络服务。黑客

就可以利用这些服务的漏洞，进行进一步的入侵。这往往是黑客入侵所做的第二步工作。

3）协议栈指纹（Stack Fingerprinting）鉴别（也称操作系统探测）

黑客对目标主机发出探测包，由于不同OS厂商的IP协议栈实现之间存在许多细微差别，

因此每种OS都有其独特的响应方法，黑客经常能够确定目标主机所运行的OS。这往往也可

以看作是扫描阶段的一部分工作。

4）信息流嗅探（Sniffering）

通过在共享局域网中将某主机网卡设置成混杂（Promiscuous）模式，或在各种局域网

中某主机使用ARP欺骗，该主机就会接收所有经过的数据包。基于这样的原理，黑客可以

使用一个嗅探器（软件或硬件）对网络信息流进行监视，从而收集到帐号和口令等信息。

这是黑客入侵的第三步工作。

5）会话劫持（Session Hijacking）

所谓会话劫持，就是在一次正常的通信过程中，黑客作为第三方参与到其中，或者是

在数据流里注射额外的信息，或者是将双方的通信模式暗中改变，即从直接联系变成交由

黑客中转。这种攻击方式可认为是黑客入侵的第四步工作——真正的攻击中的一种。

请解释5种“非法访问”攻击方式的含义。

1）口令破解

攻击者可以通过获取口令文件然后运用口令破解工具进行字典攻击或暴力攻击来获得

口令，也可通过猜测或窃听等方式获取口令，从而进入系统进行非法访问，选择安全的口

令非常重要。这也是黑客入侵中真正攻击方式的一种。

2) IP欺骗

攻击者可通过伪装成被信任源IP地址等方式来骗取目标主机的信任，这主要针对Linux

UNIX下建立起IP地址信任关系的主机实施欺骗。这也是黑客入侵中真正攻击方式的一种。

3) DNS欺骗

当DNS服务器向另一个DNS服务器发送某个解析请求（由域名解析出IP地址）时，因

为不进行身份验证，这样黑客就可以冒充被请求方，向请求方返回一个被篡改了的应答（IP

地址），将用户引向黑客设定的主机。这也是黑客入侵中真正攻击方式的一种。

4) 重放（Replay）攻击

在消息没有时间戳的情况下，攻击者利用身份认证机制中的漏洞先把别人有用的消息

记录下来，过一段时间后再发送出去。

5) 特洛伊木马（Trojan Horse）

把一个能帮助黑客完成某一特定动作的程序依附在某一合法用户的正常程序中，而一

旦用户触发正常程序，黑客代码同时被激活，这些代码往往能完成黑客早已指定的任务（如

监听某个不常用端口，假冒登录界面获取帐号和口令等）。

请解释下列网络信息安全的要素：
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安全体系结构与模型

一、选择题

1. 网络安全是在分布网络环境中对（D）提供安全保护。

A. 信息载体 B. 信息的处理、传输

C. 信息的存储、访问 D. 上面3项都是

2. ISO 7498-2从体系结构观点描述了5种安全服务，以下不属于这5种安全服务的是（B）。

A. 身份鉴别 B. 数据报过滤

C. 授权控制 D. 数据完整性

3. ISO 7498-2描述了8种特定的安全机制，以下不属于这8种安全机制的是（A）。

A. 安全标记机制 B. 加密机制

C. 数字签名机制 D. 访问控制机制

4. 用于实现身份鉴别的安全机制是（A）。

A. 加密机制和数字签名机制

B. 加密机制和访问控制机制

C. 数字签名机制和路由控制机制

D. 访问控制机制和路由控制机制

5. 在ISO/OSI定义的安全体系结构中，没有规定（E）。

A. 对象认证服务 B.数据保密性安全服务

C. 访问控制安全服务 D. 数据完整性安全服务

E. 数据可用性安全服务

6. ISO定义的安全体系结构中包含（B）种安全服务。

A. 4 B. 5 C. 6 D. 7

7. （D）不属于ISO/OSI安全体系结构的安全机制。

A. 通信业务填充机制 B. 访问控制机制

C. 数字签名机制 D. 审计机制 E. 公证机制

8. ISO安全体系结构中的对象认证服务，使用（B）完成。

A. 加密机制 B. 数字签名机制

C. 访问控制机制 D. 数据完整性机制

9. CA属于ISO安全体系结构中定义的（D）。

A. 认证交换机制 B. 通信业务填充机制

C. 路由控制机制 D. 公证机制

10. 数据保密性安全服务的基础是（D）。

A. 数据完整性机制 B. 数字签名机制

C. 访问控制机制 D. 加密机制

11. 可以被数据完整性机制防止的攻击方式是（D）。

A. 假冒源地址或用户的地址欺骗攻击

B. 抵赖做过信息的递交行为

C. 数据中途被攻击者窃听获取

D. 数据在途中被攻击者篡改或破坏

二、填空题

GB/T 9387.2-1995定义了5大类 安全服务 ，提供这些服务的8种 安全机制 以及相应的开放系统互连的安全管理，并可根据具体系统适当地配置于OSI模型的七层协议中。

P2DR的含义是：策略、保护、探测、反应。

三、问答题

列举并解释ISO/OSI中定义的5种标准的安全服务。

（1）鉴别

用于鉴别实体的身份和对身份的证实，包括对等实体鉴别和数据原发鉴别两种。

（2）访问控制

提供对越权使用资源的防御措施。

（3）数据机密性

针对信息泄露而采取的防御措施。分为连接机密性、无连接机密性、选择字段机密性、通信业务流机密性四种。

（4）数据完整性

防止非法篡改信息，如修改、复制、插入和删除等。分为带恢复的连接完整性、无恢复的连接完整性、选择字段的连接完整性、无连接完整性、选择字段无连接完整性五种。

（5）抗否认

是针对对方否认的防范措施，用来证实发生过的操作。包括有数据原发证明的抗否认和有交付证明的抗否认两种。

8．TCP/IP协议的网络安全体系结构的基础框架是什么？

由于OSI参考模型与TCP/IP参考模型之间存在对应关系，因此可根据GB/T 9387.2-1995的安全体系框架，将各种安全机制和安全服务映射到TCP/IP的协议集中，从而形成一个基于TCP/IP协议层次的网络安全体系结构。

密钥分配与管理

一、填空题

1．密钥管理的主要内容包括密钥的 生成、分配、使用、存储、备份、恢复和销毁。

2. 密钥生成形式有两种：一种是由 中心集中 生成，另一种是由 个人分散 生成。

密钥的分配是指产生并使使用者获得 密钥 的过程。

密钥分配中心的英文缩写是 KDC 。

二、问答题

1. 常规加密密钥的分配有几种方案，请对比一下它们的优缺点。

1. 集中式密钥分配方案

由一个中心节点或者由一组节点组成层次结构负责密钥的产生并分配给通信的双方，在这种方式下，用户不需要保存大量的会话密钥，只需要保存同中心节点的加密密钥，用于安全传送由中心节点产生的即将用于与第三方通信的会话密钥。这种方式缺点是通信量大，同时需要较好的鉴别功能以鉴别中心节点和通信方。目前这方面主流技术是密钥分配中心KDC技术。我们假定每个通信方与密钥分配中心KDC之间都共享一个惟一的主密钥，并且这个惟一的主密钥是通过其他安全的途径传递。

2. 分散式密钥分配方案

使用密钥分配中心进行密钥的分配要求密钥分配中心是可信任的并且应该保护它免于被破坏。如果密钥分配中心被第三方破坏，那么所有依靠该密钥分配中心分配会话密钥进行通信的所有通信方将不能进行正常的安全通信。如果密钥分配中心被第三方控制，那么所有依靠该密钥分配中心分配会话密钥进行进信的所有通信方之间的通信信息将被第三方窃听到

4. 密钥的产生需要注意哪些问题?

算法的安全性依赖于密钥，如果用一个弱的密钥产生方法，那么整个系统都将是弱的。DES有56位的密钥，正常情况下任何一个56位的数据串都能成为密钥，所以共有256种可能的密钥。在某些实现中，仅允许用ASCII码的密钥，并强制每一字节的最高位为零。有的实现甚至将大写字母转换成小写字母。这些密钥产生程序都使得DES的攻击难度比正常情况下低几千倍。因此，对于任何一种加密方法，其密钥产生方法都不容忽视。

大部分密钥生成算法采用随机过程或者伪随机过程来生成密钥。随机过程一般采用一个随机数发生器，它的输出是一个不确定的值。伪随机过程一般采用噪声源技术，通过噪声源的功能产生二进制的随机序列或与之对应的随机数。

5．KDC在密钥分配过程中充当何种角色？

KDC在密钥分配过程中充当可信任的第三方。KDC保存有每个用户和KDC之间共享的唯一密钥，以便进行分配。在密钥分配过程中，KDC按照需要生成各对端用户之间的会话密钥，并由用户和KDC共享的密钥进行加密，通过安全协议将会话密钥安全地传送给需要进行通信的双方。

数字签名与鉴别协议

一、选择题

1. 数字签名要预先使用单向Hash函数进行处理的原因是（C）。

A. 多一道加密工序使密文更难破译

B. 提高密文的计算速度

C. 缩小签名密文的长度，加快数字签名和验证签名的运算速度

D. 保证密文能正确还原成明文

二、填空题

数字签名 是笔迹签名的模拟，是一种包括防止源点或终点否认的认证技术。

三、问答题

1. 数字签名有什么作用？

当通信双方发生了下列情况时，数字签名技术必须能够解决引发的争端：

否认，发送方不承认自己发送过某一报文。

伪造，接收方自己伪造一份报文，并声称它来自发送方。

冒充，网络上的某个用户冒充另一个用户接收或发送报文。

篡改，接收方对收到的信息进行篡改。

2. 请说明数字签名的主要流程。

数字签名通过如下的流程进行：

(1) 采用散列算法对原始报文进行运算，得到一个固定长度的数字串，称为报文摘要(Message Digest)，不同的报文所得到的报文摘要各异，但对相同的报文它的报文摘要却是惟一的。在数学上保证，只要改动报文中任何一位，重新计算出的报文摘要值就会与原先的值不相符，这样就保证了报文的不可更改性。

(2) 发送方用目己的私有密钥对摘要进行加密来形成数字签名。

(3) 这个数字签名将作为报文的附件和报文一起发送给接收方。

(4) 接收方首先对接收到的原始报文用同样的算法计算出新的报文摘要，再用发送方的公开密钥对报文附件的数字签名进行解密，比较两个报文摘要，如果值相同，接收方就能确认该数字签名是发送方的，否则就认为收到的报文是伪造的或者中途被篡改。

3. 数字证书的原理是什么？

数字证书采用公开密钥体制（例如RSA）。每个用户设定一仅为本人所知的私有密钥，用它进行解密和签名；同时设定一公开密钥，为一组用户所共享，用于加密和验证签名。

采用数字证书，能够确认以下两点：

(1) 保证信息是由签名者自己签名发送的，签名者不能否认或难以否认。

(2) 保证信息自签发后到收到为止未曾做过任何修改，签发的信息是真实信息。

身份认证

一、选择题

1. Kerberos的设计目标不包括（B）。

A. 认证 B.授权 C.记账 D.审计

2. 身份鉴别是安全服务中的重要一环，以下关于身份鉴别叙述不正确的是（B）。

A. 身份鉴别是授权控制的基础

B. 身份鉴别一般不用提供双向的认证

C. 目前一般采用基于对称密钥加密或公开密钥加密的方法

D. 数字签名机制是实现身份鉴别的重要机制

3. 基于通信双方共同拥有的但是不为别人知道的秘密，利用计算机强大的计算能力，以该秘密作为加密和解密的密钥的认证是（C）。

A. 公钥认证 B. 零知识认证

C. 共享密钥认证 D. 口令认证

5．（C）是一个对称DES加密系统，它使用一个集中式的专钥密码功能，系统的核心是KDC。

A. TACACS B. RADIUS C. Kerberos D. PKI

二、填空题

身份认证是 验证信息发送者是真的 ，而不是冒充的，包括信源、信宿等的认证和识别。

三、问答题

解释身份认证的基本概念。

身份认证是指用户必须提供他是谁的证明，这种证实客户的真实身份与其所声称的身份是否相符的过程是为了限制非法用户访问网络资源，它是其他安全机制的基础。

身份认证是安全系统中的第一道关卡，识别身份后，由访问监视器根据用户的身份和授权数据库决定是否能够访问某个资源。一旦身份认证系统被攻破，系统的所有安全措施将形同虚设，黑客攻击的目标往往就是身份认证系统。

2. 单机状态下验证用户身份的三种因素是什么？

（1）用户所知道的东西：如口令、密码。

（2）用户所拥有的东西：如智能卡、身份证。

（3）用户所具有的生物特征：如指纹、声音、视网膜扫描、DNA等。

3. 有哪两种主要的存储口令的方式，各是如何实现口令验证的？

1. 直接明文存储口令

有很大风险，只要得到了存储口令的数据库，就可以得到全体人员的口令。比如攻击者可以设法得到一个低优先级的帐号和口令，进入系统后得到明文存储口令的文件，这样他就可以得到全体人员的口令。

2. Hash散列存储口令

散列函数的目的是为文件、报文或其他分组数据产生“指纹”。对于每一个用户，系统存储帐号和散列值对在一个口令文件中，当用户登录时，用户输入口令x，系统计算F(x)，然后与口令文件中相应的散列值进行比对，成功即允许登录。

5. 使用口令进行身份认证的优缺点？

优点在于黑客即使得到了口令文件，通过散列值想要计算出原始口令在计算上也是不可能的，这就相对增加了安全性。

严重的安全问题（单因素的认证），安全性仅依赖于口令，而且用户往往选择容易记忆、

容易被猜测的口令（安全系统最薄弱的突破口），口令文件也可被进行离线的字典式攻击。

6. 利用智能卡进行的双因素的认证方式的原理是什么？

智能卡具有硬件加密功能，有较高的安全性。每个用户持有一张智能卡，智能卡存储用户个性化的秘密信息，同时在验证服务器中也存放该秘密信息。进行认证时，用户输入PIN（个人身份识别码），智能卡认证PIN，成功后，即可读出智能卡中的秘密信息，进而利用该秘密信息与主机之间进行认证。

双因素的认证方式（PIN+智能卡），即使PIN或智能卡被窃取，用户仍不会被冒充。智能卡提供硬件保护措施和加密算法，可以利用这些功能加强安全性能。

7. 有哪些生物特征可以作为身份认证的依据，这种认证的过程是怎样的？

以人体唯一的、可靠的、稳定的生物特征（如指纹、虹膜、脸部、掌纹等）为依据，采用计算机强大的计算功能和网络技术进行图象处理和模式识别。该技术具有很好的安全性、可靠性和有效性。

所有的工作有4个步骤：抓图、抽取特征、比较和匹配。生物捕捉系统捕捉到生物特征的样品，唯一的特征将会被提取并且被转化成数字符号，这些符号被存成那个人的特征摸板，人们同识别系统交互进行身份认证，以确定匹配或不匹配

授权与访问控制

一、选择题

1. 访问控制是指确定（A）以及实施访问权限的过程。

A. 用户权限 B. 可给予哪些主体访问权利

C. 可被用户访问的资源 D. 系统是否遭受入侵

2. 下列对访问控制影响不大的是（D）。

A. 主体身份 B. 客体身份

C. 访问类型 D. 主体与客体的类型

3. 为了简化管理，通常对访问者（A），以避免访问控制表过于庞大。

A. 分类组织成组 B. 严格限制数量

C. 按访问时间排序，删除长期没有访问的用户

D. 不作任何限制

二、填空题

访问控制 的目的是为了限制访问主体对访问客体的访问权限。

三、问答题

解释访问控制的基本概念。

访问控制是建立在身份认证基础上的，通过限制对关键资源的访问，防止非法用户的侵入或因为合法用户的不慎操作而造成的破坏。

访问控制的目的：限制主体对访问客体的访问权限（安全访问策略），从而使计算机系统在合法范围内使用。

2. 访问控制有几种常用的实现方法？它们各有什么特点？

1 访问控制矩阵

行表示客体（各种资源），列表示主体（通常为用户），行和列的交叉点表示某个主体对某个客体的访问权限。通常一个文件的Own权限表示可以授予（Authorize）或撤消（Revoke）其他用户对该文件的访问控制权限。

2 访问能力表

实际的系统中虽然可能有很多的主体与客体，但两者之间的权限关系可能并不多。为了减轻系统的开销与浪费，我们可以从主体（行）出发，表达矩阵某一行的信息，这就是访问能力表（Capabilities）。

只有当一个主体对某个客体拥有访问的能力时，它才能访问这个客体。但是要从访问能力表获得对某一特定客体有特定权限的所有主体就比较困难。在一个安全系统中，正是客体本身需要得到可靠的保护，访问控制服务也应该能够控制可访问某一客体的主体集合，于是出现了以客体为出发点的实现方式——ACL。

3 访问控制表

也可以从客体（列）出发，表达矩阵某一列的信息，这就是访问控制表（Access Control

List）。它可以对某一特定资源指定任意一个用户的访问权限，还可以将有相同权限的用户分组，并授予组的访问权。

4 授权关系表

授权关系表（Authorization Relations）的每一行表示了主体和客体的一个授权关系。对表按客体进行排序，可以得到访问控制表的优势；对表按主体进行排序，可以得到访问能力表的优势。适合采用关系数据库来实现。

3. 访问控制表ACL有什么优缺点？

ACL的优点：表述直观、易于理解，比较容易查出对某一特定资源拥有访问权限的所有用户，有效地实施授权管理。

ACL应用到规模大的企业内部网时，有问题：

（1）网络资源很多，ACL需要设定大量的表项，而且修改起来比较困难，实现整个组织

范围内一致的控制政策也比较困难。

（2）单纯使用ACL，不易实现最小权限原则及复杂的安全政策。

4. 有哪几种访问控制策略？

三种不同的访问控制策略：自主访问控制（DAC）、强制访问控制（MAC）和基于角色的访问控制（RBAC），前两种属于传统的访问控制策略，而RBAC是90年代后期出现的，有很大的优势，所以发展很快。

每种策略并非是绝对互斥的，我们可以把几种策略综合起来应用从而获得更好、更安全的系统保护——多重的访问控制策略。

PKI技术

一、选择题

1. PKI支持的服务不包括（D）。

A. 非对称密钥技术及证书管理 B. 目录服务

C. 对称密钥的产生和分发 D. 访问控制服务

2. PKI的主要组成不包括（B）。

A. 证书授权CA B. SSL

C. 注册授权RA D. 证书存储库CR

3. PKI管理对象不包括（A）。

A. ID和口令 B. 证书

C. 密钥 D. 证书撤消

4. 下面不属于PKI组成部分的是（D）。

A. 证书主体 B. 使用证书的应用和系统

C. 证书权威机构 D. AS

PKI能够执行的功能是（A）和（C）。

A. 鉴别计算机消息的始发者 B. 确认计算机的物理位置

C. 保守消息的机密 D. 确认用户具有的安全性特权

二、问答题

1. 为什么说在PKI中采用公钥技术的关键是如何确认某个人真正的公钥？如何确认？

信息的可认证性是信息安全的一个重要方面。认证的目的有两个：一个是验证信息发送者的真实性，确认他没有被冒充；另一个是验证信息的完整性，确认被验证的信息在传递或存储过程中没有被篡改、重组或延迟。

在认证体制中，通常存在一个可信的第三方，用于仲裁、颁发证书和管理某些机密信息。公钥密码技术可以提供网络中信息安全的全面解决方案。采用公钥技术的关键是如何确认某个人真正的公钥。在PKI中，为了确保用户及他所持有密钥的正确性，公开密钥系统需要一个值得信赖而且独立的第三方机构充当认证中心(CA)，来确认声称拥有公开密钥的人的真正身份。

要确认一个公共密钥，CA首先制作一张“数字证书”，它包含用户身份的部分信息及用户所持有的公开密钥，然后CA利用本身的私钥为数字证书加上数字签名。

任何想发放自己公钥的用户，可以去认证中心(CA)申请自己的证书。CA中心在认证该人的真实身份后，颁发包含用户公钥的数字证书，它包含用户的真实身份、并证实用户公钥的有效期和作用范围(用于交换密钥还是数字签名)。其他用户只要能验证证书是真实的，并且信任颁发证书的CA，就可以确认用户的公钥。

2. 什么是数字证书？现有的数字证书由谁颁发，遵循什么标准，有什么特点？

数字证书是一个经证书认证中心(CA)数字签名的包含公开密钥拥有者信息以及公开密钥的文件。认证中心(CA)作为权威的、可信赖的、公正的第三方机构，专门负责为各种认证需求提供数字证书服务。认证中心颁发的数字证书均遵循X.509 V3标准。X.509标准在编排公共密钥密码格式方面已被广为接受。X.509证书已应用于许多网络安全，其中包括IPSec(IP安全)、SSL、SET、S/MIME。

3. X.509规范中是如何定义实体A信任实体B的？在PKI中信任又是什么具体含义？

X.509规范中给出了适用于我们目标的定义：

当实体A假定实体B严格地按A所期望的那样行动，则A信任B。在PKI中，我们可以把这个定

义具体化为：如果一个用户假定CA可以把任一公钥绑定到某个实体上，则他信任该CA。

5. 简述认证机构的严格层次结构模型的性质？

层次结构中的所有实体都信任惟一的根CA。在认证机构的严格层次结构中，每个实体(包括中介CA和终端实体)都必须拥有根CA的公钥，该公钥的安装是在这个模型中为随后进行的所有通信进行证书处理的基础，因此，它必须通过一种安全（带外）的方式来完成。

值得注意的是，在一个多层的严格层次结构中．终端实体直接被其上层的CA认证(也就是颁发证书)，但是它们的信任锚是另一个不同的CA (根CA)。

6. Web信任模型有哪些安全隐患？

Web模型在方便性和简单互操作性方面有明显的优势，但是也存在许多安全隐患。例如，因为浏览器的用户自动地信任预安装的所有公钥，所以即使这些根CA中有一个是“坏的”(例如，该CA从没有认真核实被认证的实体)，安全性将被完全破坏。

另外一个潜在的安全隐患是没有实用的机制来撤消嵌入到浏览器中的根密钥。如果发现一个根密钥是“坏的”(就像前而所讨论的那样)或者与根的公钥相应的私钥被泄密了，要使全世界数百万个浏览器都自动地废止该密钥的使用是不可能的。

7. 以用户为中心的信任模型是怎样实现信任关系的？哪个实际系统是使用这种模型的？

PGP最能说明以用户为中心的信任模型，在PGP中，一个用户通过担当CA（签署其他实体的公钥）并使其公钥被其他人所认证来建立（或参加）所谓的信任网（Web of Trust）。

例如，当A1ice收到一个据称属于Bob的证书时，她将发现这个证书是由她不认识的David签署的，但是David的证书是由她认识并且信任的Catherine签署的。在这种情况下，Alice可以决定信任Bob的密钥（即信任从Catherine到David再到Bob的密钥链），也可以决定不信任Bob的密钥（认为“未知的”Bob与“已知的”Catherine之间的“距离大远”）。

因为要依赖于用户自身的行为和决策能力，因此以用户为中心的模型在技术水平较高和利害关系高度一致的群体中是可行的，但是在一般的群体（它的许多用户有极少或者没有安全及PKI的概念）中是不现实的。

10. 构造证书库的最佳方法是什么？

证书库是证书的集中存放地，是网上的一种公共信息库，用户可以从此处获得其他用户的证书和公钥。构造证书库的最佳方法是采用支持LDAP协议的目录系统，用户或相关的应用通过LDAP来访问证书库。系统必须确保证书库的完整性，防止伪造、篡改证书。

11. 掌握证书管理有哪3个阶段组成，每个阶段包括哪些具体内容？

1 证书管理

（1）初始化阶段

1. 终端实体注册

终端实体注册是单个用户或进程的身份被建立和验证的过程。注册过程能够通过不同的方法来实现，图示说明了一个实体初始化包括一个RA和一个CA的可能的方案（注意RA部件根本不存在的其他可能方案也是可用的）。终端实体注册是在线执行的，是用注册表格的交换来说明的。注册过程一般要求包括将一个或更多的共享秘密赋给终端实体以便后来在初始化过程中CA确认那个个体。

2. 密钥对产生

密钥资料可以在终端实体注册过程之前或直接响应终端实体注册过程时产生。在RA中或在CA中产生密钥资料是可能的。每个终端实体多个密钥可以被用做支持分离的和截然不同的服务。例如，一个密钥对可以被用作支持不可否认性服务而另一个密钥对可以被用作支持机密性或密钥管理功能（双密钥对模型）。

3. 证书创建和密钥/证书分发

无论密钥在哪里产生，证书创建的职责都将单独地落在被授权的CA上。如果公钥是被终端实体而不是CA所产生的，那么该公钥必须被安全地传送到CA以便其能够被放入证书。

一旦密钥资料和相关的证书已经被产生，它们必须被适当分发。请求证书和从可信实体（即CA）取回证书（以及相关的密钥，如果适用的话）的必要条件是要求一个安全协议机制。

4. 证书分发

如果私钥和相应的公钥证书已经被分发，那么有一种或多种传送给另一个实体的方法：

• 带外分发；

• 在一个公众的资料库或数据库中公布，以使查询和在线检索简便；

• 带内协议分发，例如，包括带有安全E-mail报文的适用的验证证书。

被用做数字签名目的的证书可以仅需要分发给它们的所有者，被用做机密性目的的证书对于发信方必须是容易获得的。

5. 密钥备份和托管

一定比例的加密密钥将因为许多原因（忘记密码、磁盘被破坏、失常的智能卡或雇员被解雇）使这些密钥的所有者无法访问，这就需要事先进行密钥备份。

密钥托管是指把一个秘密的密钥或私钥交由第三方保管，这样做的问题是哪些密钥应委托保管以及谁是可以信任的第三方（政府？）。

（2）颁布阶段

1. 证书检索

证书检索与访问一个终端实体证书的能力有关。检索一个终端实体证书的需求可能被两个不同的使用要求所驱动。

• 加密发给其他实体的数据的需求；

• 验证一个从另一个实体收到的数字签名的需求。

2. 证书验证

证书验证与评估一个给定证书的合法性和证书颁发者的可信赖性有关。证书验证是在基于那个证书被准许加密操作之前进行的。

3. 密钥恢复

密钥管理生命周期包括从远程备份设施（如可信密钥恢复中心或CA）中恢复私有加密密钥的能力。 密钥的恢复能使PKI管理员和终端用户的负担减至最小，这个过程必须尽可能最大程度自动化。

4. 密钥更新

当证书被颁发时，其被赋与一个固定的生存期。当证书“接近”过期时，必须颁发一个新的公/私钥和相关证书，这被称为密钥更新。应该允许一个合理的转变时间使依托方取得新证书，从而避免与过期证书所有有关的服务中断。这个过程是自动的，并对终端用户完全透明。

（3）取消阶段

1. 证书过期

证书在颁布时被赋与一个固定的生存期，在其被建立的有效期结束后，证书将会过期。当一个证书过期后，与该证书有关的终端实体可能发生三件事：

• 没有活动：终端实体不在参加PKI；

• 证书恢复：相同的公钥被加入新有效期的新证书（当与最初证书的颁布有关的环境没有变化时使用，并且它仍然认为是可靠的）；

• 证书更新：一个新的公/私钥对被产生，并且一个新的证书被颁发。

2. 证书撤消

在证书自然过期之前对给定证书的即时取消（可疑的密钥损害、作业状态的变化或者雇佣终止等）。

一个终端用户个人可以亲自初始化自己的证书撤消（例如由于相应私有密钥的可疑损害）。RA可以代表终端用户被用做初始化证书撤消。经授权的管理者也可以有能力撤消终端实体的证书。

3. 密钥历史

由于机密性加密密钥最后要过期，因此可靠安全地存储用做解密的私有密钥是必须的，这被称作密钥历史，否则无法恢复。

4. 密钥档案

可靠地保存已经过期的用于验证数字签名的公钥，以便对历史文档的数字签名进行验证。

12. 什么是X.500目录服务？

X.500是一种CCITT针对已经被ISO接受的目录服务系统的建议，它定义了一个机构如何在一个企业的全局范围内共享名字和与它们相关的对象。

一个完整的X.500系统称为一个“目录”，X.500是层次性的，其中的管理性域(机构、分支、部门和工作组)可以提供这些域内的用户和资源的信息。它被认为是实现一个目录服务的最好途径。

X.500目录服务是一种用于开发一个单位内部人员目录的标准方法，这个目录可以成为全球目录的一部分，任何人都可以查询这个单位中人员的信息。这个目录有一个树型结构：国家，单位(或组织)，部门和个人。一个知名和最大的X.500目录是用于管理域名注册的InterNIC。

X.500目录服务可以向需要访问网络任何地方资源的电子函件系统和应用，或需要知道在网络上的实体名字和地点的管理系统提供信息。这个目录是一个目录信息数据库(DIB)。

13. 什么是X.509方案，它是如何实现数字签名的？

X.509是一种行业标准或者行业解决方案——X.509公共密钥证书，在X.509方案中，默认的加密体制是公钥密码体制。

为进行身份认证，X.509标准及公共密钥加密系统提供了数字签名的方案。用户可生成一段信息及其摘要(指纹)。用户用专用密钥对摘要加密以形成签名，接收者用发送者的公共密钥对签名解密，并将之与收到的信息“指纹”进行比较，以确定其真实性。

15. X.500和LDAP有什么联系和区别？

LDAP协议基于X.500标准，但是比较简单，并且可以根据需要定制，LDAP支持TCP/IP。在企业范围内实现LDAP可以让运行在几乎所有计算机平台上的所有的应用程序从LDAP目录中获取信息（电子邮件地址、邮件路由信息、人力资源数据、公用密钥、联系人列表）。

16. 实施PKI的过程中产生了哪些问题，如何解决？

首先是实施的问题，PKI定义了严格的操作协议和信任层次关系。任何向CA申请数字证书的人必须经过线下(offline)的身份验证(通常由RA完成)，这种身份验证工作很难扩展到整个Internet范围，因此，现今构建的PKI系统都局限在一定范围内，这造成了PKI系统扩展问题。

由于不同PKI系统都定义了各自的信任策略，在进行互相认证的时候，为了避免由于信任策略不同而产生的问题，普遍的做法是忽略信任策略。这样，本质上是管理Internet上的信任关系的PKI就仅仅起到身份验证的作用了。

提出用PMI解决。

17．什么是证书链？根CA证书由谁签发？

由于一个公钥用户拥有的可信证书管理中心数量有限，要与大量不同管理域的用户建立安全通信需要CA建立信任关系，这样就要构造一个证书链。证书链是最常用的用于验证实体它的公钥之间的绑定的方法。一个证书链一般是从根CA证书开始，前一个证书主体是后一个证书的签发者。也就是说，该主题对后一个证书进行了签名。而根CA证书是由根自己签发的。

18．叙述基于X.509数字证书在PKI中的作用。

X.509数字证书是各实体在网络中的身份证明，它证书了实体所声明的身份与其公钥的匹配关系。从公钥管理的机制讲，数字证书是非对称密码体制中密钥管理的媒介。即在非对称密码体制中，公钥的分发、传送是通过数字证书来实现的。通过数字证书，可以提供身份的认证与识别，完整性、保密性和不可否认等安全服务。

电子邮件的安全

一、问答题

1. 电子邮件存在哪些安全性问题？

1）垃圾邮件包括广告邮件、骚扰邮件、连锁邮件、反动邮件等。垃圾邮件会增加网络负荷，影响网络传输速度，占用邮件服务器的空间。

2）诈骗邮件通常指那些带有恶意的欺诈性邮件。利用电子邮件的快速、便宜，发信人能迅速让大量受害者上当。

3）邮件炸弹指在短时间内向同一信箱发送大量电子邮件的行为，信箱不能承受时就会崩溃。

4）通过电子邮件传播的病毒通常用VBScript编写，且大多数采用附件的形式夹带在电子邮件中。当收信人打开附件后，病毒会查询他的通讯簿，给其上所有或部分人发信，并将自身放入附件中，以此方式继续传播扩散。

端到端的安全电子邮件技术，能够保证邮件从发出到接收的整个过程中的哪三种安全性？

端到端的安全电子邮件技术，保证邮件从被发出到被接收的整个过程中，内容保密、无法修改、并且不可否认。目前的Internet上，有两套成型的端到端安全电子邮件标准：PGP和S/MIME。它一般只对信体进行加密和签名， 而信头则由于邮件传输中寻址和路由的需要，必须保证原封不动。

为什么PGP在加密明文之前先压缩它？

PGP内核使用Pkzip算法来压缩加密前的明文。一方面对电子邮件而言，压缩后加密再经过7位编码密文有可能比明文更短，这就节省了网络传输的时间。另一方面，经过压缩的明文，实际上相当于多经过了一次变换，信息更加杂乱无章，能更强地抵御攻击。

在服务器端和用户端各有哪些方式防范垃圾邮件？

在服务器端，应该设置发信人身份认证，以防止自己的邮件服务器被选做垃圾邮件的传递者。现在包括不少国内知名电子邮件提供者在内的诸多邮件服务器被国外的拒绝垃圾邮件组织列为垃圾邮件来源。结果是：所有来自该服务器的邮件全部被拒收!

在用户端，防范垃圾邮件有如下方式：

1）不随便公开自己的电子邮件地址，防止其被收入垃圾邮件的发送地址列表。因为有很多软件可以自动收集这些新闻组文章或者论坛中出现过的电子邮件地址。一旦被收入这些

垃圾邮件的地址列表中，一些不怀好意的收集者将出售这些电子邮件地址牟利，然后，很不幸地，这个地址将可能源源不断地收到各种垃圾邮件。

2）尽量采用转发的方式收信，避免直接使用ISP提供的信箱。申请一个转发信箱地址，结合垃圾邮件过滤，然后再转发到自己的真实信箱。实践证明，这的确是一个非常有效的方法。只有结合使用地址过滤和字符串特征过滤才能取得最好的过滤效果。

不要回复垃圾邮件，这是一个诱人进一步上当的花招。

Web与电子商务的安全

一、选择题

1. SSL产生会话密钥的方式是（C）。

A. 从密钥管理数据库中请求获得

B. 每一台客户机分配一个密钥的方式

C. 随机由客户机产生并加密后通知服务器

D. 由服务器产生并分配给客户机

2. （C）属于Web中使用的安全协议。

A. PEM、SSL B. S-HTTP、S/MIME

C. SSL、S-HTTP D. S/MIME、SSL

3. 传输层保护的网络采用的主要技术是建立在（A）基础上的（A）。

A. 可靠的传输服务，安全套接字层SSL协议

B. 不可靠的传输服务，S-HTTP协议

C. 可靠的传输服务， S-HTTP协议

D. 不可靠的传输服务，安全套接字层SSL协议

二、问答题

9、什么是SET电子钱包？

SET交易发生的先决条件是，每个持卡人(客户)必须拥有一个惟一的电子(数字)证书，且由客户确定口令，并用这个口令对数字证书、私钥、信用卡号码及其他信息进行加密存储，这些与符合SET协议的软件一起组成了一个SET电子钱包。

10、简述一个成功的SET交易的标准流程。

(1) 客户在网上商店选中商品并决定使用电子钱包付款，商家服务器上的POS软件发报文给客户的浏览器要求电子钱包付款。

(2) 电子钱包提示客户输入口令后与商家服务器交换“握手”消息，确认客户、商家均为合法，初始化支付请求和支付响应。

(3) 客户的电子钱包形成一个包含购买订单、支付命令(内含加密了的客户信用卡号码)的报文发送给商家。

(4) 商家POS软件生成授权请求报文(内含客户的支付命令)，发给收单银行的支付网关。

(5) 支付网关在确认客户信用卡没有超过透支额度的情况下，向商家发送一个授权响应报文。

(6) 商家向客户的电子钱包发送一个购买响应报文，交易结束，客户等待商家送货上

防火墙技术

一、选择题

1. 一般而言，Internet防火墙建立在一个网络的（C）。

A. 内部子网之间传送信息的中枢

B. 每个子网的内部

C. 内部网络与外部网络的交叉点

D. 部分内部网络与外部网络的结合处

2. 包过滤型防火墙原理上是基于（C）进行分析的技术。

A. 物理层 B. 数据链路层

C. 网络层 D. 应用层

3. 为了降低风险，不建议使用的Internet服务是（D）。

A. Web服务 B. 外部访问内部系统

C. 内部访问Internet D. FTP服务

4. 对非军事DMZ而言，正确的解释是（D）。

A. DMZ是一个真正可信的网络部分

B. DMZ网络访问控制策略决定允许或禁止进入DMZ通信

C. 允许外部用户访问DMZ系统上合适的服务

D. 以上3项都是

5. 对动态网络地址交换（NAT），不正确的说法是（B）。

A. 将很多内部地址映射到单个真实地址

B. 外部网络地址和内部地址一对一的映射

C. 最多可有64000个同时的动态NAT连接

D. 每个连接使用一个端口

以下（D）不是包过滤防火墙主要过滤的信息？

A. 源IP地址 B. 目的IP地址 C. TCP源端口和目的端口 D. 时间

防火墙用于将Internet和内部网络隔离，（B）。

A. 是防止Internet火灾的硬件设施

B. 是网络安全和信息安全的软件和硬件设施

C. 是保护线路不受破坏的软件和硬件设施

D. 是起抗电磁干扰作用的硬件设施

二、填空题

防火墙是位于两个 网络之间 ，一端是 内部网络 ，另一端是 外部网络 。

防火墙系统的体系结构分为 双宿主机体系结构 、屏蔽主机体系结构 、屏蔽子网体系结构。

三、问答题

1. 什么是防火墙，为什么需要有防火墙？

防火墙是一种装置，它是由软件/硬件设备组合而成，通常处于企业的内部局域网与Internet之间，限制Internet用户对内部网络的访问以及管理内部用户访问Internet的权限。换言之，一个防火墙在一个被认为是安全和可信的内部网络和一个被认为是不那么安全和可信的外部网络(通常是Internet)之间提供一个封锁工具。

如果没有防火墙，则整个内部网络的安全性完全依赖于每个主机，因此，所有的主机都必须达到一致的高度安全水平，这在实际操作时非常困难。而防火墙被设计为只运行专用的访问控制软件的设备，没有其他的服务，因此也就意味着相对少一些缺陷和安全漏洞，这就使得安全管理变得更为方便，易于控制，也会使内部网络更加安全。

防火墙所遵循的原则是在保证网络畅通的情况下，尽可能保证内部网络的安全。它是一种被动的技术，是一种静态安全部件。

2. 防火墙应满足的基本条件是什么？

作为网络间实施网间访问控制的一组组件的集合，防火墙应满足的基本条件如下：

(1) 内部网络和外部网络之间的所有数据流必须经过防火墙。

(2) 只有符合安全策略的数据流才能通过防火墙。

(3) 防火墙自身具有高可靠性，应对渗透(Penetration)免疫，即它本身是不可被侵入的。

3. 列举防火墙的几个基本功能？

(1) 隔离不同的网络，限制安全问题的扩散，对安全集中管理，简化了安全管理的复杂程度。

(2) 防火墙可以方便地记录网络上的各种非法活动，监视网络的安全性，遇到紧急情况报警。

(3) 防火墙可以作为部署NAT的地点，利用NAT技术，将有限的IP地址动态或静态地与内部的IP地址对应起来，用来缓解地址空间短缺的问题或者隐藏内部网络的结构。

(4) 防火墙是审计和记录Internet使用费用的一个最佳地点。

(5) 防火墙也可以作为IPSec的平台。

(6) 内容控制功能。根据数据内容进行控制，比如防火墙可以从电子邮件中过滤掉垃圾邮件，可以过滤掉内部用户访问外部服务的图片信息。只有代理服务器和先进的过滤才能实现。

防火墙有哪些局限性？

(1) 网络上有些攻击可以绕过防火墙（如拨号）。

(2) 防火墙不能防范来自内部网络的攻击。

(3) 防火墙不能对被病毒感染的程序和文件的传输提供保护。

(4) 防火墙不能防范全新的网络威胁。

(5) 当使用端到端的加密时，防火墙的作用会受到很大的限制。

(6) 防火墙对用户不完全透明，可能带来传输延迟、瓶颈以及单点失效等问题。

(7) 防火墙不能防止数据驱动式攻击。有些表面无害的数据通过电子邮件或其他方式发送到主机上，一旦被执行就形成攻击（附件）。

包过滤防火墙的过滤原理是什么？

包过滤防火墙也称分组过滤路由器，又叫网络层防火墙，因为它是工作在网络层。路由器便是一个网络层防火墙，因为包过滤是路由器的固有属性。它一般是通过检查单个包的地址、协议、端口等信息来决定是否允许此数据包通过，有静态和动态两种过滤方式。

这种防火墙可以提供内部信息以说明所通过的连接状态和一些数据流的内容，把判断的信息同规则表进行比较，在规则表中定义了各种规则来表明是否同意或拒绝包的通过。包过滤防火墙检查每一条规则直至发现包中的信息与某规则相符。如果没有一条规则能符合，防火墙就会使用默认规则（丢弃该包）。在制定数据包过滤规则时，一定要注意数据包是双向的。

状态检测防火墙的原理是什么，相对包过滤防火墙有什么优点？

状态检测又称动态包过滤，所以状态检测防火墙又称动态防火墙，最早由CheckPoint提出。

状态检测是一种相当于4、5层的过滤技术，既提供了比包过滤防火墙更高的安全性和更灵活的处理，也避免了应用层网关的速度降低问题。要实现状态检测防火墙，最重要的是实现连接的跟踪功能，并且根据需要可动态地在过滤规则中增加或更新条目。防火墙应当包含关于包最近已经通过它的“状态信息”，以决定是否让来自Internet的包通过或丢弃。

应用层网关的工作过程是什么？它有什么优缺点？

主要工作在应用层，又称为应用层防火墙。它检查进出的数据包，通过自身复制传递数据，防止在受信主机与非受信主机间直接建立联系。应用层网关能够理解应用层上的协议，能够做复杂的访问控制，并做精细的注册和审核。

基本工作过程是：当客户机需要使用服务器上的数据时，首先将数据请求发给代理服务器，代理服务器再根据这一请求向服务器索取数据，然后再由代理服务器将数据传输给客户机。

常用的应用层网关已有相应的代理服务软件，如HTTP、SMTP、FTP、Telnet等，但是对于新开发的应用，尚没有相应的代理服务，它们将通过网络层防火墙和一般的代理服务。

应用层网关有较好的访问控制能力，是目前最安全的防火墙技术。能够提供内容过滤、用户认证、页面缓存和NAT等功能。但实现麻烦，有的应用层网关缺乏“透明度”。应用层网关每一种协议需要相应的代理软件，使用时工作量大，效率明显不如网络层防火墙。

代理服务器有什么优缺点？

代理服务技术的优点是：隐蔽内部网络拓扑信息；网关理解应用协议，可以实施更细粒度的访问控制；较强的数据流监控和报告功能。（主机认证和用户认证）缺点是对每一类应用都需要一个专门的代理，灵活性不够；每一种网络应用服务的安全问题各不相同，分析困难，因此实现困难。速度慢。

静态包过滤和动态包过滤有什么不同？

静态包过滤在遇到利用动态端口的协议时会发生困难，如FTP，防火墙事先无法知道哪些端口需要打开，就需要将所有可能用到的端口打开，会给安全带来不必要的隐患。

而状态检测通过检查应用程序信息(如FTP的PORT和PASV命令)，来判断此端口是否需要临时打开，而当传输结束时，端口又马上恢复为关闭状态。

VPN技术

一、选择题

1. 通常所说的移动VPN是指（A）。

A. Access VPN B. Intranet VPN

C. Extranet VPN D. 以上皆不是

2. 属于第二层的VPN隧道协议有（B）。

A. IPSec B. PPTP C.GRE D. 以上皆不是

3. GRE协议的乘客协议是（D）。

A. IP B. IPX C. AppleTalk D. 上述皆可

4. VPN的加密手段为（C）。

A. 具有加密功能的防火墙

B. 具有加密功能的路由器

C. VPN内的各台主机对各自的信息进行相应的加密

D. 单独的加密设备

6. 将公司与外部供应商、客户及其他利益相关群体相连接的是（B）。

A. 内联网VPN B. 外联网VPN C. 远程接入VPN D. 无线VPN

7. PPTP、L2TP和L2F隧道协议属于（B）协议。

A. 第一层隧道 B. 第二层隧道 C. 第三层隧道 D. 第四层隧道

8．不属于隧道协议的是（C）。

A. PPTP B. L2TP C. TCP/IP D. IPSec

不属于VPN的核心技术是（C）。

A. 隧道技术 B. 身份认证 C. 日志记录 D. 访问控制

10．目前，VPN使用了（A）技术保证了通信的安全性。

隧道协议、身份认证和数据加密

身份认证、数据加密

隧道协议、身份认证

隧道协议、数据加密

（A）通过一个拥有与专用网络相同策略的共享基础设施，提供对企业内部网或外部

网的远程访问。

A. Access VPN B. Intranet VPN C. Extranet VPN D. Internet VPN

13．L2TP隧道在两端的VPN服务器之间采用（A）来验证对方的身份。

A. 口令握手协议CHAP B. SSL

C. Kerberos D. 数字证书

二、问答题

1. 解释VPN的基本概念。

VPN是Virtual Private Network的缩写，是将物理分布在不同地点的网络通过公用骨干网，尤其是Internet连接而成的逻辑上的虚拟子网。

Virtual是针对传统的企业“专用网络”而言的。VPN则是利用公共网络资源和设备建立一个逻辑上的专用通道，尽管没有自己的专用线路，但它却可以提供和专用网络同样的功能。

Private表示VPN是被特定企业或用户私有的，公共网络上只有经过授权的用户才可以使用。在该通道内传输的数据经过了加密和认证，保证了传输内容的完整性和机密性。

2．简述VPN使用了哪些主要技术。

1）隧道（封装）技术是目前实现不同VPN用户业务区分的基本方式。一个VPN可抽象为一个没有自环的连通图，每个顶点代表一个VPN端点（用户数据进入或离开VPN的设备端口），相邻顶点之间的边表示连结这两对应端点的逻辑通道，即隧道。

隧道以叠加在IP主干网上的方式运行。需安全传输的数据分组经一定的封装处理，从信源的一个VPN端点进入VPN，经相关隧道穿越VPN（物理上穿越不安全的互联网），到达信宿的另一个VPN端点，再经过相应解封装处理，便得到原始数据。（不仅指定传送的路径，在中转节点也不会解析原始数据）

2）当用户数据需要跨越多个运营商的网络时，在连接两个独立网络的节点该用户的数据分组需要被解封装和再次封装，可能会造成数据泄露，这就需要用到加密技术和密钥管理技术。目前主要的密钥交换和管理标准有SKIP和ISAKMP（安全联盟和密钥管理协议）。

3）对于支持远程接入或动态建立隧道的VPN，在隧道建立之前需要确认访问者身份，是否可以建立要求的隧道，若可以，系统还需根据访问者身份实施资源访问控制。这需要访问者与设备的身份认证技术和访问控制技术。

安全扫描技术

一、问答题

1. 简述常见的黑客攻击过程。

1 目标探测和信息攫取

先确定攻击日标并收集目标系统的相关信息。一般先大量收集网上主机的信息，然后根据各系统的安全性强弱确定最后的目标。

1) 踩点（Footprinting）

黑客必须尽可能收集目标系统安全状况的各种信息。Whois数据库查询可以获得很多关于目标系统的注册信息，DNS查询(用Windows/UNIX上提供的nslookup命令客户端)也可令黑客获得关于目标系统域名、IP地址、DNS务器、邮件服务器等有用信息。此外还可以用traceroute工具获得一些网络拓扑和路由信息。

2) 扫描（Scanning）

在扫描阶段，我们将使用各种工具和技巧(如Ping扫射、端口扫描以及操作系统检测等)确定哪些系统存活着、它们在监听哪些端口(以此来判断它们在提供哪些服务)，甚至更进一步地获知它们运行的是什么操作系统。

3) 查点（Enumeration）

从系统中抽取有效账号或导出资源名的过程称为查点，这些信息很可能成为目标系统的祸根。比如说，一旦查点查出一个有效用户名或共享资源，攻击者猜出对应的密码或利用与资源共享协议关联的某些脆弱点通常就只是一个时间问题了。查点技巧差不多都是特定于操作系统的，因此要求使用前面步骤汇集的信息。

2 获得访问权（Gaining Access）

通过密码窃听、共享文件的野蛮攻击、攫取密码文件并破解或缓冲区溢出攻击等来获得系统的访问权限。

3 特权提升（Escalating Privilege）

在获得一般账户后，黑客经常会试图获得更高的权限，比如获得系统管理员权限。通常可以采用密码破解(如用L0phtcrack破解NT的SAM文件)、利用已知的漏洞或脆弱点等技术。

4 窃取（Stealing）

对敏感数据进行篡改、添加、删除及复制（如Windows系统的注册表、UNIX的rhost文件等）。

5 掩盖踪迹（Covering Tracks）

此时最重要就隐藏自己踪迹，以防被管理员发觉，比如清除日志记录、使用rootkits等工具。

6 创建后门（Creating Bookdoor）

在系统的不同部分布置陷阱和后门，以便入侵者在以后仍能从容获得特权访问。

入侵检测与安全审计

一、填空题

1．IDS的物理实现不同，按检测的监控位置划分，入侵检测系统可分为基于 主机的入侵检测系统、基于 网络的入侵检测系统 和 分布式入侵检测系统。

二、问答题

1. 什么是IDS，它有哪些基本功能？

入侵检测系统IDS，它从计算机网络系统中的若干关键点收集信息，并分析这些信息，检查网络中是否有违反安全策略的行为和遭到袭击的迹象。入侵检测被认为是防火墙之后的第二道安全闸门。

1）监测并分析用户和系统的活动，查找非法用户和合法用户的越权操作；

2）核查系统配置和漏洞并提示管理员修补漏洞；

3）评估系统关键资源和数据文件的完整性；

4）识别已知的攻击行为，统计分析异常行为；

5）操作系统日志管理，并识别违反安全策略的用户活动等。

网络病毒防范

一、选择题

1. 计算机病毒是计算机系统中一类隐藏在（C）上蓄意破坏的捣乱程序。

A. 内存 B. 软盘 C. 存储介质 D. 网络

二、填空题

1．计算机病毒的5个特征是：主动传染性、破坏性、寄生性（隐蔽性）、潜伏性、多态性。

2．恶意代码的基本形式还有 后门、逻辑炸弹、特洛伊木马、蠕虫、细菌。

蠕虫是通过 网络 进行传播的。

4．计算机病毒的工作机制有潜伏机制、传染机制、表现机制。

三、问答题

了解基本的计算机病毒防范措施。

计算机病毒防范，是指通过建立合理的计算机病毒防范体系和制度，及时发现计算机病毒侵入，并采取有效的手段阻止计算机病毒的传播和破坏，恢复受影响的计算机系统和数据。

计算机病毒利用读写文件能进行感染，利用驻留内存、截取中断向量等方式能进行传染和破坏。预防计算机病毒就是要监视、跟踪系统内类似的操作，提供对系统的保护，最大限度地避免各种计算机病毒的传染破坏。

9．什么是病毒的特征代码？它有什么作用？

病毒的特征代码是病毒程序编制者用来识别自己编写程序的唯一代码串。因此检测病毒程序可利用病毒的特征代码来检测病毒，以防止病毒程序感染。

10．什么是网络蠕虫？它的传播途径是什么？

网络蠕虫是一种可以通过网络（永久连接网络或拨号网络）进行自身复制的病毒程序。一旦在系统中激活，蠕虫可以表现得象计算机病毒或细菌。可以向系统注入特洛伊木马程序，或者进行任何次数的破坏或毁灭行动。普通计算机病毒需要在计算机的硬件或文件系统中繁殖，而典型的蠕虫程序会在内存中维持一个活动副本。蠕虫是一个独立运行的程序，自身不改变其他的程序，但可以携带一个改变其他程序功能的病毒。

一、判断题

1.根据IS0 13335标准，信息是通过在数据上施加某些约定而赋予这些数据的特殊含义。 正确

2.信息安全保障阶段中，安全策略是核心，对事先保护、事发检测和响应、事后恢复起到了统一指导作用。 错误

3. 只要投资充足，技术措施完备，就能够保证百分之百的信息安全。 错误

4. 我国在2006年提出的《2006～2020年国家信息化发展战略》将“建设国家信息安全保障体系”作为9大战略发展方向之一。 正确

5.2003年7月国家信息化领导小组第三次会议发布的27号文件，是指导我国信息安全保障工作和加快推进信息化的纲领性文献。 正确

6.在我国，严重的网络犯罪行为也不需要接受刑法的相关处罚。 错误

7.安全管理的合规性，主要是指在有章可循的基础之上，确保信息安全工作符合国家法律、法规、行业标准、机构内部的方针和规定。 正确

8.Windows 2000／xp系统提供了口令安全策略，以对帐户口令安全进行保护。 正确

9.信息安全等同于网络安全。 错误

10.GB 17859与目前等级保护所规定的安全等级的含义不同，GB 17859中等级划分为现在的等级保护奠定了基础。 正确

11.口令认证机制的安全性弱点，可以使得攻击者破解合法用户帐户信息，进而非法获得系统和资源访问权限。正确

12.PKI系统所有的安全操作都是通过数字证书来实现的。 正确

13.PKI系统使用了非对称算法、对称算法和散列算法。 正确

14.一个完整的信息安全保障体系，应当包括安全策略(Policy)、保护(Protection)、检测(Detection)、响应(Reaction)、恢复Restoration)五个主要环节。 正确

15.信息安全的层次化特点决定了应用系统的安全不仅取决于应用层安全机制，同样依赖于底层的物理、网络和系统等层面的安全状况。 正确

16. 实现信息安全的途径要借助两方面的控制措施：技术措施和管理措施，从这里就能看出技术和管理并重的基本思想，重技术轻管理，或者重管理轻技术，都是不科学，并且有局限性的错误观点。正确

17.按照BS 7799标准，信息安全管理应当是一个持续改进的周期性过程。 正确

18.虽然在安全评估过程中采取定量评估能获得准确的分析结果，但是由于参数确定较为困难，往往实际评估多采取定性评估，或者定性和定量评估相结合的方法。 正确

19.一旦发现计算机违法犯罪案件，信息系统所有者应当在2天内迅速向当地公安机关报案，并配合公安机关的取证和调查。错误

20. 定性安全风险评估结果中，级别较高的安全风险应当优先采取控制措施予以应对。 正确

21.网络边界保护中主要采用防火墙系统，为了保证其有效发挥作用，应当避免在内网和外网之间存在不经过防火墙控制的其他通信连接。 正确

22.网络边统，在内网和外网之间存在不经过防火墙控制的其他通信连接，不会影响到防火墙的有效保护作用。 错误

23. 防火墙虽然是网络层重要的安全机制，但是它对于计算机病毒缺乏保护能力。 正确

24. 我国刑法中有关计算机犯罪的规定，定义了3种新的犯罪类型。错误

25. 信息技术基础设施库(ITIL)，是由英国发布的关于IT服务管理最佳实践的建议和指导方针，旨在解决IT服务质量不佳的情况。正确

26.美国国家标准技术协会NIST发布的《SP 800-30》中详细阐述了IT系统风险管理内容。 正确

27.防火墙在静态包过滤技术的基础上，通过会话状态检测技术将数据包的过滤处理效率大幅提高。 正确

28. 通常在风险评估的实践中，综合利用基线评估和详细评估的优点，将二者结合起来。正确

29. 脆弱性分析技术，也被通俗地称为漏洞扫描技术。该技术是检测远程或本地系统安全脆弱性的一种安全技术。 正确

二．单项选择题

30.下列关于信息的说法 \_\_\_\_是错误的。D

A 信息是人类社会发展的重要支柱           B 信息本身是无形的

C 信息具有价值，需要保护           D 信息可以以独立形态存在

31. 信息安全经历了三个发展阶段，以下\_\_\_\_不属于这三个发展阶段。B

A 通信保密阶段           B 加密机阶段           C 信息安全阶段           D 安全保障阶段

32.信息安全在通信保密阶段对信息安全的关注局限在\_\_\_\_安全属性。C

A 不可否认性           B 可用性           C 保密性           D 完整性

33.信息安全在通信保密阶段中主要应用于\_\_\_\_领域。A

A 军事           B 商业           C 科研           D 教育

34.信息安全阶段将研究领域扩展到三个基本属性，下列\_\_\_\_不属于这三个基本属性。C

A 保密性           B 完整性           C 不可否认性           D 可用性

35.安全保障阶段中将信息安全体系归结为四个主要环节，下列\_\_\_\_是正确的。D

A 策略、保护、响应、恢复           B 加密、认证、保护、检测

C 策略、网络攻防、密码学、备份           D 保护、检测、响应、恢复

36. 下面所列的\_\_\_\_安全机制不属于信息安全保障体系中的事先保护环节。A

A 杀毒软件           B 数字证书认证           C 防火墙           D 数据库加密

37. 根据ISO的信息安全定义，下列选项中\_\_\_\_是信息安全三个基本属性之一。B

A 真实性           B 可用性           C 可审计性           D 可靠性

38. 为了数据传输时不发生数据截获和信息泄密，采取了加密机制。这种做法体现了信息安全的\_\_\_\_属性。A

A 保密性           B 完整性           C 可靠性           D 可用性

39. 定期对系统和数据进行备份，在发生灾难时进行恢复。该机制是为了满足信息安全的\_\_\_\_属性。D

A 真实性           B 完整性           C 不可否认性           D 可用性

40. 数据在存储过程中发生了非法访问行为，这破坏了信息安全的\_\_\_\_属性。A

A 保密性           B 完整性           C 不可否认性           D 可用性

41. 网上银行系统的一次转账操作过程中发生了转账金额被非法篡改的行为，这破坏了信息安全的\_\_\_属性。B   A 保密性           B 完整性           C 不可否认性           D 可用性

42. PDR安全模型属于\_\_\_\_类型。A

A 时间模型           B 作用模型           C 结构模型           D 关系模型

43. 《信息安全国家学说》是\_\_\_\_的信息安全基本纲领性文件。C

A 法国           B 美国           C 俄罗斯           D 英国

44.下列的\_\_\_\_犯罪行为不属于我国刑法规定的与计算机有关的犯罪行为。A

A 窃取国家秘密           B 非法侵入计算机信息系统

C 破坏计算机信息系统           D 利用计算机实施金融诈骗

45.我国刑法\_\_\_\_规定了非法侵入计算机信息系统罪。B

A 第284条           B 第285条           C 第286条           D 第287条

46.信息安全领域内最关键和最薄弱的环节是\_\_\_\_。D

A 技术           B 策略           C 管理制度           D 人

47.信息安全管理领域权威的标准是\_\_\_\_。B

A ISO 15408           B ISO 17799／IS0 27001           C IS0 9001           D ISO 14001

48.IS0 17799／IS0 27001最初是由\_\_\_\_提出的国家标准。C

A 美国           B 澳大利亚           C 英国           D 中国

49.IS0 17799的内容结构按照\_\_\_\_进行组织。C

A 管理原则           B 管理框架           C 管理域一控制目标一控制措施           D 管理制度

50.\_\_\_\_对于信息安全管理负有责任。D

A 高级管理层           B 安全管理员           C IT管理员           D 所有与信息系统有关人员

52. 《计算机信息系统安全保护条例》是由中华人民共和国\_\_\_\_第147号发布的。A

A 国务院令           B 全国人民代表大会令           C 公安部令           D 国家安全部令

53. 《互联网上网服务营业场所管理条例》规定，\_\_\_\_负责互联网上网服务营业场所安全审核和对违反网络安全管理规定行为的查处。B

A 人民法院           B 公安机关           C 工商行政管理部门           D 国家安全部门

54. 计算机病毒最本质的特性是\_\_\_\_。C

A 寄生性           B 潜伏性           C 破坏性           D 攻击性

55. \_\_\_\_安全策略是得到大部分需求的支持并同时能够保护企业的利益。A

A 有效的           B 合法的           C 实际的           D 成熟的

56. 在PDR安全模型中最核心的组件是\_\_\_\_。A

A 策略           B 保护措施           C 检测措施           D 响应措施

57. 制定灾难恢复策略，最重要的是要知道哪些是商务工作中最重要的设施，在发生灾难后，这些设施的\_\_。B

A 恢复预算是多少           B 恢复时间是多长C 恢复人员有几个           D 恢复设备有多少

58. 在完成了大部分策略的编制工作后，需要对其进行总结和提炼，产生的成果文档被称为\_\_\_\_。A

A 可接受使用策略AUP           B 安全方针           C 适用性声明           D 操作规范

59. 防止静态信息被非授权访问和防止动态信息被截取解密是\_\_\_\_。D

A 数据完整性           B 数据可用性           C 数据可靠性           D 数据保密性

60. 用户身份鉴别是通过\_\_\_\_完成的。A

A 口令验证           B 审计策略           C 存取控制           D 查询功能

61. 故意输入计算机病毒以及其他有害数据，危害计算机信息系统安全的个人，由公安机关处以\_\_\_\_。B

A 3年以下有期徒刑或拘役           B 警告或者处以5000元以下的罚款

C 5年以上7年以下有期徒刑           D 警告或者15000元以下的罚款

62. 网络数据备份的实现主要需要考虑的问题不包括\_\_\_\_。A

A 架设高速局域网B 分析应用环境           C 选择备份硬件设备           D 选择备份管理软件

63. 《计算机信息系统安全保护条例》规定，对计算机信息系统中发生的案件，有关使用单位应当在\_\_\_\_向当地县级以上人民政府公安机关报告。C

A 8小时内           B 12小时内           C 24小时内           D 48小时内

64. 公安部网络违法案件举报网站的网址是\_\_\_\_。C

A www.netpolice.cn   B www.gongan.cn    C http://www.cyberpolice.cn           D [www.110.cn](http://www.110.cn/)

65. 对于违反信息安全法律、法规行为的行政处罚中，\_\_\_\_是较轻的处罚方式。A

A 警告           B 罚款           C 没收违法所得           D 吊销许可证

66. 对于违法行为的罚款处罚，属于行政处罚中的\_\_\_\_。C

A 人身自由罚           B 声誉罚           C 财产罚           D 资格罚

67. 对于违法行为的通报批评处罚，属于行政处罚中的\_\_\_\_。B

A 人身自由罚           B 声誉罚           C 财产罚           D 资格罚

68. 1994年2月国务院发布的《计算机信息系统安全保护条例》赋予\_\_\_\_对计算机信息系统的安全保护工作行使监督管理职权。C

A 信息产业部           B 全国人大           C 公安机关           D 国家工商总局

69. 《计算机信息网络国际联网安全保护管理办法》规定，互联单位、接入单位、使用计算机信息网络国际联网的法人和其他组织(包括跨省、自治区、直辖市联网的单位和所属的分支机构)，应当自网络正式联通之日起\_\_\_\_日内，到所在地的省、自治区、直辖市人民政府公安机关指定的受理机关办理备案手续。D

A 7           B 10           C 15           D 30

70.互联网服务提供者和联网使用单位落实的记录留存技术措施，应当具有至少保存\_\_\_天记录备份的功能。C

A 10           B 30           C 60           D 90

71. 对网络层数据包进行过滤和控制的信息安全技术机制是\_\_\_\_。A

A 防火墙           B IDS           C Sniffer           D IPSec

72. 下列不属于防火墙核心技术的是\_\_\_\_。D

A (静态／动态)包过滤技术           B NAT技术           C 应用代理技术           D 日志审计

73. 应用代理防火墙的主要优点是\_\_\_\_。B

A 加密强度更高           B 安全控制更细化、更灵活           C 安全服务的透明性更好           D 服务对象更广泛

74. 安全管理中经常会采用“权限分离”的办法，防止单个人员权限过高，出现内部人员的违法犯罪行为，“权限分离”属于\_\_\_\_控制措施。A

A 管理           B 检测           C 响应           D 运行

75.安全管理中采用的“职位轮换”或者“强制休假”办法是为了发现特定的岗位人员是否存在违规操作行为，属于\_\_\_\_控制措施。B

A 管理           B 检测           C 响应           D 运行

76. 下列选项中不属于人员安全管理措施的是\_\_\_\_。A

A 行为监控           B 安全培训           C 人员离岗           D 背景／技能审查

77. 《计算机病毒防治管理办法》规定，\_\_\_\_主管全国的计算机病毒防治管理工作。C

A 信息产业部           B 国家病毒防范管理中心

C 公安部公共信息网络安全监察           D 国务院信息化建设领导小组

78. 计算机病毒的实时监控属于\_\_\_\_类的技术措施。B

A 保护           B 检测           C 响应           D 恢复

79. 针对操作系统安全漏洞的蠕虫病毒根治的技术措施是\_\_\_\_。B

A 防火墙隔离     B 安装安全补丁程序     C 专用病毒查杀工具    D 部署网络入侵检测系统

80. 下列能够有效地防御未知的新病毒对信息系统造成破坏的安全措施是\_\_\_\_。A

A 防火墙隔离B 安装安全补丁程序C 专用病毒查杀工具    D 部署网络入侵检测系统

81. 下列不属于网络蠕虫病毒的是\_\_\_\_。C

A 冲击波           B SQLSLAMMER           C CIH           D 振荡波

82. 传统的文件型病毒以计算机操作系统作为攻击对象，而现在越来越多的网络蠕虫病毒将攻击范围扩大到了\_\_\_\_等重要网络资源。A

A 网络带宽           B 数据包           C 防火墙           D LINUX

83. 不是计算机病毒所具有的特点\_\_\_\_。D

A 传染性           B 破坏性           C 潜伏性           D 可预见性

84. 关于灾难恢复计划错误的说法是\_\_\_\_。C

A 应考虑各种意外情况           B 制定详细的应对处理办法

C 建立框架性指导原则，不必关注于细节           D 正式发布前，要进行讨论和评审

85. 对远程访问型VPN来说，\_\_产品经常与防火墙及NAT机制存在兼容性问题，导致安全隧道建立失败。A

A IPSec VPN           B SSL VPN           C MPLS VPN           D L2TP VPN

86. 1999年，我国发布的第一个信息安全等级保护的国家标准GB 17859—1999，提出将信息系统的安全等级划分为\_\_\_\_个等级，并提出每个级别的安全功能要求。D

A 7           B 8           C 6           D 5

87. 等级保护标准GB l7859主要是参考了\_\_\_\_而提出。B

A 欧洲ITSEC           B 美国TCSEC           C CC           D BS 7799

88. 我国在1999年发布的国家标准\_\_\_\_为信息安全等级保护奠定了基础。C

A GB 17799           B GB 15408           C GB 17859           D GB 14430

89. 信息安全等级保护的5个级别中，\_\_\_\_是最高级别，属于关系到国计民生的最关键信息系统的保护。B

A 强制保护级           B 专控保护级    C 监督保护级           D 指导保护级           E 自主保护级

90. 《信息系统安全等级保护实施指南》将\_\_\_\_作为实施等级保护的第一项重要内容。A

A 安全定级           B 安全评估           C 安全规划           D 安全实施

91. \_\_\_是进行等级确定和等级保护管理的最终对象。C

A 业务系统           B 功能模块           C 信息系统           D 网络系统

92. 当信息系统中包含多个业务子系统时，对每个业务子系统进行安全等级确定，最终信息系统的安全等级应当由\_\_\_\_所确定。B

A 业务子系统的安全等级平均值           B 业务子系统的最高安全等级

C 业务子系统的最低安全等级           D 以上说法都错误

93. 下列关于风险的说法，\_\_\_\_是错误的。C

A 风险是客观存在的           B 导致风险的外因是普遍存在的安全威胁

C 导致风险的外因是普遍存在的安全脆弱性           D 风险是指一种可能性

94. 下列关于风险的说法，\_\_\_\_是正确的。B

A 可以采取适当措施，完全清除风险           B 任何措施都无法完全清除风险

C 风险是对安全事件的确定描述           D 风险是固有的，无法被控制

95. 风险管理的首要任务是\_\_\_\_。A

A 风险识别和评估           B 风险转嫁           C 风险控制           D 接受风险

96. 关于资产价值的评估，\_\_\_\_说法是正确的。D

A 资产的价值指采购费用           B 资产的价值无法估计

C 资产价值的定量评估要比定性评估简单容易           D 资产的价值与其重要性密切相关

97. 采取适当的安全控制措施，可以对风险起到\_\_\_\_作用。C

A 促进           B 增加           C 减缓           D 清除

98. 当采取了安全控制措施后，剩余风险\_\_\_\_可接受风险的时候，说明风险管理是有效的。C

A 等于           B 大于           C 小于           D 不等于

99. 安全威胁是产生安全事件的\_\_\_\_。B

A 内因           B 外因           C 根本原因           D 不相关因素

100. 安全脆弱性是产生安全事件的\_\_\_\_。A

A 内因           B 外因           C 根本原因           D 不相关因素

101. 下列关于用户口令说法错误的是\_\_\_\_。C

A 口令不能设置为空 B 口令长度越长，安全性越高

C 复杂口令安全性足够高，不需要定期修改 D 口令认证是最常见的认证机制

102. 在使用复杂度不高的口令时，容易产生弱口令的安全脆弱性，被攻击者利用，从而破解用户帐户，下列\_\_\_\_具有最好的口令复杂度。B

A morrison B Wm.$\*F2m5@ C 27776394 D wangjingl977

103. 按照通常的口令使用策略，口令修改操作的周期应为\_\_\_\_天。A

A 60 B 90 C 30 D 120

104. 对口令进行安全性管理和使用，最终是为了\_\_\_\_。B

A 口令不被攻击者非法获得 B 防止攻击者非法获得访问和操作权限

C 保证用户帐户的安全性 D 规范用户操作行为

105. 人们设计了\_\_\_\_，以改善口令认证自身安全性不足的问题。D

A 统一身份管理 B 指纹认证 C 数字证书认证 D 动态口令认证机制

106. PKI是\_\_\_\_。C

A Private Key lnfrastructure B Public Key lnstitute

C Public Key lnfrastructure D Private Key lnstitute

107. 公钥密码基础设施PKI解决了信息系统中的\_\_\_\_问题。A

A 身份信任 B 权限管理 C 安全审计 D 加密

108. PKI所管理的基本元素是\_\_\_\_。C

A 密钥 B 用户身份 C 数字证书 D 数字签名

109. 最终提交给普通终端用户，并且要求其签署和遵守的安全策略是\_\_\_\_。C

A 口令策略 B 保密协议 C 可接受使用策略 D 责任追究制度

110. 下列关于信息安全策略维护的说法，\_\_\_\_是错误的。B

A 安全策略的维护应当由专门的部门完成 B 安全策略制定完成并发布之后，不需要再对其进行修改

C 应当定期对安全策略进行审查和修订 D 维护工作应当周期性进行

111. 链路加密技术是在OSI协议层次的第二层，数据链路层对数据进行加密保护，其处理的对象是\_\_。C

A 比特流 B IP数据包 C 数据帧 D 应用数据

112. 防火墙最主要被部署在\_\_\_\_位置。A

A 网络边界 B 骨干线路 C 重要服务器 D 桌面终端

113. 下列关于防火墙的错误说法是\_\_\_\_。D

A 防火墙工作在网络层 B 对IP数据包进行分析和过滤

C 重要的边界保护机制 D 部署防火墙，就解决了网络安全问题

114. IPSec协议工作在\_\_\_\_层次。B

A 数据链路层 B 网络层 C 应用层 D 传输层

115. IPSec协议中涉及到密钥管理的重要协议是\_\_\_\_。A

A IKE B AH C ESP D SSL

116. 信息安全管理中，\_\_\_负责保证安全管理策略与制度符合更高层法律、法规的要求，不发生矛盾和冲突。B

A 组织管理 B 合规性管理 C 人员管理 D 制度管理

117. 下列\_\_\_\_机制不属于应用层安全。C

A 数字签名 B 应用代理 C 主机入侵检测 D 应用审计

118. 保证用户和进程完成自己的工作而又没有从事其他操作可能，这样能够使失误出错或蓄意袭击造成的危害降低，这通常被称为\_\_\_\_。B

A 适度安全原则 B 授权最小化原则 C 分权原则 D 木桶原则

119. 入侵检测技术可以分为误用检测和\_\_\_\_两大类。C

A 病毒检测 B 详细检测 C 异常检测 D 漏洞检测

120. 安全审计是一种很常见的安全控制措施，它在信息安全保障体系中，属于\_\_\_\_措施。B

A 保护 B 检测 C 响应 D 恢复

121. \_\_\_\_不属于必需的灾前预防性措施。D

A 防火设施 B 数据备份

C 配置冗余设备 D 不间断电源，至少应给服务器等关键设备配备

122. 对于人员管理的描述错误的是\_\_\_\_。B

A 人员管理是安全管理的重要环节 B 安全授权不是人员管理的手段

C 安全教育是人员管理的有力手段 D 人员管理时，安全审查是必须的

123. 根据《计算机信息系统国际联网保密管理规定》，涉及国家秘密的计算机信息系统，不得直接或间接地与国际互联网或其他公共信息网络相连接，必须实行\_\_\_\_。B

A 逻辑隔离 B 物理隔离 C 安装防火墙 D VLAN划分

124. 安全评估技术采用\_\_\_\_这一工具，它是一种能够自动检测远程或本地主机和网络安全性弱点的程序。A

A 安全扫描器 B 安全扫描仪 C 自动扫描器 D 自动扫描仪

125. \_\_\_最好地描述了数字证书。A

A 等同于在网络上证明个人和公司身份的身份证 B 浏览器的一标准特性，它使得黑客不能得知用户的身份 C 网站要求用户使用用户名和密码登陆的安全机制 D 伴随在线交易证明购买的收据

126. 根据BS 7799的规定，建立的信息安全管理体系ISMS的最重要特征是\_\_\_\_。B

A 全面性 B 文档化 C 先进性 D 制度化

127. 根据BS 7799的规定，对信息系统的安全管理不能只局限于对其运行期间的管理维护，而要将管理措施扩展到信息系统生命周期的其他阶段，BS7799中与此有关的一个重要方面就是\_C

A 访问控制 B 业务连续性 C 信息系统获取、开发与维护 D 组织与人员

128. 如果一个信息系统，其业务信息安全性或业务服务保证性受到破坏后，会对社会秩序和公共利益造成一定损害，但不损害国家安全；本级系统依照国家管理规范和技术标准进行自主保护，必要时，信息安全监管职能部门对其进行指导。那么该信息系统属于等级保护中的\_\_\_\_。C

A 强制保护级 B 监督保护级 C 指导保护级 D 自主保护级

129. 如果一个信息系统，其业务信息安全性或业务服务保证性受到破坏后，会对公民法人和其他组织的合法权益产生损害，但不损害国家安全、社会秩序和公共利益；本级系统依照国家管理规范和技术标准进行自主保护。那么其在等级保护中属于\_\_\_\_。D

A 强制保护级 B 监督保护级 C 指导保护级 D 自主保护级

130. 如果一个信息系统，主要对象为涉及国家安全、社会秩序和公共利益的重要信息系统，其业务信息安全性或业务服务保证性受到破坏后，会对国家安全、社会秩序和公共利益造成较大损害；本级系统依照国家管理规范和技术标准进行自主保护，信息安全监管职能部门对其进行监督、检查。这应当属于等级保护的\_\_\_\_。B

A 强制保护级 B 监督保护级 C 指导保护级 D 自主保护级

131. 如果一个信息系统，主要对象为涉及国家安全、社会秩序和公共利益的重要信息系统，其业务信息安全性或业务服务保证性受到破坏后，会对国家安全、社会秩序和公共利益造成严重损害；本级系统依照国家管理规范和技术标准进行自主保护，信息安全监管职能部门对其进行强制监督、检查。这应当属于等级保护的\_\_A\_\_。

A 强制保护级 B 监督保护级 C 指导保护级 D 自主保护级

132. 如果一个信息系统，主要对象为涉及国家安全、社会秩序和公共利益的重要信息系统的核心子系统，其业务信息安全性或业务服务保证性受到破坏后，会对国家安全、社会秩序和公共利益造成特别严重损害；本级系统依照国家管理规范和技术标准进行自主保护，国家指定专门部门、专门机构进行专门监督、检查。这应当属于等级保护的\_\_\_\_。A

A 专控保护级 B 监督保护级 C 指导保护级 D 自主保护级

133. GB l7859借鉴了TCSEC标准，这个TCSEC是\_\_\_\_国家标准。C

A 英国 B 意大利 C 美国 D 俄罗斯

134. 关于口令认证机制，下列说法正确的是\_\_\_\_。B

A 实现代价最低，安全性最高 B 实现代价最低，安全性最低

C 实现代价最高，安全性最高 D 实现代价最高，安全性最低

135. 根据BS 7799的规定，访问控制机制在信息安全保障体系中属于\_\_\_\_环节。A

A 保护 B 检测 C 响应 D 恢复

136. 身份认证的含义是\_\_\_\_。C

A 注册一个用户 B 标识一个用户 C 验证一个用户 D 授权一个用户

137. 口令机制通常用于\_\_\_\_ 。A

A 认证 B 标识 C 注册 D 授权

138. 对日志数据进行审计检查，属于\_\_\_\_类控制措施。B

A 预防 B 检测 C 威慑 D 修正

139. 《信息系统安全等级保护测评准则》将测评分为安全控制测评和\_\_\_\_测评两方面。A

A 系统整体 B 人员 C 组织 D 网络

140. 根据风险管理的看法，资产\_\_\_\_价值，\_\_\_\_脆弱性，被安全威胁\_\_\_\_，\_\_\_\_风险。B

A 存在 利用 导致 具有 B 具有 存在 利用 导致

C 导致 存在 具有 利用 D 利用 导致 存在 具有

141. 根据定量风险评估的方法，下列表达式正确的是\_\_\_\_。A

A SLE=AV x EF B ALE=AV x EF C ALE=SLE x EF D ALE=SLE x AV

142. 防火墙能够\_\_\_\_。B

A 防范恶意的知情者 B 防范通过它的恶意连接

C 防备新的网络安全问题 D 完全防止传送已被病毒感染的软件和文件

143. 下列四项中不属于计算机病毒特征的是\_\_\_\_。C

A 潜伏性 B 传染性 C 免疫性 D 破坏性

144. 关于入侵检测技术，下列描述错误的是\_\_\_\_。A

A 入侵检测系统不对系统或网络造成任何影响 B 审计数据或系统日志信息是入侵检测系统的一项主要信息来源 C 入侵检测信息的统计分析有利于检测到未知的入侵和更为复杂的入侵 D 基于网络的入侵检测系统无法检查加密的数据流

145. 安全扫描可以\_\_\_\_。C

A 弥补由于认证机制薄弱带来的问题 B 弥补由于协议本身而产生的问题

C 弥补防火墙对内网安全威胁检测不足的问题 D 扫描检测所有的数据包攻击，分析所有的数据流

146. 下述关于安全扫描和安全扫描系统的描述错误的是\_\_\_\_。B

A 安全扫描在企业部署安全策略中处于非常重要地位B 安全扫描系统可用于管理和维护信息安全设备的安全

C 安全扫描系统对防火墙在某些安全功能上的不足不具有弥补性 D 安全扫描系统是把双刃剑

147. 关于安全审计目的描述错误的是\_\_\_\_。D

A 识别和分析未经授权的动作或攻击 B 记录用户活动和系统管理

C 将动作归结到为其负责的实体 D 实现对安全事件的应急响应

148. 安全审计跟踪是\_\_\_\_。A

A 安全审计系统检测并追踪安全事件的过程B 安全审计系统收集易于安全审计的数据 C 人利用日志信息进行安全事件分析和追溯的过程 D 对计算机系统中的某种行为的详尽跟踪和观察

149. 根据《计算机信息系统国际联网保密管理规定》的规定，凡向国际联网的站点提供或发布信息，必须经过\_\_\_\_。C

A 内容过滤处理 B 单位领导同意 C 备案制度 D 保密审查批准

150. 根据《计算机信息系统国际联网保密管理规定》的规定，上网信息的保密管理坚持\_\_\_\_的原则C

A 国家公安部门负责 B 国家保密部门负责 C “谁上网谁负责” D 用户自觉

151. 根据《计算机信息系统国际联网保密管理规定》的规定，保密审批实行部门管理，有关单位应当根据国家保密法规，建立健全上网信息保密审批\_\_\_\_。A

A 领导责任制 B 专人负责制 C 民主集中制 D 职能部门监管责任制

152. 网络信息未经授权不能进行改变的特性是\_\_\_\_。A

A 完整性 B 可用性 C 可靠性 D 保密性

153. 确保信息在存储、使用、传输过程中不会泄露给非授权的用户或者实体的特性是\_\_\_\_。D

A 完整性 B 可用性 C 可靠性 D 保密性

154. 确保授权用户或者实体对于信息及资源的正常使用不会被异常拒绝，允许其可靠而且及时地访问信息及资源的特性是\_\_\_\_。B

A 完整性 B 可用性 C 可靠性 D 保密性

155. \_\_\_国务院发布《计算机信息系统安全保护条例》。B

A 1990年2月18日B 1994年2月18日 C 2000年2月18日 D 2004年2月18日

156. 在目前的信息网络中，\_\_\_\_病毒是最主要的病毒类型。C

A 引导型 B 文件型 C 网络蠕虫 D 木马型

157. 在ISO／IEC 17799中，防止恶意软件的目的就是为了保护软件和信息的\_\_\_\_。B

A 安全性 B 完整性 C 稳定性 D 有效性

158. 在生成系统帐号时，系统管理员应该分配给合法用户一个\_\_\_\_，用户在第一次登录时应更改口令。A

A 唯一的口令 B 登录的位置 C 使用的说明 D 系统的规则

159. 关于防火墙和VPN的使用，下面说法不正确的是\_\_\_\_。B

A 配置VPN网关防火墙的一种方法是把它们并行放置，两者独立

B 配置VPN网关防火墙一种方法是把它们串行放置，防火墙广域网一侧，VPN在局域网一侧

C 配置VPN网关防火墙的一种方法是把它们串行放置，防火墙局域网一侧，VPN在广域网一侧

D 配置VPN网关防火墙的一种方法是把它们并行放置，两者要互相依赖

160.环境安全策略应该\_\_\_\_。D

A 详细而具体 B 复杂而专业 C 深入而清晰 D 简单而全面

161. 《计算机信息系统安全保护条例》规定，计算机信息系统的安全保护工作，重点维护国家事务、经济建设、国防建设、尖端科学技术等重要领域的\_\_\_\_的安全。C

A 计算机 B 计算机软件系统 C 计算机信息系统 D 计算机操作人员

162. 《计算机信息系统安全保护条例》规定，国家对计算机信息系统安全专用产品的销售实行\_\_\_\_。A

A 许可证制度 B 3C认证 C IS09000认证 D 专卖制度

163. 《互联网上网服务营业场所管理条例》规定，互联网上网服务营业场所经营单位\_\_\_\_。C

A 可以接纳未成年人进入营业场所 B 可以在成年人陪同下，接纳未成年人进入营业场所

C 不得接纳未成年人进入营业场所 D 可以在白天接纳未成年人进入营业场所

164. \_\_\_\_是一种架构在公用通信基础设施上的专用数据通信网络，利用IPSec等网络层安全协议和建立在PKI的加密与签名技术来获得私有性。C

A SET B DDN C VPN D PKIX

165. 《计算机信息系统安全保护条例》规定，运输、携带、邮寄计算机信息媒体进出境的，应当如实向\_\_。B

A 国家安全机关申报 B 海关申报 C 国家质量检验监督局申报 D 公安机关申报

166. 《计算机信息系统安全保护条例》规定，故意输入计算机病毒以及其他有害数据危害计算机信息系统安全的，或者未经许可出售计算机信息系统安全专用产品的，由公安机关处以警告或者对个人处以\_\_\_\_的罚款、对单位处以\_\_\_\_的罚款。A

A 5000元以下 15000元以下 B 5000元 15000元

C 2000元以下 10000元以下 D 2000元 10000元

167. 计算机犯罪，是指行为人通过\_\_\_\_所实施的危害\_\_\_\_安全以及其他严重危害社会的并应当处以刑罚的行为。A

A 计算机操作 计算机信息系统 B 数据库操作 计算机信息系统

C 计算机操作 应用信息系统 D 数据库操作 管理信息系统

168. 策略应该清晰，无须借助过多的特殊一通用需求文档描述，并且还要有具体的\_\_\_\_。C

A 管理支持 C 实施计划 D 补充内容 B 技术细节

169．系统备份与普通数据备份的不同在于，它不仅备份系统中的数据，还备份系统中安装的应用程序、数据库系统、用户设置、系统参数等信息，以便迅速\_\_\_\_。A

A 恢复整个系统B 恢复所有数据 C 恢复全部程序 D 恢复网络设置

170．在一个企业网中，防火墙应该是\_\_\_\_的一部分，构建防火墙时首先要考虑其保护的范围。D

A 安全技术 B 安全设置 C 局部安全策略 D 全局安全策略

171． 信息安全策略的制定和维护中，最重要是要保证其\_\_\_\_和相对稳定性。A

A 明确性 B 细致性 C 标准性 D 开放性

172． \_\_\_\_是企业信息安全的核心。C

A 安全教育 B 安全措施 C 安全管理 D 安全设施

173．编制或者在计算机程序中插入的破坏计算机功能或者毁坏数据，影响计算机使用，并能自我复制的一组计算机指令或者程序代码是\_\_\_\_。A

A 计算机病毒 B 计算机系统 C 计算机游戏 D 计算机程序

174．许多与PKI相关的协议标准(如PKIX、S／MIME、SSL、TLS、IPSec)等都是在\_\_\_\_基础上发展起来的。B

A X.500 B X.509 C X.519 D X.505

175． \_\_\_\_是PKI体系中最基本的元素，PKI系统所有的安全操作都是通过该机制采实现的。D

A SSL B IARA C RA D 数字证书

176． 基于密码技术的访问控制是防止\_\_\_\_的主要防护手段。A

A 数据传输泄密 B 数据传输丢失 C 数据交换失败 D 数据备份失败

177． 避免对系统非法访问的主要方法是\_\_\_\_。C

A 加强管理 B 身份认证 C 访问控制 D 访问分配权限

178． 对保护数据来说，功能完善、使用灵活的\_\_\_\_必不可少。B

A 系统软件 B 备份软件 C 数据库软件 D 网络软件 179．信息安全PDR模型中，如果满足\_\_\_\_，说明系统是安全的。A

A Pt>Dt+Rt B Dt>Pt+Rt C Dt< font> D Pt< font>

180． 在一个信息安全保障体系中，最重要的核心组成部分为\_\_\_\_。B

A 技术体系 B 安全策略 C 管理体系 D 教育与培训

181．国家信息化领导小组在《关于加强信息安全保障工作的意见》中，针对下一时期的信息安全保障工作提出了\_\_\_\_项要求。C

A 7 B 6 C 9 D 10

182． 《确保网络空间安全的国家战略》是\_\_\_\_发布的国家战略。D

A 英国 B 法国 C 德国 D 美国

183．《计算机信息系统安全保护条例》规定，\_\_\_\_主管全国计算机信息系统安全保护工作。A

A 公安部 B 国务院信息办 C 信息产业部 D 国务院

184． 下列\_\_\_\_不属于物理安全控制措施。C

A 门锁 B 警卫 C 口令 D 围墙

185． 灾难恢复计划或者业务连续性计划关注的是信息资产的\_\_\_\_属性。A

A 可用性 B 真实性 C 完整性 D 保密性

186． VPN是\_\_\_\_的简称。B

A Visual Private Network B Virtual Private NetWork

C Virtual Public Network D Visual Public Network

187． 部署VPN产品，不能实现对\_\_\_\_属性的需求。C

A 完整性 B 真实性 C 可用性 D 保密性

188． \_\_\_\_是最常用的公钥密码算法。A

A RSA B DSA C 椭圆曲线 D 量子密码

189． PKI的主要理论基础是\_\_\_\_。B

A 对称密码算法 B 公钥密码算法 C 量子密码 D 摘要算法

190． PKI中进行数字证书管理的核心组成模块是\_\_\_\_ 。B

A 注册中心RA B 证书中心CA C 目录服务器 D 证书作废列表

191． 信息安全中的木桶原理，是指\_\_\_\_。A

A 整体安全水平由安全级别最低的部分所决定

B 整体安全水平由安全级别最高的部分所决定

C 整体安全水平由各组成部分的安全级别平均值所决定 D 以上都不对

192． 关于信息安全的说法错误的是\_\_\_\_。C

A 包括技术和管理两个主要方面 B 策略是信息安全的基础

C 采取充分措施，可以实现绝对安全 D 保密性、完整性和可用性是信息安全的目标

193． PDR模型是第一个从时间关系描述一个信息系统是否安全的模型，PDR模型中的P代表\_\_\_\_、D代表\_\_\_\_、R代表\_\_\_\_。A

A 保护 检测响应 B 策略 检测响应 C 策略 检测 恢复 D 保护 检测 恢复 194．《计算机信息系统安全保护条例》规定，任何组织或者个人违反条例的规定，给国家、集体或者他人财产造成损失的，应当依法承担\_\_\_\_。B

A 刑事责任 B 民事责任 C 违约责任 D 其他责任

195． 在信息安全管理中进行\_\_\_\_，可以有效解决人员安全意识薄弱问题。B

A 内容监控B 责任追查和惩处 C 安全教育和培训 D 访问控制

196． 关于信息安全，下列说法中正确的是\_\_\_\_。C

A 信息安全等同于网络安全 B 信息安全由技术措施实现

C 信息安全应当技术与管理并重 D 管理措施在信息安全中不重要

197． 在PPDRR安全模型中，\_\_\_\_是属于安全事件发生后的补救措施。B

A 保护 B 恢复 C 响应 D 检测

198． 根据权限管理的原则，—个计算机操作员不应当具备访问\_\_\_\_的权限。C

A 操作指南文档 B 计算机控制台 C 应用程序源代码 D 安全指南

199． 要实现有效的计算机和网络病毒防治，\_\_\_\_应承担责任。D

A 高级管理层 B 部门经理 C 系统管理员 D 所有计算机用户

200． 统计数据表明，网络和信息系统最大的人为安全威胁来自于\_\_\_\_。B

A 恶意竞争对手 B 内部人员 C 互联网黑客 D 第三方人员

201. 双机热备是一种典型的事先预防和保护措施，用于保证关键设备和服务的\_\_\_\_属性。B

A 保密性 B 可用性 C 完整性 D 真实性

202. 在安全评估过程中，采取\_\_\_\_手段，可以模拟黑客入侵过程，检测系统安全脆弱。C

A 问卷调查 B 人员访谈 C 渗透性测试 D 手工检查

203. 我国正式公布了电子签名法，数字签名机制用于实现\_\_\_\_需求。A

A 抗否认 B 保密性 C 完整性 D 可用性

204. 在需要保护的信息资产中，\_\_\_\_是最重要的。C

A 环境 B 硬件 C 数据 D 软件

205. \_\_\_手段，可以有效应对较大范围的安全事件的不良影响，保证关键服务和数据的可用性。B

A 定期备份 B 异地备份 C 人工备份 D 本地备份

206. \_\_\_\_能够有效降低磁盘机械损坏给关键数据造成的损失。C

A 热插拔 B SCSI C RAID D FAST-ATA

207. 相对于现有杀毒软件在终端系统中提供保护不同，\_\_在内外网络边界处提供更加主动和积极的病毒保护。B

A 防火墙 B 病毒网关 C IPS D IDS

208. 信息安全评测标准CC是\_\_\_\_标准。B

A 美国 B 国际 C 英国 D 澳大利亚

209. 《信息系统安全等级保护基本要求》中，对不同级别的信息系统应具备的基本安全保护能力进行了要求，共划分为\_\_\_\_级。A

A 4 B 5 C 6 D 7

三．多项选择题

210. 在互联网上的计算机病毒呈现出的特点是\_\_\_\_。ABCD

A 与因特网更加紧密地结合，利用一切可以利用的方式进行传播 B 所有的病毒都具有混合型特征，破坏性大大增强 C 因为其扩散极快，不再追求隐蔽性，而更加注重欺骗性 D 利用系统漏洞传播病毒 E 利用软件复制传播病毒

211. 全国人民代表大会常务委员会《关于维护互联网安全的决定》规定，利用互联网实施违法行为，尚不构成犯罪的，对直接负责的主管人员和其他直接责任人员，依法给予\_\_\_\_或者\_\_\_\_。AB

A 行政处分 B 纪律处分 C 民事处分 D 刑事处分

212. 《计算机信息网络国际联网安全保护管理办法》规定，任何单位和个人不得从事下列危害计算机信息网络安全的活动\_\_\_\_。ABCD

A 故意制作、传播计算机病毒等破坏性程序的 B 未经允许，对计算机信息网络功能进行删除、修改或者增加的 C 未经允许，对计算机信息网络中存储、处理或者传输的数据和应用程序进行删除、修改或者增加的 D 未经允许，进入计算机信息网络或者使用计算机信息网络资源的

213. 用于实时的入侵检测信息分析的技术手段有\_\_\_\_。AD

A 模式匹配 B 完整性分析 C 可靠性分析 D 统计分析 E 可用性分析

214. 《互联网上网服务营业场所管理条例》规定，\_\_\_\_负责互联网上网服务营业场所经营许可审批和服务质量监督。ABC

A 省电信管理机构 B 自治区电信管理机构

C 直辖市电信管理机构 D 自治县电信管理机构 E 省信息安全管理机构

215. 《互联网信息服务管理办法》规定，互联网信息服务提供者不得制作、复制、发布、传播的信息内容有。ADE

A 损害国家荣誉和利益的信息 B 个人通信地址 C 个人文学作品

D 散布淫秽、色情信息 E 侮辱或者诽谤他人，侵害他人合法权益的信息

216. 《计算机信息系统安全保护条例》规定，\_\_\_\_由公安机关处以警告或者停机整顿。ABCDE

A 违反计算机信息系统安全等级保护制度，危害计算机信息系统安全的 B 违反计算机信息系统国际联网备案制度的 C 有危害计算机信息系统安全的其他行为的

D 不按照规定时间报告计算机信息系统中发生的案件的 E 接到公安机关要求改进安全状况的通知后，在限期内拒不改进的

217. 与计算机有关的违法案件，要\_\_\_\_，以界定是属于行政违法案件，还是刑事违法案件。ABD

A 根据违法行为的情节和所造成的后果进行界定B 根据违法行为的类别进行界定

C 根据违法行为人的身份进行界定 D 根据违法行为所违反的法律规范来界定

218. 对于违法行为的行政处罚具有的特点是\_\_\_\_。ABCD

A 行政处罚的实施主体是公安机关 B 行政处罚的对象是行政违法的公民、法人或其他组织

C 必须有确定的行政违法行为才能进行行政处罚 D 行政处罚具有行政强制性

219.\_\_\_是行政处罚的主要类别。ABCDE

A 人身自由罚 B 声誉罚 C 财产罚 D 资格罚 E 责令作为与不作为罚

220. 互联网服务提供者和联网使用单位应当落实的互联网安全保护技术措施包括\_\_\_\_ ABCD

A 防范计算机病毒、网络入侵和攻击破坏等危害网络安全事项或者行为的技术措施

B 重要数据库和系统主要设备的冗灾备份措施

C 记录并留存用户登录和退出时间、主叫号码、帐号、互联网地址或域名、系统维护日志的技术措施

D 法律、法规和规章规定应当落实的其他安全保护技术措施

221. 在刑法中，\_\_\_\_规定了与信息安全有关的违法行为和处罚依据。ABD

A 第285条 B 第286条 C 第280条 D 第287条

222. \_\_\_可能给网络和信息系统带来风险，导致安全事件。ABCDE

A 计算机病毒B 网络入侵C 软硬件故障 D 人员误操作 E 不可抗灾难事件

223. \_\_\_安全措施可以有效降低软硬件故障给网络和信息系统所造成的风险。ABCD

A 双机热备 B 多机集群 C 磁盘阵列 D 系统和数据备份 E 安全审计

224. 典型的数据备份策略包括\_\_\_\_。ABD

A 完全备份 B 增量备份 C 选择性备份 D 差异备份 E 手工备份

225. 我国信息安全等级保护的内容包括\_\_\_\_。ABD

A 对国家秘密信息、法人和其他组织及公民的专有信息以及公开信息和存储、传输和处理这些信息的信息系统分等级实行安全保护 B 对信息系统中使用的信息安全产品实行按等级管理 C 对信息安全从业人员实行按等级管理 D 对信息系统中发生的信息安全事件按照等级进行响应和处置 E 对信息安全违反行为实行按等级惩处

226. 目前，我国在对信息系统进行安全等级保护时，划分了5个级别，包括\_\_\_\_。ABCDE

A 专控保护级 B 强制保护级 C 监督保护级 D 指导保护级 E 自主保护级

227. 下列\_\_\_\_因素，会对最终的风险评估结果产生影响。BCDE

A 管理制度 B 资产价值 C 威胁 D 脆弱性 E 安全措施

228. 下列\_\_\_\_因素与资产价值评估有关。ACD

A 购买资产发生的费用 B 软硬件费用 C 运行维护资产所需成本 D 资产被破坏所造成的损失 E 人工费用

229. 安全控制措施可以分为\_\_\_\_。ABD

A 管理类 B 技术类 C 人员类 D 操作类 E 检测类

230安全脆弱性，是指安全性漏洞，广泛存在于\_\_\_\_。ABC

A 协议设计过程 B 系统实现过程C 运行维护过程 D 安全评估过程 E 审计检查过程

231. 信息安全技术根据信息系统自身的层次化特点，也被划分了不同的层次，这些层次包括\_\_\_\_。ACDE

A 物理层安全 B 人员安全C 网络层安全 D 系统层安全 E 应用层安全

232. 物理层安全的主要内容包括\_\_\_\_。ABD

A 环境安全 B 设备安全 C 线路安全 D 介质安全 E 人员安全

233. 根据BS 7799的规定，信息安全管理体系ISMS的建立和维护，也要按照PDCA的管理模型周期性进行，主要包含\_\_\_\_环节。BCDE

A 策略Policy B 建立Plan C 实施Do D 检查Check E 维护改进Act

234. 在BS 7799中，访问控制涉及到信息系统的各个层面，其中主要包括\_\_\_\_。ABDE

A 物理访问控制 B 网络访问控制 C 人员访问控制 D 系统访问控制 E 应用访问控制

235. 英国国家标准BS 7799，经国际标准化组织采纳为国家标准\_\_\_\_。AD

A ISO 17799 B ISO 15408 C ISO 13335 D ISO 27001 E ISO 24088

236. 计算机信息系统安全的三个相辅相成、互补互通的有机组成部分是\_\_\_\_。ABD

A 安全策略 B 安全法规 C 安全技术 D 安全管理

237. 为了正确获得口令并对其进行妥善保护，应认真考虑的原则和方法有\_\_\_\_。ABCDE

A 口令／帐号加密B 定期更换口令C 限制对口令文件的访问 D 设置复杂的、具有一定位数的口令

238. 关于入侵检测和入侵检测系统，下述正确的选项是\_\_\_\_。ABCE

A 入侵检测收集信息应在网络的不同关键点进行 B 入侵检测的信息分析具有实时性

C 基于网络的入侵检测系统的精确性不及基于主机的入侵检测系统的精确性高

D 分布式入侵检测系统既能检测网络的入侵行为，又能检测主机的入侵行为

E 入侵检测系统的主要功能是对发生的入侵事件进行应急响应处理

239. 目前广泛使用的主要安全技术包括\_\_\_\_。ABCDE

A 防火墙 B 入侵检测 C PKI D VPN E 病毒查杀

240. 《计算机信息网络国际联网安全保护管理办法》规定，任何单位和个人不得制作、复制、发布、传播的信息内容有\_\_\_\_。ADE

A 损害国家荣誉和利益的信息 B 个人通信地址 C 个人文学作品

D 淫秽、色情信息 E 侮辱或者诽谤他人，侵害他人合法权益的信息

241. 基于角色对用户组进行访问控制的方式有以下作用：\_\_\_\_。CDE

A 使用户分类化 B 用户的可管理性得到加强 C 简化了权限管理，避免直接在用户和数据之间进行授权和取消 D 有利于合理划分职责 E 防止权力滥用

242. 在网络中身份认证时可以采用的鉴别方法有\_\_\_\_。ABD

A 采用用户本身特征进行鉴别 B 采用用户所知道的事进行鉴别 C 采用第三方介绍方法进行鉴别

D 使用用户拥有的物品进行鉴别 E 使用第三方拥有的物品进行鉴别

243. 在ISO／IECl7799标准中，信息安全特指保护\_\_\_\_。ABD

A 信息的保密性 B 信息的完整性 C 信息的流动性 D 信息的可用性

244. PKI是生成、管理、存储、分发和吊销基于公钥密码学的公钥证书所需要的\_\_\_\_的总和。ABCDE

A 硬件 B 软件 C 人员 D 策略 E 规程

245. SSL主要提供三方面的服务，即\_\_\_\_。BDE

A 数字签名 B 认证用户和服务器 C 网络传输

D 加密数据以隐藏被传送的数据 E 维护数据的完整性

246. 经典密码学主要包括两个既对立又统一的分支，即\_\_\_\_。AC

A 密码编码学 B 密钥密码学 C 密码分析学 D 序列密码 E 古典密码

247. 全国人民代表大会常务委员会《关于维护互联网安全的决定》规定，为了维护社会主义市场经济秩序和社会管理秩序，\_\_\_\_行为，构成犯罪的，依照刑法有关规定追究刑事责任。ABCDE

A 利用互联网销售伪劣产品或者对商品、服务作虚假宣传 B 利用互联网侵犯他人知识产权

C 利用互联网编造并传播影响证券、期货交易或者其他扰乱金融秩序的虚假信息

D 利用互联网损害他人商业信誉和商品声誉

E 在互联网上建立淫秽网站、网页，提供淫秽站点链接服务，或者传播淫秽书刊、影片、音像、图片

248. 有多种情况能够泄漏口令，这些途径包括\_\_\_\_。ACDE

A 猜测和发现口令 B 口令设置过于复杂 C 将口令告诉别人

D 电子监控 E 访问口令文件

249. 信息系统常见的危险有\_\_\_\_。ABCD

A 软硬件设计故障导致网络瘫痪 B 黑客入侵 C 敏感信息泄露 D 信息删除 E 电子邮件发送

250. 对于计算机系统，由环境因素所产生的安全隐患包括\_\_\_\_。ABCDE

A 恶劣的温度、湿度、灰尘、地震、风灾、火灾等 B 强电、磁场等 C 雷电 D 人为的破坏

251. 在局域网中计算机病毒的防范策略有\_\_\_\_。ADE

A 仅保护工作站 B 保护通信系统 C 保护打印机 D 仅保护服务器 E 完全保护工作站和服务器

252. 一个安全的网络系统具有的特点是\_\_\_\_。ABCE

A 保持各种数据的机密 B 保持所有信息、数据及系统中各种程序的完整性和准确性

C 保证合法访问者的访问和接受正常的服务 D 保证网络在任何时刻都有很高的传输速度

E 保证各方面的工作符合法律、规则、许可证、合同等标准

253. 任何信息安全系统中都存在脆弱点，它可以存在于\_\_\_\_。ABCDE

A 使用过程中 B 网络中 C 管理过程中 D 计算机系统中 E 计算机操作系统中

254. \_\_\_\_是建立有效的计算机病毒防御体系所需要的技术措施。ABCDE

A 杀毒软件 B 补丁管理系统 C 防火墙 D 网络入侵检测 E 漏洞扫描

255. 信息系统安全保护法律规范的作用主要有\_\_\_\_。ABCDE

A 教育作用 B 指引作用 C 评价作用 D 预测作用 E 强制作用

256. 根据采用的技术，入侵检测系统有以下分类：\_\_\_\_。BC

A 正常检测 B 异常检测 C 特征检测 D 固定检测 E 重点检测

257. 在安全评估过程中，安全威胁的来源包括\_\_\_\_。ABCDE

A 外部黑客 B 内部人员 C 信息技术本身 D 物理环境 E 自然界

258. 安全评估过程中，经常采用的评估方法包括\_\_\_\_。ABCDE

A 调查问卷 B 人员访谈 C 工具检测 D 手工审核 E 渗透性测试

259. 根据IS0定义，信息安全的保护对象是信息资产，典型的信息资产包括\_\_\_\_。ABD

A 硬件 B 软件 C 人员 D 数据 E 环境

260. 根据IS0定义，信息安全的目标就是保证信息资产的三个基本安全属性，包括\_\_\_\_。BCD

A 不可否认性 B 保密性 C 完整性 D 可用性 E 可靠性

261. 治安管理处罚法规定，\_\_\_\_行为，处5日以下拘留；情节较重的，处5日以上10日以下拘留。ABCDE

A 违反国家规定，侵入计算机信息系统，造成危害的

B 违反国家规定，对计算机信息系统功能进行删除、修改、增加、干扰，造成计算机信息系统不能正常运行

C 违反国家规定，对计算机信息系统中存储、处理、传输的数据和应用程序进行删除、修改、增加的

D 故意制作、传播计算机病毒等破坏性程序，影口向计算机信息系统正常运行的

262. 网络蠕虫病毒越来越多地借助网络作为传播途径，包括\_\_\_\_。ABCDE

A 互联网浏览 B 文件下载 C 电子邮件 D 实时聊天工具 E 局域网文件共享

263. 在信息安全管理中进行安全教育与培训，应当区分培训对象的层次和培训内容，主要包括\_\_\_\_。ABCDE

264. A 高级管理层 B 关键技术岗位人员 C 第三方人员 D 外部人员 E 普通计算机用户

265. 网络入侵检测系统，既可以对外部黑客的攻击行为进行检测，也可以发现内部攻击者的操作行为，通常部署在\_\_\_\_。BC

A 关键服务器主机B 网络交换机的监听端口 C 内网和外网的边界 D 桌面系统 E 以上都正确

266．IPSec是网络层典型的安全协议，能够为IP数据包提供\_\_\_\_安全服务。ABE

A 保密性 B 完整性 C 不可否认性 D 可审计性 E 真实性

267. 信息安全策略必须具备\_\_\_\_属性。ACE

A 确定性 B 正确性 C 全面性 D 细致性 E 有效性

268. 涉密安全管理包括\_\_\_\_。BCDE

A 涉密设备管理 B 涉密信息管理 C 涉密人员管理 D 涉密场所管理

信息安全试题（1/共3）

一、 单项选择题（每小题2分，共20分）

1．信息安全的基本属性是＿＿＿。

A. 保密性 B.完整性

C. 可用性、可控性、可靠性 D. A，B，C都是

2．假设使用一种加密算法，它的加密方法很简单：将每一个字母加5，即a加密成f。这种算法的密钥就是5，那么它属于＿＿＿。

A. 对称加密技术 B. 分组密码技术

C. 公钥加密技术 D. 单向函数密码技术

3．密码学的目的是＿＿＿。

A. 研究数据加密 B. 研究数据解密

C. 研究数据保密 D. 研究信息安全

4．A方有一对密钥（KA公开，KA秘密），B方有一对密钥（KB公开，KB秘密），A方向B方发送数字签名M，对信息M加密为：M’= KB公开（KA秘密（M））。B方收到密文的解密方案是＿＿＿。

A. KB公开（KA秘密（M’）） B. KA公开（KA公开（M’））

C. KA公开（KB秘密（M’）） D. KB秘密（KA秘密（M’））

5．数字签名要预先使用单向Hash函数进行处理的原因是＿＿＿。

A. 多一道加密工序使密文更难破译

B. 提高密文的计算速度

C. 缩小签名密文的长度，加快数字签名和验证签名的运算速度

D. 保证密文能正确还原成明文

6．身份鉴别是安全服务中的重要一环，以下关于身份鉴别叙述不正确的是＿＿。

A. 身份鉴别是授权控制的基础

B. 身份鉴别一般不用提供双向的认证

C. 目前一般采用基于对称密钥加密或公开密钥加密的方法

D. 数字签名机制是实现身份鉴别的重要机制

7．防火墙用于将Internet和内部网络隔离＿＿＿。

A. 是防止Internet火灾的硬件设施

B. 是网络安全和信息安全的软件和硬件设施

C. 是保护线路不受破坏的软件和硬件设施

D. 是起抗电磁干扰作用的硬件设施

8．PKI支持的服务不包括＿＿＿。

A. 非对称密钥技术及证书管理 B. 目录服务

C. 对称密钥的产生和分发 D. 访问控制服务

9．设哈希函数H有128个可能的输出(即输出长度为128位)，如果H的k个随机输入中至少有两个产生相同输出的概率大于0.5，则k约等于＿＿。

A．2128 B．264

C．232 D．2256

10．Bell-LaPadula模型的出发点是维护系统的＿＿＿，而Biba模型与Bell-LaPadula模型完全对立，它修正了Bell-LaPadula模型所忽略的信息的＿＿＿问题。它们存在共同的缺点：直接绑定主体与客体，授权工作困难。

A．保密性 可用性 B．可用性 保密性

C．保密性 完整性 D．完整性 保密性

二、 填空题（每空1分，共20分）

1．ISO 7498-2确定了五大类安全服务，即鉴别、访问控制、数据保密性、数据完整性和不可否认。同时，ISO 7498-2也确定了八类安全机制，即加密机制、数据签名机制、访问控制机制、数据完整性机制、认证交换、业务填充机制、路由控制机制和公证机制。

2．古典密码包括 代替密码和置换密码两种，对称密码体制和非对称密码体制都属于现代密码体制。传统的密码系统主要存在两个缺点：一是 密钥管理与分配问题 ；二是 认证问题 。在实际应用中，对称密码算法与非对称密码算法总是结合起来的，对称密码算法用于加密，而非对称算法用于保护对称算法的密钥。

3．根据使用密码体制的不同可将数字签名分为 基于对称密码体制的数字签名 和 基于公钥密码体制的数字签名 ，根据其实现目的的不同，一般又可将其分为 直接数字签名 和 可仲裁数字签名 。

4. DES算法密钥是64位，其中密钥有效位是56位。RSA算法的安全是基于分解两个大素数的积的困难。

5．密钥管理的主要内容包括密钥的生成、分配、使用、存储、备份、恢复和销毁。密钥生成形式有两种：一种是由中心集中生成，另一种是由个人分散生成。

6．认证技术包括站点认证、报文认证和身份认证，而身份认证的方法主要有口令、磁卡和智能卡、生理特征识别、零知识证明。

7．NAT的实现方式有三种，分别是静态转换、动态转换、端口多路复用。

8．数字签名是笔迹签名的模拟，是一种包括防止源点或终点否认的认证技术。

三、 计算题（每小题8分，共24分）

1．用置换矩阵Ek=〔 〕对明文Now we are having a test加密，并给出其解密矩阵及求出可能的解密矩阵总数。

解：设明文长度L=5，最后一段不足5则加字母x，经过置换后，得到的密文为 Wnewo haaer gvani ttxse

其解密矩阵为

Dk=〔 〕

L=5时可能的解密矩阵总数为 5！= 120

2．DES的密码组件之一是S盒。根据S盒表计算S3(101101)的值,并说明S函数在DES算法中的作用。

解：令101101的第1位和最后1位表示的二进制数为i，则i=(11)2=(3)10

令101101的中间4位表示的二进制数为j，则j=(0110)2=(6)10

查S3盒的第3行第6列的交叉处即为8，从而输出为1000

S函数的作用是将6位的输入变为4位的输出

3．求963和657的最大公约数(963, 657)，并表示成963，657的线性组合。

解：运用广义欧几里得除法，有

963=1\*657+306

657=2\*306+45

306=6\*45+36

45=1\*36+9

36=4\*9+0

（根据给出的最后一个定理）则(963, 657)=9

从广义欧几里得除法逐次消去r(n-1),r(n-2), …,r(3),r(2)，即

9=45-1\*36

=45-（306-6\*45）

=7\*45-306

=7\*（657-2\*306）-306

=7\*657-3\*306

=7\*657-3\*（963-657）

=22\*657-15\*963

所以此线性组合为 9=22\*657-15\*963

四、 问答题（每小题7分，共21分）

1．S拥有所有用户的公开密钥,用户A使用协议

A → S：A || B || Ra

S → A: S || Ss(S || A || Ra || Kb)

其中Ss( )表示S利用私有密钥签名

向S申请B的公开密钥Kb。上述协议存在问题吗？若存在，请说明此问题；若不存在，请给出理由。

答：存在。

由于S没有把公钥和公钥持有人捆绑在一起，A就无法确定它所收到的公钥是不是B的，即B的公钥有可能被伪造。如果攻击者截获A发给S的信息，并将协议改成

A → S：A || C || Ra

S收到消息后，则又会按协议

S → A: S || Ss(S || A || Ra || Kc)

将Kc发送给A，A收到信息后会认为他收到的是Kb ，而实际上收到的是Kc ，但是A会把它当作Kb ，因为他无法确认。

2．请你利用认证技术设计两套系统，一套用于实现商品的真伪查询，另一套用于防止电脑彩票伪造问题。

答：(1)系统产生一随机数并存储此数，然后对其加密，再将密文贴在商品上。当客户购买到此件商品并拨打电话查询时，系统将客户输入的编码(即密文)解密，并将所得的明文与存储在系统中的明文比较，若匹配则提示客户商品是真货，并从系统中删了此明文；若不匹配则提示客户商品是假货。

(2)首先，系统给彩票编好码，习惯称之为条形码；然后，将条形码通过MD5运算，得到相应的消息摘要；接着，对消息摘要进行加密，得到相应密文；最后，系统将条形码与密文绑定在一起并存储，若需要查询时只要查看条形码与密文是否相关联即可。这样，即可实现电脑彩票防伪，因为伪造者是无法伪造密文的。

3．防火墙的实现技术有哪两类？防火墙存在的局限性又有哪些？

答：防火墙的实现从层次上可以分为两类：数据包过滤和应用层网关，前者工作在网络层，而后者工作在应用层。

防火墙存在的局限性主要有以下七个方面

(1) 网络上有些攻击可以绕过防火墙（如拨号）。

(2) 防火墙不能防范来自内部网络的攻击。

(3) 防火墙不能对被病毒感染的程序和文件的传输提供保护。

(4) 防火墙不能防范全新的网络威胁。

(5) 当使用端到端的加密时，防火墙的作用会受到很大的限制。

(6) 防火墙对用户不完全透明，可能带来传输延迟、瓶颈以及单点失效等问题。

(7) 防火墙不能防止数据驱动式攻击。有些表面无害的数据通过电子邮件或其他方式发送到主机上，一旦被执行就形成攻击（附件）。

五、 分析题（15分）

1．下图表示的是P2DR2动态安全模型，请从信息安全安全角度分析此模型？

答：(主要理解一下黑体字部分，然后按照这个思路自由发挥)

P2DR2动态安全模型研究的是基于企业网对象、依时间及策略特征的（Policy， Protection， Detection，Response，Restore）动态安全模型结构，由策略、防护、检测、响应和恢复等要素构成，是一种基于闭环控制、主动防御的动态安全模型。通过区域网络的路由及安全策略分析与制定，在网络内部及边界建立实时检测、监测和审计机制，采取实时、快速动态响应安全手段，应用多样性系统灾难备份恢复、关键系统冗余设计等方法，构造多层次、全方位和立体的区域网络安全环境。

一个良好的网络安全模型应在充分了解网络系统安全需求的基础上，通过安全模型表达安全体系架构，通常具备以下性质：精确、无歧义；简单和抽象；具有一般性；充分体现安全策略。

1． P2DR2模型的时间域分析

P2DR2模型可通过数学模型，作进一步理论分析。作为一个防御保护体系，当网络遭遇入侵攻击时，系统每一步的安全分析与举措均需花费时间。设Pt为设置各种保护后的防护时间，Dt为从入侵开始到系统能够检测到入侵所花费的时间，Rt为发现入侵后将系统调整到正常状态的响应时间，则可得到如下安全要求：

Pt >( Dt + Rt) （1）

由此针对于需要保护的安全目标，如果满足公式（1），即防护时间大于检测时间加上响应时间，也就是在入侵者危害安全目标之前，这种入侵行为就能够被检测到并及时处理。同样，我们假设Et为系统暴露给入侵者的时间，则有

Et=Dt+Rt （如果Pt=0） （2）

公式（2）成立的前提是假设防护时间为0，这种假设对Web Server这样的系统可以成立。

通过上面两个公式的分析，实际上给出了一个全新的安全定义：及时的检测和响应就是安全，及时的检测和恢复就是安全。不仅于此，这样的定义为解决安全问题给出了明确的提示：提高系统的防护时间Pt、降低检测时间Dt和响应时间Rt，是加强网络安全的有效途径。

图1为P2DR2 安全模型的体系结构。在P2DR2动态安全模型中，采用的加密、访问控制等安全技术都是静态防御技术，这些技术本身也易受攻击或存在问题。那么攻击者可能绕过了静态安全防御技术，进入系统，实施攻击。模型认可风险的存在，绝对安全与绝对可靠的网络系统是不现实的，理想效果是期待网络攻击者穿越防御层的机会逐层递减，穿越第5层的概率趋于零。

图2 P2DR2 安全模型体系结构

2． P2DR2模型的策略域分析

网络系统是由参与信息交互的各类实体元素构成，可以是独立计算机、局域网络或大规模分布式网络系统。实体集合可包括网络通信实体集、通信业务类型集和通信交互时间集。

通信实体集的内涵表示发起网络通信的主体，如：进程、任务文件等资源；对于网络系统，表示各类通信设备、服务器以及参与通信的用户。网络的信息交互的业务类型存在多样性，根据数据服务类型、业务类型，可以划分为数据信息、图片业务、声音业务；根据IP数据在安全网关的数据转换服务，业务类型可以划分为普通的分组；根据TCP/IP协议传输协议，业务类型可以划分为 ICMP、TCP、UDP分组。信息安全系统根据不同安全服务需求，使用不同分类法则。通信交互时间集则包含了通信事件发生的时间区域集。

安全策略是信息安全系统的核心。大规模信息系统安全必须依赖统一的安全策略管理、动态维护和管理各类安全服务。安全策略根据各类实体的安全需求，划分信任域，制定各类安全服务的策略。

在信任域内的实体元素，存在两种安全策略属性，即信任域内的实体元素所共同具有的有限安全策略属性集合,实体自身具有的、不违反Sa的特殊安全策略属性Spi 。由此我们不难看出，S=Sa+ΣSpi.

安全策略不仅制定了实体元素的安全等级，而且规定了各类安全服务互动的机制。每个信任域或实体元素根据安全策略分别实现身份验证、访问控制、安全通信、安全分析、安全恢复和响应的机制选择。

信息安全试题（2/共3）

一．名词解释

信息安全：建立在网络基础上的现代信息系统，其安全定义较为明确，那就是：保护信息系统的硬件软件及其相关数据，使之不因偶然或是恶意侵犯而遭受破坏，更改及泄露，保证信息系统能够连续正常可靠的运行。

VPN：一般是指建筑在因特网上能够自我管理的专用网络，是一条穿过混乱的公共网络的安全稳定的隧道。通过对网络数据的封包和加密传输，在一个公用网络建立一个临时的，安全的连接，从而实现早公共网络上传输私有数据达到私有网络的级别。

数字证书：是指各实体（持卡人、个人、商户、企业、网关、银行等）在网上信息交流及交易活动中的身份证明。

选择题

1.、加密算法分为（对称密码体制和非对称密码体制）

2。、口令破解的最好方法是（B）

A暴力破解 B组合破解 C字典攻击 D生日攻击

3、杂凑码最好的攻击方式是（D）

A 穷举攻击 B中途相遇 C字典攻击 D生日攻击

4、可以被数据完整性机制防止的攻击方式是（D）

A假冒\*\*\* B抵赖\*\*\*\* C数据中途窃取 D数据中途篡改

5、会话侦听与劫持技术属于（B）技术

A密码分析还原 B协议漏洞渗透 C应用漏洞分析与渗透 D DOS攻击

6、PKI的主要组成不包括（B）

A CA B SSL C RA D CR

7，恶意代码是（指没有作用却会带来危险的代码D）

A 病毒\*\*\* B 广告\*\*\* C间谍\*\* D 都是

8，社会工程学常被黑客用于（踩点阶段信息收集A）

A 口令获取 B ARP C TCP D DDOS

9，windows中强制终止进程的命令是（C）

A Tasklist B Netsat C Taskkill D Netshare

10，现代病毒木马融合了（D）新技术

A 进程注入 B注册表隐藏 C漏洞扫描 D都是

11，网络蜜罐技术使用于（.迷惑入侵者，保护服务器诱捕网络罪犯

）

12，利用三次握手攻击的攻击方式是（DOS\DDOS\DRDOS）

13，溢出攻击的核心是（A）

A 修改堆栈记录中进程的返回地址 B利用Shellcode C 提升用户进程权限 D 捕捉程序漏洞

14，在被屏蔽的主机体系中，堡垒主机位于（A）中，所有的外部连接都经过滤路由器到它上面去。

A 内部网络 B周边网络 C外部网络 D自由连接

15，外部数据包经过过滤路由只能阻止（D）唯一的ip欺骗

A 内部主机伪装成外部主机IP B内部主机伪装成内部主机IP

C外部主机伪装成外部主机IP D外部主机伪装成内部主机IP

17，ICMP数据包的过滤主要基于（D）

A目标端口 B 源端口 C消息源代码 D协议prot

18，网络安全的特征包含保密性，完整性（D）四个方面

A可用性和可靠性 B 可用性和合法性 C可用性和有效性 D可用性和可控性

三，简答题

1，信息安全有哪些常见的威胁？信息安全的实现有哪些主要技术措施？

答：常见威胁有非授权访问、信息泄露、破坏数据完整性，拒绝服务攻击，恶意代码。信息安全的实现可以通过物理安全技术，系统安全技术，网络安全技术，应用安全技术，数据加密技术，认证授权技术，访问控制技术，审计跟踪技术，防病毒技术，灾难恢复和备份技术

2，什么是密码分析，其攻击类型有哪些？DES算法中S盒的作用是什么？

答：密码分析是指研究在不知道密钥的情况下来恢复明文的科学。攻击类型有只有密文的攻击，已知明文的攻击，选择明文的攻击，适应性选择明文攻击，选择密文的攻击，选择密钥的攻击，橡皮管密码攻击。S盒是DES算法的核心。其功能是把6bit数据变为4bit数据。

3，试画图说明kerberos认证原理

4，用户A需要通过计算机网络安全地将一份机密文件传送给用户B，请问如何实现？

如果这份机密文件数据量非常大，B希望A今后对该份机密文件无法抵赖，请问如何实

现，试画图说明。

答：（1）假定通信双方分别为Alice和Bob

加密方Alice将商定的密钥秘密地传递给解密方Bob 。

Alice 用商定的密钥加密她的消息，然后传送给Bob。

Bob用Alice传来的密钥解密Alice的消息。

(2)假定通信双方分别为Alice和Bob

Alice和Bob选用一个公开密钥密码系统

Bob将他的公开密钥传送给Alice

(2)假定通信双方分别为Alice和Bob

Alice和Bob选用一个公开密钥密码系统

Bob将他的公开密钥传送给Alice

Alice用Bob的公开密钥加密她的消息，然后传送给Bob

Bob用他的私人密钥解密Alice的消息。

5，防火墙有哪些体系结构？其中堡垒主机的作用是什么？

检测计算机病毒的方法主要有哪些？

答：防火墙的体系结构有屏蔽路由器（Screening Router）和屏蔽主机（Screening Host），双宿主网关（Dual Homed Gateway），堡垒主机（Bastion Host），屏蔽子网（Screened Subnet）防火墙

检测计算机病毒的方法主要有外观检测，特征代码法，系统数据对比法，实时监控法，软件模拟法，检测常规内存数

6，试说明黑客攻击的一般流程及其技术和方法

信息安全试题（3/共3）

1、关于密码学的讨论中，下列（ D ）观点是不正确的。

A、密码学是研究与信息安全相关的方面如机密性、完整性、实体鉴别、抗否认等的综

合技术

B、密码学的两大分支是密码编码学和密码分析学

C、密码并不是提供安全的单一的手段，而是一组技术

D、密码学中存在一次一密的密码体制，它是绝对安全的

2、在以下古典密码体制中，属于置换密码的是（ B）。

A、移位密码 B、倒序密码

C、仿射密码 D、PlayFair密码

3、一个完整的密码体制，不包括以下（ C ）要素。

A、明文空间 B、密文空间

C、数字签名 D、密钥空间

4、关于DES算法，除了（C ）以外，下列描述DES算法子密钥产生过程是正确的。

A、首先将 DES 算法所接受的输入密钥 K（64 位），去除奇偶校验位，得到56位密钥（即经过PC-1置换，得到56位密钥）

B、在计算第i轮迭代所需的子密钥时，首先进行循环左移，循环左移的位数取决于i的值，这些经过循环移位的值作为下一次循环左移的输入

C、在计算第i轮迭代所需的子密钥时，首先进行循环左移，每轮循环左移的位数都相同，这些经过循环移位的值作为下一次循环左移的输入

D、然后将每轮循环移位后的值经PC-2置换，所得到的置换结果即为第i轮所需的子密钥Ki

5、2000年10月2日，NIST正式宣布将（ B ）候选算法作为高级数据加密标准，该算法是由两位比利时密码学者提出的。

A、MARS B、Rijndael

C、Twofish D、Bluefish

6、根据所依据的数学难题，除了（ A ）以外，公钥密码体制可以分为以下几类。

A、模幂运算问题 B、大整数因子分解问题

C、离散对数问题 D、椭圆曲线离散对数问题

7、密码学中的杂凑函数（Hash函数）按照是否使用密钥分为两大类：带密钥的杂凑函数和不带密钥的杂凑函数，下面（ C ）是带密钥的杂凑函数。

A、MD4 B、SHA-1

C、whirlpool D、MD5

8、完整的数字签名过程（包括从发送方发送消息到接收方安全的接收到消息）包括（C ）和验证过程。

A、加密 B、解密

C、签名 D、保密传输

9、除了（ D ）以外，下列都属于公钥的分配方法。

A、公用目录表 B、公钥管理机构

C、公钥证书 D、秘密传输

10、密码学在信息安全中的应用是多样的，以下（ A ）不属于密码学的具体应用。

A、生成种种网络协议 B、消息认证，确保信息完整性

C、加密技术，保护传输信息 D、进行身份认证

得分 评卷人

1、信息安全中所面临的威胁攻击是多种多样的，一般将这些攻击分为两大类（主动攻击）和被动攻击。其中被动攻击又分为（消息内容的泄露）和（进行业务流分析）。

2、密码技术的分类有很多种，根据加密和解密所使用的密钥是否相同，可以将加密算法分为：对称密码体制和（非对称密码体制），其中对称密码体制又可分为两类，按字符逐位加密的（序列密码）和按固定数据块大小加密的（分组密码）。

3、密码分析是研究密码体制的破译问题，根据密码分析者所获得的数据资源，可以将密码分析（攻击）分为：（惟密文分析）、已知明文分析（攻击）、（选择明文分析）和选择密文分析（攻击）。

4、古典密码学体制对现代密码学的研究和学习具有十分重要的意义，实现古典密码体制的两种基本方法（代换）和（置换）仍是构造现代对称分组密码的核心方式。

5、（DES）是美国国家标准局公布的第一个数据加密标准，它的分组长度为（64）位，密钥长度为（64（56））位。

6、1976年，美国两位密码学者Diffe和Hellman在该年度的美国计算机会议上提交了一篇论文，提出了（公钥密码体制）的新思想，它为解决传统密码中的诸多难题提出了一种新思路。

7、Elgamal算法的安全性是基于（离散对数问题），它的最大特点就是在加密过程中引入了一个随机数，使得加密结果具有（不确定性），并且它的密文长度是明文长度的（两）倍。该算法的变体常用来进行数据签名。

8、密码系统的安全性取决于用户对于密钥的保护，实际应用中的密钥种类有很多，从密钥管理的角度可以分（初始密钥）、（会话密钥）、密钥加密密钥和（主密钥）。

得分 评卷人

1、 古典密码体制中代换密码有哪几种，各有什么特点？

2、 描述说明DES算法的加解密过程（也可以画图说明）。

3、 以DES为例，画出分组密码的密码分组链接（CBC）模式的加密解密示意图，假设加密时明文一个比特错误，对密文造成什么影响，对接收方解密会造成什么影响？

4、简述公钥密码体制的基本思想以及其相对于传统密码体制的优势。

5、 简述数字签名的基本原理及过程。

四、计算题（每题10分，共20分）

1、 计算通过不可约多项式X8+X4+X3+X+1构造的GF（28）上，元素（83）H的乘法逆元。

2、 RSA算法中，选择p=7,q=17,e=13,计算其公钥与私钥，并采用快速模乘（反复平方乘）方法，加密明文m=（19）10。

1、 答：在古典密码学中，有四种类型的代替密码：

①简单代替密码（或单表代替密码）（1分），它将明文字母表中的每个字母用密文字母表中的相应字母来代替，明密文表字母存在惟一的一一对应关系，然后通过明密文对照表来进行加解密，容易受到频率统计分析攻击，例如：恺撒密码、仿射密码等（1分）。②多名码代替密码（1分），将明文中的每个字母按一定规律映射到一系列密文字母，这一系列密文字母称为同音字母，它的密文的相关分布会接近于平的，能够较好挫败频率分析，较简单代替密码难破译（1分）。③多字母代替密码（1分），通过一次加密一组字母来使密码分析更加困难，例如Playfair密码（1分）。④多表代替密码（1分），使用从明文字母到密文字母的多个映射，每个映射像简单代替密码中的一一对应，比简单代替密码更安全一些，例如，维吉尼亚密码等（1分）。

2、 答：DES算法是一个分组加密算法，它以64位分组（0.5分）对数据进行加密，其

初始密钥也是64位，它的加密过程可以描述如下：①64位密钥经子密钥产生算法产生出16个子密钥：K1，K2，…K16，分别供第一次，第二次， …，第十六次加密迭代使用（1分）。②64位明文经初始置换IP（0.5分），将数据打乱重排并分成左右两半。左边为L0，右边为R0： X=L0R0=IP(x)。③16轮（0.5分）轮变换，每轮（第i轮）操作如下：在轮子密钥Ki的控制下，由轮函数f对当前轮输入数据的右半部分Ri-1进行加密：第一步，将Ri-1经过E盒置换扩展成48位（0.5分），第二步，将Ri-1与48位的轮子密钥Ki逐比特异或（0.5分），第三步，对Ri-1进行S盒压缩代换，将其压缩为32位（0.5分），第四步，对Ri-1进行P盒置换（0.5分）。然后，将Ri-1与当前轮输入的左半部分Li-1进行逐比特异或，将该运算结果作为当前轮（第i轮）右半部份的输出Ri=Li-1⊕f(Ri-1,Ki)（0.5分）；将本轮输入的右半部分数据作为本轮输出的左半部分数据：Li=Ri-1（0.5分）。④16轮变换结束后，交换输出数据的左右两部分：X=R16L16（1分）。⑤经过逆初始变换IP-1输出密文（0.5分）。对于DES算法来说，其解密过程与加密过程是同一过程，只不过使用子密钥的顺序相反（1分）。

3、答：因为计算机数据自身的特殊性以及不同场合对于数据加密速度及效率的不同需求，再采用分组对称密码进行数据加密时往往要选择相应的工作模式，密文链接模式（CBC）就是其中的一种。①以DES分组密码为例，CBC模式的加密示意图如下（2分）：

②以DES分组密码为例，CBC模式的解密示意图如下（2分）：

③加密时明文的一个比特错误，会导致该组加密密文发生变化，然后这个错误反馈值会作为下一次DES加密的输入值，再经过DES加密变换。会导致后面的密文都受到影响（2分）。④对于接收方来说，加密明文的一个比特错误，只会影响对应明文块所产生的密文的正常解密，其他数据块可以正常准确地解密（2分）。

4、答：①公钥密码体制的基本思想是把密钥分成两个部分：公开密钥和私有密钥（简称公钥和私钥），公钥可以向外公布，私钥则是保密的（1分）；密钥中的任何一个可以用来加密，另一个可以用来解密（1分）；公钥和私钥必须配对使用，否则不能打开加密文件（1分）；已知密码算法和密钥中的一个，求解另一个在计算上是不可行的（1分）。②相对于传统密码体制来说，公钥密码体制中的公钥可被记录在一个公共数据库里或以某种可信的方式公开发放，而私有密钥由持有者妥善地秘密保存。这样，任何人都可以通过某种公开的途径获得一个用户的公开密要，然后进行保密通信，而解密者只能是知道私钥的密钥持有者（1分），该体制简化了密钥的分配与分发（1分）；同时因为公钥密码体制密钥的非对称性以及私钥只能由持有者一个人私人持有的特性（1分），使得公钥密码体制不仅能像传统密码体制那样用于消息加密，实现秘密通信，还可以广泛应用于数字签名、认证等领域（1分）。

5、答：数字签名与加密不同，它的主要目的是保证数据的完整性和真实性，一般包括两部分：签名算法和验证算法，通常由公钥密码算法和杂凑函数（Hash算法）结合实现。假设发送方A要向接收方B发送一消息M，并对该消息进行数字签名，其具体的原理和过程如下：①发送方A采用杂凑函数生成要发送消息M的消息摘要：Hash（M）（2分）；②发送方A采用自己的私钥Pra对消息M的消息摘要加密，实现签名：EPRa(Hash(M))，并将签名与消息M并联形成最终要发送的消息：M|| EPRa(Hash(M)),然后发送该消息（2分）；③接收方B接收到消息后，采用发送方A的公钥Pua解密签名，恢复原始消息的摘要：Hash(M)=DPUa(EPRa(Hash(M)))（2分）；④接收方B采用杂凑函数，重新计算消息M的消息摘要：H’ash(M)，并与从发送方A接收到的消息摘要进行比较,若相等，则说明消息确实是发送方A发送的，并且消息的内容没有被修改过（2分）。数字签名技术对网络安全通信及各种电子交易系统的成功有重要的作用。

1、解：①将元素（83）H转换为二进制数据为（10000011）2（0.5分）；

②将二进制数据（10000011）2转换为给定有限域上的多项式：X7+X+1（0.5分）；

③利用欧几里得扩展算法求解以上多项式在指定有限域上的逆多项式（每步（行）2分））：

Q（X） A1（X） A2（X） A3（X） B1(X) B2（X） B3(X)

—— 1 0 X8+X4+X3+X+1 0 1 X7+X+1

X 0 1 X7+X+1 1 X X4+X3+X2+1

X3+X2+1 1 X X4+X3+X2+1 X3+X2+1 X4+X3+X+1 X

X3+X2+X X3+X2+1 X4+X3+X+1 X X6+X2+X+1 X7 1

由以上计算可知，在给定有限域中X7+X+1的逆多项式为X7；

④将多项式X7用二进制数据表示为：（10000000）2（0.5分）；

⑤将二进制数据（10000000）2转换为十六进制（80）H（0.5分）；

⑥元素（83）H在给定有限域上的乘法逆元为（80）H。

3、 解：①密钥的生成：

● 模数n=p×q=7×17=119，f(n)=（p-1）×（q-1）=6×16=96（0.5分）；

● 因为加密指数e和私密钥d满足：ed mod f(n) =1,所以d=e-1 mod f(n) ,私钥d的计算过程如下（1分）：

Q A1 A2 A3 B1 B2 B3

—— 1 0 96 0 1 13

7 0 1 13 1 -7 5

2 1 -7 5 -2 15 3

1 -2 15 3 3 -22 2

1 3 -22 2 -5 37 1

由以上计算可知私密钥d=37。

● 公钥为（e,n）=(13,119),私钥为的d=37（0.5分）。

②使用以上密钥对，采用反复平方乘方法加密明文m=（19）10，计算过程如下：

● 采用RSA算法加密明文，密文c=me mod n=1913 mod 119

● 将加密指数e=13用二进制表示：（1101）2，则有（每步（计算行）2分）：

k bi d

3 1 ((12 mod 119) ×19)mod119 = 19

2 1 ((192 mod 119) ×19) mod 119 = 76

1 0 (76)2 mod 119 = 64

0 1 ((64)2 mod 119) ×19) mod 119 = 117

由以上计算可知，密文为（117）10。

第一部分　判断题(共65题)

1、信息网络的物理安全要从环境安全和设备安全两个角度来考虑。

参考答案：对

2、由于传输的不同，电力线可以与网络线同槽铺设。

参考答案：错

3、机房供电线路和电力、照明用电可以用同一线路。

参考答案：错

4、有很高使用价值或很高机密程度的重要数据应采用加密等方法进行保护。

参考答案：对

5、数据备份按数据类型划分可以分成系统数据备份和用户数据备份。

参考答案：对

6、如果系统在一段时间内没有出现问题，就可以不用再进行容灾了。

参考答案：错

7、增量备份是备份从上次进行完全备份后更改的全部数据文件。

参考答案：错

8、公钥密码体制算法用一个密钥进行加密，而用另一个不同但是有关的密钥进行解密。

参考答案：对

9、对信息的这种防篡改、防删除、防插入的特性称为数据完整性保护。

参考答案：对

10、PKI是利用公开密钥技术所构建的、解决网络安全问题的、普遍适用的一种基础设施。

参考答案：对

11、操作系统在概念上一般分为两部分：内核（Kernel）以及壳（Shell），有些操作系统的内核与壳完全分开（如Microsoft Windows、UNIX、Linux等）；另一些的内核与壳关系紧密（如UNIX、Linux等），内核及壳只是操作层次上不同而已。

参考答案：错

12、如果向某个组分配了权限，则作为该组成员的用户也具有这一权限。例如，如果Backup Operators组有此权限，而Lois又是该组成员，则Lois也有此权限。

参考答案：对

13、Web站点访问者实际登录的是该Web服务器的安全系统，“匿名”Web访问者都是以IUSR帐号身份登录的。

参考答案：对

14、每个UNIX/Linux系统中都只有一个特权用户，就是root帐号。

参考答案：错

15、SQL注入攻击不会威胁到操作系统的安全。

参考答案：错

16、不需要对数据库应用程序的开发者制定安全策略。

参考答案：错

17、防火墙安全策略一旦设定，就不能再做任何改变。

参考答案：错

18、只要使用了防火墙，企业的网络安全就有了绝对的保障。

参考答案：错

19、半连接扫描也需要完成TCP协议的三次握手过程。

参考答案：错

20、防火墙是设置在内部网络与外部网络（如互联网）之间、或不同内部网络之间，实施访问控制策略的一个或一组系统。

参考答案：对

21、防火墙规则集应该尽可能的简单，规则集越简单，错误配置的可能性就越小，系统就越安全

参考答案：对

22、与入侵检测系统不同，入侵防御系统采用在线（inline）方式运行。

参考答案：对

23、企业内部只需要在网关和各服务器上安装防病毒软件，客户端不需要安装。

参考答案：错

24、运行防病毒软件可以帮助防止遭受网页仿冒欺诈。

参考答案：对

25、包含收件人个人信息的邮件是可信的。

参考答案：错

26、如果采用正确的用户名和口令成功登录网站，则证明这个网站不是仿冒的。

参考答案：错

27、网络边界保护中主要采用防火墙系统，为了保证其有效发挥作用，应当避免在内网和外网之间存在不经过防火墙控制的其他通信连接。

参考答案：对

28、根据ISO13335标准，信息是通过在数据上施加某些约定而赋予这些数据的特殊含义。

参考答案：错

29、在我国严重的网络犯罪行为也不需要接受刑法的相关处罚。

参考答案：错

30、安全管理的合规性，主要是指在有章可循的基础上，确保信息安全工作符合国家法律、法规、行业标准、机构内部的方针和规定。

参考答案：对

31、从事国际联网经营活动和非经营活动的介入单位在不符合条件时，其国际联网经营许可证由发证机关吊销。

参考答案：错

32、公安部、国家安全部、国家保密局、国务院是计算机信息系统安全保护工作的主管部门。

参考答案：错

33、任何单位和个人不得自行建立或者使用其他信道进行国际联网。

参考答案：对

34、经营国际联网业务的单位，有违法行为的，公安机关可以吊销其经营许可证或者取消其联网资格。

参考答案：错

35、已经联网的用户有对计算机信息信息网络中存储、处理或者传输的数据和应用程序进行删除、修改或者增加的权利。

参考答案：错

36、互联单位、接入单位及使用计算机信息网络国际联网的法人和其他组织当发现本网络中有危害国家利益的内容的地址、目录时，应当按照规定把它删除。

参考答案：对

37、过滤王控制台必须和同步代理软件安装在同一电脑上

参考答案：对

38、临时卡必须每次刷卡都输入姓名证件号码

参考答案：对

39、过滤王管理中心地址是:221.136.69.81

参考答案：对

40、上网卡密码不可以修改

参考答案：对

第二部分　单项选择题(共118题)

1、下列（ ）行为，情节较重的，处以5日以上10日以下的拘留。

A、未经允许重装系统

B、故意卸载应用程序

C、在互联网上长时间聊天的

D、故意制作、传播计算机病毒等破坏性程序，影响计算机信息系统正常运行

参考答案：D

2、公然侮辱他人或者捏造事实诽谤他人的，处（ ）。

A、5日以下拘留或者500元以下罚款

B、10日以上拘留或者500元以下罚款

C、5日以下拘留或者1000元以下罚款

D、10日以上拘留或者1000以下罚款

参考答案：A

3、违反国家规定，对计算机信息系统功能进行删除、修改、增加、干扰，造成计算机信息系统不能正常运行的，处（ ）日以下拘留。

A、5

B、15

C、20

D、30

参考答案：A

4、计算机信息系统，是指由（ ）及其相关的和配套的设备、设施（含网络）构成的，按照一定的应用目标和规则对信息进行采集、加工、储存、传输、检索等处理的人机系统。

A、计算机硬件

B、计算机

C、计算机软件

D、计算机网络

参考答案： B

5、过滤王连接公安中心端的地址是（）

A、221.136.69.81

B、221.136.69.82

C、221.136.69.137

D、221.136.69.137

参考答案：A

6、过滤王日志是存放在Winfgate目录下的哪个文件夹下的（）

A、sys

B、log

C、date

D、日志

参考答案： B

7、过滤王用户上网日志是存放在哪个文件夹下的（）

A、access\_log

B、alert\_log

C、sys\_log

D、user\_log

参考答案：A

8、过滤王服务端上网日志需保存（）天以上

A、7

B、15

C、30

D、60

参考答案：D

9、下列哪类证件不得作为有效身份证件登记上网（）

A、驾驶证

B、户口本

C、护照

D、暂住证

参考答案： B

10、下列哪一个日志文件的大小是正常的()

A、1KB

B、20KB

C、7,023KB

D、123,158KB

参考答案：D

11、过滤王上网的用户日志是存放在哪个文件夹下的（）

A、access\_log

B、alert\_log

C、sys\_log

D、user\_log

参考答案：D

12、代表了当灾难发生后，数据的恢复程度的指标是\_\_\_\_\_\_\_。

A、PRO

B、RTO

C、NRO

D、SDO

参考答案：A

13、代表了当灾难发生后，数据的恢复时间的指标是\_\_\_\_\_\_\_。

A、RPO

B、RTO

C、NRO

D、SDO

参考答案： B

14、目前对于大量数据存储来说，容量大、成本低、技术成熟、广泛使用的介质是\_\_\_\_\_\_\_。

A、磁盘

B、磁带

C、光盘

D、软盘

参考答案： B

15、下列叙述不属于完全备份机制特点描述的是\_\_\_\_\_\_\_。

A、每次备份的数据量较大

B、每次备份所需的时间也就较大

C、不能进行得太频繁

D、需要存储空间小

参考答案：D

16、我国《重要信息系统灾难恢复指南》将灾难恢复分成了\_\_\_\_\_\_\_级。

A、五

B、六

C、七

D、八

参考答案： B

17、容灾项目实施过程的分析阶段，需要\_\_\_\_\_\_\_进行。

A、灾难分析

B、业务环境分析

C、当前业务状况分析

D、以上均正确

参考答案：D

18、下面不属于容灾内容的是\_\_\_\_\_\_\_。

A、灾难预测

B、灾难演习

C、风险分析

D、业务影响分析

参考答案：A

19、容灾的目的和实质是\_\_\_\_\_\_\_。

A、数据备份

B、心理安慰

C、保质信息系统的业务持续性

D、系统的有益补充

参考答案：C

20、Windows系统的用户帐号有两种基本类型，分别是全局帐号和\_\_\_\_\_\_\_。

A、本地帐号

B、域帐号

C、来宾帐号

D、局部帐号

参考答案：A

21、有编辑/etc/passwd文件能力的攻击者可以通过把UID变为\_\_\_\_\_\_\_就可以成为特权用户。

A、-1

B、0

C、1

D、2

参考答案： B

22、下面对于数据库视图的描述正确的是\_\_\_\_\_\_\_。

A、数据库视图也是物理存储的表

B、可通过视图访问的数据不作为独特的对象存储，数据库内实际存储的是SELECT语句

C、数据库视图也可以使用UPDATE或DELETE语句生成

D、对数据库视图只能查询数据，不能修改数据

参考答案： B

23、在正常情况下，Windows 2000中建议关闭的服务是\_\_\_\_\_\_\_。

A、TCP/IP NetBIOS Helper Service

B、Logical Disk Manager

C、Remote Procedure Call

D、Security Accounts Manager

参考答案：A

24、保障UNIX/Linux系统帐号安全最为关键的措施是\_\_\_\_\_\_\_。

A、文件/etc/passwd和/etc/group必须有写保护

B、删除/etc/passwd、/etc/group

C、设置足够强度的帐号密码

D、使用shadow密码

参考答案：A

25、下面不是SQL Server支持的身份认证方式的是\_\_\_\_\_\_\_。

A、Windows NT集成认证

B、SQL Server认证

C、SQL Server混合认证

D、生物认证

参考答案：D

26、下面不是Oracle数据库支持的备份形式的是\_\_\_\_\_\_\_。

A、冷备份

B、温备份

C、热备份

D、逻辑备份

参考答案： B

27、Windows系统安装完后，默认情况下系统将产生两个帐号，分别是管理员帐号和\_\_\_\_\_\_\_。

A、本地帐号

B、域帐号

C、来宾帐号

D、局部帐号

参考答案：C

28、某公司的工作时间是上午8点半至12点，下午1点至5点半，每次系统备份需要一个半小时，下列适合作为系统数据备份的时间是\_\_\_\_\_\_\_。

A、上午8点

B、中午12点

C、下午3点

D、凌晨1点

参考答案：D

29、下面不是UNIX/Linux操作系统的密码设置原则的是\_\_\_\_\_\_\_。

A、密码最好是英文字母、数字、标点符号、控制字符等的结合

B、不要使用英文单词，容易遭到字典攻击

C、不要使用自己、家人、宠物的名字

D、一定要选择字符长度为8的字符串作为密码

参考答案：D

30、UNIX/Linux系统中，下列命令可以将普通帐号变为root帐号的是\_\_\_\_\_\_\_。

A、chmod命令

B、/bin/passwd命令

C、chgrp命令

D、/bin/su命令

参考答案：D

31、下面不是保护数据库安全涉及到的任务是\_\_\_\_\_\_\_。

A、确保数据不能被未经过授权的用户执行存取操作

B、防止未经过授权的人员删除和修改数据

C、向数据库系统开发商索要源代码，做代码级检查

D、监视对数据的访问和更改等使用情况

参考答案：C

32、有关数据库加密，下面说法不正确的是\_\_\_\_\_\_\_。

A、索引字段不能加密

B、关系运算的比较字段不能加密

C、字符串字段不能加密

D、表间的连接码字段不能加密

参考答案：C

33、下面不是事务的特性的是\_\_\_\_\_\_\_。

A、完整性

B、原子性

C、一致性

D、隔离性

参考答案：A

34、关于NAT说法错误的是\_\_\_\_\_\_\_

A、NAT允许一个机构专用Intranet中的主机透明地连接到公共域中的主机，无需每台内部主机都拥有注册的（已经越来越缺乏的）全局互联网地址

B、静态NAT是设置起来最简单和最容易实现的一种地址转换方式，内部网络中的每个主机都被永久映射成外部网络中的某个合法地址

C、动态NAT主要应用于拨号和频繁的远程连接，当远程用户连接上之后，动态NAT就会分配给用户一个IP地址，当用户断开时，这个IP地址就会被释放而留待以后使用

D、动态NAT又叫网络地址端口转换NAPT

参考答案：D

35、通用入侵检测框架(CIDF)模型中,\_\_\_\_\_\_\_的目的是从整个计算环境中获得事件,并向系统的其他部分提供此事件。

A、事件产生器

B、事件分析器

C、事件数据库

D、响应单元

参考答案：A

36、基于网络的入侵检测系统的信息源是\_\_\_\_\_\_\_。

A、系统的审计日志

B、事件分析器

C、应用程序的事务日志文件

D、网络中的数据包

参考答案：D

37、误用入侵检测技术的核心问题是\_\_\_\_\_\_\_的建立以及后期的维护和更新。

A、异常模型

B、规则集处理引擎

C、网络攻击特征库

D、审计日志

参考答案：C

38、下面说法错误的是\_\_\_\_\_\_\_。

A、由于基于主机的入侵检测系统可以监视一个主机上发生的全部事件，它们能够检测基于网络的入侵检测系统不能检测的攻击

B、基于主机的入侵检测系统可以运行在交换网络中

C、基于主机的入侵检测系统可以检测针对网络中所有主机的网络扫描

D、基于应用的入侵检测系统比起基于主机的入侵检测系统更容易受到攻击，因为应用程序日志并不像操作系统审计追踪日志那样被很好地保护

参考答案：C

39、网络隔离技术，根据公认的说法，迄今已经发展了\_\_\_\_\_\_\_个阶段。

A、六

B、五

C、四

D、三

参考答案： B

40、当您收到您认识的人发来的电子邮件并发现其中有附件，您应该\_\_\_\_\_\_\_。

A、打开附件，然后将它保存到硬盘

B、打开附件，但是如果它有病毒，立即关闭它

C、用防病毒软件扫描以后再打开附件

D、直接删除该邮件

参考答案：C

41、不能防止计算机感染病毒的措施是\_\_\_\_\_\_\_。

A、定时备份重要文件

B、经常更新操作系统

C、除非确切知道附件内容，否则不要打开电子邮件附件

D、重要部门的计算机尽量专机专用，与外界隔绝

参考答案：A

42、下面关于DMZ区的说法错误的是\_\_\_\_\_\_\_

A、通常DMZ包含允许来自互联网的通信可进入的设备，如Web服务器、FTP服务器、SMTP服务器和DNS服务器等

B、内部网络可以无限制地访问外部网络DMZ区

C、DMZ可以访问内部网络

D、有两个DMZ的防火墙环境的典型策略是主防火墙采用NAT方式工作，而内部防火墙采用透明模式工作以减少内部网络结构的复杂程度

参考答案：C

43、使用漏洞库匹配的扫描方法，能发现\_\_\_\_\_\_\_。

A、未知的漏洞

B、已知的漏洞

C、自行设计的软件中的漏洞

D、所有的漏洞

参考答案： B

44、下面关于隔离网闸的说法，正确的是\_\_\_\_\_\_\_

A、能够发现已知的数据库漏洞

B、可以通过协议代理的方法，穿透网闸的安全控制

C、任何时刻，网闸两端的网络之间不存在物理连接

D、在OSI的二层以上发挥作用

参考答案：C

45、某病毒利用RPCDCOM缓冲区溢出漏洞进行传播，病毒运行后，在%System%文件夹下生成自身的拷贝nvchip4.exe，添加注册表项，使得自身能够在系统启动时自动运行。通过以上描述可以判断这种病毒的类型为\_\_\_\_\_\_\_。

A、文件型病毒

B、宏病毒

C、网络蠕虫病毒

D、特洛伊木马病毒

参考答案：C

46、包过滤防火墙工作在OSI网络参考模型的\_\_\_\_\_\_\_

A、物理层

B、数据链路层

C、网络层

D、应用层

参考答案：C

47、防火墙提供的接入模式不包括\_\_\_\_\_\_\_

A、网关模式

B、透明模式

C、混合模式

D、旁路接入模式

参考答案：D

48、下列技术不支持密码验证的是：

A、S/MIME

B、PGP

C、AMTP

D、SMTP

参考答案：D

49、下列不属于垃圾邮件过滤技术的是：

A、软件模拟技术

B、贝叶斯过滤技术

C、关键字过滤技术

D、黑名单技术

参考答案：A

50、下列技术不能使网页被篡改后能够自动恢复的是：

A、限制管理员的权限

B、轮询检测

C、事件触发技术

D、核心内嵌技术

参考答案：A

51、如果您认为您已经落入网络钓鱼的圈套，则应采取（ ）措施。

A、向电子邮件地址或网站被伪造的公司报告该情形

B、更改帐户的密码

C、立即检查财务报表

D、以上全部都是

参考答案：D

52、下面技术中不能防止网络钓鱼攻击的是：

A、在主页的底部设有一个明显链接，以提醒用户注意有关电子邮件诈骗的问题

B、利用数字证书（如USB KEY）进行登录

C、根据互联网内容分级联盟（ICRA）提供的内容分级标准对网站内容进行分级

D、安装杀毒软件和防火墙、及时升级、打补丁、加强员工安全意识

参考答案：C

53、以下不会帮助减少收到的垃圾邮件数量的是：

A、使用垃圾邮件筛选器帮助阻止垃圾邮件

B、共享电子邮件地址或即时消息地址时应小心谨慎

C、安装入侵检测软件

D、收到垃圾邮件后向有关部门举报

参考答案：C

54、内容过滤技术的含义不包括:

A、过滤互联网请求从而阻止用户浏览不适当的内容和站点

B、过滤流入的内容从而阻止潜在的攻击进入用户的网络系统

C、过滤流出的内容从而阻止敏感数据的泄露

D、过滤用户的输入从而阻止用户传播非法内容

参考答案：D

55、下列内容过滤技术中在我国没有得到广泛应用的是:

A、内容分级审查

B、关键字过滤技术

C、启发式内容过滤技术

D、机器学习技术

参考答案：A

56、会让一个用户的“删除”操作去警告其他许多用户的垃圾邮件过滤技术是：

A、黑名单

B、白名单

C、实时黑名单

D、分布式适应性黑名单

参考答案：D

57、不需要经常维护的垃圾邮件过滤技术是：

A、指纹识别技术

B、简单DNS测试

C、黑名单技术

D、关键字过滤

参考答案： B

58、《计算机信息系统安全保护条例》规定，故意输入计算机病毒以及其他有害数据危害计算机信息系统安全的，或者未经许可出售计算机信息系统安全专用产品，由公安机关处以警告或者对个人处以( )的罚款、对单位处以（ ）的罚款

A、5000元以下 15000元以下

B、5000元 15000元

C、2000元以下 10000元以下

D、2000元 10000元

参考答案：A

59、PDR模型是第一个从时间关系描述一个信息系统是否安全的模型，PDR模型中的P，D，R代表分别代表（ ）。

A、保护 检测 响应

B、策略 检测 响应

C、策略 检测 恢复

D、保护 检测 恢复

参考答案：A

60、根据权限管理的原则，一个计算机操作员不应当具备访问（ ）的权限。

A、操作指南文档

B、计算机控制台

C、应用程序源代码

D、安全指南

参考答案：C

61、双机热备是一种典型的事先预防和保护措施，用于保证关键设备和服务的（ ）属性。

A、保密性

B、可用性

C、完整性

D、第三方人员

参考答案： B

62、（ ）手段可以有效应对较大范围的安全事件的不良影响，保证关键服务和数据的可用性。

A、定期备份

B、异地备份

C、人工备份

D、本地备份

参考答案： B

63、相对于现有杀毒软件在终端系统中提供保护不同，（ ）在内外边界处提供更加主动和积极的病毒保护。

A、防火墙

B、病毒网关

C、IPS

D、IDS

参考答案： B

64、《信息系统安全等级保护基本要求》中对不同级别的信息系统应具备的基本安全保护能力进行了要求，共划分为（ ）级。

A、4

B、5

C、6

D、7

参考答案：A

65、统计数据表明，网络和信息系统最大的人为安全威胁来自于（ ）

A、恶意竞争对手

B、内部人员

C、互联网黑客

D、第三方人员

参考答案： B

66、1999年，我国发布第一个信息安全等级保护的国家标准GB17859-1999，提出将信息系统的安全等级划分为（ ）个等级。

A、7

B、8

C、4

D、5

参考答案：D

67、互联网服务提供者和联网使用单位落实的记录留存技术措施，应当具有至少保存（ ）天记录备份的功能。

A、10

B、30

C、60

D、90

参考答案：C

68、定期对系统和数据进行备份，在发生灾难时进行恢复。该机制时为了满足信息安全的（ ）属性。

A、真实性

B、完整性

C、不可否认性

D、可用性

参考答案：D

69、公安部网络违法案件举报网站的网址是（ ）

A、www.netpolice.cn

B、www.gongan.cn

C、http://www.cyberpolice.cn

D、www.110.cn

参考答案：C

70、信息安全经历了三个发展阶段，以下（ ）不属于这个阶段。

A、通信保密阶段

B、加密机阶段

C、信息安全阶段

D、安全保障阶段

参考答案： B

71、信息安全在通信保密阶段对信息安全的关注局限在（ ）安全属性。

A、不可否认性

B、可用性

C、保密性

D、完整性

参考答案：C

72、信息安全管理领域权威的标准是（ ）。

A、ISO15408

B、ISO17799/ISO27001

C、ISO9001

D、ISO14001

参考答案： B

73、在PPDRR安全模式中，（ ）是属于安全事件发生后补救措施。

A、保护

B、恢复

C、响应

D、检测

参考答案： B

74、根据风险管理的看法，资产( )价值，( )脆弱性，被安全威胁( )，( )风险。

A、存在 利用 导致 具有

B、具有 存在 利用 导致

C、导致 存在 具有 利用

D、利用 导致 存在 具有

参考答案： B

75、互联网站链接境外新闻网站，登载境外新闻媒体和互联网站发布的新闻，必须另行报（ ）批准。

A、国务院新闻办公室

B、文化部

C、教育部

D、信息产业部

参考答案：A

76、（ ）在紧急情况下，可以就涉及计算机信息系统安全的特定事项发布专项

A、公安部

B、国家安全部

C、中科院

D、司法部

参考答案：A

77、《中华人民共和国治安管理处罚法》规定，利用计算机信息网络传播淫秽信息的，处（ ）以下拘留，可以并处三千元以下罚款；情节较轻的，处五日以下拘留或者五百元以下罚款。

A、五日以下

B、五日以上十日以下

C、十日以上十五日

D、十五日

参考答案：C

78、互联单位主管部门对经营性接入单位实行（ ）制度。

A、月检

B、半年检

C、年检

D、周检

参考答案：C

79、计算机信息系统是指由指由（ ）及其相关的和配套的设备、设施（含网络）构成的，按照一定的应用目标和规则对信息进行采集、加工、存储、传输、检索等处理系统。

A、计算机硬件

B、计算机

C、计算机软件

D、计算机网络

参考答案： B

80、我国计算机信息系统实行（ ）保护。

A、责任制

B、主任值班制

C、安全等级

D、专职人员资格

参考答案：C

81、故意制作、传播计算机病毒等破坏性程序，影响计算机系统正常运行，（ ）的，应依法处5年以下有期徒刑或者拘役。

A、后果严重

B、产生危害

C、造成系统失常

D、信息丢失

参考答案：A

82、中华人民共和国进内的计算机信息网络进行国际联网，应当依照（ ）办理。

A、《中华人民共和国计算机信息系统安全保护条例》

B、《中华人民共和国计算机信息网络国际联网暂行规定实施办法》

C、《中华人民共和国计算机互联网国际联网管理办法》

D、《中国互联网络域名注册暂行管理办法》

参考答案： B

83、违反《计算机信息系统安全保护条例》的规定，构成（ ）的，依照《治安管理处罚法》的有关规定处罚。

A、犯罪

B、违反《刑法》

C、违反治安管理行为

D、违反计算机安全行为

参考答案：C

84、涉及国家事务、经济建设、国防建设、尖端科技等重要领域的单位的计算机信息网络与（ ），应当采取相应的安全保护措施。

A、任何单位

B、外单位

C、国内联网

D、国际联网

参考答案：D

85、电子公告服务提供者应当记录在电子公告服务系统中发布的信息内容及其发布时间、互联网地址或者域名。记录备份应当保存（ ）日。

A、90

B、60

C、30

D、10

参考答案： B

86、涉及国家秘密的计算机信息系统，（ ）地与国际互联网或者其他公共信息网络相连，必须实行物理隔离。

A、不得直接或者间接

B、不得直接

C、不得间接

D、不得直接和间接

参考答案：A

87、国际联网采用（ ）制定的技术标准、安全标准、资费政策，以利于提高服务质量和水平。

A、企业统一

B、单位统一

C、国家统一

D、省统一

参考答案：C

88、企业计算机信息网络和其他通过专线进行国际联网的计算机信息网络，只限于（ ）使用。

A、企业

B、外部

C、内部

D、专人

参考答案：C

89、（ ）违反计算机信息系统安全保护条例的规定，给国家、集体或者他人财产造成损失的，应当依法承担民事责任。

A、计算机操作人员

B、计算机管理人员

C、任何组织或者个人

D、除从事国家安全的专业人员以外的任何人

参考答案：C

90、互联单位应当自网络正式联通之日起（ ）内，到所在地的省、自治区、直辖市人民政府公安机关指定的受理机关办理备案手续。

A、15

B、30

C、45

D、60

参考答案： B

91、《计算机信息网络国际联网安全保护管理办法》规定，未建立安全保护管理制度的，采取安全技术保护措施，由公安机关（ ），给予（ ），还可（ ）；在规定的限期内未改正的，对单位的主管负责人员和其他直接责任人员可（ ）

A、责令限期改正 警告 没收违法所得 并处罚款

B、通报批评 警告 没收违法所得 并处罚款

C、通报批评 拘留 没收违法所得 并处罚款

D、责令限期改正 警告 没收违法所得 并处拘留

参考答案：A

92、根据《互联网电子公告服务管理规定》规定，（ ）发现电子公告服务系统中出现明显属于该办法第九条所列的禁止信息内容之一的，应当立即删除，保存有关记录，并向国家有关机关报告。

A、电子公告用户

B、电子公告浏览者

C、互联单位

D、电子公告服务提供者

参考答案：D

93、过滤王软件最多监控多少客户端?

A、100

B、200

C、300

D、400

参考答案：C

94、备份过滤王数据是备份哪些内容?

A、过滤控制台目录

B、过滤核心目录

C、核心目录下的ACCERS目录

D、核心目录下的几个目录

参考答案： B

95、安装过滤王核心的逻辑盘要留至少多少空闲空间?

A、1G

B、2G

C、3G

D、15G

参考答案：D

第三部分　多项选择题(共38题)

1、下列（ ）行为，情节较重的，可以处5日以上10日以下拘留，可以并处500元以下罚款。

A、偷窥、偷拍、窃听、散布他人隐私的

B、未经他人允许向其发送邮件的

C、利用手机向他人发送短信息的

D、捏造事实诬告陷害他人，企图使他人受到刑事追究或者受到治安管理处罚的

参考答案：A D

2、下列哪些是互联网提供的功能。（ ）

A、E-mail

B、BBS

C、FTP

D、WWW

参考答案：A B C D

2、对违反行政管理秩序的公民、法人或者其他组织，将要作出（ ）的行政处罚之前，行政处罚机关应制作《违法行为处理通知书》，并送达当事人。

A、警告

B、较大数额罚款

C、责令停产停业

D、暂扣或者吊销许可证

参考答案： B C D

4、系统数据备份包括对象有\_\_\_\_\_\_\_。

A、配置文件

B、日志文件

C、用户文档

D、系统设备文件

参考答案：A B D

5、PKI提供的核心服务包括：

A、认证

B、完整性

C、密钥管理

D、简单机密性

E、非否认

参考答案：A B C D E

6、域内置全局组安全控制非常重要，这些组只出现在域控制器中，包括\_\_\_\_\_\_\_。

A、Domain Admins组

B、Domain Users组

C、Domain Replicators组

D、Domain Guests组

参考答案：A B D

7、UNIX/Linux系统中的Apache服务器的主要安全缺陷表现在攻击者可以\_\_\_\_\_\_\_。

A、利用HTTP协议进行的拒绝服务攻击

B、发动缓冲区溢出攻击

C、获得root权限

D、利用MDAC组件存在一个漏洞，可以导致攻击者远程执行目标系统的命令

参考答案：A B C

8、Windows系统登录流程中使用的系统安全模块有\_\_\_\_\_\_\_。

A、安全帐号管理（Security Account Manager，简称SAM）模块

B、Windows系统的注册（WinLogon）模块

C、本地安全认证（Local Security Authority，简称LSA）模块

D、安全引用监控器模块

参考答案：A B C

9、SQL Server中的预定义服务器角色有\_\_\_\_\_\_\_。

A、sysadmin

B、serveradmin

C、setupadmin

D、securityadmin

E、processadmin

参考答案：A B C D E

10、可以有效限制SQL注入攻击的措施有\_\_\_\_\_\_\_。

A、限制DBMS中sysadmin用户的数量

B、在Web应用程序中，不以管理员帐号连接数据库

C、去掉数据库不需要的函数、存储过程

D、对于输入的字符串型参数，使用转义

E、将数据库服务器与互联网物理隔断

参考答案： B C D E

11、防火墙的局限性包括\_\_\_\_\_\_\_

A、防火墙不能防御绕过了它的攻击

B、防火墙不能消除来自内部的威胁

C、防火墙不能对用户进行强身份认证

D、防火墙不能阻止病毒感染过的程序和文件进出网络

参考答案：A B D

12、网络安全扫描能够\_\_\_\_\_\_\_

A、发现目标主机或网络

B、判断操作系统类型

C、确认开放的端口

D、识别网络的拓扑结构

E、测试系统是否存在安全漏洞

参考答案：A B C D E

13、入侵防御技术面临的挑战主要包括\_\_\_\_\_\_\_

A、不能对入侵活动和攻击性网络通信进行拦截

B、单点故障

C、性能“瓶颈”

D、误报和漏报

参考答案： B C D

14、病毒传播的途径有\_\_\_\_\_\_\_

A、移动硬盘

B、内存条

C、电子邮件

D、聊天程序

E、网络浏览

参考答案：A C D E

15、下列邮件为垃圾邮件的有：

A、收件人无法拒收的电子邮件

B、收件人事先预定的广告、电子刊物等具有宣传性质的电子邮件

C、含有病毒、色情、反动等不良信息或有害信息的电子邮件

D、隐藏发件人身份、地址、标题等信息的电子邮件

E、含有虚假的信息源、发件人、路由等信息的电子邮件

参考答案：A C D E

16、内容过滤的目的包括：

A、阻止不良信息对人们的侵害

B、规范用户的上网行为，提高工作效率

C、防止敏感数据的泄露

D、遏制垃圾邮件的蔓延

E、减少病毒对网络的侵害

参考答案：A B C D E

17、所有进入网络和信息系统工作的人员，必须签订保密协议，具体协议保密协议的人员范围包括：（ ）

A、网络使用者

B、正式雇员

C、离职雇员

D、第三方人员

参考答案： B C D

18、我国信息网络重点单位一共分为12类，下列属于信息网络重点单位包括（ ）

A、党政机关

B、金融机构、邮电、广电部门、能源单位、交通运输单位

C、所有工程建设单位、互联网管理中心和重要网站

D、尖端科研单位、社会应急服务部门、重要物资储备单位

参考答案：A B C D

19、信息系统安全等级保护的核心是对信息系统分等级、按标准进行建设、管理和监督。信息系统安全等级保护实施过程中应遵循以下基本原则有（ ）

A、自主保护原则

B、重点保护原则

C、同步建设原则

D、动态调整原则

参考答案：A B C D

20、计算机病毒具有以下特点（ ）

A、传染性

B、隐蔽性

C、潜伏性

D、可预见性

E、破坏性

参考答案：A B C E

21、公安机关对计算机信息系统安全保护工作行使下列监督职权：（ ）

A、监督、检查、指导计算机信息系统安全保护工作

B、查处危害计算机信息系统安全的违法犯罪案件

C、履行计算机信息系统安全保护工作的其他监督职责

D、就涉及计算机信息系统安全的特定事项发布专项通令

参考答案：A B C D

22、违反《计算机信息系统安全保护条例》的规定，有下列行为之一的，由公安机关处以警告或者停机整顿：（ ）

A、违反计算机信息系统安全等级保护制度，危害计算机信息系统安全的

B、违反计算机信息系统国际联网备案制度的

C、按照规定时间报告计算机信息系统中发生的案件的

D、接到公安机关要求改进安全状况的通知后，在限期内拒不改进的

参考答案：A B D

23、任何单位和个人不得利用国际联网制作、复制、查阅和传播下列信息的，由公安机关给予警告，有违法所得的，没收违法所得，对个人可以并处五千元以下的罚款，对单位可以并处一万五千元以下的罚款，情节严重的，并可以给予六个月以内停止联网、停机整顿的处罚，必要时可以建议原发证、审批机构吊销经营许可证或者取消联网资格；构成违反治安管理行为的，依照治安管理处罚法的规定处罚；构成犯罪的，依法追究刑事责任： （ ）

A、捏造或者歪曲事实，散布谣言，扰乱社会秩序的

B、煽动抗拒、破坏宪法和法律、行政法规实施的

C、公然侮辱他人或者捏造事实诽谤他人的

D、表示对国家机关不满的

参考答案：A B C

24、任何人不得在电子公告服务系统中发布含有下列内容之一的信息： （ ）

A、反对宪法所确定的基本原则的、危害国家安全，泄露国家秘密，颠覆国家政权，破坏国家统一的

B、损害国家荣誉和利益的；煽动民族仇恨、民族歧视，破坏民族团结的

C、破坏国家宗教政策，宣扬邪教和封建迷信的

D、散布谣言、淫秽、色情、赌博、暴力、凶杀、恐怖或者教唆犯罪的

参考答案：A B C D

25、互联单位、接入单位及使用计算机信息网络国际联网的法人和其他组织应当履行下列安全保护职责 （ ）

A、负责本网络的安全保护管理工作，建立健全落实安全保护管理制度

B、负责对本网络用户的安全教育和培训

C、对委托发布信息的单位和个人进行登记，并对所提供的信息内容进行审核

D、发现计算机案件应当保留有关原始记录，并在二十四小时内向当地公安机关报告

参考答案：A B C D

26、为了保障互联网的运行安全，对有下列行为之一，构成犯罪的，依照刑法有关规定追究刑事责任：（ ）

A、侵入国家事务、国防建设、尖端科学技术领域的计算机信息系统

B、故意制作、传播计算机病毒等破坏性程序，攻击计算机系统及通信网络，致使计算机系统及通信网络遭受损害

C、违反国家规定，擅自中断计算机网络或者通信服务，造成计算机网络或者通信系统不能正常运行

D、非法截获、篡改、删除他人电子邮件或者其他数据资料，侵犯公民通信自由和通信秘密

参考答案：A B C D

27、安装过滤王核心需要哪些数据

A、网吧代码

B、管理中心地址

C、序列号

D、计算机名

参考答案：A B C

28、目前使用的过滤王核心的版本是多少?

A、5.0.00.141

B、5.0.00.142

C、5.0.00.143

D、5.0.00.146

参考答案：A B C D

29、过滤王可以过滤哪些类型的网站

A、赌博

B、邪教

C、暴力

D、色情

参考答案：A B C D

第四部分　填空题(共25题)

1、对发现人员身份信息录入有误的会员卡要及时\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_，重新做新卡。

参考答案：注销

2、发行会员卡时必须严格核对\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_后正确录入保存

参考答案：上网人员身份信息

3、与安装过滤王核心电脑相连接的交换机上，必须具有\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

参考答案：镜像端口

4、物理安全是指物理介质层次上对\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_的网络信息的安全保护，是网络信息安全的最基本保障。

参考答案：存储和传输

5、容灾就是减少灾难事件发生的可能性以及限制灾难对\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_所造成的影响的一整套行为。

参考答案：关键业务流程

6、数据备份是目的是为了\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_在崩溃时能够快速地恢复数据。

参考答案：系统数据

7、\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_是PKI系统安全的核心。

参考答案：CA

8、公钥密码体制有两种基本模型：一种是加密模型；另一种是\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_模型。

参考答案：认证

9、著名的DES数据加密标准是\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_加密系统

参考答案：对称

10、数据库恢复技术中，建立冗余数据最常用的技术有两种：第一种是数据备份，第二种是\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_。

参考答案：日志文件

11、数据库访问控制的粒度可分为4个层次，分别是数据库级、\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_、记录级（行级）和属性级（字段级）。

参考答案：表级

12、\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_是在密罐技术上逐步发展起来的一个新的概念，在其中可以部署一个或者多个密罐，来构成一个黑客诱捕网络体系架构。

参考答案：密网

13、在PDRR模型中，\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_是静态防护转化为动态的关键，是动态相应的依据。

参考答案：检测

14、ISO 17799/ISO 27001最初是由\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_提出的国家标准。

参考答案：英国

15、凡是违反国家法律、危害计算机信息系统安全以及利用计算机信息系统实施的违法犯罪活动，统称计算机案件，计算机案件主要分为\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_两类。

参考答案：刑事案件和行政案件

16、一个完整的信息安全保障体系，应当包括\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_五个主要环节，这就是PPDRR模型的内容。

参考答案：安全策略、保护、检测、响应、恢复

17、\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_是国家授权对信息安全和网络安全进行监控和管理的职能机构，各单位、组织都应当密切配合。

参考答案：公安部

18、GB 17859-1999的全称是\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_是建立计算机信息系统安全等级保护制度，实施安全等级管理的基础性标准。

参考答案：计算机信息系统安全保护等级划分准则

19、从事国际联网业务的单位和个人应当接受\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_的安全监督、检查和指导，如实向公安机关提供有关安全保护的信息、资料及数据文件，协助公安机关查处通过国际联网的计算机信息网络的违法犯罪行为。

参考答案：公安机关

20、任何单位发现有违反规定的有害信息的，应当保留原始纪录后及时删除，并在\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_小时内向当地公安机关报告；发现计算机犯罪案件，应立即向公安网监部门报案，并保护好现场。

参考答案：24

21、违反国家规定，对计算机信息系统功能进行\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_,造成计算机信息系统不能正常运行，后果严重的，处五年以下有期徒刑或者拘役；后果特别严重的，处五年以上有期徒刑。

参考答案：删除、修改、增加、干扰

22、\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_不得利用国际联网危害国家安全、泄露国家秘密，不得侵犯国家的、社会的、集体的利益和公民的合法权益，不得从事违法犯罪活动。

参考答案：任何单位和个人

23、《计算机信息网络国际联网安全保护管理办法》规定了备案制度与罚则，\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_均为备案对象。

参考答案：接入服务单位、数据中心、信息服务单位、联网单位

24、\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_,是指互联网上一切可能对现存法律秩序和其他公序良俗造成破坏或者威胁的数据、新闻和知识等信息。

参考答案：互联网上的有害信息

25、过滤王自动保存最近\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_天的上网记录

参考答案：60

1．以下厂商为电子商务提供信息产品硬件的是\_\_\_C\_\_\_\_

A. AOL

B．YAHOO

C．IBM

D．MICROSOFT

2．把明文变成密文的过程，叫作\_\_A\_\_\_\_\_

A.加密

B．密文

C．解密

D．加密算法

3．以下加密法中属于双钥密码体制的是\_\_D\_\_\_\_\_

A．DES

B．AES

C．IDEA

D．ECC

4．MD-4散列算法，输入消息可为任意长，按\_\_\_A\_\_\_\_比特分组。

A．512

B．64

C．32

D．128

5．SHA算法中，输入的消息长度小于264比特，输出压缩值为\_\_\_\_C\_\_\_比特。

A．120

B．140

C．160

D．264

6.计算机病毒最重要的特征是\_\_\_B\_\_\_\_

A．隐蔽性

B．传染性

C．潜伏性

D．表现性

7．主要用于防火墙的VPN系统，与互联网密钥交换IKE有关的框架协议是\_\_A\_\_\_\_\_

A．IPSec

B．L2F

C．PPTP

D．GRE

8．Access VPN又称为\_\_\_A\_\_\_\_

A．VPDN

B．XDSL

C．ISDN

D．SVPN

9．以下不是接入控制的功能的是\_\_\_\_B\_\_\_

A．阻止非法用户进入系统

B．组织非合法人浏览信息

C．允许合法用户人进入系统

D．使合法人按其权限进行各种信息活动

10.在通行字的控制措施中，限制通行字至少为\_\_\_B\_\_\_\_字节以上。

A．3～6

B．6～8

C．3～8

D．4～6

11.用数字办法确认、鉴定、认证网络上参与信息交流者或服务器的身份是指\_\_\_B\_\_\_\_

A．接入控制

B．数字认证

C．数字签名

D．防火墙

12．关于密钥的安全保护下列说法不正确的是\_\_\_\_A\_\_\_

A．私钥送给CA

B．公钥送给CA

C．密钥加密后存人计算机的文件中

D．定期更换密钥

13. \_\_\_D\_\_\_\_在CA体系中提供目录浏览服务。

A．安全服务器

B．CA服务器

C．注册机构RA

D．LDAP服务器

14. Internet上很多软件的签名认证都来自\_\_\_D\_\_\_\_公司。

A．Baltimore

B．Entrust

C．Sun

D．VeriSign

15.目前发展很快的安全电子邮件协议是\_\_\_C\_\_\_\_ ，这是一个允许发送加密和有签名邮件的

协议。\_\_\_\_\_\_\_

A．IPSec

B．SMTP

C．S/MIME

D．TCP/1P

16.实现源的不可否认业务中，第三方既看不到原数据，又节省了通信资源的是\_\_\_C\_\_\_\_

A.源的数字签字

B．可信赖第三方的数字签字

C．可信赖第三方对消息的杂凑值进行签字

D．可信赖第三方的持证

17. SET的含义是\_\_\_B\_\_\_\_

A．安全电子支付协议

B．安全数据交换协议

C．安全电子邮件协议

D．安全套接层协议

18. 对SET软件建立了一套测试的准则。\_\_A\_\_\_\_\_

A．SETCo

B．SSL

C．SET Toolkit

D．电子钱包

19．CFCA认证系统的第二层为\_\_\_B\_\_\_\_

A．根CA

B．政策CA

C．运营CA

D．审批CA

20. SHECA提供了\_\_\_\_A\_\_\_种证书系统。

A．2

B．4

C．5

D．7

1. 信息安全受到的威胁有人为因素的威胁和非人为因素威胁，非人为因素的威胁包括　自然灾害　　　、　　系统故障　　、　技术缺陷　　。

2. 广义的信息安全是指网络系统的　　硬件　　、　软件　　及其系统中的信息受到保护。它包括系统连续、可靠、正常地运行，　网络服务　　　不中断，系统中的信息不因偶然的或恶意的原因而遭到　破坏　　　、　　更改　　和　　泄露　　　。

3. 密码学是一门关于　信息加密　　和　　密文破译　　的科学，包括　密码编码学　　　和 密码分析学 两门分支。

4. 信息隐藏技术的4个主要分支是　隐写术　　　、　隐通道　　、　匿名通信　　和　版权标识　　。

1. 信息安全的狭义解释

指信息内容的安全，包括信息的保密性、真实性和完整性。

2. 密码系统

指用于加密和解密的系统。

3. 数字水印

在数字化的信息载体中嵌入不明显的记号隐藏起来，被嵌入的信息包括作品的版权所有者、发行者、购买者、作者的序列号、日期和有特殊意义的文本等。60

4. 消息认证码MAC

MAC就是带密钥的消息摘要函数或称为一种带密钥的数字指纹，它与普通的摘要函数是有本质区别的。

1. 简述数字签名的基本原理?

数字签名包含两个过程：签名过程和验证过程。由于从公开密钥不能推算出私有密钥，因此公开密钥不会损害私有密钥的安全性；公开密钥无需保密，可以公开传播，而私有密钥必须保密。因此若某人用其私有密钥加密消息，并且用其公开密钥正确解密，就可肯定该消息是某人签名的。因为其他人的公开密钥不可能正确解密该加密过的消息，其他人也不可能拥有该人的私有密钥而制造出该加密过的消息，这就是数字签名的原理。

2. 数据备份的种类有哪些？常用的方法有哪些？？

数据备份按照备份时所备份数据的特点可以分为三种：完全备份、增量备份和系统备份。根据数据备份所使用的存储介质种类可以将数据备份方法分成如下若干种：软盘备份、磁带备份、可移动存储备份、可移动硬盘备份、本机多硬盘备份和网络备份。

3. 简述密码策略和帐户策略？

账户策略定义在计算机上，然而却可以影响用户账户与计算机或域交互作用的方式。账户策略在安全区域有如下内容的属性。

（1）密码策略：对于域或本地用户账户，决定密码的设置，如强制性和期限。

（2）账户锁定策略：对于域或本地用户账户，决定系统锁定账户的时间以及锁定哪个账户。

（3）Kerberos策略：对于域用户账户，决定于Kerberos有关的设置，如账户有效期和强制性。

密码策略包含6个策略，及密码必须符合复杂性要求、密码长度最小值、密码最长存留期、密码最短存留期、强制密码历史、为域中所有用户使用可还原的加密来存储密码。

4. 简述Web安全目标及技术？。

Web安全目标是保护Web服务器及其数据的安全、保护Web服务器和用户之间传递信息的安全、保护终端用户计算机及其他人连入Internet的设备的安全。Web安全技术主要包括Web服务器安全技术、Web应用服务安全技术和Web浏览器安全技术。

5. 例举几种常见的攻击实施技术。

社会工程学攻击、口令攻击、漏洞攻击、欺骗攻击、拒绝服务攻击等。

1.通常为保证信息处理对象的认证性采用的手段是\_\_\_C\_\_\_\_\_\_\_

A.信息加密和解密 B.信息隐匿

C.数字签名和身份认证技术 D.数字水印

2.关于Diffie-Hellman算法描述正确的是\_\_\_\_B\_\_\_\_\_\_

A.它是一个安全的接入控制协议 B.它是一个安全的密钥分配协议

C.中间人看不到任何交换的信息 D.它是由第三方来保证安全的

3.以下哪一项不在证书数据的组成中? \_\_\_\_\_D\_\_\_\_\_

A.版本信息 B.有效使用期限

C.签名算法 D.版权信息

4．关于双联签名描述正确的是\_\_\_\_D\_\_\_\_\_\_

A．一个用户对同一消息做两次签名 B．两个用户分别对同一消息签名

C．对两个有联系的消息分别签名 D．对两个有联系的消息同时签名

5．Kerberos中最重要的问题是它严重依赖于\_\_\_\_C\_\_\_\_\_\_

A．服务器 B．口令

C．时钟 D．密钥

6．网络安全的最后一道防线是\_\_\_\_A\_\_\_\_\_\_

A．数据加密 B．访问控制

C．接入控制 D．身份识别

7．关于加密桥技术实现的描述正确的是\_\_\_\_A\_\_\_\_\_\_

A．与密码设备无关，与密码算法无关 B．与密码设备有关，与密码算法无关

C．与密码设备无关，与密码算法有关 D．与密码设备有关，与密码算法有关

8．身份认证中的证书由\_\_\_\_A\_\_\_\_\_\_

A．政府机构发行 B．银行发行

C．企业团体或行业协会发行 D．认证授权机构发行

9．称为访问控制保护级别的是\_\_\_\_C\_\_\_\_\_\_

A．C1 B．B1

C．C2 D．B2

10．DES的解密和加密使用相同的算法，只是将什么的使用次序反过来? \_\_\_\_C\_\_\_\_\_\_

A．密码 B．密文

C．子密钥 D．密钥

11．PKI的性能中，信息通信安全通信的关键是\_\_\_\_\_C\_\_\_\_\_

A．透明性 B．易用性

C．互操作性 D．跨平台性

12．下列属于良性病毒的是\_\_\_\_D\_\_\_\_\_

A．黑色星期五病毒 B．火炬病毒

C．米开朗基罗病毒 D．扬基病毒

13．目前发展很快的基于PKI的安全电子邮件协议是\_\_\_\_A\_\_\_\_\_\_

A．S／MIME B．POP

C．SMTP D．IMAP

14．建立计算机及其网络设备的物理环境，必须要满足《建筑与建筑群综合布线系统工程设计规范》的要求，计算机机房的室温应保持在\_\_\_A\_\_\_\_\_\_\_

A．10℃至25℃之间 B．15℃至30℃之间

C．8℃至20℃之间 D．10℃至28℃之间

15．SSL握手协议的主要步骤有\_\_\_\_B\_\_\_\_\_\_

A．三个 B．四个

C．五个 D．六个

16．SET安全协议要达到的目标主要有\_\_\_\_C\_\_\_\_\_\_

A．三个 B．四个

C．五个 D．六个

17．下面不属于SET交易成员的是\_\_\_\_\_B\_\_\_\_\_

A．持卡人 B．电子钱包

C．支付网关 D．发卡银行

18．使用加密软件加密数据时，往往使用数据库系统自带的加密方法加密数据，实施

\_\_\_\_\_A\_\_\_\_\_

A．DAC B．DCA

C．MAC D．CAM

19．CTCA指的是\_\_\_\_B\_\_\_\_\_\_

A．中国金融认证中心 B．中国电信认证中心

C．中国技术认证中心 D．中国移动认证中心

20．下列选项中不属于SHECA证书管理器的操作范围的是\_\_\_\_\_C\_\_\_\_\_

A．对根证书的操作 B．对个人证书的操作

C．对服务器证书的操作 D．对他人证书的操作

1. Windows系统安全模型由 登录流程 、 本地安全授权　、　安全账号管理器和　安全引用监视器　组合而成。

2. 注册表是按照　　子树　、　项　、子项和　值　　组成的分层结构。实际上注册表只有两个子树: 　 HKEY\_LOCAL\_MACHINE　　和　HKEY\_USERS　　，但为了便于检索，用注册表编辑器打开注册表时，展现为五个子树，这些子树的总体组成了Windows中所有的系统配置。

3. 在Windows 2000 网络中有两种主要的帐号类型:　　域用户账号　　和　　本地用户账号　　。

5. E-mail系统主要由　　邮件分发代理　、邮件传输代理、邮件用户代理及　邮件工作站　　组成。

6. 电子邮件安全技术主要包括　　身份证认证技术、　加密签名技术、　协议过滤技术、　防火墙技术和　　邮件病毒过滤技术　。

1. 信息安全的狭义解释

信息安全在不同的应用环境下有不同的解释。针对网络中的一个运行系统而言，信息安全就是指信息处理和传输的安全。它包括硬件系统的安全可靠运行、操作系统和应用软件的安全、数据库系统的安全、电磁信息泄露的防护等。狭义的信息安全，就是指信息内容的安全，包括信息的保密性、真实性和完整性。P5

2. 密码系统

密码系统指用于加密和解密的系统。加密时，系统输入明文和加密密钥，加密变换后，输出密文；解密时，系统输入密文和解密密钥，解密变换后，输出明文。一个密码系统由信源、加密变换、解密变换、信宿和攻击者组成。密码系统强调密码方案的实际应用，通常应当是一个包含软、硬件的系统。P19

3. 数字水印

数字水印类似于信息隐藏，是在数字化的信息载体中嵌入不明显的记号隐藏起来，被嵌入的信息包括作品的版权所有者、发行者、购买者、作者的序列号、日期和有特殊意义的文本等，但目的不是为了隐藏或传递这些信息，而是在发现盗版或发生知识产权纠纷时，用来证明数字作品的来源、版本、原作者、拥有者、发行人以及合法使用人等。数字水印是数字化的多媒体作品版权保护的关键技术之一，也是信息隐藏的重要分支。P60

4. 消息认证码MAC

通常表示为MAC=Ck(M)，其中：M是长度可变的消息；K是收、发双方共享的密钥；函数值Ck(M)是定长的认证码，也称为密码校验和。MAC是带密钥的消息摘要函数，即一种带密钥的数字指纹，它与不带密钥的数字指纹是又本质区别的。P73

1. 常见的网络踩点方法有哪些？常见的网络扫描技术有哪些?

P335-1

方法：域名相关信息的查询、公司性质的了解、对主页进行分析、对目标IP地址范围进行查询和网络勘察等。

技术：端口扫描、共享目录扫描、系统用户扫描和漏洞扫描。

2. 简述欺骗攻击的种类及其原理？？

P336-5

DNS欺骗：域名解析过程中，假设当提交给某个域名服务器的域名解析请求的数据包截获，然后按截获者的意图将一个虚假的IP地址作为应答信息返回给请求者。

Web欺骗：攻击者通过伪造某个WWW站点的影像拷贝，使改影像Web的入口进入攻击者的Web服务器，并经过攻击者计算机的过滤作用，从而达到攻击者监控受攻击者的任何活动以获取有用的信息为目的。

IP欺骗：在服务器不存在任何漏洞的情况下，通过利用TCP/IP协议本身存在的一些缺陷进行攻击的方法。

电子邮件欺骗：攻击者佯称自己为系统管理员，给用户发送邮件要求用户修改口令或在貌似正常的附件中加载病毒或其他木马程序。

ARP欺骗：利用主机从网上接收到的任何ARP应答都会更新自己的地址映射表，而不管是否是真实的缺陷实施的攻击形式。

3. 简述拒绝服务攻击的原理和种类？。

P336-3

拒绝服务攻击广义上可以指任何导致用户的服务器不能正常提供服务的攻击。DoS攻击具有各种各样的攻击模式，是分别针对各种不同的服务而产生的。它对目标系统进行的攻击可以分为以下三类：消耗稀少的、有限的并且无法再生的系统资源；破坏或者更改系统的配置信息；对网络部件和设施进行物理破坏和修改。

4. 例举几种常见的攻击实施技术。

P335-2

社会工程学攻击、口令攻击、漏洞攻击、欺骗攻击、拒绝服务攻击等。

5. 简述TCP/IP协议的封装过程？

P131 图9-1-2

1. 试述RAID 0、RAID 1、RAID 3、RAID 5方案。

（1）RAID0：无冗余、无校验的磁盘阵列。RAID0至少使用两个磁盘驱动器，并将数据分成从512字节到数兆节的若干块（数据条带），这些数据块被交替写到磁盘中。RAID0不适用于对可靠性要求高的关键任务环境，但却非常适合于对性能要求较高的视频或图像编辑。

（2）RAID1：镜像磁盘阵列。每一个磁盘驱动器都有一个镜像磁盘驱动器，镜像磁盘驱动器随时保持与原磁盘驱动器的内容一致。RAID1具有较高的安全性，但只有一半的磁盘空间被用来存储数据。为了实时保护镜像磁盘数据的一致性，RAID1磁盘控制器的负载相当大，在此性能上没有提高。RAID1主要用于在对数据安全性要求很高，而且要求能够快速恢复损坏的数据的场合。

（3）RAID3：带奇偶校验码的并行传送。RAID3使用一个专门的磁盘存放所有的校验数据，而在剩余的磁盘中创建带区集分散数据的读写操作。RAID3适合用于数据密集型环境或单一用户环境，尤其有益于要访问较长的连续记录，例如数据库和Web服务器等。

（4）RAID5：无独立校验盘的奇偶校验磁盘阵列。RAID5把校验块分散到所有的数据盘中。RAID5使用了一种特殊的算法，可以计算出任何一个带区校验块的存放位置，这样就可以确保任何对校验块进行的读写操作都会在所有的RAID磁盘中进行均衡，从而消除了产生瓶颈的可能。RAID5能提供较完美的性能，因而也是被广泛应用的一种磁盘阵列方案。它适合于I/O密集、高读/写比率的应用程序，如事务处理等。为了具有RAID5级的冗余度，我们至少需要三个磁盘组成的磁盘阵列。RAID5可以通过磁盘阵列控制器硬件实现，也可以通过某些网络操作系统软件实现。P108

**网络安全知识竞赛题库**

一、单选题

1、网页恶意代码通常利用（ C ）来实现植入并进行攻击。

A、 口令攻击

B、 U盘工具

C、 IE浏览器的漏洞

D、 拒绝服务攻击

2、要安全浏览网页，不应该（ A ）。

A、 在他人计算机上使用“自动登录”和“记住密码”功能

B、 禁止使用Active（错）控件和Java 脚本

C、 定期清理浏览器Cookies

D、 定期清理浏览器缓存和上网历史记录

3、用户暂时离开时，锁定Windows系统以免其他人非法使用。锁定系统的快捷方式为同时按住( ) 。

A、 WIN键和Z键

B、 F1键和L键

C、 WIN键和L键

D、 F1键和Z键

4、网站的安全协议是https时，该网站浏览时会进行（ D ）处理。

A、 口令验证B、 增加访问标记C、 身份验证D、 加密

6、为了防范垃圾电子邮件，互联网电子邮件服务提供者应当按照信息产业部制定的技术标准建设互联网电子邮件服务系统，电子邮件服务器( C )匿名转发功能。

A、使用 B、开启 C、关闭

7、互联网电子邮件服务提供者对用户的( A )和互联网电子邮件地址负有保密的义务。

A、个人注册信息 B、收入信息 C、所在单位的信息

8、任何组织或个人不得利用互联网电子邮件从事传播淫秽色情信息、窃取他人信息或者等违法犯罪活动，否则构成犯罪的，依法追究刑事责任，尚不构成犯罪的，由公安机关等依照有关法律、行政法规的规定予以处罚；电信业务提供者从事上述活动的，并由电信管理机构依据( A )有关行政法规处罚。

A、故意传播计算机病毒 B、发送商业广告 C、传播公益信息

11、如果您发现自己被手机短信或互联网站上的信息诈骗后，应当及时向( C )报案，以查处诈骗者，挽回经济损失。

A、消费者协会 B、电信监管机构 C、公安机关

12、为了有效抵御网络黑客攻击，可以采用作为安全防御措施。 ( C )

A、绿色上网软件 B、杀病毒软件 C、防火墙

13、按照《互联网电子公告服务管理规定》，任何人不得在互联网上的电子布告牌（BBS）、电子白板、电子论坛、( B )、留言板等电子公告服务系统中发布淫秽、色情、赌博、暴力、恐怖等违法有害信息。

A、网站 B、网络聊天室 C、电子邮箱

14、使网络服务器中充斥着大量要求回复的信息，消耗带宽，导致网络或系统停止正常服务，这属于什么攻击类型? （A）

A、拒绝服务 B、文件共享 C、BIND漏洞 D、远程过程调用

15、为了防御网络监听，最常用的方法是 ( B )

A、采用物理传输（非网络） B、信息加密 C、无线网 D、使用专线传输

16、向有限的空间输入超长的字符串是哪一种攻击手段？（A）

A、缓冲区溢出 B、网络监听 C、拒绝服务 D、IP欺骗

17、主要用于加密机制的协议是(D)

A、HTTP B、FTP C、TELNET D、SSL

18、用户收到了一封可疑的电子邮件,要求用户提供银行账户及密码,这是属于何种攻击手段？ ( B )

A、缓存溢出攻击 B、钓鱼攻击 C、暗门攻击 D、DDOS攻击

19、在以下认证方式中，最常用的认证方式是：(A)

A、基于账户名／口令认证 B、基于摘要算法认证

C、基于PKI认证 D、基于数据库认证

20、下列不属于系统安全的技术是( B )

A、防火墙 ;B、加密狗 ;C、认证 ; D、防病毒

21、抵御电子邮箱入侵措施中，不正确的是（ D ）

A、不用生日做密码 B、不要使用少于5位的密码 C、不要使用纯数字 D、自己做服务器

22、不属于常见的危险密码是（ D ）

A、跟用户名相同的密码 B、使用生日作为密码 C、只有4位数的密码 D、10位的综合型密码

23、不属于计算机病毒防治的策略的是（ D ）

A、确认您手头常备一张真正“干净”的引导盘

B、及时、可靠升级反病毒产品

C、新购置的计算机软件也要进行病毒检测

D、整理磁盘

25、当今IT 的发展与安全投入，安全意识和安全手段之间形成( B )

A、安全风险屏障 B、安全风险缺口

C、管理方式的变革 D、管理方式的缺口

26、我国的计算机年犯罪率的增长是( C )

A、10% B、160% C、60% D、300%

27、信息安全风险缺口是指( A )

A、IT 的发展与安全投入，安全意识和安全手段的不平衡

B、信息化中，信息不足产生的漏洞

C、计算机网络运行，维护的漏洞

D、计算中心的火灾隐患

28、网络攻击与防御处于不对称状态是因为( C )

A、管理的脆弱性 B、应用的脆弱性

C、网络软硬件的复杂性 D、软件的脆弱性

29、网络攻击的种类( A )

A、物理攻击，语法攻击，语义攻击 B、黑客攻击，病毒攻击

C、硬件攻击，软件攻击 D、物理攻击，黑客攻击，病毒攻击

30、语义攻击利用的是( A )

A、信息内容的含义 B、病毒对软件攻击

C、黑客对系统攻击 D、黑客和病毒的攻击

31、计算机网络最早出现在哪个年代? ( B )

A、20世纪50年代 B、20世纪60年代

C、20世纪80年代 D、20世纪90年代

32、最早研究计算机网络的目的是什么？( C )

A、直接的个人通信； B、共享硬盘空间、打印机等设备；

C、共享计算资源； D、大量的数据交换。

33、以下关于DOS攻击的描述，哪句话是正确的？（ C ）

A、不需要侵入受攻击的系统

B、以窃取目标系统上的机密信息为目的

C、导致目标系统无法处理正常用户的请求

D、如果目标系统没有漏洞，远程攻击就不可能成功

34、许多黑客攻击都是利用软件实现中的缓冲区溢出的漏洞，对于这一威胁，最可靠的解决方案是什么？（ C ）

A、安装防火墙 B、安装入侵检测系统

C、给系统安装最新的补丁 D、安装防病毒软件

35、以网络为本的知识文明人们所关心的主要安全是（ C ）

A、人身安全 B、社会安全 C、信息安全

47、第一次出现"HACKER"这个词是在（ B ）

A、BELL实验室 B、麻省理工AI实验室 C、AT&T实验室

36、可能给系统造成影响或者破坏的人包括（ A ）

A、所有网络与信息系统使用者 B、只有黑客 C、只有管理员

37、黑客的主要攻击手段包括（ A ）

A、社会工程攻击、蛮力攻击和技术攻击

B、人类工程攻击、武力攻击及技术攻击

C、社会工程攻击、系统攻击及技术攻击

38、从统计的情况看，造成危害最大的黑客攻击是( C )

A、漏洞攻击 B、蠕虫攻击 C、病毒攻击

39、第一个计算机病毒出现在( B )

A、40年代 B、70 年代 C、90年代

40、口令攻击的主要目的是( B )

A、获取口令破坏系统 B、获取口令进入系统 C、仅获取口令没有用途

41、通过口令使用习惯调查发现有大约\_B的人使用的口令长度低于5个字符的

A、50、5% B、51、 5% C、52、5%

42、通常一个三个字符的口令破解需要( B )

A、18毫秒 B、18 秒 C、18分钟

43、邮件炸弹攻击主要是( B )

A、破坏被攻击者邮件服务器 B、添满被攻击者邮箱

C、破坏被攻击者邮件客户端

44、逻辑炸弹通常是通过( B )

A、必须远程控制启动执行，实施破坏

B、指定条件或外来触发启动执行，实施破坏

C、通过管理员控制启动执行，实施破坏

45、扫描工具( C )

A、只能作为攻击工具 B、只能作为防范工具

C、既可作为攻击工具也可以作为防范工具

46、黑客造成的主要安全隐患包括( A )

A、破坏系统、窃取信息及伪造信息

B、攻击系统、获取信息及假冒信息

C、进入系统、损毁信息及谣传信息

47、从统计的资料看，内部攻击是网络攻击的( B )

A、次要攻击 B、最主要攻击 C、不是攻击源

48、一般性的计算机安全事故和计算机违法案件可由\_\_\_\_\_受理（ C ）

A、案发地市级公安机关公共信息网络安全监察部门

B、案发地当地县级（区、市）公安机关治安部门。

C、案发地当地县级（区、市）公安机关公共信息网络安全监察部门

D、案发地当地公安派出所

49、计算机刑事案件可由\_\_\_\_\_受理（ A ）

A、案发地市级公安机关公共信息网络安全监察部门

B、案发地市级公安机关治安部门

C、案发地当地县级（区、市）公安机关公共信息网络安全监察部门

D、案发地当地公安派出所

50、计算机信息系统发生安全事故和案件，应当\_\_\_\_\_\_在内报告当地公安机关公共信息网络安全监察部门（ D ）

A、8小时 B、48小时 C、36小时 D、24小时

51、对计算机安全事故的原因的认定或确定由\_\_\_\_\_作出（ C ）

A、人民法院 B、公安机关 C、发案单位 D、以上都可以

52、对发生计算机安全事故和案件的计算机信息系统，如存在安全隐患的，

B 应当要求限期整改。

A、人民法院 B、公安机关 C、发案单位的主管部门 D、以上都可以

53、传入我国的第一例计算机病毒是( B )

A、大麻病毒 B、小球病毒 C、1575病毒 D、米开朗基罗病毒

54、我国是在＿＿年出现第一例计算机病毒( C )

A、1980 B、1983 C、1988 D、1977

55、计算机病毒是( A )

A、计算机程序 B、数据 C、临时文件 D、应用软件

56、1994年我国颁布的第一个与信息安全有关的法规是( D )

A、国际互联网管理备案规定 B、计算机病毒防治管理办法

C、网吧管理规定 D、中华人民共和国计算机信息系统安全保护条例

57、网页病毒主要通过以下途径传播( C )

A、邮件 B、文件交换 C、网络浏览 D、光盘

58、故意制作、传播计算机病毒等破坏性程序，影响计算机系统正常运行，

后果严重的，将受到\_\_\_\_处罚( A )

A、处五年以下有期徒刑或者拘役 B、拘留 C、罚款 D、警告

59、计算机病毒防治产品根据\_\_\_\_标准进行检验( A )

A、计算机病毒防治产品评级准测 B、计算机病毒防治管理办法

C、基于DOS系统的安全评级准则 D、计算机病毒防治产品检验标准

60、《计算机病毒防治管理办法》是在哪一年颁布的( C )

A、1994 B、1997 C、2000 D、1998

61、VPN是指( A )

A、虚拟的专用网络 B、虚拟的协议网络 C、虚拟的包过滤网络

62、目前的防火墙防范主要是( B )

A、主动防范 B、被动防范 C、不一定

63、IP地址欺骗通常是( A )

A、黑客的攻击手段 B、防火墙的专门技术 C、IP 通讯的一种模式

黑客在攻击中进行端口扫描可以完成（ D ）。

A、 检测黑客自己计算机已开放哪些端口

B、口令破译

C、 获知目标主机开放了哪些端口服务

D、截获网络流量

64、Code Red爆发于2001年7月，利用微软的IIS漏洞在Web服务器之间传播。针对这一漏洞，微软早在2001年三月就发布了相关的补丁。如果今天服务器仍然感染Code Red，那么属于哪个阶段的问题?（C）

A、微软公司软件的设计阶段的失误 B、微软公司软件的实现阶段的失误

C、系统管理员维护阶段的失误 D、最终用户使用阶段的失误

65、木马程序一般是指潜藏在用户电脑中带有恶意性质的 ( A )，利用它可以在用户不知情的情况下窃取用户联网电脑上的重要数据信息。

A、远程控制软件 B、计算机操作系统 C、木头做的马

66、为了防止各种各样的病毒对计算机系统造成危害，可以在计算机上安装防病毒软件，并注意及时 ( B )，以保证能防止和查杀新近出现的病毒。

A、 分析 B、 升级 C、检查

67、局域网内如果一个计算机的IP地址与另外一台计算机的IP地址一样，则（ C ）。

A、两台计算机都正常

B、两台计算机都无法通讯

C、一台正常通讯一台无法通讯

68、企业重要数据要及时进行（ C ），以防出现以外情况导致数据丢失。

Ａ、杀毒 Ｂ、加密 Ｃ、备份

69、窃听是一种（ ）攻击，攻击者（ ）将自己的系统插入到发送站和接收站之间。截获是一种（ ）攻击，攻击者（ ）将自己的系统插入到发送站和接受站之间。（A）

A、 被动,无须,主动,必须

B、 主动,必须,被动,无须

C、 主动,无须,被动,必须

D、 被动,必须,主动,无须

70、可以被数据完整性机制防止的攻击方式是（D）。

A、 假冒源地址或用户的地址欺骗攻击

B、 抵赖做过信息的递交行为

C、 数据中途被攻击者窃听获取

D、 数据在途中被攻击者篡改或破坏

71、王某，未经著作权人许可，以私服营运方式，通过信息网络向公众传播他人网络游戏软件，获利14万余元，其行为均构成（ A ）。

A、侵犯著作权罪 B、侵犯商业秘密罪

C、非法侵入计算机信息系统罪 D、非法经营罪

72、任何组织或者个人注册微博客账号，制作、复制、发布、传播信息内容的，应当使用（ A ），不得以虚假、冒用的居民身份信息、企业注册信息、组织机构代码信息进行注册。网站开展微博客服务，应当保证前款规定的注册用户信息真实。

A真实身份信息 B正确的网站信息 C真实的ID D工商注册信息

73、2010年年底，熊某偶尔登录到一个境外的淫秽网站，发现该网站有大量的淫秽图片及视频可以观看，便在该网站上注册成为会员。之后，熊某渐渐沉迷于这些淫秽图片和视频，不能自拔。为获得更大的浏览权限，熊某便陆续发了17篇包含淫秽信息的帖子共被点击查看29410次，以不断提高自身的会员等级。熊某的行为（ B ）

A不构成犯罪 B构成传播淫秽物品罪

C构成非法经营罪 D构成制作、复制、出版、贩卖、传播淫秽物品牟利罪

74、文艺青年张小五写了一部反映社会现实的小说，发表后引起热烈反响，好评如潮。甲网站觉得有利可图，擅自将该小说发布在网络上，供网民在线阅读。该网站侵犯了张小五的哪种著作权？（ B ）

A发表权 B信息网络传播权 C复制权 D发行权

75、著作权行政管理部门对侵犯互联网信息服务活动中的信息网络传播权的行为实施行政处罚，适用（ A ）

A《著作权行政处罚实施办法》

B《互联网著作权行政保护办法》

C民法中关于知识产权的相关规定

D《商标法》

二、判断题

1、VPN的主要特点是通过加密使信息能安全的通过Internet传递。（对）

2、密码保管不善属于操作失误的安全隐患。（错）

3、漏洞是指任何可以造成破坏系统或信息的弱点。（对）

4、安全审计就是日志的记录。（错）

5、计算机病毒是计算机系统中自动产生的。（错）

6、对于一个计算机网络来说,依靠防火墙即可以达到对网络内部和外部的安全防护（错）

7、网络安全应具有以下四个方面的特征：保密性、完整性、可用性、可查性。（错）

8、最小特权、纵深防御是网络安全原则之一。（对）

9、安全管理从范畴上讲，涉及物理安全策略、访问控制策略、信息加密策略和网络安全管理策略。（对）

10、用户的密码一般应设置为16位以上。（对）

11、开放性是UNIX系统的一大特点。（对）

12、防止主机丢失属于系统管理员的安全管理范畴。（错）

13、我们通常使用SMTP协议用来接收E-MAIL。（错）

14、在堡垒主机上建立内部DNS服务器以供外界访问，可以增强DNS服务器的安全性。（错）

15、为了防御网络监听，最常用的方法是采用物理传输。（错）

16、使用最新版本的网页浏览器软件可以防御黑客攻击。（对）

17、通过使用SOCKS5代理服务器可以隐藏QQ的真实IP。（对）

18、一但中了IE窗口炸弹马上按下主机面板上的Reset键，重起计算机。（错）

19、禁止使用活动脚本可以防范IE执行本地任意程序。（对）

20、只要是类型为TXT的文件都没有危险。（错）

21、不要打开附件为SHS格式的文件。（对）

22、发现木马，首先要在计算机的后台关掉其程序的运行。（对）

23、限制网络用户访问和调用cmd的权限可以防范Unicode漏洞。（对）

24、解决共享文件夹的安全隐患应该卸载Microsoft网络的文件和打印机共享。（对）

25、不要将密码写到纸上。（对）

26、屏幕保护的密码是需要分大小写的。（对）

27、计算机病毒的传播媒介来分类，可分为单机病毒和网络病毒。（对）

28、木马不是病毒。（对）

29．复合型防火墙防火墙是内部网与外部网的隔离点，起着监视和隔绝应用层通信流的作用，同时也常结合过滤器的功能。（对）

30、非法访问一旦突破数据包过滤型防火墙，即可对主机上的软件和配置漏洞进行攻击。（错）

31、ATM 技术领先于TCP/IP技术，即将取代IP技术，实现语音、视频、数据传输网络的三网合一（错）

32、Internet设计之初，考虑了核战争的威胁，因此充分考虑到了网络安全问（错）

33、我的计算机在网络防火墙之内，所以其他用户不可能对我计算机造成威胁（错）

34、Internet没有一个集中的管理权威（对）

35、统计表明，网络安全威胁主要来自内部网络，而不是Internet（对）

36、只要设置了足够强壮的口令，黑客不可能侵入到计算机中（错）

37、路由器在转发IP分组时，一般不检查IP分组的源地址，因此可以伪造IP分组的源地址进行攻击，使得网络管理员无法追踪。（对）

38、发起大规模的DDoS攻击通常要控制大量的中间网络或系统（对）

39、路由协议如果没有认证功能，就可以伪造路由信息，导致路由表混乱，从而使网络瘫痪（对）

40、目前入侵检测系统可以及时的阻止黑客的攻击。（错）

41、TCSEC是美国的计算机安全评估机构和安全标准制定机构（对）

42、蠕虫、特洛伊木马和病毒其实是一回事（错）

43、只要选择一种最安全的操作系统，整个系统就可以保障安全（错）

44、在计算机系统安全中，人的作用相对于软件，硬件和网络而言，不是很重要（错）

45、在设计系统安全策略时要首先评估可能受到的安全威胁（对）

46、安装系统后应当根据厂商或安全咨询机构的建议对系统进行必要的安全配置（对）

47、系统安全的责任在于IT技术人员，最终用户不需要了解安全问题（错）

48．网络的发展促进了人们的交流，同时带来了相应的安全问题（错）

49．具有政治目的的黑客只对政府的网络与信息资源造成危害（错）

50、病毒攻击是危害最大、影响最广、发展最快的攻击技术（错）

51、黑色星期四"是因有人通过BELL实验室与Internet连接的有漏洞的机器上放置了一个蠕虫程序而引起网络灾难得名的（错）

52、邮件的附件如果是带有.exe、.com、.pif、.pl、.src和.vbs为后缀的文件，应确定其安全后再打开 (对)

53、在信息战中中立国的体现要比非信息战简单（错）

54、信息战的军事目标是指一个国家军队的网络系统、信息系统、数据资源（错）

55、计算机病毒是计算机系统中自动产生的（错）

56、小球病毒属于引导型病毒（对）

57、公安部公共信息网络安全监察部门主管全国的计算机病毒防治管理工作（对）

58、计算机病毒防治产品实行销售许可证制度（对）

59、计算机病毒防治产品分为三级，其中三级品为最高级（错）

60，删除不必要的网络共享可以提高防范病毒的能力（对）

61、带VPN的防火墙一旦设置了VPN 功能，则所有通过防火墙的数据包都将

62、通过VPN通道进行通讯（错）

63、VPN的所采取的两项关键技术是认证与加密（对）

64、要保证一个公司总部与其分支机构的网络通讯安全只有通过VPN来实现（错）

65、网络安全工程实施的关键是质量，而质量的关键是服务的长期保障能力（对）

66、网络安全服务的开展与网络安全防范是一对矛盾（对）

67、网络安全边界防范的不完备性仅指防外不防内（错）

68、使用最新版本的网页浏览器软件可以防御黑客攻击。（错）

69、不要将密码写到纸上。（对）

70、计算机数据恢复在实际生活当中可以百分百恢复。（错）

71、违反国家法律、法规的行为，危及计算机信息系统安全的事件，称为计算机案件。（对）

72、计算机犯罪是行为人以计算机为工具或以计算机资产为犯罪对象实施的，依照我国刑法应受处罚的，具有社会危害性的行为。（对）

73、 计算机信息系统的安全威胁同时来自内、外两个方面。 （对）

74、外单位人员如可以随意接入奇瑞公司内网。（错）

75、格式化过后的计算机，原来的数据就找不回来了（错）

问答题：

1、今年我国首届国家网络安全宣传周的主题是什么？

答案：共建网络安全，共享网络文明

2、罗定职业技术学院的官方网址是什么？

答案：www.ldpoly.com 和 www.ldptc.cn

3、罗定职业技术学院政务和公益机构域名是什么？

答案：罗定职业技术学院.公益

4、首次使用CRP数字校园、校园一卡通等信息系统时，为了保存自已的信息和财产安全应当怎么做？

答案：进入信息系统修改密码，并将其设置为一个复杂的密码。

5、计算机网络最突出的优点是什么？

答案：共享资源

6、信息安全有哪些常见的威胁？

答案：常见威胁有非授权访问、信息泄露、破坏数据完整性，拒绝服务攻击，恶意代码。

7、解决互联网安全问题的根本条件是什么？

答案：提高整个社会网民的互联网道德本质。

8、什么是钓鱼网站？

答案：“钓鱼网站”是一种网络欺诈行为，指不法分子利用各种手段，仿冒真实网站的URL地址以及页面内容，或者利用真实网站服务器程序上的漏洞在站点的某些网页中插入危险的HTML代码，以此来骗取用户银行或信用卡账号、密码等私人资料。

9、什么是网络安全？

答案：网络安全是指网络系统的硬件、软件及其系统中的数据受到保护，不因偶然的或者恶意的原因而遭到破坏、更改、泄露，系统可以连续可靠正常地运行，网络服务不被中断。

10、什么是木马？

答案：木马是一种带有恶意性质的远程控制软件。木马一般分为客户端（client）和服务器端（server）。客户端就是本地使用的各种命令的控制台，服务器端则是要给别人运行，只有运行过服务器端的计算机才能够完全受控。木马不会像病毒那样去感染文件。

11、什么是后门？

答案：后门是指一种绕过安全性控制而获取对程序或系统访问权的方法。

12、防范网络黑客防措施有哪些？

答案：①选用安全的口令②口令不得以明文方式存放在系统中③建立帐号锁定机制④实施存取控制⑤确保数据的安全

13、网络病毒的来源有哪些？

答案：邮件附件、E-mail 、Web服务器、文件共享。

14、局域网内部若出现ARP攻击，会出现哪两种两句现象？

答案：1.不断弹出“本机的（错）（错）（错）段地址与网络中的（错）（错）（错）段地址冲突”的对话框。2.计算机不能正常上网，出现网络中断的症状。

15、控制USB接口使用的目的？

答案：1、网络的安全 2、信息的保密

16、什么是IP欺骗？

答案：攻击者可通过伪装成被信任源IP地址等方式来骗取目标主机的信任。

17、电子邮件存在哪些安全性问题？

1、垃圾邮件包括广告邮件、骚扰邮件、连锁邮件、反动邮件等。垃圾邮件会增加网络负荷，影响网络传输速度，占用邮件服务器的空间。2、诈骗邮件通常指那些带有恶意的欺诈性邮件。利用电子邮件的快速、便宜，发信人能迅速让大量受害者上当。3、邮件炸弹指在短时间内向同一信箱发送大量电子邮件的行为，信箱不能承受时就会崩溃。4、通过电子邮件传播的病毒，大多数采用附件的形式夹带在电子邮件中。当收信人打开附件后，病毒会查询他的通讯簿，给其上所有或部分人发信，并将自身放入附件中，以此方式继续传播扩散。

18、什么是网络蠕虫？

答案：网络蠕虫是一种智能化、自动化，综合网络攻击、密码学和计算机病毒技术，无须计算机使用者干预即可运行的攻击程序或代码。

19、网络蠕虫有什么特征？

答案：具有病毒的特征，传染性，隐蔽性，破坏性；不利用文件寄生，可以主动传播，并且通过网络可快速传播，容易造成网络拥塞；具有智能化、自动化和高技术化；

20、防火墙的基本功能有哪些？

答案：1过滤进出网络的数据；2管理进出网络的访问行为；3封堵某些禁止的业务；4记录进出网络的信息和活动；5对网络的攻击进行将侧和报警。

21、因特网电子商务系统必须保证网络安全的四大要素是什么？

答案：1传输数据的保密性；2数据的完整性；3交易各方身份的真实性；

4交易的不可抵赖性；

21、对蠕虫病毒和一般病毒进行比较有什么区别？

答案：存在形式：普通病毒寄存在文件上，蠕虫病毒寄存在独立程序上；

传染机制：普通病毒在宿主程序上运行，蠕虫病毒会主动攻击；

传染目标：普通病毒传染本地文件，蠕虫病毒传染整个网络的计算机。

22、黑客攻击的动机都有哪些？

答案：1.好奇心理2.挑战性。3.报复心理4，经济利益5，政治目的，6.情报获取

23、什么是密码破解，有哪些方法？

答案：通过猜解或者直接破坏原密码的密码验证机制来达到和密码分析一样的最终效果，或者是密码对应的权限。

一般的密码破解大致分为以下几类。

1）使用软件无限次尝试密码。2）绕过密码验证机制。3）如果密码加密，使用替代密码代替原密码

24、后门程序与计算机病毒的差别是什么？

答案：后门程序又称特洛伊木马，其用途是潜伏在用户的计算机中，进行信息搜集或便于黑客进入。后门程序和计算机病毒最大的差别，在于后门程序不一定有自我复制的动作，即后门程序不一定会“感染”其他计算机。

25、黑客技术发展趋势是什么？

答案：（1）网络攻击的自动化程度和攻击速度不断提高（2）攻击工具越来越复杂（3）黑客利用安全漏洞的速度越来越快（4）防火墙被攻击者渗透的情况越来越多（5）安全威胁的不对称性在增加（6）攻击网络基础设施产生的破坏效果越来越大

26、什么是漏洞？

答案：漏洞是在硬件、软件、协议的具体实现或系统安全策略上存在的缺陷，从而可以使攻击者能够在未授权的情况下访问或破坏系统。

27、网络面临的安全威胁主要有哪些方面？

网络面临的安全威胁可分为两种：一是对网络数据的威胁；二是对网络设备的威胁。概括起来主要威胁包括以下几个方面：1）由自然力造成的非人为的数据丢失、设备失效、线路阻断。2）人为但属于操作人员无意的失误造成的数据丢失。3）来自外部和内部人员的恶意攻击和入侵。

28、IPv6先对IPv4有哪些优势？

IPv6优势：首先，IPv6解决了IP地址数量短缺的问题；其次，IPv6对IPv4协议中诸多不完善之处进行了较大的改进，在网络保密性、完整性方面作了更好的改进，在可控性和抗否认性方面有了新的保证。

29、计算机病毒传染的一般过程是什么？？

答案：1）判断传染目标（文件）是否符合感染条件（是否已经被感染）

2）若目标符合感染条件，则将病毒链接到传染目标的特点位置，并存入磁盘。

3）继续监视系统的运行，寻找新的传染目标

30、网络安全服务包括哪些？

答案：1、对等实体认证服务2、数据源点认证服务3数据保密服务4数据完整性服务5访问控制服务6可用性

1. 1单项选择题（1-605）
2. Chinese Wall 模型的设计宗旨是：（A）。

A、用户只能访问哪些与已经拥有的信息不冲突的信息 B、用户可以访问所有信息

C、用户可以访问所有已经选择的信息 D、用户不可以访问哪些没有选择的信息

1. 安全责任分配的基本原则是：（C）。

A、“三分靠技术，七分靠管理” B、“七分靠技术，三分靠管理”

C、“谁主管，谁负责” D、防火墙技术

1. 保证计算机信息运行的安全是计算机安全领域中最重要的环节之一，以下（B）不属于信息运行安全技术的范畴。

A、风险分析 B、审计跟踪技术 C、应急技术 D、防火墙技术

1. 从风险的观点来看，一个具有任务紧急性，核心功能性的计算机应用程序系统的开发和维护项目应该（A）。

A、内部实现 B、外部采购实现 C、合作实现 D、多来源合作实现

1. 从风险分析的观点来看，计算机系统的最主要弱点是（B）。

A、内部计算机处理 B、系统输入输出 C、通讯和网络 D、外部计算机处理

1. 从风险管理的角度，以下哪种方法不可取？（D）

A、接受风险 B、分散风险 C、转移风险 D、拖延风险

1. 当今IT的发展与安全投入，安全意识和安全手段之间形成（B）。

A、安全风险屏障 B、安全风险缺口 C、管理方式的变革 D、管理方式的缺口

1. 当为计算机资产定义保险覆盖率时，下列哪一项应该特别考虑？（D）。

A、已买的软件 B、定做的软件 C、硬件 D、数据

1. 当一个应用系统被攻击并受到了破坏后，系统管理员从新安装和配置了此应用系统，在该系统重新上线前管理员不需查看：（C）

A、访问控制列表 B、系统服务配置情况

1. 审计记录 D、用户账户和权限的设置

10、根据《计算机信息系统国际联网保密管理规定》，涉及国家秘密的计算机信息系统，不得直接或间接地与国际互联网或其它公共信息网络相联接，必须实行（B）。

1. 逻辑隔离 B、物理隔离 C、安装防火墙 D、VLAN 划分

11、根据《信息系统安全等级保护定级指南》，信息系统的安全保护等级由哪两个定级要素决定？（D）

A、威胁、脆弱性 B、系统价值、风险

C、信息安全、系统服务安全 D、受侵害的客体、对客体造成侵害的程度业务

12、公司应明确员工的雇佣条件和考察评价的方法与程序，减少因雇佣不当而产生的安全风险。人员考察的内容不包括（B）。

A、身份考验、来自组织和个人的品格鉴定 B、家庭背景情况调查

C、学历和履历的真实性和完整性 D、学术及专业资格

13、计算机信息的实体安全包括环境安全、设备安全、（B）三个方面。

A运行安全 B、媒体安全 C、信息安全 D、人事安全

14、目前，我国信息安全管理格局是一个多方“齐抓共管”的体制，多头管理现状决定法出多门，《计算机信息系统国际联网保密管理规定》是由下列哪个部门所指定的规章制度？（B）

A、公安部 B、国家保密局

C、信息产业部 D、国家密码管理委员会办公室

15、目前我国颁布实施的信息安全相关标准中，以下哪一个标准属于强制执行的标准？（B）

A、GB/T 18336-2001 信息技术安全性评估准则

B、GB 17859-1999 计算机信息系统安全保护等级划分准则

C、GB/T 9387.2-1995 信息处理系统开放系统互联安全体系结构

D、GA/T 391-2002 计算机信息系统安全等级保护管理要求

16、确保信息没有非授权泄密，即确保信息不泄露给非授权的个人、实体或进程，不为其所用，是指（C）。

A、完整性 B、可用性 C、保密性 D、抗抵赖性

17、如果对于程序变动的手工控制收效甚微，以下哪一种方法将是最有效的？（A）

A、自动软件管理 B、书面化制度 C、书面化方案 D、书面化标准

18、如果将风险管理分为风险评估和风险减缓，那么以下哪个不属于风险减缓的内容？（A）

A、计算风险 B、选择合适的安全措施

C、实现安全措施 D、 接受残余风险

19、软件供应商或是制造商可以在他们自己的产品中或是客户的计算机系统上安装一个“后门”程序。以下哪一项是这种情况面临的最主要风险？（A）

A、软件中止和黑客入侵 B、远程监控和远程维护

C、软件中止和远程监控 D、远程维护和黑客入侵

20、 管理审计指（C）

A、保证数据接收方收到的信息与发送方发送的信息完全一致

B、防止因数据被截获而造成的泄密

C、对用户和程序使用资源的情况进行记录和审查

D、保证信息使用者都可

21、为了保护企业的知识产权和其它资产，当终止与员工的聘用关系时下面哪一项是最好的方法？（A）

A、进行离职谈话，让员工签署保密协议，禁止员工账号，更改密码

B、进行离职谈话，禁止员工账号，更改密码

C、让员工签署跨边界协议

D、列出员工在解聘前需要注意的所有责任

22、为了有效的完成工作，信息系统安全部门员工最需要以下哪一项技能？（D）

A、人际关系技能 B、项目管理技能 C、技术技能 D、沟通技能

23、我国的国家秘密分为几级？（A）

A、3 B、4 C、5 D、6

24、系统管理员属于（C）。

A、决策层 B、管理层

C、执行层 D、既可以划为管理层，又可以划为执行层

25、下列哪一个说法是正确的？（C）

A、风险越大，越不需要保护 B、风险越小，越需要保护

C、风险越大，越需要保护 D、越是中等风险，越需要保护

26、下面哪类访问控制模型是基于安全标签实现的？（B）

A、自主访问控制 B、强制访问控制

C、基于规则的访问控制 D、基于身份的访问控制

27、下面哪项能够提供最佳安全认证功能？（B）

A、这个人拥有什么 B、这个人是什么并且知道什么

C、这个人是什么 D、这个人知道什么

28、下面哪一个是国家推荐性标准？（A）

A、GB/T 18020-1999 应用级防火墙安全技术要求

B、SJ/T 30003-93 电子计算机机房施工及验收规范

C、GA243-2000 计算机病毒防治产品评级准则

D、ISO/IEC 15408-1999 信息技术安全性评估准则

29、下面哪一项关于对违反安全规定的员工进行惩戒的说法是错误的？（C）

A、对安全违规的发现和验证是进行惩戒的重要前提

B、惩戒措施的一个重要意义在于它的威慑性

C、处于公平，进行惩戒时不应考虑员工是否是初犯，是否接受过培训

D、尽管法律诉讼是一种严厉有效的惩戒手段，但使用它时一定要十分慎重

30、下面哪一项最好地描述了风险分析的目的？（C）

A、识别用于保护资产的责任义务和规章制度

B、识别资产以及保护资产所使用的技术控制措施

C、识别资产、脆落性并计算潜在的风险

D、识别同责任义务有直接关系的威胁

31、下面哪一项最好地描述了组织机构的安全策略？（A）

A、定义了访问控制需求的总体指导方针

B、建议了如何符合标准

C、表明管理意图的高层陈述

D、表明所使用的技术控制措施的高层陈述

32、下面哪一种风险对电子商务系统来说是特殊的？（D）

A、服务中断 B、应用程序系统欺骗

C、未授权的信息泄露 D、确认信息发送错误

33、下面有关我国标准化管理和组织机构的说法错误的是？（C）

A、国家标准化管理委员会是统一管理全国标准化工作的主管机构

B、国家标准化技术委员会承担国家标准的制定和修改工作

C、全国信息安全标准化技术委员负责信息安全技术标准的审查、批准、编号和发布

D、全国信息安全标准化技术委员负责统一协调信息安全国家标准年度技术项目

34、项目管理是信息安全工程师基本理论，以下哪项对项目管理的理解是正确的？（A）

A、项目管理的基本要素是质量，进度和成本

B、项目管理的基本要素是范围，人力和沟通

C、项目管理是从项目的执行开始到项目结束的全过程进行计划、组织

D、项目管理是项目的管理者，在有限的资源约束下，运用系统的观点，方法和理论，对项目涉及的技术工作进行有效地管理

35、信息安全的金三角是（C）。

A、可靠性，保密性和完整性 B、多样性，冗余性和模化性

C、保密性，完整性和可用性 D、多样性，保密性和完整性

36、信息安全风险缺口是指（A）。

A、IT的发展与安全投入，安全意识和安全手段的不平衡

B、信息化中，信息不足产生的漏洞

C、计算机网络运行，维护的漏洞

D、计算中心的火灾隐患

37、信息安全风险应该是以下哪些因素的函数？（A）

A、信息资产的价值、面临的威胁以及自身存在的脆弱性等

B、病毒、黑客、漏洞等

C、保密信息如国家密码、商业秘密等

D、网络、系统、应用的复杂的程度

38、信息安全工程师监理的职责包括？（A）

A、质量控制，进度控制，成本控制，合同管理，信息管理和协调

B、质量控制，进度控制，成本控制，合同管理和协调

C、确定安全要求，认可设计方案，监视安全态势，建立保障证据和协调

D、确定安全要求，认可设计方案，监视安全态势和协调

39、信息安全管理最关注的是？（C）

A、外部恶意攻击 B、病毒对PC的影响

C、内部恶意攻击 D、病毒对网络的影响

40、信息分类是信息安全管理工作的重要环节，下面哪一项不是对信息进行分类时需要重点考虑的？（C）

A、信息的价值 B、信息的时效性

C、信息的存储方式 D、法律法规的规定

41、信息网络安全的第三个时代是（A）

A、主机时代，专网时代，多网合一时代 B、主机时代，PC时代，网络时代

C、PC时代，网络时代，信息时代 D、2001年，2002年，2003年

42、一个公司在制定信息安全体系框架时，下面哪一项是首要考虑和制定的？（A）

A、安全策略 B、安全标准 C、操作规程 D、安全基线

43、以下哪个不属于信息安全的三要素之一？（C）

A、机密性 B、完整性 C、抗抵赖性 D、可用性

44、以下哪一项安全目标在当前计算机系统安全建设中是最重要的？（C）

A、目标应该具体 B、目标应该清晰

C、目标应该是可实现的 D、目标应该进行良好的定义

45、以下哪一项计算机安全程序的组成部分是其它组成部分的基础？（A）

A、制度和措施 B、漏洞分析

C、意外事故处理计划 D、采购计划

46、以下哪一项是对信息系统经常不能满足用户需求的最好解释？（C）

A、没有适当的质量管理工具 B、经常变化的用户需求

C、用户参与需求挖掘不够 D、项目管理能力不强

47、以下哪一种人给公司带来了最大的安全风险？（D）

A、临时工 B、咨询人员 C、以前的员工 D、当前的员工

48、以下哪种安全模型未使用针对主客体的访问控制机制？（C）

A、基于角色模型 B、自主访问控制模型

C、信息流模型 D、强制访问控制模型

49、以下哪种措施既可以起到保护的作用还能起到恢复的作用？（C）

A、对参观者进行登记 B、备份

C、实施业务持续性计划 D、口令

50、以下哪种风险被定义为合理的风险？（B）

A、最小的风险 B、可接受风险

C、残余风险 D、总风险

51、以下人员中，谁负有决定信息分类级别的责任？（B）

A、用户 B、数据所有者 C、审计员 D、安全官

52、有三种基本的鉴别的方式：你知道什么，你有什么,以及（C）。

A、你需要什么 B、你看到什么 C、你是什么 D、你做什么

53、在对一个企业进行信息安全体系建设中，下面哪种方法是最佳的？（B）

A、自下而上 B、自上而下 C、上下同时开展 D、以上都不正确

54、在风险分析中，下列不属于软件资产的是（D）

A、计算机操作系统 B、网络操作系统

C、应用软件源代码 D、外来恶意代码

55、在国家标准中，属于强制性标准的是：（B）

A、GB/T XXXX-X-200X B、GB XXXX-200X

C、DBXX/T XXX-200X D、QXXX-XXX-200X

56、在任何情况下，一个组织应对公众和媒体公告其信息系统中发生的信息安全事件？（A）

A、当信息安全事件的负面影响扩展到本组织意外时

B、只要发生了安全事件就应当公告

C、只有公众的什么财产安全受到巨大危害时才公告

D、当信息安全事件平息之后

57、在信息安全策略体系中，下面哪一项属于计算机或信息安全的强制性规则？（A）

A、标准（Standard） B、安全策略（Security policy）

C、方针（Guideline） D、流程(Proecdure)

58、在信息安全管理工作中“符合性”的含义不包括哪一项？（C）

A、对法律法规的符合 B、对安全策略和标准的符合

C、对用户预期服务效果的符合 D、通过审计措施来验证符合情况

59、在许多组织机构中，产生总体安全性问题的主要原因是（A）。

A、缺少安全性管理 B、缺少故障管理

C、缺少风险分析 D、缺少技术控制机制

60、职责分离是信息安全管理的一个基本概念。其关键是权利不能过分集中在某一个人手中。职责分离的目的是确保没有单独的人员（单独进行操作）可以对应用程序系统特征或控制功能进行破坏。当以下哪一类人员访问安全系统软件的时候，会造成对“职责分离”原则的违背？（D）

A、数据安全管理员 B、数据安全分析员

C、系统审核员 D、系统程序员

61、中国电信的岗位描述中都应明确包含安全职责，并形成正式文件记录在案，对于安全职责的描述应包括（D）。

A、落实安全政策的常规职责 B、执行具体安全程序或活动的特定职责

C、保护具体资产的特定职责 D、以上都对

62、终端安全管理目标：规范支撑系统中终端用户的行为，降低来自支撑系统终端的安全威胁，重点解决以下哪些问题？（A）。

A、终端接入和配置管理；终端账号、秘密、漏洞补丁等系统安全管理；桌面及主机设置管理；终端防病毒管理

B、终端账号、秘密、漏洞补丁等系统安全管理；桌面及主机设置管理；终端防病毒管理

C、终端接入和配置管理；桌面及主机设置管理；终端防病毒管理

D、终端接入和配置管理；终端账号、秘密、漏洞补丁等系统安全管理；桌面及主机设置管理

63、著名的橘皮书指的是（A）。

A、可信计算机系统评估标准(TCSEC) B、信息安全技术评估标准（ITSEC）

C、美国联邦标准（FC） D、通用准则（CC）

64、资产的敏感性通常怎样进行划分？（C）

A、绝密、机密、敏感 B、机密、秘密、敏感和公开

C、绝密、机密、秘密、敏感和公开等五类

D、绝密、高度机密、秘密、敏感和公开等五类

65、重要系统关键操作操作日志保存时间至少保存（C）个月。

A、1 B、2 C、3 D、4

66、安全基线达标管理办法规定：BSS系统口令设置应遵循的内控要求是（C）

A、数字+字母 B、数字+字母+符号

C、数字+字母+字母大小写 D、数字+符号

67、不属于安全策略所涉及的方面是（D）。

A、物理安全策略 B、访问控制策略

C、信息加密策略 D、防火墙策略

68、“中华人民共和国保守国家秘密法”第二章规定了国家秘密的范围和密级，国家秘密的密级分为：（C）。

A、“普密”、“商密”两个级别 B、“低级”和“高级”两个级别

C、“绝密”、“机密”、“秘密”三个级别

D、“一密”、“二密”，“三密”、“四密”四个级别

69、对MBOSS系统所有资产每年至少进行（A）次安全漏洞自评估。

A、1 B、2 C、3 D、4

70、下列情形之一的程序，不应当被认定为《中华人民共和国刑法》规定的“计算机病毒等破坏性程序”的是：（A）。

A、能够盗取用户数据或者传播非法信息的

B、能够通过网络、存储介质、文件等媒介，将自身的部分、全部或者变种进行复制、传播，并破坏计算机系统功能、数据或者应用程序的

C、能够在预先设定条件下自动触发，并破坏计算机系统功能、数据或者应用程序的

D、其他专门设计用于破坏计算机系统功能、数据或者应用程序的程序

71、中国电信各省级公司争取在1-3年内实现CTG-MBOSS 系统安全基线“达标”（C）级以上。

A、A级 B、B级 C、C级 D、D级

72、下面对国家秘密定级和范围的描述中，哪项不符合《保守国家秘密法》要求？（C）

A、国家秘密和其密级的具体范围，由国家保密工作部门分别会同外交、公安、国家安全和其他中央有关规定

B、各级国家机关、单位对所产生的秘密事项，应当按照国家秘密及其密级的具体范围的规定确定密级

C、对是否属于国家和属于何种密级不明确的事项，可有各单位自行参考国家要求确定和定级，然后国家保密工作部门备案

D、对是否属于国家和属于何种密级不明确的事项，由国家保密工作部门，省、自治区、直辖市的保密工作部门，省、自治区、直辖市的保密工作部门，省、自治区政府所在地的市和经国务院批准的较大的市的保密工作部门或者国家保密工作部门审定的机关确定。

73、获取支付结算、证劵交易、期货交易等网络金融服务的身份认证信息（B）组以上的可以被《中华人民共和国刑法》认为是非法获取计算机信息系统系统认定的“情节严重”。

A、5 B、10 C、-15 D、20

74、基准达标项满（B）分作为安全基线达标合格的必要条件。

A、50 B、60 C、70 D、80

75、《国家保密法》对违法人员的量刑标准是（A）。

A、国家机关工作人员违法保护国家秘密的规定，故意或者过失泄露国家秘密，情节严重的，处三年以下有期徒刑或者拘役；情节特别严重的，处三年以上七年以下有期徒刑

B、国家机关工作人员违法保护国家秘密的规定，故意或者过失泄露国家秘密，情节严重的，处四年以下有期徒刑或者拘役；情节特别严重的，处四年以上七年以下有期徒刑

C、国家机关工作人员违法保护国家秘密的规定，故意或者过失泄露国家秘密，情节严重的，处五年以下有期徒刑或者拘役；情节特别严重的，处五年以上七年以下有期徒刑

D、-国家机关工作人员违法保护国家秘密的规定，故意或者过失泄露国家秘密，情节严重，处七年以下有期徒刑或者拘役；情节特别严重的，处七年以下有期徒刑

76、$HOME/.netrc文件包含下列哪种命令的自动登录信息？（C）

A、rsh B、ssh C、ftp D、rlogin

77、/etc/ftpuser文件中出现的账户的意义表示（A）。

A、该账户不可登录ftp B、该账户可以登录ftp C、没有关系 D、缺少

78、按TCSEC标准，WinNT的安全级别是（A）。

A、C2 B、B2 C、C3 D、B1

79、Linux系统/etc目录从功能上看相当于Windows的哪个目录？（B）

A、program files B、Windows C、system volume information D、TEMP

80、Linux系统格式化分区用哪个命令？（A）

A、fdisk B、mv C、mount D、df

81、在Unix系统中，当用ls命令列出文件属性时，如果显示-rwxrwxrwx,意思是（A）。

A、前三位rwx表示文件属主的访问权限；中间三位rwx表示文件同组用户的访问权限；后三位rwx表示其他用户的访问权限

B、前三位rwx表示文件同组用户的访问权限；中间三位rwx表示文件属主的访问权限；后三位rwx表示其他用户的访问权限

C、前三位rwx表示文件同域用户的访问权限；中间三位rwx表示文件属主的访问权限；后三位rwx表示其他用户的访问权限

D、前三位rwx表示文件属主的访问权限；中间三位rwx表示文件同组用户的访问权限；后三位rwx表示同域用户的访问权限

82、Linux系统通过（C）命令给其他用户发消息。

A、less B、mesg C、write D、echo to

83、Linux中，向系统中某个特定用户发送信息，用什么命令？（B）

A、wall B、write C、mesg D、net send

84、防止系统对ping请求做出回应，正确的命令是：（C）。

A、echo 0>/proc/sys/net/ipv4/icmp\_ehco\_ignore\_all

B、echo 0>/proc/sys/net/ipv4/tcp\_syncookies

C、echo 1>/proc/sys/net/ipv4/icmp\_echo\_ignore\_all

D、echo 1>/proc/sys/net/ipv4/tcp\_syncookies

85、NT/2K模型符合哪个安全级别？（B）

A、B2 B、C2 C、B1 D、C1

86、Red Flag Linux指定域名服务器位置的文件是（C）。

A、etc/hosts B、etc/networks C、etc/rosolv.conf D、/.profile

87、Solaris操作系统下，下面哪个命令可以修改/n2kuser/.profile文件的属性为所有用户可读、科协、可执行？（D）

A、chmod 744 /n2kuser/.profile B、 chmod 755 /n2kuser/.profile

C、 chmod 766 /n2kuser/.profile D、 chmod 777 /n2kuser/.profile

88、如何配置，使得用户从服务器A访问服务器B而无需输入密码？（D）

A、利用NIS同步用户的用户名和密码

B、在两台服务器上创建并配置/.rhost文件

C、在两台服务器上创建并配置$HOME/.netrc文件

D、在两台服务器上创建并配置/etc/hosts.equiv文件

89、Solaris系统使用什么命令查看已有补丁列表？（C）

A、uname –an B、showrev C、oslevel –r D、swlist –l product ‘PH??’

90、Unix系统中存放每个用户信息的文件是（D）。

A、/sys/passwd B、/sys/password C、/etc/password D、/etc/passwd

91、Unix系统中的账号文件是（A）。

A、/etc/passwd B、/etc/shadow C、/etc/group D、/etc/gshadow

92、Unix系统中如何禁止按Control-Alt-Delete关闭计算机？（B）

A、把系统中“/sys/inittab”文件中的对应一行注释掉

B、把系统中“/sysconf/inittab”文件中的对应一行注释掉

C、把系统中“/sysnet/inittab”文件中的对应一行注释掉

D、把系统中“/sysconf/init”文件中的对应一行注释掉

93、Unix中。可以使用下面哪一个代替Telnet，因为它能完成同样的事情并且更安全？（）

A、S-TELNET B、SSH C、FTP D、RLGON

94、Unix中，默认的共享文件系统在哪个位置？（C）

A、/sbin/ B、/usr/local/ C、/export/ D、/usr/

95、Unix中，哪个目录下运行系统工具，例如sh,cp等？（A）

A、/bin/ B、/lib/ C、/etc/ D、/

96、U盘病毒依赖于哪个文件打到自我运行的目的？（A）

A、autoron.inf B、autoexec.bat C、config.sys D、system.ini

97、Windows nt/2k中的.pwl文件是？（B）

A、路径文件 B、口令文件 C、打印文件 D、列表文件

98、Windows 2000目录服务的基本管理单位是（D）。

A、用户 B、计算机 C、用户组 D、域

99、Windows 2000系统中哪个文件可以查看端口与服务的对应？（D）

A、c:\winnt\system\drivers\etc\services B、c:\winnt\system32\services

C、c:\winnt\system32\config\services D、c:\winnt\system32\drivers\etc\services

100、Windows NT/2000 SAM存放在（D）。

A、WINNT B、WINNT/SYSTEM32

C、WINNT/SYSTEM D、WINNT/SYSTEM32/config

101、 Windows NT/2000中的.pwl文件是？（B）

A、路径文件 B、口令文件 C、打印文件 D、列表文件

102、Windows NT的安全标识（SID）串是由当前时间、计算机名称和另外一个计算机变量共同产生的，这个变量是什么？（C）

A、击键速度 B、用户网络地址 C、处理当前用户模式线程所花费CPU的时间 D、PING的响应时间

103、Windows NT和Windows 2000系统能设置为在几次无效登录后锁定账号，可以防止：（B）。

A、木马 B、暴力破解 C、IP欺骗 D、缓冲区溢出攻击

104、Windows主机推荐使用（A）格式。

A、NTFS B、FAT32 C、FAT D、Linux

105、XP当前的最新补丁是（C）。

A、SP1 B、SP2 C、SP3 D、SP4

106、按TCSEC标准，WinNT的安全级别是（A）。

A、C2 B、B2 C、C3 D、B1

107、当你感觉到你的Win2003运行速度明显减慢，当打开任务管理器后发现CPU使用率达到了100%，你认为你最有可能受到了（D）攻击。

A、缓冲区溢出攻击 B、木马攻击 C、暗门攻击 D、DOS攻击

108、档案权限755，对档案拥有者而言，是什么含义？（A）

A、可读，可执行，可写入 B、可读

C、可读，可执行 D、可写入

109、如何配置，使得用户从服务器A访问服务器B而无需输入密码（D）。

A、利用NIS同步用户的用户名和密码

B、在两台服务器上创建并配置/.rhosts文件

C、在两台服务器上创建并配置$HOME/.netrc文件

D、在两台服务器上创建并配置/et/hosts.equiv文件

110、要求关机后不重新启动，shutdown后面参数应该跟（C）。

A、–k B、–r C、-h D、 –c

111、一般来说，通过web运行http服务的子进程时，我们会选择（D）的用户用户权限方式，这样可以保证系统的安全。

A、root B、httpd C、guest D、nobody

112、以下哪项技术不属于预防病毒技术的范畴？（A）

A、加密可执行程序 B、引导区保护

C、系统监控与读写控制 D、校验文件

113、用户收到了一封可疑的电子邮件，要求用户提供银行账户及密码，这是属于何种攻击手段？（B）

A、缓冲区溢出攻击 B、钓鱼攻击 C、暗门攻击 D、DDos攻击

114、与另一台机器建立IPC$会话连接的命令是（D）。

A、net user [\\192.168.0.1\IPC$](file:///\\192.168.0.1\IPC$)

B、net use [\\192.168.0.1\IPC$](file:///\\192.168.0.1\IPC$) user:Administrator / passwd:aaa

C、net user \192.168.0.1IPC$ D、net use [\\192.168.0.1\IPC$](file:///\\192.168.0.1\IPC$)

115、在NT中，如果config.pol已经禁止了对注册表的访问，那么黑客能够绕过这个限制吗？怎样实现？（B）

A、不可以 B、可以通过时间服务来启动注册表编辑器

C、可以通过在本地计算机删除config.pol文件 D、可以通过poledit命令

116、在NT中，怎样使用注册表编辑器来严格限制对注册表的访问？（C）

A、HKEY\_CURRENT\_CONFIG,连接网络注册、登录密码、插入用户ID

B、HKEY\_CURRENT\_MACHINE,浏览用户的轮廓目录，选择NTUser.dat

C、HKEY\_USERS,浏览用户的轮廓目录，选择NTUser.dat

D、HKEY\_USERS,连接网络注册，登录密码，插入用户ID

117、在Solaris 8下，对于/etc/shadow文件中的一行内容如下“root:3vd4NTwk5UnLC:9038::::::”,以下说法正确的是：（E）。

A、这里的3vd4NTwk5UnLC是可逆的加密后的密码

B、这里的9038是指从1970年1月1日到现在的天数

C、这里的9038是指从1980年1月1日到现在的天数

D、这里的9038是指从1980年1月1日到最后一次修改密码的天数

E-以上都不正确

118、在Solaris 8下，对于/etc/shadow文件中的一行内容如下：root:3vd4NTwk5UnLC:0:1:Super-User:/:”，以下说法正确的是：（A）。

A、是/etc/passwd文件格式 B、是/etc/shadow文件格式

C、既不是/etc/passwd也不是/etc/shadow文件格式

D、这个root用户没有SHELL，不可登录

E、这个用户不可登录，并不是因为没有SHELL

119、在Solaris系统中，终端会话的失败登录尝试记录在下列哪个文件里面?(D)

A、-/etc/default/login B、/etc/nologin

C、/etc/shadow D、var/adm/loginlog

120、在Windows 2000中，以下哪个进程不是基本的系统进程:(D)

A、smss. exe B、csrss. Exe C、winlogon. exe D、-conime.exe

121、在Windows 2000中可以察看开放端口情况的是:(D)。

A、nbtstat B、net C、net show D、netstat

122.、在Windows 2003下netstat的哪个参数可以看到打开该端口的PID?(C)（格式到此）

A、a B、n C、o D 、p

123.、在使用影子口令文件(shadowedpasswords)的Linux系统中，/etc/passwd文件和/etc/shadow文件的正确权限分别是(C)。

A、rw-r-----,-r-------- B、rw-r--r--,-r--r--r—

C、rw-r--r--,-r-------- Drw-r--rw-,-r-----r--

124.、制定数据备份方案时，需要重要考虑的两个因素为适合的备份时间和(B)。

A、备份介质 B、备份的存储位置

C、备份数据量 D、恢复备份的最大允许时间

125.、周期性行为，如扫描，会产生哪种处理器负荷?(A)

A、Idle Ioad B、Usage Ioad C、Traffic load D、以上都不对

126、主要由于(D)原因，使Unix易于移植

A、Unix是由机器指令书写的 B、Unix大部分由汇编少部分用C语言编写

C、Unix是用汇编语言编写的 D、Unix小部分由汇编大部分用C语言编写

127.、HP-UX系统中，使用(A)命令查看系统版本、硬件配置等信息。

A、uname -a B、ifconfig C、netstat D、ps -ef

128.、Linux文件权限一共10位长度，分成四段，第三段表示的内容是(C)。

A、文件类型 B、文件所有者的权限

C、文件所有者所在组的权限 D、其他用户的权限

129、在云计算虚拟化应用中，VXLAN技术处于OS工网络模型中2-3层间，它综合了2层交换的简单性与3层路由的跨域连接性。它是通过在UDP/IP上封装Mac地址而实现这一点的。在简单应用场合，vxLAN可以让虚拟机在数据中心之间的迁移变得更为简单。该技术是哪个公司主推的技术?(C)

A、惠普 B、Juniper C、Cisco与Vmware D、博科Brocade

130.、Linux中，什么命令可以控制口令的存活时间了(A)。

A、chage B、passwd C、chmod D、umask

131.、Qfabric技术是使用市场上现成的计算和存储网元并利用行业标准的网络接口将它们连接后组建大规模的数据中心，以满足未来云计算的要求。该技术概念是哪个厂家主推的概念?(B)

A、惠普 B、uniper C、Cisco与Vmware D、博科Brocade

132、为了检测Windows系统是否有木马入侵，可以先通过()命令来查看当前的活动连接端口。

A、ipconfig B、netstat -rn C、tracert –d D、netstat -an

133、网络营业厅提供相关服务的可用性应不低于（A）。

A、99.99% B、99.9% C、99% D、98.9%

134.、IRF(Intelligent Resilient Framework)是在该厂家所有数据中心交换机中实现的私有技术，是应用在网络设备控制平面的多虚拟技术。该技术属于哪个厂家?(A)

A、惠普 B、Juniper C、Cisco与Vmware D、博科Brocade

135.、Windows NT的安全标识符(SID)是由当前时间、计算机名称和另外一个计算机变量共同产生的，这个变量是:(D)。

A、击键速度 B、当前用户名

C、用户网络地址 D、处理当前用户模式线程所花费CPU的时间

136、脆弱性扫描，可由系统管理员自行进行检查，原则上应不少于(B)。

A、每周一次 B、每月一次 C、每季度一次 D、每半年一次

137、下面哪一个情景属于身份验证(Authentication)过程?(A)

A、用户依照系统提示输入用户名和口令

B、用户在网络上共享了自己编写的一份Office文档，并设定哪些用户可以阅读，哪些用户可以修改

C、用户使用加密软件对自己编写的Office文档进行加密，以阻止其他人得到这份拷贝后看到文档中的内容

D、某个人尝试登录到你的计算机中，但是口令输入的不对，系统提示口令错误，并将这次失败的登录过程纪录在系统日志中

138、下面哪一个情景属于授权(Authorization)过程?(B)

A、用户依照系统提示输入用户名和口令

B、用户在网络上共享了自己编写的一份Office文档，并设定哪些用户可以阅读，哪些用户可以修改

C、用户使用加密软件对自己编写的Office文档进行加密，以阻止其他人得到这份拷贝后看到文档中的内容

D、某个人尝试登录到你的计算机中，但是口令输入的不对，系统提示口令错误，并将这次失败的登录过程纪录在系统日志中

139、下列哪一条与操作系统安全配置的原则不符合?(D)

A、关闭没必要的服务 B、不安装多余的组件

C、安装最新的补丁程序 D、开放更多的服务

140、关于DDoS技术，下列哪一项描述是错误的(D)。

A、一些DDoS攻击是利用系统的漏洞进行攻击的

B、黑客攻击前对目标网络进行扫描是发功DDoS攻击的一项主要攻击信息来源

C、对入侵检测系统检测到的信息进行统计分析有利于检测到未知的黑客入侵和更为复杂的DDoS攻击入侵

D、DDoS攻击不对系统或网络造成任何影响

141、关于PPP协议下列说法正确的是:(C)。

A、PPP协议是物理层协议

B、PPP协议是在HDLC协议的基础上发展起来的

C、PPP协议支持的物理层可以是同步电路或异步电路

D、PPP主要由两类协议组成:链路控制协议族CLCP)和网络安全方面的验证协议族(PAP和CHAP)

142、接口被绑定在2层的zone，这个接口的接口模式是（C）。

A、NAT mode B、Route mode

C、-Transparent mode D、NAT或Route mode

143、接入控制方面，路由器对于接口的要求包括：（D）。

A、串口接入 B、局域网方式接入 C、Internet方式接入 D、VPN接入

144、局域网络标准对应OSI模型的哪几层？（C）。

A、上三层 B、只对应网络层 C、下三层 D、只对应物理层

145、拒绝服务不包括以下哪一项？（D）。

A、DDoS B、畸形报文攻击 C、Land攻击 D、ARP攻击

146、抗DDoS防护设备提供的基本安全防护功能不包括（A）。

A、对主机系统漏洞的补丁升级 B、检测DDoS攻击

C、DDoS攻击警告 D、DDoS攻击防护

147、路由器产品提供完备的安全架构以及相应的安全模块，在软、硬件层面设置重重过滤，保护路由器业务安全。其中不对的说法是：（C）。--》缺少D选项

A、路由器产品支持URPF，可以过滤大多数虚假IP泛洪攻击

B、路由器产品支持CAR功能，可以有效限制泛洪攻击

C、路由器产品不支持ACL配置功能，不能定制过滤规则

D、

148、路由器对于接入权限控制，包括：（D）。

A、根据用户账号划分使用权限 B、根据用户接口划分使用权限

C、禁止使用匿名账号 D、以上都是

149、路由器启动时默认开启了一些服务，有些服务在当前局点里并没有作用，对于这些服务：（C）。缺少D选项

A、就让他开着，也耗费不了多少资源 B、就让他开着，不会有业务去访问

C、必须关闭，防止可能的安全隐患 D、

150、设置Cisco设备的管理员账号时，应（C）。

A、多人共用一个账号 B、多人共用多个账号

C、一人对应单独账号 D、一人对应多个账号

151、什么命令关闭路由器的finger服务？（C）

A、disable finger B、no finger C、no finger service D、no service finger

152、什么是IDS？（A）

A、入侵检测系统 B、入侵防御系统 C、网络审计系统 D、主机扫描系统

153、实现资源内的细粒度授权，边界权限定义为：（B）。

A、账户 B、角色 C、权限 D、操作

154、使网络服务器中充斥着大量要求回复的信息，消息带宽，导致网络或系统停止正常服务，这属于什么攻击类型？（A）

A、拒绝服务 B、文件共享 C、BIND漏洞 D、远程过程调用

155、使用TCP 79端口的服务是：（D）。

A、telnet B、SSH C、Web D、Finger

156、使用一对一或者多对多方式的NAT转换，当所有外部IP地址均被使用后，后续的内网用户如需上网，NAT转换设备会执行什么样的动作？（C）

A、挤掉前一个用户，强制进行NAT转换 B、直接进行路由转发

C、不做NAT转换 D、将报文转移到其他NAT转换设备进行地址转换

157、私网地址用于配置本地网络、下列地址中属于私网地址的是？（C）

A、100.0.0.0 B、172.15.0.0 C、192.168.0.0 D、244.0.0.0

158、随着Internet发展的势头和防火墙的更新，防火墙的哪些功能将被取代。（D）

A、使用IP加密技术 B、日志分析工作

C、攻击检测和报警 D、对访问行为实施静态、固定的控制

159、随着安全要求的提高、技术的演进，（D）应逐步实现物理隔离，或者通过采用相当于物理隔离的技术（如MPLSVPN）实现隔离。

A、局域网 B、广域网及局域网 C、终端 D、广域网

160、通过向目标系统发送有缺陷的IP报文，使得目标系统在处理这样的IP包时会出现崩溃，请问这种攻击属于何种攻击？（D）

A、拒绝服务（DoS）攻击 B、扫描窥探攻击

C、系统漏洞攻击 D、畸形报文攻击

161、通信领域一般要求3面隔离，即转发面、控制面、用户面实现物理隔离，或者是逻辑隔离，主要目的是在某一面受到攻击的时候，不能影响其他面。路由器的安全架构在实现上就支持：（D）

A、转发面和控制面物理隔离 B、控制面和用户面逻辑隔离

C、转发面和用户面逻辑隔离 D、以上都支持

162、网管人员常用的各种网络工具包括telnet、ftp、ssh等，分别使用的TCP端口号是（B）。

A、21、22、23 B、23、21、22 C、23、22、21 D、21、23、22

163、网络安全工作的目标包括：（D）。

A、信息机密性 B、信息完整性 C、服务可用性 D、以上都是

164、网络安全在多网合一时代的脆弱性体现在（C）。

A、网络的脆弱性 B、软件的脆弱性 C、管理的脆弱性 D、应用的脆弱性

165、应限制Juniper路由器的SSH（A），以防护通过SSH端口的DoS攻击。

A、并发连接数和1分钟内的尝试连接数 B、并发连接数

C、1分钟内的尝试连接数 D、并发连接数和3分钟内的尝试连接数

166、应用网关防火墙的逻辑位置处在OSI中的哪一层？（C）

A、传输层 B、链路层 C、应用层 D、物理层

167、应用网关防火墙在物理形式上表现为？（B）

A、网关 B、堡垒主机 C、路由 D、交换机

168、用来追踪DDoS流量的命令式：（C）

A、ip source-route B、ip cef C、ip source-track D、ip finger

169、用于保护整个网络IPS系统通常不会部署在什么位置？（D）

A、网络边界 B、网络核心 C、边界防火墙内 D、业务终端上

170、用于实现交换机端口镜像的交换机功能是：（D）

A、PERMIT LIST B、PVLAN C、VTP D、SPAN

171、有关L2TP（Layer 2 Tunneling Protocol）协议说法有误的是（D）。

A、L2TP是由PPTV协议和Cisco公司的L2F组合而成

B、L2TP可用于基于Internet的远程拨号访问

C、为PPP协议的客户建立拨号连接的VPN连接

D、L2TP只能通过TCP/IP连接

172、有关PPTP（Point-to-Point Tunnel Protocol）说法正确的是（C）。

A、PPTP是Netscape提出的 B、微软从NT3.5以后对PPTP开始支持

C、PPTP可用在微软的路由和远程访问服务上 D、它是传输层上的协议

173、有一些应用，如微软Out look或MSN。它们的外观会在转化为基于Web界面的过程中丢失，此时要用到以下哪项技术：（B）

A、Web代理 B、端口转发 C、文件共享 D、网络扩展

174、预防信息篡改的主要方法不包括以下哪一项？（A）

A、使用VPN技术 B、明文加密 C、数据摘要 D、数字签名

175、域名服务系统（DNS）的功能是（A）。

A、完成域名和IP地址之间的转换 B、完成域名和网卡地址之间的转换

C、完成主机名和IP地址之间的转换 D、完成域名和电子邮件地址之间的转换

176、源IP为100.1.1.1，目的IP为100.1.1.255，这个报文属于什么攻击？（B）（假设该网段掩码为255.255.255.0）

A、LAND攻击 B、SMURF攻击 C、FRAGGLE攻击 D、WINNUKE攻击

177、在AH安全协议隧道模式中，新IP头内哪个字段无需进行数据完整性校验？（A）

A、TTL B、源IP地址 C、目的IP地址 D、源IP地址+目的IP地址

178、在C/S环境中，以下哪个是建立一个完整TCP连接的正确顺序？（D）

A、SYN，SYN/ACK，ACK B、Passive Open,Active Open,ACK,ACK

C、SYN,ACK/SYN,ACK D、Active Open/Passive Open,ACK,ACK

179、在L2TP应用场景中，用户的私有地址分配是由以下哪个组建完成？（B）

A、LAC B、LNS C、VPN Client D、用户自行配置

180、在OSI模型中，主要针对远程终端访问，任务包括会话管理、传输同步以及活动管理等以下是哪一层（A）

A、应用层 B、物理层 C、会话层 D、网络层

181、在OSI参考模型中有7个层次，提供了相应的安全服务来加强信息系统的安全性。以下哪一层提供了抗抵赖性？（B）

A、表示层 B、应用层 C、传输层 D、数据链路层

182、在安全策略的重要组成部分中，与IDS相比，IPS的主要优势在哪里？（B）

A、产生日志的数量 B、攻击减少的速度

C、较低的价格 D、假阳性的减少量

183、在安全审计的风险评估阶段，通常是按什么顺序来进行的？（A）

A、侦查阶段、渗透阶段、控制阶段 B、渗透阶段、侦查阶段、控制阶段

C、控制阶段、侦查阶段、渗透阶段 D、侦查阶段、控制阶段、渗透阶段

184、在层的方式当中，哪种参考模型描述了计算机通信服务和协议？（D）

A、IETF 因特网工程工作小组 B、ISO 国际标准组织

C、IANA 因特网地址指派机构 D、OSI 开放系统互联

185、在传输模式IPSec应用情况中，以下哪个区域数据报文可受到加密安全保护？（D）

A、整个数据报文 B、原IP头 C、新IP头 D、传输层及上层数据报文

186、在点到点链路中，OSPF的Hello包发往以下哪个地址？（B）

A、127.0.0.1 B、224.0.0.5 C、233.0.0.1 D、255.255.255.255

187、在建立堡垒主机时，（A）。

A、在堡垒主机上应设置尽可能少的网络服务

B、在堡垒主机上应设置尽可能多的网络服务

C、对必须设置的服务给予尽可能高的权限

D、不论发生任何入侵情况，内部网始终信任堡垒主机

188、在进行Sniffer监听时，系统将本地网络接口卡设置成何种侦听模式？（D）

A、unicast单播模式 B、Broadcast广播模式

C、Multicast组播模式 D、Promiscuous混杂模式

189、在零传输（Zone transfers）中DNS服务使用哪个端口？（A）

A、TCP 53 B、UDP 53 C、UDP 23 D、TCP23

190、在入侵检测的基础上，锁定涉嫌非法使用的用户，并限制和禁止该用户的使用。这种访问安全控制是？（C）

A、入网访问控制 B、权限控制 C、网络检测控制 D、防火墙控制

191、在思科设备上，若要查看所有访问表的内容，可以使用的命令式（B）

A、show all access-lists B、show access-lists

C、show ip interface D、show interface

192、在网络安全中，中断指攻击者破坏网络系统的资源，使之变成无效的或无用的这是对（A）。

A、可用性的攻击 B、保密性的攻击 C、完整性的攻击 D、真实性的攻击

193、在一个局域网环境中，其内在的安全威胁包括主动威胁和被动威胁。以下哪一项属于被动威胁？（C）

A、报文服务拒绝 B、假冒 C、数据流分析 D、报文服务更改

194、在以下OSI七层模型中，synflooding攻击发生在哪层？（C）

A、数据链路层 B、网络层 C、传输层 D、应用层

195、在以下哪类场景中，移动用户不需要安装额外功能（L2TP）的VPDN软件？（B）

A、基于用户发起的L2TP VPN B、基于NAS发起的L2TP VPN

C、基于LNS发起的L2TP VPN D、以上都是

196、账户口令管理中4A的认证管理的英文单词为：（B）

A、Account B、Authentication C、Authorization D、Audit

197、只具有（A）和FIN标志集的数据包是公认的恶意行为迹象。

A、SYN B、date C、head D、标志位

198、主从账户在4A系统的对应关系包含：（D）

A、1 -N B、1 -1 C、N -1 D、以上全是

199、主动方式FTP服务器要使用的端口包括（A）。

A、TCP 21 TCP 20 B、TCP21 TCP大于1024的端口

C、TCP 20、TCP 大于1024端口 D、都不对

200、下列（D）因素不是影响IP电话语音质量的技术因素。

A、时延 B、抖动 C、回波 D、GK性能

201、下列安全协议中使用包括过滤技术，适合用于可信的LAN到LAN之间的VPN（内部VPN）的是（D）。

A、PPTP B、L2TP C、SOCKS v5 D、IPSec

202、下列不是抵御DDoS攻击的方法有（D）。

A、加强骨干网设备监控 B、关闭不必要的服务

C、限制同时打开的Syn半连接数目 D、延长Syn半连接的time out时间

203、下列措施不能增强DNS安全的是（C）。

A、使用最新的BIND工具 B、双反向查找

C、更改DNS的端口号 D、不要让HINFO记录被外界看到

204、下列各种安全协议中使用包过滤技术，适合用于可信的LAN到LAN之间的VPN，即内部网VPN的是（）。

A、PPTP B、L2TP C、SOCKS v5 D、IPSec

205、下列哪个属于可以最好的描述系统和网络的状态分析概念，怎么处理其中的错误才是最合适？（D）

A、回应的比例 B、被动的防御 C、主动的防御 D、都不对

206、下列哪项是私有IP地址？（A）

A、10.5.42.5 B、172.76.42.5 C、172.90.42.5 D、241.16.42.5

207、下列哪一项能够提高网络的可用性？（B）

A、数据冗余 B、链路冗余 C、软件冗余 D、电源冗余

208、下列哪一种攻击方式不属于拒绝服务攻击：（A）。

A、LOphtCrack B、Synflood C、Smurf D、Ping of Death

209、下列哪一项是arp协议的基本功能？（A）

A、通过目标设备的IP地址，查询目标设备的MAC地址，以保证通信的进行

B、对局域网内的其他机器广播路由地址

C、过滤信息，将信息传递个数据链路层 D、将信息传递给网络层

210、最早的计算机网络与传统的通信网络最大的区别是什么？（A）

A、计算机网络采用了分组交换技术 B、计算机网络采用了电路交换技术

C、计算机网络的可靠性大大提高 D、计算机网络带宽和速度大大提高

211、以下哪个属于IPS的功能？（A）

A、检测网络攻击 B、网络流量检测 C、实时异常告警 D、以上都是

212、以下说法错误的是（C）。

A、安全是一个可用性与安全性之间的平衡过程 B、安全的三要素中包含完整性

C、可以做到绝对的安全 D、网络安全是信息安全的子集

213、以下属于4A策略管理模块可以管理的为（C）。

A、访问控制策略 B、信息加密策略 C、密码策略 D、防火墙策略

214、最早研究计算机网络的目的是什么？（B）

A、共享硬盘空间、打印机等设备 B、共享计算资源

C、直接的个人通信 D、大量的数据交换

215、防火墙截取内网主机与外网通信，由防火墙本身完成与外网主机通信，然后把结果传回给内网主机，这种技术称为（C）。

A、内容过滤 B、地址转换 C、透明代理 D、内容中转

216、可以通过哪种安全产品划分网络结构，管理和控制内部和外部通讯（A）。

A、防火墙 B、CA中心 C、加密机 D、防病毒产品

217、网络隔离技术的目标是确保把有害的攻击隔离，在保证网络内部信息不外泄的前提下，完成网络间数据的安全交换。下列隔离技术中，安全性最好的是（D）。

A、多重安全网关 B、防火墙 C、Vlan隔离 D、物理隔离

218、下列哪项不是Tacacs+协议的特性。（A）

A、扩展记账 B、加密整个数据包 C、使用TCP D、支持多协议

219、一个数据包过滤系统被设计成只允许你要求服务的数据包进入，而过滤掉不必要的服务。这属于什么基本原则？（A）

A、最小特权 B、阻塞点 C、失效保护状态 D、防御多样化

220、包过滤防火墙工作的好坏关键在于？（C）

A、防火墙的质量 B、防火墙的功能 C、防火墙的过滤规则设计 D、防火墙的日志

221、对于日常维护工作，连接路由器的协议通常使用：（B）。缺少D选项

A、TELNET，简单，容易配置 B、SSH &SSHv2 加密算法强劲，安全性好

C、TELNET配置16位长的密码，加密传输，十分安全 D、

222、BOTNET是（C）。

A、普通病毒 B、木马程序 C、僵尸网络 D、蠕虫病毒

223、监听的可能性比较低的是（B）数据链路。

A、Ethernet B、电话线 C、有线电视频道 D、无线电

224、当IPS遇到软件/硬件问题时，强制进入直通状态，以避免网络断开的技术机制称为（B）。

A、pass B、bypass C、watchdog D、HA

225、网络环境下的security是指（A）。

A、防黑客入侵，防病毒，窃取和敌对势力攻击

B、网络具有可靠性，可防病毒，窃密和敌对势力攻击

C、网络具有可靠性，容灾性，鲁棒性

D、网络的具有防止敌对势力攻击的能力

226、某一案例中，使用者已将无线AP的SSID广播设置为禁止，并修改了默认SSID值，但仍有未经授权的客户端接入该无线网络，这是因为（D）

A、禁止SSID广播仅在点对点的无线网络中有效

B、未经授权客户端使用了默认SSID接入

C、无线AP开启了DHCP服务

D、封装了SSID的数据包仍然会在无线AP与客户端之间传递

227、为了保护DNS的区域传送（zone transfer），应该配置防火墙以阻止（B）。

1.UDP

2.TCP

3.53

4.52

A、1,3 B、2,3 C、1,4 D、2,4

228、以下不属于代理服务技术优点的是（D）。

A、可以实现身份认证 B、内部地址的屏蔽盒转换功能

C、可以实现访问控制 D、可以防范数据驱动侵袭

229、应控制自互联网发起的会话并发连接数不超出网上营业厅设计容量的（C）。

A、60% B、70% C、80% D、90%

230、TCP协议与UDP协议相比，TCP是（B），UDP是（）。

A、设置起来麻烦；很好设置 B、容易；困难

C、面向连接的；非连接的 D、不可靠的；可靠的

231、交换机转发以太网的数据基于：（B）。

A、交换机端口号 B、MAC地址 C、IP地址 D、数据类别

232、HTTP，FTP，SMTP建立在OSI模型的哪一层？（D）

A、2层-数据链路层 B、3层-网络层 C、4层-传输层 D、7层-应用层

233、网络安全的基本属性是（D）。

A、机密性 B、可用性 C、完整性 D、以上都是

234、网络安全的主要目的是保护一个组织的信息资产的（A）。

A、机密性、完整性、可用性 B、参照性、可用性、机密性、

C、可用性、完整性、参照性 D、完整性、机密性、参照性

235、DBS是采用了数据库技术的计算机系统。DBS是一个集合体，包含数据库、计算机硬件、软件和（C）。

A、系统分析员 B、程序员 C、数据库管理员 D、操作员

236、MySQL -h host -u user -p password命令的含义如下，哪些事正确的？（D）

A、-h后为host为对方主机名或IP地址 B、-u后为数据库用户名

C、-p后为密码 D、以上都对

237、Oracle当连接远程数据库或其它服务时，可以指定网络服务名，Oracle9i支持5中命名方法，请选择错误的选项。（D）

A、本地命名和目录命名 B、Oracle名称（Oracle Names）

C、主机命名和外部命名 D、DNS和内部命名

238、Oracle的数据库监听器（LISTENER）的默认通讯端口是？（A）

A、TCP 1521 B、TCP 1025 C、TCP 1251 D、TCP 1433

239、Oracle默认的用户名密码为（A）。

A、Scote/tiger B、root C、null D、rootroot

240、Oracle数据库中，物理磁盘资源包括哪些（D）。

A、控制文件 B、重做日志文件 C、数据文件 D、以上都是

241、Oracle中启用审计后，查看审计信息的语句是下面哪一个？（C）

A、select \* from SYS.AUDIT$ B、select \* from syslogins

C、select \* from SYS.AUD$ D、AUDIT SESSION

242、SMTP的端口？（A）

A、25 B、23 C、22 D、21

243、SQL Server的登录账户信息保存在哪个数据库中？（C）

A、model B、msdb C、master D、tempdb

244、SQL Sever的默认DBA账号是什么？（B）

A、administrator B、sa C、root D、SYSTEM

245、SQL Sever的默认通讯端口有哪些？（B）

A、TCP 1025 B、TCP 1433 C、UDP 1434 D、TCP 14333 E、TCP 445

246、SQL Sever中可以使用哪个存储过程调用操作系统命令，添加系统账号？（B）

A、xp\_dirtree B、xp\_cmdshell C、xp\_cmdshell D、xpdeletekey

247、SQL Sever中下面哪个存储过程可以执行系统命令？（C）

A、xp\_regread B、xp\_command C、xp\_cmdshell D、sp\_password

248、SQL的全局约束是指基于元祖的检查子句和（C）。

A、非空值约束 B、域约束子句 C、断言 D、外键子句

249、SQL数据库使用以下哪种组件来保存真实的数据？（C）

A、Schemas B、Subschemas C、Tables D、Views

250、SQL语句中，彻底删除一个表的命令是（B）。

A、delete B、drop C、clear D、remore

251、SQL语言可以（B）在宿主语言中使用，也可以独立地交互式使用。

A、-极速 B、-嵌入 C、-混合 D、-并行

252、SSL安全套接字协议所用的端口是（B）。

A、80 B、443 C、1433 D、3389

253、不属于数据库加密方式的是（D）。

A、库外加密 B、库内加密 C、硬件/软件加密 D、专用加密中间件

254、测试数据库一个月程序主要应对的风险是（B）。

A、非授权用户执行“ROLLBACK”命令 B、非授权用户执行“COMMIT”命令

C、非授权用户执行“ROLLRORWARD”命令 D、非授权用户修改数据库中的行

**255、查看Oracle 8i及更高版本数据库的版本信息的命令是（C）。----缺少CD选项**

**A、cd $Oracle\_HOME/orainst B、C-cd $Oracle\_HIME/orainst C、 D、**

256、从安全的角度来看，运行哪一项起到第一道防线的作用？（C）

A、远端服务器 B、WEB服务器 C、防火墙 D、使用安全shell程序

257、从下列数据库分割条件中，选出用于抵御跟踪器攻击和抵御对线性系统攻击的一项。（B）。

A、每个分割区G有g=|G|记录，其中g=0或g>=n，且g为偶数，

B、记录必须成对地加入G或从G中删除

C、查询集虚报口各个分割区，如果查询含有一个以上记录的统计信息是从m各分割区G1，G2，… …Gm中每一个分割区而来的，则统计信息g（G1VG2V… …VGm）是允许发布

D、记录必须不对地加入G或从G中删除

258、单个用户使用的数据库视图的描述为（A）。

A、外模式 B、概念模式 C、内模式 D、存储模式

259、对于IIS日志记录，推荐使用什么文件格式？（D）

A、Microsoft IIS日志文件格式 B、NCSA公用日志文件格式

C、ODBC日志记录格式 D、W3C扩展日志文件格式

**260、对于IIS日志文件的存放目录，下列哪项设置是最好的？（D）----缺少D选型**

**A、%WinDir%\System32\LogFiles B、C:\Inetpub\wwwroot\LogFiles**

**C、C:\LogFiles..)-F:\LogFiles D、**

261、对于IIS日志文件的访问权限，下列哪些设置是正确的？（D）

A、SYSTEM（完全控制）Administrator（完全控制）Users（修改）

B、SYSTEM（完全控制）Administrator（完全控制）Everyone（读取和运行）

C、SYSTEM（完全控制）Administrator（完全控制）Inernet来宾账户（读取和运行） D、SYSTEM（完全控制）Administrator（完全控制）

262、对于数据库的描述一下哪项说法是正确的？（A）

A、数据和一系列规则的集合 B、一种存储数据的软件

C、一种存储数据的硬件 D、是存放人量数据的软件

263、攻击者可能利用不必要的extproc外部程序调用功能获取对系统的控制权，威胁系统安全。关闭Extproc功能需要修改TNSNAMES.ORA和LISTENER.ORA文件删除一下条目，其中有一个错误的请选择出来（A）。

A、sys\_ertproc B、icache\_extproc

C、PLSExtproc D、extproc

264、关系数据库中，实现实体之间的联系是通过表与表之间的（D）。

A、公共索引 B、公共存储

C、公共元组 D、公共属性

265、关系型数据库技术的特征由一下哪些元素确定的？（A）

A、行和列 B、节点和分支

C、Blocks和Arrows D、父类和子类

266、关于WEB应用软件系统安全，说法正确的是（D）？

A、Web应用软件的安全性仅仅与WEB应用软件本身的开发有关

B、系统的安全漏洞属于系统的缺陷，但安全漏洞的检测不属于测试的范畴

C、黑客的攻击主要是利用黑客本身发现的新漏洞

D、以任何违反安全规定的方式使用系统都属于入侵

267、目前数据大集中是我国重要的大型分布式信息系统建设和发展的趋势，数据大集中就是将数据集中存储和管理，为业务信息系统的运行搭建了统一的数据平台，对这种做法认识正确的是（D）？

A、数据库系统庞大会提供管理成本 B、数据库系统庞大会降低管理效率

C、数据的集中会降低风险的可控性 D、数据的集中会造成风险的集中

268、哪一个是PKI体系中用以对证书进行访问的协议（B）？

A、SSL B、LDAP C、CA D、IKE

269、如果一个SQL Server数据库维护人员，需要具有建立测试性的数据库的权限，那么应该指派给他哪个权限（A）？

A、Database Creators B、System Administrators

C、Server Administrators D、Security Adiministrators

270、如果以Apache 为WWW服务器，（C）是最重要的配置文件。

A、access.conf B、srm.cong C、httpd.conf D、mime.types

271、若有多个Oracle数据需要进行集中管理，那么对sysdba的管理最好选择哪种认证方式（B）？

A、系统认证 B、password文件认证方式 C、域认证方式 D、以上三种都可

272、数据库管理系统DBMS主要由哪两种部分组成？（A）

A、文件管理器和查询处理器 B、事务处理器和存储管理器

C、存储管理器和查询处理器 D、文件管理器和存储管理器

273、数据库系统与文件系统的最主要区别是（B）。

A、数据库系统复杂，而文件系统简单

B、文件系统不能解决数据冗余和数据独立性问题，而数据库系统可以解决

C、文件系统只能管理程序文件，而数据库系统能够管理各宗类型的文件

D、文件系统管理的数据量较少，而数据库系统可以管理庞大的数据量

274、为了防止电子邮件中的恶意代码，应该由（A）方式阅读电子邮件。

A、纯文本 B、网页 C、程序 D、会话

275、为了应对日益严重的垃圾邮件问题，人们设计和应用了各种垃圾邮件过滤机制，以下哪一项是耗费计算资源最多的一种垃圾邮件过滤机（D）？

A、SMTP身份认证 B、逆向名字解析 C、黑名单过滤 D、内容过滤

276、为什么要对数据库进行“非规范化”处理（B）？

A、确保数据完整性 B、增加处理效率 C、防止数据重复 D、节省存储空间

277、下列不属于WEB安全性测试的范畴的是（A）？

A、数据库内容安全性 B、客户端内容安全性

C、服务器端内容安全性 D、日志功能

278、下列操作中，哪个不是SQL Server服务管理器功能（A）？

A、执行SQL查询命令 B、停止SQL Server 服务

C、暂停SQL Server服务 D、启动SQL Server服务

279、下列关于IIS的安全配置，哪些是不正确的（C）？

A、将网站内容移动到非系统驱动程序 B、重命名IUSR账户

C、禁用所有WEB服务扩展 D、创建应用程序池

280、下列哪些不是广泛使用http服务器？（D）

A、W3C B、Apache C、IIS D、IE

281、下列哪些属于WEB脚本程序编写不当造成的（C）？

A、IIS5.0 Webdav Ntdll.dll远程缓冲区一处漏洞

B、apache可以通过../../../../../../../etc/passwd方位系统文件

C、登陆页面可以用password=’a’or’a’=’a’绕过

D、数据库中的口令信息明文存放

282、下列哪种方法不能有效的防范SQL进入攻击（C）？

A、对来自客户端的输入进行完备的输入检查

B、把SQL语句替换为存储过程、预编译语句或者使用ADO命令对象

C、使用SiteKey技术

D、关掉数据库服务器或者不使用数据库

283、下列哪种工具不是WEB服务器漏洞扫描工具（B）？

A、Nikto B、Web Dumper C、paros Proxy D、Nessus

284、下列哪种攻击不是针对统计数据库的（D）？

A、小查询集合大查询集攻击 B、中值攻击 C、跟踪攻击 D、资源解析攻击

285、下列哪项中是数据库中涉及安全保密的主要问题（A）？

A、访问控制问题 B、数据的准确性问题

C、数据库的完整性问题 D、数据库的安全性问题

286、下列应用服务器中，不遵循J2EE规范的是（C）？

A、MTS B、WebLogic C、Oracle 9iApplication Server D、WebSpere

287、下面关于IIS报错信息含义的描述正确的是（B）？

A、401-找不到文件 B、403-禁止访问 C、404-权限问题 D、500-系统错误

288、下面关于Oracle进程的描述，哪项是错误的（B）？

A、运行在Windows平台上的Oracle能让每个用户组程序化地打开新的进程，这是一个安全隐患

B、在Windows平台，除了Oracle.exe进程外还有其他的独立进程

C、unix平台上有多个独立运行的进程，包括数据写进程、日志写进程、存档进程、系统监控进程、进程监控进程

D、有一个特殊的内存区域被映射为\*nix平台上的所有进程，此区域时系统全局去

289、下面哪一项是与数据库管理员（DBA）职责不相容的（C）？

A、数据管理 B、信息系统管理 C、系统安全 D、信息系统规划

290、下面选型中不属于数据库安全控制的有（D）。

A、信息流控制 B、推论控制 C、访问控制 D、隐通道控制

291、下面选型中不属于数据库安全模型的是（D）。

A、自主型安全模型 B、强制型安全模型 C、基于角色的模型 D、访问控制矩阵

292、一般来说，通过WEB运行http服务的子进程时，我们会选择（D）的用户权限方式，这样可以保证系统的安全。

A、root B、httpd C、guest D、nobody

293、一下不是数据库的加密技术的是（D）。

A、库外加密 B、库内加密 C、硬件加密 D、固件加密

294、一下对于Oracle文件系统描述错误的是（B）？

A、\*nix下Oracle的可执行文件在$Oracle\_HOME/bin/Oracle,$Oracle\_HOME/bin也应该包含在路径环境变量内

B、Windows下Oracle的可执行文件在%Oracle\_HOME%\bin\Oracle.exe,其他

C、硬件加密 D、固件加密

295、以下几种功能中，哪个是DBMS的控制功能（A）？

A、数据定义 B、数据恢复 C、数据修改 D、数据查询

296、以下哪个安全特征和机制是SQL数据库所特有的（B）？

A、标识和鉴别 B、数据恢复 C、数据修改 D、数据查询

297、以下哪个是数据库管理员（DBA）可以行使的职责（A）？

A、系统容量规划 B、交易管理 C、审计 D、故障承受机制

298、以下哪条命令能利用“SQL注入”漏洞动用XP\_cmdshell存储过程，获得某个子目的清单？（A）

A、http://localhost/script?’:EXEC+master..XP\_cmdshell+’dir’:--

B、http://localhost/script?1’:EXEC+master..XP\_cmdshell+’ dir’:--

C、http://localhost/script?0’:EXEC+master..XP\_cmdshell+’ dir’:--

D、http://localhost/script?1’:EXEC+master..XP\_cmdshell+’ dir’--

299、以下哪条命令能利用“SQL”漏洞动用XP\_cmdshell存储过程，启动或停止某项服务？（B）

A、http://localhost/script?’:EXEC+master..XP\_servicecontrol+’start’ ,+’Server’ ;-

B、http://localhost/script?0’:EXEC+master..XP\_servicecontrol+’start’ ,+’Server’ ;--

C、http://localhost/script?1’:EXEC+master..XP\_servicecontrol+’start’ ,+’Server’ ; --

D、http://localhost/script?0’:EXEC+master..XP\_servicecontrol+’start’ ,+’Server’ --

300、以下哪项不属于访问控制策略的实施方式？（D）

A、子模式法 B、修改查询法 C、集合法 D、验证法

301、以下哪一项是和电子邮件系统无关的？（）

A、PEM(Privacy enhanced mail) B、PGP(Pretty good privacy)

C、X.500 D、X.400

302、以下哪种方法可以用于对付数据库的统计推论？（C）

A、信息流控制 B、共享资源矩阵 C、查询控制 D、间接存取

303、以下是对层次数据库结构的描述，请选择错误描述的选项。（C）

A、层次数据库结构将数据通过一对多或父节点对子节点的方式组织起来

B、一个层次数据库中，根表或父表位于一个类似于树形结构的最上方，它的字表中包含相关数据

C、它的优点是用户不需要十分熟悉数据库结构

D、层次数据库模型的结构就像是一棵倒转的树

304、以下是对单用户数据库系统的描述，请选择错误描述的选项（C）。

A、单用户数据库系统是一种早期的最简单的数据库系统

B、在单用户系统中，整个数据库系统，包括应用程序、DBMS、数据，都装在一台计算机之间不能共享数据

C、在单用户系统中，由多个用户共用，不同计算机之间能共享数据

D、单用户数据库系统已经不适用于现在的使用，被逐步淘汰了

305、以下是对分布式结构数据库系统的描述，请选择错误描述的选项。（D）

A、分布式结构的数据库系统的数据在逻辑上是一个整体，但物理地分布在计算机网络的不同节点上，每个节点上的主机又带有多个终端用户

B、网络中的每个节点都可以独立的处理数据库中的数据，执行全局应用

C、分布式结构的数据库系统的数据分布存放给数据的处理、管理和维护带来困难

D、分布式结构的数据库系统的数据只在存放在服务器端，其他节点只进行处理和执行

306、以下是对关系数据库结构的描述，请选择错误描述的选项。（D）

A、数据存储的主要载体是表，或相关数据组

B、有一对一、一对多、多对多三种表关系

C、表关联是通过引用完整性定义的，这是通过主码和外码（主键或外键约束条件实现的）

D、缺点是不支持SQL语言

307、以下是对客户/服务器数据库系统的描述，请选择错误描述的选项。（A）

A、客户端的用户将数据进行处理可自行存放到本地，无须传送到服务器处理，从而显著减少了网络上的数据传输量，提高了系统的性能和负载能力

B、主从式数据库系统中的主机和分布式数据库系统中的每个节点都是一个通用计算机，既执行DBMS功能又执行应用程序

C、在网络中把某些节点的计算机专门用于执行DBMS核心功能，这台计算机就成为数据库服务器

D、其他节点上的计算机安装DBMS外围应用开发工具和应用程序，支持用户的应用，称为客户机

308、以下是对面向对象数据库结构的描述，请选择错误描述的选项。（C）

A、它允许用对象的概念来定义与关系数据库交互

B、面向对象数据库中有两个基本的结构：对象和字面量

C、优点是程序员需要掌握与面向对象概念以及关系数据库有关的存储

D、缺点是用户必须理解面向对象概念，目前还没有统一的标准，稳定性还是一个值得关注的焦点

309、以下是对主从式结构 数据库系统的描述，请选择错误描述的选项。（D）

A、主从式结构是指一个主机带多个终端的多用户结构

B、在这种结构中，数据库系统的应用程序、DBMS、数据等都集中存放在主机上

C、所有处理任务都由主机来完成，各个用户通过主机的终端并发地存取数据，能够共享数据源

D、主从式结构的优点是系统性能高，是当终端用户数目增加到一定程度后，数据的存取通道不会形成瓶颈

311、在GRUB的配置文件grub.conf中，“timeout=-1”的含义是（C）。

A、不等待用户选择，直接启动默认的系统

B、在10秒钟内，等待用户选择要启动的系统

C、一直等待用户选择要启动的系统

D、无效

312、在Oracle中，quota可以限制用户在某个表空间上最多可使用多少字节，如果要限制data\_ts表500K，以下哪个是正确的命令？（B）

A、quo 500k in data\_ts B、quota 500K on data\_ts

C、quota data\_ts ,imit 500K D、quota data\_ts on 500K

313、在Oracle中，建表约束包括引用完整性约束、check完整性约束，还有以下三项是正确的，请排除一个错误选项。（D）

A、非空完整性约束 B、唯一完整性约束

C、主码完整性约束 D、数据角色性约束

314、在Oracle中，将scott的缺省表空间改为data2\_ts，下列哪个是正确的？（A）

A、ALTER USER scott DEFAULT TABLESPACE data2\_ts

B、ALTER DEFAULT TABLESPACE data2\_ts USER scott

C、ALTER USER scott TABLESPACE DEFAULT data2\_ts D、ALTER scott USER DEFAULT TABLESPACE data2\_ts

315、在Oracle中，将scott的资源文件改为otherprofile，下列哪个是正确的？（C）

A、ALTER PROFILE USER scott otherprofile

B、ALTER otherprofile USER scottPROFILE

C、ALTER USER scott PROFILE otherprofile

D、ALTER scott USER PROFILE otherprofile

316、在Oracle中，将当前系统所有角色都授予scott，除Payroll外，下列哪个是正确的？（D）

A、ALTER DEFAULT ROLLE USER　　scott ALL EXCEPT Payroll

B、ALTER USER DEFAULT ROLLE ALL EXCEPT Payroll

C、ALTER DEFAULT ROLLE ALL EXCEPT USER scott

D、ALTER USER scott DEFAULT ROLLE ALL EXCEPT Payroll

317、在Oracle中，用ALTER将scott的口令改为hello，下列哪个是正确的？（A）

A、ALTER USER scott IDENTIFIED BY hello

B、ALTER scott USER IDENTIFIED BY hello

C、ALTER USER scott IDENTIFIED AS hello

D、ALTER USER hello IDENTIFIED BY scott

318、在WEB应用软件的基本结构中，客户端的基础是（A）。

A、HTML文档 B、客户端程序

C、HTML协议 D、浏览器

319、在WEB应用软件的系统测试技术中，下面不属于安全性测试内容的是（C）。

A、客户端的内容安全性 B、服务器的内容安全性

C、数据库的内容安全性 D、Cookie安全性

320、在典型的WEB应用站点的层次结构中，“中间件”是在哪里运行的？（C）

A、浏览器客户端 B、web服务器

C、应用服务器 D、数据库服务器

321、在分布式开放系统的环境中，以下哪个选项的数据库访问服务提供允许或禁止访问的能力？（C）

A、对话管理服务 B、事务管理服务

C、资源管理服务 D、控制管理服务

322、主要用于加密机制的协议时（D）。

A、HTTP B、FTP C、TELNETD D、SSL

323、分布式关系型数据库与集中式的关系型数据库相比在以下哪个方面有缺点？（D）

A、自主性 B、可靠性 C、灵活性 D、数据备份

324、下面对Oracle的密码规则描述，哪个是错误的？（D）

A、Oracle密码必须由英文字母，数值，#，下划线(\_)，美元字符（$）构成，密码的最大长度为30字符，并不能以“$”，“#”，“\_”或任何数字卡头；密码不能包含像“SELECT”，“DELETE”，“CREATE”这类的ORACLE/SQL关键字

B、Oracle的若算法加密机制（）两个相同的用户名和密码在两台不同的ORACLE数据库机器中，将具有相同的哈希值。这些哈希值存储在SYS.USER表中，可以通过像DBA\_USE这类的试图来访问

C、Oracle默认配置下，每个中户如果有10此的失败登录，此账户将会被锁定

D、SYS账户在Oracle数据库中有最高权限，能够做任何事情，包括启动/关闭Oracle数据库，如果SYS被锁定，将不能访问数据库

325、无论是哪一种Web服务器，都会受到HTTP协议本身安全问题的困扰，这样的信息系统安全漏洞属于（C）。

A、设计型漏洞 B、开发型漏洞 C、运行型漏洞 D、以上都不是

326、SSL加密的过程包括以下步骤：（1）通过验证以后，所有数据通过密钥进行加密，使用DEC和RC4加密进行加密；（2）随后客户端随机生成一个对称密钥；（3）信息通过HASH加密，或者一次性加密（MD5SHA）进行完整性确认；（4）客户端和服务器协商建立加密通道的特定算法。正确的顺序的是（D）

A、（4）（3）（1）（2） B、（4）（1）（3）（2） C、（4）（2）（3）（1） D、（4）（2）（3）（1）

327、影响WEB系统安全的因素，不包括？（C）

A、复杂应用系统代码量大、开发人员多、难免出现疏忽

B、系统屡次升级、人员频繁变更，导致代码不一致

C、历史遗留系统、试运行系统等对个WEB系统运行于不同的服务器上

D、开发人员未经安全编码培训

328、Oracle通过修改用户密码策略可提高密码强度，以下哪个密码策略参数中文描述是错误的？（A）

A、PASSWORD\_MAX 登录超过有效次数锁定时间

B、FAILED\_LOGIN\_ATTEMPTS 最大错误登录次数

C、PASSWORD\_GRACE\_TIME 密码失效后锁定时间

D、PASSWORD\_LIFE\_TIME 口令有效时间

329、SQL Server服务有一个启动账号，默认账号是属于administrators组，现在为了安全需要创建一个新的服务启动账号，它需要哪些权限既能兼顾安全又能保证启动数据库成功，请排除一个错误的。（D）

A、数据库本地目录的读写权限 B、启动本地服务的权限

C、读取注册表的权限 D、通过API访问Windows Resource

330、作为一台运行IIS 在Internet发布站点的Windows Web服务器，下面哪项服务不是必需的？（B）

A、IIS Admin B、Net Logon

C、Performance Logs and Alerts D、World Wide Web Publishing

331、数据库中超级账户不能被锁定，其中Oracle的是（），mysql的是（），SQLServer的是（C）。

A、sa，root，sys B、admin，root，sa

C、sys，root，sa D、sys，admin，sa

332，Oracle的安全机制，是由（A）、实体权限和角色权限这三级体系结构组成的。

A、系统权限 B、索引权限 C、操作权限 D、命令控制

333、对SQL数据库来说，以下哪个用户输入符号对系统的安全威胁最大， 需要在数据输入时进行数据过滤？（B）

A、-- B、- C、-= D、-+

334、在Web页面中增加验证码功能后，下面说法正确的是（A）。

A、可以增加账号破解等自动化软件的攻击难度 B、可以防止文件包含漏洞 C、可以防止缓冲溢出 D、可以防止 浏览

335、以下破解Oracle密码哈希值的步棸，其中哪个描述是错误的？（B）

A、用Sqlplus直接登录到Oracle数据库，使用select username，password form dba\_users命令查看数据库中的用户名和密码，此时看到的密码是哈希值

B、在Cain的Cracker菜单点击导入用户名和哈希值，可直接显示用户密码明文

C、在Cain的Cracker菜单点解导入用户名和哈希值，只能通过字典破解 D、在Cain的Rainbow生成的表会占用大量的硬盘空间和内存，可是破解速度和效率很高

336、在数据库向因特网开放前，哪个步棸是可以忽略的？（B）

A、安全安装和配置操作系统和数据库系统

B、应用系统应该在内网试运行3个月

C、对应用软件如Web也没、ASP脚本等进行安全性检查

D、网络安全策略已经生效

337、如果不设置必要的日志审核，就无法追踪回朔安全事件，检查是否启用通用查询日志，打开/etcmy.cnf文件，查看是否包含如下设置，选出一个正确的（D）。

A、audit=filename B、sys=filename C、event=filename D、log=filename

338、针对一台对外提供Web服务的Windows服务器，下列关于账户权限控制，哪些项是不合理的？（C）

A、限制匿名账户对Web内容的目录写权限

B、从Everyone组中删除“从网络访问此计算机” 用户权限

C、禁用IUSR-MACHE和IWAN\_MACHINE账户

D、本地登录时必须使用Administrators账户

339、网上营业中间件如果启用了SSl，应采用不低于（C）版本的SSL，采用经国家密码管理局认可的密码算法。

A、2.0 B、2.5 C、3.0 D、3.1

340、SQL Server默认的具有DBA权限的账号是什么？（C）

A、root B、admin C、sa D、system

341、（A）是指电子系统或设备在自己正常工作产生的电磁环境下，电子系统或设备之间的相互之间的相互不影响的电磁特性。

A、电磁兼容性 B、传导干扰 C、电磁干扰 D、辐射干扰

342、（C）是指一切与有用信号无关的、不希望有的或对电器及电子设备产生不良影响的电磁发射。

A、电磁兼容性 B、传导干扰 C、电磁干扰 D、辐射干扰

343、《计算机信息系统雷电电磁脉冲安全防护规范》的标准编号是（B）。

A、GA 163-1997 B、GA 267-2000

C、GA 243-2000 D、GB 17859-1999

344、安装了合格防雷保安器的计算机信息系统，还必须在（C）雷雨季节前对防雷保安器、保护接地装置进行一次年度检查，发现不合格时，应及时修复或更换。

A、第三年 B、第二年 C、每年 D、当年

345、使用IIalon灭火的工作原理是什么？（C）

A、降低温度 B、隔绝氧气和可燃物

C、破坏氧气和可燃物之间的化学反应 D、减少氧气

346、白炽灯、高压汞灯与可燃物、可燃结构之间的距离不应小于（C）cm。

A、30 B、40 C、50 D、60

347、被电击的人能否获救，关键在于（D）。

A、触电的方式 B、人体电阻的大小

C、触电电压的高底 D、能否尽快脱离电源和施行紧急救护

348、布置电子信息系统信号线缆的路由走向时，以下做法错误的是（A）。

A、可以随意弯折 B、转弯是，弯曲半径应大于导线直径的10倍 C、尽量直线、平整 D、尽量减小由线缆自身形成的感应环路面积

349、采取适当的措施，使燃烧因缺乏或隔绝氧气而熄灭，这种方法称作（A）。

A、窒息灭火法 B、隔离灭火法 C、冷却灭火法

350、长期在高频电磁场作用下，操作者会有什么不良反应？（B）

A、呼吸困难 B、神经失常 C、疲劳无力

351、触电事故中，绝大部分是由于（A）导致人身伤亡的。

A、人体接受电流遭到电击 B、烧伤 C、触电休克

352、从业人员发现直接危及人身安全的紧急情况时，例如气体灭火系统开始开启时，应（A）。

A、停止作业，立即撤离危险现场 B、继续作业

C、向上级汇报，等待上级指令

353、从业人员既是安全生产的保护对象，又是实现安全生产的（C）。

A、关键 B、保证 C、基本要素

354、低压验电笔一般适用于交、直流电压未（C）伏以下。

A、220 B、380 C、500

355、电流为（B）毫安是，称为致命电流。

A、50 B、100 C、120 D、150

356、电器的保险丝只能装在（B）上。

A、零线 B、火线 C、底线

357、电器着火是不能用（C）灭火。

A、四氧化碳或1211灭火 B、沙土 C、水

358、对不符合防雷标准、规范防雷工程专业设计方案，以下（B）应当按照审核结论进行修改并重新报批。

A、建设单位 B、防雷工程专业设计单位 C、工程施工单位

359、发现人员触电时，应（B），使之脱离电源。

A、立即用手拉开触电人员 B、用绝缘物体拨开电源或触电者 C、用铁棍拨开电源线

360、凡设在年平均雷电日大于（C）的地区的计算机信息系统，原则上均应装设计算机信息系统防雷保安器，以防止雷电电磁脉冲过电压和过电流侵入计算机信息系统设备。

A、40 B、45 C、5 D、15

361、废电池随处丢弃会造成（B）的污染。

A、白色污染 B、重金属污染 C、酸雨

362、干粉灭火器多长时间检查一次？（A）

A、半年 B、一年 C、三个月 D、两年

363、根据国家相关规定，电压（D）以下不必考虑防止电击的安全？

A、48伏 B、36伏 C、65伏 D、25伏

364、根据作业环境的不同，安全帽的颜色也不同，如在爆炸性作业场所工作宜戴（A）安全帽。

A、红色 B、黄色 C、白色

365、关于空气的正向压力，下面哪项描述是正确的？（B）

A、当门打开时，空气向内流动 B、当门打开，空气向外流动

C、当发生火灾，系统自动切断电源 D、当发生火灾，烟雾向另外一间房间流动

366、国家颁布的《安全色》标准中，表示警告、主要的颜色为（C）。

A、红色 B、蓝色 C、黄色

367、火灾中对人员威胁最大的是（B）。

A、火 B、烟气 C、可燃物

368、机房内电源馈线不得与计算机信号传输线靠近或并排敷设。空间不允许时，两者间距应不少于（B）m。

A、0.1 B、0.6 C、1.2 D、0.3

369、计算机电源系统的所有节点均应镀铅锡处理（B）连接。

A、热压 B、冷压 C、焊锡 D、直接

370、计算机系统接地应采用（A）。

A、专用底线 B、和大楼的钢筋专用网相连

C、大楼的各种金属管道相连 D、没必要

371、采取适当的措施，使燃烧因缺乏或隔绝氧气而熄灭，这种方法称作（A）。

A、窒息灭火法 B、隔离灭火法 C、冷却灭火法

372、计算机系统应选用（A）电缆。

A、铜芯 B、铅芯

C、铁芯 D、没有要求

373、进行腐蚀品的装卸作业应戴（B）手套。

A、帆布 B、橡胶 C、棉布

374、人体在电磁场作用下，由于（C）将使人体受到不同程度的伤害。

A、电流 B、电压 C、棉布

375、身上着火后，下列哪种灭火方法是错误的（C）。

A、就地打滚 B、用厚重衣物覆盖压灭火苗 C、迎风快跑

376、生产经营单位必须为从业人员提供符合国家标准或（C）标准的劳动防护用品。

A、当地 B、本单位 C、行业

377、使用新设备，必须了解、掌握其安全技术特征，采取有效的安全防护措施，并对从业人员进行专门的安全生产。（B）

A、当地 B、本单位 C、行业

378.实验地点相对湿度大于75%时，则此实验环境属于易触电的环境：（A）

A、危险 B、特别危险 C、一般

379、通过人身的安全交流电流规定在(A)以下。

A、10mA B、30mA C、50mA

380、下列不属于对物理层信息窃取的是(D)

A、对存储介质的盗取 B、对监视器的窃听

C、对网络线路的窃听 D、对设备屏蔽电磁干扰

381、新、改、扩建项目的安全设施投资应当纳入(C)。

A、企业成本 B、安措经费 C、建设项目概算

382、液体表面的蒸汽与空气形成可燃气体，遇到点火源时，发生一闪即灭的现象称为(C)

A、爆炸 B、蒸发 C、闪燃

383、防雷保安器：防止(B)破坏计算机信息系统的保安装置，可分为两大类：电源

线防雷保安器（简称电源防雷保安器）和信号传输线防雷保安器（简称通道防雷保安器）。

A、直击雷 B、感应雷 C、雷暴 D、雷电电磁脉冲

384、EMC标准是为了保证(D)正常工作而制走的。

A、网络 B、媒体 C、信息 D、系统和设备

385、以下不符合防静电要求的是(B)。

A、穿合适的防静电衣服和防静电鞋 B、在机房内直接更衣梳理

C、用表面光滑平整的办公家具 D、经常用湿拖布拖地

386、以下哪些属于系统的物理故障？(A)

A、硬件故障与软件故障 B、计算机病毒

C、人为的失误 D、网络故障和设备环境故障

387、用灭火器灭火时，灭火器的喷射口应该对准火焰的(C)。

A、上部 B、中部 C、根部

388、运输、携带、邮寄计算机信息媒体进出靖的，应当如实向(A)申报。

A、海关 B、工商

C、税务 D、边防

389、在计算机机房或其他数据处理环境中，较高的潮湿环境会带来如下哪些弊端？ (B)

A、产生静电 B、计算机部件腐蚀

C、有污染物 D、B+A

390、在空气不流通的狭小地方使用二氧化碳灭火器可能造成的危险是(B)。

A中毒 B缺氧 C爆炸

391、在雷雨天不要走近高压电杆、铁塔、避雷针、远离至少(C)米以外。

A、IO米 B、15米 C、20米

392、在易燃易爆场所穿(C)最危险。

A、布鞋 B、胶鞋 C、带钉鞋

393、在遇到高压电线断落地面时，导线断落点(B)m内，禁止人员进入。

A、IO B、20 C、30

394、数据处理中心的物理环境中，最佳湿度应该保持在什么样的程度？(C)

A、30%-40% B、40%-50% C、45%-60% D、50%-70%

395、计算机信息系统防护，简单概括起来就是：均压、分流、屏蔽和良好接地。所

以防雷保安器必须有合理的(B)。

A、屏蔽配置 B、接地配置

C、分流配置 D、均压配置

396、计算站场地宜采用(A)蓄电池。

A、封闭式 B、半封闭式

C、开启式 D、普通任意的

397、多层的楼房中，最适合做数据中心的位置是(D)。

A、楼 B、地下室

C、顶楼 D、除以上外的任何楼层

398、计算机机房是安装计算机信息系统主体的关键场所，是(A)工作的重点，所以

对计算机机房要加强安全管理。

A、实体安全保护 B、人员管理

C、媒体安全保护 D、设备安全保护

399、区域安全，首先应考虑（B），用来识别来访问的用户的身份，并对其合法性进行验证，主要通过特殊标示符、口令、指纹等来实现。

A、来访者所持物 B、物理访问控制 C、来访者所具有的特征 D、来访者所知信息

400、在计算机房出入口处或值班室，应设置（D）和应急断电装置。

A、 电视 B、电扇 C、报警器 D、应急电话

401、下列（A）灭火器是扑救精密仪器火灾的最佳选择。

A、二氧化碳灭火剂 B、干粉灭火剂 C、泡沫灭火剂

402、电气安全主要包括人身安全、（B）安全。

A、照明 B、设备 C、电器 D、空调

403、（C）基于IDEA算法。

A、S/MIME B、SET C、PGP D、SSL

404、(C）类型的加密，使得不同的文档和信息进行运算以后得到一个唯一的128位编码。

A、对称加密 B、非对称加密 C、哈希加密 D、强壮加密

405、(C)是通过使用公开密钥技术和数字证书等来提供网络信息安全服务的基础平台。

A、公开密钥体制 B、对称加密体制 C、PKI（公开密钥基础设施） D、数字签名

406、(D)是由权威机构CA发行的一种权威性的电子文档，是网络环境中的一种身份证。

A、认证机构 B、密码 C、票据 D、数字证书

407、（D）协议主要用于加密机制。

A、HTTP B、FTP C、TELNET D、SSL

408、（A）原则保证只有发送方与接收方能访问消息内容。

A、保密性 B、鉴别 C、完整性 D、访问控制

409、（D）原则允许某些用户进行特定访问。

A、保密性 B、鉴别 C、完整性 D、访问控制

410、（B）增加明文冗余度。

A、混淆 B、扩散 C、混淆与扩散 D、都不是

411、3DES加密算法的密钥长度是：（A）。

A、168 B、128 C、56 D、256

412、AES密钥长度不能是（D）。

A、128位 B、192位 C、256位 D、512位

413、AES算法是哪种算法？（A）。

A、对称密钥加密 B、非对称密钥加密 C、哈希算法 D、流加密

414、AES属于哪种加密方式？（B）。

A、流加密 B、分组加密 C、异或加密 D、认证加密

415、CA指的是（A）。

A、证书授权 B、加密认证 C、虚拟专用网 D、安全套接层

416、DES经过（A）轮运算后，左右两部分合在一起经过一个末置换，输出一个64位的密文。（A）

A、16 B、8 C、32 D、4

417、DES算法是哪种算法？（A）

A、对称密钥加密 B、非对称密钥加密 C、哈希算法 D、流加密

418、DES属于哪种加密方式？（B）

A、流加密 B、块加密 C、异或加密 D、认证加密

419、DNSSec中并未采用（C）。

A、数字签名技术 B、公钥加密技术 C、地址绑定技术 D、报文摘要技术

420、ECB指的是（D）。

A、密文链接模式 B、密文反馈模式 C、输出反馈模式 D、电码本模式

421、EC-DSA复杂性的程度是（D）。

A、简单 B、最简单 C、困难 D、最困难

422、EFS可以用在什么文件系统下（C）。

A、FAT16 B、FAT32 C、NTFS D、以上都可以

423、IDEA的密钥长度是多少bit？（D）。

A、56 B、64 C、96 D、128

424、Kerberos是80年代中期，麻省理工学院为Athena项目开发的一个认证服务系统，其目标是把认证、记账和（B）的功能扩展到网络环境。

A、访问控制 B、审计 C、授权 D、监控

425、Kerberos是为TCP/IP网络设计的基于（B）的可信第三方鉴别协议，负责在网络上进行仲裁及会话密钥的分配。

A、非对称密钥体系 B、对称密钥体系 C、公钥体系 D、私钥体系

426、Kerberos是一种网络认证协议。它采用的加密算法是（C）。

A、RSA B、PGP C、DES D、MD5

427、Kerberos算法是一个（B）。

A、面向访问的保护系统 B、面向票据的保护系统

C、面向列表的保护系统 D、面向门与锁的保护系统

428、Kerberos提供的最重要的安全服务是？（A）。

A、鉴别 B、机密性 C、完整性 D、可用性

429、MD5产生的散列值是多少位？（C）。

A、56 B、64 C、128 D、160

430、MD5是按每组512位为一组来处理输入的信息，经过一系列变换后，生成一个（B）为散列值。

A、64 B、128 C、256 D、512

431、MD5是以512位分组来处理输入的信息，每一分组又被划分为（A）32位子分组。

A、16个 B、32个 C、64个 D、128个

432、MD5算法将输入信息M按顺序每组（D）长度分组，即：M1，M2，...，Mn-1，Mn。

A、64位 B、128位 C、256位 D、512位

433、PKI（公共密钥基础结构）中应用的加密方式为（B）。

A、对称加密 B、非对称加密 C、HASH加密 D、单向加密

434、PKI的全称是（D）。

A、Private Key Intrusion B、Public Key Intrusion

C、Private Key Infrastructure D、Public Key Infrastructure

435、PKI无法实现（D）。

A、身份认证 B、数据的完整性 C、数据的机密性 D、权限分配

436、RC4是由RIVEST在1987年开发的一种流式的密文，就是实时地把信息加密成一个整体，它在美国一般密钥长度是128位，因为受到美国出口法的限制，向外出口时限制到多少位？（C）。

A、64位 B、56位 C、40位 D、32位

437、RSA公钥加密系统中，他想给她发送一份邮件，并让她知道是他发出，应选用的加密秘钥是（C）。

A、他的公钥 B、她的公钥 C、他的私钥 D、她的私钥

438、RSA使用不方便的最大问题是（A）。

A、产生密钥需要强大的计算能力 B、算法中需要大数

C、算法中需要素数 D、被攻击过很多次

439、RSA算法建立的理论基础是（C）。

A、DES B、替代想组合 C、大数分解和素数检测 D、哈希函数

440、SHA-1产生的散列值是多少位？（D）。

A、56 B、64 C、128 D、160

441、按密钥的使用个数，密码系统可以分为（C）。

A、置换密码系统和易位密码系统 B、分组密码系统和序列密码系统

C、对称密码系统和非对称密码系统 D、密码系统和密码分析系统

442、充分发挥了DES和RSA两种加密体制的优点，妥善解决了密钥传送过程中的安全问题的技术是：（C）。

A、数字签名 B、数字指纹 C、数字信封 D、数字时间戳

443、从技术角度上看数据安全的技术特征主要包含哪几个方面？（B）。

A、数据完整性、数据的方便性、数据的可用性 B、数据的完整性、数据的保密性、数据的可用性 C、数据的稳定性、数据的保密性、数据的可用性 D、数据的方便性、数据的稳定性、数据的完整性

444、单项散列函数的安全性来自于他的（A）。

A、单向性 B、算法复杂性 C、算法的保密性 D、离散性

445、电路网关防火墙工作在OSI协议的哪一层？（A）。

A、传输层 B、链路层 C、应用层 D、物理层

446、电子邮件的机密性与真实性是通过下列哪一项实现的？（A）

A、用发送者的私钥对消息进行签名，用接受者的公钥对消息进行加密

B、用发送者的公钥对消息进行签名，用接受者的私钥对消息进行加密

C、用接受者的私钥对消息进行签名，用发送者的公钥对消息进行加密

D、用接受者的公钥对消息进行签名，用发送者的私钥对消息进行加密

447、端对端加密只需要保证消息都在哪里进行加密？（A）

A、源点和目的地节点 B、经过的每一个节点

C、源点和中间经过的每一个节点 D、所有节点

448、对明文字母重新排列，并不隐藏他们的加密方法属于（C）。

A、置换密码 B、分组密码 C、易位密码 D、序列密码

449、对网络中两个相邻节点之间传输的数据进行加密保护的是（A）。

A、节点加密 B、链路加密 C、端到端加密 D、DES加密

450、发送消息和用发送方私钥加密哈希加密信息将确保消息的：（A）。

A、真实性和完整性 B、真实性和隐私 C、隐私和不可否认性 D。隐私和不可否性

451、高级加密标准AES算法中，加密回合数不可能是（D）。

A、10 B、12 C、14 D、16

452、公钥机制利用一对互相匹配的（B）进行加密，解密。

A、私钥 B、密钥 C、数字签名 D、数字证书

453、公钥加密体制中，没有公开的是（A）。

A、明文 B、密文 C、公钥 D、算法

454、公钥证书提供了一种系统的、可扩展的、统一的（A）。

A、公钥分发方案 B、实现不可否认方案

C、对称密钥分发方案 D、保证数据完整性方案

455、关于CA和数字证书的关系，以下说法不正确的是（B）。

A、数字证书是保证双方之间的通讯安全的垫子信任关系，它由CA签发

B、数字证书一般依靠CA中心的对称密钥机制来实现

C、在电子交易中，数字证书可以用于表明参与方的身份

D、数字证书能以一种不能被假冒的方式证明证书持有人身份

456、关于数字签名说法正确的是（A）。

A、数字签名的加密方法以目前的计算机的运算能力来破解是不现实的

B、采用数字签名，不能够保证信息自签发后到收到为止没有做过任何修改（能保证信息收到后没做个任何修改）

C、采用数字签名，能够保证信息是有签名者自己签名发送的，但由于不是真实的签名，签名者容易否认（签名不容易否认）

D、用户可以采用公钥对信息加以处理，形成数字签名（需使用私钥对信息加以处理）

457、基于私有密钥体制的信息认证方法采用的算法是（D）。

A、素数检测 B、非对称算法 C、RSA算法 D、对称加密算法

458、加密技术不能实现（D）。

A、数据信息的完整性 B、基于密码技术的身份认证 C、机密文件加密 D基于IP头信息的包过滤

459、加密技术不能提供以下哪种安全服务？（D）。

A、鉴别 B、机密性 C、完整性 D可用性

460、加密有对称密钥加密、非对称密钥加密两种，数字签名采用的是（B）。

A、对称密钥加密 B、非对称密钥加密 C、 D

461、假设使用一种加密算法，它的加密方法很简单：将每一个字母加5，即a加密成f。这种算法的密钥就是5，那么它属于（A）。

A、对称加密技术 B、分组加密技术 C、公钥加密技术 D、单项函数密码技术

462、就是通过使用公开密钥技术和数字证书等来提供网络信息安全服务的基础平台。（C）

A、公开密钥体制 B、对称加密体制 C、PKI（公开密钥基础设施） D、数字签名

463、利用非对称密钥体制实现加密通信时，若A要向B发送加密信息，则该加密信息应该使用（B）。

A、A的公钥加密 B、B的公钥加密 C、A的私钥加密 D、B的私钥加密

464、利用物理设备将各类型的无法预测的输入集中起来生成随机数的设备是（A）。

A、随机数生成器 B、伪随机数生成器 C、中央处理 D、非易失存储

465、链路加密要求必须先对链路两端的加密设备进行（C）。

A、异步 B、重传 C、同步 D、备份

466、密码处理依靠使用密钥，密钥是密码系统里的最重要因素。以下哪一个密钥算法在加密数据与解密时使用相同的密钥？（C）

A、对称的公钥算法 B、非对称私钥算法 C、对称密钥算法 D、非对称密钥算法

467、密码分析的目的是什么？（A）

A、确定加密算法的强度 B、增加加密算法的代替功能

C、减少加密算法的换为功能 D、确定所使用的换位

468、请从下列各项中选出不是HASH函数算法的一项。（D）

A、MD5 B、SHA C、HMAC D、MMAC

469、如今，DES加密算法面临的问题是（A）。

A、密钥太短，已经能被现代计算机暴力破解 B、加密算法有漏洞，在数学上已被破解 C、留有后门，可能泄露部分信息 D、算法过于陈旧，已经有更好的替代方案

470、若单项散列函数的输入串有很小的变化，则输出串（A）。

A、可能有很大的变化 B、一定有很大的变化 C、可能有很小的变化 D、一定有很小的变化

471、散列算法可以做哪些事？（C）。

A、碰撞约束 B、入侵检测 C、组合散列 D、随机数生成器

472、身份认证的主要目标包括：确保交易者是交易者本人、避免与超过权限的交易者进行交易和（B）。

A、可信性 B、访问控制 C、完整性 D、保密性

473、数字签名常用的算法有（B）。

A、DES算法 B、RSA算法 C、Hash函数 D、AES算法

474、数字签名和随机数挑战不能防范以下哪种攻击或恶意行为？（D）。

A、伪装欺骗 B、重放攻击 C、抵赖 D、DOS攻击

475、数字签名可以解决（D）。

A、数据被泄露 B、数据被篡改 C、未经授权擅自访问 D、冒名发送数据或发送后抵赖

476、数字签名通常使用（B）方式。

A、公钥密码体系中的私钥 B、公钥密码系统中的私钥对数字摘要进行加密

C、密钥密码体系 D、公钥密码体系中公钥对数字摘要进行加密

477、数字信封是用来解决（C）。

A、公钥分发问题 B、私钥分发问题 C、对称密钥分发问题 D、数据完整性问题

478、数字证书不包括（B）。

A、签名算法 B、证书拥有者的信用等级（信用等级并非由数字证书决定）

C、数字证书的序列号 D、颁发数字证书单位的数字签名

479、数字证书的应用阶段不包括（D）。

A、证书检索 B、证书验证 C、密钥恢复 D、证书撤销

480、下列说法中错误的是（D）。

A、非对称算法也叫公开密钥算法 B、非对称算法的加密密钥和解密密钥是分离的 C、非对称算法不需要对密钥通信进行保密 D、非对称算法典型的有RSA算法、AES算法等

481、下列算法中，哪种不是对称加密算法？（C）

A、AES B、DES C、RSA D、RC5

482、下列算法中属于Hash算法的是（C）。

A、DES B、IDEA C、SHA D、RSA

483、以下对于链路加密哪项是正确的？（B）

A、消息只在源点加密，目的节点解密 B、消息在源点加密，在每一个经过的节点解密并加密 C、消息在所有经过的节点中都是加密的，但只在目的节点解密 D、消息以明文形式在节点之间传输

484、以下各种加密算法中属于单钥制加密算法的是（A）。

A、DES加密算法 B、Caesar替代法 C、Vigenere算法 D、Diffie-Hellman加密算法

485、以下各种加密算法中属于双钥制加密算法的是（D）。

A、DES加密算法 B、Caesar替代法 C、Vigenere算法 D、Diffie-Hellman加密486、以下各种算法中属于古典加密算法的是（B）。

A、DES加密算法 B、Caesar替代法 C、Vigenere算法 D、Diffie-Hellman加密487、以下关于CA认证中心说法正确的是（C）。

A、CA认证时使用对称密钥机制的认证方法 B、CA认证中心支负责签名，不负责证书的产生 C、CA认证中心负责证书的颁发和管理、并依靠证书证明一个用户的身份 D、CA认证中心不用保持中立，可以随便找一个用户来作为CA认证中心

488、以下关于VPN说法正确的是（B）。

A、VPN指的是用户自己租用线路，和公共网络物理上完全隔离的、安全的线路

B、VPN指的是用户通过公用网络建立的临时的、逻辑隔离的、安全的连接

C、VPN不能做到信息认证和身份认证 D、VPN只能提供身份认证、不能提供加密数据的功能

489、以下关于数字签名说法正确的是（D）。

A、数字签名是在所传输的数据后附上一段和传输数据毫无关系的数字信息

B、数字签名能够解决数据的加密传输，即安全传输问题

C、数字签名一般采用对称加密机制 D、数字签名能够解决篡改、伪造等安全性问题

490、以下密码使用方法中正确的是（D）。

A、将密码记录在日记本上以避免忘记 B、任何情况下均不得使用临时性密码

C、密码中的字母不得重复 D、不要使用全部由字母组成的密码

491、以下哪个不包含在证书中？（C）

A、密钥采取的算法 B、公钥及其参数 C、私钥及其参数 D、签发证书的CA名称

492、以下哪个选项不会破坏数据库的完整性？（A）

A、对数据库中的数据执行删除操作 B、用户操作过程中出错

C、操作系统的应用程序错误 D、DBMS或操作系统程序出错

493、以下哪项不属于数据库系统实体安全？（B）

A、环境安全 B、线路安全 C、设备安全 D、媒体安全

494、以下哪一种算法产生最长的密钥？（D）

A、Diffe-Hellman B、DES C、IDEA D、RSA

495、以下认证方式中，最为安全的是（D）。

A、用户名+密码 B、卡+密码 C、用户名+密码+验证码 D、卡+指纹

496、远程访问控制机制是基于一次性口令（one-time password），这种认证方式采用下面哪种认证技术？（B）

A、知道什么 B、拥有什么 C、是谁 D、双因素认证

497、在3DES算法中，密钥最高可达到多少位？（C）

A、96 B、128 C、168 D、200

498、在IPSec中，（C）是两个通信实体经过协调建立起来的一种协定，觉得用来保护数据包安全的IPSec协议、密码算法、密钥等信息。

A、ESP B、SPI C、SA D、SP

499、在IPSec中，IKE提供（B）方法供两台计算机建立。

A、解释域 B、安全关联 C、安全关系 D、选择关系

500、在RIP的MD5认证报文中，经过加密的密钥是放在哪里的？（B）

A、保温的第一个表项里 B、报文的最后一个表项里

C、报文的第二个表项里 D、报文头里

501、在非对称加密算法中，涉及到的密钥个数是？（B）

A、一个 B、两个 C、三个 D、三个以上

502、在高级加密标准AES算法中，区块大小为（A）。

A、128位 B、192位 C、256位 D、512位

503、在给定的密钥体制中，密钥与密码算法可以看成是（A）。

A、前者是可变的，后者是固定的 B、前者是固定的，后者是可变的

C、两者都是可变的 D、两者都是固定的

504、在公钥体制中，不公开的是（B）。

A、公钥 B、私钥 C、公钥和私钥 D、私钥和加密算法

505、在密码学中，需要被交换的原消息被称为什么？（D）

A、密文 B、算法 C、密码 D、明文

506、一般证书采用哪个标准？（D）

A、ISO/IEC 15408 B、ISO/IEC 17799 C、BS 7799 D、X. 509V3

507、一个电子邮件的发送者对数据摘要应用了数字签名。这能确保：（D）

A、信息的数据和时间戳 B、识别发信的计算机

C、对信息内容进行加密 D、对发送者的身份进行识别

508、在数据库中，下列哪些数据不能加密？（A）

A、索引字段 B、存放日期字段

C、存放密码的 D、存放名称字段

509、在一个网络节点中，链路加密仅在以下哪项中提供安全性？（D）

A、数据链路层 B、物理层

C、通信层 D、通信链路

510、在以下隧道协议中，属于三层隧道协议的是（D）。

A、L2F B、PPTP C、L2TP D、IPSec

511、以下哪一项是基于一个大的整数很难分解成两个素数因数？（B）

A、ECC B、RSA C、DES D、D-H

512、以下哪种数据加密技术可以在基础架构层面进行？（A）

A、IPSec B、Secure Sockets Layer

C、Transport Layer Securit D、RSA

513、目前最安全的身份认证机制是（A）。

A、一次口令机制 B、双因素法

C、基于智能卡的用户身价认证 D、身价认证的单因素法

514、当数据库由于各种原因而使其完整性遭到破坏时，必须采取以下哪项措施来恢复数据库？（C）

A、重新安装数据库 B、换一种数据库

C、使用数据库备份 D、将数据库中的数据利用工具导出，并保存

515、PGP加密算法是混合使用（B）算法和IDEA算法，它能够提供数据加密和数字签名服务，主要用于邮件加密软件。

A、DES B、RSA C、IDEA D、AES

516、以下哪些软件是用于加密的软件？（A）

A、PGP B、SHA C、EFS D、DES

517、如果消息接受方要确定发送方身价，则要使用（B）原则。

A、保密性 B、鉴别 C、完整性 D、访问控制

518、对于现代密码破解，（D）是最常的方法。

A、攻破算法 B、监听截获 C、信息猜测 D、暴力破解

519、非对称密码技术的缺点有哪些？（B）

A、密钥持有量减少 B、加/解密速度慢 C、耗用资源较少 D、以上都是

520、CA不能提供下列哪种证书？（D）

A、个人数字证书 B、SSL服务器证书

C、安全电子邮件证书 D、SET服务器证书

521、以下关于混合加密方式说法正确的是（B）。

A、采用公开密钥体制进行通信过程中的加解密处理

B、采用公开密钥体制对对称密钥体制的密钥进行加密后的通信

C、采用对称密钥体制对对称密钥体制的密钥进行加密后的通信

D、采用混合加密方式，利用了对称密钥体制的密钥容易管理和非对称密钥体制的加解密

处理速度快的双重优点

522.、果要保证（C）原则，则不能在中途修改消息内容。

A、保密性 B、鉴别 C、完整性 D、访问控制

523、口令是验证用户身份的最常用手段，以下哪一种口令的潜在风险影响范围最大？（D）

A、长期没有修改的口令 B、过短的口令

C、两个人共用的口令 D、设备供应商提供的默认的口令

524.非对称密钥的密码技术具有很多优点，其中不包括：（B）。

A、可提供数字签名、零知识证明等额外服务

B、加密/解密速度快，不需占用较多资源

C、通信双方事先不需要通过保密信道交换密钥

D、密钥持有量大大减少

525．DES是一种block（块）密文的加密算法，是把数据加密成多大的块？（B）

A、32位 B、64位 C、128位 D、256位

526．CA数字证书中不包含的信息有（C）。

A、CA的数字签名 B、证书申请者的个人信息

C、证书申请者的私钥 D、证书申请者的公钥信息

527．以下关于对称密钥加密说法正确的是（C）。

A、加密方和解密可以使用不同的算法 B、加密密钥和解密密钥可以是不同的

C、加密密钥和解密密钥必须是相同的 D、密钥的管理非常简单

528、在为计算机设置使用密码时，下面（D）密码是最安全的。

A、12345678 B、66666666

C、20061001 D、72aB@#41

529、（C）的攻击者发生在Web应用层？

A、25% B、50%

C、75% D、90%

530、“U盘破坏者”病毒（Worm.vhy）采用（B）图标，很容易被用户误点击，点击后就会在后台破坏硬盘数据，致使中毒电脑重新启动的时候完全崩溃。

A、网上邻居 B、我的电脑

C、我的文档 D、收藏夹

531、“冲击波”病毒运行时会将自身复制到Windows目录下，并命名为（C）

A、Gsrss.exe B、msbast.exe

C、msblast.exe D、lsass.exe

532、Code Red 爆发于2001年7月，利用微软的IIS漏洞在Web服务器之间传播。针对这一漏洞，微软早在2001年三月就发布了相关的补丁。如果今天服务器仍然感染Code Red，那么属于哪个阶段的问题？（A）

A、系统管理员维护阶段的失误 B、微软公司软件的设计阶段的失误

C、最终用户使用阶段的失误 D、微软公司软件的实现阶段的失误

533、病毒的传播机制主要有哪些？（D）

A、移动存储 B、电子邮件 C、网络共享 D、以上均是

534、病毒的反静态反汇编技术都有（D）。

A、数据压缩 B、数据加密 C、感染代码 D、以上均是

535、病毒在感染计算机系统时，一般（B）感染系统的。

A、病毒程序都会在屏幕上提示，待操作者确认（允许）后

B、实在操作者不觉察的情况下

C、病毒程序会要求操作者制定存储的磁盘和文件夹后

D、在操作者为病毒制定存储的文件名以后

536、杀毒软件时提示“重新启动计算机后删除文件”其主要原因是（A）

A、文件插入了系统关键进程，杀毒时无法处理

B、文件是病毒文件，无法处理

C、由于病毒的加壳形式不同，杀毒时无法正确处理

D、文件正在运行且无法安全的结束，需要其他处理方法

537、蠕虫的目标选择算法有（D）。

A、随机性扫描 B、基于目标列表的扫描

C、顺序扫描 D、以上均是

538、网络钓鱼是指（A）

A、通过大量发送声来自于银行或其他知名机构的欺骗性垃圾邮件，意图引诱收信人给出敏感信息。

B、网上进行钓鱼活动

C、通过网络组织钓鱼活动，从而获得利益 D、以上都不是

539、不属于常见把入侵主机的信息发送给攻击者的方法是（D）。

A、E-MAIL B、UDP C、ICMP D、连接入侵主机

540、不属于黑客被动攻击的是（A）

A、缓冲区溢出 B、运行恶意软件 C、浏览恶意代码网页 D、打开病毒附件

541、不属于黑客前期收集信息的工具是（D）

A、Nmap B、Xscan C、Nslookup D、LC

542、常见Web攻击方法，不包括？（D）

A、利用服务器配置漏洞 B、恶意代码上传下载

C、构造恶意输入（SQL注入攻击、命令注入攻击、跨站脚本攻击）

D、业务测试

543、常用的抓包软件有（A）。

A、ethereal B、MS office C、fluxay D、netscan

544.网络窃听（Sniffer）可以捕获网络中流过的敏感信息，下列说法错误的是（A）

A、密码加密后，不会被窃听 B、Cookie字段可以被窃听

C、报文和帧可以窃听 D、高级窃听者还可以进行ARPSpoof，中间人攻击

545、除了在代码设计开发阶段预防SQL注入外，对数据库进行加固也能够把攻击者所能造成的损失控制在一定范围内，下列哪项不是数据库加固范围？（C）

A、禁止将任何高权限账号（例如sa,dba等等）用于应用程序数据库访问。更安全的方法是单独为应用创建有限访问账户

B、拒绝用户访问敏感的系统存储过程

C、禁止用户访问的数据库表 D、限制用户所能够访问的数据库表

546、防止用户被冒名所欺骗的方法是（A）。

A、对信息源发放进行身份验证 B、进行数据加密

C、对访问网络的流量进行过滤和保护 D、采用防火墙

547、给电脑设置多道口令，其中进入电脑的第一道口令是（B）。

A、系统口令 B、CMOS口令

C、文件夹口令 D、文档密码

548、攻击者截获并记录了从A到B的数据，然后又从早些时候所截获的数据中提取出信息重新发往B称为（D）。

A、中间人攻击 B、口令猜测器和字典攻击

C、强力攻击 D、回放攻击

549、故意制作、传播计算机病毒，造成计算机信息系统不能正常运行，但如果后果不严重就无罪，可以原谅，这种说法（C）。

A、不对，对这种蓄意破坏行为不能原谅 B、即使不是故意的，后果也不很严重

C、对。我国实行成文法，根据《中华人民共和国刑法》第286条的规定，只有造成严重后果者才有罪

D、无法断定

550、关于80年代Mirros蠕虫危害的描述，哪句话是错误的？（B）

A、占用了大量的计算机处理器的时间，导致拒绝股务

B、窃取用户的机密信息，破坏计算机数据文件

C、该蠕虫利用Unix系统上的漏洞传播

D、大量的流量堵塞了网络，导致网络瘫痪

551、关于黑客注入攻击说法错误的是： (D)

A、它的主要原因是程序对用户的输入缺乏过滤

B、一般情况下防火墙对它无法防范

C、对它进行防范时要关注操作系统的版本和安全补丁

D、注入成功后可以获取部分权限

552、基于主机评估报告对主机进行加固时，第一步是（B）。

A、账号、口令策略修改 B、补丁安装

C、文件系统加固 D、日志审核增强

553、计算机病毒会对下列计算机服务造成威胁，除了（C）。

A、完整性 B、有效性

C、保密性 D、可用性

554、计算机病毒是一段可运行的程序，它一般（C）保存在磁盘中。

A、作为一个文件 B、作为一段数据

C、不作为单独文件 D、作为一段资料

555、什么方式能够从远程绕过防火墙去入侵一个网络？(D)

A、IP services\_ B、Active ports

C、Identified network topology D、Modem banks

556、输入法漏洞通过（D）端口实现的。

A、21 B、23 C、445 D、3389

557、特洛伊木马攻击的威胁类型属于（B）。

A、授权侵犯威胁 B、植入威胁

C、渗入威胁 D、旁路控制威胁

558、通常黑客扫描目标机的445端口是为了(B)。

A、利用NETBIOS SMB服务发起DOS攻击

B、发现并获得目标机上的文件及打印机共享

C、利用SMB服务确认Windows系统版本

D、利用NETBIOS服务确认Windows系统版本

559、网络病毒防范的三个阶段主要是预防范阶段、病毒爆发阶段和哪个阶段？(A)

A、残余风险评估阶段 B、检查阶段

C、入侵检测系统监控阶段 D、网络异常流量临控阶段

560、网络病毒预防范阶段的主要措施是什么？(A)

A、强制补丁、网络异常流量的发现 B、强制补丁、入侵检测系统监控

C、网络异常流量的发现、入侵检测系统的监控阶段 D、缺少D选项

561、下列除了(B)以外，都是防范计算机病毒侵害的有效方法。

A、使用防病毒软件 B、机房保持卫生，经常进行消毒

C、避免外来的磁盘接触系统 D、网络使用防病毒网关设备

562、下列除了(A)以外，都是计算机病毒传

A、通过操作员接触传播 B、通过U盘接触传播

C、通过网络传播 D、通过电子播的途径邮件传播

563、下列措施中，(C)不是减少病毒的传染

和造成的损失的好办法。

A、重要的文件要及时、定期备份，使备份能反映出系统的最新状态

B、外来的文件要经过病毒检测才能使用，不要使用盗版软件

C、不与外界进行任何交流，所有软件都自行开发

D、定期用抗病毒软件对系统进行查毒、杀毒

564、下列哪项是跨站脚本Cross Site Scripting攻击具体事例？（B）

A、搜索用户 B、发帖子，发消息 C、上传附件 D、下载文件

565、下列哪项为信息泄露与错误处理不当Information Leakage and Improper

Error Handlina攻击具体实例？(D)

A、不明邮件中隐藏的html链接 B、发帖子，发消息

C、上传附件 D、错误信息揭示路径

566、下面哪一项是黑客用来实施DDoS攻击的工具？(D)

A、LC5 B、Rootkit C、Icesword D、Trinoo

567、以下哪个工具可以抹去所有NT/2K配置，并将其还原到初始状态？(A)

A、Rollback. exe B、Recover. exe C、Zap. exe D、Reset. exe

568、以下哪个工具通常是系统自带任务管理器的替代？(D)

A、Regmon B、Filemon C、Autoruns D、Process explorer

569、以下哪个针对访问控制的安全措施是最容易使用和管理的？(C)

A、密码 B、加密标志 C、硬件加密 D、加密数据文件

570、以下哪项不是分布式拒绝服务攻击常用的工具？(D)

A、Trinoo B、Trinoo C、TFN D、synkill

571、以下哪项不属于针对数据库的攻击？(D)

A、特权提升 B、强力破解弱口令或默认的用户名及口令

C、SQL注入 D、利用xss漏洞攻击

572、以下哪项工具不适合用来做网络监听？(B)

A、sniffer B、Webscan C、 Windump D、 D-Iris

573、以下哪项是SYN变种攻击经常用到的工具？(B)

A、sessionIE B、synkill C、TFN D、Webscan

574、以下哪一项不是流氓软件的特征？(D)

A、通常通过诱骗或和其他软件捆绑在用户不知情的情况下安装

B、通常添加驱动保护使用户难以卸载

C、通常会启动无用的程序浪费计算机的资源

D、通常会显示下流的言论

575、一个数据仓库中发生了安全性破坏。以下哪一项有助于安全调查的进行？(B)

A、访问路径 B、时戳 C、数据定义 D、数据分类

576、以下哪一项不属于恶意代码？(C)

A、病毒 B、蠕虫 C、宏 D、特洛伊木马

577、以下哪一项不属于计算机病毒的防治策略？(D)

A、防毒能力 B、查毒能力 C、杀毒能力 D、禁毒能力

578、以下哪一项是常见Web站点脆弱性扫描工具？(A)

A、Appscan B、Nmap C、Sniffer D、LC

579、以下哪种方法是防止便携式计算机机密信息泄露的最有效的方法？(A)

A、用所有者的公钥对硬盘进行加密处理 B、激活引导口令（硬件设置口令）

C、利用生物识别设备 D、利用双因子识别技术将臀陆信息写入记事本

580、以下哪种符号在SQL注入攻击中经常用到？(D)

A、$\_ B、1 C、@ D、;

581、以下哪种工具能从网络上检测出网络监听软件(A)

A、sniffdet, , B、purify, , C、Dsniff D、WireShark

582、以下哪种攻击可能导致某些系统在重组IP分片的过程中宕机或者重新启动？(B)

A、分布式拒绝服务攻击 B、Ping of Death

C、NFS攻击 D、DNS缓存毒化攻击

583、下面哪部分不属于入侵的过程？(B)

A、数据采集 B、数据存储 C、数据检测 D、数据分析

584、以下对木马阐述不正确的是(A)。

A、木马可以自我复制和传播

B、有些木马可以查看目标主机的屏幕

C、有些木马可以对目标主机上的文件进行任意揉作

D、木马是一种恶意程序，它们在宿主机器上运行，在用户毫无察觉的情况下，让攻击者获得了远程访问和控制系统的权限。

585、由于攻击者可以借助某种手段，避开DBMS以及应用程序而直接进入系统访问

数据，我们通常采取以下哪种方式来防范？(A)

A、数据库加密

B、修改数据库用户的密码，将之改得更为复杂

C、使用修改查询法，使用户在查询数据库时需要满足更多的条件

D、使用集合法

586、在大多数情况下，病毒侵入计算机系统以后，(D)。

A、病毒程序将立即破坏整个计算机软件系统

B、计算机系统将立即不能执行我们的各项任务

C、病毒程序将迅速损坏计算机的键盘、鼠标等操作部件

D、一般并不立即发作，等到满足某种条件的 时候，才会出来活动捣乱、破坏

587、在确定威胁的可能性时，可以不考虑以下哪项？(D)

A、威胁源 B、潜在弱点

C、现有控制措施 D、攻击所产生的负面影响

588、在以下人为的恶意攻击行为中，属于主动攻击的是(A)。

A、身份假冒 B、数据GG C、数据流分析 D、非法访问

589、下面哪一种攻击方式最常用于破解口 令？(B)

A、哄骗( spoofing) B、字典攻击(dictionary attack)

C、拒绝服务(DoS) D、WinNuk

590、针对DNS服务器发起的查询DoS攻击，属于下列哪种攻击类型？(C)

A、syn flood B、ack flood C、 udpflood D、Connection flood

591、下列哪项不是安全编码中输入验证的控制项？(D)

A、数字型的输入必须是合法的数字

B、字符型的输入中对’进行特殊处理

C、验证所有的输入点，包括Get，Post，Cookie以及其他HTTP头

D、正确使用静态查询语句，如PreDaredStatement

592、以下关于垃圾邮件泛滥原因的描述中，哪些是错误的？(C)

A、早期的SMTP协议没有发件人认证的功能

B、网络上存在大量开放式的邮件中转服务器，导致垃圾邮件的来源难于追查

C、SMTP没有对邮件加密的功能是导致垃圾邮件泛滥的主要原因

D、Internet分布式管理的性质，导致很难控制和管理

593、以下哪种方法是防止便携式计算机机密信息泄露的最有效方法？（A）

A、用所有者的公钥对硬盘进行加密处理 B、激活引导口令（硬件设置口令）

C、利用生物识别设备 D、利用双因子识别技术将登录信息写入记事本

594、以下哪种攻击属于DDoS类攻击？（A）

A、SYN变种攻击 B、smurf攻击 C、arp攻击 D、Fraggle攻击

595、URL访问控制不当不包括（D）

A、Web应用对页面权限控制不严 B、缺乏统一规范的权限控制框架

C、部分页面可以直接从URL中访问 D、使用分散登录认证

596、Web应用的认证与会话处理不当，可能被攻击者利用来伪装其他用户身份。强认证手段不包括如下哪种？（A）

A、静态密码 B、短信挑战 C、指纹认证 D、图片认证

597、Web应用漏洞按类别进行排名，由多到少正确的顺序为？（A）

A、跨站脚本、注入、恶意代码、引用不当

B、注入、跨站脚本、恶意代码、引用不当

C、恶意代码、跨站脚本、注入、引用不当

D、引用不当、跨站脚本、注入、恶意代码

598、从技术角度，以下不是漏洞来源的是（D）

A、软件或协议设计时候的瑕疵 B、软件或协议实现中的弱点

C、软件本身的瑕疵 D、显示卡内存容量过低

599、（C）即攻击者利用网络窃取工具经由网络传输的数据包，通过分析获得重要的信息。

A、身份假冒 B、数据篡改 C、信息窃取 D、越权访问

600、有关密码学分支的定义，下列说法中错误的是（D）

A、密码学是研究信息系统安全保密的科学，由两个相互对立、相互斗争、而且又相辅相成、相互渗透的分支科学所组成的、分别称为密码编码学和密码分析学

B、密码编码学是对密码体制、密码体制的输入输出关系进行分析、以便推出机密变量、包括明文在内的敏感数据

C、密码分析学主要研究加密信息的破译或信息的伪造

D、密码编码学主要研究对信息进行编码，实现信息的隐藏

601、与RSA（Rivest,Shamir,Adleman）算法相比，DDS（Digital Signature Standard）不包括（C）

A、数字签名 B、鉴别机制 C、加密机制 D、数据完整性

602、以下哪项是数据库加密方法中的库外加密的缺点？（A）

A、即使访问一条数据也要对整个数据库解密 B、密钥管理比较复杂

C、加密之后不能完整的查询数据 D、密钥过于简单，容易被破解

603、以下哪项数据中涉及安全保密的最主要问题？（A）

A、访问控制问题 B、数据完整性 C、数据正确性 D、数据安全性

604、以下哪一个最好的描述了数字证书？（A）

A、等同于在网络上证明个人和公司身份的身份证

B、浏览器的一个标准特性，它使得黑客不能得知用户的身份

C、网站要求用户使用用户名和密码登陆的安全机制

D、伴随在线交易证明购买的收据

605、TCP SYN Flood网络攻击时利用了TCP建立连接过程需要（C）次握手的特点而完成对目标进行攻击的。

A、1 B、2 C、3 D、6

二、多项选择题（606-789）

606、COBIT度量过程的三个纬度分别是（ABC）。

A、能力 B、绩效 C、控制度 D、能力成熟度

607、IT系统内网与互联网连接检查手段有哪些？（BCD）

A、工具扫描 B、人员访谈 C、人工检查 D、文档检查

608、公司应该采取以下措施，对第三方访问进行控制。（ABCD）

A、公司应于第三发公司法人签署保密协议，并要求其第三方个人签署保密承诺，此项工作应在第三方获得网络与信息资产的访问权限之前完成

B、实行访问授权管理，未经授权，第三方不得进行任何形式的访问

C、公司应加强第三方访问的过程控制，监督其活动及操作，对其进行适当的安全宣传与培训

D、第三方人员应佩戴易于识别的标志，并在访问公司重要场所时有专人陪同

609、计算机信息系统安全的三个相辅相成，互补互通的有机组成部分是（ABD）

A、安全策略 B、安全法规 C、安全技术 D、安全管理

610、劳动合同中应包含网络与信息安全条款，这些条款规定（ACD）。

A、员工的安全责任和违约罚则

B、安全责任不可延伸至公司场所以外和正常工作时间以外

C、安全责任可延伸至公司场所以外和正常工作时间以外

D、如必要，一些安全责任应在雇佣结束后延续一段特定的时间

611、审核是网络安全工作的核心，下列应用属于主动审核的是：（CD）

A、Windows事件日志记录 B、数据库的事务日志记录

C、防火墙对访问站点的过滤 D、系统对非法链接的拒绝

612、通用准则CC实现的目标有（ABC）

A、成为统一的国际通用安全产品、系统的安全标准

B、在不同国家达成协议，相互承认产品安全等级评估

C、概述IT产品的国际通用性 D、都不是

613、系统用户账号登记表应包括（ABCD）。

A、使用者姓名、部门、职务、联系电话 B、账号权限

C、批准人、开通人 D、开通时间、到期日

614、下列情况哪些是对公司经营管理的影响为“一般”级别的互联网网络安全事件？（ABD）

A、发生未到达“预警”的一般性安全事件

B、出现新的漏洞，尚未发现利用方法或利用迹象

C、有来自境外的网络性能明显下降的报警，并且其技术原因普遍适用于我国互联网 D、出现新的蠕虫/病毒或其它恶意代码，尚未证明可能造成严重危害

615、信息安全的主要原则有（BCD）

A、认证性 B、保密性 C、可用性 D、完整性

**616、针对支撑系统，除业务关联性、对业务网络的影响，资产价值主要体现在（ACD）几个方面。 缺少D选项**

**A、业务收益的影响 B、设备购买成本 C、面向客户的重要程度 D、**

617、IT系统病毒泛滥的主要原因有哪些？（ABCD）

A、主机和终端防病毒软件缺乏统一管理

B、主机和终端防病毒软件没有设置为自动更新或更新周期较长

C、防病毒服务器没有及时更新放病毒库

D、缺乏防病毒应急处理流程和方案

618、IT系统病毒防护评估检查对象包括哪些内容？（ABCD）

A、防病毒服务器 B、重要应用Windows主机

C、Windows终端 D、主机管理员

619、互联网连接防火墙设备的安全策略配置要求包括哪几点（ABCD）。

A、远程登录是否禁止telnet方式 B、最后一条策略是否是拒绝一切流量

C、是否存在允许any to any的策略

D、是否设置了管理IP，设备只能从管理IP登录维护

620、《安全基线标准》在安全管理层面主要围绕哪几部分考评安全基线？（ABC）

A、组织架构管理 B、人员安全管理 C、运维安全管理 D、制度安全管理

621、IT系统维护人员权限原则包括（ACD）。

A、工作相关 B、最大授权 C、最小授权 D、权限制约

622、安全系统加固手册中关于造成系统异常中断的各方面因素，主要包括哪三方面（ABD）

A、人为原因 B、环境原因 C、生产原因 D、设备原因

623、IT系统维护人员权限原则包括（ACD）

A、工作相关 B、最大授权 C、最小授权 D、权限制约

624、计算当前Linux系统中所有用户的数量，可以使用（ABC）命令

A、wc -l /etc/passwd B、wc -l</etc/passwd

C、cat/etc/passwd|wc -l D、cat/etc/passwd>wc -l

625、Solarid系统中，攻击者在系统中增加账户会改变哪些文件？（AB）

A、shadow B、passwd C、inetd,conf D、hosts

626、Syn Flood攻击的现象有以下哪些？（ABC）

A、大量连接处于SYN\_RCVD状态 B、正常网络访问受阻

C、系统资源使用率高

627、UNIX安全审计的主要技术手段有哪些？（ABCDEF）

A、文件完整性审计 B、用户、弱口令审计 C、安全补丁审计

D、端口审计 E、进程审计 F、系统日志审计

628、Unix系统提供备份工具有（ABCD）

A、cp：可以完成把某一目录内容拷贝到另一目录

B、tar：可以创建、把文件添加到或从一个tar档案中解开文件

C、cpio：把文件拷贝进或拷贝出一个cpio档案或tar档案

D、dump：用来恢复整个文件系统或提取单个文件

629、操作系统应利用安全工具提供以下哪些访问控制功能？（ABC）

A、验证用户身份，必要的话，还应进行终端或物理地点识别

B、记录所有系统访问日志

C、必要时，应能限制用户连接时间 D、都不对

630、从哪些地方可以看到遗留痕迹？（ABCD）

A、回收站 B、最近使用过的文件 C、注册表 D、文件最后更改的时间戳631、

632、关于Windows活动目录说法正确的是（ABD）。

A、活动目录是采用分层结构来存储网络对象信息的一种网络管理体系

B、活动目录可以提供存储目录数据和网络用户级管理员使用这些数据的方法

C、利用活动目录来实现域内计算机的分布式管理

D、活动目录与域紧密结合构成与目录林和域目录树，使大型网络中庞大、复杂的网络管理、控制、访问变得简单，使网络管理效率更高

633、建立堡垒主机的一般原则是（AC）。

A、最简化原则 B、复杂化原则 C、预防原则 D、网络隔离原则

634、逻辑空间主要包括哪些部分？（ABDE）

A、TABLESPACES B、SEGMENTS C、DATAFILE

D、EXTENTS E、BLOCK

635、哪些属于Windows日志？（ABCD）

A、AppEvent.Evt B、SecEvent.Evt C、SysEvent.Evt D、W3C扩展日志

636、如何设置listener口令？（ACDE）

A、以Oracle用户运行lsnrctl命令 B、set log\_file

C、change\_password D、set password E、save\_config

637、审计启动其日志有哪两种存放方式？（BD）

A、NONE B、OS C、TRUE D、SYS.AUD$

638、生产服务器通常都是UNIX平台，资产价值最高，不直接连接外部网络，主要的安全需求是（ABD）

A、访问控制 B、账号口令 C、数据过滤 D、权限管理和补丁管理

639、使用md5sum工具对文件签名，以下说法正确的是？（ADE）

A、md5sum对任何签名结果是定长的16字节

B、md5sum对文件签名具有不可抵赖性

C、md5sum是对文件进行加密运算得出签名，不同文件结果几乎不相同

D、md5sum是对文件进行哈希运算得出签名，不同文件结果几乎不相同

E、md5sum对文件签名时，与文件的日期和时间无关

640、为了正确获得口令并对其进行妥善保护，应认真考虑的原则和方法有（ABCD）

A、口令/账号加密 B、定期更换口令

C、限制对口令文件的访问 D、设置复杂的、具有一定位数的口令

641、文件系统是构成Linux基础，Linux中常用文件系统有（ABD）？

A、ext3 B、ext2 C、hfs D、reiserfs

642、下列关于UNIX下日志说法正确的是（AC）

A、wtmp记录每一次用户登录和注销的历史信息

B、acct记录每个用户使用过的命令

C、sulog记录su命令的使用情况

D、acct记录当前登录的每个用户

643、下列哪些操作可以看到自启动项目？（ABD）

A、注册表 B、开始菜单 C、任务管理器 D、msconfig

644、下列哪些命令行可用于查看当前进程？（ABC）

A、Ps -ef B、Strings -f/proc/[0-9]\*/cmdline

C、Ls -al /proc/[0-9]\*/exe D、Cat/etc/inetd.conf

645、下面操作系统中，哪些是UNIX操作系统？（CD）

A、Red-hat Linux B、Novell Netware C、Free BSD D、SCO Unix

646、严格的口令策略应当包含哪些要素（ABC）

A、满足一定的长度，比如8位以上 B、同时包含数字，字母和特殊字符

C、系统强制要求定期更改口令 D、用户可以设置空口令

647、在Solaris 8 下，使用ps -ef命令列出进程中有一行如下“root 1331 0 00:01:00? 0:00 /usr/sbin/inetd -s -t”，以下说法正确的是（ABE）

A、参数-t是trace，记录包括IP和PORT等信息

B、参数-t对于UDP服务无效 C、进程启动的时间不能确定

D、进程已经运行了1分钟 E、进程的父进程号是1

648、在Solaris 8 下，以下说法正确的是：（AB）

A、/etc/rc2.d里S开头的文件在系统缺省安装的缺省级别会自动运行

B、/etc/rc3.d里S开头的文件在系统缺省安装的缺省级别会自动运行

C、/etc/init.d里的文件在系统启动任何级别时会自动运行

D、init 0是进入单用户级别 E、init 6命令会运行所有级别的rc目录下以S开头的文件

649、在Solaris 8 下，以下说法正确的是：（BC）

A、PATH环境变量最后带有“.”，会使当前目录的命令比其他目录的命令有限执行

B、可以修改/etc/inittab里ttymon的参数，使得登录的SHELL在无输入时自动退出

C、在使用/bin/ksh时，可以设置TMOUT值，使得登录的SHELL在无输入时自动退出

D、在/etc/login中，可以设置TIMEOUT值，使得登录的SHELL在无输入时自动退出

E、tar xvf命令的意思是以tar格式解开输入，并且保持文件属性等参数不变

650、在配置Apache访问控制时，Allow和Deny指令可以允许或拒绝来自特定主机名或主机名地址的访问。那么下列哪些配置是不正确的？（AD）

A、Order allow,deny Allow from 192.101.205

B、B、Order deny,allow Deny from all Allow from example

C、C、Order deny,allow Deny from 192.101.205

D、D、Order allow,deny Deny from 192.101.205 Allow from all

651、造成操作系统安全漏洞的原因是（ABC）。

A、不安全的编程语言 B、不安全的编程习惯

C、考虑不周的架构设计 D、人为的恶意破坏

652、针对Linux主机，一般的加固手段包括（ABC）。

A、打补丁 B、关闭不必要的服务 C、限制访问主机 D、切断网络

653、做系统快照，查看端口信息的方式有（AD）。

A、netstat -an B、net share C、net use D、用taskinfo来查看连接情况

654、网厅安全解决方案主要从哪几个方面对网厅安全进行建议和指导？（ABCD）

A、安全管理 B、安全防护 C、安全运维 D、灾备/恢复

655、IT系统软件设计中应当考虑并执行安全审计功能，详细记录访问信息的活动，包括（ABCD）。

A、记录的活动以是否有数据的修改、应用程序的异常关闭、异常删除触发

B、应用系统应当配置单独的审计数据库，审计记录应单独存放，并设置严格的边界访问控制，只有安全管理人员才能够看到审计记录

C、信息系统的审计功能包括：事件日期、时间、发起者信息、类型、描述和结果

D、应用系统的审计进程为后台处理，与应用系统运行同步进行，并且对于审计进程应当涉及相应的守护进程，一旦出现异常停止系统可重新启动审计进程，从而保障审计的“完整性”

656、IPSec的配置步骤包括：（ABCD）

A、防火墙基本配置 B、定义保护数据流和域间规则

C、配置IPSec安全提议 D、配置IKEPeer

657、Juniper路由器在配置SSH访问时应注意如下（ABCD）细节。

A、建立允许访问的SSH-ADDRESSES过滤器

B、确保只允许来自内部接口的授权用户访问

C、针对SSH进行限速以保护路由引擎

D、过滤器应用在loopback接口

658、对于使用RPF反向地址验证，以下说法错误的是：（BCD）。

A、对称路由可以使用 B、非对称路由可以使用

C、有些情况不可以使用，但与对称或非对称路由无关

D、在任何情况下都可以使用

659、防病毒服务升级检查包括如下几项内容？（ABC）

A、检查防病毒服务器病毒库下载是否正常，如果不正常及时联系厂商进行问题解决

B、在防病毒系统每次升级后，记录每次版本变更版本号，定期记录病毒库的版本

C、对重要的服务器，定期抽查防病毒客户端的病毒库升级情况

660、防范DOS攻击的方法主要有（ABCD）。

A、安装Dos检测系统 B、对黑洞路由表里的地址进行过滤

C、及时打好补丁 D、正确配置TCP/IP参数

661、防火墙trust域中的客户机通过nat访问untrust中的服务器的ftp服务，已经允许客户机访问服务器的tcp21端口，但只能登陆到服务器，却无法下载文件，以下解决办法中可能的是：（ABC）

A、修改trust untrust域间双向的默认访问策略为允许

B、FTP工作方式为port模式时，修改untrust trust域间in方向的默认访问策略为允许 C、在trust untrust域间配置中启用detect ftp

D、FTP工作方式为passive模式时，修改untrust trust域间in方向的默认访问策略为允许

662、防火墙不能防止以下哪些攻击？（ABD）

A、内部网络用户的攻击 B、传送已感染病毒的软件和文件

C、外部网络用户的IP地址欺骗 D、数据驱动型的攻击

663、防火墙常见的集中工作模式有（ABC）。

A、路由 B、NAT C、透明 D、旁路

664、防火墙的缺陷主要有（ABCD）。

A、限制有用的网络服务 B、无法防护内部网络用户的攻击

C、不能防备新的网络安全问题 D、不能完全防止传送已感染病毒的软件或文件

665、防火墙的日志管理应遵循如下原则：（BC）

A、本地保存日志 B、本地保存日志并把日志保存到日志服务器上

C、保持时钟的同步 D、在日志服务器保存日志

666、防火墙的特征是（ABCD）。

A、保护脆弱和有缺陷的网络服务 B、加强对网络系统的访问控制

C、加强隐私，隐藏内部网络结构 D、对网络存取和访问进行监控审计

667、防火墙的主要功能有哪些？（ABCD）

A、过滤进、出网络的数据 B、管理进、出网络的访问行为

C、封堵某些禁止的业务，对网络攻击进行检测和报警

D、记录通过防火墙的信息内容和活动

668、防火墙的作用主要有（ABCD）。

A、实现一个公司的安全策略 B、创建一个阻塞点

C、记录Internet活动 D、限制网络暴露

669、防火墙技术，涉及到（ABCD）。

A、计算机网络技术 B、密码技术 C、软件技术 D、安全操作系统

670、防火墙可以部署在下列位置：（ABCD）。

A、安全域边界 B、服务器区域边界

C、可信网络区域和不可信网络区域之间 D、根据网络特点设计方案

671、防火墙配置时应确保（ABCD）服务不开放。

A、Rlogin B、NNTP C、Finger D、NFS

672、启用Cisco设备的访问控制列表，可以起到如下作用（ABC）。

A、过滤恶意和垃圾路由信息 B、控制网络的垃圾信息流

C、控制未授权的远程访问 D、防止DDoS攻击

673、如果Cisco设备的VTY需要远程访问，则需要配置（ABCD）。

A、至少8位含数字、大小写、特写字符的密码 B、远程连接的并发数目

C、访问控制列表 D、超市退出

674、如果需要配置Cisco路由器禁止从网络启动和自动从网络下载初始配置文件，配置命令包括（AB）。

A、no boot network B、no service config C、no boot config D、no service network

675、入侵检测的内容主要包括：（BC）。

A、独占资源、恶意使用 B、试图闯入或成功闯入、冒充其他用户

C、安全审计 D、违反安全策略、合法用户的泄露

676、入侵检测系统包括以下哪些类型？（AC）

A、主机入侵检测系统 B、链路状态入侵检测系统

C、网络入侵检测系统 D、数据包过滤入侵检测系统

677、随着交换机的大量使用，基于网络的入侵检测系统面临着无法接收数据的问题。由于交换机不支持共享媒质的模式，传统的采用一个嗅探器（sniffer）来监听整个子网的办法不再可行。可选择解决的办法有（ABCD）。

A、使用交换机的核心芯片上的一个调试的端口

B、把入侵检测系统放在交换机内部或防火墙等数据流的关键入口

C、采用分解器（tap）

D、使用以透明网桥模式接入的入侵检测系统

678、通常要求把路由器的日志存储在专用日志服务器上，假设把Cisco路由器日志存储在192.168.0.100的syslog服务器上，需要在路由器侧配置的操作时：（ABCD）。

A、使用Router(config)# logging on启用日志：使用Router(config)# logging trap information将记录日志级别设定为“information”

B、使用Routee(config)# logging192.168.0.100将记录日志类型设定为“local6”

C、使用(config)# logging facility local6将日志发送到192.168.0.100

D、使用(config)# logging sourceinterface loopback0设定日志发送源loopback0

679、通过SSL VPN接入企业内部的应用，其优势体现在哪些方面：（ABCD）。

A、应用代理 B、穿越NAT和防火墙设备

C、完善的资源访问控制 D、抵御外部攻击

680、网络地址端口转换（NAPT）与普通地址转换有什么区别？（AD）

A、经过NAPT转换后，对于外网用户，所有报文都来自于同一个IP地址

B、NAT只支持应用层的协议地址转换

C、NAPT只支持网络层的协议地址转换

D、NAT支持网络层的协议地址转换

681、网络攻击的类型包括以下哪几种？（ABCD）

A、窃取口令 B、系统漏洞和后门 C、协议缺陷 D、拒绝服务

682、网络面临的典型威胁包括（ABCD）。

A、未经授权的访问 B、信息在传送过程中被截获、篡改

C、黑客攻击 D、滥用和误用

683、网络蠕虫一般指利用计算机系统漏洞、通过互联网传播扩散的一类病毒程序，该类病毒程序大规模爆发后，会对相关网络造成拒绝服务攻击，为了防止受到网络蠕虫的侵害，应当注意对（ACD）及时进行升级更新。

A、计算机操作系统 B、计算机硬件 C、文字处理软件 D、应用软件

684、下列关于NAT地址转换的说法中哪些事正确的：（ABCD）。

A、地址转换技术可以有效隐藏局域网内的主机，是一种有效的网络安全保护技术

B、地址转换可以按照用户的需要，在局域网内向外提供FTP、WWW、Telnet等服务

C、有些应用层协议在数据中携带IP地址信息，对它们作NAT时还要修改上层数据中的IP地址信息

D、对于某些非TCP、UDP的协议（如ICMP、PPTP），作上层NAT时，会对它们的特征参数（如ICMP的id参数）进行转换。

685、下列哪两项正确描述了由WPA定义的无线安全标准？（BC）

A、使用公开密钥的认证方法 B、当客户端连接的时候都要进行动态密钥交换

C、包含PSK认证 D、定制了一个经常更换的静态的加密密钥来增强安全性

686、下列配置中，可以增强无线AP（access point）安全性的有（ABCD）。

A、禁止SSID广播 B、禁用DHCP服务

C、采用WPA2-PSK加密认证 D、启用MAC地址接入过滤

687、下面可以攻击状态检测的防火墙方法有：（ABD）

A、协议隧道攻击 B、利用FTP-pasv绕过防火墙认证的攻击

C、ip欺骗攻击 D、反弹木马攻击

688、下面什么路由协议不可以为HSRP的扩充：（ABC）

A、SNMP B、CDP C、HTTP D、VRRP

689、下面什么协议有MD5认证：（ABC）

A、BGP B、OSPF C、EIGER D、RIPversion 1

690、下面是网络安全技术的有：（ABC）

A、防火墙 B、防病毒 C、PKI D、UPS

691、选购一个防火墙时应该考虑的因素有：（ABCD）

A、网络受威胁的程度 B、可能受到的潜在损失

C、站点是否有经验丰富的管理员 D、未来扩展的需要

692、一台路由器的安全快照需要保存如下哪些信息？（AB）

A、当前的配置--running-config B、当前的开放端口列表

C、当前的路由表 D、当前的CPU状态

693、以下对于包过滤防火墙的描述正确的有（ACD）。

A、难以防范黑客攻击 B、处理速度非常慢

C、不支持应用层协议 D、不能处理新的安全威胁

694、以下对于代理防火墙的描述正确的有（ABCD）。

A、能够理解应用层上的协议 B、时延较高，吞吐量低

C、能做复杂一些的访问控制，并做精细的认证和审核 D、可伸缩性较差

695、以下关于L2TP VPN配置注意事项的说法中正确的有：（ABC）

A、L2TP的LNS端必须配置虚拟接口模板（Virtual-Template）的IP地址，该虚拟接口模板需要加入域

B、防火墙缺省需要进行隧道的认证。如果不配置认证，需要undo tunnel authentication命令

C、为了使L2TP拨号上来的用户分配的地址不能喝内网用户的地址在同一个网段

D、LNS端不允许配置多个L2TP-Group

1. 以下哪几项关于安全审计和安全审计系统的描述是正确的？（CD）

A、对入侵和攻击行为只能起到威慑作用

B、安全审计不能有助于提高系统的抗抵赖性

C、安全审计是对系统记录和活动的独立审查和检验

D、安全审计系统可提供侦破辅助和取证功能

697、以下哪些属于网络欺骗方式？（ABCD）

A、IP欺骗 B、ARP欺骗 C、DNS欺骗 D、Web欺骗

698、以下哪些是防火墙规范管理需要的？（ABCD）

A、需要配置两个防火墙管理员 B、物理访问防火墙必须严密地控制

C、系统软件、配置数据文件在更改后必须进行备份

D、通过厂商指导发布的硬件和软件的bug和防火墙软件升级版

699、以下硬件安装维护重要安全提示正确的有：（ABCD）

A、不要在雷雨天气进行故障处理 B、保持故障处理区域的干净、干燥

C、上防静电手套或防静电腕带再执行安装和更换操作

D、在使用和操作设备时，需要按照正确的操作流程来操作

700、以下属于DTE(Data Terminal Equipment)数据终端设备的有（AB）

A、路由器 B、PC C、交换机 D、HUB

701、在防火墙的“访问控制”应用中，内网、外网、DMZ三者的访问关系为：（ABD）

A、内网可以访问外网 B、内网可以访问DMZ区

C、DMZ区可以访问内网 D、外网可以访问DMZ区

702、关于GRE校验和验证技术，当本端配置了校验和而对端没有配置校验和时，以下叙述正确的有（BC）。

A、本端对接收报文检查校验和 B、对端对接收报文检查校验和

C、本端对发送报文计算校验和 D、对端对发送报文计算校验和

703、配置PPP链路层协议时，链路层协议状态始终不能转为Up状态的处理建议：（ABCD）

A、PPP链路两端的接口上配置的参数和验证方式都必须一致，LCP检查才能成功

B、如果LCP协商失败，请检查LCP配置协商参数

C、请检查验证方式配置是否正确。因为LCP协商中，包含验证方式的协商。因为LCP协商中，包含验证方式的协商。验证方式协商失败也会导致LCP协商失败

D、接口试图下先执行shutdown命令将接口关闭，再执行undo shutdown命令重启接口

704、对DNSSEC的描述正确的有（AC）。

A、为DNS数据提供来源验证，即保证数据来自正确的名称服务器

B、DNSSEC可防御DNS Query Flood攻击

C、为域名数据提供完整性验证，即保证数据在传输的过程中没有被篡改

D、实施DNSSEC后，只需升级软件系统，对网络、服务器等硬件设备不需考虑

705、MySQL安装程序会给出三种选择，用户可以根据自身的需要选择一种适合的安装方式，以下哪些是正确的？（ABD）

A、Typical（典型安装） B、Compact(最小安装)

C、Full(全部安装) D、Custom(选择安装)

706、MySQL中用DROP语句可删除数据库和数据表，以下哪句是正确的语法？（ABCD）

A、DROP TABLE table\_name1 B、DROP TABLE table\_name1,table\_name2

C、DROP TABLE IF EXISTS table\_name1 D、DROP DATABASE DB name1

707、Oracle 7.2之前的数据库连接用户名和密码在网络传输时是不进行加密的，为了要和旧版本兼容Oracle数据库9.02存在DBLINK\_ENCRYPT\_LOGIN参数用来调节数据库连接时用户名和密码的加密特性，以下说法正确的是：（ACD）。

A、DBLINK\_ENCRYPT\_LOGIN为TRUE时，数据库连接加密用户名和密码

B、DBLINK\_ENCRYPT\_LOGIN时，数据库连接不加密用户名和密码

C、DBLINK\_ENCRYPT\_LOGIN为FALSE时，如果加密的数据库连接失败，会尝试不加密的连接

D、DBLINK\_ENCRYPT\_LOGIN为TRUE时，加密的数据库连接失败，也不会尝试不加密的连接

708、Oracle实例主要由哪两部分组成：（AC）

A、内存 B、Share pool buffer C、后台进程 D、pmon和smon

709、Oracle中如何设置audit trail审计，正确的说法是：（ABD）

A、在init.ora文件中设置“audit\_trail = true”或者“audit\_trail = db”

B、以SYSDBA身份使用AUDIT ALL ON SYS.AUD$ BY ACCESS，语句对audit trail审计

C、Oracle不支持对audit trail的审计

D、在设置audit trail审计前，要保证已经打开Oracle的审计机制

710、SQL Server的登录认证种类有以下哪些？（ACD）

A、Windows认证模式 B、双因子认证模式

C、混合认证模式 D、SQL Server认证

711、SQL Server的取消权限的操作有以下哪些？（ABC）

A、在“详细信息”窗格中右击要授予/拒绝/取消其权限的用户定义的角色

B、单击“属性”命令在“名称”下单击“权限”单击列出全部对象

C、选择在每个对象上授予拒绝或废除的权限，选中标志表示授予权限，X表示拒绝权限，空框表示废除权限，只列出适用于该对象的权限

D、回到“数据库用户属性”对话框中，再点击“确定”按钮，所有的设置就完成了

712、SQL Server中ALTER DATABASE可以提供以下哪些功能选项？（ABCD）

A、更改数据库名称 B、文件组名称 C、数据文件 D、日志文件的逻辑名称

713、SQL Server中关于实例的描述，请选择正确的答案。（ABD）

A、如果安装选择“默认”的实例名称。这时本SQL Server的名称将和Windows 2000服务器的名称相同

B、SQL Server可以在同一台服务器上安装多个实例

C、SQL Server只能在一台服务器上安装一个实例

D、实例各有一套不为其他实例共享的系统及用户数据库，所以各实例的运行是独立的。

714、SQL Server中使用企业管理器从数据库中删除数据或日志文件的步骤如下，正确的步骤是？（ABCD）

A、展开服务器组，然后展开服务器

B、展开“数据库”文件夹，右击要从中删除数据或日志文件的数据库，然后单击“属性”命令

C、若要删除数据文件，单击“常规”选项卡。若要删除日志文件，单击“事务日志”选项卡

D、在“文件名”列户，单击要删除的文件名旁边的箭头，再点DELETE键，文件名旁出现十字光标，表明将删除此文件

715、参数REMOTE\_LOGIN\_PASSWORDFILE在Oracle数据库实例的初始化参数文件中，此参数控制着密码文件的使用及其状态，以下说法正确的是：（ABCD）

A、NONE：只是Oracle系统不使用密码文件，不允许远程管理数据库

B、EXCLUSIVE：指示只有一个数据库实例可以使用密码文件

C、SHARED：指示可有多个数据库实例可以使用密码文件

D、以上说法都正确

716、关于SQL Server 2000中的SQL账号、角色，下面说法正确的是：（ABC）

A、PUBLIC,guest为缺省的账号 B、guest不能从master数据库清除

C、可以通过删除guest账号的角色，从而消弱guest可能带来的安全隐患

D、SQL Server角色的权限是不可以修改的

717、连接MySQL后选择需要的数据库DB\_NAME？以下哪些方法是对的（AC）

A、连接后用USE DB\_NAME选择数据库

B、连接后用SET DB\_NAME选择数据库

C、用mysql -h host -u user -p DB\_NAME连接数据库

D、用mysql -h host -u user -p -T DB\_NAME连接数据库

718、如果数据库不需要远程访问，可以禁止远程tcp/ip连接，以增强安全性。可选择的有效方法：（AC）

A、用防火墙封堵数据库侦听端口避免远程连接 B、禁止tcp/ip协议的使用

C、在mysqld服务器中参数中添加 --skip-networking启动参数来使mysql

D、在/etc/my.cnf下添加remoteConnnect=disable

719、以下哪些MySQL中GRANT语句的权限指定符？（ABCDEF）

A、ALTER B、CREATE C、DELETE

D、UPLOAD E、DROP F、INSERT

720、用THC组织的Oracle的工具，通过sniffer方式抓取数据库的认证信息可有效破解Oracle密码，以下哪些数据是必须获取的？（ABC）

A、AUTH\_SESSKEY B、AUTH\_PASSWORD C、用户名 D、实例名

721、在Oracle 9数据库可以通过配置$Oracle\_HOME\network\admin\sqlnet.ora文件实现数据库层次的基于TCP协议和地址的访问控制。下面说法正确的是：（ABCD）

A、首先需要配置TCP,VALIDNODE\_CHECKING=yes启用节点检查功能

B、其次配置TCP.INVITED\_NODES=192.168.0.12，192.168.0.33将会允许地址是192.168.0网段的12和33的主机访问

C、然后配置TCP.EXCLUDED\_NONES=192.168.0.123将会禁止地址是192.168.0网段的123的主机访问

D、要以上配置生效必须重启lsnrctl监听器

722、在SQL Server 2000中，如果想查询当前数据库服务器软件的版本，可以使用下面哪些方式（ABCD）

A、在查询分析器中通过如下语句查询SELECT ServerPROPERTY(‘productversion’),ServerPROPERTY(‘productlevel’),ServerPROPERTY(‘edition’)

B、在命令行下，用SQL Server自带的管理工具osql连接进入数据库，输入select@@version

C、企业管理器查看服务器属性 D、在SQL Server服务管理器里面查看“关于”

723、在SQL Server 2000中一些无用的存储过程，这些存储过程极容易被攻击者利用，攻击数据库系统。下面的存储过程哪些可以用来执行执行系统命令或修改注册表？（ABC）

A、xp\_cmdshell B、xp\_regwrite C、xp\_regdeletekey D、select \* from master

724、在SQL Server中创建数据库，如下哪些描述是正确的？（ABCD）

A、创建数据库的权限默认授权sysadmin和dbcreator固定服务器角色的成员，但是它仍可以授予其他用户

B、创建数据库的用户将成为该数据库的所有者

C、在一个服务器上，最多可以创建32,767个数据库

D、数据库名称必须遵循标示符规则

725、在对SQL Server 2000的相关文件、目录进行安全配置时，下面可以采用的措施是：（ABCD）

A、删除缺省安装时的例子样本库

B、将存放数据的库文件，配置权限为administrators组、system和启动SQL Server服务的用户账号及DBA组具有完全控制权限

C、对SQL Server安装目录，去除everyone的所有控制权限

D、将数据库数据相关的文件，保存在非系统盘的NTFS独立分区

726、sybase数据库文件系统需要哪些裸设备？（ABCD）

A、master B、proce C、data D、log

727、Oracle支持哪些加密方式？（ABCD）

A、DES B、RC4\_256 C、RC4\_40 D、DES40

728、SQL Server用事件探测器可以帮助排除故障和解决问题，创建跟踪的步骤如下哪些是正确的？（ABCD）

A、从“模板名称”下拉菜单为你创建跟踪选择一个模板

B、“事件探查器”主界面打开后，从“文件”菜单选择“新跟踪”

C、在“跟踪名称”文本框中输入你想要为这个跟踪创建的跟踪名称

D、修改这些默认的选项设置。通过点击“显示全部事件”和“显示全部列”复选框来查看其他的选项。

729、最重要的电磁场干扰源是：（BCD）

A、电源周波干扰 B、雷电电磁脉冲LEMP

C、电网操作过电压SEMP D、静电放电ESD

730、雷电侵入计算机信息系统的途径主要有：（ABD）

A、信息传输通道线侵入 B、电源馈线侵入 C、建筑物 D、地电位反击

731、电信生产其机房作业，是由专门的值机员、机务员来完成，作业内容是：固定电话、无线电话、电报、载波、短波、微波、卫星和电力等电信通信设备，使设备出去良好状态，保证其正常运行。（ABCD）

A、安装 B、值守 C、维护 D、检修

732、对计算机系统有影响的腐蚀性气体大体有如下几种：（ABCD）

A、二氧化硫 B、氢化硫 C、臭氧 D、一氧化碳

733、防火工作的基本措施有：（ABCD）

A、加强对人员的教育管理 B、加强对可燃物的管理

C、加强对物的管理 D、加强对火源、电源的管理

734、会导致电磁泄漏的有（ABCDE）

A、显示器 B、开关电路及接地系统

C、计算机系统的电源线 D、机房内的电话

E、信号处理电

735、火灾自动报警、自动灭火系统部署应注意（ABCD）。

A、避开可能招致电磁干扰的区域或设备 B、具有不间断的专用消防电源

C、留备用电源 D、具有自动和手动两种触发装置

736、计算机场地安全测试包括（ABCD）。

A、温度，湿度，尘埃 B、照度，噪声，电磁场干扰环境场强

C、接地电阻，电压、频率 D、波形失真率，腐蚀性气体的分析方法

737、计算机信息系统设备处于不同雷电活动地区，其雷电电磁场强度有很大差异，根据这一差异，将被防护空间分为下列哪些防护区？（ABCD）

A、直击雷非防护区（LPZOA） B、直击雷防护区（LPZOB）

C、第一防护区（LPZI） D、后续防护区（LPZ2,3...等）

738、静电的危害有（ABCD）。

A、导致磁盘读写错误，损坏磁头，引起计算机误动作 B、造成电路击穿或者毁坏

C、电击，影响工作人员身心健康 D、吸附灰尘

739、灭火的基本方法有（ABCD）。

A、冷却法 B、隔离法 C、窒息法 D、抑制

740、实体安全技术包括（ABD）。

A、环境安全 B、设备安全 C、人员安全 D、媒体安全

741、使用配有计算机的仪器设备时，不应该做的有：（ABCD）

A、更改登机密码和系统设置

B、自行安装软件

C、玩各种电脑游戏

D、将获得的图像、数据等资料存储在未予指定的硬盘分区上

742、硬件设备的使用管理包括（ABCD）。

A、严格按硬件设备的操作使用规程进行操作

B、建立设备使用情况日志，并登记使用过程

C、建立硬件设备故障情况登记表

D、坚持对设备进行例行维护和保养

743、预防静电的措施有（ABCD）。

A、接地 B、不使用或安装产生静电的设备

C、不在产生静电场所穿脱工作服 D、作业人员穿防静电鞋

744、在实验室中引起火灾的通常原因包括：（ABCD）

A、明火 B、电器保养不良

C、仪器设备在不使用时未关闭电源 D、使用易燃物品时粗心大意

745、直击雷：直接击在（ABCD）并产生电效应、热效应和机械力的雷电放电。

A、建筑物 B、构建物 C、地面突进物 D、大地或设备

746、员工区域安全守则包括：（ABCD）

A、非工作时间，员工进入或离开办公区域，应在值班人员处登记

B、外来人员进入办公区域或机房，相关员工必须全程陪同

C、将物品带入/带出公司，要遵守公司相关的规定及流程

D、参加会议时遵守会前、会中、会后的保密流程

747、机房出入控制措施包括：（ABCD）

A、机房接待前台须核查弄清业务系统安全区域的来访者的身份，并记录其进入和离开安全区域的日期与时间

B、机房须告知进入安全区的来访者，该区域的安全要求和紧急情况下的行动步骤

C、可采用强制性控制措施，对来访者的访问行为进行授权和验证

D、要求所有进出机房人员佩带易于辨识的标识

748、为了减小雷电损失，可以采取的措施有（ACD）

A、机房内应设等电位连接网络 B、部署UPS

C、设置安全防护地与屏蔽地

D、根据雷击在不同区域的电磁脉冲强度划分，不同的区域界面进行等电位连接

749、安全要求可以分解为（ABCDE）。

A、可控性 B、保密性 C、可用性 D、完整性 E、不可否认性

750、HASH加密使用复杂的数字算法来实现有效的加密，其算法包括（ABC）

A、MD2 B、MD4 C、MD5 D、Cost256

751、利用密码技术，可以实现网络安全所要求的。（ABCD）

A、数据保密性 B、数据完整性 C、数据可用性 D、身份验证

752、一个密码体系一般分为以下哪几个部分？（ABCD）

A、明文 B、加密密钥和解密密钥

C、密文 D、加密算法和解密算法

753、公钥密码体质的应用主要在于。（AC）

A、数字签名 B、加密 C、密钥管理 D、哈希函数

754、目前基于对称密钥体制的算法主要有。（BC）

A、RSA B、DES C、AES D、DSA

755、使用esp协议时，可以使用的加密运算是。（ABC）

A、DES B、3DES C、AES D、RSA

756、数字签名的作用是。（ACD）

A、确定一个人的身份 B、保密性

C、肯定是该人自己的签字 D、使该人与文件内容发生关系

757、以下属于对称加密算法的是：（ABD）

A、DES B、3DES C、SHA-1 D、RC4 E、MD5

758、在加密过程中，必须用到的三个主要元素是（ABC）

A、所传输的信息（明文） B、加密 钥匙（Encryption Key）

C、加密函数 D、传输信道

759、账号口令管理办法适用于所有和DSMP系统、智能网系统、彩铃平台相关的（ACD）

A、系统管理员 B、操作系统

C、操作维护人员 D、所有上述系统中存在的账号和口令

760、为保证密码安全，我们应采取的正确措施有（ABC）

A、不使用生日做密码 B、不使用少于5为的密码

C、不适应纯数字密码 D、将密码设的非常复杂并保证20位以上

761、公司在使用数据签名技术时，除充分保护私钥的机密性，防止窃取者伪造密钥持有人的签名外，还应注意（ABCD）

A、采取保护公钥完整性的安全措施，例如使用公约证书

B、确定签名算法的类型、属性以及所用密钥长度

C、用于数字签名的密钥应不同于用来加密内容的密钥

D、符合有关数字签名的法律法规，必要时，应在合同或协议中规定使用数字签名的相 关事宜

762、相对于对称加密算法，非对称密钥加密算法（ACD）

A、加密数据的速率较低

B、更适合于现有网络中对所传输数据（明文）的加解密处理

C、安全性更好 D、加密和解密的密钥不同

763、一个典型的PKI应用系统包括（ABCD）实体

A、认证机构CA B、册机构RA C、证书及CRL目录库 D、用户端软件

764、加密的强度主要取决于（ABD）

A、算法的强度 B、密钥的保密性 C、明文的长度 D、密钥的强度

765、一下对于对称密钥加密说法正确的是（BCD）

A、对称加密算法的密钥易于管理 B、加解密双方使用同样的密钥

C、DES算法属于对称加密算法 D、相对于非对称加密算法，加解密处理速度比较快

766、在通信过程中，只采用数字签名可以解决（ABC）等问题

A、数据完整性 B、数据的抵抗赖性 C、数据的篡改 D、数据的保密性

767、对称密钥算法体系包括：（ABCDE）

A、明文(plaintext)：原始消息或数据，作为算法的输入

B、加密算法(encryption algorithm)：加密算法对明文进行各种替换和转换

C、秘密密钥(secret key)：秘密密钥也是算法输入，算法进行的具体替换和转换取决于 这个密钥

D、密文(ciphertext)：这是产生的已被打乱的消息输出。它取决于明文和秘密密钥。对 于一个给定的消息，两个不同的密钥会产生两个不同的密文

、.解密算法(decryption algorithm)：本质上是加密算法的执行。它使用密文和统一密钥 产生原始明文

768、一下对于混合加密方式说法正确的是。（BCD）

A、 使用公开密钥密码体制对要传输的信息（明文）进行加解密处理

B、使用对称加密算法对要传输的信息（明文）进行加解密处理

C、使用公开密钥密码体制对称加密密码体制的密钥进行加密后的通信

D、对称密钥交换的安全信道是通过公开密钥密码体制来保证的

769、电信的网页防篡改技术有（ABC）

A、外挂轮询技术 B、核心内嵌技术

C、时间触发技术 D、安装防病毒软件

770、病毒发展的趋势是？（ABC）

A、 范围更广 B、度更快 C、方式更多

771、病毒自启动方式一般有（ABC）

A、 修改注册表 B、将自身添加为服务

C、将自身添加到启动文件夹 D、修改系统配置文件

772、常见Web攻击方法有一下哪种？（ABCD）

A、SQL Injection B、Cookie欺骗 C、跨站脚本攻击

D、信息泄露漏洞 E、文件腹泻脚本存在的安全隐患

F、 GOOGLE HACKING

773、宏病毒感染一下哪些类型的文件？（ABCDEF）

A.、DOC B、EXE C、XLS D、DOT

774、木马传播包括一下哪些途径：（ACD）

A.、通过电子邮件的附件传播 B、通过下载文件传播

C、通过网页传播 D、通过聊天工具传播

775、目前最好的防病毒软件能做到的是（ABCD）

A.、检查计算机是否感染病毒，消除已感染的任何病毒

B、杜绝病毒对计算的侵害

C、查出计算机已感染的已知病毒，消除其中的一部分

D、检查计算机是否染有已知病毒，并作相应处理

776、通用的DoS攻击手段有哪些？（CD）

A、 SYN Attack B、ICMP Flood C、UDP Flood

D、Ping of Death E、Tear Drop F、Ip Spoofing

777、以下关于蠕虫的描述正确的有：（ABCDEF）

A、 蠕虫具有自动利用网络传播的特点，在传播的同时，造成了带宽的极大浪费，严重的情况可能会造成网络的瘫痪

B、 隐藏式蠕虫的基本特征，通过在主机上隐藏，使得用户不容易发现它的存在

C、蠕虫需要传播受感染的宿主文件来进行复制

D、蠕虫的传染能力主要是针对计算机内的文件系统。

778、以下哪几种扫描检测技术属于被动式的检测技术？（AB）

A、 基于应用的检测技术 B、基于主动的检测技术

C、基于目标的漏洞检测技术 D、基于网络的检测技术

779、以下是检查磁盘与文件是否被病毒感染的有效方法：（BC）

A、 检查磁盘目录中是否有病毒文件 B、用抗病毒软件检查磁盘的各个文件

C、用放大镜检查磁盘编码是否有霉变现象 D、检查文件的长度是否无故变化

780、造成计算机不安全的因素有（BD）等多种。

A、 技术原因 B、自然原因 C、认为原因 D、管理原因

781、嗅探技术有哪些特点？（ABCD）

A、间接性 B、.直接性 C、隐蔽性 D、开放性

782、一个恶意的攻击者必须具备哪几点？（ABC）

A、 方法 B、机会 C、动机 D、运气

783、对于DOS网络攻击，可以采用以下哪些措施来缓解主机系统被攻击进程。（ACD）

A.、缩短SYN Timeout时间和设置SYN Cookie B、增加网络带宽

C、在系统之前增加负载均衡设备 D、在防火墙上设置ACL或黑客路由

784、利用Bind/DNS漏洞攻击的分类主要有（ACD）

A、 拒绝服务 B、匿名登录 C、.缓冲区溢出

D、DNS缓存中毒 E、病毒或后门攻击

785、常见Web攻击方法有一下哪种？（ABCD）

A、 SQL Injection B、 Cookie欺骗 C、 跨站脚本攻击 D、信息泄露漏洞

786、黑客所使用的入侵技术主要包括（ABCDE）

A.、协议漏洞渗透 B、密码分析还原 C、应用漏洞分析与渗透

D、拒绝服务攻击 E、病毒或后门攻击

787、主动响应，是指基于一个检测到的入侵所采取的措施。对于主动响应来说，其选择的措施可以归入的类别有（ABC）

A、针对入侵者采取措施 B、修正系统

C、收集更详细的信息 D、入侵追踪

788、下面哪些漏洞属于网络服务类安全漏洞：（BC）

A.、Windows 2000中文版输入法漏洞 B、IS Web服务存在的IDQ远程溢出漏洞

C、RPC DCOM服务漏洞 D、Web服务asp脚本漏洞

789、系统感染病毒后的现象有哪些？（ABCD）

A、系统错误或系统崩溃 B、系统反应慢，网络拥塞

C、陌生的进程或服务 D、陌生的自启动

**三、判断题：（790-1000）**

790、TCSEC将信息安全风机防护等级一共分为7个安全等级：D、C1、C2、B1、B2、B3、 A。(A)

A、正确 B、错误

791、通用标准v2版（CC）的安全等级是以EAL来表示的。（A）

A、正确 B、错误

792、一个企业的信息安全组织能否顺利开展工作（定期安全评估、日志安全巡检、定期安全审核、应急演练等），主要取决于公司领导对信息安全工作的认识程度和支持力度。（A）

A、正确 B、错误

793、在信息安全领域，CIA通常是指：保密性、完整性和可用性。（A）

A、正确 B、错误

794、信息安全是永远是相对的，并且需要不断持续关注和改进，永远没有一劳永逸的安全

防护措施。（A）

A、正确 B、错误

795、在信息安全领域，CIA通常是指：保密性、完整性和非抵赖性。（B）

A、正确 B、错误

796、网络与信息都是资产，具有不可或缺的重要价值。（A）

A、正确 B、错误

797、信息安全的威胁主体包括内部人员、准内部人员、外部人员、系统自身等方面。（B）

A、正确 B、错误误

798、互联网网络安全事件根据危害和紧急程度分为一般、预警、报警、紧急、重大五种。 （B）

A、正确 B、错误

799、安全审计是从管理和技术两个方面检查公司的安全策略和控制措施的执行情况，发现安全隐患的过程。（A）

A、正确 B、错误

800、网络与信息都是资产，具有不可或缺的重要价值。（A）

A、正确 B、错误

801、计算机系统安全是指应用系统具备访问控制机制，数据不被泄露、丢失、篡改等。（B）

A、正确 B、错误

802、主机加固完成后，一般可以有效保证主机的安全性增强。（A）

A、正确 B、错误

803、黑客在进行信息收集时，通常利用Windows的IPC漏洞可以获得系统用户的列表的信 息。（A）

A、正确 B、错误

804、Solaris系统中一般需要确认ROOT账号只能本地登录，这样有助于安全增强。（A）

A、正确 B、错误

805、HP-UX系统加固中在设置ROOT环境变量不能有相对路径设置。（A）

A、正确 B、错误

806、屏幕保护的木马是需要分大小写。（B）

A、正确 B、错误

807、安全审计就是日志的记录。（B）

A、正确 B、错误误

808、HP-UX系统加固中在设置通用用户环境变量不能有相对路径设置。（A）

A、正确 B、错误

809、AIX系统加固时，对系统配置一般需要自编脚本完成。（A）

A、正确 B、错误

810、Windows NT中用户登录域的口令是以明文方式传输的。（B）

A、正确 B、错误

811、操作系统普通用户账号审批记录应编号、留档。（A）

A、正确 B、错误

812、计算机病毒是计算机系统中自动产生的。（B）

A、正确 B、错误

813、主机系统加固时根据专业安全评估结果，制定相应的系统加固方案，针对不同目标系统，通过打补丁、修改安全配置、增加安全机制等方法，合理进行安全性加强。（A）

A、正确 B、错误

814、4A系统的建设能够减轻账户管理员的维护工作。（A）

A、正确 B、错误

815、4A系统的接入管理可以管理到用户无力访问的接入。（B）

A、正确 B、错误

816、Cisco路由器可以使用enable password命令为特权模式的进入设置强壮的密码。（B）

A、正确 B、错误

817、Cisco设备的AUX端口默认是启用的。（A）

A、正确 B、错误

818、DHCP可以向终端提供IP地址、网关、DNS服务器地址等参数。（A）

A、正确 B、错误误

819、Inbound方向的NAT使用一个外部地址来代表内部地址，用于隐藏外网服务器的实际IP地址。（B）

A、正确 B、错误

820、IPS设备即使不出现故障，它仍然是一个潜在的网络瓶颈，需要强大的网络结构来配合。（A）

A、正确 B、错误

821、IPS的过滤器规则不能自由定义。（B）

A、正确 B、错误

822、IPS的某些功能和防火墙类似。（A）

A、正确 B、错误

823、IPS和IDS都是主动防御系统。（B）

A、正确 B、错误

824、NAT是一种网络地址翻译的技术，它能是的多台没有合法地址的计算机共享一个合法的IP地址访问Internet。（A）

A、正确 B、错误

825、Netscreen的ROOT管理员具有的最高权限，为了避免ROOT管理员密码被窃取后造成威胁，应该限制ROOT只能通过CONSOLE接口访问设备，而不能远程登录。(A)

A、正确 B、错误

826、Netscreen防火墙的外网口应禁止PING测试，内网口可以不限制。（B）

A、正确 B、错误

827、OSI是开放的信息安全的缩写。（B）

A、正确 B、错误

828、OSI七层模型中，传输层数据成为段（Segment），主要是用来建立主机端到端连接，包括TCP和UDP连接。（A）

A、正确 B、错误

829、OSI中会话层不提供机密性服务。（A）

A、正确 B、错误

830、SSH使用TCP 79端口的服务。（B）

A、正确 B、错误

831、TCP/IP模型从下至上分为四层：物理层，数据链路层，网络层和应用层。（B）

A、正确 B、错误

832、TCP/IP模型与OSI参考模型的不同点在于TCP/IP把表示层和会话层都归于应用层，所以TCP/IP模型从下至上分为五层：物理层，数据链路层，网络层，传输层和应用层。 （A）

A、正确 B、错误

833、TCP/IP协议体系结构中，IP层对应OSI/RM模型的网络层。（A）

A、正确 B、错误

834、默认情况下需要关闭Cisco设备的Small TCP/UDP服务。（A）

A、正确 B、错误

835、缺省情况下，防火墙工作模式为路由模式，切换工作模式后可直接进行进一步配置。（B）

A、正确 B、错误

836、入侵检测具有对操作系统的校验管理，判断是否有破坏安全的用户活动。（A）

A、正确 B、错误

837、入侵检测可以处理数据包级的攻击。（B）

A、正确 B、错误

838、入侵检测系统不能弥补由于系统提供信息的质量或完整性的问题。（A）

A、正确 B、错误

839、入侵检测系统能够检测到用户的对主机、数据库的网络操作行为。（B）

A、正确 B、错误

840、入侵检测系统是一种对计算机系统或网络事件进行检测并分析这个入侵事件特征的过程。（A）

A、正确 B、错误

841、统计分析的弱点是需要不断的升级以对付不断出现的黑客攻击手法，不能检测到从未出现过的黑客攻击手段。（B）

A、正确 B、错误

842、统计分析方法首先给系统对象（如用户、文件、目录和设备等）创建一个统计描述，统计正常使用时的一些测量属性（如访问次数、操作失败次数和延时等）。（A）

A、正确 B、错误

843、透明代理服务器在应用层工作，它完全阻断了网络报文的传输通道。因此具有很高的安全性。可以根据协议、地址等属性进行访问控制、隐藏了内部网络结构，因为最终请求是有防火墙发出的。外面的主机不知道防火墙内部的网络结构。解决IP地址紧缺的问题。使用代理服务器只需要给防火墙设置一个公网的IP的地址。（A）

A、正确 B、错误

844、完整性分析的缺点是一般以批处理方式实现，不用于实时响应。（A）

A、正确 B、错误

845、网络安全应具有以下四个方面的特征：保密性、完整性、可用性、可查性。（B）

A、正确 B、错误

846、网络边界的Cisco路由器应关闭CDP服务。（A）

A、正确 B、错误

847、网络边界Cisco设备的CDP协议可以开放。（B）

A、正确 B、错误

848、网络层的防护手段（防火墙，SSL，IDS，加固）可以组织或检测到应用层攻击。（B）

A、正确 B、错误

849、针对不同的攻击行为，IPS只需要一个过滤器就足够了。（B）

A、正确 B、错误

850、主机型IDS其数据采集部分当然位于其所检测的网络上。（B）

A、正确 B、错误

851、状态检测防火墙检测每一个通过的网络包，或者丢弃，或者放行，取决于所建立的一套规则。（B）

A、正确 B、错误

852、IPS虽然能主动防御，但是不能坚挺网络流量。（B）

A、正确 B、错误

853、防火墙安全策略定制越多的拒绝规则，越有利于网络安全。（B）

A、正确 B、错误

854、审计系统进行关联分析时不需要关注日志时间。（B）

A、正确 B、错误

855、垃圾邮件一般包括商业广告、政治邮件、病毒邮件、而已欺诈邮件（网络钓鱼）等几个方面。（A）

A、正确 B、错误

856、防止网络窃听最好的方法就是给网上的信息加密，是的侦听程序无法识别这些信息模式。（A）

A、正确 B、错误

857、侵检测的手机的被容包括系统、网络、数据及用户活动的状态和行为。（A）

A、正确 B、错误

858、模式匹配就是将收集到的信息与已知的网络入侵和系统误用模式数据库进行比较，从而发现违背安全策略的行为。（A）

A、正确 B、错误

859、入侵防御是一种抢先的网络安全方法，可以用于识别潜在威胁并快速做出回应。（A）

A、正确 B、错误

860、VPN的主要特点是通过加密是信息安全的通过Internet传递。（A）

A、正确 B、错误

861、传输层协议使用端口号（Port）来标示和区分上层应用程序，如：Telnet协议用的是23号端口、DNS协议使用69号端口。（B）

A、正确 B、错误

862、如果Web应用对URL访问控制不当，可能造成用户直接在浏览器中输入URL，访问不该访问的页面。（A）

A、正确 B、错误

863、如果Web应用没有对攻击者的输入进行适当的编码和过滤，就用于构造数据库查询或操作系统命令时，可能导致注入漏洞。（A）

A、正确 B、错误

864、HTTP协议定义了Web浏览器向Web服务器发生Web页面请求的格式及Web页面在Internet上传输的方式。（A）

A、正确 B、错误

865、HTTP协议是文本协议，可利用回车换行做边界干扰。（A）

A、正确 B、错误

866、Init<sid>.ora文件是Oracle启动文件，任何参数的配置错误都会造成Oracle不能启动，任何参数的不合理配置都可能造成系统故障。（A）

A、正确 B、错误

867、Mysqldump是采用SQL级别的备份机制，它将数据表导成SQL脚本文件，在不同的MySQL版本之间升级时相对比较合适，这也是最常见的备份方法。（A）

A、正确 B、错误

868、Orabrute是进行远程破解Oracle密码的工具，要猜解的密码可以在password.txt中设置。（A）

A、正确 B、错误

869、Oracle的SYS账户在数据库中具有最高权限，能够做任何事情，包括启动/关闭Oracle数据库。即使SYS被锁定，也已然能够访问数据库。（A）

A、正确 B、错误

870、Oracle的若算法加密机制：两个相同的用户名和密码在两个不同的Oracle数据库机器中，将具有相同的哈希值。（A）

A、正确 B、错误

871、Oracle密码允许包含像“SELECT”，“DELETE”，“CREATE”这类的Oracle/SQL关键字。（B）

A、正确 B、错误

872、Oracle的HTTP的基本验证可选择SYS破解，因为它始终存在和有效。（A）

A、正确 B、错误

873、Oracle默认情况下，口令的传输方式是加密。（B）

A、正确 B、错误

874、Oracle数据库的归档日志不是在线日志的备份。（B）

A、正确 B、错误

875、OSI网络安全体系结构的八类安全机制分别是加密、数字签名、访问控制、数据完整性、鉴别交换、业务流填充、路由控制、公正。（A）

A、正确 B、错误

876、OSI网络安全体系结构的五类安全服务是鉴别、访问控制、保密性、完整性、抗否认。（A）

A、正确 B、错误

877、SMTP没有对邮件加密的功能是导致垃圾邮件泛滥的主要原因。（A）

A、正确 B、错误

878、SQL Server如果设置了不恰当的数据库文件权限，可能导致敏感文件被非法删除或读取，威胁系统安全。（A）

A、正确 B、错误

879、SQL Server数据库应禁止使用除tcp/ip以外的协议，保护数据库通信安全。（A）

A、正确 B、错误

880、SQL Server应该社会自日志审核无法追踪回溯安全事件。（A）

A、正确 B、错误

881、Web服务器一般省缺不允许攻击者访问Web根目录以外的内容，内容资源不可以任意访问。(A)

882、Web攻击面不仅仅是浏览器中可见的内容。（A）

A、正确 B、错误

883、Web应用对网络通讯中包含的敏感信息进行加密，就不会被窃听。（B）

A、正确 B、错误

884、暴力猜解不能对Web应用进行攻击。（B）

A、正确 B、错误

885、在Oracle自身的配置上做限定方法是：修改$Oracle\_HOME\network\admin目录下面的SQLNET..ORA文件，类似设置如下：

Tcp\_validnode\_checking=YES

Tcp\_invited\_nodes=

(192.168.0.1,ip2,ip3•••...)。

( A )

A、正确 B、错误

886、不设置必要的日志审核，就无法追踪回溯安全事件，Oracle中若果要审计记录成功的登陆语句”SQL>audit session whenever successful;”. ( A )

A、正确 B、错误

887、对目标网络进行扫描时发现，某一个主机开放了25和110端口，此主机最有可能是DNS服务器。（B）

A、正确 B、错误

888、防止XSS各种方法都有优劣之处，防范XSS的真正挑战不在于全免，而在于细致。（B）

A、正确 B、错误

889、访问控制、强制登陆、自动安全更新都属于Window2000的安全组件（B）

A、正确 B、错误

890、复杂的系统存在大量的相互引用访问，如果开发者不能有效的进行权限控制，就可能被恶意引用。（A）

A、正确 B、错误

891、攻击者可以通过SQL注入手段获取其他用户的密码。（A）

A、正确 B、错误

892、几乎所有的关系数据库系统和相应的SQL语言都面临SQL注入的潜在威胁。（A)

A、正确 B、错误

893、简单身份验证和安全层（Simple Authentication and Security Layer，SASL）是一种为系统账号提供身份验证和可选安全性服务的框架（B）

A、正确 B、错误

894、默认可通过Web程序来远程管理Oracle10g数据库，端口是8080.（A）

A、正确 B、错误

895、如果sa是空口令，那就意味着攻击者可能侵入系统执行任意操作，威胁系统安全。（A）

A、正确 B、错误

896、如果在SQL Server等领域成功并不意味这该用户已经可以访问SQL Server上的数据库。（A）

A、正确 B、错误

897、如果知道Oracle密码长度，用Rainbow表生成器来破解其密码哈希值是绝对成功的。（A）

A、正确 B、错误

898、所有操作系统、数据库、网络设备，包括一部分业务系统，均需要支持基于账号的访问控制功能。（B）

A、正确 B、错误

899、网络拓扑分析为检查是否有配置错误项泄露内部IP地址，从而推断网站系统拓扑。（A）

A、正确 B、错误

900、为Oracle数据库安全考虑，在对人共同对数据库进行维护时应依赖数据库预定义的传统角色。（B）

A、正确 B、错误

901、为了维护数据库中数据的正确性和一致性，在对关系数据库执行插入、删除和修改操作时必须遵循三类完整性规则：实体完整性规则、引用完整性规则、用户定义的完整性规则。(A)

A、正确 B、错误

902、系统类型鉴别为检查主机系统与开放服务是否存在安全漏点。（B）

A、正确 B、错误

903、系统漏洞扫描为检查目标的操作系统与应用系统信息。（B）

A、正确 B、错误

904、选择远程破解Oracle的最好账户是SYS，因为此账户永远有效。（A）

A、正确 B、错误

905、一封电子邮件可以拆分成对个IP包，每个IP包可以沿不同的路径到达目的地。（A）

A、正确 B、错误

906、一个共享文件夹。将它的NTFS权限设置为sam用户可以修改，共享权限设置为sam用户可以读取，当sam从网络访问这个共享文件夹的时候，他有读取的权限。（A）

A、正确 B、错误

907、用Sqlplus登陆到Oracle数据库，使用slesct username, password form dba\_users命令可查看数据库中的用户名和密码明文。（B）

A、正确 B、错误

908、有的Web应用登陆界面允许攻击者暴力猜解口令，在自动工具与字典表的帮助下，可以迅速找到弱密码用户。（A）

A、正确 B、错误

909、在Oracle所有版本在安装的时候都没有提示修改SYS的默认密码。（B）

A、正确 B、错误

910、在ORacle数据库安装补丁时，不需要关闭所有与数据库有关的服务。（B）

A、正确 B、错误

911、在SQL Server安装SP3补丁时不需要系统中已经安装了SP1或SP2。（B）

A、正确 B、错误

912、在SQL Server中具有sysadmin权限的用户可以通过xp\_cmdshell存储扩展以system的权限执行任意系统命令。（A）

A、正确 B、错误

913、Oracle默认配置下，每个账户如果有30次的失败登陆，此账户将被锁定。（B）

A、正确 B、错误

914、定制开发Web系统的安全度不如标准的产品。（A）

A、正确 B、错误

915、对MySQL注入攻击时，经常用到注释符号#来屏蔽剩下的内置SQL语句。（A）

A、正确 B、错误

916、一个登录名只能进入服务器，但是不能让用户访问服务器中的数据库资源。每个登录名的定义存放在msater数据库的syslogins表中。（A）

A、正确 B、错误

917、Web错误信息可能泄露服务器型号版本、数据库型号、路径、代码。（A）

A、正确 B、错误

918、Oracle的密码哈希值存储在SYS.USER$表中。可以通过像DBA USERS这类的视图来访问。（A）

A、正确 B、错误

919、产品的定制开发是应用安全中最薄弱的一环。（A）

A、正确 B、错误

920、Oracle限制了密码由英文字母，数字，#，下划线（\_），美元字符（$）构成，密码的最大长度为30字符；并不能以”$”,”#”,”\_”或任何数字开头。（A）

A、正确 B、错误

921、网上营业厅对资源控制制的要求包括：应用软件对访问用户进行记录，当发现相同用户二次进行登录和操作，系统将要求二次认证，验证通过后提供服务。（B）

A、正确 B、错误

922、计算机场地可以选择在公共区域人流量比较大的地方。（B）

A、正确 B、错误

923、EMC测试盒约束用户关心的信息信号的电磁发射、TEMPEST只测试盒约束系统和设备的所有电磁发射。（B）

A、正确 B、错误

924、加密传输是一种非常有效并经常使用的方法，也能解决输入和输出端的电磁信息泄露问题。（B）

A、正确 B、错误

925、出现在导线或电器、电子设备上的超过线路或设备本身正常工作电压和电流并对线路或设备可能造成电气损害的电压和电流，称过电压和过电流。（B）

A、正确 B、错误

926、红区：红新号的传输通道或单元电路称为红区，反之为黑区。（A）

A、正确 B、错误

927、机房应设置相应的活在报警和灭火系统。（A）

A、正确 B、错误

928、计算机机房的建设应当符合国家标准和国家有关规定。在计算机机房附近施工，不得危害计算机信息系统的安全。（A）

A、正确 B、错误

929、计算机系统接地包括：直流地、交流工作地、安全保护地、电源零线和防雷保护地。（B）

A、正确 B、错误

930、接地线在穿越墙壁、楼板和地坪时应套钢管或其他非金属的保护套管，钢管应与接地线做电气连通。（A）

A、正确 B、错误

931、提到防雷，大家很容易联想到避雷针。其实我们平常看到的避雷针是用来保护房屋免遭雷电直击即防直击雷的。计算机信息系统的电子设备雷害一般有感应雷击产生，英因此防护的方法完全不一样。（A）

A、正确 B、错误

932、在计算机机房附近施工，不负有维护计算机信息系统安全的责任和义务。（B）

A、正确 B、错误

933、只要手干净就可以直接触摸或者插拔电路组件，不必有进一步的措施。（B）

A、正确 B、错误

934、主管计算机信息系统安全的公安机关和城建及规划部门，应与设施单位进行协调，在不危害用户利益的大前提下，制定措施。合理施工，做好计算机信息系统安全保护工作。（B）

A、正确 B、错误

935、防雷措施是在和计算机连接的所有外线上（包括电源线和通信线）加设专用防雷设备——防雷保安器，同时规范底线，防止雷击时在底线上产生的高电位反击。（A）

A、正确 B、错误

936、对于公司机密信息必须根据公司的相关规定予以适当的标识。（A）

A、正确 B、错误

937、信息网络的物理安全要从环境安全和设备安全两个角度来考虑。（A）

A、正确 B、错误

938、如果在电话、电视会议中涉及讨论工伤机密信息，会议主持人或组织人在会议全过程中一定要确认每一个与会者是经授权参与的。（A）

A、正确 B、错误

939、为防止信息非法泄露，需要销毁存储介质时，应该批准后自行销毁。（B）

A、正确 B、错误

940、将公司的机密信息通过互联网络传送时，必须予以加密。（A）

A、正确 B、错误

941、机密信息纸介质资料废弃应用碎纸机粉碎或焚毁。（A）

A、正确 B、错误

942、有很高使用价值或很高机密程度的重要数据应采用加密等方式进行保密。（A）

A、正确 B、错误

943、“一次一密”属于序列密码的一种。（A）

A、正确 B、错误

944、3DES算法的加密过程就是用一个秘钥对待加密的数据执行三次DES算法的加密操作。（B）

A、正确 B、错误

945、AES加密算法的秘钥长度为128、192或256位。（A）

A、正确 B、错误

946、AES是一种非对称算法。（B）

A、正确 B、错误

947、DES3和RSA是两种不同的安全加密算法，主要是用来对敏感数据进行安全加密。（A）

A、正确 B、错误

948、Diffie-Hellman算法的安全性取决于离散对数计算的困难性，可以实现秘钥交换。（A）

A、正确 B、错误

949、DSS(Digital Signature Standard)是利用了安全散列函数（SHA）提出了一种数字加密技术。（A）

A、正确 B、错误

950、MD5是一种加密算法。（B）

A、正确 B、错误

951、PGP协议缺省的压缩算法是ZIP，压缩后数据由于冗余信息很少，更容易抵御来自分析类型的攻击。（A）

A、正确 B、错误

952、PKI是一个用对称密码算法和技术来实现并提供安全服务的具有通用性的安全基础设施。（B）

A、正确 B、错误

953、RC4是典型的的序列密码算法。（A）

A、正确 B、错误

954、RSA算法作为主要的非对称算法，使用公钥加密的秘闻一定要采用公钥来街。（B）

A、正确 B、错误

955、安全全加密技术分为两大类：对称加密技术和非对称加密技术。两者的主要区别是对称加密算法在加密、解密过程中使用同一个秘钥；而非对称加密算法在加密、解密过程中使用两个不同的秘钥。（A）

A、正确 B、错误

956、常见的公钥密码算法有RSA算法、Diffie-Hellman算法和EIGamal算法。（A）

A、正确 B、错误

957、当通过浏览器一在线方式申请数字证书时，申请证书和下载证书的计算机必须是同一台计算机。（A）

A、正确 B、错误

958、发送方使用AH协议处理数据包，需要对整个IP的数据包计算MAC，包括IP头的所有字段和数据。（B）

A、正确 B、错误

959、分组密码的优点是错误扩展小、速度快、安全程度高。（B）

A、正确 B、错误

960、公共迷药密码体制在秘钥管理上比对称秘钥密码体制更安全。（A）

A、正确 B、错误

961、古典加密主要采用的主要方法是置换，代换。（A）

A、正确 B、错误

962、古典加密主要是对加密算法的保密，现代加密算法是公开的，主要是针对秘钥进行保密。（A）

A、正确 B、错误

963、基于公开秘钥体制（PKI）的数字证书是电子商务安全体系的核心。（A）

A、正确 B、错误

964、口令应在120天至少更换一次。（B）

A、正确 B、错误

965、链路加密方式适用于在广域网系统中应用。（B）

A、正确 B、错误

966、密码保管不善属于操作失误的安全隐患。（B）

A、正确 B、错误

967、日常所见的校园饭卡是利用身份认证的单因素法。（A）

A、正确 B、错误

968、身份认证要求对数据和信息来源进行验证，以确保发信人的身份。（B）

A、正确 B、错误

969、身份认证与权限控制是网络社会的管理基础。（A）

A、正确 B、错误

970、数据在传输过程中用哈希算法保证其完整性后，非法用户无法无法对数据进行任何修改。（B）

A、正确 B、错误

971、数字签名比较的是摘要结果长度是否都是128位。（B）

A、正确 B、错误

972、通信数据与文件加密是同一个概念。（B）

A、正确 B、错误

973、为AES开发的Rijndae1算法的秘钥长度是128位，分组长度也为128位。（B）

A、正确 B、错误

974、为了保证安全性，密码算法应该进行保密。（B）

A、正确 B、错误

975、文件压缩变换是一个单向加密过程。（B）

A、正确 B、错误

976、我的公钥证书不能在网络上公开，否则其他人可能冒充我的身份或伪造我的数字签名。（B）

A、正确 B、错误

977、现代加密算法可以分为对称加密算法和非对称加密。（A）

A、正确 B、错误

978、虚拟专用网VPN的关键技术主要是隧道技术、加解密技术、秘钥管理技术以及使用者与设备身份认证技术。（A）

A、正确 B、错误

979、以当前的技术来说，RSA体制是无条件安全的。（B）

A、正确 B、错误

980、在4A系统的远期建设中，应用系统自身不需要保留系统从账户信息。（B）

A、正确 B、错误

981、在MD5算法中，要先将以初始化的A、B、C、D这四个变量分别复制到a、b、c、d中。（A）

A、正确 B、错误

982、在MD5算法中要用到4个变量，分别表示A、B、C、D，均为32位长。（A）

A、正确 B、错误

983、在PKI中，注册机构RA是必要的组件。（B）

A、正确 B、错误

984、在SSL握手协议过程中，需要服务器发送自己的证书。（A）

A、正确 B、错误

985、在非对称加密过程中，加密和解密使用的是不同的秘钥。（A）

A、正确 B、错误

986、在公钥加密系统中，用公钥加密的密文可以由私钥解密，但用公钥加密的密文，不能用公钥解密。 （B）

A、正确 B、错误

987、在密码学的意义上，只要存在一个方向，比暴力搜索秘钥还要更有效率，就能视为一种“破解”。 （A）

A、正确 B、错误

988、账户管理的Agent不适用于在网络设备中部署。 （A）

A、正确 B、错误

989、整个PKI系统有证书服务器AS、票据许可服务器TGS、客户机和应用服务器四部分组成。 （B）

A、正确 B、错误

990、最基本的认证方式选择证书是数字证书。（B）

A、正确 B、错误

991、最小特权、纵深防御是网络安全原则之一。（A）

A、正确 B、错误

992、数字证书是由权威机构CA发行的一种权威的电子文档，是网络环境中的一种身份证。（A）

A、正确 B、错误

993、数字证书是由权威机构PKI发行的一种权威性的电子文档，是网络环境中的一种身份证。 （B）

A、正确 B、错误

994、信息加密技术是计算机网络安全技术的基础，为实现信息的保密性、完整性、可用性以及抗抵赖性提供了丰富的技术手段。（A）

A、正确 B、错误

995、病毒能隐藏在电脑的CMOS存储器里。（B）

A、正确 B、错误

996、对感染病毒的软盘进行浏览会导致硬盘被感染。（B）

A、正确 B、错误

997、已知某应用程序感染了文件型病毒，则该文件的大小变化情况一般是变小。（B）

A、正确 B、错误

998、重新格式化硬盘可以清楚所有病毒。（B）

A、正确 B、错误

999、专业安全评估服务对目标系统通过工具扫描和人工检查，进行专业安全的技术评定，并根据评估结果提供评估报告。 （A）

A、正确 B、错误

1000、冒充信件回复、假装纯文字ICON、冒充微软雅虎发信、下载电子贺卡同意书、是使用的叫做字典攻击法的方法。（B）

A、正确 B、错误