Pentest : menemukan celah / vulnerabilty , efeknya. Utk penanganannya tergantung perjanjian.

Pentest dilakukan berkala, idealnya dilakukan oleh orang yg berbeda.

Dilakukan di server production

Scope pentest : 1 aplikasi / 1 lokasi (harus jelas ruang lingkup), jaringan saja , aplikasi saja, stress test (performance)

Umumnya di aplikasi.

UU ITE harus ada perjanjian tertulis / kontrak untuk melakukan pentest

Ada klausul: misal ada kerusakan pelaku pentest tidak bertanggungjawab yang dilakukan sesuai prosedur.

Data tidak boleh dipublikasikan ke publik

Siapkan contoh report utk pentest

Menyebutkan prosedur bagaimana biar data aman...

Ke cloud provider bisa mengajukan audit.

SQL injection dibelakang kasih – buat mengabaikan query di belakang, misal [test@gmail.com](mailto:test@gmail.com)’ or 1=1

Cari kode misal programmer editor buat .bak atau di linux ~ : index.php~