**反思您的想法，并用三百个字或更多的单词来研究和讨论欧盟或美国最近通过的一部数字隐私法。**

美国和欧盟在数字隐私领域取得了重要进展。美国继续推进州级隐私法，多个州通过了全面的数据隐私立法。例如，弗吉尼亚州、科罗拉多州和犹他州的新隐私法在2023年生效，这些法律为消费者提供了数据访问、纠正和删除的权利，并允许他们选择不参与定向广告​

。这些州法律的实施标志着美国隐私保护的不断推进，尽管联邦层面尚未出台统一的隐私法律。此外，佛罗里达州的《数字权利法案》通过后，进一步强化了对18岁以下未成年人隐私的保护，特别是限制其个人信息的收集与使用​。与此同时，欧盟也在继续强化隐私保护。2023年7月，欧盟与美国共同制定了《欧盟-美国数据隐私框架》，旨在恢复跨大西洋数据传输的法律基础。这一框架取代了之前的《隐私盾》，为企业间的跨境数据传输提供了更高的法律保障，确保个人数据的安全和隐私。同时，欧盟的《数字服务法案》（DSA）也于2023年生效，进一步规范大型在线平台的运作，要求它们在内容管理、隐私保护和用户数据处理方面承担更多责任​。这些立法的通过和实施反映了欧美在数字隐私保护方面的持续努力，意在平衡技术发展与个人隐私权保护之间的关系。