1. **Starkes Passwort**
2. Bekanntermaßen sicheres Betriebssystem mit integrierter Firewall und Antiviren-Programm  
   (zB **Win10** mit **WinDefender**)
3. Alle notwendigen SW-**Updates** zeitnah durchführen
4. Rechner, Handy physikalisch **versperrt** (HW) oder gelockt (SW)
5. **Backups** aller wichtigen Daten
6. **NICHT ÖFFNEN**:   
   Email-**Anhänge** unbekannter Sender,   
   unbekannte **Links**,   
   vertrauensunwürdigen Internet**seiten**