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# ELGAMAL and RSA Cryptographic Algorithms Differentiation

**ElGamal Cryptograhic Algorithm**

According to Nalwaya et al. (2014), in 1985, Taher ElGamal invented the ElGamal cryptographic algorithm. ElGamal is a key encryption algorithm that is an asymmetric which uses the Diffie-Helman key exchange as a public key encryption alternative to RSA cryptographic algorithm. ElGamal is also utilised in the ElGamal signature algorithm, according to Sukhija (2014), which is a digital signature generating process. For semantic security a homomorphic method dubbed paillier was applied (Farah et al., 2012).

**RSA Cryptographic Algorithms**

According to Rivest et al. (1983), in 1977, RSA Cryptographic Algorithm (Rivest, Shamir, and Adleman) were the first to introduce the algorithm. RSA is an algorithm which is asymmetric that is used for decryption and encryption for message (Hasib & Haque, 2008). RSA algorithm is commonly utilised when keys will be sent through channel that is insecure. Because of its nature as asymmetric algorithm, RSA uses two keys. The first is the public key, while the second is the private key. In the cryptosystem, an authorised person will keep the private key hidden although the accessibility for key which is public can be access by anybody. Integrity, data confidentiality, authenticity, and nonrepudiation are all provided by RSA (Alanazi et al., 2010). RSA algorithm is more widely used and utilised for online money transfer in the electronic business and in the future, may be utilised (Alanaza et al., 2010).

## Key Generation Time

How long it took for any encryption to produce ciphertext from a plaintext is called encryption time (Vijayalakshmi, 2012). The duration it takes for encrypted text to decrypt back again to plain text is called decryption time. Key creation time on the other hand, is the time it takes the key generation function to generate keys. These programmes create various durations in any algorithm based on the key length and number of text files. According to Maqsood et al. (2017), the generation times of ElGamal and RSA cryptographic algorithm are shown in the Table 1.1 below.

Table 1.1 Key Sizes with Their Generating Time (Maqsood et al., 2017)

|  |  |  |  |
| --- | --- | --- | --- |
| **Cryptographic Algorithms** | | **Key Size (bits)** | **Generation Time (milliseconds)** |
| Asymmetric | RSA | 1024 | 287ms |
| ElGamal | 160 | 86ms |

Cryptographic algorithm, RSA and ElGamal, key generation time, is shown in Figure 1.1 below. The length of a key determines how long to produce a key. The longer something is then the longer it takes. The RSA algorithm takes longer to produce a key since the key is 1024 bits long compares to ElGamal algorithm that takes less time because the key is 160 bits long.

Figure 1.1 Key Generation Time of RSA and ElGamal (Maqsood et al., 2017)

## Decryption and Encryption Time

According to Maqsood et al. (2017) in their research paper, they looked at the performance of asymmetric algorithms, RSA and ElGamal cryptographic in terms of decryption time, encryption time. Table 1.2 listed the decryption, encryption timing concerning to cryptographic methods which is asymmetric that has varying sizes of file. The findings show that as text file sizes increase, the time required to encrypt and decode the text will also increase.

Table 1.2 Decryption, Encryption Timings according to the File Size (Maqsood et al., 2017)

|  |  |  |  |
| --- | --- | --- | --- |
| **Asymmetric Cryptography Algorithms** | **File size (kb)** | **Decryption Timing (s)** | **Encryption Timing (s )** |
| RSA | 32 | 0.15 | 0.13 |
| 126 | 0.43 | 0.52 |
| 200 | 0.66 | 0.74 |
| 246 | 0.93 | 1.11 |
| 280 | 1.23 | 1.39 |
| ElGamal | 32 | 0.43 | 0.45 |
| 126 | 0.85 | 1.03 |
| 200 | 1.13 | 1.41 |
| 246 | 1.30 | 1.75 |
| 280 | 1.64 | 1.83 |

Time took to encrypt for both algorithms over multiple file sizes are depicted in Figure 1.2. As seen in Figure 1.2, RSA cryptographic requires less time for encryption than ElGamal technique. According to the results in Figure 1.3, the RSA decryption time also indeed quicker compared to ElGamal time taken to decrypt. Thus conclude, RSA cryptographic algorithm outperforms ElGamal cryptographic algorithm in terms of encryption and decryption time.

Figure 1.2 Encryption Time of RSA and ElGamal (Maqsood et al., 2017)

Figure 1.3 Decryption Time of RSA and ElGamal (Maqsood et al., 2017)

# Details Working of ElGamal and RSA Algorithms

## Encryption / Decryption (confidentially)

## Signature (non-repudiation)

## Key Exchange (secure communication)
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