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1. How do Fred, Gladys, and Charlie perceive the scope and scale of the new information security effort?

* Fred initially perceives the information security effort as potentially manageable with a simple budget increase for training. He seems to underestimate the scope and scale of the problem. Gladys, on the other hand, recognizes the severity of the computer security problem and believes that a substantial and comprehensive solution is needed. She understands that a quick fix or a small budget increase won't suffice. She perceives the effort as substantial and complex. Charlie aligns with Gladys in perceiving the scope and scale of the effort. He emphasizes the need to develop a broader information security program rather than just focusing on computer security. He mentions the necessity of a thorough review of policies and practices, establishment of risk management, and potential expenses for specific controls and software tools. Charlie sees the effort as more of a change in attitude and approach to security, rather than just a spending spree, indicating that it's a significant undertaking.

1. How will Fred measure success when he evaluates Gladys’ performance for this project? How will he evaluate Charlie’s performance?

* Fred will evaluate Gladys based on the successful implementation and effectiveness of the information security program, budget adherence, timeliness, impact on operations, and communication. For Charlie, success will be measured by the alignment of his recommendations with the company's strategic goals, the ability to justify expenses through cost-benefit analysis, minimizing disruption, and the overall effectiveness of security improvements.

1. Which of the threats discussed in this chapter should receive Charlie’s attention early in his planning process?

* Charlie should take a holistic approach to information security, addressing a range of threats and vulnerabilities early in his planning process to develop a robust and comprehensive information security program.