# COMP307 Fall 2018

## Learning Objectives

Upon completion of this activity you will be able to:

**Align Compliance Requirements to PCI DSS**

**Learning Objectives and Outcomes**

Upon completing this lab, students will be able to complete the following tasks:

*Recognize when a business must comply with the PCI DSS.*

* Work in groups of at most 4 students.
* Go to [https://www.pcisecuritystandards.org/pci\_security/](https://www.pcisecuritystandards.org/security_standards/index.php)
* Go to the “For Merchants” link.
* Review the website to locate the following information:
  1. What are the PCI DSS compliance requirements?
  2. Which organizations should be PCI DSS compliant?
  3. What is the purpose of the PCI DSS Security Audit Procedures?
  4. What is the process for obtaining the PCI DSS Compliance?
  5. What are 3 (three) steps for adhering to the PCI DSS?
  6. How does VISA define the levels of the PCI DSS Compliance?
* Answer the following questions based on the information located above:
  1. Describe the levels of the PCI DSS Compliance as defined by VISA?
  2. For the 12 core requirements of the PCI DSS standard, what are 3 (three) steps or phases for assessing and reviewing compliance with the PCI DSS Standard?
  3. What are the PCI DSS procedures used when auditing an organization for security?
  4. What is the purpose of the PCI DSS Security Audit Procedures?
  5. Describe the process for obtaining the PCI DSS Compliance?