1. 암호화 알고리즘들

Cipher Suite: TLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_CCM\_8

키 교환: ECDHE(Elliptic Curve Diffie Hellman Exchange, 타원 곡선형 디피-헬만 교환)

인증: ECDSA(Elliptic Curve Digital Signature Algorithm, 타원 곡선형 디지털 서명 알고리즘)

내용 암호화: AES128

1. 키값의 크기: 256 bits
2. 키값은 직접 입력하지 않았고 californium 라이브러리에 있는 인증서 형식을 그대로 사용하였습니다.