|  |  |  |  |
| --- | --- | --- | --- |
| ID | NAME | DESCRIPTION | RATIONALE/SECURITY GOALS |
| R01 | Login | Logging in to the system to verify the person casting the vote and to register that the vote has been casted | Verification of user having valid vote in the election |
| R02 | Recognition | The users will be recorded through a camera for the entirety of the process till they finish the voting | This will eliminate the chances of spoofing. |
| R03 | Privacy of the user | The user-name or any information about the user should be encrypted or hashed. | The user should not have their identity exposed |
| R04 | Secured Voting | The user will be able to cast the vote in a secure channel | Third party should not be able to alter the votes of the user |
| R05 | Physical Security | Ensuring the security of the physical components of the system, such as servers and voting machines | To prevent unauthorized access. |
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