1. 技术方向：网络安全态势感知系统
2. 功能和应用领域
   1. 功能
      1. 全流量数据采集和分析，网络内容可视化分析
      2. 日志分析：安全设备日志、计算设备日志采集和分析
      3. 资产管理：服务器 、网络设备、安全设备等发现和管理
      4. 大数据分析：对系统采集的数据进行管理和分析
      5. 威胁发现和防御：发现系统中的攻击并进行清洗
      6. 可视化呈现：对当前网络或者系统的安全态势进行展示
   2. 应用领域

区域或者被保护系统的安全态势分析和安全防护

1. 技术领先性
   1. 能够支持Tb级海量数据的全流量采集和分析
   2. 除了安全设备、网络设备外，支持对计算设备的日志采集和分析、管理
   3. 对大流量DDOS攻击的检测和防御
   4. 支持对网络流量的定制化处理