# 70-410 Lesson 17 Configuring Security Policies

15 Multiple Choice

5 Short Answer

For study purpose, no need to submit. Questions may appear in tests for this class.

You may need online research for some of the questions.

Feel free to ask the instructor when you have difficulties.

***Multiple Choice***

1. What are the two categories of security settings within Group Policy? Select two answers.

a. User

b. Workstation

c. Administrator

d. Computer

2. Computer Configuration node security settings include several security areas. Which of the following is NOT one of them?

a. Account Policies

b. Local Policies

c. Restricted Groups Policy

d. Wireless Network Policies (IEEE 802.3)

3. What are the three primary event logs?

a. Application, Forwarded, and System

b. Application, Security, and Setup

c. Application, Security, and System

d. Application, System, and Setup

4. What impacts the types of logs and events logged on a server?

a. Hardware installed

b. Roles installed

c. Users logged in

d. Physical orientation

5. What is the default size for each of the three Event logs?

a. 16,384 KB

b. 8,192 KB

c. 32,768 KB

d. 65,536 KB

6. What policy setting enables you to specify group membership lists, allowing you to control membership in important groups, such as the local Administrators and Backup Operators groups?

a. Grouping Members policy

b. Restricted Groups policy

c. Special Identities policy

d. Members Only policy

7. What is a collection of configuration settings stored as a text file with an .inf extension?

a. Security template

b. Policy configuration

c. Deployment list

d. Right assignment

8. When does Windows apply Computer Configuration policies by default?

a. As the user logs in

b. When the computer shuts down

c. As the user logs out

d. When the computer starts up

9. When does Windows apply User Configuration policies by default?

a. As the user logs in

b. When the computer shuts down

c. As the user logs out

d. When the computer starts up

10. Regarding security templates, a strategy plan should consider \_\_\_\_\_\_.

a. departmental roles

b. workstation locations

c. individual users and job functions

d. computer roles

11. What is the simplest way to deploy a security template on several computers simultaneously?

a. Importing the security template into a GPO

b. Delegating the template to the on-site administrators

c. Linking the template to the applicable domain controller

d. Saving a copy of the template to each computer

12. What is the purpose of the Audit Policy section of a local GPO?

a. Administrators can log successful and failed security events, such as logon events, database errors, and system shutdown.

b. Administrators can log successful and failed security events, such as loss of data, account access, and object access.

c. Administrators can log successful and failed events, forwarded from other systems.

d. Administrators can log events related specifically to domain controllers.

13. You create a GPO that contains computer settings, but not user settings. What can you do to quicken GPO processing?

a. You can set the priority higher for the configured setting area.

b. You can manually refresh the GPO settings.

c. You can disable the setting area that is not configured for faster processing.

d. Regardless of whether part or all of a GPO is configured, the GPO is processed at the same speed.

14. What are the two interfaces for creating and managing local user accounts a computer joined to the domain?

a. Control Panel and ADAC

b. User Accounts control panel and the Local Users and Groups snap-in for MMC

c. ADAC and the Active Directory of Users and Computers snap-in for MMC

d. Server Manager and PowerShell

15. What did Microsoft introduce in Windows Server 2012 to ensure users with administrative privileges still operate routine tasks as standard users?

a. New Group Policy and Local Security Policy

b. Secure desktop

c. User Account Control (UAC)

d. Built-in administrator account

***Short Answer***

1. Can audit policy be configured to audit successes, failures, or both?

2. What is the easiest way to deploy a security template on several computers simultaneously?

3. When does Windows reapply most Group Policy settings?

4. Because of UAC, what does Windows Server 2012 display when a standard user attempts to perform a task that requires administrative privileges?

5. What command-line tool allows you to force a manual refresh after modifying Group Policy settings?