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| Description:  The User wants to log in into his blog account, but he’s forgotten his password. For this purpose, he goes to a log in form clicking on the “Login” in the upper right corner.  The system leads User to a page where he can enter the email address associated with the account. The system sends a message to user account's email address included a password reset code. User enters this code into the text field on the password reset page and clicks “Continue”. Afterwards user can set a new password on the next page. |
| The initial conditions:  The registered user wants to log in to his blog account but he’s forgotten his password. |
| Acceptance criteria:  The user has successfully reset his account and set new password |
| Main scenario:   1. User goes to login form 2. User clicks on “Forgot password ?” 3. System takes user to a page where he can enter the e-mail address associated with the account. 4. User enters the e-mail address. 5. System validates entered e-mail address 6. System immediately send a message to user account's e-mail address. 7. The e-mail includes a code which is valid for 30 minutes 8. User enters the code into the proper text field and presses “Continue“ button 9. User is prompted to select a new password 10. The system validates the password- it has to be at least 10 characters long and includes uppercase, lowercase letters in English, numbers, and symbols 11. User repeats the password in “repeat new password” field and presses “Change password” button. 12. The system validates new password and repeated password -they should be the same. 13. Resetting password log user out of all his active sessions 14. User goes back to the log in form to log in with new password |
| Alternative scenarios and extensions:  The system validates the “Reset Password” form.  User has left an “e-mail” or “code field” in the form empty or has completed them incorrectly (e.g. without “@”).   1. The system generates an error message 2. User completes the form correctly   The system validates the “Change Password” form.  Password has to be at least 10 characters long and includes uppercase, lowercase, numbers, and symbols and be precisely the same as repeated password.  User has completed “password field” incorrectly, leaves it empty, or password and new password are not equal.   1. The system generates an error message 2. User completes the form correctly |