**RPMS:**

For normal production support work you can register with red hat server and do a yum install package name.

Please follow the below site for registration with red hat server

<https://access.redhat.com/documentation/en-US/Red_Hat_Satellite/5.6/html/Client_Configuration_Guide/sect-Red_Hat_Satellite-Client_Configuration_Guide-Configuring_Client_Applications-Registering_Clients_with_RednbspHat_SatellitenbspServer.html>

**Best approach with \***

Step 1: For all cases, get the List of RPMS

yum install php\* mysql\*

yum install php\*

yum install mysql\*

It will install dependent packages.

\*meaning is all. We give \* because we don’t want to know the exact package name. This is the best approach. If you install some extra packages you can uninstall it .Extra RPM’S wont cause any problem by the way if you forget to uninstall

Just for information nodeps option can be used in yum .not for remembering

**Approach without \* (**not required to remember, mostly correct**)**

**Example: For All cases**

**Case 1: 1 package is there mysql**

**yum install mysql**

**Case2 :3 packages are there mysql,php.vsftpd**

**yum install mysql**

**yum install php**

**yum install vsftpd**

**or you can do**

**yum install mysql php vsftpd**

The RPM installation i.e given above is correct

Suppose for ntp 3 packages are there (are dependent)

1. First yum install pkg1

Pkg1 will be installed

All the dependent packages will be installed

Read create repo when you have time not now

You need license to register with REDHAT SERVER .That Project Manager has the license.so we need to contact him user id and password, which will be used for registrationcool. Remember this much now. It will be clearer in project cool like asking manager do you have the username and password. Else how to get user id and password as in previous company our manager provides it.else tell the steps how to create use rid and password from license. But for now just remember contacting manager for user id and password.

**Remember this much now.It will be more clear in project cool**

1) In some cases the RPMS won’t be installed until the dependencies are installed.

So you have to install the RPM with the nodeps option

rpm –Uvh –nodeps rpmname.rpm

2) If all the installation RPMs are present in same directory then the rpm command can automatically install with the help of aid option.

**Kernel Tuning**

Kernel Tuning in REDHAT LINUX is through /etc/sysctl.conf

sysctl –a (to view the settings)

sysctl –p (to load the settings)

Please refer the site <http://www.cyberciti.biz/faq/linux-kernel-etcsysctl-conf-security-hardening/>

**Logical Volume Manager**

Please follow the below site for LVM.

http://www.linuxhomenetworking.com/wiki/index.php/Quick\_HOWTO\_:\_Ch27\_:\_Expanding\_Disk\_Capacity#.V6xGpPl97IU

1. **Extending the Logical volume**

lvextend -L+200M /dev/VolGroup/VolGroupMnt

resize2fs /dev/VolGroup/VolGroupMnt

2)**Reducing the Logical volume**:

i.- Backup all data from LV in another partition

ii- Umount the LV partition $ umount /dev/VolGroup/VolGroupMnt

iii).- Check the filesystem to be reduced $ e2fsck -f /dev/VolGroup/VolGroupMnt

iv).- Reduce the filesystem on LV partition

$ resize2fs /dev/VolGroup/VolGroupMnt 200M

resize2fs 1.39 (29-May-2006)

Resizing the filesystem on /dev/VolGroup/VolGroupMnt to 204800 (1k) blocks.

The filesystem on /dev/VolGroup/VolGroupMnt is now 204800 blocks long.

Note : in this case the '200M' is the filesystem final size

v)- Reduce the LV partition $ lvreduce -L200 /dev/VolGroup/VolGroupMnt

3)**lvmdiskscan command:**

You can scan for block devices that may be used as physical volumes(to be used for lvm) with the **lvmdiskscan** command, as shown in the following example.

https://access.redhat.com/documentation/en-US/Red\_Hat\_Enterprise\_Linux/6/html/Logical\_Volume\_Manager\_Administration/physvol\_admin.html

4) **lvmdump create lvm2 information dumps for diagnostic purposes**

lvmdump is a tool to dump various information concerning LVM2. By default, it creates a tarball suitable for submission along with a problem report.

<http://linux.die.net/man/8/lvmdump>

5) Displaying information on failed devices.

vgs It shows more information about the failed device i.e volume group.

[root@link-07 tmp]# **vgs -P -o +devices**

Partial mode. Incomplete volume groups will be activated read-only.

VG #PV #LV #SN Attr VSize VFree Devices

vg 9 2 0 rz-pn- 2.11T 2.07T unknown device(0)

vg 9 2 0 rz-pn- 2.11T 2.07T unknown device(5120),/dev/sda1(0)

lvs :it shows more information about the logical volume that have failed.

[root@link-07 tmp]# **lvs -P -a -o +devices**

Partial mode. Incomplete volume groups will be activated read-only.

LV VG Attr LSize Origin Snap% Move Log Copy% Devices

linear vg -wi-a- 20.00G unknown device(0)

stripe vg -wi-a- 20.00G unknown device(5120),/dev/sda1(0)

https://access.redhat.com/documentation/en-US/Red\_Hat\_Enterprise\_Linux/4/html/Cluster\_Logical\_Volume\_Manager/partial\_output.html

**Swap**

Swap space is used when the amount of physical memory (RAM) is full. If the system needs more memory and no more RAM is available, inactive pages in memory are moved to the swap space. Swap should not be considered as a replacement of RAM memory because swap space is on hard drives and I/O access to hard drives is slower than I/O access memory.

**https://access.redhat.com/documentation/en-US/Red\_Hat\_Enterprise\_Linux/3/html/System\_Administration\_Guide/s1-swap-adding.html**

**LVM SWAP**

<https://access.redhat.com/documentation/en-US/Red_Hat_Enterprise_Linux/5/html/Deployment_Guide/s2-swap-creating-lvm2.html>

This example assumes that the swap is already created LogVol02 with 256.Size.You need to create a logical volume for swap.Like in normal scenario we create logical volume with chunks of data from volume group.Here we are creating logical volume not from volume group,but from swap.and then create filesystem on swap or format the new swap space.(both are same.)Then activate the newly created “extended logical volume”

In swap while formatting we don’t do directory entry in /etc/fstab like we do in raid ,lvm

Because swap is additional Ram .so it is not having any mount point. Just the swap filesytem.

**Extending Swap on LVM**

<https://access.redhat.com/documentation/en-US/Red_Hat_Enterprise_Linux/6/html/Storage_Administration_Guide/ch-swapspace.html>

Here in this example it is lvresize with + and in Lin1 it lvextend with +.Both will work .

For reducing search google if you get any requirement

**Swap files:**

[**http://tldp.org/HOWTO/Partition/setting\_up\_swap.html**](http://tldp.org/HOWTO/Partition/setting_up_swap.html)

**when you have time read it.Not mandatory for swap creation or extension.**

**Bonding in RHEL 6**

<https://access.redhat.com/documentation/en-US/Red_Hat_Enterprise_Linux/6/html/Deployment_Guide/s2-networkscripts-interfaces-chan.html>

**Troubleshooting /Interview question**

Modes of Bonding : <http://www.cloudibee.com/network-bonding-modes/>

This mode entry has to be done in /etc/modprobe.conf as is given in the site

<http://www.cyberciti.biz/tips/linux-bond-or-team-multiple-network-interfaces-nic-into-single-interface.html>

It can be text entry or numeric entry also

As sarat told,you can load the bonding module first as given in the redhat site and also can also use the modinfo given in the redhat site first.Then after making the mode entry as given in the site <http://www.cloudibee.com/network-bonding-modes/>, you can load the bonding module again.No problem with that.cool

**Squid Configuration in RHEL 6**

Practical scenario

1. - Configure the squid proxy server on port 3128 on rhel6 server (192.168.1.10) allowing internet access to 192.168.1.0/24 but blocking msn.com site to access. Test it connecting from node01 (192.168.1.101).

**Solution**:

yum install squid

chkconfig squid on

service squid start

Make the following entries in /etc/squid/squid.conf

**Creating the Acls**

**acl localnet src 192.168.1.0/24**

**acl filterurl url\_regex msn.com**

**Giving and Denying Access**

**http\_access deny filterurl**

**http\_access allow localnet**

**http\_access allow localhost**

**http\_access deny all**

**service squid restart**

1. Open port 3128 TCP/IP on the firewall and make sure that squid service will run without any SElinux interference. **–**
2. **-A INPUT -m state --state NEW -m tcp -p tcp --dport 3128 -j ACCEPT --> /etc/sysconfig/iptables**
3. **service iptables restart**
4. **setsebool -P squid\_connect\_any 1**

**Client**

**node01> firefox**

**Edit --> Preferences --> Network --> Connection --> Settings Manual Proxy Configuration**

**Proxy HTTP 192.168.1.10 Port 3128**

\* With firefox browser try to access to www.google.com. Verify that logs on /var/log/squid register the action . node01> firefox --> www.google.com (as usual)

\* With firefox browser try to access to www.msn.com. Verify that logs on /var/log/squid register the action . node01> firefox --> www.msn.com --> '**Access Denied.**

' /var/log/squid/access.log --> '1300712175.270 3 192.168.1.2 **TCP\_DENIED/403** 4227 GET http://www.msn.com/ - NONE/- text/html'

**How To Detect Lun/SCSI Disks in Redhat Linux:**

**Whenever a disk is provisioned by storage team, no matter what storage mechanism they use, from OS if we want the disk to be detected, we run the commands given in the site.**

=====================================================================================[**http://www.unixarena.com/2013/06/how-to-scan-new-fc-luns-and-scsi-disks.html**](http://www.unixarena.com/2013/06/how-to-scan-new-fc-luns-and-scsi-disks.html)

**In the above site it is given first section as scanning FC luns in Red Hat Linux and in the 2nd section as Scanning SCSI disks in Red Hat Linux. Actually in 1st section both SCSI disks and fc luns are scanned where as in second section only scsi disks are scanned.cool**

Normal scanning is SCSI disks, but **incase fiber channel is there you can use the fcluns also for scanning.**

**The three values stand for channel, SCSI target ID, and LUN. The dashes act as wildcards meaning "rescan everything"**

The problem of a SCSI bus rescan (for bus in `ls /sys/class/scsi\_host`;do echo Scanning $bus; echo "- - -" > /sys/class/scsi\_host/$bus/scan; done )is, that it will only detect new devices. Can a existing or missing device be rescanned?

Sure, here is it

echo 1 > /sys/block/sdau/device/rescan

so "sdd" is an example existing device (not newly added) to be rescanned

Rescan Sdd :

echo 1 > /sys/block/sdd/device/rescan

echo 1 > /sys/block/sdau/device/rescan

or

echo 1 > /sys/block/sda/device/rescan  or

echo 1 > /sys/block/sdb/device/rescan

**Imp: For existing device remember this concept. The existing device can be lun or fdisk also**

**1 is for enable, 0 is for disable**

**This 1 is not related to echo 1 given in Scanning FC-Luns in RedHat Linux section in site**

**http://www.unixarena.com/2013/06/how-to-scan-new-fc-luns-and-scsi-disks.html as that is for new**

**Device scanning and this is for old device and missing scanning**

**=====================================================**

**Troubleshooting /Interview question**

**1)wwn number of HBA card : # when both fc luns and scsi are used or only fclun is used you can use systool-c fc\_host -v | grep "port\_name"**

**When only SCSI disks are used: systool-c scsi\_disk -v | grep "port\_name"**

**If this does not work : systool-c scsi\_host -v | grep "port\_name**

**2)If Luns will not be detected ,then**

**i)Reboot**

**ii)scanning step**

**Suppose They tell in Interview that it is a production box and cannot reboot ,then follow the below link if Jitesh does not replies.After you go to project you can also see Redhat Sites.**

**======**

[**https://library.netapp.com/ecmdocs/ECMP1654943/html/GUID-A4BCB4F4-5B17-463B-8AF2-21B9662D8C7A.html**](https://library.netapp.com/ecmdocs/ECMP1654943/html/GUID-A4BCB4F4-5B17-463B-8AF2-21B9662D8C7A.html)

**This site will work for SCSI disks .In this site ,which er generic will work,for special lun case you can serach at that time,”how to check SCSI mappings when scsi disks are not detecting in Linux”.Cool**

**3)Hardware issues**

**i)Hardware Failed (HBA Failed,HBA need to replace.)**

**ii)Locord Failed (Open Case and replace locord.)**

**Scenario:**

Storage device 1 luns, multipath not setup. How do we know the path to the lun

# cat /proc/scsi/scsi

Details in the site: http://linoxide.com/storage/show-luns-allocated-on-linux/

If multipathing is not set up ,then server connects with storage through hba card using single path. The hba card will have one single port on to which the cable will be attached .For 2 hba cards ,,we have to go for multipathing .

**Imp:**

For 2 HBA cards with single lun, multipathing is required.

For 2 HBA cards with 2 luns with 1 lun for each hbacard .this is a very ambiguous case so need to consider.

**Multipath in RedHat Linux**

If Multipathing is set up, then server connects with storage through multiple hba cards which have their own ports and each port is assigned a cable so that it can be connected to san

Suppose a Linux box is there and you have two HBA cards with each one having individual port .You need to connect to san. With individual port one cable will be attached and total 2 cables will be attached to 2 ports. This can be done if you have multipath setup. If one cable, attached to the port fails, data can go through other. Types of data ports which are special for HBA

1) Fiber Port

2) Ether

3 ) SCSI

These are not normal ports but special kinds of data ports for HBA.

Steps:

1. Install device-mapper multipath rpm

yum -y install device-mapper-multipath

1. Edit the multipath.conf file

comment out the default blacklist

change any of the existing defaults as needed

save the conf file

Basic Configuration of Linux Device Mapper Multipathing

Configuration file is /etc/multipath.conf file, take a backup of it. Edit the configuration file to ensure you have the following entries uncommented out.

defaults {

user\_friendly\_names yes

}

blacklist {

devnode “sda”

}

The blacklist includes the devices which are not to be configured in Multipathing. For example, Lets say our OS installed disk is /dev/sda. So the first entry in the blacklist will exclude them. Same for IDE drives (hd).

In multipath.conf file following are the meanings.

devices=storage devices

multipath =multipath devices details.

3 .service multipathd start

Imp: Multipath device: A multipath device is a combination of all the aggregrated paths combined together.

Case 1: Storage device 1 luns multipath setup.

In this case

[root@linux1 ~]# multipath -l

mpathb (360014051f89d2bb3300470fa7d4baa10) dm-2 LIO-ORG ,lun0

size=2.0G features='0' hwhandler='0' wp=rw

|-+- policy='service-time 0' prio=0 status=active

| `- 1:0:0:0 sdb 8:16 active active running

`-+- policy='service-time 0' prio=0 status=enabled

`- 2:0:0:0 sdc 8:32 active active running

The above output shows 1 LUN (mpathb) with 2 paths (sdb and sdc). Linux Multipathing basic configuration is done

Whatever devices are set up in multipathing all will work.That might be luns or scsi disks.

In the above case in RHEL box 2 HBA cards are there .so OS detects 2 devices /dev/sdb and /dev/sdc. Actually there is 1 lun provided by San team to the Linux box

Which is connected to the Linux box by 2 HBA cards .So due to 2 HBA cards, os detects as 2 devices .After multipath is set up, mpathb is the single lun and 2paths sdb and sdc which are connected to the storage with cable.

After the multipath is set up,it will create a single device with a unique WWID which will represent previous 2devices.

Imp: Initially hbacads have 2 wwn numbers .That is not related to the wwid as it is not given in the site (<http://www.datadisk.co.uk/html_docs/redhat/rh_multipathing.htm>) and that is for hba cards and this is for the 1 lun mpathb which has 2 paths sdb and sdc.

Case 2:

Suppose 2 luns are there and both of them are assigned to the single server by 2 hba cards each. Then check the site and find out that time( <http://www.datadisk.co.uk/html_docs/redhat/rh_multipathing.htm>)

Also see the above eample.

This will be the output

[root@linux1 ~]# multipath -l

mpathb (360014051f89d2bb3300470fa7d4baa10) dm-2 LIO-ORG ,lun0

size=2.0G features='0' hwhandler='0' wp=rw

|-+- policy='service-time 0' prio=0 status=active

| `- 1:0:0:0 sdb 8:16 active active running

`-+- policy='service-time 0' prio=0 status=enabled

`- 2:0:0:0 sdc 8:32 active active running

mpathd (360014051f89d2bb3300470fa7d4baa112) dm-2 LIO-ORG ,lun0

size=2.0G features='0' hwhandler='0' wp=rw

|-+- policy='service-time 0' prio=0 status=active

| `- 1:0:0:0 sdd 8:16 active active running

`-+- policy='service-time 0' prio=0 status=enabled

`- 2:0:0:0 sde 8:32 active active running

The above output shows 1 LUN (mpathb) with 2 paths (sdb and sdc). And another 1 LUN mpathd with 2 paths (sdd and sde).

Imp: Same Concept will work for SCSI disks

**Linux Disk Usage in Quotas**

Lin1 PDF (disk quotas) normal scenario

Soft limit: The maximum blocks user can have on a partition.

Hard Limit: The maximum blocks/inodes a quota user may have on a partition when a grace period is set

**Assume grace period is set**.

Soft limit:

===========

User will get warning for 7 days that their soft limit link has exceeded .After 7 days ,the user is barred from using additional disk space or files. Within 7 days also it should not exceed hard limit value.

Hard limit:

==========

The maximum blocks/inodes a quota user may have on a partition when a grace period is set. Users may exceed a soft limit, but they can never exceed their hard limit.

Meaning of the above line is when the grace period is set, users cannot exceed the hard limit value.

**Assume grace period is not set:**

Soft limit: The maximum blocks user can have on a partition

Hard limit will be 0 since grace period is not set.

**OS Hardening in RHEL6**

**Linux Server Hardening :**

**Encrypt transmitted data whenever possible with password or using keys / certificates:**

**1.Use scp, ssh, rsync, or sftp for file transfer**

**Avoid Using FTP, Telnet, And Rlogin**

**2: Minimize Software to Minimize Vulnerability**

**# yum list packageName**

**# yum remove packageName**

**#4: Keep Linux Kernel and Software Up to Date**

**# yum update**

**#5: Use Linux Security Extensions**

**SElinux, strong password, password aging,lock accounts with many failures,**

**#7: Disable root Login**

**use sudo**

**#8: Physical Server Security**

**You must protect Linux servers physical console access. Configure the BIOS and disable the booting from external devices such as DVDs / CDs / USB pen. Set BIOS and grub boot loader password to protect these settings**

**#9: Disable Unwanted Services**

**# chkconfig --list | grep '3:on'**

**To disable service, enter:**

**# service serviceName stop**

**# chkconfig serviceName off**

**#11: Configure Iptables and TCPWrappers**

**12: Linux Kernel /etc/sysctl.conf Hardening**

**#13: Separate Disk Partitions**

**/usr /home/**

**#13.1: Disk Quotas**

**#16: Use A Centralized Authentication Service**

**Above are most important but can refer below sites :** [**http://www.cyberciti.biz/tips/linux-security.html**](http://www.cyberciti.biz/tips/linux-security.html)

https://access.redhat.com/discussions/637373

**Xinetd/TCPWrappers in RHEL6**

**1) What is xinetd**

**xinetd is the basic network access daemon that runs on a Linux box and manages network related services.**

**2)How is xinetd related to tcp wrappers**

**xinetd is the base of tcpwrappers**

**Tcp wrapper is additional network security .Normal security for ssh and ftp and other is given through their configuration files. For additional network security(details given in the** [**http://www.tecmint.com/block-ssh-and-ftp-access-to-specific-ip-and-network-range/**](http://www.tecmint.com/block-ssh-and-ftp-access-to-specific-ip-and-network-range/)**) and (**[**http://www.cyberciti.biz/faq/tcp-wrappers-hosts-allow-deny-tutorial/**](http://www.cyberciti.biz/faq/tcp-wrappers-hosts-allow-deny-tutorial/)**)**

**We use tcp wrappers. It is something like firewall not exact firewall.**

**So bottom line for any requirement**

1. **check in google whether you can block through configuration files(e.g vsftpd.conf and sshd\_config)**
2. **If you don’t get the solution for example the cases which given in the site**
3. [**http://www.tecmint.com/block-ssh-and-ftp-access-to-specific-ip-and-network-range**](http://www.tecmint.com/block-ssh-and-ftp-access-to-specific-ip-and-network-range)
4. [**http://www.cyberciti.biz/faq/tcp-wrappers-hosts-allow-deny-tutorial/**](http://www.cyberciti.biz/faq/tcp-wrappers-hosts-allow-deny-tutorial/)

**We have to use tcp wrappers**

**It has got 2 files like**

**/etc/hosts.deny and /etc/host.allow files**

**https://www.centos.org/docs/5/html/Deployment\_Guide-en-US/ch-tcpwrappers.html(Read the section TCP Wrappers configuration files from the site)**

1. **xientd configuration file and directory**

**The configuration files and directory for xinetd are as follows:**

**/etc/xinetd.conf — The /etc/xinetd.conf file contains general configuration settings which effect every service under xinetd's control. It is read once when the xinetd service is started, so for configuration changes to take effect, the administrator must restart the xinetd service. Below is a sample /etc/xinetd.conf file:**

**/etc/xinetd.d/ directory — The files in the /etc/xinetd.d/ directory contains the configuration files for each service managed by xinetd and the names of the files correlate to the service.**

**For more details refer the site :https://access.redhat.com/documentation/en-US/Red\_Hat\_Enterprise\_Linux/3/html/Reference\_Guide/s1-tcpwrappers-xinetd-config.html**

**4)tcp wrapper example**

**How to restrict IP so that rest ips dont use ftp server:**

**Add tcp\_wrapper=yes in /etc/vsftpd.conf & add suspicious ip in /etc/hosts.deny**

**Performance Tuning in RHEL6:**

[**https://access.redhat.com/documentation/en-US/Red\_Hat\_Enterprise\_Linux/6/html-single/Performance\_Tuning\_Guide/**](https://access.redhat.com/documentation/en-US/Red_Hat_Enterprise_Linux/6/html-single/Performance_Tuning_Guide/)

**High value of swappiness: high io performance ,swaps less active processes out of physical memory**

**Low value of swappiness : Low io performance,avoid swapping less active process out of physical memory**

**Patching on source code in RHEL6**

<https://www.kernel.org/doc/Documentation/applying-patches.txt>

<http://www.cyberciti.biz/faq/appy-patch-file-using-patch-command/>

**NTP**

Lin2 pdf:Lab 1

<http://www.linuxhomenetworking.com/wiki/index.php/Quick_HOWTO_:_Ch24_:_The_NTP_Server#.V-UAcPl97IU>

<http://www.cyberciti.biz/faq/rhel-fedora-centos-configure-ntp-client-server/>

Here 2 iptables rule is there.

**NTP Client: UDP port 123 should be open (to allow incoming connections from NTP server)**

**NTP Server**: 2 firewalls rules are there for connection with NTP client and stratum server.

Then ntpq –p for stratum server synchronization.

If error is there after ntpq –p, first enable the firewall and then check according to error

Don’t mix the query concept with firewall. If a server is not able to query does not mean it won’t be able to send connections. Stratum servers are not allowed to query ntp server, but connections can happen.

**Troubleshooting**

**1)SELinux in NTP Server and Client**

**2)DNS of all NTP SERVER AND client and startum servers**

**3)UDP port in NTP Client and TCP and UDP Port in NTP Server.**

**4)ntpdate –q (in NTP client to start initial synchronization**

**5)ntpq -p(in NTP Server to check synchronization is happening properly**

**6)All the servers should be up and running(ping to test this from one server to other.else contact server owner.(ping client from server,ping server from client and ping startum server from NTP serve.)**

**7)Entry in ntp.conf in both client and server**

**Kernel Modules in RHEL6**

1) A kernel module can be plugged in and removed as needed**.**

2) It increases the system performance and decreases the boot time**.**

3) Failure to a kernel module does not lead to entire system failure.

To Know list of kernel modules installed use lsmod command.

***$ lsmod***

***Module &nbs Size Used by***

***xt\_CHECKSUM 921 1***

***...***

***ip\_tables 9541 3 iptable\_mangle,iptable\_nat,iptable\_filter***

...

To display more information about a Kernel module use 'modeinfo' command

: ***$ modinfo ip\_tables***

***filename: /lib/modules/2.6.32-71.el6.i686/kernel/net/ipv4/netfilter/ip\_tables.ko***

***description: IPv4 packet filter***

***author: Netfilter Core Team***

***license: GPL***

***srcversion: DC70E5A33C988577C75C5E0***

***depends***

***vermagic: 2.6.32-71.el6.i686 SMP mod\_unload modversions 686***

To load/unload a Kernel Module and all its dependencies use 'modprobe' command :

Loading

To load a kernel module, run the **modprobe <module\_name>** command as root

. For example, to load the **wacom**module, run:

modprobe wacom

By default, **modprobe** attempts to load the module from the **/lib/modules/<kernel\_version>/kernel/drivers/** directory. In this directory, each type of module has its own subdirectory, such as **net/** and **scsi/**, for network and SCSI interface drivers respectively.

Remember above

Details in site: https://access.redhat.com/documentation/en-US/Red\_Hat\_Enterprise\_Linux/6/html/Deployment\_Guide/sec-Loading\_a\_Module.html

***$ modprobe -r wacom***

It unloads the wacom Kernel module

Remember above:

Details in site : <https://access.redhat.com/documentation/en-US/Red_Hat_Enterprise_Linux/6/html/Deployment_Guide/sec-Unloading_a_Module.html>

Remember only for loading and unloading of module.Deletion or otherthing when you get requirement in project you can see google. not now.cool

=====================================

**Kernel Upgrade in RHEL6**

kernel upgrade:

---> rpm -ivh kernel-<kernel\_version>.<arch>.rpm

Use -i argument with the **rpm** command to keep the old kernel. Do not use the -U option, since it overwrites the currently installed kernel, which creates boot loader problems

ls /lib/modules (will show both kernels)

ls /boot/vmlinuz\* (check both linux images)

**For details refer the site :** **https://access.redhat.com/documentation/en-US/Red\_Hat\_Enterprise\_Linux/6/html/Deployment\_Guide/ch-Manually\_Upgrading\_the\_Kernel.html**

**Setting Path in RHEL6**

I. **Particular User**

**Steps:**

**1) Log in with username**

**2) Make changes in /etc/bash\_profile**

Changes are done permanently

**2. For all users**

**Steps:**

**1)Log in as root**

**2)Make changes /etc/profile**

Changes are done permanently

**Temporary purpose:**

For temporarily purposes we can use export .In situations where you want the settings temporarily, you can use export command.

**Note**: This export path we can use for one user as well as for all users depending on how we login. If we log in as individual user we can use export for individual. If we login as root we can use export for all users

**Imp:**

From the site given above only refer to the syntax given for the concepts above, not everything in the site.

<http://computernetworkingnotes.com/command-line-tools/linux-environment-variables.html>

**Pam\_limits in RHEL6**

**Definition from lin1**

**And 2 examples given in lin1 (nproc and hard limit)**

**From PDF**

The PAM module ***pam\_limits***, activated by default for all users, sets limits on the system resources in a user/group session. These limits are configured on ***/etc/security/limits.conf*** file

The practical meaning of the above line is “You have to make changes as root and then test using individual user (john)”

**Not sure if it supports group setting .For group testing,if you get any requirement search in google and get.the answer that time.for the time remember for user.**

**Pam\_tally2 and pam\_linit comparison**

pam\_tally2 is a command in RHEL 6 which is used to reset the user count .Remember this much for now

This is the link )[https://www.quora.com/Red-Hat-Enterprise-Linux-How-can-I-unlock-a-user-using-pam\_tally-command](https://www.quora.com/Red-Hat-Enterprise-Linux-How-can-I-unlock-a-user-using-pam_tally-command" \t "_blank))

For other usage of pam\_tally2 serach in google (pam\_tall2 command in RHEL 6 .when you have time .)

PAM Limit

Because hardware resources are finite it is necessary to limit the system resources in order to provide equal quality of

services to all system users. Limits can be implemented in CPU/memory usage via pam\_limits .

HSBC question :it can be done by pam\_tally2.Refer this link (<https://setaoffice.com/2010/04/08/linux-denying-user-access->

after-reseting-password/) also it can be done using pam limits.Just remember this much

**Mail Servers Configuration and support in RHEL 6**

The most common type of Mail servers used in production support is mail will be send from Linux box to windows box via the smtp server

So For Linux box you need to remember the following

1) Install the packages

2) Domain Entry

3) sendmail,cf = SMTP server entry

4) Restart service

The windows box which will receive mail and the smtp server will be managed by windows team. They will put Linux box entry in their configuration.

**Troubleshooting Mail Issues:**

1) Incomplete RPM installation

2) Both the Linux box and the windows box and the SMTP server should be up and running

3) DNS of both servers and SMTP server should be configured.

4) Windows team informs that the SMTP server is down.Enter the new server detail in sendmail.cf and restart service.

5) telnet mailserver from RHELbox with port 25 .

If problem then need to enable firewall on tcp and udp port

6)Some users will not be able to send mail.contact messaging team.

DNS,and up and running of Windows server and smtp server will be taken care by windows team.

No need to worry about that

7) SELinux for RHEL Box is not required as this is the client. It is required for SMTP server.

Not sure whether it is required for windows client or not.You can tell to them to check the selinux settings at their end i.e both for SMTP server and windows client .cool.If it requires for both,they will check for both.If it requires for only smtp server then,they check for only smtp server.That is their responsibility>no need to think about that

======

In the top it is written as “They will put Linux box entry in their configuration”.that is windows responsibility. No need to worry about that. All the windows related are to be taken care by windows team. Remember this much. Depending on situation or error you can contact them .cool. Domain entry in windows box will also be taken care by windows team since it is their box .cool.Domain entry for windows box and putting Linux box entry to act as server from which mails will come are 2 different concepts. cool. dont mix them

.========

Normal case: telnet servername portnumber from client(ftp,ssh,)

Accept connections in server by iptables.

Ntp is a special case since 3 things are there.

Mail is also a exception

**ACLS in RHEL6**

<https://access.redhat.com/documentation/en-US/Red_Hat_Enterprise_Linux/6/html/Storage_Administration_Guide/ch-acls.html>

**Linux logs server in RHEL6**

**Lin1 everything and /etc/logrotate.conf example from** [**http://www.linuxhomenetworking.com/wiki/index.php/Quick\_HOWTO\_:\_Ch05\_:\_Troubleshooting\_Linux\_with\_syslog#.V-jPCfl97IU**](http://www.linuxhomenetworking.com/wiki/index.php/Quick_HOWTO_:_Ch05_:_Troubleshooting_Linux_with_syslog#.V-jPCfl97IU)

**Veritas Cluster in RHEL6**

**If you install Veritas Storage Foundation you get VXVN(Veritas Volume Manager )1 server minimum.**

**If you install Verita Storage Foundation HA,then you get VEritas Cluster and Veritas Volume Manger (2 servers minimum)**

**Most Important veritas topics:** [**http://thegeekdiary.com/the-ultimate-veritas-cluster-server-vcs-interview-questions/**](http://thegeekdiary.com/the-ultimate-veritas-cluster-server-vcs-interview-questions/)**.The above site has got the best.so read it**

**For production support if you face any issue and not able to resolve,then in google do a Veritas cluster cheat sheet Linux and still not then do individual search of issue**

**Veritas cluster cheat sheet site Linux** <http://www.datadisk.co.uk/html_docs/veritas/veritas_cluster_cs.htm>

**For now rember the questions site and the other individual details which are covered mostly in questions site also and also the introduction part given aove regarding installation of Verita storage foundation and veritas storage foundation ha**

Individual details: (these you can read but mostly will be covered in above site)

==================================

**Resource in veritas cluster**: <http://www.unixarena.com/2012/07/veritas-cluster-concepts.html>

**Seeding in veritas cluster:**

To protect your cluster from a pre-existing network partition, VCS employs the concept of a seed. Nodes can be seeded automatically or manually. Only those nodes that have been seeded can run VCS.

=====

Nodes are seeded automatically in one of the following ways:

* When an unseeded node communicates with a seeded node
* When all the nodes in the cluster are unseeded but able to communicate with each other

**To manually seed a cluster**

* Run the following command from only one of the operational nodes:

gabconfig -x

This command seeds all the nodes that communicate with the node on which you run this command.

Details given in the site : <https://sort.veritas.com/public/documents/sfha/6.1/windows/productguides/html/vcs_admin/ch20s02s06.htm>

Remember the above only.

For any doubt do a goodle search like “what is a node in veritas cluster “ .This is a example.replace node by your doubt.

|  |  |  |  |
| --- | --- | --- | --- |
|  |  | Bring resources online and take them offline | **hares -online resource\_name -sys system\_name**  **hares -offline resource\_name -sys system\_name** |

**how to freeze the cluster service group in vcs:**

[**https://sort.veritas.com/public/documents/vcs/5.1/solaris/productguides/html/vcs\_admin/ch\_admin\_vcs\_from\_cli58.html**](https://sort.veritas.com/public/documents/vcs/5.1/solaris/productguides/html/vcs_admin/ch_admin_vcs_from_cli58.html)

How to flush a service group and when its required ?

Flushing of a service group is required when, agents for the resources in the service group seems suspended waiting for resources to be taken online/offline. Flushing a service group clears any internal wait states and stops VCS from attempting to bring resources online.

To flush the service group **SG** on the cluster node, node01 :

# hagrp -flush [SG] -sys node01

How to bring service group online/offline ?

To online/offline the service group on a particular node :

# hagrp -online [service-group] -sys [node] (Online the SG on a particular node)

# hagrp -offline [service-group] -sys [node] (Offline the SG on particular node)

**Here SG in flush and service-group is same concept that is service group.**

**Bundle of resources us called service group.**

**==========================================**

**Veritas volume manager**

Question:How to create new file system in veritas volume manager

<http://thegeekdiary.com/vxvm-tutorials-creating-volume-and-file-system/>

**Important Veritas volume Manager Concepts:**

[**http://www.unixarena.com/2013/05/veritas-volume-manager-interview.html?bcsi\_scan\_ac85d4f4ee253e53=PTKBIBlu8qWBY5UgjF+OCszTGcMjAAAABpSH5g==&bcsi\_scan\_filename=veritas-volume-manager-interview.html**](http://www.unixarena.com/2013/05/veritas-volume-manager-interview.html?bcsi_scan_ac85d4f4ee253e53=PTKBIBlu8qWBY5UgjF+OCszTGcMjAAAABpSH5g==&bcsi_scan_filename=veritas-volume-manager-interview.html)

**For production support if you face any issue and not able to resolve,then in google do a Veritas volume managerr cheat sheet Linux and still not then do individual search of issue**

**Veritas Volume manager cheat sheet Linux :http://www.datadisk.co.uk/html\_docs/veritas/veritas\_lvm\_cs.htm**

**For now remember the important vxvm concepts and question site in veritas volume manager**

**Samba Configuration in RHEL6**

**1)Definition and Concept from Lin2**

**2)Lab 1 and Lab 2 from Lin2**

**In Lab2 smbclient is not given but understanding is smbclient you can give there also.It is just logging in with the user you created and you trying loggin with the coomand and it will show details of the user like given in the example.check example for details .No need to relate between home.global and directory with this,since it is only for a user.what you have learnt is correct.cool.so you can give smbclient ther also .cool as package is installed in client.For multiple users also you can run smbclient if they are created in server but no need to remember that now.**

**3)<http://www.computernetworkingnotes.com/network-administration/how-to-configure-samba-on-rhel-6.html> (windows file share and rpms and anything if you need cool)**

### **The [ homes] Section**

If a client attempts to connect to a share that doesn't appear in the *smb.conf* file, Samba will search for a [homes] share in the configuration file. If a [homes] share exists, the unresolved share name is assumed to be a Unix username. If that username appears in the password database on the Samba server, Samba assumes the client is a Unix user trying to connect to her home directory on the server.

For example, assume a client system is connecting to the Samba server toltec for the first time and tries to connect to a share named [alice]. There is no [alice] share defined in the *smb.conf* file, but there is a [homes], so Samba searches the password database file and finds an alice user account is present on the system. Samba then checks the password provided by the client against user alice's Unix password—either with the password database file if it's using nonencrypted passwords or with Samba's *smbpasswd* file if encrypted passwords are in use. If the passwords match, Samba knows it has guessed right: the user alice is trying to connect to her home directory. Samba will then create a share called [alice] for her, with the share's path set to alice's home directory.

### **The [printers] Section**

The third special section is called [printers] and is similar to [homes]. If a client attempts to connect to a share that isn't in the smb.conf file and its name can't be found in the password file, Samba will check to see if it is a printer share. Samba does this by reading the printer capabilities file (usually /etc/printcap) to see if the share name appears there.[[1]](https://www.samba.org/samba/docs/using_samba/ch06.html" \l "FOOTNOTE-1) If it does, Samba creates a share named after the printer.

This means that as with [homes], you don't have to maintain a share for each system printer in the smb.conf file. Instead, Samba honors the Unix printer registry if you ask it to, and it provides the registered printers to the client systems. However, there is a potential difficulty: if you have an account named fred and a printer named fred, Samba will always find the user account first, even if the client really needed to connect to the printer.

**For any other directory like storage directory in example**

[tmp]

comment = Temporary file space

path = /tmp

read only = no

public = yes

### The [ global] Section

The [global] section appears in virtually every Samba configuration file, even though it is not mandatory. There are two purposes for the [global] section. Server-wide settings are defined here, and any options that apply to shares will be used as a default in all share definitions, unless overridden within the share definition.

See lab1 and lab2 example.

Read 3 things .They are global, homes and any other directory. Rest you can do while requirement comes. Neglect others.

https://www.samba.org/samba/docs/using\_samba/ch06.html

search by samba configuration file in Linux cool

**Details in site (http://www.computernetworkingnotes.com/network-administration/how-to-configure-samba-on-rhel-6.html)**

The smb.conf file includes two types of comment lines.

* The hash symbol (#) is used describes a feature
* The semicolon (;), used to comment out feature (Add ; to disable the feature, remove ; to enable the feature)

Note down the value of workgroup directory

This is the global section
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It would be same on network for seamless connectivity

Now navigate to **Share Definitions** section By default Samba automatically share the home directory of the logged-in user which is define in the first four lines of this section.   
**browseable = no** limit user to his own home directory. Samba reads home directory information from**/etc/passwd** file so you need not to specify the home directories path.  
![share-home](data:image/jpeg;base64,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)

**2)==================================================**

**In Lab 1 and Lab 2 in Lin2 the detailed rpms list is not given for server and client .The detailed rpms list for server and client is given in the site (**[**http://www.computernetworkingnotes.com/network-administration/how-to-configure-samba-on-rhel-6.html)check**](http://www.computernetworkingnotes.com/network-administration/how-to-configure-samba-on-rhel-6.html)check) **it .RPM installation through yum what you know is correct The computer network sites also has Linux and Linux and some other important concepts.you can refer for any queries. For now you can remember Lin1 and Lin2.In the site in the heading RPM required for Samba Server there are lot of RPMS. Detailed rpm for each case is given individual case cool. For other things search at that time.**

**In computernetworking site it is given as valid users ( 2 times).no need to dig deep in to that just remember what you understand from lab 1and Lab2.cool.Only the RPM parts you can see from here.Mostly it will be same only as the valid user is the home directory will be cool.better just remember the rpm part from computernetworking and remaining from Lab1 and Lab2 but mostly these valid users will be same concept.from computernetworking refer also windows/Linux fileshare cool.remaining different scenarios given in computernetworking(I mean for various cases ,not for single case installing RPM that you see when you get the requirement not now.cool)**

1. **Also refer the bellow site which has details of windows file share .**

[**http://www.computernetworkingnotes.com/network-administration/how-to-configure-samba-on-rhel-6.html**](http://www.computernetworkingnotes.com/network-administration/how-to-configure-samba-on-rhel-6.html)

**If any changes are required change according to Lin2 pdf**

1. **Regarding printers ,go through concept in Lin2 and the 1st conceptual example which has little bit of printers and try to do a google search on how to share printers from Linux to windows using samba or Linux to Linux using samba and modify according to Sayeed pdf.That is not reqd now as not much given in any sites and pdf.cool**

**Search in google like**

**sharing printer from linux to windows using samba:Good site is** [**http://www.tldp.org/HOWTO/SMB-HOWTO-9.html.This**](http://www.tldp.org/HOWTO/SMB-HOWTO-9.html.This) **is the best site now.try with this,if it does not work then see at that time not now as this is not erquirred much now as not given in any sites or pdf .**

**Sharing printer from Linux to Linux using samba:it is not coming any good site.so serach when requirement comes not now as not given in any sites or pdf or google serach**

**Troubleshooting**

**1)DNS of both the servers must be configured .**

**2)Iptables should be enabled**

**3)Selinux should be done**

**4)Correct entry in smb.conf file**

**NAS Configuration in Linux**

[**http://www.cyberciti.biz/faq/access-nas-server-using-nfs-protocol-under-linux-or-unix/**](http://www.cyberciti.biz/faq/access-nas-server-using-nfs-protocol-under-linux-or-unix/)

[**http://www.cyberciti.biz/tips/connecting-linux-unix-system-network-attached-storage-device.html#samnetdiag**](http://www.cyberciti.biz/tips/connecting-linux-unix-system-network-attached-storage-device.html#samnetdiag)

**In NAS,Application specifc ports will be there .we do telnet and then do a iptables as given in the 2nd site.**

**Troubleshooting :**

1)showmount –e (for troubleshooting)

2)Ping (not pinging then please contact the nas team)

3)NAS exported directory hung

4) Manual unmounts,remount

**Configuring Linux VPN servers**

[**http://www.linuxhomenetworking.com/wiki/index.php/Quick\_HOWTO\_:\_Ch35\_:\_Configuring\_Linux\_VPNs#.V-j6R\_l97IU**](http://www.linuxhomenetworking.com/wiki/index.php/Quick_HOWTO_:_Ch35_:_Configuring_Linux_VPNs#.V-j6R_l97IU)

**For Summary remember the following:**

**1)Install Openswann package(ipsec only)**

**2)** chkconfig ipsec on

**3)** [root@bigboy tmp]# service ipsec start

[root@bigboy tmp]# service ipsec stop

[root@bigboy tmp]# service ipsec restart

**4)Enable ip forwading**

#

# File: /etc/sysctl.conf

#

#---------------------------------------------------------------

# Enable routing (IP forwarding)

#---------------------------------------------------------------

net/ipv4/ip\_forward = 1

**sysctl –p**

**5)Create your own keys**

root@vpn2 tmp]# ipsec rsasigkey --verbose 2048 > keys.tmp

[root@vpn2 tmp]#

### 6)Get The Left Public Key

On the left VPN server, issue this command to export the left public key to a file named /tmp/left.pub.

[root@vpn1 tmp]# ipsec showhostkey --left > /tmp/left.pub

[root@vpn1 tmp]#

### 7) Get The Left Public Key

On the left VPN server, issue this command to export the left public key to a file named /tmp/left.pub.

[root@vpn1 tmp]# ipsec showhostkey --left > /tmp/left.pub

[root@vpn1 tmp]#

8) Make entries in ipsec.conf

9) service ipsec restart

10) ipsec auto --up net-to-net(initialisze the tunnel)

**Troubleshooting**

**Refer the site**

**Linux sudo concept:**

[**http://www.linuxhomenetworking.com/wiki/index.php/Quick\_HOWTO\_:\_Ch09\_:\_Linux\_Users\_and\_Sudo#.V-uBkPl97IU**](http://www.linuxhomenetworking.com/wiki/index.php/Quick_HOWTO_:_Ch09_:_Linux_Users_and_Sudo#.V-uBkPl97IU)

**Here consider the commands given in the example and not about**  User Private Group Scheme in the User creation Part.

You can search in Goofle about User Private Group Scheme when you get the requirement

Regarding sudoers file consider the example 1st ,3rd and 5th for remembering.others you can understand

The ALL parameter for servers , given in the sudoers file means that if the sudoers file is being used by one server then it will work for one server,else if the sudoers file is being used by different servers like (like they asked in ca interview)it will be used by all server.cool

Regarding log checking you can refer rsyslog configuration to see where the messaged will go.Mostly it will be /var/log/messages set in rsyslog.conf file

**MySQL Configuration in RHEL:**

All the below scenarios are correct .but scenario 1 is required for production support work**.**

**Scenario 1: (most commonly used scenario in production support work)**

In Linux server you install the Mysql server rpm.

In Windows or Linux you can install mysql client (it can be rpm or exe but it has to be GUI) and fetch data from the server.and you give the username ,password (generated in the server) to the client to log in.

**Scenario 2**

Sometimes in windows when you install mysql server,client automatically gets installed.

**Scenario 3**

In case of Application(perl application you need to inform your application of the database name, the IP address of the database server, and the username and password of the application's special MySQL user that will be accessing the data .Client will be there differently

for sample access.)Perl application and mysql server can be on the same server as well as different server

In both cases my sql client and my sql server can be on the same linux or different depending on requirement.

**===================================================================================**

[**http://www.linuxhomenetworking.com/wiki/index.php/Quick\_HOWTO\_:\_Ch34\_:\_Basic\_MySQL\_Configuration#.V-uP4Pl97IU**](http://www.linuxhomenetworking.com/wiki/index.php/Quick_HOWTO_:_Ch34_:_Basic_MySQL_Configuration#.V-uP4Pl97IU)

**Remember the mysql admin command to create root account and mysql command to create username and password (most important)**

**Troubleshooting: will work for scenario 1 and 3**

mysqladmin -u root password new-password.

After that if you get the error as Error NO 1045

Folllow the below steps

======

[root@puppetmaster1 ~]# /usr/bin/mysql\_secure\_installation

NOTE: RUNNING ALL PARTS OF THIS SCRIPT IS RECOMMENDED FOR ALL MySQL

      SERVERS IN PRODUCTION USE!  PLEASE READ EACH STEP CAREFULLY!

In order to log into MySQL to secure it, we'll need the current

password for the root user.  If you've just installed MySQL, and

you haven't set the root password yet, the password will be blank,

so you should just press enter here.

Enter current password for root (enter for none):

OK, successfully used password, moving on...

Setting the root password ensures that nobody can log into the MySQL

root user without the proper authorisation.

You already have a root password set, so you can safely answer 'n'.

Change the root password? [Y/n] Y

New password:

Re-enter new password:

Password updated successfully!

Reloading privilege tables..

... Success!

By default, a MySQL installation has an anonymous user, allowing anyone

to log into MySQL without having to have a user account created for

them.  This is intended only for testing, and to make the installation

go a bit smoother.  You should remove them before moving into a

production environment.

Remove anonymous users? [Y/n] n

... skipping.

Normally, root should only be allowed to connect from 'localhost'.  This

ensures that someone cannot guess at the root password from the network.

Disallow root login remotely? [Y/n] n

... skipping.

By default, MySQL comes with a database named 'test' that anyone can

access.  This is also intended only for testing, and should be removed

before moving into a production environment.

Remove test database and access to it? [Y/n] n

... skipping.

Reloading the privilege tables will ensure that all changes made so far

will take effect immediately.

Reload privilege tables now? [Y/n] Y

... Success!

Cleaning up...

All done!  If you've completed all of the above steps, your MySQL

Installation should now be secure.

Thanks for using MySQL!

**Issue 2:port issue**

**Issue 3:service restart**

Refer lhn site for further troubleshooting

**Ports configuration in RHEL**

**Scenario 1 :Most used in production support**

**Apache default port is 80 (for apache and http).for testing and troubleshooting.**

**But we can also use https://443 for secure connections of apache and applications.**

**Remember**

**Apache is always port 80.**

**2)If the port is customiszed for apache/application**

**http://localhost/cp**

**https://localhost /customiszed port**

**This port customiszation we do while installing and configuring apache.**

**For application same concept goes as application is hosted on apache**

**Scenario 2 (Not reqd for production support work)**

**Not sure whether below steps are correct or not.Mostly they are correct but not required in prod support work**

**For mysql and other cases where only http port is there**

**http://localhost://portname**

**If you customisze while installing mysql**

**http://localhost://customiszed portportnumber**

**Every service will have and efault port(mysql,etc) else it can use the http port of 80 and https port of 443.**

**=============**

**When both http and https port is there ,for that case**

**http://localhost://portname**

**https://localhost://portname**

**If you customisze the port while installing and configuring**

**http://localhost://customiszed portportnumber**

**https://localhost://customiszed portportnumber**

**Kickstart in RHEL**

**Kickstart is done by build team .so we don’t need to know indepth of kickstart**

**Fundamental questions on Kickstart**

**1)What is the relation between kickstart and satellite kickstart**

Satellite kickstart is where from RHEL satellite server we do a kick start installation.

Satellite kickstart details:

<https://access.redhat.com/documentation/en-US/Red_Hat_Network_Satellite/5.3/html/Deployment_Guide/s1-provisioning-kickstarting.html>

No need to go through the above site as it is very vast

You can remember the below important points

1)Cobler Configuration

2)DHCP

3)xinetd

4)tftp

5)iptables

2)What is the difference between kickstart and pxe kickstart

Both are same.

3)What is pxeboot and it srelation with general kickstart and satellite kickstart

Ans :pxeboot is the 1st step before every kickstart installation.

pxeboot: preboot execution environment.

PXEBOOT site:

<https://access.redhat.com/documentation/en-S/Red_Hat_Enterprise_Linux/6/html/Installation_Guide/sn-booting-from-pxe-x86.html>

No need to go to depth of pxeboot site. Mostly not required in production support work.When the requirement comes go through the site

Kickstart in rhel

<https://access.redhat.com/documentation/en-US/Red_Hat_Enterprise_Linux/5/html/Installation_Guide/ch-kickstart2.html>

**in the above site lot of methods are given .You can consider only nfs method and making kickstart available over the network as you know that.**

**Below are summary**

**Steps 1: Create the kickstart file ks.cfg .**

**Make entry of server details ,command,packages,preinstallation scripts and post installation scriptds in the file .**

**Step 2:Make the kickstart file available over the network:**

**In the dhcpd.conf file make entry of kickstart file and nfs server details,**

filename "/usr/new-machine/kickstart/"; next-server blarg.redhat.com;

Note that you should replace the value after filename with the name of the kickstart file (or the directory in which the kickstart file resides) and the value after next-server with the NFS server name

Without complete path it will serach ipaddress.filename

**Step 3:Making the installation tree available**

**Move the iso image to the NFS exported directory**

For DVD:

mv */location/of/disk/space/*RHEL5.iso */publicly/available/directory/*

**Step 4:starting kickstart installation**

To begin a kickstart installation, you must boot the system from boot media you have made .special boot command at prompt and then

**ks=nfs:*<server>*:/*<path>***

The installation program looks for the kickstart file on the NFS server *<server>*, as file *<path>*. The installation program uses DHCP to configure the Ethernet card. For example, if your NFS server is server.example.com and the kickstart file is in the NFS share /mydir/ks.cfg, the correct boot command would be ks=nfs:server.example.com:/mydir/ks.cfg.

**ks=http://*<server>*/*<path>***

***The above steps are the summary. Detail is much not required as kickstart is done by build team s.But in any case you need detail***

***Refer the sites***

<https://access.redhat.com/documentation/en-US/Red_Hat_Enterprise_Linux/5/html/Installation_Guide/ch-kickstart2.html>

***and***

[***http://www.linuxhomenetworking.com/wiki/index.php/Quick\_HOWTO\_:\_Ch25\_:\_Network-Based\_Linux\_Installation#.V-vNWPl97IU***](http://www.linuxhomenetworking.com/wiki/index.php/Quick_HOWTO_:_Ch25_:_Network-Based_Linux_Installation#.V-vNWPl97IU)

***and*** <https://www.youtube.com/watch?v=UT2cGYkHJXc> (Jitesh iste)

**Kerberos in RHEL Summary**

***1) It is acentraliszed authentication.Ldap works on Kerberos***

***2) It manages authentication between client and server and server and server .***

***3) Allows client and server to communicate over the network.By using password encryption it provides authentication.***

***(key pair will be generated .***

***4)It uses ticket getting Ticket protocol***

***5)Key distribution Center stores the password.***

**KVM Virtualiszation in RHEL6**

**Site :** <https://access.redhat.com/documentation/en-US/Red_Hat_Enterprise_Linux/5/html/Virtualization/sect-Virtualization-Installing_the_virtualization_packages-Installing_KVM_packages_on_an_existing_Red_Hat_Enterprise_Linux_system.html>

Concept:From RHEL6 no xen and para virtualiszation.only kvm and full virtualiszation.This is final.No more confusions

Summary of the site:

**Case1**

**From CD ROM using virt-install**

1)Install the packages

2) virt-install --name fedora11 --ram 512 --file=/var/lib/libvirt/images/fedora11.img \

--file-size=3 --vnc --cdrom=/var/lib/libvirt/images/fedora11.iso

Here cdrom can be cdrom device or can be path to iso-image

file=file to be created.

**From CD ROM using virt-manager**

1)Install the packages

2)virt-manger from cd rom

**Case 2**

**From PXE using virt-install**

**1)Install the packages**

**2)Create the bridge(As per example given in the site(DEVICE=installation).its a normal bridge**

**3)Add interface(As per the example given in the site (DEVICE=eth1)is computername**

**4)iptables**

**5)virt-install with the bridge name**

A DHCP request is sent and if a valid PXE server is found the guest installation processes will start.

**From PXE using virt-manager**:

Step 1-4 remain the same. In the last step replace virt-install by virt –manager

A DHCP request is sent and if a valid PXE server is found the guest installation processes will start.

To configure a valid pxe server search google at that time

Imp :

For configuring pxe server,will mostly be not required in production support work.so when requirement comes search google how to configure valid pxeserver and do.No need to know the relation between kickstart pxeboot environment and setting up pxe server here.

They might be same or different. When the requirement comes you can do and know theya re same or different

**Troubleshooting KVM in RHEL6**

**1)CD might be corrupt**

**2)Insufficent disk space**

**3)Hardware does not support virtualiszation**

**KVM Operations in RHEL6:** http://www.techotopia.com/index.php/Managing\_KVM\_on\_RHEL\_6\_using\_the\_virsh\_Command-line\_Tool

**Nagios in RHEL**

Architecture:   <http://nagios.sourceforge.net/docs/nrpe/NRPE.pdf> -> Design overview

The NRPE addon consists of two pieces: – The check\_nrpe plugin, which resides on the local monitoring machine – The NRPE daemon, which runs on the remote Linux/Unix machine

**How to monitor remote host:**

<http://www.thegeekstuff.com/2008/06/how-to-monitor-remote-linux-host-using-nagios-30/>

From the above site remember below points

1)In the local server you define remotehost.cfg where we give host and service definition xample

2)In the remote server nrpe.cfg file you give the exact commands.

Log in to the site and check.Login password you will get while installing NAgios in linux

**How to install Nagios in Local box (Not reqd to remember)**

<http://www.thegeekstuff.com/2008/05/nagios-30-jumpstart-guide-for-red-hat-overview-installation-and-configuration/>

here some concept about plugins is there. That is mentioned in architecture as Nagios is installed in Local box this come in to terms.This is for understanding.You can remember the architecture only .cool

Nagios troubleshooting:

[**http://linux-library.blogspot.in/2014/05/nagios-troubleshooting.html**](http://linux-library.blogspot.in/2014/05/nagios-troubleshooting.html)

See 1st 2 examples

Or

[**https://assets.nagios.com/downloads/nagiosxi/docs/NRPE-Troubleshooting-and-Common-Solutions.pdf**](https://assets.nagios.com/downloads/nagiosxi/docs/NRPE-Troubleshooting-and-Common-Solutions.pdf)

**Both sites 1st 2 examples are same**

When comes to troubleshooting you can login to remote and the change/check. Monitoring you can monitor through the process given in the link .

Summary of troubleshooting

1)copy the plugins to libexec folder.

2)Make sure correct syntax in nrpe.cfg , or plugins are already present

For the second tbs given in the site,it is assumed that host,cfg entry exists,else you can check also no problem.

3)give permissions to plugins

**Imp:**

The plugins in remote troubleshooting are the plugins are those which you install Nagios plugin in remote.

command[check\_users]=/usr/local/nagios/libexec/check\_users -w 5 -c 10

command[check\_load]=/usr/local/nagios/libexec/check\_load -w 15,10,5 -c 30,25,20

After libexec is the plugin name

check\_users,check\_load

Query whether you can add your new own plugin or not

Answer :Yes new plugins you can create and install in this folder /usr/local/nagios/libexec by using the instruction on how plugin was installed previously given in the site.As old plugins will come by default in 1st installation. Make entry in remotehost.cfg and nrpe.cfg for the new plugin. This much is enough.no more confusion. remaining else think at that time not now by searching google at that time and architecture pdf at that time not now. Any other queries you have or get check at that time.

In Local you install plugin which is given in the site(<http://www.thegeekstuff.com/2008/05/nagios-30-jumpstart-guide-for-red-hat-overview-installation-and-configuration/)but> they are not mentioned.This is from reading from site.so final

**Imp Question:**

**Building Linux servers :** [**http://woodel.com/page1.html(page**](http://woodel.com/page1.html(page) **1 is enough)**

**Imp from above site.**

Disable any useless BIOS options, such as com ports, integrated sound cards, etc…

Disable any Keyboard or Mouse warnings

Disable any power management features

If your BIOS has an OS option, choose “Other”

Remove all hard drives except the one you’re planning on being the OS drive.

This will ensure you do not format the wrong drive, and help make this how-to a little

smaller and easier to follow.

Then make configurations by selecting

**Linux server reboot automatically troubleshoot**

<http://serverfault.com/questions/386985/how-to-investigate-unexpected-linux-server-shut-down>

**Kdump in RHEL 6**

[**http://thegeekdiary.com/centos-rhel-6-how-to-configure-kdump/**](http://thegeekdiary.com/centos-rhel-6-how-to-configure-kdump/)

**In the above site it is automatically crashing the server .**

**If kdump is set up it can be used for Linux server reboot automatically troubleshooting**

**REDHAT ISSUES:**

**Sometimes while searching for the solutions in REDHAT you are asked to enter user id and password. That Project Manager has the license.so we need to contact him user id and password, which will be used for registration cool. Remember this much now. It will be clearer in project cool like asking** **manager do you have the username and password. Else how to get user id and password as in previous company our manager provides it.else tell the steps how to create use rid and password from license. But for now just remember contacting manager for user id and password.**

**Luks encryption in RHEL6:** **http://www.computernetworkingnotes.com/file-system-administration/how-to-secure-data-with-luks.html**

**Sarath discussions regarding versions,domain nd firewall and ping command**

1)I have read all rhel by searching nfs configurations in rhel 6.(docs,[redhat.com](http://redhat.com))

so my understanding is it will work for all versions of rhel 6 like rhel6.1,rhel6.2,rhel 6.3 etc

Ans: It is correct

please confirm or do i need to separate search for nfs configuration in rhel 6.1 or 6.2 depending on project  requirement

Ans No

2)After you go to a project suppose you get issue like server rebooting continously

And server version is 6.2

i)First search by server rebooting continously in rhel 6.2

f you dont get any specific you can do  server rebooting continously in rhel 6

please confirm.

Ans correct

 3)This domain entry you told in mail servers will be there in all rhel concepts like nfs,nis,ldap and all rhel concepts entry will be there.

Ans Domain is like a member of house.ALL RHEL boxes and windows boxes(wherever entry is required) will have domain entry .RHEL And Windows box can have same domain entry also.Who will do the domain entry will be clear while going to the project While configuring nfs,mail, and others in servers we have to give domain entry after checking with the correct domain.cool

4)This network level (internal and external network firewall )which will be taken care by teams, 5)This network level firewall is required only for this telnet concept or for all.other concepts of rhel.please confirm

Ans it is required for all concepts of ports of RHEL6 boxex,That means everywhere firewall concept is there.

6)ping server from client when you want to see server is up or not and ping client from server when you want to see client  is up or not .please confirm.When servers to be pinged ,both domain entry should be there.

Ans Ping checks availability but that is not 100%.If You block ICMP request then pings wont come and you thing server might be down but server is up .so you have to check whether the ping service is enabled or not.Yes ping from server to client and client to server.The 100% correct way to know whether server is available or not is by knowing logging through putty and checking .cool

**SELINUX:**

Question:

what is setsebool command.please explain alittle bit.Anything i need to know excepting setsebool

in for selinux in rhel6.It is requirred in client or server

setsebool is a command for selinux in RHEL6 .

Details in site :https://access.redhat.com/documentation/en-US/Red\_Hat\_Enterprise\_Linux/6/html/Security-Enhanced\_Linux/sect-Security-Enhanced\_Linux-Booleans-Configuring\_Booleans.html

setsebool booleanname on/off.

All the booleans name given in the sayeed pdf are enough .If it does not work after setting check google and search error.not now.

DNS and Ping are requirred in all cases.(client and server ).

iptables and selinux only for server cool .

Internal and External firewall that will be taken care by teams.Remember this much.No need to think whether it is for server and client **.**

**List of RPMS for each application**

Regarding the list of RPMS which are requirred for everything (dont go for \* thing),see individual thing using yum install pkgname and then rpm -qa command

as is given in the doc.regarding the list of rpms you will come to know from redhat site or computerhomenetworking site or sayeed pdf cool.While going through the sayeed pdf and

computerhomenetworking sites nd redhat site ,you will come to know all rpms.So That will solve.Then no worries it will be done.If by mitsake you install extra rpm

Also it will be no problem.so cool.you can uninstall it later if you find it is not requirred .cooldont think about that now.Cool

Computernetworking sites is for backuo ,it cannot be used for configuration as you already know from Sayeed pdf and others and reading more will confuse you and it has not got all Linux topics.It can be used as a backup like for rpms list and for others when it is required.Think about that when requirement comes not now.cool.So original remains the same for 3 sites .lhn,sayeed pdf and docs.redhat.com and this is a backup

===============================================================================

Centos docs(RHEL Issue/configuration)

1)I have read all rhel by searching nfs configurations in rhel 6.(docs,[redhat.com](http://redhat.com))

so my understanding is it will work for all versions of rhel 6 like rhel6.1,rhel6.2,rhel 6.3 etc

Ans: It is correct

Whenever you get anything for rhel6+centos 6 also it will work fine

2)please confirm or do i need to separate search for nfs configuration in rhel 6.1 or 6.2 depending on project  requirement

Ans No

3)After you go to a project suppose you get issue like server rebooting continously

And server version is 6.2

i)First search by server rebooting continously in rhel 6.2

If you dont get any specific you can do  server rebooting continously in rhel 6

please confirm.

Ans Yes.

If You also get for RHEL/CENTOS 6.2 its fine,else if you get RHEL /CENTOS 6 then also it is fine

==========================

CENTOSDOCS: This will not be required mostly .But if you get a situation to go for only CENTOSDOCS for a RHEL Issue/Configuration then do a comparison between rhel version and centos version and compare and do,But this will not be required mostly

=====================================

Remaining else commonsense cool.leave it

Detailed version what sarath told will hold good for the above 2 points .. leave it.

Sumiatbaha das UNIX and centos links

<https://books.google.co.in/books?id=qX3CCAnjSPwC&printsec=frontcover&source=gbs_ge_summary_r&cad=0#v=onepage&q&f=false>

<http://pdf.th7.cn/down/files/1312/centos_bible.pdf>

Performance tuning what you know is enough and which you don’t know can be known while going in to project depending on requirement and project scenario If somebody asks you regarding memory,io all these things in performance tuning then tell that I did not do these things in performance tuning but I know these things regarding io,memory(what you learnt in oracle).cool

Ssh6 and nfsv4

[‎11/‎1/‎2016 3:31 PM] Rajatranjan Mohapatra:

I saw somewhere written as ssh6 .Just wanted to confirm that we have to remember as RHEL 6 and the sub tings we donot need to know like it could be nfsv4 and ssh6

Is it correct

[‎11/‎1/‎2016 3:32 PM] Sarat Sitaramabalaji Duddu:

yes

 ========================

Difference between dsa and rsa keys in ssh keygen in rhel6

<http://stackoverflow.com/questions/2841094/what-is-the-difference-between-dsa-and-rsa>

DSA is faster in signing, but slower in verifying. A DSA key of the same strength as RSA (1024 bits) generates a smaller signature. An RSA 512 bit key has been cracked, but only a 280 DSA key.

Also note that DSA can only be used for signing/verification, whereas RSA can be used for encryption/decrypt as well.

=========================================================

How to calculate load average in Linux

<https://support.rackspace.com/how-to/checking-system-load-on-linux/>

check the summary also

<https://www.tummy.com/articles/isolating-heavy-load/(Read> vmstat command surely and others when situation arises in real scenario.others not reqd now.)

In load average both vmstat components can be used.But summary which is given for 1st site will hold good.cool

=============================================================

Load Average vs cpu usage:(Just read it once.Not reqd to remember0.70 is ok on a single processor sytem on uptime output)

<http://blog.scoutapp.com/articles/2009/07/31/understanding-load-averages>

How to check memory usage in Linux:

<http://www.binarytides.com/linux-command-check-memory-usage/>

which process is causing high disk io in Linux

<http://bencane.com/2012/08/06/troubleshooting-high-io-wait-in-linux/>

Read only iotop

Iostat command in Linux

<http://bencane.com/2012/08/06/troubleshooting-high-io-wait-in-linux/(read> only iostat part)

Vmstat command in Linux:

<http://www.lazysystemadmin.com/2011/04/understanding-vmstat-output-explained.html> ( id and wa columns most important from CPU field)This site see and do

<https://www.tummy.com/articles/isolating-heavy-load/(check> the vmstat command only) ( id and wa columns most important from CPU field)This site you have remembed.vmstat both cases in the site can be used for performance tuning I.e increasing server space for swap and killiking process and reconfiguring process for user process and iptables and mail spool for system.

Rest performance tuning on condition you can decide.cool

top command in Linux

<http://tecadmin.net/understanding-linux-top-command-results-uses/>

sticky bit,suid,sgid : <http://tecadmin.net/understanding-sticky-bit-suid-and-sgid-in-linux/>

=====================================================================================

Example from site:

Sticky bit

For directory:

The sticky bit is used to indicate special permissions for files and directories. If a directory with sticky bit enabled, will restricts deletion of file inside it. It can be removed by root, owner of file or who have write permission on it. This is useful for publically accessible directories like /tmp.

Here who have write permission means write permission on the file.

For file:

Just see the example given in the above site (<http://tecadmin.net/understanding-sticky-bit-suid-and-sgid-in-linux/>) when requirement come you can dig deep

SUID:

Directly from site example (<http://tecadmin.net/understanding-sticky-bit-suid-and-sgid-in-linux/>)

SGID:

Directly from site example:( <http://tecadmin.net/understanding-sticky-bit-suid-and-sgid-in-linux/>)

**Important Info:**

All 3 has to be done as root user **.**For production support work request comes for setting of suid, sgid **and sticky bit**

================================

**Sticky Bit example for file(from the site** <http://tecadmin.net/understanding-sticky-bit-suid-and-sgid-in-linux/>)

**=========================**

**it can be +t or 1777**

**1 is for sticky bit and mandatory**

**t is also for sticky bit**

**t is mandatory**

**=============================**

**SUID EXAMPLE FOR FILE(From the site** <http://tecadmin.net/understanding-sticky-bit-suid-and-sgid-in-linux/>)

**========================**

**chmod u+s techadmin.txt**

**u+s is mandatory as it is user**

**chmod 4655 techadmin.txt**

**4 is for suid and 4 is mandatory**

**===================**

**SGID example for file(Not given in the site**<http://tecadmin.net/understanding-sticky-bit-suid-and-sgid-in-linux/>**)**

**===================**

chmod 2555 [path\_to\_file]

2 for sgid is mandatory

**chmod g+s filename**

**g+s for sgid is mandory**

**================================**

**In sgid example for directory**

chmod g+s [path\_to\_directory]

g+s is mandatory

no numeric

Rememember only the site(<http://tecadmin.net/understanding-sticky-bit-suid-and-sgid-in-linux/>**) from above cases.**

rest conditions when it comes check the below 2 site and decide.cool

<http://linuxg.net/how-to-set-the-setuid-and-setgid-bit-for-files-in-linux-and-unix/>

http://thegeekdiary.com/what-is-suid-sgid-and-sticky-bit/

**Imp Questions:**

**1)Why most Linux things like mail ,apache, are run as root.**

**Ans : Because all the configuration files,that mostly root has access .But apache is a exception .you can run apache as a normal user.**

1. **Are directory permissions same as file permission like owner,group and other.Please explain a bit**

**Ans: directory permission are same as file permission as owner,group and other .**

**Only 1 thing to note is that for directory there is no execute permission.It means going in to the directory with excute permission**

1. **ldconfig command :**

[**http://linux.101hacks.com/unix/ldconfig/**](http://linux.101hacks.com/unix/ldconfig/)

**First 2 examples are enough.**

**1st example it print the libraries and directories present(No Need to remember the order.)**

**2nd example it print the directories,libraries and symbolic links((No Need to remember the order.)**

**Also for 2nd example Left hand side is soft link.some softlink and the target name is same.**

2) How to increase shared memory in rhel without sysctl.conf file. ?

Ans ->echo 2147483648 > /proc/sys/kernel/shmmax

<https://access.redhat.com/documentation/en-US/Red_Hat_Enterprise_Linux/5/html/Tuning_and_Optimizing_Red_Hat_Enterprise_Linux_for_Oracle_9i_and_10g_Databases/chap-Oracle_9i_and_10g_Tuning_Guide-Setting_Shared_Memory.html>

3)how to check which service is running on which port in linux

lsof -i TCP:8453

fuser 8453/tcp

4)Root password forgotten in RHEL 6

<https://access.redhat.com/documentation/en-US/Red_Hat_Enterprise_Linux/4/html/Step_by_Step_Guide/s1-q-and-a-root-passwd.html>

5)Samba Databse directory :/var/lib/samba

<https://www.samba.org/samba/docs/man/Samba-HOWTO-Collection/tdb.html>

1. Suppose a website is not opening properly and user reports to you as a Linux admin

Ans : Then from Linux box traceroute –I [www.google.com](http://www.google.com)

**Using traceroute on Apple Mac OS X and Linux**

To use the traceroute program on Mac OS X and Linux, follow these steps:

1. Open a terminal window. The procedure to do this depends on your operating system and desktop environment:
   * On Mac OS X, click Applications, click Utilities, and then click Terminal.
   * On Linux, open a terminal window.
2. At the command prompt, type the following command. Replace example.com with the domain that you want to test:
3. *traceroute example.com*
4. Interpret the output from traceroute:
   * Traceroute displays each hop, indicated by a number in the left column. It also displays the domain and IP address at each hop, as well as the time spent. For example, the following output shows the path to an A2 Hosting server:
   * [[email protected]](https://wpmatic.io/cdn-cgi/l/email-protection)/\* \*/:~$ traceroute a2s78.a2hosting.com
   * 1 Linksys (192.168.0.1) 0.315 ms  0.452 ms  0.472 ms
   * [Lines omitted for brevity]
   * 8  pos-1-6-0-0-pe01.350ecermak.il.ibone.comcast.net (68.86.87.130)  39.010 ms  38.054 ms  38.092 ms
   * 9  cr-1.sfld-mi.123.net (66.208.233.62)  45.056 ms  44.335 ms  44.974 ms
   * 10  gateway1.a2hosting.com (216.234.104.254)  45.274 ms  46.650 ms  46.089 ms

11  a2s78.a2hosting.com (216.119.143.98)  44.654 ms  46.028 ms  43.852 ms

You can examine the times between each hop to look for places where the connection “hangs”. In some cases, traceroute may also time out, which is indicated by an asterisk (**\***).

https://wpmatic.io/services/check-the-network-connectivity-of-your-server-to-outside-web/

7)Difference between /etc/fstab and /etc/mtab in Linux

|  |  |
| --- | --- |
| Ans : up vote5down voteaccepted | /etc/fstab is list of filesystems to be mounted at boot time. If you want your Windows or file-storage partition mounted once your computer boots , you put appropriate entry into /etc/fstab.  /etc/mtab is list of *currently* mounted filesystems. If you have a disk connected but not mounted, it won't show up in the /etc/mtab file. Once you mount it, it will show up there. |

* /etc/fstab is a created by the user. It contains list of volumes to be mounted by mount.
* /etc/mtab is a created by the system. It contains a list of currently mounted devices.

The file /etc/fstab, may contain lines describing what devices are usually mounted where, using which options.

The programs mount and umount maintain a list of currently mounted filesystems in the file /etc/mtab.

<http://askubuntu.com/questions/754091/what-is-the-difference-between-etc-fstab-and-etc-mtab>

small explanation(No Need to remember)

/etc/fstab is not only for nfs and /etc/mtab is not related to nfs.

/etc/mtab list all the mounted filesystems.so it will show all file systems mounted while nfs.But it is not required for nfs configuration.

8)Ext3 vs Ext4

Ext4 performance ,Reliabilty and turn the journaling feature off .

Site to explore : <http://www.golinuxhub.com/2014/03/what-is-difference-between-ext3-and.html>

9)File system is full but df –h shows space is there.

http://www.linuxnix.com/find-disk-size-details-in-linuxunix/ (Example 12)

10)what is esxi on Linux?

Ans: Important points

i)You can use some commands as in Linux like as (ps,grep,df etc) in ESXI

ii)It uses /etc/inittab file and /etc/init.d scripts

iii) ESXi even uses the same binary format for executables ([ELF](https://en.wikipedia.org/wiki/Executable_and_Linkable_Format)) than Linux does.

For details refer the site <https://www.v-front.de/2013/08/a-myth-busted-and-faq-esxi-is-not-based.html>.

10)How to change the priority of a process in Linux:

<http://www.thegeekstuff.com/2013/08/nice-renice-command-examples/?utm_source=tuicool>

Example 2 and example 5 from the site are important.

How to make apache run as a non root user in Linux :

Step 1: In the home directory of non root user we have to install apache packages.

Step 2: Give the proper ownership of non root user directories for apache.

Step 3: In httpd.conf modify the user parameter accordingly.

Step 4: For non root user you have to choose a specific port and enable firewalls accordingly.

Port see this site and do. Remaining 3 steps you can get in real time. cool

**Site details**:

<http://stackoverflow.com/questions/525672/is-there-a-way-to-start-restart-stop-apache-server-on-linux-as-non-root-user>

Difference between Zombie process and orphan process:

A Zombie is created when a parent process does not use the wait system call after a child dies to read its exit status, and an orphan is child process that is reclaimed by init when the original parent process terminates before the child.

Details in below site

<http://stackoverflow.com/questions/20688982/zombie-process-vs-orphan-process>

What is initrd image in Linux ?

In computing, **initrd** (*initial*[*ramdisk*](https://en.wikipedia.org/wiki/Ramdisk)) is a scheme for loading a temporary root [file system](https://en.wikipedia.org/wiki/File_system) into [memory](https://en.wikipedia.org/wiki/Computer_memory), which may be used as part of the [Linux startup process](https://en.wikipedia.org/wiki/Linux_startup_process). initrd and [initramfs](https://en.wikipedia.org/wiki/Initramfs) refer to two different methods of achieving this. Both are commonly used to make preparations before the real [root](https://en.wikipedia.org/wiki/Root_directory) file system can be [mounted](https://en.wikipedia.org/wiki/Mount_(Unix)).

Details given in below site : <https://en.wikipedia.org/wiki/Initrd>

Kernel panic in Linux?

Ans :

<http://unixadminschool.com/blog/2013/09/redhat-enterprise-linux-6-kernel-panic-and-system-crash-troubleshooting-quick-reference/>

<http://unixadminschool.com/blog/2013/09/redhat-enterprise-linux-6-kernel-panic-and-system-crash-troubleshooting-quick-reference/>

First site has only issues,2nd site has complete resolution.so read 1st site once.if you don’t correlate with anything or not understand, go to 2nd site directly cool.

For short remembrance you can remember the crash and kdump for troubleshooting the reason and rescue cd and single user mode for fixing the issue or inform hardware persons for hardware issues. This is short. details in the above 2 site

==================================================================================

=====Confirm with Venu====

1 red hat site for a specific case that swap device was deleted when it was in use

<https://access.redhat.com/solutions/1450043>

how the current issue was resolved. I mean next time donot delete the swap system when in use,but how the current error went away

Answer: You do a search in google how to resolve when kernel panic in Linux,when swap partion in use is deleted and you get.so the best 2 (unix admin)sites are above .cool

Also note in RED Hat sites, the installation of crash and other things are not given, which is given extensively in unixadmin sites

=======