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Title: AI@Edge – AI for network automation

Abstract: The introduction of 5G technologies is a paradigm shift: its high performance in terms of latency, bitrate, and reliability, call for a technological and business convergence between the cloud computing and the telecom worlds. Features like edge computing, network slicing, and better and more flexible radio connectivity can be used to support qualitatively different applications. Nevertheless, the challenges to be overcome in order to realize this connectivity/computing convergence are still notable. In particular, the increasing number of control and optimization dimensions of the end-to-end 5G infrastructure may result in an overly complex network that operators and vendors may find difficult to operate, manage, and evolve. The introduction of AI and Machine Learning (ML) technologies in the cloud-network convergence process will be crucial and help operators achieve a higher level of automation and increase network performance. The aim of the AI@EDGE project is to build a platform and the tools that enable secure and automated roll-out of large-scale edge and cloud compute infrastructures, with close to zero-touch of the underlying heterogeneous MEC resources (network, storage, and compute resources).

Links: https://aiatedge.eu/

Contact Persons: Daniel Perez (daniel.perez aaat ri.se), Akhila Rao (akhila.rao aat ri.se).

Unit: Connected Intelligence

Tags: ai,edge,iot,4G/5G/6G

Teams: https://teams.microsoft.com/l/meetup-join/19%3ameeting\_YjhhYmQwZWEtMmY1OC00ZTM0LTg1YTUtNWExZmU0ZWY1NjY2%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%222f4422e7-b223-4ffa-b200-68d84cf2c4b8%22%7d

(this is an example of how Teams link can look, please replace with actual)

Title: Jamming Detection with JamSense

Abstract: Low-power wireless networks transmit at low output power and are hence susceptible to cross-technology interference and jamming attacks. These may cause packet loss which may waste scarce energy resources by requiring the retransmission of packets. We present JamSense, a tool that is able to identify jamming attacks with high accuracy while not classifying Bluetooth or WiFi interference as jamming attacks.

Links: https://www.youtube.com/watch?v=BWODgRWLg8U&t=2s&ab\_channel=STACK

Contact person: Thiemo Voigt <thiemo.voigt aat ri.se>

Unit: Connected Intelligence

Tags: iot,cybersecurity

Teams: https://teams.microsoft.com/l/meetup-join/19%3ameeting\_MTA1YWQ5NmMtYjY5Yi00ZTQxLWI4N2YtZDkyNDg1ZTZiM2Zi%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%222051a36c-7027-41c1-915a-40428e425e6f%22%7d

Title: Data trace generation with Multi-Trace

Abstract: Wireless, low-power, mesh networks are exposed to numerous security risks. In contrast to other wireless networks, mesh networks do not contain one entity that can capture all the traffic, making it more challenging to acquire data traces. We present Multi-Trace, an extension of the Cooja simulator with multi-level tracing facilities that enable data logging at different levels.

Links:

Contact person: Niclas Finne <niclas.finne aat ri.se>

Unit: Connected Intelligence

Tags: iot

Teams: https://teams.microsoft.com/l/meetup-join/19%3ameeting\_YTdiNjdhNjctNWJhNy00ZWQ3LWE0NTUtZThmYmVmMDQxMzll%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%222a252f58-5efe-4b4b-a1e1-67ab6c77f8ec%22%7d

Title: ZeroIoT

Abstract: ZeroIoT enables the battery-free internet of things by advancing and combining backscatter communications and energy-driven intermittent computing. ZeroIoT targets two application domains: In healthcare, implanted devices will improve the diagnosis of Sarcopenia and Osteopenia and the monitoring of prosthetic implants. In civil engineering, we will provide novel means to perform remote displacement monitoring for embankment dams.

Links:

Contact person: Thiemo Voigt <thiemo.voigt aat ri.se>, Carlos Penichet <carlos.penichet aat ri.se>

Unit: Connected Intelligence

Tags: iot

Teams:

Title: The Digital Futures Drone Arena

Abstract: The Digital Futures Drone Arena is a platform where players in the digital transformation and society join in a conversation about the role of mobile robotics, autonomous systems, machine learning, and human-computer interaction. The platform takes the form of a novel aerial drone testbed, where drone competitions take place to explore the unfolding relationships between humans and drones. The inaugural competition is scheduled June 15-17, 2022 and asks participating teams to fly drones through an obstacle course in the shortest time.

Links: https://www.digitalfutures.kth.se/research/demonstrator-projects/digital-futures-drone-arena/, http://www.droneareana.info

Contact person: Luca Mottola <luca.mottola aat ri.se>

Unit: Connected Intelligence

Tags: iot, ai, software

Teams: <https://teams.microsoft.com/l/meetup-join/19%3ameeting_OGY3NmZiZWItNDg1Mi00MWI0LTlmNTQtN2U1MDNlY2RhYzM0%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%221ce2c40d-2a3b-4299-b956-c38e49c463b6%22%7d>

Title: Securing IoT Systems through Stateful Fuzz Testing (poster)

Abstract: Constrained IoT operating systems comprise a plethora of protocol implementations that can be targeted by attackers. To detect security vulnerabilities, IoT developers employ advanced fuzz testing tools, but these tools fail to reach code that is dependent on protocol states. We propose a method to generate such states in a systematic way, and thereby improve the efficacy of fuzz testing.

Links: https://assist-project.github.io/

Contact person: Nicolas Tsiftes <nicolas.tsiftes aat ri.se>

Unit: Connected Intelligence

Tags: iot, cybersecurity

Teams: https://teams.microsoft.com/l/meetup-join/19%3ameeting\_ODgyYmJhNzktOTg5My00MzczLWIwMjUtODVjMWIwZGUyN2Qx%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%22d0a56c6b-7114-4208-9a2e-e35c5ea6db23%22%7d

Title: Improved crypto and PKI support for Contiki-NG

Abstract: MbedTLS is a lightweight cryptographic library designed for resource-constrained devices. In this project, we secure the popular IoT device management protocol LwM2M with DTLS from MbedTLS. The system is evaluated on the nrf52840 platform to gain insights on the overhead and possible optimisations of MbedTLS when integrated as a component into the Contiki-NG operating system.

Links:

Contact persons: Jayendra Ellamathy <jayendra.ellamathy aat ri.se>, Joel Höglund <joel.hoglund aat ri.se>. Nicolas Tsiftes <nicolas.tsiftes aat ri.se>

Unit: Connected Intelligence

Tags: iot, cybersecurity

Teams: https://teams.microsoft.com/l/meetup-join/19%3ameeting\_MzNmNzA0OWEtNGQzMC00ZjBjLWI2ZmEtZmRjY2I2ZmE4OTE5%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%22d0a56c6b-7114-4208-9a2e-e35c5ea6db23%22%7d

Title: AutoPKI: automated and scalable transfer of trust (poster)

Abstract: IoT deployments grow in numbers and size and long-time support and maintainability become increasingly important. To prevent vendor lock-in, capabilities to transfer control of IoT devices between service providers must be offered. We propose a lightweight mechanism for transferring control using standard-based building blocks and show that it maintains desired security requirements.

Links:

Contact person: Joel Höglund <joel.hoglund aat ri.se>

Unit: Connected Intelligence

Tags: iot, cybersecurity

Teams: https://teams.microsoft.com/dl/launcher/launcher.html?url=%2F\_%23%2Fl%2Fmeetup-join%2F19%3Ameeting\_MDhiOGRlZDctMDdjNC00NTU2LWI2NmMtYzUxNzQ4NTRmYzg4%40thread.v2%2F0%3Fcontext%3D%257b%2522Tid%2522%253a%25225a9809cf-0bcb-413a-838a-09ecc40cc9e8%2522%252c%2522Oid%2522%253a%2522bf046961-a874-4c4a-a546-f6e619f6e4a4%2522%257d%26anon%3Dtrue&type=meetup-join&deeplinkId=ad74fdbc-2855-419e-812d-aff53a8c210e

Title: Designing Touch Interaction (poster)

Abstract: In designing for touch interactions, we move beyond the traditional graphical user interface, and make use of the intelligence that resides in body. Through mid-sized haptic interactions directly touching the body, we create awareness and convey information. These interactions are showcased in two prototypes the Pelvic Chair, aimed at pelvic floor health, and the Re-engage Seat in collaboration with Volvo Cars aimed at re- or disengage drivers in semi-autonomous cars.

Links:

Contact person: Anna Ståhl

Unit: Connected Intelligence

Tags: iot

Teams:

Title: Digital twin Kista (demo)

Abstract: In this demo, we will show work on a digital twin to capture energy use and user behaviors in our office as well as a 4d map of the surrounding area in Kista. The twin will be shown at a fair later in May and has been developed in collaboration with among others Kista Limitless and Urban ICT arena.

Links:

Contact person: Anton Gustafsson

Unit: Connected Intelligence

Tags: iot

Teams:

Title: Radio Fingerprinting for IoT intrusion detection

Abstract: An attacker can gain access to IoT networks by imitating the identity of an authentic IoT node. Radio fingerprinting distinguishes devices based on their unique hardware imperfections and makes it harder for an attacker node to impersonate another node. In this work, we use contrastive learning to distinguish between authentic nodes and intruder nodes.

Links:

Contact Person: Saptarshi Hazra <saptarshi.hazra aat ri.se>

Unit: Connected Intelligence

Tags: iot, cybersecurity, ai

Teams: https://teams.microsoft.com/l/meetup-join/19%3ameeting\_MWQwNDMwMmMtNjYyZi00ZGRlLWE5NmYtZTFlNzhmZGM0ZTA1%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%22867d62a2-2732-4619-bd84-7d188b6a0ee4%22%7d

Title: [CDA1] Data programming and Streaming

Abstract: There is an inherent need in our society for simpler and more effective ways to program data-driven systems. At one hand, high level declarative languages can be used to democratize data-driven applications, while at the same time automate code generation and optimisation for different target hardware. To that end, our team at RISE has led significant contributions in that area. This poster session highlights how we build on our prior work on Apache Flink's state management to further introduce Arcon: a next generation streaming platform that allows analytical queries, ArcLang: a novel language that can be used to program reactive compute- and data-centric applications and related contributions in MLIR, a current standard in multi-level compilation for data analysis.

Links:

Contact persons: Klas Segeljakt <klasseg@kth.se>, Frej Drejhammar <frej.drejhammar@ri.se>, Max Meldrum <mmeldrum@kth.se>, Seif Haridi <seif.haridi@ri.se>, Paris Carbone <paris.carbone@ri.se>

Unit: Computer Systems

Tags: data,ai

Teams: https://teams.microsoft.com/l/meetup-join/19%3ameeting\_MDRiM2I2ZGUtZTg3OS00NzI1LTg2NDUtODIwNmM4YmZhYzVm%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%22a9db3684-8bda-4958-9e0b-886ba721211a%22%7d

Title: [CDA2] Graph ML Databases

Abstract: Around 80% of the industry's data query workloads by 2025 will be reducible to graph database queries according to Gartner. Graph databases currently take over the data management industry and RISE and KTH has a facilitating role in leading the creation of ORB: one of the most promising future graph database systems that will be able to support deep reasoning in polynomial time. Our architecture combines stream processing technology, error estimation and graph neural networks put together in a first-of-a-kind database system stack.

Links:

Contact persons: Sonia-Florina Horchidan <sfhor@kth.se>, Paris Carbone <paris.carbone@ri.se>

Unit: Computer Systems

Tags: data,ai

Teams: <https://teams.microsoft.com/l/meetup-join/19%3ameeting_MmY0MzI0MjgtOWIyNS00ODRlLTliMTYtYWViMDM2ZTc1ZmU3%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%2257bd1067-84d9-40ec-a186-f112d5bfcf30%22%7d>

Title: [CDA3] Serverless computing on the edge

Abstract: Serverless is undoubtedly a key technology for the future of software, allowing high flexibility in utility computing without the need to declare and maintain virtual infrastructure such as servers and VMs. Despite its wide spectrum of applications, the serverless paradigm is currently inapplicable to edge computing due to the level of heterogeneity, asynchrony, uncertainty, and instability in such WAN-supported infrastructures. To that end, RISE is driving efforts to enable serverless computing across edge infrastructures. Our approach builds on decentralized resource management, synchronization primitives and principal application of transactional processing known in distributed databases in support of resilient service composition. Furthermore, we investigate faster ways to achieve state machine geo-replication while being robust to several types of network failures that can unexpectedly occur.

Links:

Contact persons: Adam Hasselberg <adam.hasselberg aat ri.se>, Harald Ng <hng aat kth.se>, Paris Carbone <paris.carbone aat ri.se>

Unit: Computer Systems

Tags: data,cloud,iot

Teams: <https://teams.microsoft.com/l/meetup-join/19%3ameeting_ZTNkYzc3YzItMjgzYS00YTk4LThkODUtMGE0ZGE2NWQwYmYz%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%22caab2427-64d5-479c-8040-0f8a74338b12%22%7d>

Title: [CDA4] Privacy-Preserving Computing

Abstract: Privacy-preserving computation allows multiple parties to securely share sensitive data and collaborate on this shared data. We are working on better ways to compose and integrate privacy-preserving workflows with existing workflows; an ecosystem with privacy focus and native support for privacy primitives such as data ownership and secure multi-party computation. We hope to use these to support both GDPR requirements, and collaboration via advanced secure workflows, embedded natively within a widely adopted actor middleware software package.

Links:

Contact persons: Jonas Spenger <jonas.spenger aat ri.se>, Paris Carbone <paris.carbone aat ri.se>, Philipp Haller <phaller aat kth.se>

Unit: Computer Systems

Tags: data,software,cloud,ai

Teams: https://teams.microsoft.com/l/meetup-join/19%3ameeting\_ZGIwNWU1NmUtZDc5NS00MTI5LWI5Y2YtYzhmODVjZTQ1OTMw%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%226392a900-4d79-4453-ba7c-a50b1019822d%22%7d

Title: Too slow and too expensive? Tools for software development

Abstract: Do you need impartial help evaluating or engineering cutting-edge solutions for your software development process? Our researchers have decades of experience in adapting research results to solve industry problems. This session showcases some of our success stories, ranging from IDEs and compiler technology to automatic test case generation.

Links:

Contact: Frej Drejhammar/Per Mildner/Peter A Jonsson/Mats Carlsson

Unit: Computer Systems

Tags: data,ai

Teams: https://teams.microsoft.com/l/meetup-join/19%3ameeting\_Y2JkN2JkOGQtZjYwMC00NmRlLWI2ZGEtZDVmMjNkMTZiNWJk%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%22a9db3684-8bda-4958-9e0b-886ba721211a%22%7d

Title: AI & Cloud platforms/infrastructure, where are you running your AI, HPC, Quantum?

Abstract: Currently, using AI/ML tools comes with several challenges. i) The evolution of new methods and software frameworks is very rapid, so there is a need to constantly be able to try and evaluate the latest. ii) There is a need to find and allocate infrastructure resources to run AI/ML training and serving workloads, often using several different providers, a multi-cloud setup (public cloud and in-house resources). iii) The ease-of-use for typical complete setups including infrastructure and platforms is not at a level to allow domain experts

We present the status of ongoing work to address these challenges, based on recent developments in infrastructure-as-code tools. We look at multi-cloud aspects (portability and API harmonization across public cloud providers, HCPs), dynamic setup of test environments, and how all of this can be used to benchmark new AI/ML frameworks.

Links:

Contact: Martin Körling

Unit: Computer Systems

Tags: data,ai,software

Teams: <https://teams.microsoft.com/l/meetup-join/19%3ameeting_OTE1ZjhjZDctYzIyYy00MjQxLThmZWMtYWNlNDZjOGRmZjYz%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%222f4422e7-b223-4ffa-b200-68d84cf2c4b8%22%7d>

Title: Resource-efficient machine learning

Abstract: Training a deep neural network can be a time-consuming process using days of wall-clock execution time on a large compute cluster. For instance, training the GPT-3 natural language model used 355 GPU-years of computation. Models can also become exceptionally large with GPT-3 weighing in at some 700 GB and Google Brain being almost ten times that size. With those compute requirements come large power requirements; the compute resources used for training the GPT-3 model correspond to close to 1GWh of electricity which, if generated by a coal fired power plant leads to the emission of close to 1000 metric tons of CO2.

The large compute requirements are caused by a combination of the considerable number of parameters of the models, the large amount of data used for training and the iterative nature of the training process (many small updates to the model parameters to gradually improve the results on the training set).

When the model has been trained, it can be used for inference. For instance, a model trained to drive a vehicle using photos and videos of traffic situations is used to drive. Here, the compute demands are smaller since just a single input at a time is used rather than a large training set and each input is used once rather than many times to gradually adjust parameters. But resource demands may still be problematic since inference may occur in a more constrained environment, such as in a vehicle rather than in a data centre, and the acceptable latency may be a fraction of a second for each input rather than several days for the whole training process. Thus, there is a dire need to find resource efficient implementation methods for training as well as inference.

Links:

Contact: Karl-Filip Faxén

Unit: Computer Systems

Tags: data,ai,software

Teams:

Title: Automating air traffic control, (poster)

Abstract: Much of our infrastructure is managed by humans in complex and advanced ways. One example is air traffic control (flygledning). It is a complex real-time management of distributed resources (airplanes and airspace) with operation procedures designed to work across jurisdictions, to conservatively handle both old and new airplanes, and to handle the unforeseen. This makes it an interesting and challenging area to automate with computer-controlled automation.

Links:

Contact: Lars Rasmusson

Unit: Computer Systems

Tags: data,ai,software

Teams: <https://teams.microsoft.com/l/meetup-join/19%3ameeting_ZjY4YTI0MWUtNWEwMS00ODNhLWIxZDUtNTc0Yzc4ZWU5NTI0%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%2247a3963e-9003-44e1-aa8c-3f5699656005%22%7d>

Title: Multilingual CLIP?, poster/demo

Abstract:

Links:

Contact: Fredrik C

Unit: Computer Systems

Tags: data,ai

Teams:

Title: Big Data Analytics and AI for a Smarter Society

Abstract: The rapid advancements in the field of AI and the abundance of data in a connected society are transforming the way we live and interact. In this poster we present a number of projects at RISE in which big data platforms and AI techniques are applied to improve our society in various ways including transport and automotive industry, e-health, and digitalization.

Links:

Contact: Ahmad Al-Shishtawy

Unit: Computer Systems

Tags: data,ai,software

Teams: <https://teams.microsoft.com/l/meetup-join/19%3ameeting_YTU3ZmY3OTctMGMzZC00YTJmLTljMDEtZTE2YjU5NTliNzEw%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%22997c99c6-2554-4b8a-995c-5a600d8b5756%22%7d>

Title: Towards biologically inspired meta-learning

Abstract: The brain is a von Neumann computer. We are now beginning to understand its assembly language instructions. It is time to figure out its basic program and data structures. One of the most fundamental software components of the brain seems to be a bootstrapping recursive meta-learning module. Understanding this better may lead us to new ways of representation learning and handling heterogeneous data.

Links: https://www.ri.se/en/person/martin-nilsson , https://www.drnil.com

Contact: Martin Nilsson

Unit: Computer Systems

Tags: ai,datascience,software

Teams: <https://teams.microsoft.com/l/meetup-join/19%3ameeting_YTE3ZmU4YTgtNDM5NS00NzFjLWFhMmQtM2NkNjMyOTRhYmQ2%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%22add3e38e-5a91-4c69-aa3a-a569c137daa0%22%7d>

Title: Jointly Learnable Self-Supervised Graph Representation Learning

Abstract: Recently, several SSL methods for graph representation learning have achieved performance comparable to SOTA semi-supervised Graph Neural Networks (GNNs). One of the key challenges is data-augmentation, for which existing methods rely on heuristically crafted techniques. In this study, we propose a novel method for jointly learning both the augmentation and representation by leveraging the inherent signal encoded in the graph. Besides, to allow efficient use of resources we propose a new architecture that augments in the latent space as opposed to the input space.

Links:

Contact: Zekarias Kefato and Sarunas Girdzijauskas

Unit: Computer Systems

Tags: data,ai,software

Teams: https://teams.microsoft.com/l/meetup-join/19%3ameeting\_OTUyMWExNzktZDFlMS00ZDc3LWFhZTItYzAwODFjNzBhZmY4%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%22cd6b1da1-f2a1-4ba8-a2c5-36054015deea%22%7d

Title: Decentralized Graph Neural Networks

Abstract: Graph Neural Networks (GNNs) achieve state-of-the-art results in most graph representation learning benchmarks. However, compared to other deep learning models, their structure makes them hard to decentralize. Yet, decentralization is an important tool to achieve large-scale, data-private machine learning. In this work, we show how layer-wise, self-supervised learning may be used to train deep GNNs on a decentralized graph, where each node represents a separate computing device.

Links:

Contact: Lodovico Giaretta and Sarunas Girdzijauskas

Unit: Computer Systems

Tags: data,ai,software

Teams: https://teams.microsoft.com/l/meetup-join/19%3ameeting\_MzQ2YTdjMmMtNDIwNi00NzY3LThhNGYtOWYxNjEwOGI1MjE3%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%22cd6b1da1-f2a1-4ba8-a2c5-36054015deea%22%7d

Title: Explicit Spectral Graph Neural Network

Abstract: GNN outperforms CNN in classification tasks since data relationships are explicitly accounted for during the training and testing. However, the relative relations between training and test data embeddings are not readily available for most datasets, preventing using GNN in most datasets. This work proposes to learn such a relation of training and test data embeddings into an affinity matrix using a spectral clustering setup. This affinity matrix and the eigenvector embeddings (from the spectral clustering) are the two components utilized for message passing in the GNN setup. We can observe an improvement in classification on popular datasets (i.e., MNIST and fashion MNIST) while utilizing a fraction of the labels from the training data.

Links:

Contact: Vangjush Komini, Debaditya Roy and Sarunas Girdzijauskas

Unit: Computer Systems

Tags: data,ai,software

Teams: https://teams.microsoft.com/l/meetup-join/19%3ameeting\_MzQ2YTdjMmMtNDIwNi00NzY3LThhNGYtOWYxNjEwOGI1MjE3%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%22cd6b1da1-f2a1-4ba8-a2c5-36054015deea%22%7d

Title: Representation Learning on Heterogeneous Information Networks (HINs)

Abstract: Graph representation learning (GRL) is a common approach to network mining and analysis. GRL is a set of techniques where the objective is to learn the graph/network structure and construct latent feature vector representations (embeddings) for the nodes and edges in the graph. Learning high-quality representations can be useful in automating prediction and other downstream tasks such as search and personalized recommendation. While most real-world networks are heterogeneous in nature, recent research efforts have focused on learning over homogeneous graphs. The typical complex rich structures of heterogeneous graphs likely cause the existing learning methods to fall inadequate when applied on them. In this poster we present a novel unsupervised model for learning node embeddings based on the structure of the graph. The new learning method is designed for heterogeneous graphs with learnable attention weights over the edge types in the vicinity of each node whose embedding is being learned.

Links:

Contact: Ahmed Emad and Sarunas Girdzijauskas

Unit: Computer Systems

Tags: data,ai,software

Teams: https://teams.microsoft.com/l/meetup-join/19%3ameeting\_OTUyMWExNzktZDFlMS00ZDc3LWFhZTItYzAwODFjNzBhZmY4%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%22cd6b1da1-f2a1-4ba8-a2c5-36054015deea%22%7d

Title: MiniZinc for Problem Solving

Abstract: Problems such as timetabling, scheduling, planning and rostering are central and often cost-critical components of many software solutions. Such problems are intrinsically hard to solve. RISE has a long track record in the theory, software and practice of solving those problems. A new interchange language, MiniZinc, for expressing such problems has recently emerged. This poster will give a brief introduction and some examples.

Links:

Contact: Mats Carlsson

Unit: Computer Systems

Tags: software

Teams: https://teams.microsoft.com/l/meetup-join/19%3ameeting\_NTBkMDViOGQtMGI2Ni00MGFmLWFmNzEtYmU3ZTY5YTJmMjFl%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%225e67fcdd-0e73-4ef8-835d-a46fbcb8d148%22%7d

Title: Rallying around AI – RISE Center for Applied AI

Abstract: TBA

Links:

Contact: Magnus Hultell

Unit: Computer Systems

Tags: data,ai,software

Teams: https://teams.microsoft.com/l/meetup-join/19%3ameeting\_YTlmYmI0NzUtYzdmNy00YjllLWIyYTEtN2E0ODViMWJkMTdh%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%22d8aaa3f7-c388-4111-ab10-c711cf05e49d%22%7d

Title: Reinforcement Learning for radio resource management

Abstract: Radio access networks beyond 3G divide and multiplex use of the radio resource into discrete channels and time frames. The resources are allocated to user devices and scheduled on antenna beams. Scheduling resources on beams that interfere, reduces efficiency of resource usage. Our result shows that it is possible to train neural networks using reinforcement learning and an advanced network simulator. This is Joint work with Diarmuid Corcoran at Ericsson AB, who also funded the work at RISE, 2018-2022.

Links:

Contact: Per Kreuger

Unit: Data Analysis

Tags: datascience,ai,software,4G/5G/6G

Teams: <https://teams.microsoft.com/l/meetup-join/19%3ameeting_NTE3YjE4OTQtOTJjNC00OWM4LTk3MjctMmY2MmM4N2RmMGNh%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%22f1882c2b-7891-4772-b6d2-a4c9020a437c%22%7d>

Title: Complex AI systems - The value of hybrids of AI techniques

Abstract: For practical applications of AI based and autonomous systems, it is often not sufficient to use a single AI technique, but a system made up of combining several techniques may be required. Often this can be a combination of data-driven and domain-knowledge-based techniques. Here we will describe a general methodology for such hybrid AI systems, and exemplify with some recent projects.

Links:

Contact: Anders Holst, Per Kreuger, Björn Bjurling

Unit: Data Analysis

Tags: datascience,ai

Teams: <https://teams.microsoft.com/l/meetup-join/19%3ameeting_OTU0MzMxNTUtNzE0OS00YjQzLWFlNjItNzJkNjU5NjFhMzE4%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%22f111bff7-a4ee-4d0e-b6c8-8fa8aafdbfd8%22%7d>

Titel: Causal aware machine learning

Abstract: Causal inference provides understanding about how the systems behave under changing, unseen situations. Knowledge about the causal relations allows us to answer “what if” questions, thus leading artificial systems towards higher awareness levels. True causal networks can be obtained using manipulations and interventions. Based purely on observational data, assuming faithfulness, one can, by running conditional independence tests, create a Markov equivalence class which is guaranteed to contain the true causal graph.

Links:

Contact: Sepideh Pashami, Anders Holst

Unit: Data Analysis

Tags: datascience,ai

Teams:

Title: Natural Language Reasoning (NLR)

Abstract: The goal of the NLR project is to develop machines that, based on information in text, are capable of reasoning on a human level. NLP applications, which use text as a data source, are lousy at reasoning, which is an obstacle to improvements to existing solutions and to the development of new applications.

Links:

Contact: Jan Ekman, Björn Bjurling, Björn Gambäck

Unit: Data Analysis

Tags: datascience,ai

Teams: <https://teams.microsoft.com/l/meetup-join/19%3ameeting_NjYwNzRiYTgtOTZmYi00NDEyLTg2ZTYtOTA2NzIyMjMxMmIx%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%22957e55da-5953-424b-be49-fda55c607994%22%7d>

Title: IRRA Intent recognition for autonomous vehicles

Abstract: Intention recognition is the task of inferring an agent's intention based on its previous actions. It is crucial for human social intelligence which in turn enables understanding of, and the ability to predict, other humans' behaviours, such as for example other drivers' intent to overtake, stop, turn, or switch lanes. For making situation-based decisions, both autonomous and human drivers need to take the intentions of surrounding vehicles into account. This is especially true in a mix of autonomous and human drivers.

Existing algorithms and models for intention recognition need to be improved with respect to accuracy, transparency and scalability, to meet the requirements of the Swedish automotive industry and Trafikverket. The Vinnova FFI project IRRA (2019-2024) aims at addressing this knowledge gap and enable the creation of novel advanced and intelligent automotive services and products based on social intelligence and intention recognition. RISE contributes with novel logic-statistical hybrid algorithms for intention recognition and with novel algorithms for automated scene perception based on traffic data.

Links:

Contact: Björn Bjurling

Unit: Data Analysis

Tags: ai,datascience

Teams: https://teams.microsoft.com/l/meetup-join/19%3abifu9PViZL8JF14rr9LZg8R6eUXHZ0pqAYdHRMncRF01%40thread.tacv2/1651600946417?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%226c157dd4-3979-4d71-bede-83e7d5b88a90%22%7d

Title: Socio-economic effects of hard and soft digital infrastructure: from modelling to visualization

Abstract: In this poster we give an overview of our models to quantify and visualize the costs and benefits of digitalization, using two examples.

The first is a model of the social economic impact of fiber broadband in Sweden using fixed-effect regression, controlling for municipality- and time-fixed effects over an 8−year perspective.

The second is a dashboard-style visualization tool for 3 groups of effects of digitalizing the permit handling process in Sundsvall. A demo will be given to the interested visitor.

Links:

Contact: Jie Li, Marco Forzati

Unit: Data Analysis

Tags: datascience,ai

Teams:

Title: Identifying causal relationships of cancer treatment and long-term health effects among 5-year survivors of childhood cancer in Southern Sweden

Abstract: Survivors of childhood cancer can develop late effects in adulthood. Knowledge about possible late effects can improve childhood cancer treatments and assist in follow-up.

We developed a method to identify causative links between treatments and health outcomes. We applied it to a Swedish patient cohort and identified 98 causative links between treatments and outcomes, many of which are already known. Some, however, have not been previously described, including links between certain treatments and eye conditions or viral infections. We also confirm that childhood cancer survivors use more health care and have a higher mortality compared to the general population.

This study helps to create a better understanding of the late effects of cancer treatment in children and may help to guide strategies to monitor and treat children to avoid these effects.

Links:

Contact: Helena Linge, Jan Ekman, Anders Holst

Unit: Data Analysis

Tags: datascience,ai

Teams: [Klicka här för att ansluta till mötet](https://teams.microsoft.com/l/meetup-join/19%3ameeting_MjMwZjFmYjUtOTk3MS00MjY0LTk3NzUtYmZhZDI1NjQ1ZTYw%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%22887d2961-958c-4c95-9843-708c9b6dd75e%22%7d)

Title: Privacy preservation by FHE enables data sharing in digital health management

Abstract: -RISE entry to the Vinnova innovation competition Vinter 2021-22-

We present our experience at the Vinter competition 2021 organized by Vinnova. The Vinter competition invited solutions for digital health with a focus on interoperability. Our entry addresses privacy preservation by fully homomorphic encryption (FHE), and supports legal interoperability between e.g. users, health care and third party service providers. The work describes implementation of FHE in a digital health landscape. Its benefits, limitations and its potential for AI-based applications are discussed.

Links:

Contact: Rickard Brännvall, Henrik Forsgren, Helena Linge, Marina Santini, Alireza Salehi, Fatemeh Rahimian

Unit: Data Analysis / ICE

Tags: datascience,ai

Teams: [Klicka här för att ansluta till mötet](https://teams.microsoft.com/l/meetup-join/19%3ameeting_ODNkY2RjODItODRlOC00NjEzLTliODMtMzRmMmFhMGYzNjUz%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%22887d2961-958c-4c95-9843-708c9b6dd75e%22%7d)

Title: Swedish AI Society annual workshop June 13-14 – hosted by RISE

Abstract: Welcome to SAIS 2022: the 34th Swedish Artificial Intelligence Society (SAIS) annual workshop. The SAIS workshop has since its first edition been a forum for building the Swedish AI research community and nurturing networks across academia and industry. We invite researchers and practitioners in AI and related disciplines, in Sweden and the rest of the world, to join us in exchanging knowledge, news and results on AI related theory and applications.

SAIS 2022 is hosted by RISE and will take place in Stockholm, Sweden, on June 13-14, 2022. The event is planned to be hybrid combining in-person and virtual participations.

Links: https://ri.se/en/sais-2022

Contact: Åsa Rudström (General Conference Chair), Sepideh Pashami, Anders Holst, Magnus Hultell, Lena Nilsson

Unit: Data Analysis

Tags: datascience,ai

Teams: https://teams.microsoft.com/l/meetup-join/19%3ameeting\_ZTQzZGZiOGMtOWMxNi00NWQyLThmNjktYzA4NWQyMWIzYjk1%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%22bebbfd14-7490-4b36-abe4-58aba8ea8785%22%7d

Title: Machine Learning for Causal Inference in Observational Studies

Abstract: To show a causal relation we need to observe the outcome of a treatment (factual), as well as the outcome in case the treatment had not been assigned (counterfactual). The fundamental problem of causal inference is that we can only observe one of the two potential outcomes. The gold standard solution is to run randomized controlled trials, which comes with its own limitations and pitfalls. Observational studies, including cohort studies, are an alternative, but they can normally only find associations and not causal relations. With the abundance of huge datasets, in healthcare or social studies, that are collected over many years, can machine learning models provide a solution for causal inference? What are the requirements, possibilities and limitations?

Links:

Contact: Fatemeh Rahimian

Unit: Data Analysis

Tags: datascience,ai

Teams: https://teams.microsoft.com/l/meetup-join/19%3ameeting\_YWZjYzZkODAtMGZlYi00OTdmLWE3NzMtMDk1YWZlOTU3MGRi%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%223f7d7190-e6b8-461c-9cf4-b894980a59b4%22%7d

Title: Learning Causal Predictors

Abstract: Machine learning (ML) models have shown great success in the fields of image processing, language processing and stock market trading. One of the reasons behind its success is their great ability to learn patterns and correlations from big data. Nevertheless, these models still lack robustness when deployed in different environments, i.e., when exposed to unseen scenarios. One major drawback with current ML models is that they do not learn causation, instead weigh spurious features in predictions. A way to ease this problem is to add causal knowledge to ML models.

Links:

Contact: Abhishek Srinivasan, Anders Holst

Unit: Data Analysis

Tags: datascience,ai

Teams: https://teams.microsoft.com/l/meetup-join/19%3ameeting\_ZjM1MWU2YzctNTJhNS00MGZlLThiNjItMDUzYTRhMTE0NTRm%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%22771fb25c-3030-4a58-999b-edd4452c4f89%22%7d

Title: Pre-training Transformers for Molecular Property Prediction Using Reaction Prediction (Poster)

Abstract: Molecular property prediction is an important task within chemistry with application in drug discovery. However, the amount of available data on molecular properties is often very limited. Transfer learning has had a tremendous impact on fields like computer vision and Natural Language Processing and if it could be used within molecular property prediction it would have an impact of similar magnitude as in the aforementioned fields. We present a pre-training process for molecular representation learning using reaction data. The pre-training step is formulated as a reaction prediction task using a Transformer on SMILES and is evaluated on 12 molecular property prediction tasks from MoleculeNet within physical chemistry, biophysics and physiology. We can demonstrate a statistically significant positive effect on 9 of the 12 tasks compared to a nonpre-trained baseline model.

Links:

Contact person: Johan Broberg, Erik Ylipää

Unit: Intelligent Systems

Tags: datascience,ai

Teams: https://teams.microsoft.com/l/meetup-join/19%3ameeting\_NWIzODk0MjAtOTQ3NC00YzBhLTkwNWYtYTI3NjRiNjU5NmEy%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%2251895647-82eb-4209-835e-0a81fdb73a41%22%7d

Title: Machine learning for predicting water flow intensity based on physical characteristics of catchment area (Poster)

Abstract: In this pre-study we have investigated an ML model for water flow intensity prediction, which is given rain and temperature measurements and a top-view map of a catchment area. Given this input, the model outputs a water flow intensity map of the same spatial extent as the input map. Early results suggest that our ML model is able to predict water flow intensity more accurately than comparable baselines.

Links:

Contact person: Aleksis Pirinen, Olof Mogren

Unit: Intelligent Systems

Tags: datascience,ai

Teams: <https://teams.microsoft.com/l/meetup-join/19%3ameeting_MDIwMWRlYWUtZmEwYy00ODA1LTg3ODAtZjNmMDljNjFhYjg2%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%22e2f2eb2a-d125-4b92-82ef-1c3300e5652a%22%7d>

Title: AI for drug influence detection using recorded eye scans (Poster)

Abstract: In this project, executed together with Eyescanner Technology AB, we are developing an AI system for determining whether a person is under the influence of drugs based on recorded eye scans. The two founders of Eyescanner have previously worked in the police, and their goal is to provide a technology which can improve upon the contemporary manual approach for deciding whether a subject is under influence.

Links:

Contact person: Olof Mogren, Aleksis Pirinen

Unit: Intelligent Systems

Tags: datascience,ai

Teams: <https://teams.microsoft.com/l/meetup-join/19%3ameeting_ZDIwYjRiZGMtNTU5Mi00NjkyLWE5ZjItMmM1NTc5OGFlMjI0%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%22ede43379-c59f-415f-9dea-ac5efb7db7d4%22%7d>

Title: Semi-supervised few-shot learning for sound event detection (Poster)

Abstract: In this project we introduce a semi-supervised method for the training of embedding functions to be used in downstream few-shot learning tasks.

We include unlabeled data from the downstream task of interest as well as unlabeled data from the base data set and show how these can be included in an episodic training scheme by introducing a novel loss function for prototypical networks.

Links:

Contact person: Martin Willbo, Olof Mogren

Unit: Intelligent Systems

Tags: datascience,ai

Teams: https://teams.microsoft.com/l/meetup-join/19%3ameeting\_NThiYzgwZDctYWJlZC00YWNlLTljNTYtMzYwZjY4OTBhYjEw%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%2242a466cd-acdf-4dde-bdda-b0381e8a0d45%22%7d

Title: AI to learn about porcelain (Poster)

Abstract: This project is a collaboration with Rörstrands Museum, in which we develop a machine learning model to gain knowledge about porcelain from images. The model will build upon the digital archives of the museum, and the end goal is a service where people can upload images and learn about their own Röstrand porcelain.

Links:

Contact person: Ebba Ekblom, Olof Mogren

Unit: Intelligent Systems

Tags: datascience,ai

Teams: https://teams.microsoft.com/l/meetup-join/19%3ameeting\_OTBmYmE3YTItMGFiYS00OWY1LTkyNTgtMGYxODUzMGIxYTY2%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%2222e9d3d6-966f-4c55-8b77-6450568b4258%22%7d

Title: Teaching a computer about beauty for image-based recommendations (Poster)

Abstract: The field of recommendation systems is dominated by collaborative filtering approaches that exploit vast datasets of user-item interactions to select the most relevant items for any given user. However, in social networks the popularity of items depends to a large degree on the author’s popularity, and the system can be exploited by user groups conspiring to push specific content regardless of its quality. An objective assessment of content quality independent of its social impact would be a valuable addition to many recommendation systems, but objective quality is often difficult to define. In this project we use a large image dataset derived from a social network for photographers, and manually labeled by experts, for a binary classification between photos that are visually outstanding and a random selection from all other photos. The network’s output scores let us create a ranking of the images that is in line with human appraisals, allowing for the preliminary conclusion that the network has learned to recognize beauty in images.

Links:

Contact person: Leon Sütfeld <leon.suetfeld aat ri.se>

Unit: Intelligent Systems

Tags: datascience,ai,recommendation systems,deep learning,beauty,photos

Teams: <https://teams.microsoft.com/l/meetup-join/19%3ameeting_MDEwYmZkMTMtYjYzOC00ZTYzLTgyOTQtMzI2OGQxYWZkNzJj%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%229e30f79b-b145-4880-ac99-30df20d11609%22%7d>

Title: Machine learning and acoustic monitoring for wildlife conservation (Poster)

Abstract: In ecological research, years of audio data from natural habitats are being recorded using cheap acoustic sensors and machine learning is a promising way towards automated analysis. In this project we develop annotation efficient machine learning methods for soundscape analysis. We demonstrate the methods on recordings from wildlife conservation projects.

Links: “Computational bioacoustics with deep learning: a review and roadmap”, https://arxiv.org/abs/2112.06725, “Perspectives in machine learning for wildlife conservation”, https://www.nature.com/articles/s41467-022-27980-y

Contact person: john.martinsson aat ri.se

Unit: Intelligent Systems

Tags: datascience,ai,sustainability

Teams: <https://teams.microsoft.com/l/meetup-join/19%3ameeting_MmEyZTdlYWYtZTVmYi00NDhlLWE5OWEtMjExZWJkNzk1NGM5%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%22a8820fb8-cdd1-4387-a3d6-a9b36cbb471b%22%7d>

Title: Distributed machine learning (poster)

Abstract: The study of machine learning on decentralized data has been an interest for a long time, and has relations to many different research communities, such as cryptography, databases and data mining. The overarching goal being to efficiently learn from and analyze data distributed among several users, without the data leaving each user. Research in this field has become increasingly important in recent years. Smart and connected devices are continuously being adopted and more widespread, and the equipped sensors are improving and collecting a lot of data at a fast pace, which gives rise to a need for algorithms that can efficiently handle the large volumes of distributed data.

Federated learning (FL) is a distributed machine learning framework where a central server orchestrates the training of clients to learn a model on decentralized data. This entails several questions, and many challenges have emerged that are expected to grow in the near future.

However, a central server might not always be available or even desirable, as it can be a large bottleneck or a possible source for malicious attacks. Decentralized machine learning is a research field addressing such problems. The aim of this PhD project is to study challenges and advance the research in both federated and decentralized learning. Open problems in these fields include developing algorithms for data heterogeneity, personalization, efficient communication, model compression and many more.

Links:

Contact person: Edvin Listo Zec, [edvin.listo.zec@ri.se](mailto:edvin.listo.zec@ri.se)

Unit: Intelligent Systems

Tags: datascience,ai

Teams: <https://teams.microsoft.com/l/meetup-join/19%3ameeting_YTA2NmNlNWQtN2E2My00OTIyLTkyN2MtZjE1YjA5NjYzZGZj%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%2277a0c88a-6ea4-4b4d-8170-8432ce20fb0a%22%7d>

Title: Resource-Efficient Multlingual NLP

Abstract: How can we make resource-efficient NLP available in situations where we do not have access to super-computers? And how can we deliver high-quality NLP for languages with more limited resources than English and a few other languages, so that a larger part of the world’s population can benefit from the technology? A promising approach to the second problem is to train multilingual models on data from multiple languages, hoping that the languages will mutually reinforce each other. In this project, we explore modularization and model compression as key techniques for making multilingual NLP models more effective, by delivering higher quality for more languages, and more efficient, by requiring less resources to deliver these results.

Links:

Contact person: Joakim Nivre

Unit: Intelligent Systems

Tags: datascience,ai

Teams: <https://teams.microsoft.com/l/meetup-join/19%3ameeting_OWVjMGQzYjItYTAxMC00YTFiLTlkOGUtMTI5NTg5ZjAwYWMx%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%222d5efa8d-f200-4d14-8655-e5edf9f0d81c%22%7d>

Title: Cross-lingual transfer of monolingual models, poster

Abstract: Recent studies in cross-lingual learning using multilingual models have cast doubt on the previous hypothesis that shared vocabulary and joint pre-training are the keys to cross-lingual generalization. We introduce a method for transferring monolingual models to other languages through continuous pre-training and study the effects of such transfer from four different languages to English. Our experimental results on GLUE show that the transferred models outperform an English model trained from scratch, independently of the source language. After probing the model representations, we find that model knowledge from the source language enhances the learning of syntactic and semantic knowledge in English.

Links: https://www.ri.se/en/person/evangelia-gogoulou

Contact person: Evangelia Gogoulou

Unit: Intelligent Systems

Tags: datascience,ai,

Teams: https://teams.microsoft.com/l/meetup-join/19%3ameeting\_YjVjOWY4YjktZDMwYi00NDVjLWIxN2YtMzE3YThmMGFlOTk5%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%2244bac966-f76c-48be-9c7d-113ffcd27feb%22%7d

Title: Semantic textual similarity for causality detection

Abstract: Causality detection is the task of extracting information about causal relations from text. For Swedish, there is a lack of annotated data in this area. We investigated how a keyword filter and a Swedish semantic textual similarity model can be used to identify sentences containing causal relations and build a small demo to rank causal sentences in governmental reports relative to a specific query.

Links:

Contact person: Luise Dürlich

Unit: Intelligent Systems

Tags: datascience,ai

Teams: https://teams.microsoft.com/l/meetup-join/19%3ameeting\_NjQwMjQ2MTYtZWY4Yy00OWZhLThmNWEtOGYzMTc1MTNlM2Rh%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%22ac1da1af-e9f3-4b22-8dcb-ece73a7b7928%22%7d

Title: Reducing hazardous chemicals in society with AI and patent data

Abstract: Patents contain information about the use of chemicals in products before they are introduced to the market. Patent data can therefore be utilised to proactively detect and avoid that hazardous substances end up in society and the environment. In a feasibility study, RISE, the Swedish Chemicals Agency and the Swedish Intellectual Property Office have demonstrated that natural language processing can be used for this purpose, enabling automatic, scalable and accurate detection of relevant patents beyond the reach of traditional keyword-based search.

Link: https://www.kemi.se/publikationer/pm/2022/pm1-22-dataanalys-av-patentinformation-med-hjalp-av-artificiell-intelligens

Contact person: Erik Ylipää <erik.ylipaa aat ri.se>, Olof Görnerup <olof.gornerup aat ri.se>

Unit: Intelligent Systems

Tags: ai,datascience,sustainability

Teams: https://teams.microsoft.com/l/meetup-join/19%3ameeting\_ZWIzM2IwMDQtYTdiNC00OTIzLWI0YmYtMGU3NDMyZTI0NTY0%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%22a9684eda-1e5f-4ba3-a264-b3a166f59a05%22%7d

Title: ICE Test & Demo Datacenter

Abstract: Sweden needs sovereignty and skills from the ground to the cloud. To support research and innovation projects for all of RISE in all areas from AI to data center heat reuse RISE has a test & demo facility called ICE in Luleå. World leading research in a number of areas is supported by two compute modules with thousands of CPU servers and 250 GPUs and a facility test lab containing compute modules, edge testbeds, liquid cooling testbed, wind tunnels, climate and heat chambers.

Link: https://www.ri.se/ice

Contact: Tor Björn Minde <tor.bjorn.minde@ri.se>

Unit: ICE

Tags: datacenter, cloud, ai, edge, sustainability, 4G/5G/6G, datascience

Teams: <https://teams.microsoft.com/l/meetup-join/19%3ameeting_OTQ2ZDUzNDAtNTEyZS00ZDViLThmM2YtYjVmM2VkNzE3ODRm%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%229ff853b2-c1f8-4ff1-9e24-4b64ce284856%22%7d>

Title: WeDistrict : Fuel cells and excess heat from datacenters put to use

Abstract: Recovering heat from datacenters is a great opportunity, but also very challenging since the temperature of the heat often is low. In this project we are building a demonstrator to combine liquid cooled data center technology with solid oxide fuel cells, to maximize the system waste heat temperature, and in the same time produce green power for the servers running in the liquid cooled datacenter. The generated heat will be transferred to the local district heating network without using additional heat pumps, which normally is used when heat from datacenters is recovered and used for district heating purposes.

Link: https://www.wedistrict.eu/

Contact: Jonas Gustafsson

Unit: ICE

Tags: datacenter, edge, sustainability, 4G/5G/6G

Teams:

Title: E2P2 – Eco Edge Prime Power

Abstract: The E2P2 project will create a POC alternative prime power source that employs fuel cell technologies for on-site power generation of data centers. The concept of connecting fuel cells to gas networks to power resilient urban and edge data centres overcomes the need to have backup generation, thus reducing the emissions. The project will also create an open standard for fuel cell adaption to power data centres and analyse the combined social, environmental and commercial impact.

Link: https://e2p2.eu/

Contact: Jeanette Petersson

Unit: ICE

Tags: datacenter, edge

Teams: https://teams.microsoft.com/l/meetup-join/19%3ameeting\_N2Y0YjE3NDMtOTk0Yy00ZTkwLWI1MjctNjg3ZmI0MzUyYTg5%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%22831b0dfd-4f71-402d-8a4f-67320299af4f%22%7d

Title: Powering the edge

Abstract: To provide the brains for all our low latency computing needs, a new generation of edge data centers is making their way to our cities. However, at the same time the electrical grids in our cities are becoming increasingly congested and unstable. Within a growing portfolio of projects, we are looking for smart methods to design and operate these edge data centers so that the overall effect on the grid would be positive as e.g., virtual power plants or partaking in the frequency reserve.

Link: https://aniara.ai-net.tech/

Contact: Mikko Siltala

Unit: ICE

Tags: datacenter, edge, 4G/5G/6G

Teams: https://teams.microsoft.com/l/meetup-join/19%3ameeting\_MWZiOWRkMTAtM2Q2Zi00MWY0LTk5ZjUtNDFlZTg0YTFjOGI2%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%223b50ded9-6f63-4b9d-9ccd-cdd49122f0c7%22%7d

Title: Environmental impact of data centres

Abstract: In light of continuous digitalization, we as society are becoming more and more dependent on data centre services. Yet, little is known about the sustainability of data centres, the impact of operating them and the hotspots that are responsible for most of it. This poster presentation will explain how sustainability can be assessed and discuss the environmental performance of data centres.

Link: https://www.ri.se/en/stani-borisova-presented-data-centers-lca-life-cycle-assessment

Contact: Stani Borisova

Unit: ICE

Tags: datacenter, edge, sustainability

Teams:

Title: Data center excess heat reuse, a matter of enhanced food self-sufficiency

Abstract: During the worldwide pandemic and unstable world peace the import dependency from other countries has become obvious, whereas for Sweden most of the food has its origin in south of Europe. To enhance the food self-sufficiency focused work has been done at RISE ICE data center to evaluate the possibilities to utilize the data center excess heat for farming and food production. The north of Sweden which has the lowest levels of self-sufficiency it´s shown that 1 MW of data center power could increase the level with up to 8%.

Link: https://www.ri.se/en/dc-farming-a-guideline-for-implementing-data-center-and-greenhouse-symbiosis

Contact: Mattias Vesterlund

Unit: ICE

Tags: datacenter, edge, sustainability

Teams:

Title: Homomorphic encryption for CPS

Abstract: The design of intelligent control algorithms can be costly and is an investment that must be protected against reverse engineering. It can be safeguarded by running remotely from the cloud instead of locally on the equipment hardware, however such set-up requires careful consideration of customer data confidentiality. Fully Homomorphic Encryption is an emerging technology that permits computation on encrypted data and offers a solution that protects both customer data and manufacturer IP.

Link:

Contact: Rickard Bränvall

Unit: ICE

Tags: datacenter, edge, cybersecurity

Teams:

Title: Thermal energy storage for data centers:

Abstract: EDGE- solutions with small calculation clusters is a strong upcoming trend within the data center sector. With an optimized operation of the EDGE data center and a well dimensioned thermal energy storage (TES), the energy use for the datacenter (DC) can be minimized and with that also their climate footprint. In this poster session we will present one of our projects, DIR Borö, at RISE ICE datacenter, were we tested and evaluated the performance of a thermal energy storage tank at our EDGE test bed to see how long the tank can cool the datacenter without any additional energy. If you are interested to see the results and learn more, please visit our session!

Link:

Contact: Tina Stark, Adrian Mellgren

Unit: ICE

Tags: datacenter, edge, sustainability

Teams: https://teams.microsoft.com/l/meetup-join/19%3ameeting\_YWQwMjYzODQtYTlhYS00ZGU0LThjMjgtYWIwNTEyY2YzZTRh%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%2221014e5b-2779-4c3a-bfbf-d7f05131b623%22%7d

Title: Empowering a Pan-European Network to Counter Hybrid-Threats

Abstract: In the EU-HYBNET project, a Horizon 2020 coordination and support action over 5 years, with 25 partners, we network with security practitioners, stakeholders, academics, industry players, and SMEs to find new and enhanced means to counter hybrid threats. We define common requirements, deal with performance needs, monitor research and innovation, deliver recommendations for uptake and industrialization of promising innovations and associated standardization.

Link: https://euhybnet.eu/

Contact: rolf.blom aat ri.se

Unit: CyberSecurity

Tags: cybersecurity

Teams: https://teams.microsoft.com/l/meetup-join/19%3ameeting\_NGM2NWVmZmItMDk5Zi00NTIxLWE4YjktMDc3NDdiZWVjNzVi%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%223b7aab58-61a6-41f7-96c4-e94cea55528a%22%7d

Title: Security Roadmap Towards 6G Systems

Abstract: 6G system is in an active race to be fully deployed by 2030. 6G system is expected to provide ultra-low latency, low power consumption, ultra-high capacity, seamless coverage, high localization precision, massive MIMO (small cell), millimeters-wave (mmWave), terahertz (THz) bands. Consequently, these high-performance specifications will enable new technologies within 6G systems such as the internet of everything (IoE), extended reality (XR), autonomous systems, Artificial intelligence (AI), machine learning (ML), heterogeneous wireless networks (HWN), intelligent and distributed environments, and visible light communications (VLC), wireless brain-computer interactions (BCI), etc. These new technologies will have significant impacts on the security and privacy of the upcoming 6G system. Therefore, novel security techniques (encryption, authentication, privacy-preserving, key management, access control) or some fundamental changes must be considered; for instance, distributed mutual authentication protocols are highly required for some 6G-based technologies (e.g., HWN, IoE), whereas end-to-end security and encryption protocols are necessary for some others emerging technologies. Hence, extensive research is supposed to be carried out to meet all these security requirements and ensure the reliability and functionality of the upcoming 6G system.

Link:

Contact: Mohammed Ramadan <mohammed.ramadan aat ri.se>

Unit: CyberSecurity

Tags: cybersecurity,6G security

Teams: <https://teams.microsoft.com/l/meetup-join/19%3ameeting_NTkyZjY0YTMtNGU0OS00ZWQ4LWI0YWMtYmY2MjA5ODEyMWJm%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%2247464705-851f-4e46-9b4a-bf93108745b9%22%2c%22IsBroadcastMeeting%22%3atrue%7d&btype=a&role=a>

Title: End-To-End Secure Group Communication for the IoT

Abstract: The security protocol Group OSCORE protects end-to-end group communication for CoAP. Protection applies to a request addressing multiple servers and to its corresponding responses. Group members obtain the keying material from the responsible Group Manager when joining the group. The joining procedure uses the ACE framework, which ensures that nodes become group members only if authorized.

Link:

Contact: Marco Tiloca <marco.tiloca aat ri.se>

Unit: CyberSecurity

Tags: cybersecurity

Teams: https://teams.microsoft.com/l/meetup-join/19%3ameeting\_ZjE1OWQ1OWMtNmQxNy00YzY4LWFmY2UtYWY1MWUxN2RkMWEw%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%228666a33b-a72f-4f44-9107-a936b99d9321%22%7d

Title: Innovation node in cybersecurity - Cybernode.se

Abstract: RISE is running a national cyberscurity collaboration to accelerate research and innovation in the industry and public sector – a national node in cybersecurity. VINNOVA is responsible for the funding, while RISE’s cybersecurity unit coordinates the node’s work.

Link:

Contact:

Unit: CyberSecurity

Tags: cybersecurity

Teams:

Title: Intrusion detection in cloud containers

Abstract: The popularity of containerization has extremely increased among organizations during last decade since container solutions offer multiple features consenting high time and cost savings and incomparable agility in application development and management processes. Nonetheless, cloud containers are an appealing target of malicious actors who look at virtualized applications as a new opportunity to exploit the huge amount of cloud resources and enforce their malicious activities. Cyber-attacks targeting virtualized applications with the aim of hiddenly stealing resources and private data have been widely demonstrated. When in-app protections fail to detect and prevent such attacks, it is crucial that the hosting operating system provides additional and innovative capabilities for monitoring container resources and detecting hidden malicious behaviours. Within the Cybersecurity Unit, we are currently working on AI solutions tailored to empower malware/intrusion detection in virtualized systems (e.g., cloud containers), with a focus on the analysis of data features observable by the cloud service provider at the operating system level (e.g., Linux-kernel system calls) and at the network level (e.g., network packets).

Link:

Contact: Alfonso Iacovazzi

Unit: CyberSecurity

Tags: cybersecurity, cloud

Teams: https://teams.microsoft.com/l/meetup-join/19%3ameeting\_ZDc3NTRjYTctNTY2OS00NjM1LWExMzctMjBkYmM2MDk4N2Iz%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%221d596ff3-fb8c-4396-a480-98f06fa193b2%22%7d

Title: Human-Centred Cybersecurity

Abstract: Is Cybersecurity gendered? We do not normally think about computer science concepts, such as encryption or network protocols, as being unequal or gendered. Yet while the cybersecurity domain has produced impressive technical advances, the diversity of life experiences and ways of working with and through technology has at times been overlooked, to the detriment for marginalised communities such as women. For example, within intimate relationships privacy threats can arise from the lack of appropriate design to recognize different data sensitivities within relationships. Such an oversight has resulted in lack of security strategies that can act against these intimate threats, and not just financial or political threats. Such blind spots result in technology that can be used by abusers to perpetrate violence and harm in abusive relationships. Engaging with more diverse perspectives can lead to a more diverse cybersecurity that needs to include the perspectives of those who would not normally be included in research on cybersecurity (e.g. women, elderly, migrant workers, etc.). This becomes increasingly important as technologies such as IoT, smart homes and smart cities are increasingly embedded into the fabric of our world. Drawing on Human-Computer Interaction research and feminist standpoint theory and approach, we aim at empirically answering questions such as: How can we design a feminist cybersecurity?

Link:

Contact: Asreen Rostami

Unit: CyberSecurity

Tags: cybersecurity

Teams:

Title: Key Update for OSCORE (KUDOS)

Abstract: CoAP is a protocol similar to HTTP but designed for constrained devices and running over UDP. The OSCORE protocol provides end-to-end protection of CoAP messages. Peers using OSCORE should periodically renew their shared keying material, e.g. due to reaching limits for operations performed with the keys. Key Update for OSCORE (KUDOS) is a lightweight procedure for updating OSCORE keying material.

Link: <https://www.ietf.org/archive/id/draft-ietf-core-oscore-key-update-01.html>

Contact: Rikard Höglund <rikard.hoglund aat ri.se>

Unit: CyberSecurity

Tags: cybersecurity, iot

Teams: <https://teams.microsoft.com/l/meetup-join/19%3ameeting_N2IyMDg1YzAtNjMyZS00ZDRjLWE1ZTYtODFkM2QxODYyNTFi%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%224fd8227a-74da-43d9-a7f9-ddaf46b1d792%22%7d>

Title: Vulnerability Analysis for Establishing More Secure Systems

Abstract: Cyber-attacks are on the rise. For instance, most famed autonomous and/or electric cars are shown to be vulnerable as in the example of Tesla hacking showcases. Cybersecurity of any system should start from the attacker point of view, which might be referred to as “counter-intuitive” analysis. As such, Vulnerability Analysis helps researchers and especially security experts understanding limits of their cyber-defences as well open gaps (called vulnerabilities) that their defences fail to cover. Vulnerability Analysis of the systems and subsystems is utmost important for the cybersecurity experts in the intended domain while building/revisiting their cyber-security measures against adversaries. To ensure that organizations and their products are on the cyber-secure side of the spectrum while devising your next-generation products/services, it is central to ensure that these are cyber-secure, systems and subsystem components (along with their interactions with the surrounding peripherals, users, and the infrastructure) need to be analysed with agile Cyber-Security approaches such as Vulnerability Analysis and Attack Graphs.

Link:

Contact: Ismail Butun

Unit: CyberSecurity

Tags: cybersecurity, 4G/5G/6G, iot

Teams: [**Click here to join the meeting**](https://teams.microsoft.com/l/meetup-join/19%3ameeting_YmZlZTBhMmItMjJlZS00ZmEwLWFjNmItOTk0NGNlZmQ0ZTA5%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%22e2c4cd0d-6199-4dc8-a552-a5d40c4554b9%22%7d)

Title: Securing the Next Generation of Industrial Control Systems

Abstract: Industrial Control Systems (ICS) are becoming more and more connected. While connecting systems increase flexibility productivity in ICS, it also introduces risks and security vulnerabilities. Media have reported several cyberattacks against ICS, and security is a top priority in the next generation of ICS. High availability requirements and severe consequences of cyber-attacks make securing ICS a challenging problem. In the next generation of industrial control systems, often called Industry 4.0, most parts are assumed to be connected. Securing Industry 4.0 requires research into secure communication, device management protocols and resilient software for ICS devices and Industrial IoT devices.

Link:

Contact: Martin Gunnarsson

Unit: CyberSecurity

Tags: cybersecurity,iot

Teams:[Link](https://teams.microsoft.com/l/meetup-join/19%3ameeting_MzU1Y2Q5ZTktZTliYi00YTkxLWI3OTktOTZiOTM2NDMyNjE2%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%222512062d-49d4-4e18-9f56-29e794994885%22%7d)

Title: Federated Learning for IoT Security

Abstract: With the introduction of new privacy laws such as GDPR in the EU encouraging (and in some cases mandates) sharing only minimal amounts of data, centralized machine learning trained with Big Data becomes infeasible. Federated Learning (FL) has emerged as a very promising paradigm for training distributed ML models. It allows to train a ML model collaboratively so that each participant in the learning task trains the model locally without sharing any private data. However, it brings new challenges such as communication overhead, statistical and systematical heterogeneity. These challenges have been proved that they degrade model’s performance and make learning process more difficult. Within Cybersecurity Unit, we are working on applications of FL to solve IoT security problems. Meanwhile, we address the challenges of FL, and strengthen FL in different aspects.

Link:

Contact: Han Wang

Unit: CyberSecurity

Tags: cybersecurity,ai,iot

Teams: <https://teams.microsoft.com/l/meetup-join/19%3ameeting_MWNhZjFkMWMtNDI2YS00M2M1LWI3YzQtOWUwN2ZmZGYwYmM2%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%224b0242b1-d852-43ed-8510-8b2e10738cbe%22%7d>

Title: Formal verification of communication protocol

Abstract: Our global ecosystem requires secure communications. To this end, protocols are specified and standardized. Formal verification is a useful tool that helps model and analyse these specifications to ensure they provide the required security properties.

Strength:

• Strong guarantees w.r.t. the model

• Can be automated / tool-assisted

• Provides early guidance and feedback during design (before implementation)

Challenges (a.ka. research opportunities):

• Adequation between model and reality

• Lack of intuitiveness (esp. for large scale adoption)

Link:

Contact: Simon Bouget

Unit: CyberSecurity

Tags: cybersecurity, software

Teams: <https://teams.microsoft.com/l/meetup-join/19%3ameeting_YWQyOWNjMDgtNjBlMS00NjZlLTk5ZTUtOWZkNzc5MjYzZjZh%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%228a9c2a6a-b492-4220-ab68-a918dd728d80%22%7d>

Title: Cyber Range training and education

Abstract: In order to raise cybersecurity competence among people working in Swedish organizations RISE is now offering Cyber Range courses that can provide hands on experience to better prepare people for potential threats. The courses target different segments within the organization to provide training tailored specifically to programmers, IT professionals and decision makers. Participants will get to experience and perform cyber-attacks in a virtualized environment to get a better understanding of how to protect their systems and properly respond in the case of an incident.

Link:

Contact: Gustav Midéus

Unit: CyberSecurity

Tags: cybersecurity

Teams:

Title: Trusted Execution Environments for Resource-constrained IoT

Abstract: Securing IoT devices is vital today as the security risks associated with these devices grow rapidly. The increase in Trusted Execution Environments (TEEs) in resource-constrained embedded device (i.e., TrustZone-M) in the critical infrastructure is a step towards isolation and secure execution of software. TEEs provide efficient mechanisms to isolate system resources and hence play a significant role in security-critical operations such as secure boot, crypto operations, software/firmware update and remote attestation. In the Cybersecurity Unit, we work on identifying and resolving challenges in TEEs like securing the inter-world communication, mitigating unauthorized activities within devices and remote attestation of software-state integrity.

Link:

Contact: Anum Khurshid

Unit: CyberSecurity

Tags: cybersecurity, iot

Teams: <https://teams.microsoft.com/l/meetup-join/19%3ameeting_ZGJlYmUzMzktNmU1Mi00OWU1LTlkMmQtZWU2NWY2NDNlNGRh%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%2299aed1cc-c656-439a-a803-82efe9fa594b%22%7d>

Title: 5G Edge Testbed

Abstract: Computing resources at the network edge, combined with low latency 5G networking is enabling a new class of real-time, compute intense applications. In a 5G testbed hosted by Luleå university of technology, RISE is hosting a compute-cluster at the network edge. On the combined 5G/Edge platform, experiments and projects are run at the infrastructure and application levels, accelerating adoption of edge computing and AI at the edge.

Link: https://www.ri.se/sv/ice-datacenter/erbjudande/ice-datacenter-edge-och-5g

Contact: Emil Svanberg

Unit: Data Platforms and Systems

Tags: edge,4G/5G/6G,data,cloud

Teams: https://teams.microsoft.com/l/meetup-join/19%3ameeting\_ZDNhYmMwYTEtYWU3MS00MjE5LTgzYTAtMTc0OGNjNjgwY2Y5%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%223f433dcc-37b0-4675-adf9-4a69be4cfcce%22%7d

Title: Digital Earth Sweden

Abstract: Massive quantities of earth observation data are collected every day. Before they can be analyzed, many obstacles such as data storage and processing must be overcome. We lower the thresholds by offering standardized interfaces for accessing and processing the data. The goal is to increase productivity in research and production applications.

Link: https://digitalearth.se/

Contact: Joel Sundholm, Johan Carlstedt

Unit: Data Platforms and Systems

Tags: data,cloud,datacenter,ai,datascience

Teams: https://teams.microsoft.com/l/meetup-join/19%3ameeting\_MjgyNDMzZTQtYWE3Ni00MjIxLTgxMGQtOGEyZjJiZjgzZTVm%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%22a0d442bb-9f74-4d60-b743-e8ee0501c163%22%7d

Title: Data-science for Earth Observation (EO) Data

Abstract: Via satellite-mounted imaging devices, earth observation gathers information used to assess the status, and changes in the environment. The Digital Earth Sweden hub is building EO competence through pilot projects. Some examples are coastline change detection or monitoring of grassland grazing. The methods investigated will be adapted to use on powerful computer clusters. \*Visit time 11:40-12:10.

Link: https://rymddatalabbet.se/, https://www.ri.se/sv/vad-vi-gor/projekt/ai-for-arealovervakning-en-forstudie, https://www.ri.se/sv/vad-vi-gor/projekt/digital-earth-sweden

Contact: Nuria Agues Paszkowsky (nuria.agues.paszkowsky@ri.se), Erik Källman (erik.kallman@ri.se)

Unit: Data Platforms and Systems

Tags: data,datascience,ai

Teams: <https://teams.microsoft.com/dl/launcher/launcher.html?url=%2F_%23%2Fl%2Fmeetup-join%2F19%3Ameeting_MmE4Nzk2OTEtMzRiNy00ZmMwLTkyYjctNDA4NDJkODJhZDlk%40thread.v2%2F0%3Fcontext%3D%257b%2522Tid%2522%253a%25225a9809cf-0bcb-413a-838a-09ecc40cc9e8%2522%252c%2522Oid%2522%253a%2522a79badbf-7838-4351-bf2d-afc5a777ef57%2522%257d%26anon%3Dtrue&type=meetup-join&deeplinkId=d68c1e0e-fe49-4dce-94e3-78b665eb98aa&directDl=true&msLaunch=true&enableMobilePage=true&suppressPrompt=true>

Title: AI-Ecosystems – ENCCS

Abstract: ENCCS is the Swedish part in the project EuroCC with 33 members. The project aims to elevate the participating countries to a common high level in the fields of HPC, HPDA and AI. RISE is part of establishing ENCCS , we want to help SME, industry and public sector to start use to possibilities with HPC, HPDA, and AI. We provide activities and competencies to provide training and access to HPC.

Link: https://www.enccs.se

Contact: Jeanette Nilsson

Unit: Data Platforms and Systems

Tags: ai

Teams:

Title: colonyOS – a meta operating system

Abstract: ColonyOS is a meta operating system for establishing trusted compute environments across decentralized, heterogeneous compute platforms. Each Colony is an abstract collection of compute nodes operating under a single identity, using a crypto protocol to enable secure and zero-trust process execution in arbitrary compute networks. This makes it possible to orchestrate complex machine learning workloads in compute continuums spanning devices, clouds and edge networks.

Link: https://github.com/colonyos, https://colonyos.io

Contact: Henrik Forsgren, Thomas Ohlsson Timoudas

Unit: Data Platforms and Systems

Tags: software,ai,cybersecurity,edge

Teams: https://teams.microsoft.com/l/meetup-join/19%3ameeting\_Nzc1NTNlNDAtYTg1Mi00OGUwLThmM2QtNmIxMWM4NWM5NTIz%40thread.v2/0?context=%7b%22Tid%22%3a%225a9809cf-0bcb-413a-838a-09ecc40cc9e8%22%2c%22Oid%22%3a%224b786191-a89f-41d4-82ba-e190c916efe3%22%7d

Title: Edge Computing, service continuity

Abstract: Edge computing is an opportunity for service providers to expand their services by offering computation resources at the edge of the network. Cellular networks provide mobility for basic services such as voice and data. Similar mobility support is needed to hand over from one edge host to another while maintaining service continuity. Edge services should enable live migration of application instances and context to the next optimal target Edge host while preserving the quality of service during the migration process.
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